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1 Introduction to Comodo Antispam
Gateway

Comodo Antispam Gateway (CASG) is an enterprise email filtering solution that blocks spam, email-borne viruses and other
unwanted mail from reaching user in boxes. CASG can be quickly configured for any email system and can be up and running in
no time.

Features and benefits include:
e Antispam protection for incoming mails
e Antispam protection for outgoing mails
*  Enhances productivity of employees and servers
* Intuitive web interface facilitates easy use and configuration
»  Easy management of domains email restrictions
e Whitelist / blacklist recipients and senders

e Archiving incoming mails
Cromain oL nta usage Liser guota 1530E

[ Audtlog
|—1-| ACcount management

L SSOMEr Manaaemes
'!.. Cusiomer management

Diamain ieense expiratior

Ml of insin s

Guide Structure
This guide is intended to take you through the configuration and use of Comodo Antispam Gateway and is broken down into the
following main sections. The guide can be navigated using the bookmark links on the left.

* Release Notes - Alist of new features that have been appeared in the CASG.
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*  Purchasing License - How to purchase CASG licenses.

*  Adding More Users, Domains Or Time To Your Account - Describes how to obtain domains, add more users to
your account.

* License Information - Describes how to keep track of subscription status and various license related alerts.
e Getting Started - Describes how to configure your mail server with the CASG service

* Incoming Filtering Configuration
*  Outgoing Filtering Configuration

*  The Administrative Interface - Provides a snapshot of main functional areas of CASG.
*  Logging-in to the Administrative Interface - How to login into the CASG interface.

»  The Dashboard Area - Describes briefly about Domain management, Account management, Customer
management and Statistics area.

*  Domain Management - Detailed explanation on how to add domains, edit domain and manage domains. This
section also deals with adding users to whitelist and blacklist and view log reports.

*  Audit Log — Detailed explanation on how to view and export log reports for all the domains in the account.

e Account Management - Detailed explanation on how to add new administrators and change login passwords,
subscription to periodical reports and configure language for messages from CASG.

e Customer Management - Provides information on accounts.

e CASG Reports - An Overview - An Overview of the Domain and Quarantine summary reports periodically generated
and sent to the administrators and users by CASG.

*  Appendix 1 - CASG Error Codes

e Appendix 2 - CASG Comparison Table
e Appendix 3 -Troubleshooting LDAP

e Appendix 4 - Useful Links

1.1 Release Notes

Version History

Version Number List of Changes

Version 2.0 e New user interface

*  Added Domain Audit Log feature, which enable administrators to view the events for selected
domains in customer's account

»  Customers can purchase storage space for archiving incoming mails
*  Added more audit events
*  Added ability to whitelist / blacklist senders for each user

»  Various bug fixes

Version 1.12 e Added Audit Log feature, which enable administrators to view the events for all the domains in
customer's account

»  Various bug fixes

Version 1.11 *  Added ability to assign group permissions for administrators
*  Added ability to login to CASG service via CAM credentials

*  Administrators can unlock users immediately who were locked out after three unsuccessful
attempts to login

»  Added ability to customize notification emails

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 5
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*  Added ability to configure number of users for each domain belonging to an account

»  Various bug fixes

Version 1.10 »  Added ability to import users from Active Directory server of Domain, through LDAP

*  Added ability to administrators to receive quarantine request emails through alternative email
address(es)

»  Added ability to export configured Recipient Whitelist, Sender Whitelist, Recipient Blacklist
and Sender Blacklist to CSV files

Version 1.9 *  Added ability to assign group permissions to multiple users and filtered users
»  Added a user ability to search for logs of all domain
*  Added 'Reset to default' button for Incoming Spam Detection settings

*  Added 'Include results from the last minutes' parameter to the Incoming & Outgoing Log
search pages

*  Added user login audits, including name of user, IP, logged time and session duration

Version 1.8 »  Added option for administrators to configure idle session timeout period

*  Various bug fixes

Version 1.7 »  Added option to purchase multiple licenses for single domain or multiple domains

»  Added new feature - Groups & Permissions. Allows administrators to create groups and
configure permission levels for each group. Ability for administrators to add users to groups
with preset policies.

»  Users in Power group can release quarantined emails without administrator's approval
*  Added ability for administrators to blacklist senders from Quarantine interface

»  New option for administrators to import users to whitelist / blacklist from csv format files
*  Added ability for administrators to import aliases from csv format files

»  Added new options for report generation - Ability for administrators to receive global reports
for all domains and domain level report for selected domain

*  Login As button removed disabling an administrator to login as another administrator

e Email size restriction - Administrators to contact Comodo if more than 250 MB email size is
required

*  Various bug fixes

Version 1.6 e Added Released Emails, Blacklisted Emails and Whitelisted Emails features in Email
Management

»  Added ability for administrators to release or reject users' request to release quarantined
emalils

»  Added ability for administrators to accept or reject users' request to add senders to whitelist or
blacklist

»  Email notifications to administrators and users for requests such as to release quarantined
mails, add senders to whitelist or blacklist

»  Added ability for administrators to prioritize domain routes using drag and drop feature

*  New option for administrators to set number of quarantined mails to be displayed per page
*  New option to stop empty reports from being sent to recipients

*  Right-click options to open links in new tab or new window

»  Various bug fixes
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Version 1.5 *  Added outgoing (SMTP) user management support
*  Added email aliases support
*  Added the ability for administrators to clear outgoing domain callout cache

»  Added the ability for administrators to search for a specific outgoing email message

Version 1.4 *  Added periodical Domain and Quarantine summary reports feature

»  Added ability for administrators to set language for messages displayed/sent by CASG
according to their location

»  Added automatic locking feature - the CASG account will be locked if the administrator/user
login attempts fail for set number of times due to incorrect entry of username/password

*  Added ability for administrators to view quarantined email message content through a new
CASG window

Version 1.3 »  User interface improvements

e Embedded links to on-line help

»  Ability to configure the number of days for which logs are available
*  New options for domain settings

»  Various bug fixes

Version 1.2 *  Added licensing options

»  Fixed various bugs

Version 1.1 *  Added ability for administrators to view email message content through the CASG interface
»  Added ability to report spam in multiple formats to Comodo for potential global blacklisting
*  Added ability to quickly switch the domain that is currently being managed

*  Added ability to reset 'Blocked Extensions' list to default values

Version 1.0 *  Added Mail Quarantine feature

*  Added Whitelist / Blacklist pages

*  Added Domain management feature
*  Added Customer management

*  Added Account management

1.2 Purchasing License

In order to get started with CASG, you must first purchase the service then configure the service. You have the option to
purchase multiple licenses for single or more domains. The number of users and domains that are allowed for all the licenses
purchased will be added and displayed in the Customer Info page. Follow the '‘Buy Now' link on the website to purchase
Antispam Gateway. Your Comodo Antispam Gateway account will be created once the signup process is complete - please refer
to the email you receive after signup or activation. You can now login into the account with your username and password.

Note: A free version of CASG with limited features is also available for those who would like to try the application before
purchasing a paid version. Please refer to Appendix 2 - CASG Comparison Table for more details on the features available
for free and paid CASG versions.

You can view the license details in the main interface after activation. See the section 'License Information' for more details.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 7
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1.3 Adding more Users, Domains or Time to your Account

New users, domains and license term extensions as well as multiple licenses can be added to your account by logging into your
CAM account at https:/laccounts.comodo.com/ . Please read on for a step-by-step guide to this process.

To create CAM account

Visit the Comodo Accounts Manager page at https:/laccounts.comodo.coml. The 'Register or Log In' page will be displayed.

COMODO

Creating Trust Online®

Help | Contads SignUp | Login

Welcome

Please enter your login and password

Login:

Password:
Login )

 Create New Account]
Forgot Password

CAM w4 515328

Click 'Create New Account' link. The Signup page for all the services offered by Comodo will be displayed.

COMODO

Creating Trust Online*

SignUp | Login

SignUp

Sign Up to Comado Network Center Service

Slan Us o Al E111 SErviee

Sign L to Antispam Gateway Service

Sign Ug to LoginPro Sarvice

Sign Up to Comodo System Rilities Service
Sign Up to Sitelnspector Service

Sign U to TrustConnect Serice

Sign Up to Comodo Internet Security Service
Sign Ug to Comeode Online Storage Service

Sign U to Endpoint Security Manager Service

Cod w62 16580

Click 'Sign Up to Antispam Gateway' link. Select the subscription package you want to use from the list displayed. You have the
option to purchase single domain license or multi-domain license:

* Single Domain License - One email domain, for example, xyz.com or abc.xyz.com, can be configured along with a
total number of licensed users.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 8
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e Multi-domain License - More than one email domains, for example, xyz.com, abc.xyz.com, abc.org and so on, can
be configured according to the license along with a total number of licensed users for all CASG-managed domains.

Comode Sign-Up Page

@ Comoda Artizpam Gatesway (25 uzers, 1 domaing) & prce of $12.50 for 1 manth

O comado Arfispam Gatewsy (25 users, 1 domaing) ab price of $150.00 for 12 months

O comodo Arfispam Gateway (50 users, 2 domainz) et price of $25.00 for 1 manth

O Comodo Anfispam Gateway (30 ugers, 2 domains) st price of $300.00 for 12 monthe

O Comado Artispam Gateway (100 uzers, 2 domains) at price of $50.00 for 1 month

O Comaoda Artispam Gateway (100 users, 2 domainsg) st price of $600.00 for 12 maonths

O comado Artispam Gatewsy (200 users, 5 domains) st price of $100.00 for 1 month

O comado Artispam Gatewsay (200 users, 5 domainz) at price of §1,200.00 for 12 months
O Comaoda Artispam Gateway (400 users, 10 domains) at price of $200.00 far 1 manth

O Comado Antisparm Gatewsy (400 users, 10 domains) st price of $2,400,00 for 12 manths
O comodo Artispam Gateway (1000 users, 20 domains) at price of $500.00 for 1 month

O comodo Arftispam Gateway (1000 users, 20 domaine) st price of $5,000.00 for 12 morths
O Comadn Antispam Gatewsy Trisl for 120 Days (50 users, 2 domains) - Mo Card Reguired
O comodo Arispam Gateway Free (10 uzers, 1 domaing) - No Card Reguired!

Enter the User Details and Contact Information in the respective sections.
If you already having an account with Comodo, check 'Yes' box. You will only need to enter your Email Address/Login ID ,

Password, and Contact Information.

Note: Fields marked with * are mandatory.
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Customer Information (an * indicates required fields)

When paying by credit card, the billing information should be exacily as it appears on your credit card statement. For credit card
verlfication, please ensure thatyour first and last name are enlered as they appear an your card.

User Deatails
Arg you an existing Comodo custamer? O Wes @ 1]

Lucjn'
14 eharacter min.]

Password
(& characters min.)

Password Confirmation
First Hame
Last Name

Ermail

Telephone Humber

Contact Infermation

Company Harme

Street Address

Address?

City

Country’ United States v
State of Province Alabama w

Postal Code’

Eilling Information

The zame a3 Contact Informstion

Select the payment method and enter the details.

Payment Options

O &

oY Jual—{

When paying by credit card, the billing information should be exactly as it appears on your credit card staternent. For credit card
verification, please ensure thatyour first and last name are entered as they appear on yaur card

Credit Card Details
Credit Card Humber
Security Code” What is it?

Hame exactly as it appears on your o edit
card

Expiration date’ December » . 2012 »

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 10
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Check the box if you want to be informed about Comodo products updated via mail.

Communication Options

[#] ¥es!Please keep me informed about Comodo products, upgrades, special offers and pricing via email. Your information is safe
with us!

Read the 'End User License and Subscriber Agreement' and accept to it by selecting 'l accept the Terms and Conditions'
checkbox. Click 'Sign Up'.

Terms and Conditions

END-USER LICENSE AND SUBSCRIBER AGREEMENT
Comodo Antispam Gateway

IMPORTANT - PLEARSE READ THESE TERMS CAREFULLY BEFORE DOWNLOADING, INSTRLLING,
OR USING COMODO AMTISPAM GATEWAY ("SERVICES"). BY DOWNLOADING, INSTALLIMNG, OR
USING THE SERVICES OR BY CLICKING ON "I ACCEPT" BELOW, YOU ACENOWLEDGE THAT YOU
HAVE READ THIS AGREEMENT, THAT YOU UNDERSTAND IT, AND THAT YOU AGREE TO ITS
TERMS. IF YOU DO NOT RGREE TO THE TERMS HEREIN, DO KOT DOWNLOAD OR USE THE
SERVICES OR CLICK ON "I ACCEPT".

This user license agreement 1is between you ("you"™ or "Subscriber"), as either an

71 | accept the Terms and Conditions
. SIGNUP

Click the Confirm /Cancel button in the Order confirmation dialog.

COMODO

Creating Trust Online*

Slgnllp | Login

Order Confirmation

Please confirm your order:

Comodo Antispam Gatevsy Free Price 50 per 12 monihs

Confirm Cancel

Condw 6216632

The assigned invoice will be displayed.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 11
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Antispam Galeway | My Account | Help

Logost

Invoice #1286090-11
Comodo Sacurity Solutons, inc
525 Washingion Bhvd mr""' : Ef““h
ﬁ;ﬁ'ﬁ;";‘:ﬁ" 0730 Address Alabama 123456
United Stafes

support.comodo.com

Comodo Antispam Gateway Free from 2012-1205

[ Print]
[ Start using Comodo Antispam Gateway Free|

Cod v 5.2 16682

After purchasing a CASG license, you will automatically become an administrator in CASG. Repeat the process for purchasing
another CASG license. The number of users and domains that are allowed for all the licenses purchased will be added and
displayed in the Customer Info page.

1.4 License Information

After purchasing/licensing has been completed, we advise you to keep track of your usage limits and the number of days
remaining on your license(s) to avoid service interruptions. You have the option to upgrade or downgrade your license as per
your requirements. You will begin to receive license renewal reminders via email before the expiration of license(s).

You can view your account status in the ‘Customer Management' area in the main interface.
e Click 'Customer Info' from the 'Customer management' drop-down menu in the left hand side navigation area.

*  Theimage below shows an example of Customer Info who has purchased multiple licenses.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 12
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a .Enct)?:f:f:llg o Quaranting: 4 = 3@ reguest Wi remuesta 1 Nackli=g reguests 15_1 aunt

dachboard § Customes info

Customer info © rei

S Mame ; test test

LT 105 CAN lagin . demo_casg_custoner

LR Madnacement CAM armail | demo_caspd c oo, com

MY Cistomer management Totals
Mumbar ofusers 6
TIET S0
. R mlan. number of users 41
Manage rapar s

Mumber of domainsg 3
Em

Max nurmber or domains 41

Diek quata (GEN 003

Disk space 286.0 KB

Subscriptions
Subsciiption &
Max nuimber of users 39
Max number of domains 39
Licenze expiration date  May 02, 2014
Digk quota (GE; 30
Enabled trae

Subscription :

Mz number of users 2
Max number of domains 2

License explration date  May 03, 2014
Disk quota (GE) 0

Enabled tre

End-User License and Subscriber Agreement

2011-8-T-Antispam Gateway
END-USER LICENSE AND SUBSCRIBER AGREEMENT
Comodo Antispam Gateway

IMPORTARNT - PFLEASE READ THESE TERMS CAREFULLY BEFORE DOWNLOADING, INSTALLING, OF LISING COMOT

AMTISPAM GATEWAY CSERVICEST), BY [

In the 'Customer Info' panel you will find the details of subscription(s) for your account, such as number of users, number of
domains and the space available for archiving mails. For multiple licenses, the number of users and domains that are allowed for
all the licenses purchased will be added and displayed in the Totals column.

*  Name: Displays the name of the account.

*  CAM Login: Displays the login user name for the account in Comodo Accounts Manager (CAM) at
https:/laccounts.comodo.com. The administrator can use this login username to log in to CAM for purchasing
additional licenses and renewal of existing licenses.

e CAM email: Displays the email address for the account as registered at CAM.
Account Summary
e Number of Users: Displays the number of users for all the domains belonging to the account.

e Max. Number of Users: The maximum number of users that can be added as per all the subscriptions made for the
account, that is, number of users cannot exceed the number given in this field for all domains included.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 13
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*  Number of Domains: Displays the number of domains belonging to that account.

e Max. Number of Domains: The maximum number of domains that can be configured as per all the subscriptions
made for the account.

Details on Subscriptions

e Max. Number of Users: The maximum number of users that can be added for the account as per the specific
subscription, that is, number of users cannot exceed the number given in this field for all domains included.

e Max. Number of Domains: The maximum number of domains that can be configured as per the specific subscription.
* License Expiration Date: Provides details about the expiry date of the license for the specific subscription.
»  Disk quota (GB) - Displays the space available for archiving all incoming messages.
*  Enabled: Displays whether the subscription is active or not.
End-User License and Subscriber Agreement

e End-User License and Subscriber Agreement: Displays the complete End-User License and Subscriber
Agreement.

The 'Customer Info' panel alerts the administrator about license(s) expiration date and if Domain/Users limit is exceeded.

Administrators will start receiving license renewal reminders via email 30 days (default) before your license(s) are due to expire.

Note: The number of days before expiration of license that you start to receive license renewal reminders and the number of
reminders per day that you receive depends on the settings configured in CASG.

An example of license renewal reminder is shown below:

Dear Customer,

Your Comodo Antispam Gateway account is due to expire in 5 days.

Please renew your subscription using your account page or contact support,

Please note that on 03-06-2012 your account will be suspended for 60 days and after that all your data will eliminated.

If you have multiple licenses and if one of them has expired, then the number of domains and users allowed for that license will
be deducted from the total number of allowed domains and users. No error message will be displayed if the usage is still limited
within the total domains and users allowed for the remaining license(s).

An alert will be displayed at the top of the interface on the day when all the license(s) have expired. An example of the message
is shown below.

Your subscription has expired, your account will be purged in 60 days. including all domains and quarantined emails. which will be irretrievable. Until that your

Spam filters are disabled

Note: The period after which all domains and quarantined emails for your account that will purged depends on the settings
configured in CASG.

During the configured period after license expiry, your emails will continue to be delivered to your domain via CASG but without
any spam filtering. During this period, you cannot add new domains and new users. Option to enable quarantine is also disabled
and incoming Spam detection settings screen for every domain in your account will display that Quarantine is disabled. After the
configured period, all domains and quarantined mails in CASG for your account will be purged.

Users of the account can use the service normally during this period. After the configured period, if a user tries to login with
his/her credentials, "Your login or password is incorrect' message will be displayed.

Administrators can upgrade or downgrade his/her account using Comodo Accounts Manager (CAM) at
https:/laccounts.comodo.com/account/login. You can use the login details provided at the time of purchasing the service.

Note: Any license upgrade or downgrade for your account will not be effected immediately. However, the changes will be
reflected in the interface after a certain period of time depending on the settings configured in CASG.
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After downgrading your existing account or after a license has expired, if the number of domains and / or users is more than
permitted, an upgrade subscription message will be displayed at the top of the CASG interface. Some examples of alert
messages are shown below:

¢ When the domain limit is exceeded:

Your domain limit exceeded by 1. Please lower number of your domains or buy new subscription

You will not be able to add new domains until some of the current domains are removed. CASG filter will continue to function
and you can add new users.
e When the user limit is exceeded:

Your user limit exceeded by 2. Please lower number of your users or buy new subscription.

You will not be able to add new users until some of the current users are removed. CASG filter will continue to function and you
can add new domains.

2 Getting Started

Once an account with Comodo for CASG has been created, the next step is configuring your mail server with the CASG service
and setting up incoming and outgoing filtering. Click on the links below for more details.

* Incoming Filtering Configuration
*  Configuring your mail server
*  Configuring MX record

*  Outgoing Filtering Configuration
*  Per-user authentication
¢ Outgoing Smarthot setup

2.1 Incoming Filtering Configuration

This section explains how you have to configure your mail server and point your domain MX records to CASG service.
*  Configuring your mail server

*  Configuring MX record

2.1.1 Configuring Your Mail Server
Step 1: Disable Sender Policy Framework (SPF) check or add CASG service domains to SPF check whitelist.
The CASG service domains are:
*  mxsrvl.spamgateway.comodo.com
e mxsrv2.spamgateway.comodo.com
If the above step is not carried out, the following error message may appear while adding a domain.
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Add domain
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Max. number of users | Unlimited
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Step 3: Point mail server MX records to CASG service domain. See the next section 'Configuring MX Record' for more details.

2.1.2 Configuring MX Record

The next important step is to update the Mail Exchange (MX) records of your domain to point to the CASG service domain.

Please ensure that you replace your old domain MX records with primary ‘'mxsrv1.spamgateway.comodo.com' and secondary

'mxsrv2.spamgateway.comodo.com'. If third-party MX servers are being used, then point the records to
'mxsrv{1,2}.spamgateway.comodo.com'.

Background Note: The MX record is responsible for specifying the mail server to relay the incoming and outgoing email
messages of a domain. A domain can have several MX records, each pointing to a mail server, with defined priority order.
When an email is passed to/from your domain, the mail is handled by the first available mail server as per the priority. You can
define new MX records or change the priority of them depending on how you want the mails to/from your domain has to be
processed.

This section explains how to update your MX records so that all mails to/from your domain are passed through the CASG spam
filtering service. Click the following links for detailed explanations based on the DNS software/web hosting service you use.
*  Windows Server 2003/2008
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*  BIND (and the “named” daemon)
«  Comodo DNS

e GoDaddy

* Enom

*  Network Solutions

¢ Yahoo! SmallBusiness

e landl
* 4D Web Hosting
¢ DNS Park

e DreamHost

*  DynDNS

*  IX'Web Hosting
*  No-IP

e  Cpanel

2.1.2.1 Updating MX Records in Windows 2003/2008 Server

Open Control Panel by clicking Start > Control Panel and click ‘Administrative Tools'.
Select 'DNS.

Open the 'Forward Lookup Zones' folder.

> L o

To back up the current configuration, right-click the sub-folder for the mail domain you are configuring, select ‘export'
from the context sensitive menu and save the configuration in a safe location.

o

Open the zone/domain sub-folder for that mail domain.
6. Delete all the existing MX records in that zone/domain.

7. Enter a new record for primary mail server with a lowest priority number and enter its FQDN value as
mxsrv1.spamgateway.comodo.com and click OK.

8. Enter a new record for secondary mail server with the next lowest priority number and enter its FQDN value as
mxsrv2.spamgateway.comodo.com and click OK.

9. Right-click the zone/domain folder and select 'Properties' from the pop-up menu.

10. Select the 'Start of Authority (SOA)' tab, click the 'Increment' button and click OK.

2.1.2.2 Updating MX Records on a host using BIND (and the 'named' daemon)

Make a backup copy of the zone file (or named.conf) that you intend to edit for MX record updates.
Open the Zone file for the mail domain you are configuring (or go to the part of named.conf being used for that zone)

Delete all the existing “MX” lines for that domain.

> w0 Do

Enter a new “IN MX" record with the lowest preference value and enter the host name as
“mxsrvl.spamgateway.comodo.com” for the primary mail server.

5. Enteranew “IN MX" record with the next lowest preference value and enter the host name as
“mxsrv2.spamgateway.comodo.com” for the secondary mail server.

6. Find the "@ IN SOA” record and increment the serial number (on the second line of the record).

~

Save the file and check it with named-checkconf.
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8. Restart the 'named' daemon.

2.1.2.3 Updating MX Records for Comodo DNS

1. Log in to DNS.com administrative console at https:/ldns.comllogin/ by entering your login email address and
password.

2. Select the domain for which you want to update the MX records, from the "Select domain" drop down menu.

Contact Help

‘DNS COM NEW: Overage Insurance Plans D
A " D

User: a

Overview Domains Groups Geo Groups Reports

Home Overview * Add domain

sample-domain.com

3. Click the "View / Manage" button beside the row labeled "@ (mail)".

Records Actions
(root) o View | Manage
* (wildcard) o View | Manage

0 View | Manage '

The existing MX records will be displayed at the left hand side pane.
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@ (Mail).sample-domain.com

Set records for any region or group of your choice.

Create record

Region: « Select location

Til: 3600

Priority:

Answer:

Save

Global

www.sampledomain.com. TTL:

www_sampledomain.com. TTL:

CI’EEtE new: Select tl_.rrpe

Add

4. Delete the existing records by clicking the thrash can icons.
5. Setthe primary mail server. Under 'Create Record":

e Enter TTL as 3600 (secs)

*  Enter "1"in the 'Priority' field to set higher priority for the primary server
*  Enter “mxsrvl.spamgateway.comodo.com” in the 'Answer' field

e Click 'Save'

6. Again click the "View / Manage" button beside the row labeled "@ (mail)" and set the secondary mail server. Under
Create Record"

e Enter TTL as 3600 (secs)
e Enter"2"in the 'Priority' field to set lower priority for the secondary server
*  Enter “mxsrv2.spamgateway.comodo.com” in the 'Answer" field.
e Click 'Save'
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

Setup should now be complete and mail filtering effected on all configured domains. If you experience problems, please open a
ticket at support.comodo.com or call 1.888.COMODO (2666.6361) and have your account number ready. We have
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experienced technicians on hand to help troubleshoot any configuration issues.

2.1.2.4 Updating MX Records for GoDaddy

1. Log in to GoDaddy administrative console at http:/lwww.godaddy.com, by entering your customer number or login

name, entering your password, and clicking the 'Secure Login' button.

2.

Bulk Register -

Trams far MNamame in e Do

SAVE!

3.
4.

Register or Transfer Domaing

Click "My Domains' from the 'Domains' drop-down menu.

Bid on/Buy Existing Domains

Premum Listings

Appraise Domains

Backorder Domains
Domain Enhancements

Private Registration

B i o Duamst-ie abiam

Select the domain for which you want to update the MX records, from the 'Domain Name' column.

Click 'Total DNS Control and MX Records' from the Details page

- 8 (&
i Repnin . Loddng... ol
Status:

Privacy:

Business Registration:
Domain Ownership Protection:
Locked:

Registered:

Expires On:

Auto Renew:

CashParking:

.

» a4 B8 .4 @

FMWMMMMM

Active (Refresh Page)
Off (addy

Off [Add)

Off (addk

Locked {Change)
2/14/2008

242008 [Renew How)
Off (Change)

Disabled (Change

E.

7
a

Hame Servers: (Last Update 5/12/2012)
533 0OMAINCO COM

Slotug)

5. Delete the existing MX records by clicking the ‘X' buttons.

3 max (mtail Exchange)
W Priority

| Pesst te Default Settings |

-
TIL Actions
[2] [x]
[ [x]

Hadt Goes To

a SMp. SECUTESEraT. ned

1 Howr

a radslons | securesarer net

1 Howr

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the 'Edit' button
beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after
your changes have taken effect.

6. Click 'Add New MX Record'.The interface for adding a new MX record will appear.
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MX (Mail Exchangers)

To create 8 new MX record for your domain; enter the priorty value (0 - 9999 and compisie the
Host Name, "Goes To. IP Address, and TTL Value felds, then chick "Continue ™

B

Hote: The "Host Name™ should be defined as your domain name (i.e., "domainnamegoeshers.com™)
or "@" (Enterng “@" wil automatically inser your domain name as the host name for the MX
Record). If the WX Record iz for the domain “www domainnamegoeshere com ™ the host name

i i & -

Priority: [}
HostName:  [@

Enter Goes To Address: f;n.yr_dumain_.net..psmt.p.{:.l-:r"m

TIL: | 1 Hour |

To set the primary server:
*  Enter “1"in the 'Priority’ field.
e Enter"@" in the Host Name field.
* Inthe 'Enter Goes To Address' field, enter “mxsrv1.spamgateway.comodo.com”.
e Select 'l week' from the TTL drop-down.
e Click OK.

To set the secondary server:
*  Click 'Add New MX Record' again. The interface for adding a new MX record will appear.
*  Enter “2"in the 'Priority’ field.
e Enter"@" in the Host Name field.
* Inthe 'Enter Goes To Address' field, enter “mxsrv2.spamgateway.comodo.com”.
e Select 'l week' from the TTL drop-down.
¢ Click OK.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.5 Updating MX Records for Enom

1. Log in to Enom administrative console at https:/lwww.enom.com/login.aspx by entering your 'Login ID', 'Password
and clicking 'Login".

Click the 'Domains' tab and select "My Domain Names'. 'Manage Domains' page will be opened

Choose the domain for which the MX records are to be updated.

Select the + icon under the "Total DNS Control' list in the 'Domain Details' panel. A sub-list will appear.

Click 'Total DNS Control And MX Records'. The 'Manage MX Records and DNS Zone File panel' will appear.
Click 'Launch Total DNS Control Manager'. The 'DNS Manager' interface will appear.

N o g o~ WD

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the 'Edit' button
beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after
your changes have taken effect.

8. Click 'Add New MX Record'. The 'MX (Mail Exchangers) Record Wizard' will appear.

To set the primary server:
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e Enter “1"in the 'Priority Value' field.
e Enter "@" in the Enter a Host Name field.
* Inthe 'Enter Goes To Address' field, enter “mxsrv1.spamgateway.comodo.com”.
*  Select 'l week' from the TTL drop-down.
e Click 'Add".
To set the secondary server:

e Enter “2"in the 'Priority Value' field.
e Enter"@" in the Enter a Host Name field.
* Inthe 'Enter Goes To Address' field, enter “mxsrv2.spamgateway.comodo.com”.
e Select 'l week' from the TTL drop-down.
e Click 'Add".

9. Click 'Continue'. The 'DNS Manager main page' will reappear when you've finished.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.6 Updating MX Records for Network Solutions

1. Log in to Network Solutions administrative console at https:/lwww.networksolutions.com/manage-itindex.jsp by
entering your 'User ID', 'Password', selecting 'Manage All Services' from 'Log-in to' drop-down and clicking 'Login'.

2. Click 'Edit DNS' under 'DNS Settings'. (If this is the first time you are editing the DNS settings, then click 'Custom DNS
Setting'). The 'Edit DNS' interface will appear.

3. Click 'Continue' in the 'DNS Manager-Advanced Tools'. The 'DNS Manager - Advanced Tools' interface will appear.
4. Click Add/Edit in the 'Mail Servers' panel. The 'Mail Servers' table will be displayed.

5. Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'Mail Servers'
table to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a
later time after your changes have taken effect.

6. Update the 'Mail Servers' table with the information in the following table.

Priority Mail Server
1 mxsrv1.spamgateway.comodo.com
2 mxsrv2.spamgateway.comodo.com

7. Click 'Save'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.7 Updating MX Records for Yahoo! Small Business

1. Log into Yahoo! Small Business administrative console at https:/llogin.yahoo.comiconfig/login_verify2 by entering
your 'Yahoo ID', 'Password' and clicking 'Sign In'.

Click 'Domain’ from he tool bar.
Click 'Manage Advanced DNS Settings'.
Click 'Change MX Records'.

o ~ w

Delete the existing MX records.
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Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.

Enter the MX record for primary email server as “mxsrv1.spamgateway.comodo.com” in the first open text box.
Set the priority for the primary email server as “1”

Enter the MX record for secondary email server as “mxsrv2.spamgateway.comodo.com” in the second open text box.

© o N o

Set the priority for the secondary email server as “2"
10. Click 'Submit'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.8 Updating MX Records for 1andl

1. Log into land1 administrative console at http:/lwww.land1.com/login by entering your '‘Customer ID' (Account
Number or Domain name), 'Password' and clicking 'Login'.

Click 'Administration' tab

Click 'Domains'. The 'Domain Overview' page will appear.
Choose the domain for which the MX records are to be updated.
Select 'Edit DNS Settings' from the DNS menu.

Click 'Advanced DNS Settings' and choose 'Other mail server' from the options.

N oo g o kc wN

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.

8.  Enter the MX 1/Prio and MX 2/Prio fields with the following information.

MX 1/Prio mxsrv1.spamgateway.comodo.com
MX 2/Prio mxsrv2.spamgateway.comodo.com
9. Click 'OK'".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.9 Updating MX Records for 4D Web Hosting

1. Log in to your 4D Web Hosting administrative console at https:/Imembers.4dwebhosting.com/ by entering your
'Username’, 'Password' and clicking 'Login’.

2. Click 'Configure'.
3. Click '"MX Records' from the Configuration options.

4. Replace the top two records with the following:

Primary mxsrv1.spamgateway.comodo.com

Secondary mxsrv2.spamgateway.comodo.com
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5. Click 'Update MX Records".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.10 Updating MX Records for DNS Park

Log in to DNS Park administrative console at https:/lwww.dnspark.net/signin.php.
Click 'DNS Hosting' from the left hand side navigation.
Choose the domain for which the MX records are to be updated.

Click 'Mail Records (MX)'.

o &~ w e

Under 'MX Resource records',

*  Replace the hostname at 1* priority row with “mxsrv1.spamgateway.comodo.com” and click 'Update'
*  Replace the hostname at 2" priority row with “mxsrv2.spamgateway.comodo.com” and click 'Update’
6. Delete other existing MX records.

Tip: If you do not want to delete these records at this time, you can do it later, after your changes have taken effect.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

21211 Updating MX Records for DreamHost

1. Log in to DreamHost administrative control panel at https:/Ipanel.dreamhost.com/ by entering your email
address/Web ID and Web panel password.

Click 'Mail' from the left hand side navigation and select 'MX' from the options.
Click 'Edit' beside the domain name for which the MX records are to be updated.

Delete all existing MX records under 'Custom MX Records'.

a M LD

In the first two text boxes, enter:

e “mxsrvl.spamgateway.comodo.com”
*  “mxsrv2.spamgateway.comodo.com”
6. Click 'Update your custom MX records now!"

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

21.2.12 Updating MX Records for DynDNS

1. Log in to DynDNS administrative console at https:/laccount.dyn.comlentrance/ by entering your Username and
password.

Click 'My Services'.
Click 'Custom DNS' beside the domain for which the MX records are to be updated, under 'Zone Level Services'.
Select all the entries under 'Mail eXchanger Records' and click 'Delete MX'.

Click 'Add New MX'.

o o~ w DN

Set the primary mail server:

e Enter “mxsrvl.spamgateway.comodo.com”
e Select'5' for preference to set higher priority for the primary server
e Click 'Modify MX'
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e Click 'Return to...
7. Set the secondary mail server

e Enter “mxsrv2.spamgateway.comodo.com”
*  Select '10' for preference to set lower priority for the secondary server
e Click 'Modify MX'
e Click 'Return to...'
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.13 Updating MX Records for IX Web Hosting

1. Log into IX Web Hosting administrative control panel at https://manage.ixwebhosting.com/index.php by entering
your login email address and password.

Click 'Manage' under 'Hosting Account'.

Choose the domain for which the MX records are to be updated.
Disable the existing MX records by clicking the 'On’ button.
Click 'Edit' next to 'DNS Configuration'.

S T

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.

7. Click 'Add DNS MX Record'".

8.  Enter the primary and secondary mail servers one by one as given in the table below. Click 'Submit' after entering
each record.

Name Data Data (Second hox)
Leave Blank 1 mxsrv1.spamgateway.comodo.com
Leave Blank 2 mxsrv2.spamgateway.comodo.com

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.14 Updating MX Records for No-IP

1. Log in to No-IP administrative console at https:/lwww.no-ip.com/login/ by entering your login email address and
password.

Click 'Host/Redirects' from the left hand side navigation.

Click 'Modify" beside the domain name for which the MX records are to be updated.
Navigate to 'Mail Options' section at the bottom of the page

Replace the MX record entry at the first field with “mxsrv1.spamgateway.comodo.com”

Replace the MX record entry at the second field with “mxsrv2.spamgateway.comodo.com”

N o g~ wDd

Delete the other MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.
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2.1.2.15 Updating MX Records in CPanel

This section explains how to update MX records for your domain if you or your web hosting service provider use CPanel as
webhosting control interface.

1. Login to your administrative console. CPanel will be opened.

2. Click '"MX Entry' icon under ‘Mail'

Started Tutorials Pazzword Cantact Stule Language
Wizard Info
Mail A
i » i -
- £ TR S ¥, [
sy y o | P |
Ermail Webrnail BoxTrapper Forwarders Auto Default Mailing
Accounts Respondears Lists
i d = i, -
-y bl =5 i*[.__f o
1 9 i'"'.". . k__.-" -_-“--
Uzer Level Account Ernail Irmpo Ernail
Filtering Level Trace Addreszses/ Authenticatic
Filtering Forwarders
Files .
& ~ < < |

The MX Entry Maintenance panel will be opened.
3. Select the domain for which the MX record has to be changed from the Domains area.

4. Ensure that 'Local Mail Exchanger' option is selected under 'Email Routing'. If not, select the option and click the
'Change' button.
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Domain: mydomain.com

Email Routing

O Automatically Detect Configuration (recommended) more »

@ Mail Exchan%ﬂ'ﬁ)

O packup Mail Exchanger more =

O Remote Mail Exchanger more =

Currenl setting is shown in bold.

“vWarning: Setting the wrong option here can break receiving mail on your server. If vou are at all unsure about
which option to select contact your system administrator,

Add MNew Record

5. Delete the entries under 'MX Records' by clicking the 'Delete’ links

Priority: |

Destination:
Add Mew Record |

MX Records

PRIORITY DESTINATION ACTIONS

a rydornain.com Edi

Home ® Tradernarks ® Help ® Documentation ®  Contact ®

Logout

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click 'Edit' and set

the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after your changes have
taken effect.

6. Set the primary mail server under ‘Add New Record'

e Enter'0"in Priority field

Enter “mxsrv1.spamgateway.comodo.com” in the Destination field

Click 'Add New record'. The new MX Record pointing to CASG service will be added
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which Dptil:l-n to select contact -\,rDLlr system administratar,

Add New Record

Priority: |E| |°

Destination: |mxsr\.f‘l.spamgateway.cu|| (v

Add Mew Record |

MX Records

PRIORITY DESTINATION ACTIONS

7. Setthe secondary mail server under '‘Add New Record'
e Enter'1"in Priority field
*  Enter “mxsrv2.spamgateway.comodo.com” in the Destination field
e Click 'Add New record'. The new MX Record pointing to CASG service will be added

Uestnatian.

Add Mew Record
MX Records
PRIORITY DESTINATION ACTIONS
a mxsrvl . sparmgateway.comodo.com Edit Delete
1 mxsrvZ spamgateway.comodo.com Edit Delete
1n mydomain.com Edit Delete
Home ® Tradermarks ® Help ® Documentation ®  Contact ®  Logout

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.2 Outgoing Filtering Configuration

CASG allows you to configure outgoing filter that is independent of incoming email filtering. You can set up outgoing email filter
for each user or if that is too cumbersome, you can set up the filtering server as a smarthost. Click the the following links for
more detalils.

¢ Per-user authentication

e Outgoing Smarthost setup

Note: You can use only one of the methods, Per-user authentication or Outgoing Smarthost setup, for outgoing email
filtering.

2.2.1 Per-User Authentication

To set up outgoing filtering for a user, make sure that the user is a valid outgoing user. This can be done in the Outgoing section
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of the Manage Domain interface. You can also configure outgoing user to represent an IP address and anybody from this
configured IP can send mail. To add an outgoing user, click 'Users' and 'Add' in the 'Outgoing users' interface. You can also
import users from CSV file or from Incoming users. See the section Users to know how to configure an outgoing user.

2.2.2 Outgoing Smarthost setup

If you use a dynamic IP or you are unable to get the proper PTR records set up then you might need to consider using a
smarthost. In this case all outgoing messages would be sent to CASG mailserver and the actual recipient would be contacted by
CASG mailserver itself. Please note that for smarthost option, email user authorization should be handled on your side, either by
IP address or by using SMTP AUTH.

A smarthost allows an SMTP server to route email to an intermediate mail server. This can ease mail server management.

This enables you to route messages over a connection that may be more direct or less costly than other routes. The smart host
is similar to the route domain option for remote domains. The difference is that, after a smart host is designated, all outgoing
messages are routed to that server. With a route domain, only messages for the remote domain are routed to a specific server. If
you set up a smart host, you can still designate a different route for a remote domain. The route domain setting overrides the
smart host setting.

You can route all incoming / outgoing messages for remote domains through a smarthost instead of sending them directly to the
domain to reduce e-mail spam from the recipient’s mail server via the default SMTP port.

*  Configuring QMail
*  Configuring PostFix
*  Configuring Sendmail
*  Configuring Exchange 2000/2003
*  Configuring Exchange 2007/2010
*  Configuring Exim
»  Configuring Exim | cPanel

»  Configuring Exim / Directadmin

2.2.2.1 Configuring QMail to use a Smarthost

Routing all mails to a smarthost
The file where SMARTHOST relaying to smarthost settings are kept is named smtproutes and is usually found in
Ivarlgmail/control/. We use the hostname 'mxsrv1.spamgateway.comodo.com' on port 587 as outgoing server:

echo ":mxsrv1.spamgateway.comodo.com:587" > /var/gmail/control/smtproutes

This command will set gmail that all your mails will be routed to mxsrv1.spamgateway.comodo.com:587 (will remove other
existing lines).

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

echo "example.com:mxsrv1.spamgateway.comodo.com:587" >> /var/qmail/control/smiproutes

This will route outgoing email to "example.com” via the smarthost. (rest of the lines will be kept).
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2.2.2.2 Configuring PostFix to use a Smarthost

Routing all mails to a smarthost :

These instructions assume the postfixconfig files live in /etc/postfix/main.cf
In/etc/postfix/main.cfadd the line:
relayhost = mxsrv1.spamgateway.comodo.com:587

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

Add a line to letclpostfix/transport:

example.com smtp:mxsrv1.spamgateway.comodo.com:587
generate a postmap file :

postmap hash:/etc/postfix/transport

To use the transport file, add or edit a line in letc/postfiximain.cf:
transport_maps = hash./etc/postfix/transport

Restart Postfix and all mail. The mail for selected domains should go trough the Smarthost.

2.2.2.3 Configuring Sendmail to use a Smarthost

Routing all mails to a smarthost :
Editletc/sendmail.cf and add the following line:

DSmxsrv1.spamgateway.comodo.com

Restart Sendmail.
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2.2.2.4 Configuring Exchange 2000/2003 to use a Smarthost

Routing all mails to a smarthost :

* Inthe Exchange System Manager, expand the Administrative Groups container.

*  Expand the desired administrative group, and expand the Routing Groups container.

»  Expand the routing group you need to work with, right-click the Connectors folder, and select New.
e Select SMTP Connector.

e Onthe General tab, enter a name to identify the connector.

e Select Forward All Mail Through This Connector To The Following Smart Hosts, and enter
mxsrvl.spamgateway.comodo.com.

e Default SMTP Server -> Properties -> Delivery Tab -> Outbound Connections -> TCP Port set to 587.

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

Do all steps mentioned above and continue on with the following:

e Under Local Bridgeheads, click Add, and select the SMTP server that will become the SMTP bridgehead for its routing
group.

*  Onthe Address Space tab, click Add, select SMTP, and click OK.

e Inthe E-Mail Domain box, add the name of the remote location's e-mail domain (e.g., example.com), and click OK.

»  Click OK three times to exit the SMTP connector configuration.

*  Restart the Microsoft Exchange Routing Engine service and the SMTP service.

2.2.2.5 Configuring Exchange 2007/2010 to use a Smarthost

Routing all mails to a smarthost :
A Send Connector must already have been created and configured correctly on the Hub Transport server.
e Open Exchange Management Console.
e Click on the '+ next to Organization Configuration.
e Select Hub Transport and select the 'Send Connectors' tab.
*  Right-click on the existing Send Connector, select 'Properties' and go to the Network tab.
e Select "Route mail through the following smart hosts:" and click ‘Add".
*  Enter mxsrvl.spamgateway.comodo.com (you need to use port 587).
If you have more then one Smarthost, repeat the previous two steps.

The changes to the Send Connector will take effect immediately without you having to reboot the server or restart any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell Console:
Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.
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Routing all mails to a smarthost with Username Authentication:
A Send Connector must already have been created and configured correctly on the Hub Transport server.
*  Open Exchange Management Console.
*  Click on the + next to Organization Configuration.
*  Select Hub Transport and select the 'Send Connectors' tab.
+ Right-click on the existing Send Connector, select 'Properties' and go to the ‘Network' tab.
¢+ Select "Route mail through the following smart hosts:" and click 'Add".
*  Enter mxsrvl.spamgateway.comodo.com, mxsrv2.spamgateway.comodo.com in the FQDN section.
¢+ Click 'Change’ under the smart-host authentication.
+ Select 'Basic Authentication' and tick the TLS box .
* Add your newly created username and password.
¢+ Click 'OK".

The changes to the Send Connector will take effect immediately without you having to reboot the server or restart any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell Console:
Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.

2.2.2.6 Configuring Exim to use a Smarthost

Routing all mails to a smarthost :

To configure the mailserver Exim, edit your Exim configuration file (e.g. letclexim/exim.conf).

Add in the routers section (after begin routers):

spamgateway smarthost router:

driver = manualroute

transport = spamgateway smarthost transport

route list = Sdomain mxsrvl.spamgateway.comodo.com::587
no_more

Make sure the local mail route is before smarthost, if you don't want local mail to be forwarded. Add in the transports section
(after begin transports):

spamgateway smarthost transport:
driver = smtp
hosts require tls = *

Routing all mails for a specific domain to a smarthost:

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

Put the domain in place of the $domain value in the route_list (above). For multiple domains you can use:
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route list = domain.example.com mxsrvl.spamgateway.comodo.com::587 ;
domain.example.org mxsrvl.spamgateway.comodo.com: :587

Restart Exim for the changes to take effect.

2.2.2.6.1 Configuring Exim / cPanel to use a Smarthost
Routing all mails to a smarthost :

Go to the "Exim Configuration Editor" in WHM. Choose "Advanced Editor". Add in the routers section (after begin routers, and
after the democheck: router block):

smarthost dkim:

driver = manualroute

domains = !+local domains

require files = "+/var/cpanel/domain keys/private/${sender address domain}"
transport = remote smtp smart dkim

route list = $domain mxsrvl.spamgateway.comodo.com::587

smarthost regular:
driver = manualroute

domains = !+local domains
transport = remote smtp smart regular
route list = $domain mxsrvl.spamgateway.comodo.com::587

Then add in the transports section (after begin transports):

remote smtp smart dkim:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{S$sender address domain}

lsearch*{/etc/mailips}{Svalue}l{}}}{}}
helo data = ${if exists {/etc/mailhelo}{${lookup{$Ssender address domain}

lsearch*{/etc/mailhelo}{$value}{S$primary hostname}}}

{Sprimary hostname}}

dkim domain = $sender address_ domain

dkim selector = default

dkim private key = "/var/cpanel/domain keys/private/${dkim domain}"

dkim canon = relaxed

remote smtp smart regular:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{Ssender address domain}

lsearch*{/etc/mailips}{Svalue}{}}}{}}
helo data = ${if exists {/etc/mailhelo}{${lookup{S$Ssender address domain}
lsearch*{/etc/mailhelo}{$value}{S$primary hostname}}}
{Sprimary hostname}}

Save the configuration. All the outgoing mail will be relayed trough the filterserver and accept original and DKIM signed emails.

Routing all mails to a smarthost with SMTP Authentication:
*  Go to the "Exim Configuration Editor" in WHM.
» Choose "Advanced Editor". do not include "begin authenticators".
+  Otherwise, simply append our 4 lines and leave out our "begin authenticators".
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begin authenticators

spamgateway login:

driver = plaintext

public name = LOGIN

client send = : username@example.com : yourUserPassword

Add a Router in the Router Configuration Box.

send via spamgateway:

driver = manualroute

domains = ! +local domains

transport = spamgateway smtp

route list = "* mxsrvl.spamgateway.comodo.com::587 byname"
host find failed = defer

no _more

Add a Transport to the Transport Configuration Box.

spamgateway smtp:

driver = smtp

hosts = mxsrvl.spamgateway.comodo.com

hosts require auth = mxsrvl.spamgateway.comodo.com
hosts require tls = mxsrvl.spamgateway.comodo.com

Restart Exim.

Extra: Routing all mails for a specific domain to a smarthost with individual outgoing accounts:

To be able to set custom settings/limits for outgoing users, use the information above (Routing with SMTP Authentication) with a
small change. Use this:

client send = : ${extract{user}{$

{lookup{$sender_address_domain}lsearch{/etc/exim_spamgateway}}}}
S{extract{pass}{$

{lookup{$sender address domain}lsearch{/etc/exim spamgateway}}}}

instead of the client_send in the previous example.

To create a file called letclexim_spamgateway with the following structure, use this :

domainl.com: user=user@domainl.com pass=abc
domain2.com: user=user@domain?.com pass=xyz

Extra: Limiting Outgoing for certain domains

This option can be combined with the individual accounts configuration to restrict outgoing only to specific domains. You can add
the following entry (underneath domains) in the router :

senders = ".*@domainl.com : ".*@domain?2.com

2.2.2.6.2 Configuring Exim / Directadmin to use a Smarthost

«  Edit your Exim configuration file (e.g. /etc/exim.conf).
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*  Add in the routers section (after begin routers):

spamgateway smarthost router:
driver = manualroute
domains = ! +local domains
ignore target hosts = 127.0.0.0/8

condition = "${perl{check limits}}"

transport = spamgateway smarthost transport

route list = Sdomain mxsrvl.spamgateway.comodo.com: :587
no_more

+ This replaces the existing "lookuphost:" router which should be commented.

* Add in the transports section (after begin transports):

spamgateway smarthost transport:

driver = smtp
hosts require tls = *
Restart Exim.

3  The Administrative Interface

The Administrative Console is the nerve center of Comodo Antispam Gateway (CASG), allowing administrators to add domains,
add administrators and users, manage accounts and more.

1 coMODO

Antispam G

Diomain quota usage Lser guota usage Archive quota usage

Huimmibes of usens
=
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Once logged-in, the administrator can navigate to different areas of the console by clicking the tabs at the left hand side.

Main Functional Areas

»  Dashboard - Allows administrator to view graphical summaries of domain quota usage, user quota usage, archive
quota usage, details of domain and user license expiration. See The Dashboard Area for more details.

* Domains - Provides a snapshot of domains in CASG for your account and serves as a launchpad for adding,
deleting, editing and managing domains. In this area the administrators can set filters, view quarantined mails, set
email restrictions. The administrator can also view the log record of actions such as accepting whitelist request,
accepting blacklist request and so on. See Domain Management for more details.

e Audit Log - Allows administrators with appropriate privileges to view a record of actions initiated by users and
administrators for all domains belonging to an account. See Audit Log for more detalils.

e Account Management - Enables the administrator to add other administrators, delete or edit existing administrators.
Currently logged in administrator also can change his/her password, manage their subscription to periodical domain
and quarantine summary reports in this area. An administrator also can create user and administrator groups and
permissions can be configured for these groups. Users and administrators then can be added to these groups that will
impose a common permission policy for them. The administrators can also view a user history for all domains within a
particular date range. See Account Management for more details.

e Customer Management - Enables the administrator to view the details of the customer such as name, maximum
number of users, maximum number of domains, incoming archive space, license expiration date and whether the
customer is enabled or not. Also the administrator can manage the subscription of periodical domain and quarantine
summary reports for the customer, configure email template settings for the messages sent from CASG. See
Customer Management for more details.

Clicking the support.comodo.com link at the bottom of interface takes you to the Comodo support web page, an online
knowledge base and support ticketing system. The fastest way to get further assistance in case you find any problem using
CASG.

Various interfaces displays a help button at the top right side of the interface. Clicking on this help button will take you to
the respective help page of CASG online help guide for more detailed explanation.

3.1 Logging-in to the Administrative Interface

As CASG is a web application, you can login into your account using any Internet browser by entering
https:/lantispamgateway.comodo.com/admin/ in the address bar of the browser.

{
)
A

OoOMODO
ntispam Gateway

-
e
-

e

L Administrative Interface

Username

|

Password

Login
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*  Login to the interface with your CASG username and password.

In order to ensure safety, CASG will lock the account if the login attempts fail for more than three attempts due to incorrect
Username or Password. To unlock the account the administrator can contact their Comodo Account Manager.

The threshold number of unsuccessful login attempts before locking the account can also be customized by contacting the
Comodo Account Manager.

Note: You can login to the interface using either the credentials created via CAM account or the administrative credentials
created via the CASG interface. If you login using the CAM account credentials, an additional feature 'Login to my Comodo
account' will be available in the Account management area through which you can manage your account such as subscribe for
more licenses.

3.2 The Dashboard Area

The Dashboard displays a snapshot summary of domain, user and archive quota usage as pie charts and domain and user
license expiration as graphs. Administrators can download the pie charts and graphs as image or pdf files by clicking the
download icon at the top right side of each item.

U Laerie.
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Domain
omain Quota Usage Dormain guot

The 'Domain quota usage' pie chart provides the details of
number of used and remaining domains for the account.
Hovering the mouse cursor or clicking over a sector displays a
call-out providing respective details. Clicking on a legend turns
on / off respective metric on the chart.

Remaining quota

37 (90.24%)

37

. Mumber of domains . Remaining gquata

User Quota Usage

The 'User quota usage' pie chart provides the details of
number of used and remaining users for the account. Hovering
the mouse cursor or clicking over a sector displays a call-out
providing respective details. Clicking on a legend turns on / off
respective metric on the chart.

Remaining quata

35 (55.37%)

—

Ly

: Mumber of users . Remaining gquota

Archive Quota Usage

The 'Archive quota usage' pie chart provides the details of
used and remaining archive space for incoming mails for the
account. Hovering the mouse cursor or clicking over a sector 266.0 KB
displays a call-out providing respective details. Clicking on a
legend turns on / off respective metric on the chart.

Remaining dizk gquots

30.44 MB (99.09%)

30.44 vB

Dizk space . Remaining dizk quota
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Domain on Domain License Expiration

The 'Domain license expiration' graph provides at-a-glance
summary of licenses available for the account and their expiry
dates. Hovering the mouse cursor over any part of the graph
displays when the current license is set to expire. It also
displays if any license has expired. The yellow line indicates
the number of domains added for the account. Out of quota
indicates the date the domains added for the account exceeds
for a license.
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User License Expiration

The 'User license expiration' graph provides at-a-glance
summary of licenses available for the account and their expiry
dates. Hovering the mouse cursor over any part of the graph
displays when the current license is set to expire. It also
displays if any license has expired. The yellow line indicates
the number of users added for the account. Out of quota
indicates the date the users added for the account exceeds for
alicense.

Number of users

Subscriptions 0 Currert users number = 01 Qut of guota

3.2.1 Domain Management

The 'Domains' area of the interface allows administrators to perform domain management tasks such as adding, deleting editing
and managing a domain. Various settings such as email size restrictions and extensions of attached files in emails can be
configured for any listed domain. The interface also allows administrators to view logs of changes such as whitelist a recipient,
blacklist a recipient and so on for all the domains in the account.

Tip: CASG also periodically generates Domains reports containing a summary of all the mail activities for the domain. The
reports are sent to the administrators through email. Administrators can configure for such reports through Dashboard >
Account Management > Admin > Add Administrators or Edit Administrators. Refer to CASG Reports - An Overview for
more detalils.
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Having Trouhle? Suppor s here to help, Cpen a Ticket at suppor.camada.com or call 1. 888 COMOD0 (266.6361)

Click the following the link for more details:

¢ Domains

3.2.1.1 Domains

As the name suggests, the The 'Domains' area of the interface allows administrators to perform domain management tasks such
as adding, deleting editing a domain. Various settings such as email size restrictions and extensions of attached files in emails
can be configured for any listed domain.

e Click the Domains tab in the left hand side navigation to open the Domains area.

Ciashiosrd f Dommaine

Domains © e
-I- Ard ﬁa Dislate f Edit domain IIT Manage domain E Refresh
£ Filtars
" ] Domains Aliases Numbei of users Wi, iniaimabear of 1ser s
e Customer managemert
| esgrarch-gacomada od ua @ Unlimitad
[7] docleamcasg comodo.od.ua 4 Unlimitad
[T mwample domain com 0 Unlirmited
| ewample domain. com 2 Unlimitad
1 " [1-444]

Having Trouhle? Suppor s here to help, Cpen a Ticket at suppor.camada.com or call 1. 888 COMOD0 (266.6361)

The list of domains that are configured will be displayed.
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Clicking the domain column heading switches the sorting of the entries based on the ascending/descending order of the entries.

Using Filter options to search particular domain(s)

Click anywhere on the Filters tab to open the filters area.
Cashboard Jf Domans
Domains

+ Add ﬁ Delate ,§ Edit dormain il? Manage domain

£ Fitters

+ Damain w» contains -

[ Domains Aliases

[[] tsg-arch-ga.comodo.od.ua
[] docteamcaso.comodo.od.ua
["] examplet .domain.com

[7] exarnple.domain.com

1 " [1-414]

You can add more filters by clicking + for narrowing down your search.

Disshisoard § Domains

Domains

o a0d [ Deiete | & Editdomain  §1§ Manage domain

€D Fitters

+ Domain w | [contalns W
= Domain w | |equals w
—Allas w | | contalns w
= Domain w | | staris with w
[7] Domains = Aliases

example.domain.com

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

Humber of nsers

Humber of users

i * Refresh

Apply filter

. mmmber of useis

Unlimibed
nlirmited
Unlimited

Unlirmted

© Hep

| £ * Refresh |

Max. number of users

»  Domain: Will execute a search of domain names according to the text in the text box (column 3) and the condition

selected in column 2.

»  Aliases: Will execute a search of domain alias names according to the text in the text box (column 3) and the

condition selected in column 2.

When you select any one of the above options in the first drop-down, the following filters are available in the second drop-down:
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*  Equals: Displays the domain or alias name that was entered in full in the text box.
»  Contains: Displays all domain or alias name(s) that contains the words entered in the text box.
*  Not Contains: Displays all domain or alias name(s) that does not contain the words entered in the text box.
«  Starts With: Displays all domain or alias name(s) that starts with the words entered in the text box.
*  Not Equals: Displays all domain or alias name(s), except the one entered in the text box.
*  Ends With: Displays all the domain or alias name(s) that ends with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.
Click anywhere on the Filters tab to close the filters area.

|3 Refesn

Click the button to display all the domains.

Note: To display all the domains after using the filters option, you have to first click anywhere on the Filters tab to close the
filters area and then click the 'Refresh’ button.

Click the following links to know how to:
* Add a domain
*  Delete a domain
* Edita domain

¢ Manage a domain

3.2.1.1.1 Adding Domains

From this interface, administrators with appropriate privileges can add domains, configure the number of users for each domain
and the destination routes for respective domains. The number of domains that you can add depends on the plan that you have
subscribed.

To add a domain

¢ Click the 'Add' button in the Domains interface

Domains & Help
ﬁ Delete é Edit domain |'T Manage domain D Refrash
0 Filters

] Demains ~ Aliases Huimber of useis Max, imnber of users

] example.domain com z Unlirnited

| exampled domain.com 1 Lnlimited

| docteamcasg.comodo.od ua 1 Unlimited

tsg-arch-qa comaodo.odua 1] Linlimited

| i1 [1-444])

The 'Add domain' dialog will open.
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Add domain

Domain
Destination routes -l-

Max. number of users | Unlimited

Check routes m| Cancel |

e Enter a valid domain name in the 'Domain’ field.

< Enter the final mail server destination route in the 'Destination routes' field. This is where the mails will be delivered
from CASG after appropriate filtering of mails. The default port is 25.

»  |f you want additional routes to be included for the filtered mails to be delivered in case of failure of the first route, click
+ beside the 'Destination routes' field to add more alternative destination routes.

Add domain

Domain | testdomain.com

lll tmailtestdormain.com
Destination routes
mm | Maill testdomain.com

Max. number ofusers | LUnlimited

Check routes E| Cancel |

*  Click the 'Check routes' button to let CASG automatically get the destination routes information from DNS. If the result
contains mxsrvl.spamgateway.comodo.com then it means that DNS MX record was already updated to work with
Antispam Gateway server and you must fill 'Destination routes' field with your real MX record, for example
mail.exampledomain.com.

*  Enter the maximum numbers of users that can be added for this domain in the 'Max.number of users' field. Leaving
this setting as ‘Unlimited’ will allow you to add up to, but not exceed, the maximum number of users permitted by your
current license. The maximum number of users for a selected domain can also be configured in the 'Domain Settings'
area.

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field, but CASG checks if the total number of users for all domains is within your license limit.

»  Click 'Save' to add the configured domains.

Note: When you create a new domain, email addresses 'abuse@addeddomain’ and ‘postmaster@addeddomain’ will be added
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‘ by default in Recipient Whitelist. Click here for more details.

3.2.1.1.2 Deleting Domains
If you want to delete a domain for which emails are being routed via CASG, this can be done in this interface.

To delete a domain

e Select the domain(s) that you want to delete from the interface.

Domains @ Hen
+ Add ﬁ Edit domain Tl; Manage domain E Refresh
0 Filtars
[] Domains Bliases Humber of users Max. number of users

| £5g-arch-ga.comodo.od ua ] nlimited

| docteamcasy.comodo.od.ua 4 10
+ exampled.domain.com 0 Unlimited
| example.domain.com 2 Unlirnited
0 Inlimited

testdomain cam

1 " [1-515]

¢ Click the "Delete' button

Tip: You can select multiple domains to delete by pressing and holding the Shift or Ctrl keys.

Anotice will be displayed warning you that the users belonging to the selected domains to be deleted will also be removed.

Delete domains

s MOTICE @ &llusers belonging to selected dormain
will be remaoved too.
Arewou sure vou want to remove selected

daomains?

e Click 'OK'" to confirm.

The selected domain(s) will be deleted.

3.2.1.1.3 Editing Domains

You can change the destination routes of a configured domain and check routes for the edited domain. Please note that the
name of the domain cannot be edited.

To edit a domain

»  Select the domain that you want to edit from the interface.
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Domains o
o Add 0 Delete !i Manage domaln £ ¥ Refresh
0 Filters
| Dronmains » Aliases Hinnber of users KWas, mnamber of users

l:i estdomaln.com d Jnlirmited

7] exarmple, domain.com 2 Unlimied
[#] example1 domain.com 0 Unlimited
[7] docteamcasg.comodo.od.ua q 10

1] Unlirmited

] esg-arch-qa.comodo.od ua

i i [1-515]

e Click the 'Edit domain" button
The Edit domain dialog will be displayed. Please note that the domain name is not editable.

Edit domain
Ciomain | examplel .domain.com
Destination routes + rnail examplet.domain.com

Max number of users | Unlimited

Check routes m| Cancel |

From here you can add another destination route, change the primary destination route or delete additional destination routes
and reconfigure the maximum number of users for that domain.

e Click in the 'Destination route’ field to edit it.

e Click + beside the 'Destination routes' field to add more alternative destination routes.

Edit domain

Diomain | examplel.domain.com

-l- mail.examplel . domain.com
Destination routes

mm | MailZ examplel.domain.caom

Max. number ofusers 10

Check routes m| Cancel |

e Click ™ to remove alternative destination routes.

*  Click the 'Check routes' button to let CASG automatically get the destination routes information from DNS. If the result
contains mxsrv1.spamgateway.comodo.com then it means that DNS MX record was already updated to work with
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Antispam Gateway server and you must fill 'Destination routes' field with your real MX record, for example
mail.testdomain.com.

e Ifrequired, edit the maximum of number of users that can be added for this domain in the 'Max. number of users' field.
Leaving this setting as ‘Unlimited” will allow you to add up to, but not exceed, the maximum number of users permitted
by your current license.

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field, but CASG checks if the total number of users for all domains is within your license limit.

e Click 'Save' to confirm the changes.

3.2.1.1.4 Managing Domain

In this area, an administrator can configure various settings for a selected domain. This interface allows the administrator to view
quarantined mails, set email restrictions, add users as recipient whitelist or blacklist, add new users and view log reports for the

domain.

This section is divided into seven main subsections namely, Domain dashboard, Incoming, Outgoing, Email management, Audit
log, Whitelist / Blacklist and Account management. Click on the respective tab to expand or close the subsection in the left
hand side navigation.

To manage a domain

e Select the domain that you want to manage from the interface and click the 'Manage Domain' button.
or
e Click on the domain name in the 'Domains' column.

or
e Right-click on the domain name in the 'Domains' column to open in a new tab or window.

Domains © Hew
e 200 T pelete | @ Editdomai | i3 Refresh
0 Filters
[[] Demains Allases Number of users Wi, iumber of users
" csg-arch-ga comodo.od us i Urlimited
¥ docteamcasg.comodo od ua = 10
71 exarnpled_domain.com 1 10

| example.domain.com ) Unlimited
] testdomain.com i Unlimited
1 i [1-5/5]

In the left hand side navigation, the configuration tabs for the selected domain will open. By default, the Domain dashboard for
the selected domain will be displayed. Click on the tabs in the left side to open the respective interfaces.
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Click on the following links for more details on the subsections:
*  Domain Dashboard
* Incoming
e Outgoing
e Email Management
e Domain Audit Log
*  Whitelist | Blacklist

*  Account Management

3.2.1.14.1 Domain Dashbhoard

CASG provides a dashboard view of a selected domain for quick analysis of important statistics such as number of quarantined
mails, release requests, whitelist requests, blacklist requests, incoming mails archive quota usage and more. Administrators can
download the pie charts and graphs as image or pdf files by clicking the download icon at the top right side of each item. To
open a domain dashboard, click Domains tab on the left hand side and then:
*  Select the domain that you want to view its dashboard and click the 'Manage Domain' button.
or
e Click on the domain name in the 'Domains' column.
or

e Right-click on the domain name in the 'Domains' column to open in a new tab or window.
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Domains © Heio
o rgg [ pelete | @ edtdomaind §1 manage domain |1:I' Refiesh |
0 Filters
[ Demains Aliases Nuimber of users W, inbier of users
"I csg-arch-ga_comodo.od.ua o Unlimited
'/ docteamcasa.comodo od ua 5 10
| examplel domain.com 0 10
| example domain com 2 Lnlimit=d
T testdomain.com 1] Linlimited

1 " [1-555]

The dashboard of the selected domain will be displayed.

arhbosrd J Domsing | Domen dashbosrd - docisamcang comodo odus

0 — =
0 : - : 2
o o o S o b
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g 08
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™ BT T gl L - L 2 Ll FT 4B Ab T = Ammﬁf'm . e 2oni)

Clicking on the buttons at the top of the domain dashboard takes you to the respective interface:

e Quarantine — Displays the quarantined mails of all users of the selected domain. Refer to the section Quarantine for
more details.

*  Release requests — Displays the requests from users of the selected domain for releasing quarantined mails. Refer to
the section Released Requests for more details.

*  Whitelist requests — Displays the requests from users of the selected domain for whitelisting the senders of
quarantined mails. Refer to the section Whitelisted Requests for more details.

»  Blacklist requests — Displays the requests from users of the selected domain for blacklisting the senders of
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quarantined mails. Refer to the section Blacklisted Requests for more details.

The Mails Statistics area provides a graphical as well as pie chart representation of the mails that were blocked, viruses blocked
and more. Hovering the mouse cursor over a sector or graph displays a call-out providing respective details. Clicking on a
legend turns on / off respective metric on the chart and graph.

0 by
0 hisn s e s i s
03 Apr 12 L]
e
e — 1
u e B
L 2t ar & o ot
i e EtachEsted O el Pt Sk W Spon M B Lo s binpe s I viruses blocked

The 'Archive quota usage' area provides details of the storage space used for archiving incoming mails. The graph shows the
disk space used per day for the last two weeks. Hovering the mouse cursor over any part of the graph displays the details of the
space used for the respective date. Refer to the section Managing Archived Mails for more details.

Archiv
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‘ “

ﬁw&* @P\Q‘ ‘@p@ 6@&" @,P\?‘ @P\Q‘ ,\QP@ ,\,\::Q‘ {LP‘Q‘ @F\?‘

08 -

06

Disk space (MB)

04

02

on

The 'Delivery queue statistics' area provides details of filtered mails that are queued in CASG servers for delivery at a later time.
It also displays the average time of queued mails for the previous day in CASG servers before delivery. Refer to the section
Delivery Queue for more details.

Delivery gueue statistics
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3.21.1.42 Incoming

In the 'Incoming’ area of the Manage Domain section, you can view quarantined mails, configure incoming Spam detection
settings, set alert heading for spam mail, add local email recipients and more.

coMODO
Antispam Gateway

@ Incoming

rantine

Spam detection settings

Repart spam

Deltvery queue

Destination routes

Daormain settings

Manade repart su

Click the following links for more details:
¢ Quarantine
*  Managing Archived Mails
* Incoming Spam detection settings
e Report Spam
e Delivery Queue
* Destination Routes
e Local Recipients
*  Clear Incoming Cache
* Log Search
«  Domain Aliases
«  Domain Settings
*  Manage Report Subscriptions for Selected Domain

Quarantine

In this area, an administrator can view the list of all the quarantined emails and their headers, of all the users for the selected
domain. The administrator can also choose to release quarantined emails to the intended recipient after ascertaining that
particular email is not actually a spam. The administrator also can delete a selected or all the spam mails from this interface.
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Tip: CASG also periodically generates Quarantine reports containing a summary of mails identified as spam or malicious that
were moved to quarantine automatically. The reports are sent to the administrators through email. Administrators can configure
for such reports through Dashboard > Account Management > Admin > Add Administrators or Edit Administrators. Refer

to CASG Reports - An Overview for more details.

To open the quarantined email interface:

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Quarantine' tab.

coMODO
Antispam Gateway

(C

'@ Diomain
Eﬂ Incarming

Archive

Spam detection settings ElF
A55L
char
IPOI

as

The quarantined email area of the selected domain will open:

Dashboard ! Domaing § Domain dashiboard - docteamcasg.comodo od u FQuarantine

Quarantine @ s
Bh snowmessage | [*) Release | [T Deete |l g | i} Refesh |
0 Filters
] Subject From To Date (GMT +0} -~ Reason size | i Actions
[7] Fw: Get Re. 25 .
assured recharge + demol@docieameasg como Aprd, 207 4 SR 1 98

i = H urlblzhl- S n
chance bo win an demolgpdocteamcasg camo 4:33.22 AM ik FEEE R Eo KB
IFOD LR LRI g L o Fl.CoF
[ Fwr GalRe. 25 it
assured recharge + demol@docteamcasg comon Aprd, 2014 ufl;a ’;hl 3.98 3 3
chance o win an demo2@docteameasg como 4:33:22 AM _ G KB
mulirbl spamirl.com
IPOD.
[ Fur Register and
Get Rs 5000 to Sh m
i L demol@docleamcasg camon Aprd, 2014 FE 305
Mow! Indroducing ; : 15 urlbEim e i
'_Ln'-n_".._.:'r'_-'an'.-'aq-j camon 43736 AM KB
Peppernicam - url.ripl.spamrl.cam
India‘s L
Fiur: Ragistar and
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Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search quarantined emails
Click anywhere on the Filters tab to open the filters area.

Lsashboard f Domang f Domain deshboard - docteanoage comedo gd 5 M Cusranting

Quarantine © veip
Show message |'_"| Release m‘ Delete More actions t':.J' Rafrash
a Filters
+ Sulbject w | containg w Apply filter
|#| Subject From To Dadte (GMT +0) ©  Reason sire ~ f§ Actions

Mo Remms foun
q H [1-040] Perpags 15 w

You can add more filters by clicking l for narrowing down your search.

Daskhboerd fDoemains § Domain dashboer - docieamoasy comodo.od us §Guarerine

Quarantine © relp
Eh show message |'j Releaze m Dielete D Rafresh
Q Filters
+ Subjact w | containg w Agply filter
- From w notcontaing w
= To w | contains w
= Dale w | eguals w [
= | oe (k) w | less than w (D =
[¥] Subject From To Date (GMT +0} ©  Reason Size = f Actions

o items found
1 " [1-040] Perpage 15 | w

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

»  Contains: Displays all quarantined mails that contain the words entered in the text box
* Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
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Other options available in the first drop-down in the filters area:

»  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

»  Size (KB): Will execute a search of mails according to the size selected or entered in third field (column 3) and the
condition selected in column 2.

If 'Date’" is selected, the following conditions are available:

»  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
calendar

*  Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

»  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box

»  Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box
Click 'Apply Filter' after selecting the filters.

Click anywhere on the Filters tab to close the filters area.

+ ¥ Refresh
Click the button to display all the quarantined emails.

Note: To display all the quarantined emails after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh’ button.

Viewing Details of Quarantined Mails

The details like subject, sender, recipient , date and size of the mails added to the Quarantine can be viewed in two ways:
¢ Inthe same CASG window
¢ Inanew CASG window

To view details of quarantined mails in the same CASG window:

* Inthe quarantined email area, select the mail that you want to view and click the 'Show Message' button.

or
e Click on the email link in the subject column that you want to view its details.
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Dashbosand f Domaing § Domain dashboard - GoChs sincesa oMot od s / Guaranting

Quarantine @ e
L'I Release ﬁ Delete More achions W 1':1 Rafrgsh !
: 0 Filters

T Subject From Ta Date (GMT #0] Reason Size' | il Actions

[#] Fur, Got Rs. 25
SPam

assured recharge + demo1@docieamcasg comoed Aprd, 2014 urlaliekl 3848 i

chance o win an demoZ@docteamcasg comod 4:33°22 A i KB
multerbl spamd com

IPOD.

[Z] Pw: et Re 25 spam
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=Enm

The details of the selected email will be displayed.

Mormal | All headers
[ Release Wihitelist this Sender Blackiistthis Sender [ Delete

Subject  Fw: Get Rs. 25 assured recharge + chance to win an IPOD,

FrDm R - g e e

To  demol@docteamcasg.comodo.od.ua, demo2@docteameasg comodo.od ua

cc

Date (GMT

. Wied Apr 09 04:33:22 GMT 2014

Size 398 KB

Actions

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.
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| Mormal | All headers

Receved : from nm34-vmY bulletmail. sg3d.yahoo.com ((106.10.151.248]) 2
by mxsnel dev spamgatewsay comodo.com with esmips (TLS! . DHE-RSA-AES 256-SHA 256)
(Exim 4,82)
(ervelope-fhom S————
id 1WxkCP-0007Go-Mg
for demo2@docteamcaso.comodo. od.ua; Wed, 09 Apr 2014 04:33:23 +0000
Recered ; from [106.10.166 60] by nm34.bullet. mail.=g3 yahoo.corm with NMFWMP; 09 Apr 2014 04:33:22 -0000
Recened  from [106.10.151.253] by tm1 7. bullet.mail 203 yahao.com with NNFMP, 09 Apr 2014 04:33:22 -0000
Recened : from [127.0.0.1] by omp1002. mail sg3.yahoo.com with MKFMP; 09 Apr 2014 04:33:22 -0000
¥-Yahoo-Newman-Froperty . ymail-3
H-Yahoo-Mewman-ld : 694392 494 36 bmi@omp1002.mail.sg3 yahoo.com
Received ; {gmail 64865 invoked by uid 60001); @ Apr 2014 04:33:22 -0000
DEIM-Signature :v=1, a=rsa-sha2f6, (=relaxedirelaked, d=yahoo.co.in, s=51024, =1357018002,
bh=Q0cJOCMPRZBIMIXpreZ30H3DMg+1 7251 s9l uykM =, h=X-vYMail-05G Received X-Rocket-MIMEInfo -
Mailer:References Message-1D:Date.From:Reply-To:Subject To:n-Reply-To:MIME-Version:Content-Type;
b=vzeLiP51kK3U51 8NZ0yUNib QRS+ METL 6P ZBMuxu anbyPFSSDUaMWWE07 IS DIP R 310/ 3dt3CBImOnfzS0gi<00caPYac
PEFABYOQFNRIMDLIGT KgmxD+xGIDZeYdGEM1 i5XrgdesbalfSUdk2envHReZsWRAIIBo3SQpL=
Domainkey-Signature | a=rsa-shal; g=dns; c=nofes;
s=51024, d=yahoo.co.in;
b=k Mall- D8 GiReceived X-Rocket MIME Infa2<-MailerReferences: Message-1D: Date: From:Reply-To Subject Toln-Reply-
TorMIME-Version:ContentType;
P=ABGAS SEAFgOSIf+tUocKEFF 5227 G3mMFOA4AMT KULMBLYaS 9lwd Ifc )4
NelU6RvMAY 31 3XCYsHY 20 ZarDsYEg0PwPHSc WA ORAB 201 pETWPknedwAS Y1 TirE2 bAlc+wE 1 xynjAcd
JeULZ<rbhMPubQyviwl 4Ave R4 5k=,
A-Mail-05G - oncMMLEYRM EBWba 97 RYWEE_whadSgzeHBIIDhKOD2EY
C2RORKab035IKHEZEEvSdILil 4k _MvAmmd SktadsjahndhyRIde i Mz
nPAYTZIG i MIADBIMLIBORZT 1wPe TYF QUGNg4rmkeHKT CsBLSIXL v

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either release the mail or delete
it. Click the 'Whitelist this sender' tab to add the sender to 'Sender Whitelist' if you desire or 'Blacklist this Sender' to add this
sender to Sender Blacklist. Refer to the section 'Whitelist / Blacklist' for more details.

To view the details of a quarantined mail in a new CASG window
* Inthe quarantined email area, select the mail that you want to view, right-click on the email link in the subject column
and select to open in a new tab or new window.
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charce o win| | ©Pen Lnkin New Window 3 demoz@docteamcasg comod 4:33.22 AM : S KB
[FOD Cpen Lirk in Mew Privabe Window ol bl spamil.tom
Fw: Get R Beakmark Thi Link
assured rachs SaveLl.nlgn.s i demo! @docteameasg.comaed Apr 9, 2014 ﬁ;:.n | 3.98 i 3
chance towin| P Ltk Lacation demoZ@docteameasg.comod 4:33:22 Al ;s I. 7 | KB
i1l spamil.com

IPOD Inspesct Ebement (20
{ ) Add To Top Sites

Tie Tab ¥

The browser may display a warning pop-up window natification. Click the 'Options'> then select 'Allow pop-ups for..." to allow to
open new message in a new window. Click again 'Show message in new window'.

ig Firefoa peevesbed this site fram egening a popeop wind o, I Diptiens | =
The details of the selected mail will be displayed in a new CASG window.

Dashioard Jf Domains | Domedn dashboand - goclasmeasa comodo oo, 1 FEusranting ! E-mail

E-I'I"Ial| & Hep

Hotimal | All headers |
I:l Ralease ‘Whitelis! this Sander @ Blacklist this Sendear ﬁ Drelate
Subject  PwGelRs 25 assured racharge + chance o win an IPOD.

From -
demol @docteamcasg comodo.od.ua, demofiidoctieameasg comoda od.ua

Date (GMT
Vifed Apr 09 04:33.22 GMT Z014

Size 18BKB

ALlions

To release a quarantined mail:

After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the recipient.

e Select the mail that you want to release and click the 'Release’ button.
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[ashboerd § Domens f Domain deshboard - doctesmossn comodo od ue | Gusrantine
Quarantine © Hein
P @ oeee 3 retest
£ Fitters
[] Subject From Ta Date (GMT «0] Reason size i Actions
| Fw. GelRs. 25 N
assured recharge + demol @doctearncasg comod Aprd, 2014 ::::jIJ'E"I- 198 i
chance 1o win an demoli@docteamcasg comod 4:33:22 AW o L]
PR M S D&M COm
1POD v
| Fw.GelRs. 25 s
demot @docteameasa.camod Apr g, 2014 SpEM

assured recharge +

@

chanca 10 wWin an

An alert will be displayed to confirm the release of selected email.

Release emails

ermail?

@Are wou sure you want to release the selected

*  Click 'OK" to confirm the release
The email will be released to the addressee and the mail will no longer be in the quarantined list.

To add a sender to whitelist
After ascertaining that emails sent by particular senders are not spam, administrators can choose to add them to 'Sender

Whitelist' from this interface. Once added to whitelist, emails sent by these senders will not be quarantined.
*  Select the mail that you want to add the sender to whitelist and then click 'More actions' > 'Whitelist this Sender".

Rashpoard § Domeins f Domein deshboend - docieamcasg comodo od ua £ Guaraniine:

Quarantine @ e

Bl showmessage | [ release [ Detete m +* Refresh :
S s e

Biackist this Sender

] Subject From [ate (GMT #0) Reason Sizee Actions
Delete &l

7 Fw GetRs. 25 St

assured rachamga + demol@docteameasg.comod Aprd, 2014 -ulnlu'r L 398 i 3

chance fowin an dermo2@docteamcasg.comod 4:33:22 AM

IFOD.

mulirbl spamil.cam

Fwe Register and

Gel e, 5000 to Shap

An alert will be displayed to confirm adding the sender to whitelist.
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Whitelist emails

A Breyol sure you want to whitelist sender of the
selected email?

Click 'OK'" to confirm to add the sender to whitelist. Refer the section 'Sender Whitelist' for more details.

To add a sender to blacklist
Administrators can choose to add senders to 'Sender Blacklist' from the Quarantine interface also. Once the selected senders

are added to blacklist, all emails from them to the selected domain will be automatically blocked.

Select the mail that you want to add the sender to blacklist and then click 'More actions' > 'Blacklist this Sender'.

Dazhboard f Damsins | Doman dashbasrd - doclesmeasg comodo.od us FOusrarting

@ Help

1-:“ Rafresh

CQuarantine

B showmessage [ Retease T Deiete [ REning

Wihielisi this S=rder

w— s
Dt (GMT 0] Reason size  fij Actions

Subject Fiain
Dalate all
[¥] Fw:. GetRs. 25
5 Spam 3
assurad racharge + dermol @docleamcasg comod Apr g, 2014 uriblisbl- 3.8 ﬂ 3
chance owin an demoli@docieameasg.ocomod 4:33:22 AM i
1POD . rrullirbl sparmil con

| Fw: Repister and
Get Rs, 5000 fo Shop

An alert will be displayed to confirm adding the sender to blacklist.

Blacklist emails

selected email?

Click 'OK'" to confirm to add the sender to blacklist. Refer the section 'Sender Blacklist' for more details.

.«@" Are ol sure youl want to blacklist sender of the

To delete a quarantined mail:
e Select the mail that you want to delete and click the 'Delete’ button
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Dazhboard f Domairs FDomsain dashbosd - docteamossa comoc od s  Guaranting

Quarantine Hetp
Showmessage 7] Release (I Delete £ % Refresh
£ Fitars
|| Subject Fioim Ta Dale (GMT +0) Reason Size” il Actions
7 Fw: GetRs. 25 B
assuned racharge = defnol @docteamcasg comod Aprd, 2014 -:::l'em- 398 3 $
chance lo win an demaZ@docieamcasg comod 4.33.22 AM ' I[" e RN
IFOD Ul il & car

Fuet: Rigistar and

An alert will be displayed to confirm the deletion. Click 'OK' to delete the selection email.

Delete emails

Emails?

The selected mail will be deleted and will no longer be in the quarantined mail list.

@Are wou sUre you want to delete the selected

*  To delete all the quarantined mails, click ‘More actions' > 'Delete all'.

Lazhboerd JDomains § Domain dashpoar - dpcieamcasa comodn od e [/ Guarantine

™%
& Heln

Quarantine
Ehy show message ﬂ Release W Delete :G Rafresh
Winitelizt this Sender
€ Fiters
Binciist this Sender
"] Subject From CD Date (GMT *0] Reason Size” | i Actions
Fw: GetRs. 25 spam
assured recharge + demol @docleameasg.comad Apr 3 2014 = 3168
chanee to win an derno@docteameass comag 4 2 AM IU'I?J_J_’F i ] B 3
IFOD 2
Fw; Register and
An alert will be displayed to confirm the deletion. Click 'OK' to delete all quarantined emails.
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Delete emails

currenthy are filtered?

All the quarantined emails for the selected domain will be deleted .

_,@-- Areyou sure you want to delete all emails that

Managing Archived Mails

CASG is capable of storing a copy of all incoming mails for all domains belonging to an account. A customer can purchase the
archive storage space via Comodo Accounts Manager (CAM). From the archived mails interface, an administrator with
appropriate privileges can view details of the message, report spam, resend email if required, retain messages from being
removed and delete messages. The archived messages can be deleted manually or can be automated to be cleaned
periodically. The settings for auto cleanup can be configured in the Domains Settings interface.

To open the archived email interface:

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Archive' tab.

2 coMoDo .
Mg Antispam Gateway -

@ Diashboard ArChi
@ Darmain dashboarc
(—'i?J Incaming

rantine
[E] Sub

Spam detection settings O] Fuwd: F
Emails/Te
Report spam FERC SET
Delivery queus [C] P Py

Emailzite

Destination routes ZERO SET

Lacal recipients

[ Fued: Fy
Clearincoming cache nowe try het

[ Fuwid: P
nawe tre b

The archived email area of the selected domain will open:
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[azhbocard / Domans ! Doman dashisoard - docieamcasg.comeda. od us | Archeve

Archive @ Hep
B showmessape | M Reportspam & Resend emall ﬁ Deebete m | 2 Refresh .
£ Filkers

| Suhject Fram To Dol (GMT +05°  Sire ] Actions
Fvd: P Send UWLIMITED i B i e it Vigd Aprag
EmallaMewsletter in Just Rs.2, 5000ma. Joha Smith <Ratliena@grmal come din \:; Ianr:-'lr et 3 DEAT43GMT  Z3IKE §
ZERD SETUF COSET aelaie o aiialb - 014
| P Py Send UNLIMITED Wied Apr o9
: ; dernol @docteamcasg comoda, od. ua ! : g
EmailsMewslefier in Jusi Bs, 2 50000 Iohe Smith «fiailienad@groai com:= ‘l;_; ol = i 064043 G 7 IKB [i
MmO L OCIEIMeISn comood 00, ua :
IERD SETUP COET o = e
Frod, Far W b Tris mplEs T farnn 1 @adaclEameaso comog 4.1 Wed Apr 09
: @ NarR 1108 SAMPeI0OYN.  John Smith =fialliena@gmsi com g B e e, L L S0 OBADASGMT  AT9KB §
niowy try befong you b = damoi@docteamcasg comodo od.va i
Fd: P i hiaes 1r I f 1 @dart d e L
: P e hawe frea samples foryou, : demol @dorieamcasg comoda.od.ua : i Fepk
o ! John Smith <fatliena@grma coms= T = 0 0B-40:13 GM 4.79k8 §
now try befors you bud = dermol@dorteameasg comona.od.ua i
dernol @doctesme acg comoa. od.ua Yaer A (2
| Fodl: P 208 and Ioging hair? Joha Smith -Matllena@grmai come Erions bt : 063943 GMT  ESGKE {
farnod@dociEameasy comodo, od ua
7 b 24
Yeed Apr 09
T Ja[eIa | i I_ &

Fed: Par 208 and loging hair? Iaha Smilk <fallignagg

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search archived emails

Click anywhere on the Filters tab to open the filters area.

Dashboait FDonGns fDomain dashbosnd - Snchsafme s Somockn od Ul | Anchive

Archive © reir
Shine message ﬂ}, Repor spam = Resend email E Dt Wome aclions ¥ D Fefrazh

& Filers
= cubject w | contains w Apply filter

Subject Fram To [kate (GMIT +0)-  Size 1] Actions

| Fustd: Fov: Bafd INLIMITED - . wWed Apr 09

FRE T BN

You can add more filters by clicking + for narrowing down your search.
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/

/

Dpzhbcard FDomang / Doman dashiboard - docteancasg.comedo od ua 1§ Archive
Archive © Hein
2 showmessage M Reportzpam 7 Ressnd emall @' Celete £+ Ratresh
2 Fitbers
= Subject v containg w Rpply filter
== |From w ot containg k"
- Tao w containg v
= Date w equals w il
- cige (KB) w | |ess than w| 0 3
= aftachments v equals w|[]
= Marked as retained W pquals w [
Subject Fram Ta Dete (GMT +0)° | Size i Rctivis

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all archived mails that contain the words entered in the text box
*  Not Contains: Displays all archived emails that don't contain the words entered in the text box
Other options available in the first drop-down in the filters area:

»  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

*  Size (KB): Will execute a search of mails according to the size selected or entered in third field (column 3) and the
condition selected in column 2.

»  Attachments: Will execute a search of mails according to the checkbox status (column 3) whether enabled or
disabled. If enabled, all archived mails with attachments will be displayed.

*  Marked as retained: Will execute a search of mails according to the checkbox status (column 3) whether enabled or
disabled. If enabled, all archived mails that are marked as retained will be displayed.

If 'Date" is selected, the following conditions are available:

*  Equals: Displays the archived emails that have the same date as the selected date in the third box from the
calendar

*  Less than: Displays the archived emails with dates less than the selected date in the third box from the calendar

«  Greater than: Displays the archived emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

»  Less than: Displays the archived emails with size less than the selected or entered size in the third box
*  Greater than: Displays the archived emails with size greater than the selected or entered size in the third box

Click 'Apply Filter' after selecting the filters.
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The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

_ +* Refresh _ _ _
Click the button to display all the archived emails.

Note: To display all the archived emails after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

Viewing Details of Archived Mails

The details like subject, sender, recipient , date and size of the mails in the archive can be viewed in two ways:
* Inthe same CASG window
* Inanew CASG window

To view details of archived mails in the same CASG window:

* Inthe archived email area, select the mail that you want to view and click the 'Show Message' button.

or
e Click on the email link in the subject column that you want to view its details.

Dshioard | Dosmaing f Domein dashbonrd - doctsamcasn comonk od ua | Archive

Archive © ren
M Reporispam | = Resendemall [ Delete ¥ Refresh
£ Fitlers

7] Subject From To Dol (GMT +0) Sire i Actinns

[#] Fd: Fw: Send UNLIMITED PO Wed Apr 09 ;
EmailsiNewsletier in Just Rs 2 500mo John Smith «fiatliena@agrail com> e :__gjl”r“:__"_ i :: 'I o IL:" DE4D43 GMT  22KE H b
SR derno@docieamcasg comod i s
] Fava: P Sendd UMLINITED
EmailsiNewsiatter in Just Rs 2 5000mao lohn Smith =fistlienaggrma
IEROQ SETUP COST

The details of the selected email will be displayed.

‘ Hormal | All headers ‘

& Repart spam = Resend email a Retain message m Delete

Subject  Fwd: Fw: Send UNLIMITED Emailsitewsletter in Just Bs 2,8000m0. FERQ SETUR COST
From  John Smith =fiatliena@amail.com=
To  demol@docteameasg.comodo.od.ua, demo@docteamcasg.comodo.od.ua
CC

Date (GMT
ate ( 1y "ed Apr 09 0B:40:43 GMIT 2014

Size 23KB

Actions

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on.
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To view the details of archived mails in a new CASG window
* Inthe archived email area, select the mail that you want to view, right-click on the email link in the subject column and

select to open in a new tab or new window.

Lashbcard f Domanz fComan dashboard - docleamcasg .comeds od ua f Archive

Archive © rei
& showmessage /M Repotspam | & Resend emall ﬁ Dalate m 3 Refrash
€ Fiters
"] Subject Froan To Date (GMT +0y  Size = Actions
& Furdd: Py RasclLibU IIED, Yied Agr 09

' fderndlE@docleameas Wr0En 0 L3 :
Emaiigiiey | 2PenLinkin New Tab Srriilh <fialiena@arnail corme AT REKCIeAIEA £ M och0N A, G4D4IGHMT  23KB B
JERG GETI Dpen Link in New Window g damoligdocteamcasg comodoood ua 014

ipen Link in New Privabs Windos &
Fwed: Ft Wed Agr 08
Bokmiark, damol ik mea m! il
Emailamiey e Lk Smith =fiatenaggamall.corms AL i i el L Ll 06:40:43 GWIT 13kB # ¢.
S Link As... demoli@docteameasg comodo.od ua i
FERD SETI 1014
Ciofry Link Loac ghion
= 5 ‘Wied Agr 09
Fuwid: Fe Inespect Elemert (5] ! o 3 . v A, 06401 3 T 4798 B

Fire Iy i had To Top Skes MEAEQ COMOds od ua 301 4
s 114

The browser may display a warning pop-up window notification. Click the 'Options'> then select 'Allow pop-ups for..." to allow to
open new message in a new window. Click again 'Show message in new window'.

- Firefes geevesbed this site Tram ogening & pop- o wentd o,

The details of the selected mail will be displayed in a new CASG window.

Daphtnard § Domang FDoman ashbos s - docteRncasn COMmooo G sk §ATCRitG FAKCHIvE Sl

£ Hep

Archive mail

Hormal | Al headers |

1'5. Repor spam = Resend el EJ Ratain messape ﬁ Delete

Subjert  Fwid: Pec Send UNLIMITED EmallsiMewslefier in Just Rs.2, 500ime. ZERQ SETUR COST
From  Jakn Smith =Natliena@amail com=

To  demol @docleamcasn comodo od ua, dimol@dodiearncasg carmoda, od wi

Ciate (GMT
+0)

Wied Apr 09 06:40:43 GMT 2014

Size 23KB
Acbans
To report archived mails as spam

After viewing the details and ensuring that the selected email is a spam you can choose to report it as a spam.

e Select the mail that you want to report as spam and click 'Report spam'.
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Archive

Show message 2 Resendomail T Delete
€3 Filtars

Subiject Fran Tar

|4 Fwd: Fev: Send LINLIMITED
EmailaMewsletter in Just B33, 500/ma.
ZERQ SETUP COST

P, P Snd LINLIMITED

John Smih <faliena@gmaill corne
- 24 dernol@docieameasn. comodo od ua

An alert will be displayed to confirm selected email as spam.

Report as spam

@ Areyou sure you want to mark the selected

emails as spam?

¢ Click 'OK' to confirm.

Spam reportad successiully

A success message will be displayed and the mail will be moved to Quarantine.

To resend emails from archive

gamo @eactaamdasg.comodo o ua,

ke [GRIT #)

Vied Apr 04
04043 GMT
204

COMODO

Creating Trust Online®

€ Heip
£+ Refrash
Size ] Bctions
23k8 Al
i
%]

The archived mails can be sent to the recipients if required. CASG will still retain a copy of mails in the archive even after they

are sent.

e Select the mail that you want to resend and click 'Resend email'.

Dashioand § Domaing £ Domain degshboerd - docteamcnsg comodo od L FArchive

Archive @ He
Show massage | M Repor snarn Delete | R &£ ¥ Refresh
£ Fiters
7] Subjact Fraim Tar Diate (GMT 0} Size 0] Actions
| Fwd: P Send LNUMITED d ot o ik Wed Agr 0F
Ernaflsidewslstier In.Just Rs 2,5000ma. Johe Smith =Natiena@gmall com= Ilz:::jf::::lzf:i:f: ;:2:: ‘:“':: O64D4IGMT  23KE
ZERQ SETUF GOST ottt i 014

Ewid: Fuv W beave frge samples forvon, e N o el 3 coena60.ad Wed Apr 08
now iy bafiore you buyl ' 3
An alert will be displayed to confirm resending emails.
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Resend email(s)

email{s) to recipient mailbog?

_@" Areyou sure you wantto resend selected

¢ Click 'OK' to confirm.

A success message will be displayed.

Sutcrssiilly sen! %]
To delete archived mails
e Select the mail that you want to delete and click the 'Delete’ button
Dazhbosrd fDomains f Domain dashboand - docieameass comocko od ua FArchive
Archive @ e
Show message .f"_'\‘, Report spam 2 Resand em E Redfrash |
£ Filters
Siabject From To Date (GMT +0)  Size ~ [ Actions
(¥ Fwit Fw: S#nd UNLIMITED damol@docieamtasg comodo.od.ua, fisd ety
Emallamawsiattar in Just Re. 2,500mo. Jann Smith <fiatiena@gmall.corms= gemca@d :".Aanwa;j e od.ual 06:40:43 GMT 23kB
ZERO SETUF COST A DR AER T : S
Foid: P Wil heaivie frae samples Tor yoi
An alert will be displayed to confirm deletion.
Delete emails
@ Are ol sure you want to delete the selected
emails?
e Click 'OK'" to confirm.
The selected mail will be deleted and will no longer be in archive.
e To delete all the quarantined mails, click 'More actions' > 'Delete all'.
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Dashboard S Domains ¢ Domsn dashboard - docteamcasq.oomoda, pd s F Archive

Archive © rep
Shiry massane gﬂ, Ripodt spam L4 REsend emdail ﬁ [RIETE D Rafrech

0 Filters c:b
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Tt P Dond LINLIMITED damo @doctaam &5y ].comodo.od ua il o

Ermallsitewsietar in Just R2.2 S00imo. John Smith «Aatiens@gmall.conms i ;1 03 ‘;. o art et oy 3 0&:40:43 CMTT 23kE fj
I Mo SaE0Ciear a COrmoc ua

TERO SETUF COST - J 014
= Wi Apr 09

Pl P Wi b Tridl Samales Tor you, e g e R ferniod doctearncasg. cormoda od ua LRI ek N i

now try before yau buyl

An alert will be displayed to confirm the deletion. Click 'OK' to delete all archived emails.

To exclude mails from auto-clean operations

CASG can be configured in the Domain Settings area to automatically purge emails from archive after the configured period. If
administrators wants to retain email(s) from being cleared, then these mails can be marked as 'Retain message'.

e Select the mail(s) that you want to retain and then click 'More actions' > 'Retain Message'.

Daghbosidd § Domadns § Domain dashboand - doctsamcags comocks od ws J Archins
Archive © Hein
Show message |/ Reportspam | % Resend email | [T Ceiete  ECLE LGt T £ Refresh
Cel=t= sl
£ Filters -
Stliject Froam Date (GMT +0)°  Size i Actions
Lin-Riestain macosge
A o e £ damo’l@docieameasg.comodo.od.ua LTl O
Emallamawslattar in Just Re. 2 500mo. Jahn Smith =flatiena@gmail.come n;mc o J:'.;am:: JO———— uf' 06:40:43 GMT 23KkB B
&rrod learmcEsg.c ad.ua .
ZERD SETUP COST 2 a 2014
Wed Apr 09
[+ Fuetd: P W have free samples for . . . dermol clearncasg comodo.od.ua,
RISETOTYOL  john Smith =fistlienaggmail.coms gao 2 : 0GA0EIEMT  470KB
now try bafore you b demoli@docieameasg.comodo.od.ua o
derno] @eocieame &g comodo.od.ua Wed Apr 0d
7| Fwl: P 2008 ani 10ging hair? ke Smith =Natliena@omall corme " %‘ e asg.e - 063943 GMT  G9EKB |

An alert will be displayed to confirm retain selected email(s).
Retain email{s)

as retained?

@ Are ol sure vou want to mark selected email{s)

¢ Click 'OK' to confirm.
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Ca=hboard f Domans  Domsin dashbosrd - doclesmoasg comodo od ey §Anchive
Archive & Heip
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Show message | /N Reporfispam | & Resend email ﬁ (WSO ore arlions W | £ Refresh
€3 Fiers
Sailjact Froan To Date iGMT 01 Size A Actions
[¥] Pt P Send UNLIMITED Wied Apr 0
dernol@docieamcasg.comado.od.ua, E
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ZERQ BETUP COST = b FME
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|
1< P P W have free samples foryou, 0 Sl <stlanagigrrial cam derna] @doctesmeasg. consodo.od ua, UEAT1IOMT 4798 § &
Ficrey Tty et you b derna@docieamcasg carodo.od ua a0td
Wed Apr 09
derno] @docieameasg. comodo.od ua ’
4| Povdt P 20's and losing haie? hin Srvdth <fiatle nag@orn il comes ' : i 2 JI i J F 05:3043GMT  BOEKE § &

A confirmation dialog will be displayed and the retained messages are indicated by the anchor icons under the Actions column.

*  Toremove the retained status for a mail, select the retained message and then click 'More actions' > 'Un-Retain
Message'.
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An alert will be displayed to confirm selected email(s) from retain status.

LInRetain email(s)

e PR YOU SUE wou want to remove "retained” mark
from selected emailis)?

e Click 'OK" to confirm.
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A confirmation dialog will be displayed and the anchor icons under the Actions column are no longer displayed indicating their
unretained status.

Incoming Spam detection settings

The settings made in this interface determine what kind of mails should be classified as 'spam’, ‘probable’ and 'safe’. CASG
enforces several rules to mail envelope, header and content as the emails passes through its spam filters. Each of these rules
depicts some typical spam attribute, which has a numeric value on the probability that the attribute suggests spam. A message's
spam score depends on the result of weighted value of all the rules combined together. For example, if you set the spam
threshold as 0.33, all mails that have a score of more than 0.33 will be treated as spam and quarantined. Please note that the
highest spam threshold is 1 for CASG and the higher threshold you set, it is likely that more spam messages may be delivered
to the recipients. Try the settings for a week or so and after analyzing how much spam messages are being delivered to the
recipients without being filtered for the current settings, you have to reconfigure the spam threshold settings accordingly.

To configure incoming spam detection settings

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Spam detection settings' tab.

' coMODO
g Antispam Gateway

@ Dashboard

@ Domain das

@ Incoming
Quarantine

Archive

Local recipients

Clear incor
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The incoming spam detection settings area of the selected domain will open:

ipzhboard f Dommns £ Domain deshboard - docteamcasg comodo od us f incComing Spum detection sefings
Incoming Spam detection settings © e
Guaranting enabled. [+ Days saved: 30 o
Spam threshold: | 0.9 Spam notation
Probable spam threshold, | 0.9 Probable spam notation: | Pofentially Spam
Guarantne response.  Rejecied w

m Fezetio default

e Quarantine enabled - Selecting this option will enable the incoming Spam detection settings that will be applied to the
incoming mails and quarantined as per the spam threshold setting. If this option is not enabled, emails that are
detected as 'Spam' will not be quarantined but delivered to your email server with the messages in subject line that
you have set in Probable Spam notation / Spam Notation. Unsure messages are always sent to the recipient (and
never quarantined) even if this option is enabled. Please see ‘Unsure Notation’ for more details.

e Spam threshold - Enter any value between 0.1 and 1.0. All mails that are having a score value above that is set in
this field will be quarantined automatically as explained in the introduction para of this section. Please note this value
should be always higher than 'Unsure threshold' value.

*  Probable spam threshold - Enter any value between 0.0 and the value entered in Spam threshold field. All mails
that are having a score value above that is set in this field will be identified as unsure mails and will be delivered to
recipients with the messages in subject line that you have set in the Probable Spam notation / Spam Notation.

»  Days saved - Enter the number of days that you want the mails to be quarantined. The maximum number of days that
can be set is 9999. The quarantined mails that are not checked, released or deleted within the stipulated days will be
deleted automatically from the quarantine.

*  Probable spam notation - The prefix that will be prepended to the subject line of all ‘probable’ emails sent to users.
For example, “<Potentially Spam> Cheap deals on Dell computers” — where <Potentially Spam> is the ‘Probable’
notation’.

e Spam notation - The prefix that will be prepended to the subject line of all ‘Spam’ emails sent to users. For example,
“<Spam> Order two Rolex watches and get a free carton of Viagra” — where <Spam> is the ‘Probable’ notation’. Note -
this only applies IF quarantine has been disabled (i.e. If the ‘Quarantine Enabled’ box is not checked).

e Quarantine response - Determines the response that CASG will send to the SMTP server that delivered a message
in the event that the mail is identified as spam.

Note - If you have enabled quarantine functionality, then spam/malicious mail will be quarantined (and not delivered to
the recipient) regardless of your choice here. These options merely determine what message CASG will send back to
the SMTP mail server.

Options:
*  Rejected - Will inform the SMTP server that the email has been rejected by CASG and placed in quarantine.

»  Accepted - The email has passed the CASG spam filters and detected as a spam will be placed in quarantine in
silent mode.

*  Reset to Default - Reset to default all adjusted selected domain settings.

Click the 'Save' button. The incoming spam detection settings for the selected domain will be saved.

Report Spam

The Report Spam feature allows you to report suspected junk emails that have by-passed existing filters and landed in your
inbox. CASG will analyze reported mails and, if found to be spam, will update its filters to quarantine similar mails in future. You
can upload spam mails locally saved in your system into this area. CASG accepts a range of different mail formats, for
example, .eml and .msg.
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To report a spam mail

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Report spam' tab.

' COMODO
g Antispam Gateway

9 Dashboard
@ Darnain dashboard

@ Incorning

Delivery queue
Destination routes
Local recipients
Clearincoming cache

Log search

The Report Spam interface will open.

Reshbicard J Domenes §Qomain deshibosid - sochedncaso Comodo od s fReport spam

Report spam @ He

Upload .eml format files only (max. size - 9 Mb)

1 Wpload

e Click the 'Upload' button

Navigate to the location where the suspected email(s) is/are stored in your system. Select the mail that you want to report as
spam and click 'Open’. The maximum size of the file that can be uploaded is 9 MB.
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=i tangel Beauty Clinic

59 Apply, Get Real Quotes For Top Plans. Go With The Best Offer

54 Europe Lotkery - Yoo waon £500,000

ES MY CaNADTAN PHARMACY

54 Your Email Id has won 1,000,000,00 GEP in the British Microsoft Inc,

File name: I.ﬁ.ngel Beauty Clinic j Open I
Files of tpe: I,-‘.‘-.II Files [*.%] j Cancel |
g

Note: Make sure to upload the file in email format only and size should not exceed 9 MB. Otherwise, the following warning
message will be displayed.
Comodo Antispam Gateway

g the requestwas rejected hecause its size
(100086328 exceeds the canfigured maximum

(9216000)

The mail will be processed for uploading...

Diashbesrd £ Domans FDodain deshboand - docteancasy.comodo.od ua fReport spam

Report spam © ren

Upload .eml format files only {max. size - 9 Mb)

& Uplaad
Angel Beauty Clinic.aml:

File size: 349KB

... and success message will be displayed.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 72



COMODO

Creating Trust Online®

Epam repofad successfully [

Click the g button to close the message.

Delivery Queue

In general, emails are delivered to the destination server directly and not stored on the filtering machines. But whenever an
email destination server for an account is temporarily unavailable, all filtered mails are queued in the CASG servers for delivery
at a later time. Emails that are permanently rejected by the destination server with a 5xx error code will not be queued and
rejected by the CASG system. The queued emails can be accessed in the CASG interface and from here they can be manually
force retried for delivery.

The queued messages on CASG severs are automatically retried for delivery for up to a period that is set in '"Maximum days to
retry ' field in domain settings (for example, 4 days).The automatic retry schedule is given below:

During the first two hours, the queued messages are retried for delivery at a fixed time interval of 15 minutes.

During the next 14 hours, the queued messages are retried for delivery at a variable time interval starting from 15
minutes and multiplied by 1.5 with each attempted delivery. For example, after the first 15 minutes, the subsequent
attempts will be after 22.5 minutes, 34 minutes and so on.

From 16 hours since the delivery failure and up to 4 days, the queued messages are retried for delivery at a fixed time
interval of every 6 hours.

After a period of 4 days, all queued messages will be bounced to respective senders. The messages will be frozen if
the bounce cannot be delivered immediately and retried for delivery at a fixed time interval of 3 days for the first 21
days. At the end of this period, delivery of messages will have failed permanently.

To manually force-deliver emails in queue

Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Delivery queue' tab.

comMODO
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The Incoming Delivery Queue area of the selected domain will open:

Caghboard ) Domains // Domain dashboard - docteamcasg comode od ua / incoming delvery queus
Incoming delivery queue © Hew
3 Force retry HE ] Rp_.fr_gsh -
e‘ Fitters
Tl Quews id I gueue Sender Recipient Message size Subject Last action Server name
1 J3DA0BZXSN " userldocteamcasg 22277 ::‘:E:rz:um Message quise chal
.‘i:_‘.-i.i_*l BaTTzIv0Z dema | @docteamcas 31043 Fwd Photo for you  ressage_quiwe char
7] 3g42b6{55200p dermo | @dacteamcas 30144 Phalo for you rassage_next_relry
1 i1 [1-313] Perpage 18 |w
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search queued emails

Click anywhere on the Filters tab to open the filters area.

[aahiboard fDomains f Domain dashibosd - docteamcasg comodo od us §iRcaming delvery gueus
Incoming delivery queue © Hep
= Force retry | G Rafresh
D Fitters
+ Quene id w | | confaing w
o Canisiin bl [T TN Sender Recipient Message size Sulspect Last action SEMVET name
/1 Perpage 15 |w

You can add more filters by clicking + for narrowing down your search.
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Dezhbicard § Domeres §Domain deshboard - docieamcasa, comodo,od s § incoming calivary gueue
Incoming delivery queue © Heio
i3 Forea rety £} Refresh |
D Fitters
+ Queus id w | containg v
== Queus name w | equals w
= | sender w | contains w
== Recipient w | contains w
| Message size s less han w0 :
= Subject w | Contains w
= | Lasiaction w || containg »
== | Server name w | containg w

o Ouetie id Iy quieae Senier Faciplent Message size Sulsject Last action Server name

s o

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

e Queue ID: Will execute a search of Queue ID according to the text entered in the text box (column 3) and the
condition selected in column 2.

*  Queue name: Will execute a search of Queue name according to the text entered in the text box (column 3) and the
condition selected in column 2.

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

« Lastaction: Will execute a search of Last action according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  Server name: Will execute a search of Server name according to the text entered in the text box (column 3) and the
condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all queued mails that contain the words entered in the text box
*  Equals: Displays the queued emails that have the same words as entered in the text box
*  Not Equals: Displays the queued emails that do not have the words entered in the text box
*  Not Contains: Displays all queued emails that don't contain the words entered in the text box
»  Starts With: Displays all queued mails that starts with the words entered in the text box.
*  Ends With: Displays all queued mails that ends with the words entered in the text box.
Other options available in the first drop-down in the filters area:

*  Sender: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  Recipient: Will execute a search of users according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  Message size: Will execute a search of mails according to the size selected or entered in third field (column 3) and
the condition selected in column 2.

If 'Sender' and/or 'Recipient' option is selected, the following conditions are available:

e Contains: Displays all queued mails that contain the words entered in the text box
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*  Not Contains: Displays all queued emails that don't contain the words entered in the text box
If ' Message Size' is selected, the following conditions are available:

»  Less than: Displays the queued emails with size less than the selected or entered size in the third box
»  Greater than: Displays the queued emails with size greater than the selected or entered size in the third box

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

|3 Reesn

Click the button to display all the queued emails.

Note: To display all the queued emails after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

To force retry queued emails

*  To force-deliver a single email manually, select an email from the delivery queue and click the 'Force retry" button.

»  To force-deliver all email messages in the queue, select the checkbox beside 'Queue id' and click the 'Force retry'
button.

Note: Frozen emails can't be force delivered from CASG interface.

Destination Routes

If there is a temporary problem with the primary email destination server, CASG will try to deliver the filtered mails to the next
destination email server that is configured. If the failure is permanent, for example, unable to resolve hostname, CASG will try to
deliver through the next alternative route.

To add additional destination routes

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Destination routes' tab.

coMODO
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) Incoming
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The 'Destination routes' area of the selected domain will open:

Lashboard f Domares FDodain deshboad - docteanoasa comodo.gd 4 FDestination routes

Destination routes © e
o Add
| Roarte Part
CEQ.COMMOE0. 0. U 5

e Click the 'Add' button to add another alternative destination route

The 'Destination routes' dialog box will be displayed.

Destination routes

e Enter the alternative destination route and click the 'Save' button

The added route will be displayed in the list.

Disshbicand § Damsins FDodEn deshboand - focte SNt ety oomod oo, s JDetlination routles

Destination routes @ Hen
o 200 | [T Detste
Raarte Port
[Fl+ ecsgcomodood.us 28
casg comodo od.ua 25

*  |f you want additional routes to be included, click + to add more alternative destination routes.

You can also prioritize the routes by dragging and dropping from the list.
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Ceszhiaceard Jf Dameine FDodain deshbyoand - doctesme sz camodo oo s JDeetinalion roules

Destination routes © e
o= 240 | [ Delete
| Route Poit
[l csg.comodo.od.ua 25
]+ casgcomodood.us 25

e Click the 'Save' button to confirm the changes.

Click here for more details on how to check the routes.

Local Recipients

CASG continuously performs a cached recipient callouts to check that recipient email addresses do actually exist in the
destination mail servers. When the 'Local Recipients' option is enabled, only existing and valid email accounts in the destination
server will be accepted. When this option is selected, all the recipients have to be added manually, else even valid users for that
account will not receive emails. Comodo recommends that this option should be used in specific cases only and not required in
normal cases.

To add local recipients

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Local recipients' tab.

f cCOMODO
® Antispam Gateway

oLl

{#) Dashboard

€8 Domain dashboard

fij Incoming
Cuarandineg
Archive
Spam detection seflings
Repor spam
Crelivany gueue

Lacal recipients

Clear incormmng cacne

Log search

The Local Recipients configuration area of the selected domain will open:
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Local recipients

Use local recipients: [ m

o 2dd | [ Detete (1 import rom cEv file

Local reciyHent

e Select the 'Use local recipients' check box and click the 'Save' button
e Click the 'Add' button

The 'Add local recipient' dialog box will open.

Add local recipient

i@ docteamcasg.comodo.od.ua

o RN

*  Enter the recipient's in the E-mail field
Add local recipient

E-mail | user i&@ docteamcasg.comodo.od.ug

*  Click the 'Save' button
Repeat the process till you have added all the users.

Cashboard ! Doenains f Doman dashbosd - dociesmcssa comoud o s § Local reciiants

Local recipients

Use local recipients: [ m

+ Add ﬁ Daleta |'1'| Irmpart from C8Y fila

[[] Local reciplent
et @doclaameasg comodo ol ua

O userz@docteamcas g comodo od ua

1 "

To delete a local recipient

e Select the user that you want to delete and click the 'Delete' button

COMODO
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Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved

79



COMODO

Creating Trust Online®

Diashbeard £ Domens FDoesin dashboard - docleameasy comodo od L § Lacal reciiants

Local recipients
Use local recipients: m
o Ado £ Import from CSY e

71 Local recipient

&2 Help

[¥] usert @docteamcasg.comodo.od ua

[F] userz@docteameasg comoda.od ua

1 H

e Click 'OK'" to confirm.

Delete local recipient(s)

@Are wou sure you want to delete the selected

recipients?

The selected recipient will be deleted from the list

Tip: You can select multiple recipients to delete by pressing and holding the Shift or Ctrl keys.

To import local recipients from CSV file

You can add many new users at a time by importing from a file. The users should be saved in separate lines as shown below:

userl
user2
user3

e Click the 'Import from CSV file' to import new users from a CSV file.

Dashiboard § Domains § Domain dashbosrd - docl=amcasn comods od us § Local recipients

Local recipients

& Help
Use lacal recipiants: ] m
2
o so0 | [0 oewstel 23 importfrom cevae
|7 Local recipient
I useri@docteameasg comodo od ua =
userd@docieamcasg.comodo.od.ua w

i

e Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum size of the file
that can be uploaded is 9 MB.
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Upload csvTile.
Each line should contains the username of a local recipient

For example:

testuser
testuser

I lpload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the
upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not

imported task.

Diszhbycard £ Domains §Doersbin deshboard - docteameasy comodn od U f Local reciiants

Local recipients @ Hei

Import is in process. Please wait

Usa local reciplants: (£ m

o #dd | [ Delete

T Local reciyient
[ usen @docteamcasg comodo od ua
[F] userz@docteamcasg comoda.od.ua

1 M

On completion of the upload process, the results will be displayed.
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Help
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bob@docieameasy comodo.od.ua
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II"-"':llE_'I'ln'lﬁ amcasg comodo ol Ua

] userd@doctaameasg.comodaod.ua

1 "

The local recipients from .csv file will be uploaded and the administrator who carried out the task will receive a notification about
the import task completion.

Clear Incoming Cache

CASG continuously performs a cached recipient callouts to check that recipient email addresses do actually exist in the
destination mail servers. When an email for a certain recipient is permanently rejected by the destination server with a 5xx error
code, the destination address of the recipient is considered invalid and all emails sent to the recipient will be rejected. CASG

filtering servers caches this information locally for up to two hours. CASG interface allows you to clear the callout cache without
waiting for the servers to clear it.

To clear incoming cache

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Clear incoming cache' tab.
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The 'Clear incoming cache' area of the selected domain will open:

Daghipoard FDomans / Domen dashposrd - dociesmeacen ooy od 15 FClesar INComng cacha

Clear incoming cache © e

Here you can clear the incoming callout cache for domain

e Click the 'Clear button
The callout cache for the incoming domain is cleared.

Daghiposrd FDomans / Domain dashbosrd - doctesrmessd comodo.pd s / Clear incoming cache

Clear incoming cache © Heip

Cache was succassfllly clearad. [ x|

Here you can clear the incoming callout cache for domain

e Click the (%] button to close the notification.
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Log Search

The Log Search option in CASG allows you to search for a specific email message.

To search logs for incoming mails

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the ‘Log search' tab.

coMOoDO

Antispam Gateway

Disshbeard f Domairs FDodain deshbeand - docleancasy.comodo.od ua FLog search (incoming)

Log search (incoming) @ renp

Date range: | 201 4-04-08 AW 09:2012  [E2 - | 2014-04-10 AM 08:29:12
Sendar
Recipient @docteamcasg comodo.od ua
Sander IP
Sender host
Predicate: |AND hd

Include results from the last minoas D

»  Date range: Select the date range for which you want to search the log file. The date range for which the log search
can be processed depends on the settings configured in Domain Settings > Log retention period.
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e Sender: Enter a sender email address in this field.

*  Recipient: Enter the email address in this field (for example, ‘testuserl’).
*  Sender IP: Enter the IP address of the sender.

e Sender Host: Enter the sender host name.

*  Predicate: You have the option to select either 'AND' or 'OR" in the drop-down. When you choose 'AND' option, all the
entered search terms will be searched together and when you choose 'OR' option, the application will search any of
the search items entered.

»  Classification: Select the type of email that you want to search from the drop-down options.

* Include results from the last minutes: If selected, CASG will include messages that are currently being migrated
from the filtering server to the logging server in the search results.

The oplion *Include results from the last minutes® will slow down the search rasult retrieval (%

Click the 'Search' button.

CASG will search for the entered terms and display the results.

Date and time Hast (Exim idp Sender hostnane Sender Recipisnt Classilication
s=rel d ¢ 1 sl Enaras Accepted
2094-04-10 10-08°33 I.||-?;-. devSpamgalewanic . . usarz 1
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- 1WYBud-0001B82-0H 24 100.178.251
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7014-04-10 100759 demol
TWWYBRE00011 B-BIA 1855136 .80
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Domain Aliases

The Domain aliasing feature in CASG allows the administrator to add multiple domains as aliases for the main domain. After
adding a domain alias, the MX records should be configured to activate the filtering process for this domain alias. Once this is
done, mails sent to users at alias domain will be filtered and delivered to users at main domain. For example, if you add
testdomain.org as an alias domain for the main domain testdomain.com and mail sent to user1@testdomain.org will be filtered
and delivered to user1@testdomain.com. The 'To:" headers in the email will still display the original recipient as
userl@testdomain.org.

To add domain aliases

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Archive' tab.
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The 'Domain Aliases' interface of the selected domain will open:

Dashborrd f Domeins § Domain dashbosrd - doctesmcezg comodo od us J Doman olisses

COMODO
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Domain aliases © Hen
o acd | @ Celete
[¥] Mlias
e Click the 'Add' button to add a domain alias for the selected domain
The 'Add domain alias' dialog box will open.
Add domain alias
E | Cancel
e Enter the domain alias name in the 'Alias’ field
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alias.od.ua
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e Click the 'Save' button
The domain will be added to the main domain as alias and will be listed in the interface.

Dashbosr f Domeins § Domein deshbosrd - coctesmorss comodo ool s | Domein aleses

Domain aliases © e
ofe scd | [ Delete

[] Alias

alias.od.ua

e Todelete a domain alias, select the domain alias from the list and click the 'Delete’ button

Cashboard f Doenains § Domain daghbosd - dociepncasn comod od us f Domein alases

Domain aliases © Hein

|¥| Alias

_‘T_ aliaz.od.ua

¢ Click 'OK' to confirm the deletion.

Alias removing

aliages?

The selected domain alias will be deleted from the list.

@Are wou sure you want to remove selected

Domain Settings
An administrator can configure various settings for the selected domain such as primary contact email address, the
administrator's email address and maximum number of bounces allowed before being rejected.

To configure domain settings
e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Domain settings' tab.
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The 'Domain Settings' interface of the selected domain will open:

Dashboerd | Domains f Domein dazhborrd - doctesmosss comoco od ue § Domain 5:&1'-95

Domain settings O wen
~
Maximum bounces: | G000 =
Log retention period. | 30 c
Manmum days to rety | 4 :

Max numberofusers: |10
Enabla archive cleanup,  [J

Archive rnonths 1o store (¥

Resstto default

e Maximum bounces: Each recipient of the selected domain will be limited to receive only these many message
bounces set in this field per hour (messages from postmaster addresses or with an empty envelope sender). Please
note that if the number of bounces exceeds the limit set in this field, the messages are not quarantined but are
permanently rejected and will not be received later. You can set this to a low value, if the users at the selected domain
do not send mails to invalid addresses frequently. By default this field is set to 6000.

e Log retention period: All spam and non spam email connections to a domain are logged in the CASG server. By
default the storage period of this log is 30 days. You can store the log for a longer period by entering the number of
days that you want to store in the field. After the end of set period, the log data will be moved to a separate storage
and cannot be retrieved.

*  Enable logging for invalid recipients: This setting enables or disables the selected domain to log details of incoming
mails addressed to incorrect recipients. This option is disabled by default.
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e Maximum days to retry: If the destination route has temporary problems, the messages are queued and
automatically retried at fixed intervals for the number of days entered in the field. Even after this period if the emails
cannot be delivered, they are bounced to the sender. By default, this is set to 4 days, the main reason being that the
senders should be aware that his\her messages are not being delivered for 4 days.

*  Change locale for system messages: Select a language in what the system email notifications will be came.

e Max. number of users: Enter the maximum of users that can be added for this domain. Leaving this setting as
‘Unlimited’ will allow you to add up to, but not exceed, the maximum number of users permitted by your current
license. This can also be done while creating a domain or in the editing domain interface.

*  Enable archive cleanup: This setting enables or disables the auto-clean up of incoming archived mails in the archive
storage. This option is available for customers that has purchased archive storage from Comodo.

»  Archive months to store: This setting becomes active if the 'Enable archive cleanup' checkbox is selected. Enter the
period for which the archived mails should be stored after which the messages will be purged automatically.

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field, but CASG checks if the total number of users for all domains is within your license limit.

e Click 'Reset to default' to reset default settings in CASG.
e Click the 'Save' button.

A confirmation dialog indicating the successful configuration of the domain settings will be displayed. Click 'X".

Successfully saved %]

Manage Report Subscriptions for Selected Domain

The Manage report subscriptions interface accessible from the 'Incoming' configuration area of a selected domain allows the
administrator to configure the subscription to the periodical Domain and Quarantine summary reports of that domain only for the
administrators. Refer to CASG Reports - an Overview for more details.

To access Manage report subscriptions interface

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the ‘Manage report subscriptions' tab.
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The 'Manage report subscriptions' interface will be displayed:
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[Dazhbosrd fDomains / Domein deshboard - doctesmcasy comodo od wa fiManage report subscriptions

Manage report subscriptions © Heip

Report recipients

Quaranting raport

Howm Dvay ol it Dy of wieak Sanil smpty Enabiled]  Stant diste {GMT) Repot lengh
OEvery nour ":E:'E'.fe.".r':lm' EEyery week day
@choose Ochoose Othoose
Mext repartfor 1 day(s) from last
! O = Apr 12, 7014 00:00 "

rur {201 4-04-11 0000}

w w »

Comain statistics report

Pariod Hour Dy aff maonth Dy of waek Sand aqnpty Enaleled = Start date (GMT  Raport length
®Every hous ®Every day OEvery week day
Ochoose Ochoose @Echoose
~ i I —y i
Sunday Mewt repart far 3
# monday — Apr 14, 201 4 dany(5) frorm last
e X e O - 00:00 run (201 4-04-10
e
S 2300)
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m Rezel selfings o default

The Report recipients field will not be auto-populated as it does in the interface of Customer Management > Managing Report
Subscriptions. Enter the email address of the administrators belonging to that domain in the text field separated by a comma
after each email address.

The recipients will be added and subscriptions successfully saved message will be displayed.

Dashiboard f Damsing | Domain dashiboard - docleamcasa comada od ua fManags repar subscriplions
Manage report subscriptions D Heip
Sutcessiully saved X |

Report recipients

Johng@docteamcasg comodo.od ua, bob@docteameasg comodo.od.ua

Clicking the 'Reset settings to default' button will disable both Quarantine and Domain statistics reports. The ‘Report Recipients’
field will not be cleared.

The administrator can configure the subscription for two types of reports from this interface:
*  Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or monthly will

contain a detailed statistics of the mails that are identified as spam or containing malicious content and moved to
Quarantine of the domain automatically by CASG. Refer to CASG Reports - An Overview for more details.

»  Domain Statistics Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly will contain a detailed statistics of number of users, mails that have been received at and sent from the
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domain, number of spams identified and blocked and so on. Refer to CASG Reports - An Overview for more details.

To configure the subscription of the reports

*  If you want the administrators of the account to receive the periodical reports, select the 'Enabled' checkbox in the row
of the respective report type. If both the reports are required, you can select both the checkboxes.

*  Leave the 'Send empty' checkbox unchecked if empty reports are not to be sent to recipients.

*  Select the frequency of the report to be sent to the administrators from the options for Quarantine Report and Domain
Statistics Report.

Quarantine Report

CQuarantine report

Huom Dviay of mvonith Dawy of wiaek Seml emply  Enabled  Start date (GMT) Report length
Overyhour  @every day OEverywaek day
EChoose Cchoose ®choose

~ [+ E] Tuesday -

MNeod report for 3 day(s) from last
run (2074-04-11 00:00)

4 ¥ Wednesday 0 o) Aprid. 20140300

| Thursday

= 3 [#] Friday

4 e e =] Saturday o

e Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of the day or
date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day every
month chosen at the hour selected from the 'Hour' column.

«  Day of week - The reports will be generated and sent to the administrators every day or on the specific day every
week chosen at the hour selected from the 'Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per Greenwich Mean
Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

Domain Statistics Report

Domain stabstics report
Pariod Haour iy of ivorith Criany of wieek Seml empty Enabled | Start date (GMT)  Report lenigth

®Every hour ®every day CEvary week day
Ochoose Ohoose ®choose

o » Sunday 4 Mexd raport for
B - last U.II:!F'!LI:"\..I from
| Monday = = lr_‘.l:ll 14,2014 last run
Tuesday fooe (201404110
2300

Wizekly w

Wednesday

P Thursday w

»  Period - Enables you to set the period to be covered in the report. The report will contain the statistics of all the
domains in the account for the past one hour, one week, one month or one year, as selected from drop-down from the
scheduled report time.

e Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of the day or
date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day every
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month chosen at the hour selected from the 'Hour' column.

«  Day of week - The reports will be generated and sent to the administrators every day or on the specific day every
week chosen at the hour selected from the 'Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per Greenwich Mean
Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

Click 'Save' for your settings to take effect.

3.21.1.43 Outgoing

To be able to send outgoing email, first a valid user needs to be added to the filter cluster. This can be done from the web
interface. The following ports are available for the outgoing service:

e SMTP AUTH: Port 25 or 587
e SMTP StartTLS Port 587
e SMTP SSL Port 465
Comodo recommends port 587. The outgoing service listens by default on all IPv4 addresses activated on the server.

Create a separate outgoing user on the filtering cluster for each end-user to relay outgoing email and use an "automatic user
locking" to automatically close the account in case abuse is detected. There are two methods you can make per-user
authentication to work - The first method is to instruct all end-users to authenticate directly to the filter cluster for their outgoing
emails or in the second method, configure your current outgoing SMTP server so that it authenticates each end-user separately
to the filter cluster for all outgoing emails. If you choose the second method, how easily you can configure your SMTP server
depends on the SMTP software.

While using per-user authentication for outgoing mails, ensure to set the limits correctly based on the usage of the end-user and
enable automatic locking.

If you find using the per-user authentication method for outgoing mails too cumbersome to set up, the other alternative is to use
smarthost setup. In this method, you add a single outgoing account either based on IP or username/password in the filtering
server and point all outgoing emails to this server, thus using the filtering cluster as smarthost. Most email servers have
'smarthost setting' feature with which you can easily accomplish the task of configuring outgoing email filtering. Make sure to
disable the ‘automatic user locking' setting to prevent the full server account getting locked even if one end-user sends out
spam email. Also ensure to enable 'block spam' so that individual spam messages will be blocked and the administrator
notified.

While using smarthosting setup for outgoing mail filtering, ensure to set the limits correctly per user based on the server.

In the 'Outgoing' area of the Manage Domain section you can set a user account for spam checking, clear outgoing cache,
search for outgoing email messages and outgoing spam checking.
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Click the following links for more details:
*  Clear outgoing cache
* Log search
* Users

Clear outgoing cache

CASG continuously performs a cached recipient callouts to check that recipient email addresses existing/non-existing email
accounts at the destination mail servers to minimize the number of recipient callouts. When an email for a certain recipient is
permanently rejected by the destination server with a 5xx error code, the destination address of the recipient is considered
invalid and all emails sent to the recipient will be rejected. CASG filtering servers caches this information locally for up to two
hours. CASG interface allows you to clear the callout cache without waiting for the servers to clear it.

To clear outgoing cache

*  Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Clear outgoing cache' sub tab.
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The 'Clear outgoing cache' area of the selected domain will be displayed:

Dazhbonrd f Domeins § Domein dashbosrd - doctesncesg comodo od us § Clear oLEEoing cache

Clear outgoing cache © Hep

Here you can clear the outgeing callout cache for domain

e Click the 'Clear" button.

The callout cache for the outgoing domain is cleared.

Cache wias succassiully claaned B

e Click 'X"to close the 'Cache successfully cleared' dialog box.

Log search

The Log Search option in CASG allows you to search for a specific outgoing email message.

e Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Log search' sub tab.
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The 'Log Search (Outgoing)' interface of the selected domain will be displayed:

Dpshibomry f Domens § Domen deshbosrd - doctesmorsn comodo o wa | Log search (outgoing)

Log search (outgoing) © +eo

Date range; | 2074-03-27 AM 06:15:14 _. 2074-04-11 AM DE:15:14 ;|
Sender;
Usger @docteameasg.comodo.od.ua
Racipiant:
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Sender host.
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Include results from the last minutes: O

v L omrs

»  Date range: Select the date range for which you want to search the log file. The date range for which the log search
can be processed depends on the settings configured in Domain Settings > Log retention period.

*  Sender: Enter the sender email address in this field.

»  User: Enter the username of the outgoing email address for in this field (for example, ‘testuserl).
*  Recipient: Enter the email address in this field. (for example, 'testuserl@example.com’).

»  Sender IP: Enter the IP address of the sender.

*  Sender Host: Enter the sender host name.

*  Predicate: You have the option to select either 'AND' or 'OR' in the drop-down. When you choose 'AND' option, all the
entered search terms will be searched together and when you choose 'OR' option, the application will search any of
the search items entered.

»  Classification: Select the type of email that you want to search from the drop-down options.
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* Include results from the last minutes: If selected, CASG will include messages that are currently being migrated
from the filtering server to the logging server in the search resullts.

The option *Include results from the |33t minutes® will slow down the search result retrieval ﬁ

Click the 'Search' button. CASG will search for the entered terms and display the results.

Dvate and time Host (Eximm idy Semler hostname User Semiler Recipient Classification
rrsn dev spamgates Accepted
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2014-04-10 04542 0 ohn@doctearncasg oo bob@doctearneasy. o
014-0 04:54:25 WYTOE-0003NC-GA 1354711497 Jakr lohn@doctéamcasa co bobgdo MCESE.c0
I rrwsil dev sparmgates B . Accepted
201 4-04-08 10:27:11 . - . jahn johni@docteamcasg oo johni@docteamecasg oo
1¥4pil- 00015195 125.17.11.117 . : g :
e s dew spamgates ~ ALcepbed
2014-04-09 10:27:1 I ohh@docteameasg.cc
t L 1WHpil-000154+-85 1251711117 L] ) RICOEMA TEA RS
301 4-04-006 1011 4B mivshl dey spamgates i D . P U Accepted
2 -04-06 10 T D004 ST 19547 11,117 john john@docteamcasg oo johng@docteamcasg oo
. sl dewspamgales mail2 comodo.od.u _ At Epbed
2014-04-08 035457 o ) ®  John kKOS E0a_camodo
WrpDW-0008J0-JX  971.196.9533
1 i [1-616] Porpage 15 | w
Users

Outgoing email messages should be checked for spam or malicious content because of the risk such content poses to the
organization’s reputation. Often the outbound email path bypasses the system that scans incoming emails from the internet, and
instead sends the emails directly out to the destination. Filtering the outgoing user's mail also prevent spam from reaching end
user mailboxes.

Configuring User's Email Client for Outgoing Mail Filtering
The email clients of the users added for outgoing email filtering must be configured to point to CASG service.
In the Account Settings interface of the user's email client, enter the following detalils:

e Smtp server: mxsrv1l.spamgateway.comodo.com

e Connection Security: STARTTLS or SSL

e Port:587

e Username: <username@domainname.com>

To access the 'Outgoing users' interface:

»  Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Users' sub tab.
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The 'Users' interface of the selected domain will be displayed:

Ceashiycard FDomairs | Damain dashbosrd - goctasmcasy Camods of s JOulgaing ugsrs

Qutgoing users © v
o 200 [ Dwee @ Ean m [+ Rafresh j
£ Fitters
[7] Username Locked

I bebgdoctearncasy. comodo.od.ua

] jehn@docteameasg.comodo. od ua

Sorting the Entries
Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per

the information displayed in the respective column.

Using Filter option to search users
Click anywhere on the Filters tab to open the filters area.

[Dashbcard 5 Domains [ Domein dashiboard - docieamcrsn comodo od we J Cubgoing Lsers

Qutgoing users © Hein
IE Refesh

o rdd | 0 celee  # Eoit LR

£ Fifers
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98

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved



COMODO

Creating Trust Online®

/

/

You can add more filters by clicking + for narrowing down your search.

Cashboard f Domains f Domain dashboard - goctesmcasg comocdn og us FOulgoing wsars

Outgoing users © He
+ Add E Cieletie f Edit More aclions w a Rafrash
a Fillars
+ Llsamame w | conlaing w
= Username | aquals w
7] Username *  Locked

boh@Edocteameasa comado od 1E

You can remove a filter by clicking the icon beside it.

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

If 'Username' is selected, the following conditions are available:

»  Equals: Displays all usernames that match the text entered in the text box.
*  Not Equals: Displays all users except the one entered in the text box.
*  Contains: Displays all username(s) that contain the words entered in the text box.
* Not Contains: Displays all username(s) that do not contain the words entered in the text box.
»  Starts With: Displays all usernames(s) that starts with the words entered in the text box.
*  Ends With: Displays all usernames(s) that ends with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the resullt.

Click anywhere on the Filters tab to close the filters area.

D Fefresh ‘

Click the ‘ button to display all the outgoing users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh" button.

To add a new user
*  Click the 'Add' button.

Dashbaard f Domains ! Doman deshboard - decleameasgoomood od ua F Culgoing usars

Qutgoing users 0 Hew

DNy 3 reteon
£ Finers

T Usedmamme “  Locked
[F] bob@docteameasg.comodo. od.ua

[ johni@docteamecasg.comado. od.us
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The 'Add outgoing user' dialog will be displayed.

Add outgoing user

Llsername Fassword

Edit outgoing settings
m | Cancel |

+ Enter the username for the new outgoing user that will be first part of the email address. For example, testuser. The
email address of the added user will be testuser@testdomain.com.

+ Enter the password in the Password filed. If the 'Password' field is left blank, then the 'Username' must be an IP
address, and any connection from that IP will be considered authenticated without needing to use SMTP AUTH (Note:
authorizing IP addresses may be disabled on the system).

+  Click the 'Edit outgoing settings' button to configure outgoing settings for the user. The 'Add outgoing settings' dialog
will expand:
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Add outgoing user

Llsername Cramain Fassword

Edit outgoing settings

®Block outgoing spam
Osutomatic lock

smith

Block outgoing spamfAutomatic lack:

Llzer lock timeout:

Maximum unlocks by timeout:
Enable outgoing limits:

Lirnit per hour:

L AL 4

Limit per minute:
YWalid sender address required:

Maximum number of recipients per day:

lrwalid recipient lirmit:

L[ |€>| (£

Maximum days to retry:

Cuarantine response: | Rejected

o R

*  Block outgoing spam/Automatic lock
»  Block outgoing spam — Blocks all outgoing spam mails from the user.

*  Automatic lock — If CASG detects spam or malicious mail from the user, it will automatically lock the user
from sending mails for the period set in the 'User lock timeout field.

*  User lock timeout — The time in minutes the user will be locked out from sending mails after
CASG detects outgoing spam or malicious mails from the user.

*  Maximum unlocks by timeout - The number of times the locked out user will be unlocked for
sending out mails. After reaching the maximum limit, the user will be locked out from sending any
mails till it is unlocked by the administrator.

*  Enable outgoing limits - Allows you to activate / deactivate limits on outgoing mails.
»  Limit per hour - The number of mails that can be sent per hour.
*  Limit per minute - The number of mails that can be sent per minute.
e Valid sender address required - If enabled, outgoing mails must have valid sender address.
*  Maximum number of recipients per day - Maximum number of recipients that a user can send mails per day.
» Invalid recipient limit: - The number of invalid recipients that a user can send mails to.

e Maximum days to retry - Maximum number of days CASG will retry to send queued outgoing mails after which
they are bounced to the user.

e Quarantine response — Determines the response that CASG will send to the SMTP server that delivered a
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message in the event that the mail is identified as spam.

Note - If you have enabled quarantine functionality, then spam/malicious mail will be quarantined (and not delivered to the
recipient) regardless of your choice here. These options merely determine what message CASG will send back to the SMTP
mail server.

Options:
*  Rejected - Will inform the SMTP server that the email wasn't delivered to recipient. (By default is ‘Rejected’.)

*  Accepted - The senders will not be notified if the outgoing mails are detected as spam. They will be blocked and
not delivered to recipients.

*  Click the 'Save' button.

Deshbosed § Daimsins § Domsin dashboard - docieamesse comodood us § Oubgoing wsers

Outgoing users @ Hen
pod | T ceete | & it | R £ Remesh
+ .
£ Fiters
Usernaime Locked

| bobi@docteameasg comodo.od.ua

pdocteamcasg.comodo.od. ua

| smithi@docteameasg.comodo.od.y

To delete an existing user

*  Select the user you want to delete from the list and click the 'Delete" button.

Ceazhiycard FDomaEires / Domsin deshbastd - doctasmcasg Comaca of U8 JOUGgaing ussrs

Qutgoing users @ ve
o A ﬁ Eait £2 Refresh
€3 Filters
[ Usermame Locked

| bob@doctearncasgy comodo.od ua
] shr@docieameasy comodo od. ua

4] smilh@docteameasg.comodood.ua

Tip: You can select multiple users to delete by pressing and holding the Shift or Ctrl keys.

Delete users

@ Areyou sure you want to delete the selected

users?

¢ Click 'OK' to confirm.
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To edit an existing user
You can reset password, modify the outgoing settings configured from the 'Add outgoing user' interface.
e Select the user that you want to edit from the list and click the 'Edit' button.

Deaghipoand f Domains §Domein deshibernd - doctesencrsg Comode.od s / Oudgoing wears

Qutgoing users @ Heip
o rdd T Delet Mot ations v £ Refresh
£ Finers
] Username Locked

| B I'-.i;-ﬁnr.'.:-amr 350, comodo,od Ua

] jo hr@doctearncasg comodo od ua

V] smith@docleameasg comodo.od ua

»  Click the 'Edit outgoing settings' button.
Edit outgoing settings for smith@docteamcasg.comodo.od.ua

sername Faszsward

Edit outgoing settings
m | Cancel |

The 'Edit outgoing settings' will be displayed.
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Edit outgoing settings for smith@docteamcasg.comodo.od.ua

Username Damain Faszsword

Edit outgoing settings

®Block outgoing spam

Block outgoing spamfbutomatic lack: Onutomatic lock

User lock timeout:

< (L3

Maximurm unlocks by timeout:
Enable autgoing limits:

Lirnit per hiour; | 30

LX||4»

Lirnit per minute: (10
Yalid sender address required:

Maxirnum number of recipients per day: |10

Irwalid recipient limit, | 44

A EARE IR R

Maximum days to retry; |3

Cuarantine response; | Rejected v

o RN

*  Reset the password and / or make other changes as explained in the 'Add outgoing user' section.
»  Click the 'Save' button to confirm your changes.
To manually lock outgoing user

Due to administrative or any other reason if you want to prevent a user from sending out mails, the Lock feature allows you to do

SO.
*  Select the user that you want to lock, click 'More actions' and then click 'Lock'.
Deshboard fDomeins / Domain dashboard - gocteamcasy comosn, ool ua [ OuAgong users
QOutgoing users © reno
o add | [ Delete | @ Edit | JELIEETIEUEREY £ ¥ Refrash
£ Fiters
Unlock
Usarnane Lached

impart froem CEY Tie

] bab@dotteameasg camado.od.L
— impart froen Incoming users
I'J"@!:UEIT'BI'I'H'-:I.'-'.: comodo.ad

[#] amithgdocteameasg comodo od ua

The selected user will be locked from sending mails.
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Caahficeapd §FDomsins §Oomein deshbosr - gosleamess g comodo od us f Oubgoing ussrs

Outgoing users Heip
o add T Delete | ¢ Edit i Refresh
£ Fitters

Usermame Locked
] bob@docteamcasg comodo.od ua

chnigdocieamcasg.comodo.od ua

¥ smith@docieamcasg.compdo.od.ua manual

To manually unlock outgoing user
Auser who has been locked either manually or automatically (see Edit outgoing settings) can be unlocked from this interface.

e Select the user that you want to unlock, click 'More actions' and then click 'Unlock'.

Daghiiceyrd [ [Dormasre: f Domedn cashBodrd - dociesmeiesn comooln of L [OUGong users

Outgoing users @ e
o= Add M Detete | 4 Edit £ Refresh |

Leck
) Fiiters
] Username Locked
Impoet trom C5W file
1 b obipdocleameasg comado.od.L
. Impcet trom incoming users
chhigdocteamcasg.comodo.ad

_‘!_ ':!"'|||'I@d0(‘.€'-ﬁl1'lt55Q.LE""EUD.OJ us manusa

The user will be unlocked and he/she can send mails.
To import outgoing users from CSV file

Administrators can import many users from a file to the outgoing users list at a time. The users should be saved in the format
shown below as an example:

userl,domainname,password
user2,domainname,password

»  To import outgoing users from a CSV file, click 'More actions' > 'Import from CSV file'

Dashiboprd f Domeins J§ Domain dashbosrd - doctesmcasg comodo od us § Qubgoing users

Outgoing users

¥ ., Halp
o= Add R R A B Mot actions v % Remesh |
Lack
£ Fittars
Uriock

| Usarname Loghd
[ bob@docteameasg comado.od

- i Frport fram coming users
johnixdocleameasg.comodo.od.l

| eEmithi@docteamcasg.oemodo od ua manual

The Upload dialog will be displayed.
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Upload csvfile.
Each line should contain three columns: username, domain,password

For example:

testusertestdomain testpassword

Ipload

Click the 'Upload" button and navigate to the location where the file is saved and click the ‘Open’ button.
The upload progress will be displayed...

Dashivoand S Domains § Domain dashboard - docteamoms

0 comodo -'-'.antl.rIgungu:er:

Outgoing users

& Hep
IMpOrtis in Procass. Plaase wai [
o Add R ATl vore actions v £} Refresh
£ Finers
7] Usermame Lacked
] bob@doctearncasg comodo.od.us s
1 john@docteamecasg comodo.od uva
[ smith@docteameasg.comodo.od ua rmarual i
...and when completed, the results will be displayed.
Dashooard f Domans fomen dashiooand - dociesmoaso comodo oo u'\JO,rlmngusc"s
Qutgoing users © Hen
Total lines processed 3 %
Imported 3 useris) %
Irpart for domain docteamcasg.comodo od ua has been finished 5
o 20d T Delete | # Eait £ Refresh |
£ Finers
1 Usemame

Locked

L '|'l|3_f'1nf'.9-=ll1'lf asg.comodo od ua
1 _|’|1|1|'_'__!;I'|I'I Teamiasgeomodo.od ua
| king@dotlaameasg comodo.od ua
| princag@docteameasg comoda od ua
] guesni@docieameasg comodo.od.ua

Il smithigdacteamcasg comado.od ua

The administrator who carried out the task will receive a notification about the import task completion.
Import from incoming users
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Administrators can add all incoming users to the outgoing users list by importing. If there is an outgoing user with the same
name, the import of incoming user will be skipped.

*  To import outgoing users from incoming users, click 'More actions' > 'Import from Incoming users'

Dmshbosrd f Domains § Doenain dashboard - docteamcasg comoco od us fO Ayoing wEers

QOutgoing users © e
o add | T Delete | @ Edi £ * Refresh
Lock
£ Fiters
Urleck
T Usernanme Locked
gt from CSV fike
L bob@daoctes) MLasd. comado od A

T johng@dacteamcasg comodo n

smit@docteamcasy.comodo od ua

-
The upload progress will be displayed...
Dashibosrd f Domains § Domain dashbos - Soche srcess COMo o U § Oubgoing Lsers
Outgoing users ) Help
IFrE0at |5 in process. Pleass wail E

o aco | T Doete | @ Ean t ! Refresh |
0 Filtars

| Usernames Lached
-
bobi@docteamcasg comado.od ua
I johng@docteamcasg comodo od ua

smithi@docteameasy comodo od Ua

L
...and when completed, the results will be displayed.
Pashbonrd f Domens § Doman dashiboard - doctesmoasg comodo od us fOulgoing users
Outgoing users © Hep
Imporied 5 users) a
Total INCOFMInG USers T B
Irnpart for domaln docteatncasy comodo od ua has been finished a8
E TR o TR o actions £* Refrash

£ Fittars

| Usernaims Locked
bobi@docleamcasg comado.od ua

demol@docteamecasg.comodo.od ua

DEMmO L amcasg.comodo.od.ua
Iohna@decteameasg comodo od ua
smithi@docteamcase comodood ua
lestipdocteamtasg.comodood ua
userl @daoctkeameasg comodo.od ua

| user2@dacteamcasg comado,od ua

The administrator who carried out the task will receive a notification about the import task completion.
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3.21.1.44 Email Management

From this interface an administrator can configure the maximum size of each email and select the file types of attachments to be
allowed. An administrator can also choose to release or reject requests from users for releasing quarantined emails, adding

senders to blacklist and whitelist.
coMODO
' Antispam Gateway

rz Crashboard

@ Cemain dashiboand
["_1"_\I INEOming

€1y Cutgoing

[Ch Efmail management

Ermatl size restriciion

Click the following links for more details:
e Email size restriction
*  Blocked extensions
* Released requests
«  Blacklisted requests
*  Whitelisted requests

Email Size Restriction

In order to avoid your domain storage space getting used up quickly due to large size of emails, CASG allows you to set the
maximum size of each email that are allowed. Administrators have a choice of restricting email size of up to 250 MB. If you
require to set the size of email more than 250 MB, please contact your account manager at Comodo or please open a ticket at
support.comodo.com or call 1.888.COMODO (2666.6361) and have your account number ready.

To set email size restriction

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Email size restriction'
sub tab.
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CcCOoOMODO

Antispam Gateway

{::'I Diomain dashboard

) Incoming
|l| Ut going
[ Email management

® Email zize resinction

Feleasad re
Blacklisted requeasls

Whitelisted requesis

£ Auditiog

The 'Email restrictions' interface of the selected domain will be displayed:

Castiboatd F DOmeins § Domein dashiaosed - oochasmcss:n Conodn nd 155 | Emal sipe reetriction

Email size restriction © Hew

Ermail size restriction (MEy: 100

<

«  Enter the maximum allowed size (up to 250 MB) of each email that you want to set in the 'Email size restriction’ field.

If you enter a value more than 250 MB, an alert will be displayed to contact your account manager at Comodo and the email size
will be automatically set as 250 MB.

Lashbostd f DOMmains: § Domain dachbosd - GOCkssnea:g CHMOID.0d.uG f Bifal 8iz8 resriction

Email size restriction © Her
Incorrect nanar.lt',' walue, Value must be between 1 and 250 Il"j':h PEQUITe mong then 250Mb pIEﬁﬁE call us E
Ermail gize restriction (MEY. 250 3

e |f you want to set the size above 250 MB, please open a ticket at support.comodo.com or call 1.888.COMODO
(2666.6361) and have your account number ready.

e Click 'Save' to confirm your changes.

Note: Incoming and outgoing emails with size more than the value set here will be quarantined.

Blocked Extensions
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CASG has the ability to restrict certain type of files that are attached with emails from being delivered to the recipients. For
example, a file attachment with .exe extension with malicious code has the potential to run automatically while being
downloaded and infect the recipient's computer.

To add file extensions to be blocked

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Blocked extensions'

sub tab.
cCoMODD
Antispam Gateway

3} Dashboard
£H Domain dashboand
Ii Incoming
(1) Outgoing

=) Email manzgemert

[= Auditlog

Whitelist £ Blackiist

The 'Blocked extensions' interface of the selected domain will be displayed:

Dashbaard § Domans FDomain dashbosrd - docleamcasn comado.od us § Blacked esdensians

Blocked extensions © Helo
o agd | T Delete  * Resetto defaul

] Blocked extension
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The list of default blocked extensions is displayed. You can sort the blocked extensions list alphabetically in ascending or
descending order by clicking the 'Blocked extensions' title bar.

e Click the 'Add' button to include another blocked extension

The 'Add blocked extension' will be displayed.

Add blocked extension
Domain | docteamcasg.comodo.od.ua

Blocked extensions -l-

e

¢ Enter the extension name to be blocked in the text box

You can add many extensions at a time by clicking the + icon.

Add blocked extension

Domain | docteamoasg.comodo.od.ua

-l- chirm

Blocked extensions
= | 20e

o N

e Click the 'Save' button
The entered extensions will be added to the list.

¢ To delete an extension, select it from the list and click the 'Delete" button

Dashibasrd § Domains FDomsan dashboard - docteamcasg comada od us FBiocked extensions
Blocked extensions © ren
o aod ([T Delste ) *y Resetto detaut

] Blocked extension &
[ chm

[F ade

4 4 =z {2 [96-17 417 )

An alert will be displayed to confirm to delete the selected extensions.
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Delete extensions

F— Areyou sure you want to delete the selected
extensions?

The selected blocked extension will be deleted from the list and email attachment with this file extension will be allowed provided
it passes the size restriction filter.

Click the 'Reset to default' button to restore default blocked extensions in CASG.
Released Requests
An administrator can choose to release or reject requests from users for releasing quarantined emails from their accounts. The

release requests from users will be notified to all admins for that account via emails and will also be displayed in the interface.
The users who requested for release of quarantined emails will also receive email notifications.

Note: User who have been assigned as 'Power User' can release quarantined mails without approval from the administrators.
See the section 'Groups & Permissions' and 'Managing Permissions' for more details.

To open the released requests interface

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Released requests'
sub tab.

! cCOoOMODO
Antispam Gateway

ITI Dashboard

W Damain dashboand

["J"] NCOMming

[T] O |..|I__ZI_ lIgH]

ﬁ Efmail marnagement
Ermiall iz restictio

Blocker edensinns

[E Auditlog

whitelist £ Blackiist =

The 'Release requests' interface will be displayed:
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The list of emails that users requested to release will be displayed. The list contains nine columns providing information about
the requested user, subject, the sender, details of the recipients, details of recipients in CC list, the date they were sent, the
reason they were quarantined and the size of the email. The last column indicates whether there is any attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per

the information displayed in the respective column.

Using Filter option to search released requests

Click anywhere on the Filters tab to open the filters area.
Released requests

@ Bhowmessage | +* Accepd 3 FRepect

G Fitlers

= |qusject w| | contsirs -

| Usen Suljadt Fiom Tar CC

Fuwd: P Sered UMLIWITED

You can add more filters by clicking + for narrowing down your search.
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@ Show message  «* Accepl 3 Reject
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= ' conlaing v
From
Ta
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Ece (KE) e0 demaod @dottean
EnmEnEreEsEeeey wrAlst Re. 2.500mo.  John Smith <Aalliena@omail come E
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MY ZEmoSETUP CoST e el

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

K Help

% Rehesh

Apply fiktor

Duite 4GMT +i) Reasom - Sige i

3 Help

£ Remesh

Apply filter

Date (GAT +0} Fansa) - Size ]
Anr i I0N 4 G:A0 4 whabelisted

B
A serdar B

*  Subject:: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
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selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

* Reason: Will execute a search of words in the reason column according to the text entered in the text box (column 3)
and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

»  Contains: Displays all quarantined mails that contain the words entered in the text box
e Equals: Displays all quarantined mails that contain only the words entered in the text box
*  Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
* Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
»  Starts with: Displays all quarantined emails that starts with the words entered in the text box
*  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

e Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and the condition
selected in column 2.

If 'Date" is selected, the following conditions are available:

»  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
calendar

*  Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

»  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box
»  Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

E Refresh
Click the ' button to display all the release requested emails.

Note: To display all the release requested emails after using the filters option, you have to first click anywhere on the Filters tab
to close the filters area and then click the 'Refresh’ button.

Viewing Details of Release Requested Mails
The details such as user, subject, sender, recipient , date, reason and size of the mails requested for release can be viewed in
two ways:

*  Inthe same CASG window

* Inanew CASG window

To view details of release requested mails in the same CASG window:

* Inthe released requests area, select the mail that you want to view and click the 'Show Message' button.
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or
e Click on the email link in the subject column that you want to view its details.
Deshbcasral £ Doimsing § Qoiman gaahboard - Seche s s COmods ol us § Relsased requests
Released requests © Hew
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The details of the selected email will be displayed.

| Normal | All headers

o Accept | M Reject

Suhject  Fwed: Fwe Send UIMLIMITED Emails/Mewsletter in Just Rs.2 8000ma. ZERQ SETUP COST
From John Smith =fiatliena@amail. com=
To  demol@docteamcasy.comodo.od.ua, demo2@docteameasd.comodo.od.ua
co

Date (GMT

0 Wied Apr 09 06:40:43 GMT 2014

Size 23kKB
Actions 3

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the mail or reject
it. If the mail is accepted, it will be released to the user's inbox. If it is rejected, the email will be no longer in the released emails
list. Please note that emails will continue to remain in the Quarantined list irrespective of the action taken.

To view details of release requested mails in a new CASG window:

* Inthe released requests area, select the mail that you want to view, right-click on the email link in the subject column
and select to open in a new tab or new window.
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The details of the selected mail will be displayed in a new CASG window.
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To accept the release request from users

After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the recipient.

*  Select the mail that you want to release and click the 'Accept’ button.
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An alert will be displayed to confirm the release of selected email to the requested user.

Accept email

@ Arewou sure you want to accept the selected

email?
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e Click 'OK" to confirm the release.

The email will be released to the user and the mail will no longer be in the released mail list. However, it will continue to remain
in the Quarantined list.

To reject the release request from users

After viewing the details of the email and if not satisfied with its authenticity you can choose to reject the request from the user.

e Select the mail that you want to reject and click the 'Reject’ button.
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An alert will be displayed to confirm the rejection of selected email.

Reject email

email?

@ Are you sure youl swant to reject the selected

e Click 'OK' to confirm the rejection.

The email will not be released to the user and the mail will no longer be in the released mail list. However, it will continue to
remain in the Quarantined list.

Blacklisted Requests

CASG allow users to send requests to their email account administrators to add senders to blacklist. Administrators in addition to
receiving emails for these requests also can view the list of such requests in 'Blacklisted requests' section of the administrator
interface under 'Email management' section. The senders added to balcklist on users' request will be applicable for the
requested users only. Mails from these blacklisted senders to the requested users will be rejected by CASG even though these
blacklisted senders may be in general sender whitelist. Refer to the sections Sender Whitelist and Blacklist Senders Per User
for more detalils.

To open the blacklisted requests interface

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Blacklisted requests'
sub tab.
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The 'Blacklisted requests' interface will be displayed:
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The list of emails that users requested for adding the senders to blacklist will be displayed. The list contains nine columns
providing information about the requested user, subject, the sender, details of the recipients, details of recipients in CC list, the
date they were sent, the reason they were quarantined and the size of the email. The last column indicates whether there is any
attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.
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Using Filter option to search blacklisted requests

Click anywhere on the Filters tab to open the filters area.
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You can remove a filter by clicking the ™= icon beside it.
Available filters are:

»  Subject:: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

*  Reason: Will execute a search of words in the reason column according to the text entered in the text box (column 3)
and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

»  Contains: Displays all quarantined mails that contain the words entered in the text box
*  Equals: Displays all quarantined mails that contain only the words entered in the text box
*  Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
* Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
e Starts with: Displays all quarantined emails that starts with the words entered in the text box
*  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

»  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

»  Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and the condition
selected in column 2.
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If 'Date’ is selected, the following conditions are available:

*  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
calendar

»  Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

»  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box
e Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box

Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

‘G Refresh ‘

Click the button to display all the blacklisted requests emails.

Note: To display all the blacklisted requests mails after using the filters option, you have to first click anywhere on the Filters
tab to close the filters area and then click the 'Refresh’ button.

Viewing Details of Blacklisted Requests

The details such as user, subject, sender, recipient , date, reason and size of the mails requested for blacklisting can be viewed
in two ways:

¢ Inthe same CASG window
¢ Inanew CASG window

To view details of blacklisted requests in the same CASG window:

* Inthe blacklisted requests area, select the mail that you want to view and click the 'Show Message' button.

or
e Click on the email link in the subject column that you want to view its details.
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The details of the selected email will be displayed.
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To  demol@docteamcasg.comodo.od.ua, demo2@docteameasg.comodo.od.ua
CC

Date (GMT
+)

Size 23 KB

Actions B

Wed Apr 09 06:40:43 GMT 2014

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the mail or reject it
for blacklisting the sender. If the request is accepted, the sender will be added to 'Blacklist Senders Per User'. If it is rejected,
the email will be no longer in the blacklisted requests emails list. Please note that emails will continue to remain in the
Quarantined list irrespective of the action taken.

To view details of blacklisted requests in a new CASG window:

* Inthe blacklisted requests area, select the mail that you want to view and click the 'Show message in new window'
button or right-click and select to open in a new tab or new window.
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The details of the selected mail will be displayed in a new CASG window.
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To accept the blacklist request from users

After viewing the details, you can choose to accept the request from user to add the sender to blacklist senders per user list.

*  Select the mail that you want to add the sender to blacklist and click the 'Accept’ button.

[eshbosrd | [omnmryg | Domen chshboard - dochesmcass comodo od s ! Blactlsed requests

%8 Heip

Blacklisted requests

[ 3how message x Rajerd % Refresh

£ ritars
User Subject Fiom Te [¥s Dot (OMT +0) ~  Reason Size fi
Fanil Foe Send LBILIMITED
. ol Eoacteame: Aor 9, 2014 54043 whitehistes] )
tar | EMBISTEWSteter in AUl Re. 2,500me. Jehn Bmilh =ialiena@ornsil coms :z:_:fw:i:: e‘: ! y :“:I:T 23KB ]
TEROSETUP COET o RS |

Fw: Ged Rs 25 assured recharge +
chance fowin an IPCD

An alert will be displayed to confirm adding the sender to 'Blacklist Senders Per User'.

Accept email

@ Are you sure you wantto accept the selected

email?

e Click 'OK"to confirm the acceptance.
The sender of the email will be added to 'Blacklist senders per user '. See the section 'Blacklist Senders Per User ' for more
details.

To reject the blacklist request from users

After viewing the details of the email, you can choose to reject the request from the user.

e Select the mail that you want to reject and click the 'Reject’ button.
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An alert will be displayed to confirm the rejection of selected email.

Reject email

ermail?

@ Are you sure you swant to reject the selected

e Click 'OK' to confirm the rejection.

The sender will not be added to blacklist and the selected email will no longer be in the blacklisted emails list.

Whitelisted Requests

CASG allows users to send requests to their email account administrators to add senders to whitelist from their Quarantine
interface. Administrators in addition to receiving emails for these requests also can view the list of such requests in 'Whitelisted
requests' section of the administrator interface under 'Email management' section. The senders added to whiltelist on users'
request will be applicable for the requested users only. Mails from these whitelisted senders to the requested users will be

allowed by CASG even though these whitelisted senders may be in general sender blacklist. Refer to the sections Sender
Blacklist and Whitelist Senders Per User for more details.

To open the whitelisted requests interface

e Click the 'Email management' tab on the left hand side navigation to expand and then click the "Whiltelisted requests'
sub tab.
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The 'Whitelisted requests' interface will be displayed:

Do J Do o Doty kil - dhoCh bt g oMo oof vl 1 inbalelid gz
Whitelisted requests © hew
@ Showmossage | af Accept | 3 Reject D Rarash
0 Fiilers
Usai Subjact Fuoim To [ [altes (GRT +0§ Raason Sige il
Fed Py Band LINLIMITED T Ao 3 A R AL AT it i
qemgy  EMailalewsietier in.Just Rs 250000, John Sraiih =faliiena@gmail coms “r'r.r ___‘“ pihi) '-e ' 3 _w'm_. . el fi
ZEROBETUP COET e ’ g
SRAT
Fw: Ged Rz, 24 assured recharge + demod Edorteam: Apr@ 7014 433:22 - a0 kn §
demol  chance fowinan POD demod @dorteamc ] i 3z >
i bl 8 g eor
EPAM
ApF 2 TN T2T warnal pat
tesl sparm email 2 demod Edoctear _:" Lx 0K = Bl kT 218 KB i
demoz a 2] matih
(EaneER Uity U
i " [1-373] Porpage 15 b

The list of emails that users requested for adding the senders to whitelist will be displayed. The list contains nine columns
providing information about the requested user, subject, the sender, details of the recipients, detalils of recipients in the CC list,
the date they were sent, the reason they were quarantined and the size of the email. The last column indicates whether there is
any attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search whitelisted requests

Click anywhere on the Filters tab to open the filters area.
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You can add more filters by clicking + for narrowing down your search.
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You can remove a filter by clicking the ™= icon beside it.
Available filters are:

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

*  Reason: Will execute a search of words in the reason column according to the text entered in the text box (column 3)
and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:
»  Contains: Displays all quarantined mails that contain the words entered in the text box
*  Equals: Displays all quarantined mails that contain only the words entered in the text box
*  Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
*  Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
»  Starts with: Displays all quarantined emails that starts with the words entered in the text box
*  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

»  Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and the condition
selected in column 2.

If 'Date’" is selected, the following conditions are available:

«  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
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»  Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

»  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box
»  Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

G Fefresh ‘

Click the ‘ button to display all the whitelisted requests emails.

Note: To display all the whitelisted requests after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh' button.

Viewing Details of Whitelisted Requests

The details such as user, subject, sender, recipient , date, reason and size of the mails requested for whitelisting can be viewed
in two ways:

* Inthe same CASG window

* Inanew CASG window

To view details of whitelisted requests in the same CASG window:

»  Inthe whitelisted requests area, select the mail that you want to view and click the 'Show Message' button.

or
e Click on the email link in the subject column that you want to view its details.
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The details of the selected email will be displayed.
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To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the mail or reject it
for whitelisting the sender. If the request is accepted, the sender will be added to "Whitelist sender per user'. If it is rejected, the
email will be no longer in the whitelisted requests list. Please note that emails will continue to remain in the Quarantined list
irrespective of the action taken.

To view details of whitelisted requests in new CASG window:

* Inthe whitelisted requests area, select the mail that you want to view and click the 'Show message in new window'
button or right-click and select to open in a new tab or new window.

apterd FDomans f Dormein defboad - docheancaga comodo oo ug | ¥whbsisted requess
Whitelisted requests © nep
e e
@] Enbw message o Actepl | M Rejed £ % Rafresh
© Fimses
[7] User Subject Fiom Tir i Dhates (M =0 Feeikaon Size i
Fand |61 MTER
= Errd bon . nol @@docieame ADrS, 2014 B:AD4T whibellster
. Emailsr OpenLinkin New Tob mith =fallisna@griail com= (L U_ !"Jc“'a' ot BADAT (et e 2AKE i
e ZEROZE Opsen Linik i) Biase Windoss . damo ipdocisami A sandar
s Lk imi Rhser Erevsks \Siradow
For GelF  Bogkmark This Unk inmioi idocieamc Agra, 3014 43332 ﬁ.l‘:‘ 1,80 KB i
g
dema CRance t  Saew Uik A irmodggdocieame A J '_'0 ety i '
i TR ML 0 AL COT
Copry Link Locghon
B
Irapasct Eberant {2 EOrT 3014 223700 Edamal pabam
tesl 5pan Syadd o Top Sbes i e Jeiidaciean ; e 18 kB i

Tia Tab [

The details of the selected mail will be displayed in a new CASG window.
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To accept the whitelist request from users

After viewing the details, you can choose to accept the request from user to add the sender to whitelist senders per user list.

e Select the mail that you want to add the sender to whitelist and click the "Accept’ button.
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Whitelisted requests @ Hep
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arvin 2 A #
ZERQ SETLP COST
Fw: Get s, 25 agsunsd recharge + demol @docteam Ape D, 2014 4:33:22 e 148 KB ﬂ
demot  chancs bowin an IFOD. demod@docizam Am 2
muitirhl.spamricor
Spam
Aps 2. 2014 227 1Bl Ml
a5t spam amal 3 demnléddocieamc A 2520832 3500, EMEI A Bty RiEKE [
demn N P makch
EANEER Nk
1 i3] i1-3/3] Porpagn (15 | v

An alert will be displayed to confirm adding the sender to 'Whitelist sender per user'.

Accept email

Foa Arewou sure vou wantto acceptthe selected
@ ermail?

e Click 'OK" to confirm the acceptance.

The sender of the email will be added to 'Whitelist sender per user'. See the section 'Whitelist Sender Per User' for more
details.

To reject the whitelist request from users

After viewing the details of the email, you can choose to reject the request from the user.

e Select the mail that you want to reject and click the 'Reject’ button.
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An alert will be displayed to confirm the rejection of user's request.

Reject email

@ Are ol sure wou want to reject the selected

ermail?

e Click 'OK'to confirm the rejection.

The sender will not be added to whitelist and the selected email will no longer be in the whitelisted requests list.

3.21.1.45 Domain Audit Log

CASG keeps a record of actions initiated by users and administrators for a selected domain. The Audit Log area allow
administrators with appropriate privileges to configure and view these log reports. CASG also keeps a consolidated log for all
domains belonging to an account. To know more about consolidated log for all domains, refer to the section Audit Log for more
details. This section explains about audit log for a selected domain.
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Click the following links for more details.

e Audit Log Configuration

e View Domain Log
Audit Log Configuration
CASG keeps a record of all actions initiated by administrators and users. However, some of the actions can be configured not be
recorded such as releasing quarantined items, updating sender whitelist and blacklist senders per user. The screen also allows
administrators to add recipients to whom the notifications will be sent.

To configure audit log

e Click the 'Audit log' tab on the left hand side navigation to expand and then click the ‘Configuration’ sub tab.
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The Audit Configuration screen will be displayed:

Dashboard f Domains f Domain dashboard - docleamcasg comodo.od ua f Audd configuration

Audit configuration © Hebp

Cluarantined item released

[0 Create audit log entry

[ send notification email
Sender whitelist updated

[0 cCreate audit log entry

[] Send notification email
Sender blacklist updated

[] Create audit log entry

[l Send notification email

MNotification recipients
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e Quarantined item released

»  Create audit log entry — If enabled, CASG records the release of quarantined mails.

*  Send notification email — If enabled, notification mails for quarantined mails release will be sent to recipients
added in the 'Notification recipient's' box.

e Sender whitelist updated

e Create audit log entry — If enabled, CASG records any updates to Whitelist senders per user interface

e Send notification email - If enabled, notification mails for updates to Whitelist senders per user interface will be
sent to recipients added in the 'Notification recipient's' box.

e Sender blacklist updated

e Create audit log entry — If enabled, CASG records any updates to Blacklist senders per user interface.

»  Send notification email — If enabled, notification mails for updates to Blacklist senders per user interface will be
sent to recipients added in the 'Notification recipient's' box.

* Notification recipients — Enter the email addresses of the persons to whom the email notifications for the above
mentioned actions will be sent. Please note that any email addresses of the recipient's can be entered here.

View Domain Log
The log screen in CASG allows administrators with appropriate privileges to view the logs of the selected domain.

To view the audit log of the selected domain

*  Click the 'Audit log' tab on the left hand side navigation to expand and then click the 'Log' sub tab.

COMODO
Antispam Gateway

o -
{ #) Dashboard
HH Domain dashboard

rL—] IFCarmirg

1y outgoing

5'51 Ermiail ranagement

[E Auditiog

anfiguration
B g

= Whitelist £ Blacklist

The Audit log screen will be displayed.
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Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for '‘Operation description' column.

Using Filter options to search particular event(s)

Click anywhere on the Filters tab to open the filters area.

Cnshbosrd fDomans fLomain dyshisand - doctasmcyrg comnds of us 1 Audd ing

Audit log & i
£4 Expartto G by iher £} Refesh
£ Fiters

+ Diade w | | Enuals - '_ Apnply fiter

Diate (BT +0) Raode Login Chper stion key Dipe abvon descrplion Dol

Bermowe sender from e

You can add more filters by clicking + for narrowing down your search.
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You can remove a filter by clicking the ™= icon beside it.
Available filters are:

»  Login: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  Details: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all log entries that contain the words entered in the text box
*  Equals: Displays all log entries that contain only the words entered in the text box
*  Not Equals: Displays all log entries that do not contain only the words entered in the text box
*  Not Contains: Displays all log entries that don't contain the words entered in the text box
»  Starts with: Displays all log entries that starts with the words entered in the text box
«  Ends with: Displays all log entries that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

»  Date: Will execute a search of log entries according to the date selected in the calendar box (column 3) and the
condition selected in column 2.

*  Role: Will execute a search of log entries according to the role selected in the third field (column 3) and the condition
selected in column 2.

e Operative description: Will execute a search of log entries according to the action selected in the third field (column
3) and the condition selected in column 2.

If 'Date’ is selected, the following conditions are available:
*  Equals: Displays the log entries that have the same date as the selected date in the third box from the calendar
*  Less than: Displays the log entries with dates less than the selected date in the third box from the calendar

»  Greater than: Displays the log entries with dates greater than the selected date in the third box from the calendar
If 'Role" is selected, the following conditions are available:

»  Equals: Displays all log entries that is equal to the role selected in column 3.
* Not Equals: Displays all log entries that except the role selected in column 3.

If ‘Operative description' is selected, the following conditions are available:

*  Equals: Displays all log entries that is equal to the event selected in column 3.
*  Not Equals: Displays all log entries that except the event selected in column 3.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.
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G Fefresh ‘
button to display all the entries.
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Note: To display all the log entries after using the filters option, you have to first click anywhere on the Filters tab to close the
filters area and then click the 'Refresh" button.

The following table provides the details of actions initiated by user/administrator and shown under Operation Key and Operation
Description columns in the log report:

S.No. Operation Key Operation Description
1 DELETE_EMAIL_FROM_QUARANTINE_BY_FILTER Delete quarantined messages by filter
2 DELETE_EMAIL_FROM_QUARANTINE Delete quarantined message
3 RELEASE_EMAIL_FROM_QUARANTINE Release quarantined message
4 WHITELIST_RECIPIENT Whitelist recipient
5 BLACKLIST_RECIPIENT Blacklist recipient
6 UNWHITELIST RECIPIENT Remove recipient from the whitelist
7 UNBLACKLIST_RECIPIENT Remove recipient from the blacklist
8 WHITELIST_SENDER Whitelist sender
9 BLACKLIST_SENDER Blacklist sender
10 UNWHITELIST_SENDER Remove sender from the whitelist
11 UNBLACKLIST_SENDER Remove sender from the blacklist
12 RESET_TO_DEFAULT WHITELISTED_SENDERS Reset senders whitelist
13 RESET TO_DEFAULT WHITELISTED_RECIPIENTS Reset recipients whitelist
14 RESET _TO_DEFAULT BLACKLISTED_SENDERS Reset senders blacklist
15 RESET_TO_DEFAULT_BLACKLISTED_RECIPIENTS Reset recipients blacklist
16 WHITELIST_SENDER_DOMAIN Whitelist all senders of the domain
17 WHITELIST_RECIPIENT_DOMAIN Whitelist all recipients of the domain
18 BLACKLIST _SENDER_DOMAIN Blacklist all senders of the domain
19 BLACKLIST_RECIPIENT _DOMAIN Blacklist all recipients of the domain
20 USER_WHITELIST_REQUEST_PER_USER Request
whitelist sender for user

21 USER_BLACKLIST_REQUEST_PER_USER Request
blacklist sender for user

22 USER_RELEASE_REQUEST Release request

23 USER_CANCEL_WHITELIST REQUEST PER _USER Cancel request whitelist sender
for user

24 USER_CANCEL_BLACKLIST REQUEST PER_USER Cancel request blacklist sender
for user

25 USER_CANCEL_RELEASE REQUEST Cancel release request
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26 ACCEPT_WHITELIST_REQUEST_PER_USER Accept
request whitelist sender for user
27 ACCEPT_BLACKLIST REQUEST PER_USER Accept
request blacklist sender for user
28 ACCEPT_RELEASE_REQUEST Accept release request
29 REJECT WHITELIST REQUEST PER_USER Reject
request whitelist sender for user
30 REJECT BLACKLIST REQUEST PER_USER Reject
request blacklist sender for user
31 REJECT _RELEASE REQUEST Reject release request
32 SPAM_DETECTION_SETTINGS Update spam detection settings
33 SPAM_DETECTION_SETTINGS_RESET_TO_DEFAULT |Reset spam detection settings
34 DELETE_EMAIL_ FROM_ARCHIVE_BY_FILTER Delete archived messages by filter
35 DELETE_EMAIL_FROM_ARCHIVE Delete archived message
36 RESEND_EMAIL_FROM_ARCHIVE Resend archived message
37 REPORTS_AS_SPAM Reports archived message as a SPAM
38 QUARANTINE_EMAIL Quarantine message
39 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message
40 MARK_EMAIL_AS_SPAM Mark message as spam
41 ACCEPT_EMAIL Accept message
42 WHITELIST _USER_SENDER Whitelist sender for user
43 BLACKLIST _USER_SENDER Blacklist sender for user
44 UNWHITELIST USER_SENDER Remove sender from the user whitelist
45 UNBLACKLIST _USER_SENDER Remove sender from the user blacklist
Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. If the entries
exceed this value, exporting cannot be done and a warning will be displayed. Please note that exported file will display the
entries in the same sorted order as in the interface.

To export log report to csv file

Click the 'Export to CSV hy filter' button.
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The 'File Download' dialog will be displayed.

Opening CASG-AuditExport-2014-04-13 10_42 52.csv [g|

¥ou have chosen ko open;

Z] CASG-AuditExport-2014-04-13 10_42_52.csv

which is: Tewxt Docurnent
from: http://5.39.28.212:8080

What should Firefox do wikh this File?

) Open with |I"-J|:|I:E|:|au:| (default) ¥

{#)i Save File

[ ] Da this automatically Far Files like this From now on.

O, l [ Cancel

*  Click 'Open' to view the file with an appropriate application or click 'OK' to save the file to your computer.

The values in the log report will be separated by commas and this file can be opened with appropriate application such as Excel
or Openoffic Calc for easy analysis.

3.2.1.1.4.6  Whitelist / Blacklist

CASG allows the administrator of a domain to configure recipients or senders in whitelist or blacklist. While all filtering settings
are disabled for whitelisted recipients, all mails sent by blacklisted senders are automatically rejected. Administrators can also
choose to whitelist or blacklist a particular set of recipients/senders or a whole domain using wildcard character. Though
whitelisted/blacklisted senders are applicable for all users in general, the senders list in 'Whitelist senders per user' and 'Blacklist
senders per user' takes precedence over the general list. Refer to the sections Whitelist Senders Per User and Blacklist
Senders Per User for more details.

The Administrators can export the whitelists and blacklists to comma separated values CSV files, which can be used in future if
the users are to be re-added to the lists.
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Click the following links for more details.

Recipient Whitelist

Sender Whitelist

Recipient Blacklist

Sender Blacklist

Whitelist Senders Per User

Blacklist Senders Per User

Recipient Whitelist

Since all filtering checks for the whitelisted recipients are disabled, CASG recommends to use the option only for certain cases
such as postmaster or abuse@domain.com. The Administrator can:

Add users to recipient whitelist
Export the list to CSV file for use in future
Remove users from recipient whitelist

Reset the list - Delete all whitelisted recipients except the default recipients by clicking the 'Reset to default'’ button

To configure recipient whitelist

Click the 'Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Recipient whitelist' sub
tab.
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The 'Recipient whitelist' interface of the selected domain will be displayed:

Dashbosrd f Domains fDomain dashboard - docteameasg comodo od us f Recipient whaelist

Recipient whitelist © Hen
o 2dd | [ Delete  *) Resettodefault (29 Exportta CSVfile | (2 Importfrom CSV file

[ Recipient
[ abuse@docteamcasg.comodo.od.ua
[ postmaster@docteamcasg.comodo od.ua

1 " [1-2i2] Perpage (15 v

By default, the selected domain will have ‘abuse' and 'postmaster' as whitelisted recipients.

Adding Users to Recipient List

You can add recipients to white list in the following ways:
e Manually adding the recipients
*  Importing from a CSV file

To manually add recipients

e Click 'Add' to add a new user to the list
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[] Recipient
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The 'Add' dialog box will be displayed:

E-mail | usert i@ doctearmcasg.comodo.od.ua

B3]

*  Enter the recipient's name in the E-mail text field and click the 'Save' button.

To add a particular set of recipients to whitelist, prefix or suffix the wildcard * in the E-mail text field. For example, enter
*.stores for all the recipients in stores department to be whitelisted.

To add a whole domain to whitelist, enter the wildcard * in the E-mail text field and click the 'Save' button. Now all the
recipients in that domain will be whitelisted.

The recipient's name will be added to the list.

Dashboard fDomains § Domain dashboard - docteamcasg comodo.od ua §f Recipient whitelist

Recipient whitelist

o idd [ Delete | #) Resettodefault | () Exportto CSVfle (2 Importfrom CSV file

[ Recipient

[ abuse@dorteameasg comado ad ua

postmaster@docteamcasg.comodo.od.ua

1 userl @docteamcasg comodo od ua

1 i1 [12313] Perpage (15  w

To import users to whitelist from CSV file

Administrators can import many users from a file to Recipient whitelist at a time. The users should be saved in the format shown
below as an example:

userl@testdomain
user2@testdomain
user3@testdomain

e Click the 'Import from CSV file' to import users to whitelist from a CSV file
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The Upload dialog will be displayed.

Upload csv file.
Each line should cantain the full e-mail

For example:

testuser! @testdomain
testuser?@testdomain

Click the 'Upload button and navigate to the location where the file is saved and click the 'Open’ button. The
maximum size of the file that can be uploaded is 9 MB.

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the

upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not
imported task.

Cashboard f Domains f Domain dashboard - docteamcasg . comodo.od.ua ! Recipient whitelist

Help

Recipient whitelist

Impartis in process. Please wait

o add | [ Delete | *) Resetto default Remove importtask) (4] Exportto GSV file

[[] Recipient

= abuse@doctearncasg.comodo.od.ua
E postmaster@docteamcasa.comodo.od.ua
[ ugert @docteameasy.comodo.od.ua

1 I8 [1-313] Per page |18 b4
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On completion of the upload process, the results will be displayed.

Dashboard f Domains § Domain dashibosrd - docteamcasd comodo.od ua ! Recipent whitelist

Recipient whitelist @ Heip
Total lines processed 3 X}
Impaorted 2 user(s) %}
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+ Add ﬁ' Delete ﬁ Reset to default fc:j Export to CSY file |.':'_| Impart from CSY file
1 Recipient
7] abuseg@docteamcasy.comodo.od.ua
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|| postmaster@docieamcasg.comodo.od.ua
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The recipient whiteslist from .csv file will be uploaded and the administrator who carried out the task will receive a notification
about the import task completion.

Exporting the Recipient Whitelist to CSV file

The administrator can save the configured recipient whitelist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list
e Click the 'Export to CSV file' button to save the list of whitelisted recipients as a CSV file
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Afile download dialog will be displayed.

»  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Recipient Whitelist
*  To delete a recipient from the whitelist, select the recipient from the list and click the 'Delete’ button

Dazhboard f Domains § Domaein dashbosrd - docteamcasg comodo od us fRecipient whitelist

Recipient whitelist © rer
o= Add Resetto defaullt (43 Exportto CSVfile () Importfrom CSY file
[7] Recipient

[ abuzse@docteameasg comodood.ua

& hob@docteamcasg.comodo.od.ua

[} jemmy@docteamcasg.comodo.od.ua

[ postmastar@docteameasy.comodo.od. ua

!i userl @EIEICEEEITICHSQ comodo.od . ua

1 M [1-5i5] Per page (15 A

e Click 'OK" to confirm your changes

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 143



Comodo Antispam Gateway - Adrg_i_n____istrato‘r"’(‘ii]ia; COMODO

Creating Trust Online®

Remove recipient(s)

- Are you sure you swant to remove the selected
recipient(si?

Sender Whitelist

All the filtering checks for whitelisted senders to the recipients of the selected domain are disabled. Comodo strongly
recommends to use this option only when the system wrongly blocks emails from a certain trusted sender. Though whitelisted
senders are applicable for all users in the domain, the senders list in 'Blacklist senders per user' takes precedence over the
general list. Refer to the section Blacklist Senders Per User for more details. The Administrator can:

*  Add users to Sender whitelist

»  Export the list to CSV file for use in future

*  Remove users from Sender whitelist

* Reset the list - Delete all whitelisted senders and make the list empty by clicking the 'Reset to default' button
To configure sender whitelist

*  Click the 'Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Sender whitelist' sub
tab.

COMODD
Antispam Gateway

!_rzl Crashboard

Diomain dashboard
fil M CIMmInG

l| _utgoing

I Email man

E?i' Audit log

f Blacklisi

Recipient whitelist
o etitehst
Recipient Blac kst

Sander blackist
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The 'Sender whitelist' interface of the selected domain will be displayed:

Dashiboard f Domsins § Domain dashbosrd - docteamcasg. comodo.od us f Sender whitelist

Sender whitelist © Help
o= add [ Delete | ) Resettodefaut | 9 Exportto CSVile £ Importfrom CSV file
[[] Sender
&l angel@heaven.com
1 i [1-141] Perpage (16 | w

Adding Users to Sender Whitelist

You can add recipients to white list in the following ways:
e Manually adding the senders
* Importing from a CSV file
To manually add recipients
*  Click 'Add' to add a new whitelisted sender
The 'Add' dialog box will be displayed:

@

o T

»  Enter the sender name in the E-mail textbox and sender's email domain name after the @ symbol and click the 'Save'
button. Repeat the process to add more whitelisted senders.

e To add a particular set of senders to whitelist, prefix or suffix the wildcard * in the E-mail text field and senders' email
domain name after the @ symbol. For example, enter *.stores.com for all the senders in stores department to be

whitelisted.

*  To add a whole domain to whitelist, enter the wildcard * in the E-mail text field and email domain after the @ symbol
and click the 'Save' button. Now all the senders with the entered domain name will be whitelisted.

The list of whitelisted senders will be displayed.

Daszhboard f Domains f Domain dashboard - doctesmcasa comodo od us £ Sender whitelist

Sender whitelist © Heio

o add | [ Delete  *) Resettodefault (#3 Exportto CSVfile (3 Import fram GV file

[ Sender

™ ) R
1 angel@heaven cor

[ alice@ymail.com

1 " [1-212] Perpage 15 |w
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To import senders to whitelist from CSV file

Administrators can import many senders from a file to Sender whitelist at a time. The senders' address should be saved in the
format shown below as an example:

senderl@domainnamel
sender2@domainname?2
sender3@domainname3

Click the 'Import from CSV file' to import senders to whitelist from a CSV file.

Dashboard f Domains £ Domain dashboard - doctesmcaso comodo od ua F Sender whitelist

Sender whitelist

o= 2dd | [ Detete | *) Resettodefautt (23 Exportto v itk (3 Import fram C5V file

[ Sender

T angel@heaven.corn

(] alice@gmail.com

1 " [1-2i2] Perpage (15 w

Click 'Upload', navigate to the location where the file is saved and click the ‘Open’ button. The maximum size of the file
that can be uploaded is 9 MB.

Upload csvfile.
Each line should contain the full e-mail

For example:

testuser! @testdomain
testuzser2@estdomain

Llpload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the

upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not
imported task.
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Dashboard f Domeins § Domain dashboard - doctesmcasy comodo.od us f Sender whitelist

Sender whitelist © e
Import is in process, Please wait B
A,
o= 2dd | [ Delete | % Resetto defautt Remove importtask ) (=4 Exportto CSV file
[] Sender

I =
[} alice@amail.com
[ angel@heaven com

1 " [1-2£2] Per page |15 v

On completion of the upload process, the results will be displayed.

Dazhboard ! Domainz £ Domain dashboard - docteamcaso comodo od us § Sender whitelist

Sender whitelist © Heip
Total lines processed 4 B8
Imponed 3 user(s) (X
Import for domain docteameasg.comodo.od.ua has been finished (X

o sdd | [ Delete  * Resettodefault £ Exporito CSVAle [ Import from CSYfile

] Semder

il alice@Eamail.com

] angel@heaven.com
| falcon@hatmail com

] smithg@rediff com

] wilecovtesa Giayahoo.com

1 8 [1-5/5] Perpage (16 |w

The sender whietlist from .csv file will be uploaded and the administrator who carried out the task will receive a notification about
the import task completion.

Exporting the Sender Whitelist to CSV file

The administrator can save the configured sender whitelist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list
e Click the 'Export to CSV file' to save the list of whitelisted senders as a CSV file
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Dashboard f Domains f Domain dashboard - docteamcasa comodo od us § Sander whitelst

Sender whitelist © e

o= sdd | [ Delete ) Resetto deraf €93 Exportto csviile ) (53 Importfrom C8Y file

] Sender

WSO () pening SenderW hiteList_docteanicasg.comodo.od. ua.csv E|

Tl angel@heqd v have chosen to open:
| falconig@ho E_:I senderWhiteList_docteamcasg.comodo.od.ua.csy

which is: Text Document

7 smithired
o from: antispamgateway.comodo.com

El wilsconteB] oot ot Firafon do vith Ehis His?
L O Openwith | Notepad (default) v Perpsge |15 | w
Slpare e s S e

[] Do this gutomatically For Files like this fram now on,

L ok | [ concel |

Afile download dialog will be displayed.
*  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Sender Whitelist
e To delete a sender from the whitelist, select the sender from the list and click the 'Delete" button.

Dashboard J Domains § Domain dashboard - docteamcaso comodo.od ua f Sender whitelist

Sender whitelist © Hein

o 23d [ Delete Resettodefaull 13 Exportto CSViile | 3 Import from CSV file

] Sender

il alice@gmail com

| angel@heaven.com

I falcor @hotmail.com

[¥] smithi@rediff cam

I wilecovteB96@yahan com

1 " [1-515] Perpage 14 w

»  Click 'OK" to confirm your changes.
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Remove sender(s)

e Areyou sure you want to remove the selected
sender(s)?

Recipient Blacklist

CASG will automatically block all emails to blacklisted recipients. Please note that the messages will not be quarantined and
legitimate email sending SMTP servers will send a bounce message to the sender. The Administrator can:

e Add users to recipient blacklist

*  Export the list to CSV file for use in future

*  Remove users from recipient blacklist

* Reset the list - Delete all blacklisted senders and make the list empty by clicking the 'Reset to default' button

To configure recipient blacklist

e Click the 'Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Recipient blacklist' sub
tab.

coOMODO

Antispam Gateway

itH Domain dashboard

A Incoming
] Cutgoing
Emall management
&) Audit log
list £ Blac kst
Recipient whitslist
Sender whitalist
B Recipient blacklist
Sender blacklist

‘Whitelist sendars per usar

Blacklist sendérs pér user

5 Account management

The 'Recipient blacklist' interface of the selected domain will be displayed:
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Dashboard 7 Domains § Domain dashboard - docteamcasd comodo.od us ! Reciment biackiist

Recipient blacklist © Hein

o= add [ Delete  ®) Resetiodefault 1) Exportto CSViile | (23 Import from G5V file

[ Recipient
@l userd@docteamcasg.comodo.od.ua

1 H [1-141] Perpage (15 | w

Adding Users to Recipient Blacklist

You can add recipients to the black list in the following ways:
¢ Manually adding the recipients
* Importing from a CSV file

To manually add recipients
e Click 'Add' to add a new user to the list

The 'Add' dialog box will open.

E-rmail | jsrith i@ docteamcasg.comodo.od.ua

»  Enter the recipient name in the E-mail textbox and click the 'Save' button. Repeat the process to add more recipients
to blacklist.

e Toadd a particular set of recipients to blacklist, prefix or suffix the wildcard * in the E-mail text field. For example, enter
*.stores for all the recipients in stores department to be blacklisted.

e To add a whole domain to blacklist, enter the wildcard * in the E-mail text field and click the 'Save' button. Now all the
recipients in that domain will be blacklisted.

The list of blacklisted recipients will be displayed.

Dashboard / Domains f Domain dashboard - docteamcass comodood.ua ! Recipient béackiist

Recipient blacklist © Hebp
o sdd | [ Delete  #) Resettodefault (2) Exportto CSVMle () Import from CSVfile

| Recipient
—l jsers@docteamcasg.comodo.od.ua
—| jsmith@docteamcasg comodo.od ua

1 i1 [1-212] Perpage (15 @ w
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To import users to blacklist from CSV file

Administrators can import many users from a file to Recipient blacklist at a time. The users should be saved in the format shown
below as an example:

userl@testdomain
user2@testdomain
user3@testdomain

Click the 'Import from CSV file' button to import users to blacklist from a CSV file.

Dashboard f Domains f Domain dashboard - doctesmcssg.comodo.od ua § Recipient biackist

Recipient blacklist

&) Hep

o 2dd [ Delete  #) Resettodefautt 1) Exportio CSViile

[ Recipient
& useri@docteamcasg.comodo.od.ua

i i [1-141] Perpage 15 ~

Click 'Upload', navigate to the location where the file is saved and click the ‘Open’ button. The maximum size of the file
that can be uploaded is 9 MB.

Upload csvfile.
Each line should contain the full e-mail

For example:

testuser! @testdomain
testuser2@testdomain

Lipload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the

upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not
imported task.
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Daszhiboard f Domains § Domain dashboard - doctesmeasg.comodo.od us fRecipient blacklist

Recipient blacklist © Heip
Imponis in process. Please wal %]
.
o= 2dd [0 Delete | # Resetto default €3¢ Remave importtask ) (9 Exportto CSVfile
[] Recipient
7] bob@@doctearncasg. comodo.od.ua ”
Ll users@docteamcasg.comodo.od.ua "
1 & [1-212] Perpage |15 @ W
On completion of the upload process, the results will be displayed.
Dazhboard ! Domains f Domain dashboard - docteamcasy comodo.od ua fReciplent blacklist
Recipient blacklist @ Hep
Total lines processed 4 (X
Imported 4 user(s) (X
Import for domain docteamcaso.comodo.od.ua has been finished [
+ %
o sdd | [ Delete  #) Resettodefault £ Exportto CSVfile (23 Importfrom CSV il
| Recipiem
_._I i:-lac~@t--3cteam:asg: carmodo.od.ua
] bob@docteameasg comodo.od.ua
Al duncan@docteamcasg.comodo.od.ua
il jsmith@docteamcasg comodo.od ua
J userd@docteamcasg comodo od ua
1 1 [1-5F5] Perpage (15 W

The recipient blacklist from .csv file will be uploaded and the administrator who carried out the task will receive a notification
about the import task completion.

Exporting the Recipient Blacklist to CSV file

The administrator can save the configured recipient blacklist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list
e Click the 'Export to CSV file' to save the list of blacklisted recipients as a CSV file
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Dazhboard / Domains § Domain dashboard - docteamcasg.comodo.od.us £ Recipient blacklist

Recipient blacklist © He

- Export to CSV file

|’_"; Import fram CSY flle

o sdd | [ Delete ) Resetto default

] Recipient

o] Opening RecipientBlacklist_docteamcasg.comedo.od.ua... &“|
al You have chasen to open:
& [ RecipientBlackList_docteamcasg.comodo.od.ua.csy
& which is: Text Document
from: antispamgateway.comodo.com

- wWhat should Firefox do with this file?

O Open with  Notepad (default) ' v Perpage (15 | w

O T R T

[] Do this automatically for files like this from now on.

Lo | [ concet |

Afile download dialog will be displayed.

e Click 'OK' and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Recipient Blacklist

»  Todelete a recipient from the blacklist, select the recipient from the list and click the 'Delete’ button

Daszhboard ! Domains f Domein dashboard - docteamcasa comodo od ua / Reclpient blacklist

Recipient blacklist @ Heir
oo Add Resettodefault | [ Exportto CSVfile [ Importfram CSV file
| Recipient

¥ blac ki@docteamcasg.comodo.od.ua
| bobi@docteamcasy.comodo.od.ua

_i duncan@docteamcasd.comodo.od.ua
V| jsmithi@doctearncasg comodo.od.ua
O users@docteameasg comodo od ua

1 " [1-59F5] Perpage |15 v

*  Click 'OK" to confirm your changes. The user will be removed from the blacklist and the mails addressed to the user
will be allowed as per the existing filter settings in CASG.
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Remove recipient(s)

7 Are wou sure you swant to remove the selected
recipignt(s?

Sender Blacklist

CASG will automatically block all emails from blacklisted senders. Please note that the messages will not be quarantined and
legitimate email sending SMTP servers will send a bounce message to the sender. Though blacklisted senders are applicable
for all users in the domain, the senders list in ‘Whitelist senders per user' takes precedence over the general list. Refer to the

sections Whitelist Senders Per User for more details. The administrator can:

*  Add users to sender blacklist

»  Export the list to CSV file for use in future

*  Remove users from sender blacklist

* Reset the list - Delete all blacklisted senders and make the list empty by clicking the 'Reset to default' button

To configure sender blacklist

»  Click the "Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Sender blacklist' sub

tab.
f coMODO
| Antispam Gateway

£
£ #3 Dashboand

7 Incaming
4 |r|_'||'||"| 3|
Emall &m

= _ At ||'||'_|

Sender whitelist
Hecipient blacklist
B S
wihitelist senders per user

Blacklisl senders par user

I_i:l ArCcount management

The 'Sender blacklist' interface of the selected domain will be displayed:
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Dazhboard ! Domains f Domein dashboard - docteamcasa comodo od ua / Sender blacklist

Sender blacklist © Heio

o sdd | [ Delete ) Resettodefault (33 Exportto CSVfle (3 Importfrom CSY file

] Sender
4 devil@hell.com

1 ik [1-181] Perpage (15 @ w

Adding Users to Senders Blacklist

You can add senders to black list in the following ways:
e Manually adding the senders
* Importing from a CSV file
To manually add recipients
e Click 'Add' to add a new blacklisted sender
The 'Add' dialog box will be displayed:

E-mail | brutus i@ | helievenotocom

o =N

e Enter the sender name in the E-mail textbox and sender's email domain name after the @ symbol and click the 'Save'
button. Repeat the process to add more blacklisted senders.

*  Toadd a particular set of senders to blacklist, prefix or suffix the wildcard * in the E-mail text field and senders' email
domain name after the @ symbol. For example, enter *.stores for all the senders in stores department to be
blacklisted.

*  To add a whole domain to blacklist, enter the wildcard * in the E-mail text field and email domain after the @ symbol
and click the 'Save' button. Now all the senders with the domain name entered will be blacklisted.

The list of blacklisted senders will be displayed.

Cazhiboard f Domains § Domain dazhboard - doctesmossg comodo.od us § Sender blacklist

Sender blacklist © Heio
o= sdd [ Delete ) Resettodefault (2] Exportto CSVfile (23 Importfrom CSYfile

7] sender
[ devilg@hel.com
[ brutus@helievenot com

1 i [1-21/2] Perpage 15 | w
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To import senders to blacklist from CSV file

Administrators can import many senders from a file to Sender blacklist at a time. The senders' address should be saved in the
format shown below as an example:

senderl@domainnamel
sender2@domainname?2
sender3@domainname3

Click the 'Import from CSV file' to import senders to blacklist from a CSV file.

Dazhiboard f Domeins £ Domain dashboard - docteamcaso comodaod.ua § Sender blacklist

Sender blacklist

&) Help

o sdd | [ Delete  *) Resettodefault (23 Exportto CSVle

] Sender
T devilg@hell.corm

T brutus @b elievenot.com

1 i1 [1-2i2] Perpage (15 |w

Click 'Upload', navigate to the location where the file is saved and click the ‘Open’ button. The maximum size of the file
that can be uploaded is 9 MB.

Upload csv file.
Each line should contain the full e-mail

For example:

testuser! @testdomain
testuserd@estdomain

Lipload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the

upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not
imported task.
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Diashbosrd fDomains f Domain dashbosrd - docteamcasg comodo od ua f Sender blacklist

Sender blacklist © Heip
Importis in process. Please wait E3
o agd [ Detete  # Resetto defaunl‘:% Exportto CEVile
] Sender

| brutusgbbelievenot com ke
[ devil@hell.com P
1 I8 [1-242] Perpage 15 | w

On completion of the upload process, the results will be displayed.

Dashboard f Domains /Domain dashbosrd - docleameasy comodo.od.us § Sender blacklist

Sender blacklist © Heio

Total ines processed 7 ﬂ
Impored & user(s) ﬂ
Impor for domain docteameasg.comodo.od.ua has been finished ﬂ

+ Add ﬁ' Deleie "j Reset to default ﬂ'} Exportio CSY file (:] Import from CSY file

[T Sender

] brutusgdbelievenot.com
[ chen@yahoo.com

= devil@hell.com

"] falcong@hotrnail com
= lang@gmail com

] pennyvi@rocketmail.com
1 smith@rediff.com

[ wilecovteB96@yahoo.com

1 " [1-818) Perpage (15 w

The sender blacklist from .csv file will be uploaded and the administrator who carried out the task will receive a notification about
the import task completion.

Exporting the Sender Blacklist to CSV file

The administrator can save the configured sender blacklist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list

»  Click the 'Export to CSV file' to save the list of blacklisted senders as a CSV file
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Dashboard f Domains f Domain dashboard - docteamcasa comoda od ua / Sander blacklist

Sender blacklist © e

-l- Add m Dalete ‘j Reset to defauly [-_‘_'] Exportto CSV file Impont from CSY file

] Sender

il brutus@believenot com
1 chen@vahoo.com
SEENIEEIE Opening SenderBlackl ist_docteamcasg.comodo.od. ua.csv E|

falcon@h  vou have chasen to open:

T lang@ar [Z] senderBlackList_docteamcasg.comodo.od.ua.csy

which is: Tewxt Docurnent
fram: antispamgateway.comodo.com

1 smith@r What should Firefox do with this file?

] wilecoyte

1 penm g

) Openwith | Motepad (default) hd
1 @EWEHE s 1A ; : el o Perpage |15 |v

[] Do this gubomatically For fles like this from now on.

Lo J [ concd |

Afile download dialog will be displayed.

»  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Sender Blacklist

¢ Todelete a sender from the blacklist, select the sender from the list and click the 'Delete" button.

Dashboard f Domains f Domain deshboard - docteamcasg comado.od.ua § Sender ackiist

Sender blacklist © Hei

o 2dd | [ Delete ) Resettodefault | (39 Exportta CSVfile £ Importfrom CSV file

[[] Sender

[ brutusi@believenot com
[¥! cheng@yahon, cor

[T devil@hell com

[V falcon@hotmail com

[T lang@amail.com

[¥] penny@rocketmail.com
[ smithi@rediff.com

[ wilecoytes 96 @vahoo.com

1 " [1-6/8] Perpage (15 |w
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e Click 'OK' to confirm your changes. The sender(s) will be removed from the blacklist. The emails from the senders will
be allowed as per the existing filter settings in CASG.

Remove sender(s)

# Are you sure yol swant to remove the selected
senderis)?

Whitelist Senders Per User

CASG allows administrators to add senders to whitelist on per user basis on the users' request and manually. All the filtering
checks for whitelisted senders to the requested / added recipients of the selected domain are disabled. Comodo strongly
recommends to use this option after analyzing the request is genuine and warranted. Though senders added in Sender
Blacklist are applicable for all users in the domain, the senders list in "Whitelist senders per user' takes precedence over the

general list. That is, the senders' mails added it this interface will not be blocked for the requested / added recipient even if the
senders are in Sender Blacklist of the domain.

To configure sender whitelist per user

»  Click the 'Whitelist / Blacklist ' tab on the left hand side navigation to expand and then click the "Whitelist senders per

user' sub tab.
coMOD0D
An am Gateway

;" Diashboard
{_11._ Domain dashboard
Incaming
 Cuwubgoing
Email management
&) Audit log
Whitelist £ Blacidest
Recipient whitslist
Sender whitelist
Retipient blacklist
Sendar blacklist
B Wihitelist senders peruser

Blacklist S@naers per user

|__1:| ACcount management
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The 'Whitelist senders per user' interface will be displayed:

Dashbeard fDomaing ! Domain dashboard - docteamcasg comodo.od us Mhiltelist senders per user

Whitelist senders per user © Hew
o add T Delete i3 Refresh |
© Fiters
] Sender Recipient

fiatliena@omail.com demaol
1 " [1-141] Perpage |15 v
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using the Filter option to search senders and recipients

Click anywhere on the Filters tab to open the filters area.

Dashboard § Domains f Domain dashbosrd - docteamcasg comado od us | Whitelist senders per user

Whitelist senders per user © e

|
o add | [ Detete |3 Refresh |

&) Fitters

o= Sender w | contains v Apply filter

[F] Sender Recipient
[ fiztiena@amail.com derma
1 " [1-111] Perpage |15 |w

You can add more filters by clicking + for narrowing down your search.
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Dashboard F Domains f Domain deshboard - docteamcasa comodo.od ua MWhitelist senders per user

Whitelist senders per user O Heip
o= 2dd  TJ Delete |+ * Refresh
€ Fitters
+ Saendar v |contains v Apply filter
= Sender % |contains v

' Sender
& ¢ Recipient Recipient i
M fiatliena@gmail .com demot
1 A | [1-1/1] Perpage 15 | %

You can remove a filter by clicking the == icon beside it.
Available filters are:

*  Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition selected in
column 2.

*  Recipient: Will execute a search of recipients according to the text in the text box (column 3) and the condition
selected in column 2.

The following conditions are available:
«  Equals: Displays all senders / recipients that match the text entered in the text box.
*  Not Equals: Displays all senders / recipients except the one entered in the text box.
*  Contains: Displays all senders / recipients that contain the words entered in the text box.
* Not Contains: Displays all senders / recipients that do not contain the words entered in the text box.
»  Starts With: Displays all senders / recipients that start with the words entered in the text box.
»  Ends With: Displays all the senders / recipients that end with the words entered in the text box.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

| £t Refresh

Click the button to display all users.

Note: To display all the Whitelist senders after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh’ button.

From this interface administrators can:

e Add senders to whitelist per user

«  Remove senders from Whitelist senders per user list

Adding Senders to Whiltelist Per User

You can add senders to whitelist in the following ways:
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e Manually adding the senders
*  Adding from Whitelist requests from users

To manually add senders to whitelist per user basis

e Click 'Add" to add a new sender to the list
The 'Add sender' dialog box will be displayed:

Add sender

Sender:

Recipient:

Enter the sender's username in the E-mail textbox and sender's email domain name after the @ symbol in the first
row.

Enter the recipient's name in the Recipient text box in the second row. Note: The recipient should be a valid user.

Click the 'Save' button. Repeat the process to add more whitelisted senders for the user.
The list of whitelisted senders will be displayed.

Dazhiboard f Domains £ Domain dashboard - doctesmcass comoda.od.ua /Wvhitelist senders per user

Whitelist senders per user
o 2dd | I Delete

€ Fitters

© Help

£ ¥ Refresh

[] Semder

Reciplent
T fiatliena@amail com demo’
El devil@hell.com demo
El brutus@believenot.com demao

1 I [1-313] Perpage (15 |

To add senders to whitelist per user basis from Whitelist requests

You can add senders to whitelist based on the requests of the users. Refer to the section Email Management > Whitelisted
Requests for more details.

Deleting Senders from Whitelist

To delete a sender from the whitelist, select the sender from the list and click the 'Delete’ button.
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Whitelist senders per user © e

|
o= 2dd | £} Refresh

€ Fiters

| Sender Recipient
4] fiatliena@amail. cam demal
(V| devil@hell.com demo2
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1 'R [1-373] Perpage |15 v

¢ Click 'OK' to confirm.

Remove senders

@ Are ywou sure yau want to remove selected

senders?

Blacklist Senders Per User

CASG allows administrators to add senders to blacklist on per user basis on the users' request and manually. Please note that
the messages will not be quarantined and legitimate email sending SMTP servers will send a bounce message to the sender.
Though senders added in Sender Whitelist are applicable for all users in the domain, the senders list in 'Blacklist senders per
user' takes precedence over the general list. That is, the senders' mails added it this interface will be blocked for the requested /
added recipient even if the senders are in Sender Whitelist of the domain.

To configure sender blacklist per user

e Click the 'Whitelist / Blacklist ' tab on the left hand side navigation to expand and then click the 'Blacklist senders per
user' sub tab.
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The 'Blacklist senders per user' interface will be displayed:

Dazhboard f Domains § Domain dashboard - docteamcasd comodo.od ua fBlackist sanders per user

Blacklist senders per user © Hei
o 2dd | [ Delete |+:* Refresh |
| €& Fiters
] Sender Recipient
U natlienag@gmail.com demad
1 5| [1-1i1] Ferpage 15 | w

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using the Filter option to search senders and recipients

Click anywhere on the Filters tab to open the filters area.
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Blacklist senders per user
o add | [ Detete
€D Fitters

+ Sender w |contains

] Semder
1 fiatiiena@amall cam

1 i1 [1-141]

E) Help

|
E Refrash ‘

Apply filter

Recipient
demol
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You can add more filters by clicking + for narrowing down your search.

Dashiboard J Domains ! Domain dashboard - docleamcasa comodo od ua ! Blacklist zenders per user

Blacklist senders per user

o= 2dd | [ Delete
& Fiters

= |Eender w  containg
- w containg
Sender

] o Recipient

J fatllena@agrmall.com

1 I3 [1-141]

You can remove a filter by clicking the == icon beside it.

Available filters are:

&0 Help

|E Refresh ‘

Recipient
dermal

FPerpage 18 @ w

*  Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition selected in

column 2.

*  Recipient: Will execute a search of recipients according to the text in the text box (column 3) and the condition

selected in column 2.

The following conditions are available:

«  Equals: Displays all senders / recipients that match the text entered in the text box.

*  Not Equals: Displays all senders / recipients except the one entered in the text box.

*  Contains: Displays all senders / recipients that contain the words entered in the text box.

* Not Contains: Displays all senders / recipients that do not contain the words entered in the text box.
»  Starts With: Displays all senders / recipients that start with the words entered in the text box.

*  Ends With: Displays all the senders / recipients that end with the words entered in the text box.

Click 'Apply Filter' after selecting the filters.
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The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

| + ¥ Refresh

Click the button to display all users.

Note: To display all the Whitelist senders after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh' button.

From this interface administrators can:

e Add senders to blacklist per user

*  Remove senders from blacklist senders per user list
Adding Senders to Blacklist Per User

You can add senders to blacklist in the following ways:
e Manually adding the senders
»  Adding from Whitelist requests from users

To manually add senders to blacklist per user basis

e Click 'Add' to add a new sender to the list.
The 'Add sender' dialog box will be displayed:

Add sender

Sender:

Recipient:

»  Enter the sender's username in the E-mail textbox and sender's email domain name after the @ symbol in the first
row.

»  Enter the recipient's name in the Recipient text box in the second row. Note: The recipient should be a valid user.
»  Click the 'Save' button. Repeat the process to add more blacklisted senders for the user.

The list of blacklisted senders will be displayed.
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Blacklist senders per user @ Hebp

o sdd | [ Delete !1'3 Refresh

€) Fitters

| Sender Recipient
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To add senders to blacklist per user basis from Blacklist requests

You can add senders to blacklist based on the requests of the users. Refer to the section Email Management > Blacklisted
Requests for more details.

Deleting Senders from Blacklist

¢ To delete a sender from the blacklist, select the sender from the list and click the 'Delete" button.

Dashboard / Domains f Domain deshboard - doctesmeasy comodo.od ua fBlackiist senders per user

Blacklist senders per user © Hep
|
o 4dd | T Delete | Refresh
€ Fiters
| Sender Recipient
T fiatliena@amail.com demol
[¥] devil@hell com demot
] brutus@believenot.com derna2
1 i [1-3F3] Perpage |15 v

¢ Click 'OK' to confirm.

Remove senders

@ Are ywou sure vou swant to remove selected

senders?
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3.2.1.1.4.7  Account Management

In the Account Management interface, an administrator can manage the users for the selected domain. From this interface, you
can reset passwords for users, allow or deny permission for users to access their account, can import CSV file containing the list
of users, import users from your the Active Directory (AD) server of the domain through Lightweight Directory Access Protocol
(LDAP), add and move your aliases. In the Users history interface, an administrator can view users login history. Refer to User
History for more details.

coMOoO

' Antispam Gateway

{:'1 Diomaln dashboarnd
["'1"'1 Incoming
] Cutgoing

"] Email management
&) AUt log

A= Whitehst 7 Blackdist

anagement

sars history
P arnpant configurabon
mipa confirmalion lisl

LAF irnporf ignore lst

Click the following links for more details:
+ Users
+ Users history

+ Importing Users from LDAP

3.21.14.7.1 User Account Management

The 'Users' area of ‘Account Management' allows administrators with appropriate privileges to manage the users for the selected
domain. This includes adding/importing users, deleting user, editing user accounts, resetting passwords and configuring user
permissions. Admins can also configure email aliases from this interface.

Click the following links for more details:
e  Managing Users
e Adding New Users
*  Deleting Users
«  Editing Users
*  Unlocking Users
*  Importing from CSV file
*  Managing Permissions
* Aliases

e Moving to Aliases
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*  Importing Aliases from CSV file
Managing Users
*  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Users' sub tab.

COMOOO0

' Antispam Gateway

Diomain dashboarnd
nComing
(1 Ougoing

Ermail management

) AUE log

A= Whitelist £ Blackiist

IEEMENT

The 'Users' interface of the selected domain will be displayed.

Dashboard ! Domaines f Domesn dashbosard - docleamcasa.comodo.od.ua f Lisers

Users © Hep
o= 13d | [ Delete | # Edit | (D) Unlock |G Refresh ‘
- € Fitters

T Username Enabled Last legin Aliases Group
7] dermod Yes Apr15, 2014 3:49.16 AM sers
] demo2 Yas Apr 3, 2014 5:05:11 AM sars
1 john Yes Users
O test Yes Users
1 " [1-474] Perpage |15 A
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for 'Aliases and Group' columns.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 169



COMODO

Creating Trust Online®

Using the filter option to search users

Click anywhere on the Filters tab to open the filters area.

Dashboard / Domains f Domain deshboard - docteamcasy.comodo.od ua / Lisers

Users © Hep

Add Delete Edit Unlock More actions v E Refresh
o+ a0t # Edt @
D Fitters

'I' Usarmarme w | |containg v Apply filter
Group
Isers
Users
Jsers

| Username Enabled Last legin ~ Aliases
T test G
1 iohn Yes
1 demad Yes Apr15, 2014 3:49:16 AM
] demo2 Yes Apr 8, 2014 5:05:11 AM Users
1 1 [1-4i4] Perpage |15 |w

You can add more filters by clicking + for narrowing down your search.

Dazshboard f Domaine ¢ Domein dashboard - docteamcasa comoda od ua f Lizers

Users © Hei
o s3d | T Deiete  # Ecit | @ Unlock |E Refresh ‘
D Fiters

o= Usemame ~ contains W Apply filter

- | ~ | sguals v [
Usernarne I
| Enabl 5 5 :
g Ene ad. | Last login ~ Aliases Group
Last login |
] 1a Alias usemame Users
= i, Alias domain | s
Group | A
Apr 15, 2014 34316 AM aais

dermoT TES

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

If 'Username’ is selected, the following conditions are available:

*  Equals: Displays all usernames that match the text entered in the text box.
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*  Not Equals: Displays all users except the one entered in the text box.
*  Contains: Displays all username(s) that contain the words entered in the text box.
*  Not Contains: Displays all username(s) that do not contain the words entered in the text box.
e Starts With: Displays all username(s) that start with the words entered in the text box.
*  Ends With: Displays all the username(s) that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:
+ Enabled: Sorts the results based on whether a user is enabled or disabled.
When you select this option in the first drop-down, ‘equals’ is the only option available in the second drop-down:

»  Equals: Displays the results of enabled users when the checkbox beside it is selected. When the checkbox is not
selected, it displays the list of users who are not enabled.

*  Last Login: Sorts the results based on the last login details of users.
When you select this option in the first drop-down, the following filters are available:

»  Equals: Displays the list of users whose last login date is the same as the selected date in the third box from the
calendar.

*  Less than: Displays the list of users whose last login date is less than the selected date in the third box from the
calendar.

*  Greater than: Displays the list of users whose last login date is greater than the selected date in the third box
from the calendar.

«  Alias username: Will execute a search of user alias name according to the text in the text box (column 3) and the
condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

*  Contains: Displays all users with alias name(s) that contain the words entered in the text box.

* Equals: Displays all users with alias names that match the text entered in the text box.

*  Not Equals: Displays all users except those with the alias name entered in the text box.

* Not Contains: Displays all user alias name(s) that do not contain the words entered in the text box.
«  Starts With: Displays all user alias name(s) that start with the words entered in the text box.

*  Ends With: Displays all the user alias name(s) that end with the words entered in the text box.

e Alias Domain: Will execute a search of domain alias name according to the text in the text box (column 3) and the
condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

»  Contains: Displays all users with domain alias name(s) that contain the words entered in the text box.

* Equals: Displays all users with domain alias names that match the text entered in the text box.

*  Not Equals: Displays all users except those with the domain alias name entered in the text box.

*  Not Contains: Displays all user domain alias name(s) that do not contain the words entered in the text box.
e Starts With: Displays all user domain alias name(s) that start with the words entered in the text box.

*  Ends With: Displays all the user domain alias name(s) that end with the words entered in the text box.

*  Group: Will execute a search of users belonging to the user group selected from the drop-down in the third column
and the condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

e Equals: Displays all users from the group selected from the third drop-down.

*  Not Equals: Displays all the users excluding those belonging to the group selected from the third drop-
down.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the resullt.

Click anywhere on the Filters tab to close the filters area.
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Click the ‘ button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh" button.

To add a new user

e Click the 'Add" button.

Dashboard f Domsins fDomain dashbostd - doctesmcasg comodo.od ua fUsers

USErS _i:,‘\ Help
ﬁ] Delete  # Edit @ Uniock BRI i} Refresh
€ Filters
[F] Username Enabled Last login ~ MAliases Group
[7 test fes Jsers
[ john Yag Jsers
E dermod fes Apr15, 2014 3:49:116 AM Jsers
[7] demoz fes Apr 9, 2014 5:05:11 A Users
1 k| [1-4/4] Perpage 15 w

The 'New user' dialog will be displayed:

Username
alice i@ doctearncasd.comodo.od.us
Enabled 1 winitelist this email Send quarantine reports

*  Enter the username of a new user that will be first part of the email address. For example, 'alice’. The email address of
the added user will be ‘alice@domainname.com'.

By default, the user will be enabled. Uncheck the checkbox beside 'Enabled' to deny the new user access to CASG. You can
enable the user in the Edit user interface later on.

You can choose to add the new user to Recipient Whitelist from this interface itself. Select the checkbox beside the 'Whitelist
email' to add the user to Recipient Whitelist..

Checking 'Whitelist this email' will disable the 'Send quarantine reports' checkbox.

The administrators can also determine whether the users will get the reports or not. By default, it is enabled.
* Uncheck 'Send quarantine reports' box to disable this option.
¢+ Click the 'Save' button.
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Note: If the user is disabled, the user will be automatically added to whitelist. All the emails from/to the user will be allowed
without the filtering checks. Also, if the user has subscribed for periodical Quarantine Reports, the subscription will also be
canceled. If the user is enabled, the user will be removed from the whitelist. If required, the administrator can add the user to
the Recipient Whitelist by selecting the "Whitelist this email' checkbox.

An email to the added user will be sent automatically containing password to access CASG. The password can be reset in the
edit interface. The added user will be displayed in the list.

Dashboard ! Domains fDomain dashbosrd - doctesmcasg comodo.od ua fUsers

Users O Hoip
o 2dd | [ Detste 2 Edit (D Unlock [REEICETGIEEY £} Refresh |
€ Filters
[} Username “  Enabled Last login Aliases Group
[[] demof fes Apr15, 2014 3:49:16 AM Users
[ demoz fas Apr g, 2014 5:05:11 AM Isers
[ john fes Jzers
[ test CE Jgers

1 i [1-414] Perpage 15 |w

Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of users limit
configured for the domain in the Add Domains / Edit Domains / Domain Settings interfaces. When you exceed the limit of
users, the following will be displayed while adding a new user.

Warning

/o oucannot add more users s you have reached
4 ! 5 owolr maximum number of allowed users

[

To delete an existing user

e Select the user you want to delete from the list and click the 'Delete" button
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e Click 'OK" to confirm your changes.

Delete users

Users?y

@ Areyou sure you want to delete the selected

The user(s) will be removed from the list.

To edit an existing user
You can reset password, allow or deny permission for the users to access their CASG account in the edit interface as well as

enable or disable quarantine report generation for the user.

e Select the user you want to edit from the list and click the 'Edit' button.
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The 'Edit user' dialog box will be displayed.

Edit user demo1@docteamcasg.comodo.od.ua

Llzername

@

Enabled ] wihitelist this email Send quarantine reports

m| Cancel | Regenerate password

*  Enabled - Select the checkbox to allow or deny access to the CASG interface.

*  Whitelist email - Select this checkbox to add the user to Recipient Whitelist.

*  Regenerate password - Click this button to reset the password for the user in case it is forgotten. The new password
will be sent to the user's email automatically. The user has to use this new password to access CASG.

« Disable 'Send quarantine reports' checkbox, if you do not want the user gets quarantine reports. By default it is
enabled.

Checking 'Whitelist this email' will disable the 'Send quarantine reports' checkbox.

Click the 'Save' button to confirm your changes.

Note: If the user is disabled, the user will be automatically added to whitelist. All the emails from/to the user will be allowed
without the filtering checks. Also, if the user has subscribed for periodical Quarantine Reports, the subscription will also be
canceled. If the user is enabled, the user will be removed from the whitelist. If required, the administrator can add the user to
the Recipient Whitelist by selecting the "Whitelist this email' checkbox.

To unlock users

Users who try to login to CASG with wrong credentials will be automatically locked after three unsuccessful attempts. They will
be able to try again only after 30 minutes from the time of lockout. CASG administrators can unlock these users immediately
without waiting for the timeout period to end, so that the users can try to login again to CASG.

The locked out users will be displayed with a lock icon beside them.
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e Select the locked user from the list and click the 'Unlock’ button.

Dashboard / Domains § Domain dashboard - docteamcasg comodo od ua f Lisers
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[7] Username Enabled Last login Aliases Group
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A confirmation dialog will be displayed.

Unlock users

@ Are you sure you swant to unlock the selected

users?

e Click 'OK" to unlock the selected locked user.

The user now can try to login again without waiting for the lockout time period to end.

To import users from CSV file

You can add many new users at a time by importing from a file. The users should be saved in ‘comma separated value' (CSV)
as shown below:

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 176



COMODO

Creating Trust Online®

usernamel,domainname,true
username2,domainname,false

*  Toimport new users from a CSV file click More actions > Import from CSV file

Dashboard ! Domains § Domain dashboard - doctesmossd comodood us fUsers

Users © rei
o 2da | T peiete | # Edt (D Uniock £} Refresh
Manage permissions
£ Fiters
Aliazes

[ Username Enabled \liases Group
Move to sbases

[ demot Yes Users
1 dermioz e Impart alias from CEY file aErE
[ james Yes Users
[ test fes Users
1 LR [1-474] Per page |15 v

The Upload dialog will be displayed.

Upload csvfile.
Each line should cantain three columns: username damain,is user enahled

ar not

For example:

testuser, testdomain, true

Upload

e Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open' button.

The upload progress will be displayed...

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 177



COMODO

Creating Trust Online®

Daszhboard fDomains § Domsin dashiboard - doctesmcass comodo.od ua f Lisers

Users © 1eip

Impor 5 in process. Please wait &

o 2dd 0 Delete  # Edit | (D Unlock £3 Refresh
& Fitters

[T Username Enabled Last login Aliases Group

] demat Yes Apri5, 2014 3:49:16 AM Usars

=] demo2 es Apra, 2014 5:06:11 AM Users

james Yes Users

I test Yes Usars
i " [1-414] Per page |15 w

...and when completed, the results will be displayed.

Dazhboard ! Domains f Domain dashboard - doctesmcasy.comodo.od ua fUsers

Users © Heip
Imponed B usen(s) %]
Impaort for domain docteamcaso comodo.od ua has been finished [

1
o 240 [ Detete & Edit (@ Unlock | £ Refresh ‘
€ Fitters

] Username Enabled Last login Aliases Group
 bah Yes Users
1 damal Yes Apr1s, 2014 34916 AM Lsers
I demo2 Yes Aprg, 2014 5:05:11 AM Ugers
] derrick Ves Users
1 james Yes Users
1 jsmith es Users
7 leyland Mo Users
=1 merriyl Mo Users
1 test Yes Users
7] valva Mo Users
1 i [1-10/10] Perpage (15 @ w

The administrator who carried out the task will receive a notification about the import task completion.
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Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of users limit
configured for the domain in the Add Domains / Edit Domains / Domain Settings interface. CASG will stop importing users
after the number of users allowed for the account is reached and a warning will be displayed.

Dashboard f Domains § Domsin dashbosrd - dociesmeasg.comodo od us | Users

Users © Hei
8

Imported 4 usen(s)

fou cannot add more users as you have reached your masmum number of allowed users by license limitation, 4 users were ﬂ

imported
o add [ Delete  # Edit | @ Uniock IECEBCUERRY % Refresh
£ Fitters

Managing Permissions for users

CASG allow administrators to assign permissions for users that will determine what the users can do and cannot do while
logged into their respective CASG user interface. The administrators can create policies and assign them to users from this
interface. See the section ‘User Groups & Permissions' for more details on how to create groups and policies. A new user will
be automatically assigned default permission settings.

To assign permissions for a user
e Select the user(s) that you want assign permissions and click More actions > Manage permissions

Dashboard f Domains / Domain dsshboard - docleamcasy comodo od.ua / Users

Users © 1o
o sdd [ Detete  # Edit @ Unlock B CEEELUCING i * Refresh
© Finers .@

Aliazas
| Username Enabled liases Group
Move to aliases
+| hob Yes Lsers
fi W i
#] demot Yos Import aBas from CSY file Users
| demoZ Ves Import from CEY file Jzers
[¥] derick Yas Users

- james Yes lsers

5 mith Tes JSBrs

The 'User Groups & permissions' interface will be displayed.
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User groups & permissions

o= Add

Hame Permission:

@ Power Users S| Al user permissions
@ Users (Default
© Limited

B HR

Assign to selected users Assign to fitered users | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default, 'User
(Default) and 'Power User' groups will be available and administrators can add, edit groups and assign permissions to users.
See the section 'Groups & Permissions' for more details.

e Select the group from the list.
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User groups & permissions

o sdd | 2 Eoit | [ Deiete | {3 wake default

Hame Permission:

) Powver Users 4 H Al user permissions

© Users (Defaulfy Incoming Log Search
Cwutgoing Log Search
Report Spam

© Limited
@ HR Ll=ser report subscriptions
Quarantine
*| Showy Message
Y Release messages
" Archive
" Create mail reguest
- Change user settinns
4 ¥ \Whitelistf Blacklist
*Ianage whitelist senders per user
* I Manage hlacklist senders per user

Assign to selected users Assign to fitered users | Cancel |

The permissions set for this group will be displayed on the right side.

e Click the 'Assign to selected users' button to set permissions for selected user or multiple users.

*  Click 'Assign to filtered users' button to set permissions for selected group to all users or to all users found by filter.

e Click Ok in the confirmation window.

Assign Group

e This group will he assigned to all selected users.
Areyou sure?

The selected user(s) will be assigned to the group and successfully assigned message will be displayed.
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Dashboard ! Domains f Domain dashboard - docteamcasg comodo od us fLisers

Users © Hep
(%)

Pemmissions successfully assigned to 3 user(s).

o 190 T Delste  # Edit (@ Uniock i} Refresh |
& Fitters

'l' Usarname w  contains 4 Apply filter

| Username Enabled Last login Aliases Group
El bob Yes HR
7] demo Yes Apri15, 2014 3:49:16 AM HR
1 demoz Yes Aprd, 2014 5:05:11 AM Users
1 derrick Yes HR
Ames Yo sers

SErs

The interface also displays the new group assigned for the selected user under the 'Group' column.

Adding the user aliases

CASG allows admins to add a user alias name to organize emails related to different groups or functions into a single email
inbox automatically. The users can protect their real email address.

e Select a user and click 'More actions' > 'Aliases' to add user aliases.

Dazhboard ! Domains f Domain dashboard - doctesmcasg comodo od us fUsers

Users © Hein

. |
o 43 T Delete  # Edit (D) Uniock |} Refresh

Manage permissions

€ Fitters I
liases Group

| Username Enabled
Move to aliases
¥ boh Yes HR
Import alias from CSY i
] demo ‘s e e = HR
| demoz ‘fiag mport from CSY file Users
7 derrick Yes HR

»  Enter the full emalil alias address of the user. Note: The alias email address must be of any domain belonging to the
account.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 182



COMODO

Creating Trust Online®

User Aliases

= Add alias

stores@example.domain.com

e Click the Save button.

Note: Users cannot add an alias by themselves.

+

*  Toremove an added alias row click the ™= icon beside it.

e To add multiple aliases click the button.

After adding a user to an alias, admins can extract him/her as a user.

e Click the 'Aliases' button after selecting the user.

In the 'User Aliases' dialog next to the added alias row, the Extract as user button will be displayed.

User Aliases

o= Add alias

storesi@example.domain.com Extract as user

e Click the 'Extract as user' button.

The alias successfully moved message will be displayed.

Success

@ Alias was successiully moved to user

e Click 'OK'

The user extracted from the 'User Aliases' dialog box will be added to list of users in the respective domain added as alias and
will be placed in the default group.
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Dashboard f Domains f Domain dashboard !‘-M‘ Users
Users

o= add | [T Detete 2 Eait
0 Filters

‘Eﬁ- Help

S i 3 oo |

[ Username Last login Aliases Group

Lzers

[ usert Ves Users

T user? Yes Users
1 " [1-313) Perpage 15 .v

Note: The number of users that can be added for an account depends on the plan subscribed by you. When you exceed the
limit of users, a warning will be displayed.

Moving user account to aliases
CASG allows admins to move an existing user as an alias for another user for any domain available in your account.

e Select the user that has to be moved as an alias and then click 'More actions' > 'Move to aliases'

Dashiboard ! Domains £ Domain dashboard - docteamcasg comodo od us f Lisers

Users © Hep
o sdd | [ Delete  # Edit (@ Uniock [RIGIEEETTERY +* Refresh

Manage permissions
€ Fitters

Aliases
| Username Enabled - liases Group
Cove to alisses 3
,7| boh Yes Users
J Ak ves Import alias from CEV file HR
O demo?2 Yes Impart fram CSY file Jsers
derrick es HR

*  Type the full email address of the user for whom the alias has to be added. Note: The user and domain should be valid
and belong to your account.

User Aliases

storesi@example. domain.com

o R
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*  Click the 'Save' button.
Now, the selected user has become an alias of another user. (This could be for the same domain or another domain belonging

to your account.)
Dashboard f Domains / Domain dashboard - example domain com J Users
Users © Hein
o= add [ Ceete # Edit @D Unlock £} Refresh
£ Fiters
Usermaime Enabled Last login Rliases Group
[ stores Yes bob@Edocleameasg.comodo.odua | Users
[ usert Yas Users
[E] user2 Yes Users

1 i [1-343] Perpage 15 |w

Importing alias from CSV file

You can add many aliases to existing user(s) at a time for the selected domain and / or for other domains available for your
account by importing from a file. The aliases should be saved in '‘comma separated value' (CSV) as shown below:

Example 1

The following example shows how you can add alias for two users for the selected domain.
alias@domain.com usernamel, username2

Example 2

The following example shows how you can add alias for users for the selected domain and other domains available for your
account.

alias@domain.com usernamel, username2, username3@domain2
Please note that for adding many aliases at a time, each alias should be separated by a paragraph line. For example:

aliasl@domain.com usernamel, username?2
alias2@domain.com usernamel, username2, username3@domain2

»  Click 'More actions' > 'Import alias from CSV file' to assign alias for users from a CSV file.
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Dashiboard £ Domans f Domain dashbosrd - docteamcasg comado od.us fLIsars

Users © Hebp
o add [ Detete  # Edit (@) Unlock 3 Refresh

hMarage permissions
© Filters

J

Aliazes
_____ Username Enabled Aliases G o
Move to aliazesz
[ bob Yos Lsars
[ demo1 Yes HR
7 dermo2 Yes Imgpart from CSY file Usgars

[ demrick Yes

The Upload dialog will be displayed.

Upload csvfile.
Each line should be inthe next format: alias [csy user list],

For example
alias@testdomain user!, user2@domain
YWhen domain name is not mentioned - userwill be added to the current

damain to alias name
WWhen such user does nat exists - userwill he created

Ipload

e Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open' button.

The upload progress will be displayed...

Ceashbaard £ Domsns ! Domain dashboand - docteamcasy comodo od.ua FLsers

Users © Hein

Importis in process. Please wait x|

Add Dalate Edit G Wore actions v £ ¥ Refresh
+ i 4 s
€ Fiters

Username Enabled f

...and when completed, the results will be displayed.
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Dashbosed / Domains / Domesin dashinsed - docleamessn comono o s f Users

Users © Hep
Total lines processed 1 B8
Impoart for domain docteamcasg.comodo.od.ua has been finished a8
3 users already exist X

o add | [ Detete | & Edit | @ unlock 1% Refresh
© Fitters

Uisemame Enabled Last login Aliases Group

The administrator who carried out the task will receive a notification about the import task completion.

3.21.1.47.2 Viewing User History

The ‘Users History’ area contains a record of user account connections within a particular date range. You can filter users by IP
address, last login, Domain or User name.

Note: This interface will show user connections to the current domain only (the domain that is shown near the top of the
interface). If required, you can view user connections for all domains in the ‘Account Management section’ (click ‘Dashboard’
then in the ‘Account Management’ section, click ‘User’s History’ sub tab).

The remainder of this page explains how to access the history interface and how to use filters to create custom searches.
Accessing the user history interface

*  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Users history' sub
tab.

) Dashboard
fq Domain dashboand
(3 Incoming
& T_'] Cratioing

g Email management

E3 account management

W Llsers history

LOAP irmpon configuration

LDAF import confirrnation bist

LDAR impor ignore list
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The 'Users history' interface of the selected domain will be displayed.

Dashboard f Domans £ Domain dazhboard - doctesmceasg.comodo od.us § LEars history

Users history © tenp
£ Filters
Username Droamiain P Last login Login duration (minj)
damo?2 docteamcasg.comodo.ody 10,200,200.101 Apr15, 2014 2:56:23 AM Currentty logged in
demal docleamcasg. comodoody 10200 200101 Apr15, 2014 3:49:16 AM =1
demol docteamcasg.comodo.oda 10,200 200101 Aprid, 2014 9:55:38 AW 2
demol docteamcasg.comodo.od.y 10.200.200.101 Apr14, 2014 4:46:19 AM |
dermol docteameasa comodo.od. 100200200101 Aor13, 2014 82606 AWM

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for 'Login duration' column.

Using the filter option to search users

Click anywhere on the Filters tab to open the filters area.

Dazhiboard £ Domains ! Domaln dashboand - docteamcasa.comado. oo us fUsers history

Users history © Hen

D Finers

o= |Usermname w | contains v Apply filter

Username + Domain P Last login Login duration {min}

You can add more filters by clicking + for narrowing down your search.
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Dazhboard FDomans fDomain dashboand - docteamcazo.comodo od.us fUsers history

Users history @ Heip
€D Fitters
+ Jsemame w | | contains - Apply filter
= | Usemame w | contains w
Username :
User Domain in I Last login Login duration (min)
IP
demd | ast login :nr-wq:g comodo.od.y 10200200104 Apr 7, 2014 8:45.45 AM =1
ctaameaen comada ad i 10 200 200 104 Anrd N4 50591 AM

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

«  Domain: Will execute a search of domains according to the text in the text box (column 3) and the condition selected
in column 2.

* IP: Will execute a search of IP addresses according to the number in the text box (column 3) and the condition
selected in column 2.

If any of the above options is selected in the first drop-down, the following conditions are available:

»  Equals: Displays all entries that match the text entered in the text box.
*  Not Equals: Displays all entries except the one entered in the text box.
*  Contains: Displays all entries that contain the words entered in the text box.
* Not Contains: Displays all entries that do not contain the words entered in the text box.
»  Starts With: Displays all entries that start with the words entered in the text box.
*  Ends With: Displays all entries that end with the words entered in the text box.

Other options available in the first drop-down in the filters area:

e Last Login: Sorts the results based on the last login details of users.
If ‘Last Login' is selected, the following conditions are available:

»  Equals: Displays the users whose last login is same as the selected date in the third box from the calendar

»  Less than: Displays the users whose last login dates are less than the selected date in the third box from the
calendar

»  Greater than: Displays the users whose last login dates are greater than the selected date in the third box from
the calendar

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

‘G Refresh ‘

Click the button to display all the users.

‘ Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
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‘ area and then click the 'Refresh’ button.

3.21.1.4.7.3 Importing Users from LDAP

In addition to adding users manually and importing users from CSV file, CASG enables the administrators to import the users
from the Active Directory (AD) server of the domain. You can configure CASG to access your AD server through Lightweight
Directory Access Protocol (LDAP) to import the email users and to periodically synchronize with the AD server for automatic
addition or removal of the users based on the changes made to the AD server.

Click the following links for more details:
*  LDAP Import Configuration
¢ LDAP Import Confirmation List
e LDAP Import Ignore List
*  Troubleshooting LDAP
LDAP Import Configuration

The LDAP Import Configuration interface allows the administrators to configure CASG to import the email users from the
Domains's Active Directory and to set for periodical synchronization. Once Active Directory has been configured, CASG imports
the users into its interface and updates it periodically. For example if a new user is added in the Active Directory, CASG can
automatically add the new user to CASG.

Accessing the LDAP import configuration interface
*  Open the ‘Domains’ interface and select the domain into which you want to import users.
e Select the domain from the list, click the ‘Manage Domain' button to open the ‘Domain Management' interface.

e Click ‘Account management' tab > 'LDAP import configuration' sub tab.

Comodo strongly recommends that a separate LDAP/AD account be created for the purposes of the ASG login and that
this user account should be allocated read-only permissions.

The 'LDAP import configuration' interface will be displayed:
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e hibgewre] o Chpryesirys o Ciprresin davshibaar cemmcang comodn 43 1 ILOWAP impost condgurabion
LDAP import configuration s

Connection setings

Host 1P address or name). | 1111111111

L3

Porl: LOAP{390) | LOAPS(EIE) | 380

Use S50 to connect? fes
Lamrdiuery sattings
LOWF login name. | CEEQUSErNE00MAINFaTE. tom

asawnrd | semes [ Remember crederats

Symecheonization intereal; N 3D updates >
Aazali: | DC=docleamcasg DC=comodo, Dl=od DC=ua
Figer | [SfobjeciClass=Usenimail="Edocteamcasg comodo od uak

Wil attnkurte: | mail

Crvemide end sting records

O i CASS to create user acoounits as faund on LDKP server

[ Aliow CASG tn delets user atcounts nod found on LOBP senver

Irfarmatian

Send reports: [ s

Last syracbwonization time (GWT): | April 15, 7014 S:48:09 AW

Motifiealion araa

Te=t conneshion Save and rn snchronization nos Save

Connection Settings

e Host (IP Address or Name) — Enter the external hostname or external IP address of the AD server. If your
Organization uses the same physical server for AD server and the Mail Exchange server, then enter the host name or
IP address of the mail server.

e Port - Enter the port number of Active Directory Server's LDAP port.

e 389is the default port for non-SSL connection ('Use SSL To Connect' box NOT checked)
e 636 is the default port if SSL connection is active (‘'Use SSL To Connect' box checked)

*  Use SSL To Connect? - Select the 'Yes' check box if you wish us to use secure LDAP. In order to use secure LDAP,
you need to install an SSL certificate from a Certification Authority (CA) like Comodo CA in your AD server. Self Signed
certificates are not allowed.

Note: SSL access should have been enabled for AD Server before opting for SSL usage.

Login/Query Settings

*  LDAP login name: - Enter the username of the user account using which CASG server can access the AD server.
Preferably, a new user account can be created for the CASG server in the AD server with a new user name and
password. The User account should have 'read' privileges to the AD server. The username can be of the format
‘username’ or 'username@domainname.com'

e Password - Enter the password of the LDAP user account.

*  Remember Credentials - Enable this option if you wish CASG server to remember the username/password of the
user account, in order to automatically login.

Note: If you are configuring for automatic periodic synchronization, CASG will store the username and password by default to
connect to the AD server at the set time interval to update the user base, hence the option 'Remember Credentials' will not be
visible. The option will be visible for you to enable or disable if 'Synchronization Interval' setting is set as 'no auto updates'.
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*  Synchronization interval - If you wish to configure CASG to automatically connect to the AD server and synchronize
the user base, select the time interval for synchronization from the drop-down. Else, select ‘No auto updates'.

* BaseDN - Distinguished Name of the user object in Active Directory. By default, the BaseDN field will contain the
Domain Component (DC) values based on the domain name for which LDAP is configured. You can add/change the
values of the strings 'Container Name (CN)', 'Organizational Unit (OU)' and ‘domain name" depending on the users to
be imported from the Active Directory.

Example: For adding users from Container 'Users', Organizational unit 'Organization’ and domain ‘example.com’, the
administrator has to enter the following:

CN=Users, OU = Organization, DC=example, DC=com

»  Filter - Enables the Administrator to specify filter parameters users/addresses to be imported from the AD server. Each
filter parameter should be defined within parentheses. Common filter parameters are explained below:

(objectClass=<AD user type>) - Specifies the user accounts to look for from the domain’s Active Directory. (Default
= (objectClass=User))

(mail=*<domain name>) - Instructs CASG to import only the users that have a defined SMTP account within the
domain. By default, the filter is pre-added with the parameter (mail=*@<current domain hame>) to import the users
that have email addresses on the current domain.

You can add any number of (mail=) filters if you wish to add several domain names
Example: (mail=*@domainnamel.com)(mail=*@domainname2.com)

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter the
parameter as '(mail=*)".

To modify a filter parameter to be exclusive rather than inclusive, add an exclamation mark (!) before the opening
parenthesis of any parameter. This will instruct the query to ignore any users which fall into that category. For example,
if one wanted to configure a query to find users with mail enabled at any domain EXCEPT domainname.com, the filter
should include the following: (mail=*)!(mail=*@domainname.com).

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter the
parameter as ‘(mail=*)"

Note:

e CASG can only import LDAP users that have email addresses on domains that you have added to CASG in the
Domains interface.

e To successfully import users, you must make sure the domain of their email addresses has been added to CASG
AND that the LDAP Import is configured for each individual domain from the Domain Management Area of the
respective domain.

e Mail attribute — Enter the LDAP display name of the contact email address attribute of the AD Server. By default, this
attribute name will be 'mail' for AD servers or the distinguished name (DN) or common user login name for the AD
server. On other servers like Novel or OpenLDAP this attribute may be different and server specific.

Override existing records:

*  Allow CASG to create user accounts as found on LDAP server - Select this checkbox if you wish new users added
in the AD server to be automatically added to CASG during synchronization. If you do not select this option, you can
manually import the new users from the LDAP import confirmation page.

*  Allow CASG to delete user accounts not found on LDAP server - Select this checkbox if you wish users removed
from AD server, to be automatically removed from CASG during synchronization. If you do not select this option, you
can manually remove users from the LDAP import confirmation page.

Information Settings

e Send Reports - If enabled, CASG will send email notifications to the administrator whenever new users are created or
users are removed either automatically, (if 'Allow to create users?/'Allow to delete users?" are enabled) or manually
from the LDAP import confirmation page.

«  Last synchronization time (GMT) - Displays the date and time of last manual or scheduled synchronization with AD
server, in GMT.
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*  Notification area - Contains information about errors that occurred during synchronization. In most cases, this will
contain the same information that is provided with the “Test connection” feature. Note - this area is only visible if errors
oceur.

»  To check the configuration and connectivity, click 'Test Connection'. If the connection is established successfully then
the success message will be displayed with the total number of users detected from the AD server.

Cashboard f Domains / Domam dashboard - docteamcasg comede od ua /i DAP Import configurason
LDAP import configuration Help
Conneclion successully established, deteched & 1otal of 2 uSers on yaur Sener E

Connection settings

*  To save your configuration, click 'Save'.

»  To Save your configuration and run a manual synchronization of user base with the AD server instantly, click 'Save and
run synchronization' now

LDAP Import Confirmation List

The LDAP import confirmation list interface displays the list of:
»  Users created at the AD server and not yet been imported into CASG
e Users not present on AD server and not yet been removed from CASG

... if "Allow to create users?' | 'Allow to delete users?' are not enabled in LDAP import configuration interface, along with
the list of users created in CASG. The administrator can import the users created at AD server into CASG manually and remove
existing users from this interface.

Also, the administrator can initiate an on-demand synchronization from this interface.

Accessing the LDAP import confirmation list interface
e Open the 'Domains' interface and select the domain into which you want to import users.
»  Select the domain from the list, click the '"Manage Domain' button to open the 'Domain Management' interface.
e Click ‘Account management' tab > 'LDAP import confirmation list' sub tab.

The 'LDAP import confirmation list' interface will be displayed:

Dashboard / Domains / Domain dashboard - csgga.comodo.od.ua / LDAP import confirmation list

LDAP import confirmation list © Hein
.“ Run synchronization now Move to ignore list 8 Refresh
Q Filters
[F] Username Stas
[ alex create
[F1 derrick create

1 ri Per page |15 ~

The list of users added to and deleted from the AD server with the existing users created at CASG will be displayed. This list
reflects difference between CASG users and AD users, considering LDAP ignore list.

e Users created at the AD server and not present in CASG will be displayed with the status 'Create’

»  Users not present on the AD server but present in CASG will be displayed with the status 'Delete’
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Using the filter option to search users

Click anywhere on the Filters tab to open the filters area.

Dazhinosrd FDomains ! Domain dastibosnd - doctesncasa comadd.od ua fLDAP import contlirmation list

LDAP import confirmation list @ Hene
1 run synchronization now (& Mave to ignore list £ Refresh
€D Fitters
+ Username w || contains v Apply filter
V] Usernamse Stalus

You can add more filters by clicking + for narrowing down your search.

Dashboard F Domaing f Domain dashbosrd - doctsamcasg.comado.od us f LDAP impart confirmation list
LDAP import confirmation list © Hein
I.T Run synchranization now  [&] Wove to ignore list 4} Refrash
D Fitters
+ Usemame v | |contains v Apply filter
= | Usemame v | |contains v
Uzername |
I atickic o — Status

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

If 'Username’ is selected, the following conditions are available:

*  Equals: Displays all usernames that match the text entered in the text box.

*  Not Equals: Displays all users except the one entered in the text box.

«  Contains: Displays all username(s) that contain the words entered in the text box.

*  Not Contains: Displays all username(s) that do not contain the words entered in the text box.

e Starts With: Displays all username(s) that start with the words entered in the text box.

*  Ends With: Displays all the username(s) that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:

e Status: Sorts the results based on whether a user's status is ‘Create’ or 'Delete’ selected from third column and
condition selected from second column.

If 'Status' is selected, the following conditions are available:
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e Equals: Displays the users whose status is as chosen in third column

*  Not Equals: Displays the users whose status is opposite to that chosen in third column
Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the resullt.

Click anywhere on the Filters tab to close the filters area.

E Refresh ‘

Click the ‘ button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh" button.

*  Torun a manual on-demand synchronization, click 'Run synchronization now'

If you have not selected the option Remember credentials in LDAP Import Configuration interface, you will be asked to enter
the username and password for CASG to access the AD server.

Connection credentials

LOAF login name:

Fassward:

m| Cancel |

»  Enter the LDAP login credentials and click 'OK'.

Digshibosrd fDomsns fDomain dashboard - doclesmeesy comodo od.us / LOVP import continmetion list

LDAP import confirmation list @ ven
Synchronization for domain docteamcasg.comodo.od.ua has been started B
¥ Cancel synchronization @l Move to ignare list 1:1 Refresh
&> Fitters

CASG server will connect to your AD server and start detecting the changes in the users in the AD server.
All the users added to the AD server will be displayed as a list.

»  Toimport or delete users selected by applying filter, apply filters as described above and click 'More actions' > 'Apply
import by filter'.

»  Toimport or delete a set of selected users, select the users and click ‘More actions' > 'Apply import by selection'.

»  Toimport all users created at the AD server and to delete all the users removed from AD server at once, clear all the
filters and click 'More actions' > 'Apply import by filter'. A confirmation dialog will be displayed.
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Apply import

P Are you sure you want to apply import of all filterec
users?

e Click OK. The import progress will be displayed.

Dashboard | Domaing ¢ Domein dashboard - docteameasg. comede od wa / LDAF import confrmation kst
LDAP import confirmation list © e
impart is in process Please wail ﬁ
&) move to ignare st i3 Pefresh |
£ Finers

On completion, the selected users will be imported or deleted in synchronization with the AD server.

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field in the Add Domains / Edit Domains / Domain Settings interface, but CASG checks if the
total number of users for all domains is within your license limit.

»  To move selected users to Ignore List, select the users and click 'Move to Ignore list'

Move users to ignore list

ignore list?

@ Are you sure you wantto move selected users fo

... and click OK in the confirmation dialog.

Users moved to ignore list will be skipped from next synchronization with the AD server.

LDAP Import Ignore List

The LDAP import ignore list interface displays a list of users to be skipped from being created or deleted in CASG during

synchronization with the AD server. Users can be moved to ignore list from the LDAP Import Confirmation List interface or
manually added. Once added to the ignore list, the user will be skipped from the AD server from the next synchronization

operation.

Accessing the LDAP import ignore list interface
e Open the 'Domains' interface and select the domain into which you want to import users.

*  Select the domain from the list, click the 'Manage Domain' button to open the 'Domain Management' interface.
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e Click ‘Account management' tab > 'LDAP import ignore list' sub tab.
The 'LDAP import ignore list' interface will be displayed.

Dashivosrd / Domsing f Domsin deshibosrd - docleamcasy comoda ad.us fLOAP (mport ignore st

LDAP import ignore list © Hei
+ Add ]ﬁ Remaove from ignore list 1.-'-_.-"’ Refresh
€ Filters
1 Username
= bob
1 derrick

1 1 Perpage |15 | W

Using the filter option to search users

e Click anywhere on the Filters tab to open the filters area.

Dashiboard f Domans f Domain dashiboard - docteamcasg comado od.ua fLDAP import ignore list

LDAP import ignore list © Help
+Md m Remove from ighore list E Refrash
£ Filters
&= sermame v || contains v Apply fiter

| contains
¥ Username e
| notequals £ i
not containg [o ftems found
1 1 starts with Perpage 15 w
| ends with T

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

The following conditions are available:
* Equals: Displays all usernames that match the text entered in the text box.
*  Not Equals: Displays all users except the one entered in the text box.
*  Contains: Displays all username(s) that contain the words entered in the text box.
*  Not Contains: Displays all username(s) that do not contain the words entered in the text box.
e Starts With: Displays all username(s) that start with the words entered in the text box.
«  Ends With: Displays all the username(s) that end with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

E Refresh
Click the ' button to display all users.
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Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh’ button.

To add users to ignore list

e Click 'Add". The Add ignored user dialog will be displayed.

Add ignored user

= william

- el

e [

»  Enter the user names to be added to the ignore list

lgnored users

¢ Click the + icon to add more users
e Click Save to add the users.

A'Successfully added' message will be displayed at the top.
To remove the users from the ignore list

*  Select the users and click 'Remove from ignore list'. A confirmation dialog will be displayed.

Delete users

g Areyou sure youl want to delete the selected
users?

*  Click OK.
The users will be removed from the list and a 'Successfully deleted' message will be displayed at the top.

e Users removed from the ignore list will be imported to or deleted from CASG based on changes in the AD server,
during the next synchronization if ‘Allow to create users?'I'Allow to delete users?' are enabled in LDAP import
configuration interface.

*  Users removed from the ignore list will be listed in the LDAP import confirmation list interface based on changes in the
AD server, during the next synchronization if ‘Allow to create users?''Allow to delete users?"' are not enabled in
LDAP import configuration interface.

3.2.2 Audit Log

CASG keeps a record of actions initiated by users and administrators for all domains belonging to an account. The Audit Log
area allow administrators with appropriate privileges to view these log reports. CASG also keeps logs of domains separately for
each domain. For more details on selected domain audit log, refer to the section Domain Audit Log. This section explains about
the consolidated log for all domains available in the account.

To view Audit Log

e Click the Audit Log tab in the Dashboard area.
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' Antispam G:

{7 Dashboard Audit |

Dmaing

= Ii. Expic
[ Audit og
ﬁf Filter

rl"-! ACcount management

Date (GMT ¢
. Customer man; ICEMEnt

The log details for all the domains will be displayed.

Dishiboand | Audt og

Audit log © Help

223 Export to CHY by iter £ Refrash

) Fitiers

Dite (GMT +0 Deomain = Fole Lesin Ot aflon key Operation description Details

REcipiengs Userg sg-sref-08 comosood. 3,
Sender. Elogvinenkn

201 8-04-F 130213 ceg-arch-gacomodo.odua  supsradmin DELETE_EM&L_FF Delete archived message - -
- - b e | i EMEC 0 Mo 30 ooir= | Diabe: Mo Apr
OF 120130 GHT 2014, Subject: 1
M s-0a-1208:381 cEg-arch-gacormodo.od ua admin john@Edocteameas BLACKLIET SEMD Blacklis| serider badguyEesample corm
Recipierts: user@csg-arch-qa comnoa od. ua
. 712015 e Sender Elogvnankn
201 4-04-F 1200159 sp-amh-gacomodo.odua  spalem ACCEPT_aAND_AR Atcegl and aichive messags a ;
=gwgeniglogvinento@eomoda com=, Dabe: Mon Apr
OF VED 30 GHT 20104, Subject 1
Fecipients: demol @aocbeame se g.comodo.odua,
demi IEdocleam: &30, comoso.od ua; Sender Girl
201 4-04-F 025415 doelemne sy combiool. s Syslem ACCERT_AND_ARI Atcegl &nd anchive rmessage Anbazhagan =anbugindharangyaboo. oo Dol
Mo Aar OF 08 51:23 GMT 2014, Subject Pw G000
Dy
2018048 11:11:54 docleamcasg comodo od usa - admin Inhn@docieamcas WHITELIST_SEMD Whiebs! sender fatligna@gmail com
Racipiangs: johndhd octesme asg, comndo o, us;
. - Sender §Wakuman
201 4-04-3 09:20:00 docledn: #&g. comodaod s admin john@doctearmcas DELETE EMAL_FF Delets anchived message

=g hvakum ar dhanabalan@comodo.com=, Dade: Wed
&0 09 072511 GMT I014; Subjatt test

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for '‘Operation description' column.

Using Filter options to search particular event(s)

Click anywhere on the Filters tab to open the filters area.
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Audit log Helo
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Q Filters
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You can add more filters by clicking + for narrowing down your search.

Dashboard § Audit log

Audit log

(] Exportta G5V by filter

D Fiters

== | Domain v contains v

== | Date w || eguals v )
Date

Date Domain Mmain *  Raole Login Oper
Raole
Login

2014/ Operationdescription o oron 0o comodoodua  superadmin DEL
Details

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

«  Domain: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  Login: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  Details: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all log entries that contain the words entered in the text box
* Equals: Displays all log entries that contain only the words entered in the text box
*  Not Equals: Displays all log entries that do not contain only the words entered in the text box
* Not Contains: Displays all log entries that don't contain the words entered in the text box
»  Starts with: Displays all log entries that starts with the words entered in the text box
»  Ends with: Displays all log entries that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

»  Date: Will execute a search of log entries according to the date selected in the calendar box (column 3) and the
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condition selected in column 2.

*  Role: Will execute a search of log entries according to the role selected in the third field (column 3) and the condition
selected in column 2.

*  Operation Description: Will execute a search of log entries according to the action selected in the third field (column
3) and the condition selected in column 2.

If 'Date’" is selected, the following conditions are available:
*  Equals: Displays the entries that have the same date as the selected date in the third box from the calendar
*  Less than: Displays the entries with dates less than the selected date in the third box from the calendar

«  Greater than: Displays the entries with dates greater than the selected date in the third box from the calendar
If 'Role" is selected, the following conditions are available:

*  Equals: Displays all log entries that is equal to the role selected in column 3.
*  Not Equals: Displays all log entries that except the role selected in column 3.

If ‘Operative description' is selected, the following conditions are available:

»  Equals: Displays all log entries that is equal to the event selected in column 3.
* Not Equals: Displays all log entries that except the event selected in column 3.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

G Fefresh ‘

Click the ‘ button to display all the entries.

The following table provides the details of actions initiated by user/administrator and shown under Operation Key and Operation
Description columns in the log report:

Operation Key Operation Description
1 DELETE_EMAIL_FROM_QUARANTINE_BY_FILTER Delete quarantined messages by filter
2 DELETE_EMAIL_FROM_QUARANTINE Delete quarantined message
3 RELEASE_EMAIL_FROM_QUARANTINE Release quarantined message
4 WHITELIST_RECIPIENT Whitelist recipient
5 BLACKLIST_RECIPIENT Blacklist recipient
6 UNWHITELIST_RECIPIENT Remove recipient from the whitelist
7 UNBLACKLIST_RECIPIENT Remove recipient from the blacklist
8 WHITELIST_SENDER Whitelist sender
9 BLACKLIST_SENDER Blacklist sender
10 UNWHITELIST_SENDER Remove sender from the whitelist
11 UNBLACKLIST_SENDER Remove sender from the blacklist
12 RESET_TO_DEFAULT _WHITELISTED_SENDERS Reset senders whitelist
13 RESET_TO_DEFAULT_WHITELISTED_RECIPIENTS Reset recipients whitelist
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14 RESET TO_DEFAULT BLACKLISTED SENDERS Reset senders blacklist
15 RESET_TO_DEFAULT BLACKLISTED_RECIPIENTS Reset recipients blacklist
16 WHITELIST_SENDER_DOMAIN Whitelist all senders of the domain
17 WHITELIST_RECIPIENT_DOMAIN Whitelist all recipients of the domain
18 BLACKLIST_SENDER_DOMAIN Blacklist all senders of the domain
19 BLACKLIST_RECIPIENT_DOMAIN Blacklist all recipients of the domain
20 USER_WHITELIST REQUEST PER_USER Request
whitelist sender for user
21 USER_BLACKLIST REQUEST PER_USER Request
blacklist sender for user
22 USER_RELEASE_REQUEST Release request
23 USER_CANCEL_WHITELIST_REQUEST PER_USER | Cancel request whitelist sender
for user
24 USER_CANCEL_BLACKLIST _REQUEST PER_USER | Cancel request blacklist sender
for user
25 USER_CANCEL_RELEASE _REQUEST Cancel release request
26 ACCEPT_WHITELIST REQUEST PER_USER Accept
request whitelist sender for user
27 ACCEPT_BLACKLIST_REQUEST _PER_USER Accept
request blacklist sender for user
28 ACCEPT_RELEASE_REQUEST Accept release request
29 REJECT_WHITELIST_REQUEST_PER_USER Reject
request whitelist sender for user
30 REJECT_BLACKLIST_REQUEST_PER_USER Reject
request blacklist sender for user
31 REJECT _RELEASE_REQUEST Reject release request
32 SPAM_DETECTION_SETTINGS Update spam detection settings
33 SPAM_DETECTION_SETTINGS_RESET _TO_DEFAULT | Reset spam detection settings
34 DELETE_EMAIL_FROM_ARCHIVE_BY_FILTER Delete archived messages by filter
35 DELETE_EMAIL_FROM_ARCHIVE Delete archived message
36 RESEND_EMAIL_FROM_ARCHIVE Resend archived message
37 REPORTS_AS_SPAM Reports archived message as a SPAM
38 QUARANTINE_EMAIL Quarantine message
39 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message
40 MARK_EMAIL_AS_SPAM Mark message as spam
41 ACCEPT_EMAIL Accept message
42 WHITELIST_USER_SENDER Whitelist sender for user
43 BLACKLIST_USER_SENDER Blacklist sender for user
44 UNWHITELIST_USER_SENDER Remove sender from the user whitelist
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‘ 45 ‘ UNBLACKLIST _USER_SENDER ‘ Remove sender from the user blacklist

Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. If the entries
exceed this value, exporting cannot be done and a warning will be displayed. Please note that exported file will display the
entries in the same sorted order as in the interface.

To export log report to csv file
e Click the 'Export to CSV by filter' button.

Dashboard § Audt log

Audit log

[ Exportto CSY by filter

€D Fitters

Date {GMT +0) Domain “  Role Login

The 'File Download' dialog will be displayed.

Opening CASG-AuditExport-2014-04-15 11_30_31.csw

You have chosen ko open;

Z] CASG-AuditExport-2014-04-15 11_30_31.csv

which is: Tewxt Docurnent
from: http://5.39.28.212:8080

What should Firefox do with this File?

) Open with il"-]u:utepad (default) w

{#)i Save File

[] Do this automatically For Files like this From now on,

(]4 l [ Cancel

*  Click 'Open' to view the file with an appropriate application or click 'OK' to save the file to your computer.

The values in the log report will be separated by commas and this file can be opened with appropriate application such as Excel
or Openoffice Calc for easy analysis.
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3.2.3 Administrator Account Management

The Account Management area of CASG allows an administrator with appropriate privileges to add new administrators for the
same account. This area also allows the administrator to configure permissions for users and administrators, reset passwords
and change the login status from enabled to disabled and vice-versa. If you have logged in using the CAM credentials, this area
will have an additional icon 'Login to my Comodo account' through which you can access your CAM account. If logged in as an
administrator, the 'Account Management' area will differ depending on the privileges configured for the administrator. Refer to
the section 'Admin Groups & Permissions' for more details.

b coMoDO
Antispam Gateway

Qﬁ Drashbnard
1{'3 DIomEins
£y ALCT oo

r:'-'] ACCOUNT Manaerment

Admin groug

Lagin 1o my Como:

(P -
Jdzars hislory

.!_.4 Customer management

Click the following links for more details:
*  Managing Administrators
e User Groups & Permissions
e Admin Groups & Permissions
*  Managing Comodo Account
e My Profile

*  Users History

3.2.3.1 Administrators

In this interface, an administrator with appropriate privileges can add new administrators, delete existing administrators, set
permission levels as well as edit the login status and regenerate new password for existing administrators. Refer to the section
'‘Admin Groups & Permissions' for more details on administrative privileges.

Click the following links for more details:
*  Managing Administrators
e Adding New Administrators
*  Deleting Administrators
*  Editing Administrators

*  Managing Permissions for Administrators
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Managing Administrators

e Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Admins' sub tab.

ALICIE fog

[':"] ACCOUNT Management

| SAdoins

The 'Admins' configuration interface will be displayed:

Dot J Adming

Admins & Heip
o add | [ Doiete @ Edit | @ Manage pemissions £} Resush
£ Fiiters

Login Enablad Last login Growp Targot

[docteanicasg s omaodo.od ea

1B siG0main.com, csg-anh-
iohre@doctesmcasg conmodo.odua e Apr 16, 2004 &1 358 AM Power &dminisiraion QG rmodnod. S,

Exanpie domain. com,

example] domaincom]

1 " [1-111] Potpoge: {15 [

The 'Admins' interface displays a list of administrators with their CASG enabled/disabled status, their last login date and time, to
which group they belong and the domains that they can manage. You can sort the entries in ascending or descending order
based on the login, enabled status or last login time by clicking the up/down arrows in the respective column headers.

Using the filter option to search administrators

Click anywhere on the Filters tab to open the filters area.

Rashiard f Adming

Admins © Heip
o gl [ Delele | #* Edt 4 wanage permissions i * Rafresh
5 Fiters

& Login w || contsirs v m

| atpiny Friabbaad 1 ast Inain I Taripat
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You can add more filters by clicking + for narrowing down your search.

Dashboard § Admins

Admins
+ Add m Delete _@ Edit f Manage permissions

€0 Fitters

s v | | containg v
Login

[ bl Enabled Last login
Lastlogin
Graup

You can remove a filter by clicking the ™= icon beside it.

Following are the options in the first drop-down in the filters area:

*  Login: Will execute a search of admins according to the text in the text box (column 3) and the condition selected in
column 2.

When you select this option in the first drop-down, the following filters are available in the second drop-down:
*  Equals: Displays the results based on the administrator name that was entered in full in the text box.
*  Not Equals: Displays all administrator(s), except the one entered in the text box.
*  Contains: Displays all administrator(s) that contains the words entered in the text box.
*  Not Contains: Displays all administrator(s) that does not contain the words entered in the text box.
«  Starts With: Displays all administrator(s) that starts with the words entered in the text box.
e Ends With: Displays all administrator(s) that ends with the words entered in the text box.
Other options available in the first drop-down in the filters area:
*  Enabled: Sorts the results based on administrators' enabled / disabled status.
When you select this option in the first drop-down, ‘equals' is the only option available in the second drop-down:

*  Equals: Displays the results of enabled administrator(s) when the checkbox beside it is selected. When the
checkbox is not selected, it displays the list of administrator(s) who are not enabled.

e Last Login: Will execute a search of admins according to the date selected in the calendar (column 3) and the
condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:
«  Equals: Displays the list of administrator(s) that has the last logged in on the same date as the selected date in
the third box from the calendar.

»  Less than: Displays the list of administrator(s) that has the last logged in on dates less than the selected date in
the third box from the calendar.

»  Greater than: Displays the list of administrator(s) that has the last logged in on dates greater than the selected
date in the third box from the calendar.

e Group: Will execute a search of admins according to the group selected in last drop-down (column 3) and the
condition selected in column 2.

«  Equals: Displays the results based on the group name that is selected in the drop down list from the third box.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 206



Creating Trust Online®

Comodo Antispam Gateway - Adrgj___r_]jstrator’Gﬂifdg_ __ COMODO

/
/,-" i'l

*  Not Equals: Displays all administrator(s), except the one selected in the drop down list from the third box.
Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

E Refresh

Click the button to display all administrators.

Note: To display all the administrators after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

To add a new administrator

e Click the Add button.

Deshboard S Admins

Admins
@ T ~Saais f Edit @ Manage pammissions
@ Filters Mew administator
= Group v equals Login.  smilh@doctearmcasg comodo od.ua

System notMcalions ematlis)  Tatllena@amail.com

| Lagin Gl
= ol gtatus: [¥] Enabled i
Subscribe emalls o ghobal B ves
reparting
=T john@docteameasg comado,od ua Foser Administraion

m c"“";“l

i [1-141]

The 'New administrator' dialog will be displayed.
*  Login - Enter the new administrator's valid email address as login username.

e System notifications email(s) - Enter the email addresses at which the new administrator should receive CASG
notification emails. It can be the same email address as the login name and / or alternative email address(es) of up to
a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or releasing quarantined emails
and notifications such as of imports of users, local recipients and users via LDAP from CSV files will be sent to the
email addresses specified in this field. Refer to the section Email Management for more details.

e Status - Enables to change the login status of the new administrator. By default, this box is selected, that is, the new
administrator can access CASG interface.

»  Subscribe emails to global reporting - Selecting this checkbox enables the new administrator to receive the
periodical domain and quarantine summary reports of all domains belonging to the account at the email address
specified as login user name. Refer to CASG Reports - an Overview for more details.

e Click the 'Save' button.

The administrator will be added to the list and be placed in the default group. The privileges to the administrator can be
configured according to his/her role. Refer to the section 'Managing Permissions for Administrators' for more details. An
email to the added administrator will be sent automatically containing password to access CASG. The password can be reset in
the edit interface. The added administrator will be displayed in the list.
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To delete an administrator
¢ Select the administrator to be removed and click the 'Delete’ button.
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A confirm dialog will be displayed warning you that the selected administrators will be deleted.

Delete administrators

administrators?

@ Are you sure you swant to delete the selected

¢ Click 'OK' to confirm the deletion.

The selected administrator(s) will be deleted from the list.

To edit an existing administrator

You can reset the password, change the CASG notification email address(es) and allow or deny permission for the
administrators to access their CASG account in the edit interface.

e Select the administrator you want to edit from the list and click the 'Edit' button.
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The 'Edit administrator' dialog box will be displayed.

«  System notifications email(s) -Enter the email addresses at which the new administrator should receive CASG
notification emails. It can be the same email address as the login name and / or alternative email address(es) of up to
a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or releasing quarantined emails
and notifications such as of imports of users, local recipients and users via LDAP from CSV files will be sent to the
email addresses specified in this field. Refer to the section Email Management for more details.

Tip: The currently logged-in administrator can configure the Quarantine notification email address through Dashboard >
Account Management > My Profile > Change Settings dialog.

e Status - Enables to change the login status of the administrator.

*  Regenerate password - Click this button to reset the password for the administrator in case it is forgotten. The new
password will be sent to the administrator's email automatically. The administrator has to use this new password to
access CASG.

e Click the 'Save' button to confirm your changes.
Managing Permissions for Administrators
CASG allow administrators with appropriate privileges to assign permissions for other administrators that will determine what
he/she can do and cannot do while logged into their respective CASG admin interface. The administrators can create policies
and assign them to other administrators from this interface. See the section 'Admin Groups & Permissions' for more details on

how to create groups and policies for administrators. A new administrator will be automatically assigned default permission
settings.

To assign permissions for an administrator

e Select the administrator or multiple administrators that you want assign permissions and click the 'Manage
permissions' button.
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The 'Admin Groups & Permissions' interface will be displayed.

Admin groups & permissions

o= Add

Name

© Power Administrators (Default
© HR

© Limited

D) General

Assign to selected admins Assign to fitered admins | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default, 'Power
Administrators (Default) group will be available and administrators can add, edit groups and assign permissions to other
administrators. See the section 'Admin Groups & Permissions' for more details.

e Select the group from the list.

The permissions set for this group will be displayed on the right side.
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Click 'OK" in the confirmation dialog.

Click the 'Assign to selected admins' button to set permissions for selected admin(s).

Click "Assign to filtered admins' button to set permissions for administrators found by filter.

The selected admin(s) will be added to the group and a confirmation message will be displayed.
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The interface also displays the new group assigned for the selected admin(s) under the 'Group' column.
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3.2.3.2 User Groups & Permissions

The User Groups & Permissions interface allows the administrators with appropriate privileges to create email user groups
according to the needs of the organization. Each group can be configured with different permission levels. This simplifies the
process of configuring permission levels for each user meaning new or existing users belonging to all domains for the account
can be simply assigned a group with a preset policy. The user interface will vary according to his/her permission level. See the
section 'Managing Permissions for Users' in 'User Account Management' on how to add users to predefined groups.

To create user groups

e Click the 'Account management' tab on the left hand side navigation to expand and then click the 'User groups &
permissions' sub tab.

COMODOD
' Antispam Gateway

IZZ:' Diashboard
{L:! Diomains
[®E Audit log

[£5 Account management

ArOUES & pErmissinns
Qrougs & pErmissions
Ity prafile

Lizars hislony

.!_'.'. Customes management

The 'User Groups & permissions' interface will be displayed.

[Dasfbonrd  User groups & permissoro
User groups & permissions © we

o Add

Hanms
Frever User

Ui (Defsul)

By default, two user groups, Power User and Users (Default), will be available. These two groups cannot be either edited nor
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deleted. Clicking any one of them will display the permission levels assigned for the group in the right side.

iz hinoar Miser Qrowups £ permisssons

User groups & permissions © e
o s {53 Waaia daraul
Hinng Peanpissiaa;

#® FowerLsers A = 8] yser permisEions
Ligere (Defauli Inc:oming Log Search

Dungoing Log Seanh

Clicking on the arrow beside a permission will display the tree structure of second level of permissions, if available.

Permission:

>

4 %Al user permissions
“IIncaming Log Search
*| Dutgoing Log Search
| Report Spam
“|ser report subscriptions
4 v Quarantine
| Show Messange
| Felease messanes
4 ¥ Archive
e
¥ Resend
¥ Create mail request
¥ Change user settings
4 = 'yWhitelist f Blacklist

| Marnana whitalict candars narnicar W

For users in the ‘Power User’ group, all permission levels will be enabled. The ‘Release quarantine messages’ option will not be
available to users in the regular ‘Users’ group. This means that if a user is assigned to the 'Power User' group, he / she can
release quarantined messages from the quarantined mails list without approval from the administrator. See the section
Released Requests in 'Email Management' for more details.

Permission Levels
* Incoming Log Search - Allows a user to search and view the log of all incoming mails.
* Outgoing Log Search - Allows a user to search and view the log of all outgoing mails.
e Report Spam - Allows a user to report a mail as spam mail.
»  User report subscriptions - Allows a user to configure periodical quarantine report generation.
e Quarantine

*  Show Message - Allows a user to view quarantined emails in same window or separate window.
* Release Message - Allows a user to release a quarantined mail without approval from the administrator.
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¢ Archive

e View - Allows a user to view archived emails in same window or separate window.
*  Resend - Allows a user to resend archived emails to himself / herself.
e Create mail request - Allows a user to configure email request for CASG notifications.

»  Change user settings - Allows a user to configure himself / herself as recipient whitelist.
e Whitelist | Blacklist

*  Manage whitelist senders per user — Allows a user to manage sender whitelist for his / her mail account
*  Manage blacklist sender per user — Allows a user to mange sender blacklist for his / her mail account

Click the following links for more details.
* Adding a new group
*  Editing a group
*  Deleting a group
*  Making a group as default

Adding a New Group
e Toadd a new group and configure permission levels, click the 'Add' button.

Diashboard § User groups & permissions

User groups & permissions

Name

D Power Users

@ Users (Default

Anew group creating page will be displayed.

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 214



COMODO

Creating Trust Online®

Dot J Lser groups & pamisong

User groups & permissions

Haamss Permmssion
-
frevitr LASETS 4 Al user pemni gl
Uiz (Dl ncoeing Log Search
& Dutgoing Log Seanch
Repait Spam
Jger 1epo subscriplions
4 d ueran res
Shiow Message
RelesEs MEssa0as
4 Archive
Baand
4
& e
Cante

Enter the name of the group in the text field under the ‘Name' column and enable the permission levels in the right side

required for that group.
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*  Click the 'Save' button.
The newly created group will be displayed in the interface.
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Dashbosrd §User groups & permissions

User groups & permissions

o= Add

Hame

© Power Users
@ Users (Default
© HR

Now, users of domains belonging to the account can be assigned to this newly created group. See the section 'Managing
Permissions for Users' in 'User Account Management' on how to add users to predefined groups.

Editing a Group
You can edit the name of an existing group and / or change the permission levels.

*  To edit an existing group, select the group from the list and click the 'Edit' button.

SO I LB DL & P o
User groups & permissions © Heio

{':, Make defaul

My PSS

Powser Liser F Al yser permissions
Incoming Log Search
Culgoing Log Seanch
Reporl Epam

| Ugp

SiEs

e Change the permission levels and / or the name of the group.
e Click the 'Save' button for the changes to take effect.

The users in the group that is edited will be automatically reassigned to the edited group.

Deleting a Group

e To delete a group, select it from the list and click the 'Delete" button.
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*  Click 'OK"in the confirmation dialog.

Delete group

@ Are wou sure you want to delete the selected

group’?

The selected group will be deleted from the list.

Note 1: If you delete a group, users assigned to that group will be automatically moved to default group. You have to reassign
the users if required.

Note 2: If you delete a user group created by the administrator and marked as default, then the 'Users' group that was shipped
with the product will be set as default. All the users from the deleted group will be automatically migrated to the 'Users' group.

Making a Group as Default

CASG allows administrators to make an existing group as default group. Newly added users and users belonging to an existing
group whose name was deleted will be automatically moved to this default group.

»  To make an existing group as a default group, select it from the list and click the ‘Make default' button.

Dugismnne § Liser grougs & peresssions

User groups & permissions © e

o i | A Edit| T oeiew

Hama Penméssion
Power User i A1 SR pETISSI0nG
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2 Dpneval

A success dialog will be displayed.
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Success

@ Default group successiully changed.

e Click 'OK".

The selected group will be displayed as default group.

Dashboard § Lzer groups & permisgions

User groups & permissions

o add @ Edit [ Delete

Hamme Perm
7 Pawer Users

Users

! HR

9 General [Cafaul

Note: If you delete a user group created by the administrator and marked as default, then the 'Users' group that was shipped
with the product will be set as default. All the users from the deleted group will be automatically migrated to the 'Users' group.

3.2.3.3 Admin Groups & Permissions

The Admin Groups & Permissions interface allows the administrators with appropriate privileges to create administrator groups
according to the needs of the organization. Each group can be configured with different permission levels. This simplifies the
process of configuring permission levels for each administrator meaning new or existing administrators belonging to the account
can be simply assigned a group with a preset policy. The admin interface will vary according to his/her permission level. See the
section 'Managing Permissions for Administrators' in ‘Administrators' on how to add administrators to predefined groups.

To create admin groups

e Click the '‘Account management' tab on the left hand side navigation to expand and then click the 'Admin groups &
permissions' sub tab.
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The 'Admin Groups & Permissions' interface will be displayed.
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By default, Power Administrator group will be available. This default group cannot be either edited nor deleted. Clicking on it will
display the permission levels assigned for the group in the right side.
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Clicking on the arrow beside a permission will display the tree structure of second level of permissions, if available.

Permission:

[

4 %Al customer permissions
1 Add domain
4 ¥ Admin management
ey
“IManage
4 ¥ lser permissions
LRV
I Manage
4 ¥ Admin permissions
ey
“IManage
4 ¥ Report management
LRV
I Zhange
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For administrators in the ‘Power Administrators’ group, all permission levels will be enabled. The Permission level is divided into
two categories, 'All Customer permissions' and 'All domain permissions'. While the former deals with providing privileges for
managing customer related tasks such as adding domains, configuring email user permissions, report management and so on,
the domain permission level deals with providing access to particular domain(s). This is very useful if you want to restrict
administrators to manage selected domains only.

Permission Levels
e All customer permissions - Allows administrators to view and manage all customer related tasks.

e Add domain - Allows administrators to add new domain(s)
e Admin management - Allows administrators to view and manage administrators for the account.
e View - Allows administrators to only view the list of administrators.
e Manage - Allows administrators to manage administrators for the account.
*  User permissions - Allows administrators to view and manage 'User Groups & Permissions'
e View - Allows administrators to only view 'User Groups & Permissions'.
e Manage - Allows administrators to manage 'User Groups & Permissions'
e Admin permissions - Allows administrators to view and manage '‘Admin Groups & Permissions'
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e View - Allows administrators to only view 'Admin Groups & Permissions'
e Manage - Allows administrators to manage 'Admin Groups & Permissions'
*  Report management - Allows administrators to view and manage report subscriptions
e View - Allows administrators to only view report subscriptions
e Change - Allows administrators to view and manage report subscriptions
e User session history view - Allow administrators to view view user sessions history
e View customer info - Allows administrators to view information about the customer .
* Locale - Allows administrators to view and change CASG message language.
*  View - Allows administrators to only view the language settings for CASG messages.
e Change - Allows administrators to change CASG message language.
*  Emalil template management - Allows administrators to edit the email template for user's notification emails.

e Change user limit per domain - Allows administrators to configure the number of users for each domain in the
account.

e All domain permissions - Allows administrators to assign domain(s) management.

Click the following links for more details.
¢ Adding a new admin group
«  Editing a admin group
*  Deleting a admin group
*  Making a admin group as default

Adding a New Admin Group
e Toadd a new admin group and configure permission levels, click the 'Add' button.

Dazhboard FAdmin groups & permissions

Admin groups & permissions

Hame

@ Powear Adminictrators fDefaulth

Anew admin group creating page will be displayed.
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»  Enter the name of the group in the text field under the 'Name' column and enable the permission levels in the right side
required for that group.
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*  Click the 'Save' button.
The newly created group will be displayed in the interface.
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Dashbosrd § Admin groups & permissions

Admin groups & permissions

= Add
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@) General

Now, administrators belonging to the account can be assigned to this newly created group. See the section 'Managing
Permissions for Administrators' in 'Administrators' on how to add users to predefined groups.

Editing a Admin Group
You can edit the name of an existing group and / or change the permission levels.

»  To edit an existing group, select the group from the list and click the 'Edit" button.

Dshbard § Admin grouges § germissions

Admin groups & permissions © ven

T Make dafault
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&N doman permissions

*  Change the permission levels and / or the name of the group.

e Click the 'Save' button for the changes to take effect.

The admins in the group that is edited will be automatically reassigned to the edited group.
Deleting a Admin Group

e To delete a group, select it from the list and click the 'Delete" button.
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*  Click 'OK"in the confirmation dialog.

Delete group

@ Arewou sure you want to delete the selected

group?

The selected group will be deleted from the list.

Note 1: If you delete a group, admins assigned to that group will be automatically moved to default group. You have to
reassign the administrators if required.

Note 2: If you delete an admin group created by the administrator and marked as default, then the 'Power Administrator' group
that was shipped with the product will be set as default. All the admins from the deleted group will be automatically migrated to
the 'Power Administrator' group.

Making an Admin Group as Default

CASG CASG allows administrators to make an existing group as a default group. Newly added administrators and
administrators belonging to an existing group whose name was deleted will be automatically moved to this default group.

*  To make an existing group as a default group, select it from the list and click the ‘Make default' button.

Dashipoard fAdmin groups & permissions
Admin groups & permissions © o
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A success dialog will be displayed.

Success

@ Default group successiully changed.

e Click 'OK.

The selected group will be displayed as default group.

Diashboard § Admin groups & permissions

Admin groups & permissions

o= Add

Hame
D Power Adrinistratars
) General (Default

@ HR

Note: If you delete an admin group created by the administrator and marked as default, then the 'Power Administrator' group
that was shipped with the product will be set as default. All the admins from the deleted group will be automatically migrated to
the 'Power Administrator' group.

3.2.3.4 My Comodo Account

This feature will be available in the 'Account management' tab if you have logged in to CASG using CAM account credentials.
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Clicking the 'Login to my Comodo account' sub tab will take you to https:/laccounts.comodo.com/login page. From here you
can...

e Add more subscriptions for CASG account
*  Change your password
e Change contact information

e Sign up to other Comodo products
...and many more.

For more details on CAM account, visit our online website at help.comodo.com/topic-211-1-513-5907—Introduction-To-Comodo-
Accounts-Manager.htm|

3.2.3.5 My Profile

The My Profile interface allows the currently logged-in administrator to change his / her login password to CASG as well as to
change settings for idle session timeout and CASG notification email address.

e Click the '‘Account management' tab on the left hand side navigation to expand and then click the 'My profile’ sub tab.
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Alternatively, the My Profile interface can be accessed by clicking "My Account' > 'My Profile’ at the top right of the interface.

L My Account

The My Profile interface will be displayed.

Do ) Wy prots

My profile O Hep

Change password

Mew passannd

Contem passward

Change setings
Laogin
fratienagomad. cam
Eystem notificaions email(s)
Humdrar of minutes before my sassion expires | 30 :

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 227



Creating Trust Online®

Comodo Antispam Gateway - Adrg_i_n____istrato‘r"GﬂiaE_ / COMODO

-~ .'ll{r’II
5 L = i'l

/

Note: The interface will vary depending on the login credential that you have used to access CASG. For administrators who
have logged in using the CAM credentials, the 'Change password' feature will not be available. The password can be changed
after logging in to the CAM account.

Click the following links for more details:
*  Changing Administrator's password

*  Changing settings for idle session timeout and CASG notification emails

3.2.35.1 Changing Password of the Administrator

The Change Password allows the currently logged-in administrator to change his/her login password.

To change the password

+  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'My profile’ sub tab.

The My Profile interface will be displayed. In the ‘Change password' section, enter the new password and confirm it in the
respective text fields.

Change password

Mew password | | sssses

Confien password . sssses

e Click the 'Save' button.

Success

@ FPazsgwiord was successilly saved.

*  Click 'OK.
The administrator has to use the new password to login into the CASG interface.

3.2.3.5.2 Change Settings

The 'Change settings' area in the My Profile interface allows the currently logged-in administrator to set his / her idle session
timeout period as well as to change the CASG notifications emails.

To set idle session timeout and change system notifications email address

+  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'My profile’ sub tab.

The 'Change settings' section will be displayed in the lower portion of the My Profile interface.
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Change settings
Lagin
Taliena@amal.com

Eyslem nolifications emailis)

Mgrnker of minutes Before my session epires |30

L3

«  System notifications email(s) — Enter the email addresses at which the new administrator should receive CASG
notification emails. It can be the same email address as the login name and / or alternative email address(es) of up to
a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or releasing quarantined emails
and notifications such as of imports of users, local recipients and users via LDAP from CSV files will be sent to the
email addresses specified in this field. Refer to the section Email Management for more details.

*  Number of minutes before my session expires - You can set the idle session timeout period in the box. Enter the
period in minutes or increase / decrease the period by clicking the up / down arrow. The valid entry is between 1
minute and 120 minutes. Please note this feature will not be available if an administrator is logged into CASG using
CAM credentials.

+  Click Save for your changes to take effect.

3.2.3.6 Users History

The ‘Users History’ area in ‘Administrator Account Management' allows the administrators to view user history for all domains
within a particular date range. You can filter users by IP address, last login, Domain or User name. By default, the most recent
15 records will be displayed.

Use of filters to create custom searches is covered in more detail here.

3.24 Customer Management

The Customer Management area of CASG allows an administrator to view the details of the account they are logged into. The
administrator configure subscriptions for the periodical Domain and Quarantine summary reports for domains; create an
account; update the product and extend your license term. The administrator can also customize the 'support information’ area
in the notification emails that are generated for activities such as while adding a new user, password regeneration, quarantine
request and quarantine report.
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Customer info @ Hen
Mame : test test
[E Auditiog CaM logm . demeo_casqg_customer
1_—=:| ACCoUnt management CAM emall . demo_casg@comodo.com
Totals
MRt N Mumber of users 13
MaERA0E RO SUbscrphions Mai numiber of users 41
Efnail termplate setings MNumber of domams 5

Bac numper of domams 41

Diskspace 1822 44 KB

Subscriptions

Subscription :

Click the links for more details:

e Viewing Customer Information
*  Managing subscriptions for reports

* Notification Email Settings

3.2.4.1 Viewing Customer Information

The Customer Info interface provides the administrator with the details like maximum number of users, domains, license term
and so on of the CASG account.

To view the account Information

e Click Customer Management tab from the left hand side navigation to expand it and then click the 'Customer Info' tab
from the sub menu.

The 'Customer Info' interface will be displayed:

The image below shows an example of Customer Info who has purchased multiple licenses.
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G' Antispam Gateway R L o S RO P Y M B [ P o L vy Account

Dashiosrd f Customer info

€2 Dashboard Customer info @ Hen

lﬂ Diomains
- Mame : test test

[ Auditiog CAM login - demo_casg_cuslomer

[ Account management Cal email - demo_casg@comodo.com

.!-.?- Cushemer magnagemenl Totals
W Custoneer ims Number of users 13

2 wurl SUbsCriptions Max. number of users 41
Email template s Humber of domains 5
Iax, number of domaing 41
Disk quota (GB) 30

Disk space 1822 44 KB

Subscriptions
Subscnption :
IAax, number of users 39
Klax number of domains 39
License expiration date May 02, 2014
Digk quota (GB) 30
Enabled true

Subscription -

kax. number of users 2

In the 'Customer Info' panel you will find the details of subscription(s) for your account. For multiple licenses, the number of
users and domains that are allowed for all the licenses purchased will be added and displayed at the bottom most subscription
column.

From the 'Customer Info' panel the administrator can get the the details of subscription(s) for the CASG account. For multiple
licenses, the number of users and domains that are allowed for all the licenses purchased will be added and displayed at the
bottom most subscription column.

Name
e The name of the account is displayed at the Name title bar

*  CAM Login: Displays the login user name for the account in Comodo Accounts Manager (CAM) at
https:/laccounts.comodo.com. The administrator can use this login username to log in to CAM for purchasing
additional licenses and renewal of existing licenses.

e CAM email: Displays the email address for the account as registered at CAM.
Totals
*  Number of Users: Displays the total number of enrolled users belonging to all the domains.

e Max. Number of Users: The total number of users that can be added as per all the subscriptions made for the
account, that is, number of users cannot exceed the number given in this field for all domains included.

*  Number of Domains: Displays the number of domains enrolled for account.

e Max. Number of Domains: The total number of domains that can be added as per all the subscriptions made for the
account.
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»  Disk quota: Displays the total storage space allotted in CASG server for archiving incoming messages as per all the
subscribed packages, in GB.

»  Disk space: Displays the storage space used by the archived mails in the CASG server.
Subscriptions
The following details are displayed for each subscription:

e Max. Number of Users: The maximum number of users that can be added to the account as per the subscription, that
is, number of users cannot exceed the number given in this field for all domains included.

e Max. Number of Domains: The maximum number of domains that can be added as per the subscription.
*  License Expiration Date: Displays the date till which the license is valid for the subscription.
»  Disk quota: The maximum storage space allotted for mail archive in the CASG server, as per the subscription.
*  Enabled: Displays whether the subscription is active or not.
End-User License and Subscriber Agreements

»  Displays the complete Comodo Antispam Gateway End-User License and Subscriber Agreement.

3.2.4.2 Manage Report Subscriptions

The Manage report subscriptions interface allows the administrator to configure the subscription to the periodical 'Domain’ and
'Quarantine' summary reports of all the domains for the administrators enrolled for the account. Refer to CASG Reports - an
Overview for more detalils.

To access Manage report subscriptions interface
e Click Customer Management tab from the left hand side navigation to expand it and then click the 'Manage report

subscriptions' tab from the sub menu.

The 'Manage report subscriptions' interface will be displayed:

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 232



COMODO

Creating Trust Online®

G Antispam Gateway Quarantine: 6 Release requests: 1 Whitelist req. 1 Blacklist requests: 1 L My Account|
CDashboard / Manage report subscriptions

Manage report subscriptions @ +en

Report recipients

| fiatiiena@arnail corm

Quarantine report
Hour Day of month Day of week Send empty Enabled Start date (GMT) Rep
Every hour Every day Every week day
Choose Choose Choose
0 o} 1 2 Sunday !
1 e 2 a honday E il
2 3 Tuesday
3 4 Wednesday
4 R 5 v Thursday e
Domain statistics report
Period Hour Day of month Day of week Send empty
Every hour Every day Every week day
Choose Choose Choose
il o) 1 & Sunday o}
= = 7
= 1 2 honday E
2 3 Tuesday
k} 4 Wednesday
4 3 5 w Thursday “

to default

The 'Report recipients' field will be auto-populated with the email addresses of all the administrators available for the account
and enabled for the same, at the time of adding them. The report recipients can be added or removed from this interface by
entering the administrator's email address or deleting them and clicking the 'Save' button at the bottom.

The administrator can configure the subscription for two types of reports from this interface:
e Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or monthly, will

contain a detailed statistics of the mails that are identified as spam or containing malicious content and moved to
Quarantine of the domain automatically by CASG. Refer to CASG Reports - An Overview for more details.

»  Domain Report - The periodical report which can be configured to be received hourly, daily, weekly or monthly, will
contain a detailed statistics of number of users, mails that have been received at and sent from the domain, number of
spams identified and blocked and so on. Refer to CASG Reports - An Overview for more details.

To configure the subscription of the reports
«  If you want the administrators to receive the periodical reports, select the 'Enabled' checkbox in the row of the
respective report type. If both the reports are required, you can select both the checkboxes.
»  Leave the 'Send empty' checkbox unchecked if reports without any statistics need not to be sent to recipients.

»  Select the frequency at which the reports are to be sent to the administrators.
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Quarantine Report

Cuarantine reaport

Hour Dy of momth Day of weeek Send empty  Enabled  Start date (GMT) Report length
Okvery hour  ®every day OEvery week day
®cnoose Ochoose ®choose
e ad [ sunday i
&1 ¥ Wonday = = Apr 21,2014 0100 Hext report for 18 day(s) from a5t run (2014-04-02
14:24
y. | Tuesday
7] 3 ¥ Wadnesday
4 - A [ Thureday w

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of the day or
date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day every
month chosen at the hour selected from the 'Hour' column.

«  Day of week - The reports will be generated and sent to the administrators every day or on the specific day every
week chosen at the hour selected from the 'Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per Greenwich Mean
Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

Domain Statistics Report

Domeain stalistics report

Perimd Hour Dy off month Day of week Send empty  Enabled  Start date {GMT) Repaort length
@Every hour ®every day OEvery week day
Ochoose Ochoose ®choose
- & e s
| Sunday Mext repart fior 2
¥ Monday Apr21,zom4 wieeks) from last
Vifiaerk] ol L
u i o 5 D00 mun (2014-04-02
| Tuesday 24)
14:24)
| wednesday
2 o Thursday

*  Period - Enables you to set the period to be covered in the report. The report will contain the statistics of all the
domains in the account for the past one hour, one week, one month or one year, as selected from drop-down from the
scheduled report time.

e Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of the day or
date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day every
month chosen at the hour selected from the "Hour' column.

»  Day of week - The reports will be generated and sent to the administrators every day or on the specific day every
week chosen at the hour selected from the "Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per Greenwich Mean
Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

»  Click 'Save' for your settings to take effect.

*  Clicking the 'Reset settings to default' button will disable both Quarantine and Domain statistics reports. The ‘Report
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Recipients’ field will not be cleared.

3.2.4.3 Notification Email Settings

By default, all the notification mails sent to administrators and users on various events like adding a new user, password
regeneration, quarantine request or periodical report mails like quarantine report will contain the links to the online help guide
and Comodo support in the footer. The administrator can customize the footer for adding their contact and support information,
from the Email template settings area.

To customize the notification emails

e Click Customer Management tab from the left hand side navigation to expand it and then click the 'Email template
settings' tab from the sub menu.

The 'Email template settings' interface will be displayed:

COMODOD
G v Quarantine: & Releasa raquesiz: 1 ‘Whitelist requasts: 1 Blacklist raqueste: 1 -l My dccount

Antispam Gates

Diashibosrd Bl lemplals 2eflings

€4 Dastiboary Email template settings © Hein

ﬁl Diamains

A
15
] Hote: :hanges below will be applied to all Sysem nafification MESSaqes Sent 10 user

} Audit oo

Account m ANAGEM et hanqe default email footer

Y. CustomEr maEnagement L .
=fond shle="fontfamibcAnal color®353535 0nt-aize 1 4pa"=For hilp, see the User guide
TIEIT-H0 =3 hraf="ntip.ihelp comodo comtopic-157-1-204- 3208 Inlroduction-1o-C ormodo-Anlispam- Gatawsy himl®
Manaoa rennt cubs farget="_blank" tifle="" style="font-family Arial,color#06438d font-size: 1 4pg*=
<font stde="font-family Anal;calor #6408 font-size;1 4= hitn Thelp comoda comtapic-157-1-294-3398-
B Ermail lenplate seflings IPAFO AU T O RA0- G omdo- Al pam-Gatesay, himl=font=
=g
=font
Jp
«fable width="100%" border="0" bordercolpr="#eDe0e0" cRllpadding="0" celispacing="0" bucolor="#e0eDelr">
=tr boraercolor="Radelel"=
<td bordercolor="#alelal" bocolor="#e0elel” valign="middle" height="53" style="padding-left15px"=
<font stle="font-family-Anal;color#35 3535 font-size 1 dpecfont-weight bold; ">

Hawing Trouble? Support 13 here 1o help, Open a Ticket & <a hre="hips Vsuppo cormodo, com®

Eon Rezeat o dafault

Please note the customization can be done only in html format.
e Select the check box 'Change default email footer if you want to edit the details.
»  Edit the details in html format as per your requirement and click the 'Save' button.

e Click the 'Reset to default' button to display Comodo support information in the notification emails.

4 CASG Reports - An Overview

Comodo Antispam Gateway can periodically generate quarantine and domain reports that are sent to administrators and users.
CASG generates two types of report — a global report for all domains belonging to the account and anther specific for a domain.
See the section 'Managing Subscriptions for Reports' in 'Customer Management' for more details on customer level global
reports and 'Manage Report Subscriptions for Selected Domain' in 'Incoming' section for reports on domain levels. The
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reports for these types will be similar except the former will contain reports for all domains while the latter will contain reports for
the selected domain. The reports will be sent routinely at the times selected in the language set for the account.

CASG can provide two types of reports:

e Quarantine Report - A statistical breakdown of mails identified as spam or malicious that were moved to quarantine
by CASG. The report can be configured to be received hourly, daily, weekly or monthly.

«  Domain Statistics Report - A comprehensive report which covers all mail activity for the domain. This includes
information covering the number of users; mails that have been received at and sent from the domain; number of mail
identified spam/malicious; number of mails blocked and so on. The report can be configured to be received hourly,
daily, weekly or monthly by the administrator.

*  Reports can be enabled or disabled per administrator in Dashboard > Account Management > Admin > Add
Administrators or Edit Administrators.

4.1 Quarantine Report

The Quarantine Report contains a list of mails that were identified as spam or containing malicious content and were moved to
Quarantine automatically by CASG, with the details on sender, receiver, date and attachments. Clicking the subject line in the list
will open the respective mail in a new CASG window.

¢ Administrator

*  Domain Level - The Report generated for an administrator will contain the details of the mails moved to
quarantine of the selected domain.

e Customer Level - The Report generated for an administrator will contain the details of the mails moved to
quarantine of all the domains belonging to the account.

e User - The Report generated for a user will contain the details of the mails moved to quarantine of the user.

The report can be subscribed to be received hourly, daily, weekly or monthly for an administrator and daily, weekly or monthly for
a user.

e Hourly - The reports will be generated and sent every hour to the administrators through email.
«  Daily -The reports will be generated and sent daily to the administrators/user through email.

*  Weekly - The reports will be generated and sent to the administrators/user through email on every seventh day from
the start date set in the 'Start date’ field. The report will contain details of the mails quarantined during the past seven
days. The first report will be sent on the start date and will contain the statistics for the remaining days of the week
from the day of configuration and subsequently every seven days.

*  Monthly - The reports will be generated and sent to the administrators/user through email on every 30th day from the
start date set in the 'Start date' field. The report will contain details of the mails quarantined during the past 30 days.
The first report will be sent on the start date and will contain the statistics for the remaining days of the month from the
day of configuration and subsequently every 30 days.

An example of a Quarantine report is shown below:
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e Clicking on the 'Subject' link will open the respective mail in a new CASG window. You need to login to CASG to read
the mail in the new window.

4.2 Domain Statistics Report

The Domain Statistics Report provides details on all the mail activities on the domain. This includes information covering the
number of users; mails that have been received at and sent from the domain; number of mail identified spam/malicious; number
of mails blocked and so on. The report can be configured to be received hourly, daily, weekly, monthly or yearly by the
administrator.

«  Domain Level - The Report generated for an administrator will contain only the details of domain statistics of the
selected domain.

e Customer Level - The Report generated for an administrator will contain the details of domain statistics of all the
domains belonging to the account.

Note: The Domain Statistics Report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
*  Hourly - The reports will be generated and sent every hour to the administrators through email.
»  Daily -The reports will be generated and sent daily to the administrators through email.

*  Weekly - The reports will be generated and sent to the administrators through email on every seventh day from the
start date set in the 'Start date' field. The report will contain details of the mail activities for the domains during the past
seven days. The first report will be sent on the start date and will contain the statistics for the remaining days of the
week from the day of configuration and subsequently every seven days.

e Monthly - The reports will be generated and sent to the administrators through email on every 30th day from the start
date set in the 'Start date’ field. The report will contain details of the mail activities for the domains during the past 30
days. The first report will be sent on the start date and will contain the statistics for the remaining days of the month

Comodo Antispam Gateway Admin Guide | © 2014 Comodo Security Solutions Inc. | All rights reserved 237



COMODO

Creating Trust Online®

from the day of configuration and subsequently every 30 days.

*  Yearly - The reports will be generated and sent to the administrators through email on every 365th day from the start
date set in the 'Start date’ field. The report will contain details of the mail activities for the domains during the past 12
months. The first report will be sent on the start date and will contain the statistics for the remaining months of the year
from the day of configuration and subsequently every 12 months.

An example of a Domain Statistics Report is shown below:

{f| COMODO
L_..' Antispam Gateway

I

Here is the daily Domain statistics report for docteamcasg.comodo.od.ua from Apr 09, 2014 23:00 to Apr 10, 2014 23:00

Mumber of users T
E-mail size imit 262144 KB
Spam ratio 0.0 %
Mot spammessages 21
Mot spam messages size 4656687
Unsure messages 0

IUnsure messages size 0

Spam messages blocked 0

Spam messages size 0

Wiruses blocked 0

viruses size 0

Elackisted messagas 0

Elackisted messages size 0
Total fitered messages 21
Total messages 21

Having Treuble? Support is here to help, Open a Ticket at hitps: support.comodo.com or ¢all 1 888.COMODO (286.6361)
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Appendix 1 - CASG Error Codes

The most common error codes for CASG are given below:

Error Code Description

1 Unknown error

100 Import exception

101 Wrong format

102 Wrong outgoing user format IP password. If ‘password' is empty then 'username' must be IP address.
103 Communication exception
200 User limit exception

300 Spam engine exception
1000 Customer has no domains
1001 Domains mismatch

1002 Alias already exists

1003 User already exists
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Appendix 2 - CASG Comparison Table

Features Paid Version Free Version

Number of domains and incoming / outgoing users Depends on the subscription |5 users and 1 domain

Number of domain aliases 5 Nil

Active Directory / LDAP Synchronization $

Create / Modify User Groups «

Assign permissions to User Groups

x

ol NN SN

=

Number of user aliases per user

Incoming / Outgoing email filtering

View all quarantined emails

Release quarantined emails

Whitelist / Blacklist quarantined emails

Configure spam detection settings

Report spam emails

View queued emails in Delivery Queue

LA INENENENA YA YA

Force Retry (Force Deliver) selected or all queued emails in
Delivery Queue

Create local recipients

Clear incoming / outgoing email cache

Log search incoming emails

Log search outgoing emails

Create domain aliases

Configure domain settings

Configure email size restrictions

Configure 'Blocked extensions' settings

View users' release requests

View users' whitelist / blacklist requests

Whitelist / Blacklist recipients

Whitelist / Blacklist senders

View users' login history

AN NN N NN NN AN YA YA YN NN NN N NN

| % | \|% ¥ & & % % % ® | %%

Email archive

<

[EY

Number of email administrator accounts Unlimited
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Appendix 3 - Troubleshooting LDAP

This section explains how to resolve some common problems that may arise when configuring LDAP.

For full details on working with LDAP, http:/lhelp.comodo.com/topic-157-1-288-5720-Importing-Users-from-LDAP.html
e Problem: Unhandled Exception:

Solution: The exception was not classified.

¢ Problem: Size limit exceeded, unable to extract more then users from server. Size limit must be increased on
server side or specify more strict query

Solution: Active Directory server has limitation on the number of search entries which may be iterated during querying. By
default, Microsoft Active Directory allows only 1000 search entries. If the server received more than that, the administrator
should override the default LDAP search size limit in the Active Directory, or use more strict query

e  Problem: Incorrect filter settings: ....
Solution: Filter settings contain incorrect format or AD server doesn't support it.
e Problem: Incorrect BaseDN settings: ...
Solution: BaseDN value has incorrect format.
e Problem: Unable to connect with provided host in BaseDN settings: ...
Solution: Provided domain name for BaseDN setting cannot be resolved in AD forest tree. Assure a domain name is correct.

e Problem: Unable to resolve LDAP referral, host unreachable. Users had found before referral might be
imported. Possible solution is to use Global Catalog server (port 3268/3269 as default) to avoid resolving
referrals.

Solution: CASG is trying to extract as much as possible information and following referrals to resolve all search entries in a
query. If the URL in the referral is unreachable by CASG then the iteration will stop. Only partial result will be provided. That
occurs when an administrator uses a private domain and it cannot be accessed with only domain name (the referral contains the
list of URLs of the explicit domain names but the information about servers located in the private subnet is absent). To avoid the
referrals occurrence in search entries use the Global Catalog server for querying. By default, the port for this server is
3268/3269 and that depends on whether the SSL enabled or not.

*  Problem: Unknown error. Users found before error might be imported. Original exception - ...
Solution: Search entries has been terminated within the replication process. Please contact support to find a solution.
* If you do not know your BaseDN, here’s a step-by-step guide to determining your BaseDN.

Most organizations follow a similar convention for their determined BaseDN when the organization sets up its Active Directory.
For a company with the domain of example.com, the typically BaseDN is cn=Users,dc=example,dc=com
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Appendix 4 - Useful Links

This page contains links to external webpages which provide detailed explanations of LDAP features.

What Is the Global Catalog?

http:/ltechnet.microsoft.com/en-us/librarylcc728188%28v=ws.10%29.aspx

Global Catalog and LDAP Searches

http:/litechnet.microsoft.com/en-us/librarylcc978012.aspx

LDAP Referrals

http:/litechnet.microsoft.com/en-us/librarylcc978014.aspx

Click the following links for more details http://help.comodo.comltopic-157-1-288-5720-Importing-Users-from-LDAP.html
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About Comodo

The Comodo companies are leading global providers of Security, Identity and Trust Assurance services on the Internet. Comodo
CA offers a comprehensive array of PKI Digital Certificates and Management Services, Identity and Content Authentication
(Two-Factor - Multi-Factor) software, and Network Vulnerability Scanning and PCI compliance solutions. In addition, with over
10,000,000 installations of its threat prevention products, Comodo Security Solutions maintains an extensive suite of endpoint
security software and services for businesses and consumers.

Continual innovation, a core competence in PKI and a commitment to reversing the growth of Internet-crime distinguish the
Comodo companies as vital players in the Internet's ongoing development. Comodo, with offices in the US, UK, China, India,
Romania and the Ukraine, secures and authenticates the online transactions and communications for over 200,000 business
customers and millions of consumers, providing the intelligent security, authentication and assurance services necessary for
trust in on-line transactions.

Comodo Security Solutions, Inc.

1255 Broad Street
STE 100

Clifton, NJ, 07013
United States

Tel: +1.888.256.2608
Tel: +1.703.637.9361

Email: EnterpriseSolutions@Comodo.com

For additional information on Comodo - visit http:/lwww.comodo.com.
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