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1 Introduction to the Patch
Management Module

Comodo Patch Manager gives administrators and MSPs granular control over the deployment of updates to
operating systems and 3rd party applications on network endpoints. Featuring a centralized, easy to use interface,
Comodo Patch Manager allows administrators to:

+  Remotely deploy operating system updates for Windows, Linux and Mac based machines and 3rd party
applications

«  View dashboard statistics that provide detailed breakdowns of available updates for endpoint machines
«  Identify endpoints which contain vulnerabilities and need to be patched

+  Create policies to automatically apply updates to groups of tagged endpoints at scheduled times

«  Create custom endpoint tags which can be applied to logical groups of endpoints

+  View granular reports on the hardware, software and update history of endpoint machines

Endpoints can be added to the patch management console by installing a simple software agent on each managed
endpoint.

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 3
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This guide will take administrators through the set up and ongoing usage of Comodo Patch Manager and is broken
down into the following main sections:

+ Introduction to the Patch Management Module

+  Quick Start Guide
+ Logging-in to the Patch Management Module
Enrolling Endpoints by Installing the Agent

« The Dashboard
« Viewing and Managing Agents and Endpoints

« Viewing Endpoint Details
- Initiating Manual Update or Installation Operation
+  Remove selected endpoint(s)

+ Managing OS Updates, Patches and Applications

+  Viewing Details of a Patch, Update Package or an Application
- Approving Packages for Automated and Scheduled Installations
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+ Install a Patch or an Application on to Selected Endpoints

« Uninstall a Patch or an Application from Endpoints

+  Remove selected custom and third-party applications
- Adding Tags and Managing Endpoint Groups

+  Creating a New Tag

+  Viewing Details of a Tag

+ Initiating Manual Update or Installation Operation for Group of Endpoints
«  Automated Patch Management Policies

+  Creating a New Patch Management Policy
»  Viewing Patch Management Operations

+  Viewing Endpoint Report Summaries
«  Admin Management

+ Managing Log Settings and Email Settings
- Configuring and Managing Notifications
»  Viewing Administrator Account Settings

1.1 Quick Start Guide

This tutorial briefly explains how an administrator can setup the patch management module for their account. It
explains how to create customer accounts, enroll endpoints, create groups, manage patch deployments and view
reports.

The guide will take you through the following processes. Click on any link to go straight to that section as per your
current requirements.

« Step 1- Login to the patch management module

- Step 2 - Enroll endpoints to customer accounts by installing the agent

+  Step 3 - Create tags and form endpoint groups

+ Step 4 - Install patches/updates and third-party applications to endpoints or groups of endpoints

« Manually install items on to endpoints or endpoint groups
«  Create policies for automated patch/updates installation operations
+  Step 5 - View patch management operations

+  Step 6 - View system reports
Step 1 - Logging-in to the Patch Management Module

To access the Patch Management Module, login into with your user name and password at
https:/lone.comodo.com/app/login

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 5
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COMODO ONE

Email or Login

Password

[] Remember Me Forgot password?

LOGIN

+  Once logged-in, click 'Licensed Applications' at the top then click 'Patch Management'

«  Alternatively, click 'All Licensed Applications' under 'Licensed Applications', then click the 'Patch
Management' tile to open the PM module

Account Controls
Shows the currently
logged-in user.
Customer Account Click on the name
Main Mavigation to UL admin
|Displays the current customer settings, account
Click this icon Enables you to navigate to account. Click on the name settings, agent
to return to different configuration areas to select a different customer download or
the Dashboard | of the Patch Management Module from the drop-down logout.
|
m ASHEOARD  AGEMTS  APPLICATIONS 4GS POLICIES  OPERATIOMS YSTEM REPOR & Infotramles Ch_..
va1E

TAGH RTINOCHA. § FTOIBERICNA] Sernoe [ A nﬁ_ﬂ_m’ﬂ_
Fy ol T4 M- Teabs- Mae- . CEx10.10.3 durasin “ 2 o 0EM25201.
ik &y Senith Computer Mxroasft Windows 7 Uimate Servioe Pack 1 windows ﬂ H ] 19077201
ik ! @) COUBZ2686 Ulssrvtis T4 O - “ I8 ] oOE201
o Sy SMITH-COMPUTER Mucrcanf Windows: 7 Professional wingowes H [+] 1] 11025201

Main Configuration Area

Displays the list of items pertaining to the chosen tab and enables you to
initiate various patch management operations

Step 2 - Enroll endpoints to customer accounts by installing the agent

The next step is to enroll the endpoints for patch management operations by installing the patch management agent
on them. The agent is a small piece of software that facilitates communication between the endpoint and the patch
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management server.

Note - If the administrator while installing the Remote Monitoring and Management (RMM) agent has opted for both
RMM and Patch Management (PM), then the Windows endpoint will automatically report to the PM interface.
However, for Linux and Mac endpoints, you have to install the respective agents for enroliment as explained in this
step.

This section explains the installation of the agent to Windows endpoints. For details on installing the agent on Linux
and Mac endpoints, refer to the section Enrolling Endpoints by Installing the Agent in the Administrator Guide.

The agent setup file can be downloaded from the administrative console.

1. Choose the customer account to which the endpoints are to be added from the 'Customer Account' drop-
down

2. Click on your login username at the top right and choose 'Download Agent'. The agent download page will
open, with the download URLSs of setup files and installation instructions.

bR BSHBOAF AGEN APPLICATION Ta il F o YETEM REPOF ¥ infotranies =

vaild

& Windows agent domnload: eipaipabch comod o comssgental’paich agent ms

Wideliyms ingesit oormesaed Fne: msiesec | paich aoenlmsi fon USERNAME=aoent 558 10655e55e bE3038 0434 PASEWORD=390 b7 0de SEBechiZeZul 473

& UNIX pgend domniond: hetpa.iipatch oomodo comdagentapatch_agent sh

UNIK agent command Ene: sudn Jpaich agenbsh - -uagenl 22810655205 b230300M 38 -0 F06TDde 200 ech2e2e M ITI03 4640000 -« 5281065252356 bE16300M3 51 -5 palch.compdo.oam
i Mz agend Spwnload retpyiipateh comadn somd sgenby’patch_agent sh

MAL ngant command lines Sudo foaich aoealss — -uaoenl SSADES5G5ebEIBI00MN ¢ Fe T Ddetdd el ele 1T MIIAe 000 ] -¢ S2A TGS 500 EIBID0M 18 -5 palch COMOOn Com

+  Copy the download URL from the 'Windows agent download' field and paste it in the address bar
of any web browser to download the agent setup file.

+  Copy and save the installation command line from the 'Windows agent command line' field. This
command is to be executed at the endpoints for silent installation of the agent.

3. Copy the agent installation file to the prospective target endpoint(s) through any means of file transfer like
network file sharing or using removable storage media such as DVD, CD, USB memory and store it in an
easily accessible location.

4. Open Windows Command Line Interface with administrative privileges

«  Click Start > All Programs > Accessories

«  Right click on 'Command Prompt' and choose 'Run as Administrator' from the context sensitive
menu.

5. Execute the installation command for the silent execution.

+  Navigate to the folder in which the agent setup file is saved, from the command line

+  Enter the execution command for silent installation by pasting the command line copied from the
'Windows agent command line' field of the agent download page of the Patch Management
Administrative Console.

The agent will be installed silently without displaying any alerts to the end-user. Upon completion of installation, the
endpoint will be automatically discovered by the Patch Management server and enrolled for patch management
under the specified customer account.

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 7
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Note: For Windows Vista and previous versions please make sure that Microsoft.net Framework 3.5 SPI and
Microsoft Framework 4.5.1 were installed on the machines before agent registration.

Step 3 - Create tags and form endpoint groups

Tags are identification markers for different criteria, that can be applied to endpoints for creating groups of them. A
single endpoint can be applied with any number of tags so that it can be a member of more than one group. You can
create multiple tags to cover attributes like operating system and department then apply them to particular endpoints
as required. For example, you could create and apply tags called ‘Windows XP’, ‘Windows 7', ‘Windows Vista’,
‘Sales Department’, ‘IT department’, ‘'DMZ Machines’ and ‘Accounts’ department’.

Applying an action to a tag will apply the action to all endpoints applied with that tag. For example, tags can be
selected as a target for any patch installation schedules you deploy in the ‘Policies’ area. This can save time by
allowing you to accurately deploy updates to many endpoints simultaneously.

To create tags
+  Select the customer account from the 'Customer Account' drop-down
+  Open the tags interface by clicking the 'Tags' tab
«  Click the 'Create Tag' button at the top right. The ‘Create New Tag' dialog will open:

ONS TAGS POLICIES OPERATIONS SYSTEM REPORTS & infotronics v

:| Create Tag l

Agents

il Tag Mame =| Ascending

Company Production Level

infotronics Production

Previous | Mext

Create New Tag

Mafketing Dept

Create Tag

«  Enter a short descriptive name to identify endpoints under the tag and click 'Create Tag'.

The new tag will be created. The tag can then be applied to endpoints from the 'Tag Properties' screen.
+  Repeat the process for adding more number of tags.

To apply the tag to endpoints
+  Click on the row of the tag to open the 'Tag Properties' screen.
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cCOMODO

Creating Trust Online®

.-’/’--

uuuuuu

mPanagem!:llt DASHBOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS SYSTEM REPORTS % infotronics v

v222

LU Tag Name [=[] Ascending [~ [ICEETRE

Production Level 0S Customn Agents
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SMITH-COMPUTER

+  Click on the 'Select the agent' field. A drop-down with the endpoints registered for the customer account will
open.

«  Choose the endpoint. The endpoint will be added to the list.

% BOB-COMPUTER

+  Repeat the process to add more endpoints to form the group.
Step 4 - Install patches/updates and third-party applications to endpoints or groups of endpoints

Once the server is uploaded with required patches, updates and third-party applications and endpoints are enrolled
for different customer accounts, the administrator can commence patch management operations from the console.

You can install missing OS patches and updates and third-party applications on selected endpoints in two ways:
«  Manually install items on to endpoints or endpoint groups
+  Create policies for automated patch/updates installation operations

Manually install items on to endpoints or endpoint groups

The patch management console can display the inventory of patches/updates and third-party applications that have
already been installed on each endpoint individually, and lists of those that are available in the server that are eligible
for installation on the endpoint, but yet to be installed. The administrator can handpick only required items to be
installed on per endpoint basis and initiate an instant installation operation or schedule the installation operation.

The console can also display a consolidated inventory of the items already installed on the group of endpoints
covered by each tag and lists of those eligible for the endpoints in the group. The administrator can select the items
to be installed on the endpoints in the group and initiate an instant installation operation or schedule the installation
operation.

Limitations:

+  For Security Patches and OS Update packages — The patch management module can install any patch or
update which is auto-loaded to the server, on release by the OS vendor.

+  For third-party applications and update patches - The patch management module can install any patch or
application whose installation package is of the format as given below:

«  Windows - .exe, .msi, .msp, .msu

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 9
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«  Ubuntu/Debian - .deb
«  CentOS - .rpm
«  Mac-.dmg

To initiate patch installation on per endpoint basis
+  Select the customer account from the 'Customer Account' drop-down
+  Click 'Agents' tab to view the list of endpoints enrolled for the customer

«  Select the endpoint on which the patches/updates or third-party application(s) is/are to be installed and click
on the endpoint name. The Endpoint Details interface will open.

- Scroll down to the Inventory area at the bottom of the page.
«  Select the items to be installed

« Toinstall patch(es) or updates, click the 'OS' tab
« Toinstall custom or third-party applications, select the 'Custom' tab

«  Select the item(s) to be installed. You can use the search and filter options to search for the
specific patch(es)/update(s) or applications to be installed. Refer to the explanation on Sorting,
Filtering and Search Options in the section Viewing Endpoint Details for more details

«  Configure the installation options:

Restart options — Select whether the endpoint needs to be restarted for the installation to take effect, from
the first drop-down at the top right. The options available are:

«  No Restart — The endpoint will not be restarted on completion of the installation operation. If the
item(s) installed require the endpoint to be restarted for the installation to take effect, it will do so,
only after the next manual restart of the endpoint by the end user.

+  Only if needed — The patch management module will check whether the item(s) installed
require(s) the endpoint to be restarted for the installation to take effect. The endpoint will be
restarted upon completion of installation only if it is required.

«  Forced - The endpoint will be restarted upon completion of installation operation, regardless of
whether the items installed requires to do so, for the installation to take effect.

+  Priority - Choose the execution priority for the installation operation at the endpoint from the next drop-
down. The CPU usage for the installation operation will be set as per the chosen priority. The options
available are:

. |dle
- Below Normal
«  Normal

+  Above Normal
« High
 Toinstall the item(s) instantly, click the "Submit' button

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 10
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Policy L Mo restart

M show Hidden  sorcey [IEEICICIRd

Release Date Vulnerability 1D

O (update) Update for Window  09/09/2014 Optional i}

D (update) Security Update for  02/11/2014 MS14-007 Critical (1]

D (update) Update for Window  11/12/2013 - Optional (1]
¥/ O (update) Security Update for  10/14/2014 - Optional o
[[] © (update) Security Update for  08/12/2014 MS11-048 Critical (1]
[7] @ (update) Security Update for  05/08/2012 MS12-035 Critical o
[[] © (update) Security Update for  10/08/2013 MS13-081 Critical (1]
[] © (update) Update for Window  05/19/2015 - Optional o

« Toinstall the item(s) at a scheduled time, select the 'Policy' checkbox

Software Inventory a 0s 7N Custom o

_l Show Hidden sy KL ACIE] Polizy B

Release Date Vulnerability 1D Version
O (update) Update for Window  09/09/2014 - Optional L1}
O (update) Security Update for ~ 02/11/2014 MS14807 Critical [1]
£ O (update) Update for Window ~ 11/12/2013 - Optional o
(update) Security Update for  10/14/2014 - Optional

Setup operation 4

Installation on Sales gro

Cancel Save

The Setup operation dialog will appear to set the schedule.

«  Enter a name for the installation operation in the label text box

+  Click the Date text box to enter the time and date at which the selected patch(es) or update(s)are
to be installed. A calendar drop-down will appear.

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 11
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Setup operation

081272015 14230

(4] August 2015

Su Tu We Th

1 Cancel Save

23 24 2 2 27 28 23
30 AN

Time 14:30

Hour

Minute | )

Mow Done

«  Select the date from the calendar
+  Set the time using the Hour and Minute sliders
+  Click Done
+  Click 'Edit' from the 'Setup operation' dialog.
+  Click 'Submit' from the Inventory area.
The installation operation will be created and executed instantly or at scheduled time as chosen.

For an instant installation operation, you can view the progress of the operation from the '‘Operations' interface. Refer
to the section Viewing Patch Management Operations.

For a scheduled installation operation, you can view the schedule displayed under the 'Policies' tab. Refer to the
section Automated Management Policies.

To initiate patch installation on an endpoint group
+  Select the customer account from the '‘Customer Account' drop-down
+  Click 'Tags' tab to view the list of tags created for the customer account, for grouping the endpoints.

+  Select the group of endpoints on which the patches/updates or third-party application(s) is/are to be
installed and click on the tag name. The Tag Details interface will open.

«  Scroll down to the inventory area.
«  Select the items to be installed
« Toinstall OS patch(es) or updates, click the 'OS' tab
« Toinstall custom or third-party applications, select the 'Custom' tab
Select the item(s) to be installed. You can use the search and filter options to search for the specific

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 12
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patch(es)/update(s) or applications to be installed. Refer to the explanation on Sorting, Filtering and
Search Options in the section Viewing Details of a Tag for more details

+  Configure the installation options:

Restart options — Select whether the endpoints need to be restarted for the installation to take effect, from
the first drop-down at the top right. The options available are:

«  No Restart — The endpoints will not be restarted on completion of the installation operation. If the
item(s) installed require the endpoint to be restarted for the installation to take effect, it will do so,
only after the next manual restart of the respective endpoint by the end user.

+  Only if needed — The patch management module will check whether the item(s) installed
require(s) the endpoint to be restarted for the installation to take effect. The endpoints will be
restarted upon completion of installation only if it is required.

«  Forced - The endpoints will be restarted upon completion of installation operation, regardless of
whether the items installed require(s) to do so, for the installation to take effect.

Priority - Configure the execution priority for the installation operation at the endpoint from the next drop-
down. The CPU usage for the installation operation will be set as per the chosen priority. The options
available are:

« ldle
«  Below Normal
«  Normal
«  Above Normal
« High
+ Toinstall the item(s) instantly, click the 'Submit' button

Software Inventory (230 4 os

(@ LECCTEETREEERE ulnerabilty D [~ |

Release Date Vulnerability 1D

Policy L No restart

O (update) Update for Window ~ 09/09/2014 Optional

D (update) Security Update for ~ 02/11/2014 MS14-007 Critical o

D (update) Update for Window  11/12/2013 - Optional (1]
27/ O (update) Security Update for  10/14/2014 - Optional (1]
[] © (update) Security Update for  08/12/2014 MS11-048 Critical i}
[[] © (update) Security Update foi  05/08/2012 MS12-035 Critical (1]
[7] @ (update) Security Update for  10/08/2013 MS13-081 Critical o
[[] © (update) Update for Window ~ 03/19/2015 - Optional (1]

The installation operation command will be sent to the endpoints with operating systems and system requirements
satisfying those of the item to be installed and covered by the tag. You can view the progress of the operation from
the 'Operations' interface. For more details on viewing the details of the operation, refer to the section Viewing
Patch Management Operations.

« Toinstall the item(s) at a scheduled time, select the 'Policy' checkbox

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 13
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Software Inventory a 0s 7N Custom o

(o LEEREEUREESEN \uinerabiliy 1D [

Release Date Vulnerability 1D Version

O (update) Update for Window  09/09/2014

Optional o

O (update) Security Update for ~ 02/11/2014 4,007 Critical [1]

£ O (update) Update for Window ~ 11/12/2013 Optional o
(update) Security Update for  10/14/2014 - Optional

Setup operation 4

Installation on Sales gro

Cancel Save

The Setup operation dialog will appear to set the schedule.
+  Enter a name for the installation operation in the label text box

«  Click the Date text box to enter the time and date at which the selected patch(es) or update(s)are to be
installed. A calendar drop-down will appear.
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Setup operation

081272015 14230

(4] August 2015

Su Tu We Th

1 Cancel Save

23 24 2 2 27 28 23
30 AN

Time 14:30

Hour

Minute

Mow Done

+  Select the date from the calendar
+  Set the time using the Hour and Minute sliders
+  Click 'Done'
+  Click 'Edit' from the 'Setup operation' dialog.
+  Click 'Submit' from the Inventory area.

The installation operation command will be sent to the endpoints with operating systems and system requirements
satisfying those of the item to be installed and covered by the tag, at the time as specified in the schedule. You can
view the schedule displayed under the 'Policies' tab.

COMIO0

m DASHBOARD AGENTS APPLICATIONS TAGS POLUCIES OPERATIONS SYSTEM REPORTS 48 infotronics =
v212
# Add Pelcy
Dperation Totel Runs et Run
Installation of updates install cron /A 0817205113600 AN X
Apply OS Patches on Boba Computer imztall once NiA 08720/2015 12-20:00 PM X
IPulch Inztallation on Sales Group inztall once NiA 08FI20N5 023400 PM X i

«  For more details on managing scheduled operations, refer to the section Automated Patch Management
Policies.

Create policies for automated patch/updates installation operations
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You can create policies for automated, periodical and repeated patch management operations of the endpoints. The
policies are constructed by specifying:

«  The operation, like installation of OS patches/updates or the third-party applications, periodical reboot of the
endpoints

«  The schedule for the operation
«  The endpoints or groups upon which the operations needs to be performed.
To create a policy
+  Select the customer account from the '‘Customer Account' drop-down
«  Open the policies interface by clicking the 'Policies' tab
+  Click the 'Add Policy' button at the top right. The 'Create New Policy' dialog will open:

+ Add Policy

Total Runs Mext K
cron Nf& 08/17/201511:36:00 Al
cron NfA 08/17/201511:40:00 A

Create New Policy

August 2015 Installation of updates Operation Type H|
L L Package Type E| Severity E|
e

Cancel Save

+  Configure the parameters as shown below:

Create New Policy Dialog - Table of Parameters

Parameter Description
Policy Name Enter a name shortly describing the operation to be executed as per the
schedule.
Operation Type Select the operation to be executed from the drop-down:
+ Install - Installs the OS patches/updates or third-party applications
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available from the server at the time of execution on to the selected
endpoint(s), appropriate to their respective operating systems.

«  Reboot - Restarts the selected endpoints.

Package Type Select the type of items to be installed from the drop-down, if you have chosen
'Install' as operation type:

+  0OS - Installs the OS patches and update packages available from the
server at the time of execution on to the selected endpoint(s),
appropriate to their respective operating systems.

+  Custom - Installs the third-party applications available from the server
at the time of execution on to the selected endpoint(s), appropriate to
their respective operating systems.

You can filter the items to be installed by choosing the severity level of them.

Severity Select the severity level of items to be installed from the drop-down.
+  Any - Installs all the items

+  Optional - Installs only the optional items
+  Recommended - Installs only the recommended items

+  Critical - Installs only the items with 'Critical' severity level

Repeat Choose the frequency at which the operation is to be performed:

None — The operation will be executed only once on the date and time chosen
from the calendar at the left. Choose the date from the calendar and time from
the Hour and Minute sliders.

Every day — The operation will be executed daily at the set time, starting from
the date and time chosen from the calendar.

Every week - The operation will be repeated weekly once on the day of the
week same as that of the date chosen from the calendar, at the set time for the
first execution .

Every Month - The operation will be repeated monthly once on the day of the
month same as that of the date and time chosen from the calendar for the first
execution.

Every Year - The operation will be repeated yearly once on the day of the year
same as that of the date and time chosen from the calendar for the first
execution.

Custom — Repeats the operation at custom intervals. Refer to the section
below, explaining setting up the custom intervals.

Policy On Choose whether the operation is to be executed on selected endpoint(s) or
group(s) of endpoints covered by specified tag(s).

«  Tags — On choosing Tags, click inside the Tags field at the right and
select the tags that cover the endpoints upon which the items are to
be installed from the drop-down.

+  Agents - On choosing Agents, click inside the Agents field at the right
and select the Endpoints upon which the items are to be installed from
the drop-down.

Install only approved applications | Selecting the checkbox installs only those items that are approved for
automated installation from the 'Applications' interface. For more details on
approving the items, refer the section Approving Packages for Automated
and Scheduled Installations..
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Setting Custom Intervals for Scheduled Patch Management Operation

The administrator can also configure the policies to execute the operation repeatedly at custom time points. The
schedule can be set to run the operation once in every:

« 'N"number of days — The operation will be run once in on every N number of days at the set time

« 'N"number of weeks - The operation will be run once in on every N number of weeks on the set weekdays
at the set time.

« 'N"number of months - The operation will be run once in on every N number of months on the set days at
the set time.

« 'N'"number of years - - The operation will be run once in on every N number of years on the set dates at
the set time.

To set a schedule for the operation to run every 'N' number of days

+  Choose 'Custom' from the Repeat drop-down.

Create New Policy

August 2015 Installation updates Install M
N C— f
o —

| % Gautemala ||

Time 11:50

Hour L

Minute

Cancel Save

+  Select 'Daily' from the 'Frequency' drop-down.
+  Choose the number of days to be set as the interval from the Every drop-down.
- Set the time at which the operation is to be executed from the time slider at the left
«  Click Save from the Create New Policy dialog,
To set a schedule for the operation to run every 'N' number of weeks
«  Choose 'Custom' from the Repeat drop-down.

+  Select 'Weekly' from the 'Frequency' drop-down.
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August 2015 Installation updates Install H‘
coon [

| % Gautemala |

Time 1150 ey

Hour

Minute

Cancel Save

+  Choose the number of weeks to be set as the interval from the 'Every' drop-down.
+  Select the days of the week from the days displayed below 'Every' drop-down.
+  Set the time at which the operation is to be executed from the time slider at the left.
«  Click 'Save' from the Create New Policy dialog.

To set a schedule for the operation to run every 'N' number of months
+  Choose 'Custom' from the Repeat drop-down.

+  Select 'Monthly' from the 'Frequency' drop-down.
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P

Time 1150 worny [

Hour

Minute |

«  Choose the number of months to be set as the interval from the 'Every' drop-down.
+  Select the days of the month from the month calendar displayed below 'Every' drop-down.
+  Set the time at which the operation is to be executed from the time slider at the left.
«  Click "Save' from the Create New Policy dialog.
To set a schedule for the operation to run every 'N' number of years
+  Choose 'Custom' from the Repeat drop-down.

«  Select 'Yearly' from the 'Frequency' drop-down.
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Cancel Save

+  Choose the number of years to be set as the interval from the 'Every' drop-down.
«  Select the months from the months displayed below 'Every' drop-down.

+  Set the day of the month(s) and the time at which the operation is to be executed from the calendar at the
left.

«  Click 'Save' from the Create New Policy dialog.
The schedule will be saved and the operation will be executed as per the schedule.
Step 5 - View patch management operations

The administrator can view the progress and details of the patch management that are currently running and the
scheduled operations from the 'Operations' interface.

To view the list of operations

+  Click the 'Operations' tab.
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The left hand pane displays the list operations. The right hand pane displays the details of the operation selected
from the list with its progress at each endpoint.

The details pane lists the target endpoints and the progress status of the operation. The administrator can also view
the list of items being installed at any endpoint by clicking the blue drop-down beside the endpoint name.

INSTALL OS APPS BY INFOTRONICS

09/01/2015 04:00:09 PM

Targel Agents

COMODO-PC AL Started 09/01/2015 04:00:16 PM. 2 application(s) pending.

Security Update for Windows 7 (KB29_ 0 L
Security Update for Microsoft MET Fr... 0 ¥

«  To view the error messages for operations not completed successfully, Click on the 'Error' link at the right
end, for the endpoint you wish to see the error details.
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INSTALL OS APPS BY INFOTRONICS

09/01/2013 04:28:58 PM

Target Agents

SMITH-COMPUTER — &
COMODOo-PC — = 916 PM. 1 application(s) pending
BOB-COMPUTER

Waiting fiar Agent

«  To view the error messages for operations that are completed with errors, click on the 'Completed with ‘N’
errors' link at the right end, for the endpoint you wish to see the error details.

UNINSTALL BY INFOTRONICS

09/01/2013 12:48:35 PM

Target Agents

USNJMAD73 — 3 Clompleted with 2 errors)

USNJMAO73 - Errors

Security Update for Windows 7 for x64-b.. Unable to successfully uninstall application. If this is not 8 Windows Update .

Security Update for Windows 7 for xbd-b - Unable to successfully uninstall application. If this is not a8 Windows Update

Done

The list of applications that failed to install and the reasons for failure is displayed.
Step 6 - View system reports

The administrator can view the summaries of hardware/software/network details for each endpoint registered for the
customer account under the System Reports tab. It also displays the patch management policies active for the
customer and an exhaustive list of available OS patches and updates with details of endpoints affected by them.

To view the reports on each endpoint, click the 'System Reports' tab
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Previous. | Nest

The Interface contains the following tabs:
«  OS - Displays the details of operating system of each endpoint added to the customer account.

«  Network - Displays information on the networks to which each endpoints is connected. This includes the
type of network and the MAC and IP addresses of the endpoint.

«  Memory - Displays the size of the system memory (RAM) mounted on each endpoint and the current usage
statistics of it.

« HDD - Displays the details of the hard disk drive mounted on each endpoint and the current usage statistics
of it.

«  CPU - Displays the details of the CPU usage (in percentage), by user initiated and system initiated
processes.

+  Hardware - Displays information on basic hardware components like HDD, CPU, Display and RAM in each
endpoint.

+  Policy - Displays the policies for automated and scheduled patch management, active for the customer
account.

+  Global Patch List - Displays an exhaustive list of available OS patches and updates with details of
endpoints affected by them.

Full details of the information displayed under each tab is available in the section Viewing Endpoint Report
Summaries of the Administrator Guide.

1.2 Login to the Patch Management Module

To access the Patch Management Module, login into with your user name and password at
https://one.comodo.com/app/login
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COMODO ONE

Email or Login

Password

[] Remember Me Forgot password?

LOGIN

The C1 Dashboard will be displayed.

COMODOONE = & ;: w w - m var #® @
|-~ |
" Diasisbyonaitl » O
I — 2
Churck Actisna g IT and Security Manages - Secury Sastus
é =-;+£] F Iractive Anteinin nacires Faewalis Inctme Sarsdsag
P ;_ ri
Dorvnbaad Bulk Add Maw Dwvicw Cramle M Ticks

For more details about C1 dashboard, refer to our online guide at https://help.comodo.com/topic-289-1-716-8730-
The-Dashboard.html

To open the Patch Management module

+  Once logged-in, click 'Licensed Applications' at the top then click 'Patch Management'
« Alternatively, click 'All Licensed Applications' under 'Licensed Applications', then click the 'Patch
Management' tile to open the PM module
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#& Comodo One MSP > Dashbo:  Service Desk

Al Licensed Applications
Quick Actions

By default, the Patch Management 'Dashboard' screen will be displayed:

1.2.1 The Patch Management Administrative Console

The PM Administrative Console is an easy to use interface which allows administrators to view network-wide patch
requirements, create endpoints groups, create polices and assign to endpoint group, view reports and more.

Account Controls
Shows the currently

logged-in user.

Customer Account Click on the name
Main Navigation to access admin

|Displays the current customer settings, account
Click this icon Enables you to navigate to account. Click on the name settings, agent

to return to different configuration areas to select a different customer download or
the Dashboard| of the Patch Management Module from the drop-down logout.

ASHEOARD  AGEMTS  APPLICATHONS aGS  POLICIES  OPERATIONS YSTEM REPOR & Infotronies Ch... @

Wulnerahibtes  Last Lipdated

w 1 N ST indgwes ! Professional Gernoe FPac, ‘windcws n 4 1] (=R efrd1h]
il i T4 Macmind: Teals- Mac 0= X 10.10.3 danssn “ z o Enzrzm
ik & Serith Computer Wicroanf Windows 7 Uitimate Service Pack 1 windows B H Q 1007201
ik | @ COUB32EB0 Uesurrie 1404 {1 n ™ o R30I
o Sy SMITH-COMPUTER Microaof Windows: 7 Professional i v H ¥} 1] 1715027201,

Main Configuration Area

Displays the list of items pertaining to the chosen tab and enables you to
initiate various patch management operations
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The Tabs
The administrative interface contains seven tabs that allow administrators to navigate to different configuration
areas:

+ Dashboard - Displays key statistics of the number of OS patches, OS updates and third-party applications
available in the server and their installation status at the endpoints. Refer to the section The Dashboard for
more details.

«  Agents — Displays the list of endpoints enrolled by installing the patch management agent, for the selected
customer account with their details. Clicking on an endpoint opens the Endpoint Details Interface that
displays the detailed information of the endpoint and enables to remotely install missing OS
patches/updates and third-party applications on to the selected endpoint. Refer to the section Viewing and
Managing Agents and Endpoints for more details.

«  Applications - Displays the list of OS patches and updates and custom third-party applications available in
the patch management server. Clicking on an item opens the Applications Details Interface that displays
the detailed information of the item and enables to remotely install the item on selected endpoints. Refer to
the section Managing OS Updates, Patches and Applications for more details.

«  Tags - Displays all current tags which can be assigned to endpoints. Clicking on a tag will display all
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endpoints covered by the tag and allow administrators to remotely install any outstanding updates on them.
Refer to the section Adding Tags and Managing Endpoint Groups for more details.

« Policies - Displays the list of policies created for automated and scheduled patch management operations
configured to periodically run on selected endpoints or endpoint groups. The interface also allows
administrators to create new policies for patch management. Refer to the section Automated Patch
Management Policies for more details.

«  Operations — Displays the list of manually initiated and scheduled patch management operations that were
completed and currently running. Clicking on an item displays the details of the operation, including the
items installed and endpoints affected. Refer to the section Viewing Patch Management Operations for
more details.

«  System Reports - Displays summaries of hardware/software/network details for each endpoint registered
for the customer account. It also displays the patch management policies active for the customer and an
exhaustive list of available OS patches and updates with details of endpoints affected by them. Refer to the
section Viewing Endpoint Report Summaries for more details.

Customer Account

The customer account selected for the patch management operations is displayed at the right end of the title bar.
Clicking the drop-down arrow enables the administrator to switch to different customer accounts for management.

% infotrenics

Chennai Techwriting

Honest Car Merchants

Wulnerabili e

Account Controls

The username of the currently logged-in administrative user is displayed at the top right of the patch management
console interface. Clicking on the name displays a drop-down with options for administrative settings for the account,
view the details of the currently logged-in administrator and to log out of the console.

- infu:hrnnia -

Account Settings
Agent Download

Admin Settings

Logout

«  Account Settings — Displays the details of the currently logged in administrator such as their login name,
email name and more. Refer to the section Viewing Administrator Account Settings for more details.

«  Agent Download — Opens the agent download and installation instructions interface that contains
download URLs for the setup files and installation instructions patch management agent. The patch
management agent should be installed at each endpoint for remotely installing agents and applications.
Refer to the section Enrolling Endpoints by Installing the Agent for more details.

+  Admin Settings — Allows administrators to configure Syslog server settings, email settings and notifications
settings. Refer to the section Admin Management for more details.
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2 Enroll Endpoints by Installing the
Agent

The patch management module requires a small software agent to be installed on each managed endpoint to
facilitate communication with the console. The agent will provide constantly updated statistics about the endpoint to
the console and is required for remote installation/uninstallation of patches and remote power operations.

Once the agent is installed, the endpoint is automatically discovered and enrolled by the patch management server.
The administrator can then add tags to the endpoint, add it to endpoint groups, apply patch management policies,
view hardware/software/network details and more.

Note - The customer account for which the endpoints are to be added, should be chosen from the 'Customer
Account' drop-down prior to enrolling the endpoints. The agent installation parameters will be different for each
customer account.

The following sections provide detailed explanations about downloading and installing the agent on to endpoints of
different operating systems:

- Downloading the Agent Installation Files

- Installing the agent on Windows endpoints

« Installing the agent on Linux endpoints

+ Installing the agent on MAC endpoints
Downloading the Agent Installation Files
The agent setup files for Windows, Linux and Mac endpoints can be downloaded from the administrative console.
To download the agent setup file

«  Choose the customer account to which the endpoints are to be added from the 'Customer Account' drop-
down

+  Click on your login username at the top right and choose 'Agent Download'
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The agent download page will open, with the download URLs of setup files and installation instructions.

+  Windows agent download - The URL for downloading the agent setup file for Windows endpoints. Copy
the URL and paste to the address bar of any web browser to download the setup file and copy and save the
setup file to the endpoint(s) to be enrolled.

«  Windows agent command line - The execution command for silent installation of the agent at Windows
endpoints. Copy and save the command line for execution at the endpoints for installing the agent. Please
note if the administrator while installing the Remote Monitoring and Management (RMM) agent has opted
for both RMM and Patch Management (PM), then the Windows endpoint will automatically report to the PM
interface.

«  UNIX agent download - The URL for downloading the agent setup file for Linux endpoints. Copy the URL
and paste to the address bar of any web browser to download the setup file and copy and save the setup
file to the endpoint(s) to be enrolled.

«  UNIX agent command line - The execution command for silent installation of the agent at Linux endpoints.
Copy and save the command line for execution at the endpoints for installing the agent at the background.

+  Mac agent download - The URL for downloading the agent setup file for Mac endpoints. Copy the URL
and paste to the address bar of any web browser to download the setup file and copy and save the setup
file to the endpoint(s) to be enrolled.

+  MAC agent command line - The execution command for silent installation of the agent at Mac endpoints.
Copy and save the command line for execution at the endpoints for installing the agent at the background.

Installing the agent on Windows endpoints

Please run the setup file with administrative privileges. Installation will be carried out from the Windows command
line interface.

Step 1 - Transfer the agent installation file to the target endpoint.

«  Copy the agent installation file to the prospective target endpoint through any means of file transfer like
network file sharing or using removable storage media such as DVD, CD, USB memory and store it in an
easily accessible location.
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Step 2 - Open Windows Command Line Interface with administrative privileges

+  Click Start > All Programs > Accessories

+  Right click on 'Command Prompt' and choose 'Run as Administrator' from the context sensitive menu...
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Windows Defender

....and click 'Yes' in the confirmation dialog.

Step 3 — Execute the installation command for the silent execution.
+  Navigate to the folder in which the agent setup file is saved, from the command line

+  Enter the execution command for silent installation by pasting the command line copied from the 'Windows
agent command line' field of the agent download page of the Patch Management Administrative Console.

The agent will be installed silently without displaying any alerts to the end-user. Upon completion of installation, the
endpoint will be automatically discovered by the Patch Management server and enrolled for patch management
under the specified customer account.

Note: For Windows Vista and previous versions please make sure that Microsoft.net Framework 3.5 SPI and
Microsoft Framework 4.5.1 were installed on the machines before agent registration.

Installing the agent on Linux endpoints

The agent setup file is called 'patch_agent.sh' and can be found amongst the files extracted from the original .tar file.
The agent should be copied to and installed on each target endpoint.

Step 1 - Transfer the agent installation file to the target endpoint.

- Copy the agent setup file downloaded from the agent download interface of the administrative console to
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the prospective target endpoint through any means of file transfer like network file sharing or using
removable storage media such as DVD, CD, USB memory and store it in an easily accessible location.

Step 2 - Open Ubuntu Terminal Prompt in root
+  Open Ubuntu terminal window and enter the 'su’ command and enter the super-admin password.
+  Navigate to the location where the agent setup file is saved using the 'cd' command.

Step 3 — Executing installation command

+  Enter the execution command for silent installation by pasting the command copied from the 'Unix agent
command line' field of the agent download page of the Patch Management Administrative Console

After entering the command, a message, for example ' "Verifying archive integrity... Uncompressing C1Agent
autoinstaller 2.1.734" will be displayed, which indicates that the agent has been successfully installed and is running.

Installing the agent on MAC endpoints

The agent setup file is called patch_agent.sh' and can be downloaded from PM server. The agent should be copied
to and installed on each target endpoint.

Step 1 - Transfer the agent installation file to the target endpoint

+  Copy the agent setup file downloaded from the agent download interface of the administrative console to
the prospective target endpoint through any means of file transfer like network file sharing or using
removable storage media such as DVD, CD, USB memory and store it in an easily accessible location.

Step 2 - Open MAC Terminal Prompt in root
+ Open MAC terminal window and enter the 'su’ command and enter the super-admin password.
- Navigate to the location where the agent setup file is saved using the 'cd' command.

Step 4 — Change access permission to agent setup file

«  Apply 'chmod' command to agent setup file via terminal to allow access permission for setup file.
Example : chmod 777 patch_agent.sh
Step 3 — Executing installation command

+  Enter the execution command for silent installation by pasting the command copied from the 'MAC agent
command line' field of the agent download page of the Patch Management Administrative Console

After entering the command, a message, for example, ' "Verifying archive integrity... Uncompressing Comodo One
Agent autoinstaller 3.0.0" will be displayed, which indicates that the agent has been successfully installed and is
running.

3  The Dashboard

The patch management dashboard provides a easy to understand summary of key statistics and pending tasks. This
includes the number of OS patches, OS updates and third-party applications available in the server and their
installation status at the endpoints. The dashboard also displays a log of recent patch management operations and a
upload history of packages to the patch management server.
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The dashboard displays contains the following areas. Each area is explained in detail after the list.

+  Numerical Summary of OS patches/updates and custom/third-party applications available from the
server for installation on to endpoints and numbers of that same, being currently installed

« Barcharts showing the numbers of available packages, breakdown with respect to their applicable
OS versions and their severity levels

« Top 5 patches needed and top 5 latest patches available for installation

+ Alog of recent patch management operations

«  Atime-line chart showing the upload history of patches, updates and applications
Available and Pending Packages

The first row of boxes show the numbers of available packages and currently installed packages.

o0s Custom Custom Pending Pending
66 3 a 34

«  0S -The OS patches and updates that are available at the server and eligible for installation on to
endpoints depending on their operating systems. Clicking the number takes you to 'Applications' interface
with the 'OS' tab opened and applied with 'Available' filter that displays the items available under the
category. Refer to the section Managing OS Updates, Patches and Applications for more details.

«  Custom - The custom and third-party applications that are available at the server and eligible for installation
on to endpoints depending on their operating systems. Clicking the number takes you to 'Applications'
interface with the 'Custom' tab opened and applied with 'Available' filter that displays the items available
under the category. Refer to the section Managing OS Updates, Patches and Applications for more
details.

«  Custom Pending - The custom and third-party applications whose installation on to endpoints has been
initiated and currently in progress. Clicking the number takes you to 'Applications' interface with the
'Custom' tab opened and applied with 'Pending' filter, that displays the items being currently installed. Refer
to the section Managing OS Updates, Patches and Applications for more details.

«  Pending - The OS patches and updates whose installation on to endpoints has been initiated and currently
in progress. Clicking the number takes you to 'Applications' interface with the OS tab opened and applied
with 'Pending' filter, displaying the items being currently installed. Refer to the section Managing OS
Updates, Patches and Applications for more details.

Bar Charts
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The dashboard displays bar charts to show an at-a-glance summary of the numbers of patches, updates and
applications, sorted based on OS versions to which they can be applied and their severity level.

Awailable Applications by 0% Available Applications by Severity

Hovering the mouse cursor over the bars displays the number of applications that fall under the selected category.
Top 5 and Latest Patches

The '"Top 5 Patches Needed' table displays a list of top 5 OS patches and updates ranked based on number of
endpoints upon which they can be installed.

Top 5 Patches Needed

MName Severity Release Date

Definition Update for Windows Defender-..  Optional 08/28/2013 1
Digital Camera RAW Compatibility Update  Optional 0872013 1
iTunes Optional 0813752015 1
Update for Windows 7 for x64-based Syst...  Optional 08/04/2015 1
Security Update for Windows 7 (KB30799...  Critical 0772002013 1

The 'Latest Patches Available' table displays a list of top 5 latest OS patches and updates available at the server,
ranked based on their release dates

Latest Patches Available

Mame Severity Release Date

Definition Update for Windows Defender-..  Optional 08/28/2015 o1
Digital Camera RAW Compatibility Update  Optional 0872015 2
iTunes Optional 0813720135 3
Update for Windows 7 for x64-based Syst...  Opticnal 0&/04/2015 303
Upgrade to Windows 10 Pro Optional 0772372015 0

The tables display the severity level, release date and number of eligible endpoints for each item.

Clicking on any item in the table opens the 'Applications' interface displaying the complete details of the item, which
also allows the administrator to install the item to selected endpoints. For more details on the Application Details
interface, refer to the section Viewing Details of a Patch, Update Package or an Application.

Recent Log of Patch Management Operations

The logs area displays the list of recent patch management, application installation and power management
activities remotely carried out by the patch management module on the endpoint.

Srstus
instal o8 Bpps 0872172015 02:10:02 PR Infatromics EE B8
[ pep— 08/31/2015 07-06:50 PM R —— =D
Install custom apgs OB/305H07 5 05:09-02 P infotromios
nstall ewstom ngs 08/29/2015 03:09.02 FM infelresica =R
install cusinm apps DA/ZBAZ01S 05098 P infotronics (13
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Logs table - Column Descriptions

Column Description
Operation The name of the manual or scheduled job executed.
Created Time Precise date and time at which the command was sent to the endpoint.
User The administrative user that initiated/created the job.
Status The running/completion status of the job. The number in the status indicates the number

of applications installed/updated.

- The job(s) was/were successfully executed.
- The job(s) is/are under progress

m - The job execution failed.

E - Indicates the number of jobs that are yet to be processed by the PM agent.

Clicking on a log entry opens the Operations interface with the selected operation page selected. The Operations
interface displays granular details of the operations executed. For more details on the Operations interface, refer to
the section Viewing Patch Management Operations.

Upload History

The dashboard displays a time-line chart showing the history of patches, updates and applications uploaded to the
patch management server. The bars are color coded to indicate the numbers of items of different severity levels.

Red - Indicates the number of items of 'Critical' severity uploaded on that day
Yellow - Indicates the number of items of 'Recommended' severity uploaded on that day
Gray - Indicates the number of optional items uploaded on that day
|
;!l----:----..:ln-ll -.I---.- -_lll_'.----_-_-lll_l_-"- -I_--l---_llli- --II---III-..-_T-I-.-,-,---.-._-_.,-.
- - INT T W T — = o M I T - ity i fug
il % 5

The chart can be re-scaled to display the history for selected period by choosing the preset period options at the top
left and further customized using the slider pointers at the bottom.

Hovering the mouse cursor over a bar displays the number of items uploaded on the selected day.

Clicking on a specific colored portion of the bar displays the list of items falling under the severity level, uploaded on
that day.
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Clicking on an item name opens the 'Applications' interface displaying the complete details of the item, which also
allows the administrator to install the item to selected endpoints. For more details on the Application Details
interface, refer to the section Viewing Details of a Patch, Update Package or an Application.

4 View and Manage Agents and
Endpoints

The Agents interface summarizes key information about endpoints that have the agent installed and which belong to
the selected customer account.

Administrators can use this interface to view endpoint details, remove an endpoint, transfer endpoints among
customers, initiate remote updates, apply patches and install applications.

Clicking on any row will open a detailed properties page which contains important status and activity information

about the endpoint.
m DASHEDARD AGENTS APPLICATIONS TAGE POLICIEE OPFERATIONS SYSTEM REPORTS & Infotronics Ch...

EXT Compinsr ams | s

i [ & BOB-COMPUTER Microsoft Windows ! Professional Service Pac.. windows n £ L] {111y
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iy [ & Senith Compaie Mizraschl Windows 7 URimabe Senvice Pack 1 windows ﬂ 34 o 10/0720
& @ COUBI2686 Uountu 1404 lirwax [ ] 379 ] 09/03/201
ik 22 SMITH-COMPUTER Kireaef! Windows 7 Prefesmion sl windous o ] 11025301

Agents table - Column Descriptions

Column Description

Status Indicates the running status of the agent on the endpoint
+ - PM Agent is installed and responding correctly
4 - PM Agent not responding. Endpoint may be down or agent not reachable
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- Endpoint needs to be restarted to apply patches and updates

Agent Name The 'Display name' of the endpoint on which the PM agent is installed. If a display name
is not assigned for the endpoint, its host name is displayed. Refer to the explanation
under Computer Details in the section Viewing Endpoint Details for more details on
assigning the display names.

Operating System The version of the operating system on the endpoint
0S Code The base code of the operating system
Tags Displays the number of tags assigned to the endpoint. Clicking on the number displays

the tags that represent the groups to which the endpoint is a member. Refer to the
explanation under 'ldentifying the Groups of an Endpoint' for more details.

Background Note: Tags are labels used to reference groups of endpoint agents.
Applying an action to a tag will apply the action to all endpoints with that tag. For
example, tags can be selected as a target for any policies you deploy in the ‘Policies’
area. This can save time by allowing you to accurately deploy updates to many
endpoints simultaneously. Ideally, you should create multiple tags to cover attributes like
operating system and department then apply them to particular endpoints/agents as
required. For example, you could create and apply tags called ‘Windows XP’, ‘Windows
7', ‘Windows Vista’, ‘Sales Department’, ‘IT department’, ‘DMZ Machines’ and ‘Accounts’
department’. For more details on creating new tags and applying them to the endpoints,
refer to the section Adding Tags and Managing Endpoint Groups.

Updates Indicates the number of recommended OS updates for the endpoint

Vulnerabilities Indicates the number of security threats identified at the endpoints, which can be
cleared by applying OS updates that are recommended for the endpoint

Last Updated on The date and time of the most recent update operation on the endpoint.

Identifying the Groups of an Endpoint

The '"Tags' column displays the number of groups to which the endpoint is added as a member for group
management. Refer to the section Managing Endpoint Groups for more details on groups.

«  To view the group names, click on the number as shown below.

Tags for Agent comodo-PC

Done

Sorting and Searching Options
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Sorting the Entries

You can sort the entries in the ascending or descending order of different criteria like host names and display names,
last update period and so on.

+  Select the criteria from the 'Sort by' drop-down. The available options are:

Computer Name the host names of the endpoints

Display Name the display names of the endpoints

0S Code the base code of the operating systems at the endpoints
OS String the version of operating system at the endpoints

Agent Status the running status of the agent at the endpoints

Last Updated the date/time of the last update carried out at the endpoints

«  Choose whether the entries are to be sorted on ascending or descending order of the selected criteria from
the next drop-down

Filtering the Entries
You can filter the entries based on different criteria like Operating Systems, agent status and more.

«  Select the criteria from the 'Filter by' drop-down. The available options are:

Criteria Filters the entries based on...

None No filter will be applied.

0S Code the base code of the operating systems chosen from the next drop-down.

OS String the version of operating system chosen from the next drop-down.

Agent Status the running status of the agent chosen from the next drop-down.

Production Level the purpose of the endpoints based on which they are grouped, chosen from the
next drop-down. Refer to the explanation under Production State in the next
section Viewing Endpoint Details for more details.

Searching the Endpoints
You can search for specific endpoint(s) by entering their host name, IP address or MAC address as search criteria.

«  Choose the criteria from the 'Search by' drop-down. The available options are:

Display Name Enter the Display name of the endpoint in part or full in the search text box

IP Address Enter the IP Address of the endpoint

MAC Address Enter the physical address of the endpoint without colons or dashes between the
digits (Example: 0A1BC2D3E4F5)

The interface allows the administrator to:
+  View details of an endpoint

- Initiate manual update or patch/application installation operation
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+  Remove selected endpoint(s)

4.1 View Endpoint Details

Clicking on any endpoint listed in the 'Agents' area will open detailed information about the selected endpoint. This
includes hardware usage, endpoint tags, software/hardware/network details and a summary of updates that are
available for the endpoint. Administrators can also use this interface to remotely restart or shutdown the endpoint,
view logs of previous operations and to manually install/uninstall applications and patches.

To view endpoint details, click anywhere in the row of selected endpoint. The Endpoint Details screen will be

displayed:
1Y [T] #= BOB-COMPUTER Microsoft Windows 7 Professional Service Pack 1 windows
v B I e darwin
L Microsoft Windows 7 Ultimate Service FD windows
iy Wbunty 14 04 linux
£ Db
..... ety QPERATIOM SYSTEM REPOAT & infatranies Chi,
v2.332
Smith Computer
.'.. Microsaft Windows T URimate Sarvica Pack 1 ﬂ
. « Agent Running
CPU Usaged( 14% ) Memory Usage] F5.41% ) HDD Usagel 08.22% )

b ]

N A A

u Sales Group | & Gautemnals | |» Marksting Dept

m Software (rerview: : Available Applications by Severity
Compuber Nama COMODOPC
netwerk Diapsluny Marres Smith Comgte 2
Hearst Bsusine: comedsPC 4 |
HOD Paidusstion State: predustion #
Machis Type Wirtual VirtualBeo
CFu LS Moo HUA
Herdware Grverview: -
GFK Memory 1 ME M Ogrional I Crimcal Recommended

The interface contains the following areas. Each area is explained in detail after the list.

- A graphical snapshot summary of the OS and current hardware resource usage details. You can
shutdown/restart the endpoint or remove the endpoint from this area.

« The groups to which the endpoint is added by application of tags. Also, you can add the endpoint to
different groups and remove the membership from a selected group

« The OS, Software/Hardware/Network Details

- Graphical Summaries of patches and applications available at the server for installation on to the
endpoint

« Log of Recent Patch Management Operations

« List of OS updates, patches and third-party applications installed on the endpoint and the lists of
0S patches and custom third-party applications that are available for installation at the endpoint by
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the patch management module. You can uninstall a patc
Endpoint Statistics Summary

The upper area of the computer details interface displays the hostname or display name of the computer, the version
of the Operating System, the agent running status. The current hardware resource usage statistics like CPU usage,
physical system memory usage and the hard disk space are indicated in the respective dials.

£

. Senith Computer
. Microsoft Windows 7 Uimate Serdos Pack 1

.. « Agent Runming

CPU Usage( 14% ) Memory Usaged /5.41%) HOD Usaged 68.22% )

The drop-down at the top right allows the administrator to remotely restart/shutdown the endpoint or remove the
endpoint from the patch management module.

+ Restart - Reboots the computer with a delay of one minute after
confirmation.

«  Shutdown - Shuts down the endpoint computer after confirmation.

@ Restart.__ «  Refresh Apps - The patch management module re-polls the agent
and shows the latest resource usage statistics and software inventory

(¢ Shutdown. .. details

= Refresh Apps... +  Delete - Uninstalls the patch management agent from the endpoint

and removes the end point computer from the patch management
module, after confirmation.

Tl Delete._.

Warning: Once an endpoint is removed, the agent will be automatically uninstalled from the endpoint and all the
details pertaining to the endpoint will be deleted from the server. If the endpoint needs to be re-enrolled to the patch
management module, the agent should be reinstalled and the endpoint will be added as a new endpoint to the
patch management system.

To remotely restart the endpoint
+  Open the endpoint properties interface for the selected endpoint by clicking on it from the Agents interface.

+  Click the drop-down at the top right and choose 'Restart'. A confirmation dialog will appear.
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@ Restart .
(M Shutdow:...
= Refresh App: ..

Tl Delete....

Warning

cancel Continue

+  Click 'Continue' in the confirmation dialog.

A message will be displayed to the end-user at the endpoint and the endpoint will be restarted after 60 seconds.
To remotely shutdown an endpoint
«  Open the endpoint properties interface for the selected endpoint by clicking on it from the 'Agents' interface.

+  Click the drop-down at the top right and choose 'Shutdown'. A confirmation dialog will appear.
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@ Restart...
M Shutdown. ..
= Refresh Apps...

Tl Delete...

Warning

Cancel Continue

«  Click 'Continue'. The endpoint will be shutdown immediately.
To remove an endpoint from the patch management module
«  Open the endpoint properties interface for the selected endpoint by clicking on it from the 'Agents' interface.

+  Click the drop-down at the top right and choose 'Delete’. A confirmation dialog will appear.
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@ Restart..
(M Shutdown. ..
< Refresh Apps...

Tl Delete

Are you ABSOLUTELY sure?

| understand and would like to delete this agent

« If you are sure on removing the endpoint, type “DELETE” in the text box and click 'l understand and would
like to delete this agent'

The agent will be uninstalled from the endpoint and the endpoint will be removed from the patch management
module.

Tag Details
The text box below the graphs displays the tags that are applied to the endpoint.

| % Gautemala |

Background Note: Tags are labels used to reference groups of endpoint agents. Applying an action to a tag will
apply the action to all endpoints with that tag. For example, tags can be selected as a target for any policies you
deploy in the ‘Policies’ area. This can save time by allowing you to accurately deploy updates to many endpoints
simultaneously. Ideally, you should create multiple tags to cover attributes like operating system and department
then apply them to particular endpoints/agents as required. For example, you could create and apply tags called
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‘Windows XP’, ‘Windows 7’, ‘Windows Vista', ‘Sales Department’, ‘IT department’, ‘DMZ Machines’ and ‘Accounts’
department’. For more details on creating new tags and applying them to the endpoints, refer to the section Adding
Tags and Managing Endpoint Groups.

The administrator can add the endpoint to new groups or remove the membership from the existing groups. For
more details on creating and managing endpoint groups, refer to the section Adding Tags and Managing Endpoint
Groups.

To add a new tag to the endpoint
«  Click inside the tags text box
«  Adrop-down with the list of tags existing with the customer account will be displayed

x Sales Group |

e W

Server
Marketing
Sales-2
HR

«  Choose the tag for adding the endpoint to it
To remove the endpoint from a group
«  Click the 'X" mark at the left of the tag name

@ales Group

Computer Details

The Computer Details area provides the details on Software/Hardware overview, network details, Hard disk, CPU
and Graphics Card details of the endpoint in separate tabs. The Computer Details area also allows the administrator
to edit the display name, Host Name and production level of the endpoint.
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m Software Overview: -
Computer Name cCOMODOo-PC
network Display Mame: N/A &
Host Mame: comodo-PC 4 -
HDD Production State: production &
Machine Type: Virtual: VirtualBox
CPU DNS Name NAA
Hardware Overview:
GFX Memory 0ME "
Tab Details Displayed
Main An overview of software and hardware details of the endpoint like the computer name, display name,

hostname and more. This tab also allows the user to edit the following details:

+  Display Name — The name by which the endpoint is displayed in the patch management
module

+  Host Name - The name by which the endpoint is identified in the network

+  Production State — The purpose (like production, testing, training, network server, web server
etc.) for which the endpoint is utilized in the network. By default, the 'Production State' for any
newly added endpoint is set as 'production’. The administrator can specify the purpose by
editing the value. Setting the 'Production State' is useful for grouping the computers based in
their purpose and filtering them in different interfaces.

Refer to the explanation below for more details.

Network | The IP Address, MAC Address of the endpoint and the network to which the endpoint is connected

HDD The details like partitions, size and free space of the hard disk drive mounted on the endpoint

CPU The details of the central processing unit (CPU), like the model, speed and number of processing
cores

GFX The speed and memory size of the graphics processor mounted on the endpoint

To change the name by which the endpoint is displayed in the patch management module interface

+  Click the pencil icon beside Display Name
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Software Overview:
Computer Mame
Display Mame:
Host Name:

HDD Production State: production

Edit Display_name

Smith Computer

Cance| Save

The "Edit Display Name' dialog will appear.
+  Enter the new name for the endpoint in the 'Display Name' text box and click 'Save'
The endpoint will be displayed with the new name in the Patch Management console interface.
To change the host name of the endpoint
+  Click the pencil icon beside 'Host Name'. The 'Edit Hostname' dialog will appear.
+  Enter the new host name for the endpoint in the 'Hostname' text box and click 'Save'.
The host name of the endpoint will be updated immediately.
To change the production state of the endpoint
+  Click the pencil icon beside 'Production State'. The 'Edit Production Level' dialog will appear.
+  Enter the new purpose of the endpoint and click Edit.
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Host Name:
HDD Production State:
Machine Type:
CPU DNS Name
Edit Production_level

The production state of the endpoint will be updated immediately.
Graphical Summary of Available Applications

The Endpoint Details interface displays the statistics of OS patches, updates and third-party applications that are
available in the patch management server and are eligible for installation onto the endpoint as a bar chart based on
their severity.

Available Applications by Severity

2

B Cptional I Critical Recommended

Hovering the mouse cursor over the bars displays the number of applications that fall under the selected severity
level.

The administrator can also view a time-line chart showing the upload history of patches, updates and applications
that are eligible for the endpoint. The bars are color coded to indicate the numbers of items of different severity
levels.

Red - Indicates the number of items of 'Critical' severity uploaded on that day.
Yellow - Indicates the number of items of 'Recommended' severity uploaded on that day.
Gray - Indicates the number of optional items uploaded on that day.
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The chart can be re-scaled to display the history for selected period by choosing the preset period options at the top
left and further customized using the slider pointers at the bottom.

Hovering the mouse cursor over a bar displays the number of items uploaded on the selected day.

Clicking on a specific colored portion of the bar displays the list of items falling under the severity level, uploaded on
that day.
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From | Aug 12, 2014 | To | Jul 37, 2015

Week from Tuesday. Jul 14, 2015
Optional: 2

-0
Critical: &

Apr

|
ra

Critical

Security Update for Windows 7 (KB3072630)
Cumulative Security Update for Internet Explorer ...
Security Update for Windows 7 (KB3069392)
Security Update for Windows 7 (KB3067904)

(
Security Update for Windows 7 (KB3067903)
Security Update for Windows 7 (KB3072633)
Security Update for Windows 7 (KB3070102)
Security Update for Windows 7 (KB3067505)

Done

Clicking on an item name opens the 'Applications' interface displaying the complete details of the item, which also
allows the administrator to install the item to selected endpoints. For more details on the Application Details
interface, refer to the section Viewing Details of a Patch, Update Package or an Application.

Recent Log of Patch Management Operations

The logs area displays the list of recent patch management, application installation and power management
activities remotely carried out by the patch management module on the endpoint.

Logs table - Column Descriptions

Description
Operation The name of the manual or scheduled job executed.
Created Time Precise date and time at which the command was sent to the endpoint.
User The administrative user that initiated/created the job.
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Status The running/completion status of the job. The number in the status indicates the number
of applications installed/updated.

- The job(s) was/were successfully executed.

- The job(s) is/are under progress

m - The job execution failed.

m - Indicates the number of jobs that are yet to be processed by the PM agent.

Clicking on a log entry opens the Operations interface with the selected operation page selected. The Operations
interface displays granular details of the operations executed. For more details on the Operations interface, refer to
the section Viewing Patch Management Operations.

The Inventory
The inventory list at the bottom of the interface displays:

«  Thelist of OS update packages, patches and third-party applications that have been installed at the
endpoint

«  Thelists of OS updates, security patches and custom third-party applications that are available in the server
and eligible for installation on to the endpoint.

The administrator can initiate @ manual patch management or remote application installation/uninstallation operation
from this area. For more details on remote patch management or application installation, refer to the section
Initiating Manual Update or Installation Operation.

The inventory area contains three tabs:

- Software Inventory - Displays the list of OS updates and service packs and third-party applications that
have been installed at the endpoint. The number at the tab indicates the number of items in the list. The
administrator can remotely uninstall unwanted patches or OS update packages from the endpoint.

Note: For Windows computers, the patch management agent uses Windows API to query the OS database for the
applications installed on it. Hence only those applications installed through the Windows installer will be listed in the
‘Software Inventory' column. Applications that were installed using custom installers or using unconventional
installation processes will not be displayed in the list.

« 0S8 - Displays the list of OS update packages and security patches that are available at the patch
management server and could be installed on to the endpoint. The number at the tab indicates the number
of items in the list. The administrator can remotely install these updates and patches on to the endpoint.

«  Custom - Displays the list of custom and third-party applications that are available at the patch
management server and could be installed on to the endpoint. The number at the tab indicates the number
of items in the list. The administrator can remotely install these applications on to the endpoint.

The Inventory table - Column Descriptions

Column Description

Name The name of the update package/patch/application

Installed Date/Release | For Software Inventory - The date at which the item was installed at the endpoint

Date For OS and Custom tabs - The date at which the item was released by the vendor
Vulnerability ID The OS vulnerability addressed by the update or the patch
Version The version number of the item
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The Inventory table - Column Descriptions

Column Description

Severity The severity level of the item. The possible severity levels are:
+  Critical

+  Recommended

«  Optional

Selecting the Severity level from the drop-down filters the items that fall under the
chosen category.

Info Clicking the info icon @ opens the Applications interface and displays the details of the
item. Refer to the section Managing OS Updates, Patches and Applications for more
details.

Sorting, Filtering and Search options
Displaying Hidden ltems

The patch management module allows the administrator to hide selected OS Update packages, OS patches or
custom applications available from the Patch Management server, but are not required or reserved for specific
endpoints. More details on hiding the items are available in the section Managing OS Updates, Patches and
Applications.

Such hidden items are not displayed in the inventory lists in the Inventory area. If you want those hidden items to be
displayed in the list, select the 'Show Hidden' checkbox.

Searching OS Updates or custom application

You can search for a specific OS Update package, OS patch or a custom application from the lists under the
Inventory area.

- Switch to the respective tab
- Enter the name of the item in part or full in the Search text box and click the magnifier icon
Sorting the Items

You can sort the items in the ascending or descending order of different criteria like Application Name, Vulnerability
ID or the Installed/Release Date.

«  Switch to the respective tab
«  Select the criteria from the 'Sort by' drop-down. The available options are:

«  Application Name
« Installed/Release Date
+ Vulnerability ID

- Choose whether the entries are to be sorted on ascending or descending order by clicking the blue UP or
Down blue arrow next to the drop-down

Filtering the Entries
You can filter the items based on the severity level
«  Switch to the respective tab
«  Select the severity level from the drop-down at the 'Severity Level' column

Only the items that fall under the selected severity level will be displayed.
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4.2 Initiate Manual Update or Installation Operation

The 'Inventory' area at the bottom of the endpoint properties interface displays lists of:

«  OS Update packages, OS security patches, third-party update patches and custom third-party applications
that have been installed at the endpoint

«  OS Update packages, OS security patches, third-party update patches and custom third-party applications
that are available at the Patch Management server and applicable for installation on to the endpoint.

The items are also indicated as Critical, Recommended or Optional based on their severity level.

The administrator can initiate a manual instant or scheduled patch uninstallation and patch/application installation
operations from this area.

The following sections explain more on:
+ Uninstalling Security Patches, Updates or third party applications from the endpoint
+ Installing Security Patches, Updates or third party applications from the server
Uninstalling Patches or Update packages from the endpoint

The administrator can instantly uninstall selected OS patches or update packages from the endpoint or create a
schedule for the uninstallation.

Limitations: The Patch Management module allows you to uninstall only Patches and Updates or third-party
applications that were installed from .msi or .msp installation packages, at the endpoint . You cannot uninstall any
item installed using .exe installation package.

To uninstall the patches or update packages from an endpoint
«  Open the Endpoint Properties interface by clicking the endpoint name from the 'Agents' interface
«  Scroll down to the 'Inventory' area and click the 'Software Inventory' tab

«  Select the OS patch(es) or OS update(s) to be uninstalled. You can use the search and filter options to
search for the specific patch(es)/update(s) to be uninstalled. Refer to the explanation on Sorting, Filtering
and Search Options in the previous section Viewing Endpoint Details for more details

+  To uninstall the item(s) instantly, click the 'Submit' button
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Software Inventory 126 0s m Custom o

ERC \uinerability ID [ = | Policy (ISR suome
Installed Date Vulnerability ID W'I Info

[] @ Security Update for Windows 7 (k~ N/A MS15-055 Critical i}
[[] © Security Update for Windows 7 (K 06/05/2015 MS15-050 Critical 1]
[l © Security Update for Windows 7 (K 06/05/20 MS15-045 Critical o
) Security Up date for\érmdowWs 7 (K 06/04/2015 MS15-039 Critical (i}
ecurity Update for Windows 7 (K~ 08/05/2015 MS15-038 Critical (1]

D Security Update for Windows 7 (K 06/05/2015 MS15-038 Critical (]

[[] © Security Update for Windows 7 (kK 06/04/2015 MS15-037 Critical (1]
[ © Security Update for Windows 7 (K 06/05/2015 MS15-035 Critical (1]
[[] @ Security Update for Windows 7 (K 06/05/2015 MS15-034 Critical i}
[[] © Security Update for Windows 7 (K 06/05/2015 MS15-030 Critical 1]
[] ® Security Update for Windows 7 (k  06/05/2015 MS15-028 Critical (1]
[] © Security Update for Windows 7 (K 06/05/2015 MS15-021 Critical o
[] © Security Update for Windows 7 (K 06/05/2015 MS15-020 Critical (1]
[[] © Security Update for Windows 7 (K 06/05/2015 MS15-020 Critical (]
[] © Security Update for Windows 7 (k. 06/04/2015 MS15-014 Critical (1]
[ © Security Update for Windows 7 (K 06/05/2015 MS15-008 Critical (1]
[[] @ Security Update for Windows 7 (K 06/05/2015 MS15-005 Critical i}
[] © Security Update for Windows 7 (k  06/05/2015 MS15-004 Critical (1]
[] ® Security Update for Windows 7 (k  06/05/2015 MS15-0023 Critical (1]
[] © Security Update for Windows 7 (k ~ 06/04/2015 MS14-074 Critical (1]

20 B Previous | Next

+  To uninstall the item(s) at a scheduled time, select the 'Policy' checkbox

0s m Custom o

Software Inventory 126

Installed Date Vulnerability ID

[] @ Security Update for Windows 7 (kK N/A MS15-055 Critical

[] @ Security Update for Windows 7 (k ~ 06/05/2015 MS15-050

[] © Security Update for Windows 7 (k Setup operation
[¥] © Security Update for Windows 7 (k

Critical

Security Update for Windows 7 (k )
uninst updates from Bot

Cancel Save

The Setup operation dialog will appear to set the schedule.

+  Enter a name for the uninstallation operation in the Label text box

+  Click the Date text box to enter the time and date at which the selected patch(es) or update(s)are
to be uninstalled. A calendar drop-down will appear.
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Cancel Save
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Time 11:29

Hour \ ]

Minute | Gia )

Mow Done

Select the date from the calendar

Set the time using the 'Hour' and 'Minute' sliders

If you want the uninstallation operation to start instantly, click 'Now'
Click 'Done'

Click 'Save' from the 'Setup operation' dialog.

+  Click 'Submit' from the Inventory area.

The uninstallation operation will be created and executed instantly or at scheduled time as chosen.

For an instant uninstallation operation, you can view the progress of the operation from the 'Operations’ interface.

+  Click the 'Operations' tab to open the 'Operations' interface and click on the operation name.
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Ewmm“ DASHBOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS  SYSTEM REPORTS @ infotronics =
v2.2.2

Infetranics 08405201 5 02:01:27 PM

lotonies 7w UNINSTALL BY INFOTRONICS

Infetranies 08052015 01:46:06 PM 08/05/2015 07:46:06 PM

ninsisdl k|

infotranics 08,056/ 201 5 101:45:59 PM

wninstall X Target Agents

COMODO-PC — = Started 08/05/2015 01:46-18 FM. 1 application{s) pending.

For more details on viewing the details of the operation, refer to the section Viewing Patch Management
Operations.

For a scheduled uninstallation operation, you can view the schedule displayed under the Policies tab.

COMOBD

nuﬁtge:q DASHBOARD AGENTS  APPLICATIONS TAGS POLICIES OPERATIONS SYSTEM REPORTS & infotronics =
w212
| Total Rune
Installation of updates mstall cran LAY A7 5113600 AM X
Critical Pateh Palicy atall cran Y AT 5114000 A X
test nstall eron NA 0811/ 2015114100 AW X
Inetall Updates to Bobs Computer mntall cron NiA 081252015 12:0300PM MW
Apply 05 Patches on Bobe Computer matall once WiA 08/20/2015 1Z:20:00 P X
Patch Installation on Sales Group matall onee HiA& D81 1/201502:34:00 PM_ X
I Uninstall Updates from Smith Comgiuber matall cron W& OEA1A201502-3%00 P X

The uninstallation operation will commence on the scheduled time.
For more details on managing scheduled operations, refer to the section Automated Management Policies.
Installing Patches, OS Updates or third party applications from the server

The administrator can instantly install OS patches/update packages or custom/third-party applications available from
the server on to the endpoint or create a schedule for the installation.

Limitations:
+  For Security Patches and OS Update packages — The patch management module can install any patch or
update which is auto-loaded to the server, on release by the OS vendor.

+  For third-party applications and update patches - The patch management module can install any patch or
application whose installation package is of the format as given below:

«  Windows - .exe, .msi, .msp, .msu
«  Ubuntu/Debian - .deb
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CentOS - .rpm
Mac - .dmg

To install OS patches/update packages or an application

+  Open the Endpoint Properties interface by clicking the endpoint name from the 'Agents' interface

+  Scroll down to the 'Inventory' area

«  Select the items to be installed

« Toinstall patch(es) or updates, click the 'OS' tab
« Toinstall custom or third-party applications, select the 'Custom' tab

«  Select the item(s) to be installed. You can use the search and filter options to search for the
specific patch(es)/update(s) or applications to be installed. Refer to the explanation on Sorting,
Filtering and Search Options in the previous section Viewing Endpoint Details for more details

+  Configure the installation options:

Restart options — Select whether the endpoint needs to be restarted for the installation to take effect, from
the first drop-down at the top right. The options available are:

+  No Restart — The endpoint will not be restarted on completion of the installation operation. If the
item(s) installed require the endpoint to be restarted for the installation to take effect, it will do so,
only after the next manual restart of the endpoint by the end user.

+  Only if needed — The patch management module will check whether the item(s) installed
require(s) the endpoint to be restarted for the installation to take effect. The endpoint will be
restarted upon completion of installation only if it is required.

«  Forced - The endpoint will be restarted upon completion of installation operation, regardless of
whether the items installed requires to do so, for the installation to take effect.

Priority - Choose the execution priority for the installation operation at the endpoint from the next drop-
down. The CPU usage for the installation operation will be set as per the chosen priority. The options
available are:

Idle

Below Normal
Normal
Above Normal
High

+ Toinstall the item(s) instantly, click the 'Submit ' button

Software Inventory (712 ‘ 0

O -

Sort By VulnerabilityID n] Policy Y 1o restart
Release Date Vulnerability ID M

[] O (update) Security Update for  07/20/2015 MS15-078 Critical o

£/ YD (update) Security Update for  07/14/2015 MS15-076 Critical [i]
D (update) Security Update for ~ 07/14/2015 MS15-075 Critical o
[ O (update) Security Update for  07/14/2015 MS15-074 Critical o

(update) Security Update for  07/14/2015 MS15-073 Critical

« Toinstall the item(s) at a scheduled time, select the 'Policy' checkbox
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Software Inventory @ 0s 7N Custom o

(@ LEEERTUREESEN vuinerability D [

Releaze Date Vulnerability I
O (update) Update for Window ~ 09/09/2014 - Optional o
O (update) Security Update for ~ 02/11/2014 MS14-007 Critical L1}
£ O (update) Update for Window ~ 11/12/2013 - Optional li}
(upda Optional
Setup operation

iches to Bobs Compute

Cancel Save

The 'Setup operation' dialog will appear to set the schedule.

«  Enter a name for the installation operation in the Label text box

+  Click the Date text box to enter the time and date at which the selected patch(es) or update(s)are
to be installed. A calendar drop-down will appear.

Setup operation

fches to Bobs Computer

08M1/2015 0721

0 August 2015

Su N Tu We Th

1 Cancel Save

23 24 2% 2% 2T 28 29
30 AN

Time 0721

Hour ( )

Minute | )

Mow Done

«  Select the date from the calendar
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+  Set the time using the Hour and Minute sliders

+  Click 'Done'

«  Click 'Save' from the 'Setup operation' dialog.
+  Click 'Submit' from the Inventory area.

The installation operation will be created and executed instantly or at scheduled time as chosen.
For an instant installation operation, you can view the progress of the operation from the 'Operations' interface.

+  Click the 'Operations' tab to open the 'Operations' interface and click on the operation name.

r?-‘nhlﬂtl-muu! DASHBOARD AGENTS  APPLICATIONS TAGS POLICIES OPERATIONS  SYSTEM REPORTS ¥ infotronics =
v2.23

Infetranles 08054201 5 02:01:27 PM

lovenics 74 UNINSTALL BY INFOTRONICS

Infetranics 08052015 01:46:06 PM 08/05/2015 07:46:06 PM

uninsisll k|

infetranics 080542015 01:45:59 PM

wninstall 5 Target Agents

COMODO-PC — & Started 08,/05/2015 01:46-18 FM. 1 application{s) pending.

Provious et

For more details on viewing the details of the operation, refer to the section Viewing Patch Management
Operations.

For a scheduled installation operation, you can view the schedule displayed under the 'Policies' tab.

COMDOE
mpm DASHBOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS SYSTEM REPDRIS i infotronics -
vZ232

e Total Runs Mext Run

Inatallation of updates Install cron NA& QBS17/2015 11:36:00 AM X
Gritical Patch Palicy inztall cron NiA DEAF2015 114000 AM X
test ingtall cron W& DEM1/201511:41:00 AM X
Ingtall Updates to Bobs Computer inatall cron Ni& D8A1I220M5 120300 PM X
Apply 05 Patches on Boba Computer install once NA 0B/20/2015 122000 PM X
Patch Installation on Sales Group install ance NiA DEFI120N5 023400 P X
Uninstall Updates from Boba Computer install cron N/A 08/M1/20M5 023900 P X

i Ingtall patcha for Bobs Computer ingtall cron W& DENF201S 051400 P X I

The installation operation will commence on the scheduled time.
For more details on managing scheduled operations, refer to the section Automated Management Policies.
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4.3 Remove Selected Endpoint(s)

Endpoints that no longer require management can be removed by simply selecting them and clicking the delete icon
at the top or from the endpoint details screen.

Warning: Once an endpoint is removed, the agent will be automatically uninstalled from the endpoint and all details
pertaining to the endpoint will be deleted from the server. If the endpoint needs to be re-enrolled, the agent should
be reinstalled on the endpoint.

To remove endpoints

«  Open the 'Agents' interface by clicking the 'Agents' tab.

«  Select the customer from whose account the endpoints need to be removed from the 'Customer Account'
drop-down

«  Select the endpoint(s) to be removed

+  Click the Trash icon i beside “Agent Name” in the table header

HAL AL JASHBEODARD  AGENTS  APPLICATIONS  TAGS POLICIES OPERATIOMS SYSTEMREPORTS {8 Infotromles Ch.., m

Lacst Updabed

a7

- 7 & BOB-COMIPUTER Microsoft Windows 7 Professional Service Pack 1 windoews “ 4 L]

L ] i CA-Mscmin-Tests-Mac- CEX 10105 darwin - 2 0 032
¥ [# & Smith Companter Microsoft Windows 7 Utimste Sarvice Pack 1 windomws u M i 1007
i 7 & COURE?6R6 Usarrty 14.04 limux . imn 0 D303
A & SMITH-COMPUTER Mrosoft Windows 7 Professionasl windows: H o 0 MR

Alternatively, click on the name of the endpoint to open its details screen and then click the drop-down at the far end
and select 'Delete’ from the options.

Cosmonn

P ppee el DASHROARD  AGENTS  APPLICATIONS TAGS POLICIES OPERATIONS SYSTEMREPORTS @ infotronies Ch.
w1zl

. Smith Computer
. . Microsoft Windows 7 URimate Senvica Pack 1
. " Agent Running

CPU Usage{ 100% ) Memaory Usagei 75.41%) HOD Usage(

= 50

a4 ) Y o .‘_,_ il

. R Ea

Sakes Growp Gauternala Marketing Dapt

A confirmation dialog will appear.
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Are you ABSOLUTELY sure? *

| understand and would like to delete this agent

«  If you are sure on removing the endpoints, type “DELETE” in the text box and click 'l understand and would
like to delete this agent'

The agents will be uninstalled from the endpoints and the endpoints will be removed from the patch management
module.

5 Manage OS Updates, Patches and
Applications

The 'Applications' interface displays a list of all operating system updates, software patches and custom or third-
party applications that are awaiting deployment to endpoints in the selected customer account.

Clicking on any item opens a page which contains complete details about the update, including:
+  Adescription of the update, including severity, vendor and download URL

«  Abar chart explaining the quantity of endpoints affected by the update. This includes the number of
endpoints for which the update is available (or 'applicable to'), the number on which it has been installed
already, and the number of endpoints where installation is pending.

«  Atable which lists of those endpoints affected by the update. The table has separate tabs for each status
(‘Available', 'Pending' and 'Installed’)

Administrators can use this interface to remotely install patches and/or custom applications to selected endpoint(s)
and uninstall an item from the selected endpoint(s).
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The interface contains two tabs:

+  Software Inventory — Displays all the OS patches and update packages that are applicable to the
operating systems of the endpoints added to the customer account.

«  Custom — Displays all the custom and third-party applications that are applicable to the operating systems
of the endpoints added to the customer account.

Applications table - Column Descriptions

Column Description
Application Name The name of the patch, update package or application
Release Date The date at which the item was released by the publisher/vendor
Version The version number of the item
Severity The severity level of the item. The possible severity levels are:
+  Critical

«  Recommended
«  Optional

Clicking filter icon W and selecting the Severity level from the drop-down filters the
items that fall under the chosen category.

Vulnerability ID The OS vulnerability addressed by the update or the patch

Status Indicates the approval status of the item for automated and scheduled patch
applications. The approval state of an item can be toggled by selecting it and clicking the
‘Approve toggle' button at the table header.

Sorting and Searching Options
Displaying Hidden ltems

The patch management module allows the administrator to hide selected OS Update packages, OS patches or
custom applications available from the Patch Management server, but are not required or reserved for specific
endpoints. More details on hiding the items are available in the section Hiding Unnecessary OS Updates, Patches
and Applications.

Such hidden items are not displayed in the inventory lists in the Inventory area. If you want those hidden items to be
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displayed in the list, select the 'Show Hidden' checkbox.
Sorting the Entries

You can sort the items in the ascending or descending order of different criteria like application name, release date,
severity level, version number and so on.

+  Select the criteria from the 'Sort by' drop-down. The available options are:

Criteria Sorts the entries on...

Name the alphabetical order of the application names of the OS patch, update package or
third-party application

Release Date the chronological order of the release dates of the items

Severity the alphabetical order of severity levels of the items

Version the numerical order of the version number of the items

Vulnerability ID the numerical order of the identification numbers of vulnerabilities addressed by the
item

Hidden the hidden items. Please note the 'Show Hidden' check box should be selected. If
'Descending' is selected, then the hidden items will be displayed first and if
'Ascending' is selected then the hidden items will be displayed at the last.

«  Choose whether the entries are to be sorted on ascending or descending order of the selected criteria from
the next drop-down

Filtering the Entries
You can filter the entries based on different criteria like Operating Systems, agent status and more.
«  Select the criteria from the 'Filter by' drop-down. The available options are:

Criteria Displays only ...

None No filter will be applied.

Available the items available for installing on to the endpoints pertaining to the customer
account

Installed the items that have been installed on to the endpoints pertaining to the customer
account

Pending the items for which the installation operation has been initiated but pending to be
installed on to the endpoints pertaining to the customer account

You can also filter the items based on the severity level by clicking the filter icon W and selecting the level from the
drop-down.
Searching the patches or applications

You can search for specific items by entering a part of of full application name in the search field and clicking the
magnifier icon.

The interface allows the administrator to:
+  View details of a patch, update package or an application
«  Approve packages for automated and scheduled installations

- Install patch or application on to selected endpoints
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Uninstall patch or application from an endpoint

5.1 View Details of a Patch, Update Package or an
Application

The 'Applications' interface allows administrators to view granular details about patches and update packages. This
includes patch descriptions, severity and which endpoints the update will affect. In addition, administrators can
initiate remote installation of the items onto selected endpoints and uninstall items from endpoints.

To view the details of a Patch, Update Package or an Application
Open the applications interface by clicking the 'Applications' tab
Choose the 'Software Inventory' or '‘Custom' tab depending on the item

Software Inventory — Displays all OS patches and update packages
Custom - Displays all custom and third-party applications
Click anywhere in the row of item. The Application Details screen will be displayed.
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Supercedes Bulletin 1l: [T
CVEIDS
Date Posted: 02072015
Monailable 2 Pending @ Installed B

WIN-DEHLPACEYEY

The Application Details screen contains the following areas. Each area is explained in detail after the list.
+  Application Information
«  Patch Information (Only for Windows Security Patches)
«  Graphical Representation of Application Installation Status

Lists of endpoints on which the items can be installed, the endpoints on which the installation is pending
and endpoints on which the item has been installed. You can install the item on to required endpoints or
uninstall the item from selected endpoints

Application Information

The Application Information area provides a summary of the the update, vendor details and the download URL of the
item. Administrators can also edit the severity of the item from here.
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gl DASHEOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS SYSTEM
v:232
CN -
Seeurity Update for Micrasaft MET Framewark 3.5.1 on Windews 7 SP1 x86 (KB29 :
VENDOR 78120) | |
Version: MA T
URLS Severily Critical !
Release Date 1111/2014 ,
KE: KE2978120
Deseription:

A security issue has been identified in a Micrasofl saftware praduct that could affee
1 your systern. You can help protect your system by installing this update from Mier

Supercedes;
Supercedes Bulletin KB
Tab Details Displayed
Main General details including name, description, version, severity level, release date and knowledge-base

ID. This tab also allows administrators to change the severity level of the update and both severity
level and silent installation switch parameters for the applications.

Vendor Details on vendor or publisher of the application, vendor severity level and the support URL of the
application

URL The download url of the application package and its file hash

Patch Information

For Windows Security Patches, the patch information area displays bulletin information and Common Vulnerabilities
and Exposures (CVE) ID under respective tabs.

o B
Supercedes Bulletin KB: KE2931367
BULLETIN
Supercedes Bulletin 1t ME14-026
CVEIDS
Date Posted: 1172014
Tab Details Displayed
Main Details about the security bulletins and knowledge-base articles superseded by the patch

Bulletin The ID and description of the security bulletin from Microsoft, relevant to the patch

CVEIDS | The ID of the Common Vulnerabilities and Exposures (CVE) ID of the patch. Clicking the CVE ID
opens a new screen displaying the CVE details of the vulnerability addressed by the patch.
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Details Displayed

MAIN CVE IDs:

CVE-2014-4148
BULLETIN

Status Chart

Each update is accompanied by a bar-chart which summarizes which endpoints are affected by the update. The
chart displays how many endpoints the item is available for, how many is it already installed on, and how many
endpoints it is pending for.

Agents by Status

Available @ Pending B Installed

Hovering the mouse cursor over the bars displays the number of endpoints that fall under the selected category.
The Endpoints Details Area

The Endpoints list at the bottom of the screen displays the lists of endpoints under three tabs:

Available 1 Fending i}  Inszalled i)

COMODO-PC o

« Available - Displays a list of endpoints for which the item is applicable but has not yet been installed.
Administrators can remotely install the item on to selected endpoints.

+ Installed - Displays a list of endpoints which already have the patch installed. Administrators can remotely
uninstall the item from selected endpoints.

+  Pending - Displays a list of endpoints for which the installation operation is in-progress.

The administrator can initiate a manual patch management or remote application installation operation on to selected
endpoints from this area. For more details, refer to the section Install Patch or Application on to Selected
Endpoints.

The Endpoints table - Column Descriptions

Description
Name The name of the update package/patch/application
Controls Clicking the info icon € opens the Endpoint Properties interface and displays the
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details of the endpoint. Refer to the section Viewing Endpoint Details more details.

Searching patches or applications

You can search for specific endpoints by entering a part or full display name or hostname in the search field.

5.2 Approve Packages for Automated and Scheduled
Installations

The patches and the applications can be approved/unapproved for automated and scheduled installation from the
Application Properties interface.

The patch management module allows you to create policies for automated and scheduled patch management
operations to run once or periodically on to selected endpoints or groups of endpoints with specific tags. On creating
an installation task, all the OS patches/update packages applicable for the selected endpoints or all the custom third-
party applications that fall under the chosen severity level and applicable for the selected endpoints will be installed
as per the schedule. Refer to the section Automated Management Policies for more details on creating the
policies.

The administrator can choose to install only approved patches or applications while creating a schedule, instead of
installing all the available patches/applications during a scheduled installation operation.

3 OPERATIONS SYSTEMREPORTS % Infotronics Ch... m

4 Add Policy
Operation Total Runs
install cron ] 04/04/2016 07-44:00 PM 2
in=tall cro ik na 10,2016 05:09:00 PM

Create New Policy

April 2016 Operation Type

Su Mo Tu We Th
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To toggle approval of patches or applications for automated installations
+  Open the applications interface by clicking the 'Applications' tab
+  Choose the Software Inventory or Custom tab depending on the items to be toggled

+  Software Inventory — Displays all OS patches and update packages
«  Custom - Displays all custom and third-party applications and third-party patches

The items that are approved are indicated with =& icon and the items that are not approved are indicated by “* icon
in the 'Status' column.

«  Select the items for which the approval is to be switched

COMDDD

anagement DASHEOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS  SYSTEM REPORTS i Infotrenies Ch...
v2.22

Software Inventory Custom

M Application Mame Veraio Wulnerability Status

P e R
[1 " Approve foggle Fide/ Show

LUt Mlame

01728/ Optianal

01/28/... 0.%9.7-0u... Optianal —

o8/ 2895-. Dptiznal =
L 0By 214040 Dpticnal =
|7 appost-gtk 0B/ 214140 Opticnal -
[ apt DB/O1/... 1.0 ub... Critical = ol
[7] apt-traneport- hitps 0801/ 1.0 7ub._. Opticnal - o
[ apt-utils 0B/01/... 1.0 ub._. Critical - o

+  Click the 'Approve toggle' button from the top right

The approval state of the selected items will be toggled for approved to unapproved or vice versa.

5.3 Install a Patch or an Application on to Selected
Endpoints

The administrator can instantly install the selected patch/OS update package or custom/third-party application on to
selected endpoints or create a schedule for the installation.

Limitations:

+  For Security Patches and OS Update packages - The patch management module can install any patch or
update which is auto-loaded to the server, on release by the OS vendor.

«  For third-party applications and update patches - The patch management module can install any patch or
application whose installation package is of the format as given below:

« Windows - .exe, .msi, .msp, .msu
«  Ubuntu/Debian - .deb

«  CentOS - .rpm

«  Mac-.dmg

To install the item on to selected endpoints
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«  Open the applications interface by clicking the 'Applications' tab
+  Choose the 'Software Inventory' or 'Custom' tab depending on the items to be toggled

+  Software Inventory — Displays all OS patches and update packages
«  Custom - Displays all custom and third-party applications and third-party patches
+  Select the item and click anywhere in the row of item to open the 'Application Properties' interface

«  Scroll down to the 'Endpoint Details' area and click the 'Available’ tab to view the endpoints that are eligible
for installation of the item

+  Select the endpoints upon which the item needs to be installed.
+  You can use the search option to search for specific endpoints by entering a part of of full display
name or hostname of it in the search field and clicking the magnifier icon.
+  Configure the installation options:

Restart options — Select whether the endpoint needs to be restarted for the installation to take effect, from
the first drop-down at the top right. The options available are:

+  No Restart — The endpoint will not be restarted on completion of the installation operation. If the
item(s) installed require the endpoint to be restarted for the installation to take effect, it will do so,
only after the next manual restart of the endpoint by the end user.

+  Only if needed - The patch management module will check whether the item(s) installed require
the endpoint requires the endpoint to be restarted for the installation to take effect. The endpoint
will be restarted upon completion of installation only if it is required.

+  Forced - The endpoint will be restarted upon completion of installation operation, regardless of
whether the items installed requires to do so, for the installation to take effect.

Priority - Choose the execution priority for the installation operation at the endpoint from the next drop-
down. The CPU usage for the installation operation will be set as per the chosen priority. The options
available are:

« Idle
«  Below Normal
«  Normal
+  Above Normal
+  High
« Toinstall the item instantly, click the 'Submit' button

Available 1 Pending h Installed @

Policy L Mo restart

i COMODO-PC i)

Previous | Next

« Toinstall the item(s) at a scheduled time, select the 'Policy' checkbox
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Available 1 Pending o

Installed
o e —

COMODO-PC

scurity_patch_endpoints

Cancel Save

The 'Setup operation' dialog will appear to set the schedule.

- Enter a name for the installation operation in the Label text box

«  Click the Date text box to enter the time and date at which the selected patch(es) or update(s)are
to be installed. A calendar drop-down will appear.
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Mow Done

+  Select the date from the calendar

+  Set the time using the Hour and Minute sliders

+  Click 'Done'

+  Click 'Save' from the 'Setup operation' dialog.
+  Click 'Submit' from the 'Endpoint Details' area.

The installation operation will be created and executed instantly or at scheduled time as chosen.
For an instant installation operation, you can view the progress of the operation from the 'Operations' interface.
«  Click the 'Operations' tab to open the 'Operations' interface and click on the operation name.

For more details on viewing the details of the operation, refer to the section Viewing Patch Management
Operations.

For a scheduled installation operation, you can view the schedule displayed under the 'Policies' tab.
«  Click the 'Policies' tab to open the Polices interface and click on the operation name.
The uninstallation operation will commence on the scheduled time.
For more details on managing scheduled operations, refer to the section Automated Management Policies.

5.4 Uninstall a Patch or an Application from Endpoints

The administrator can instantly uninstall the selected patch/OS update package or custom/third-party application
from selected endpoints or create a schedule for the uninstallation.
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Limitations:

+  For Security Patches and OS Update packages - The patch management module cannot uninstall any
patch or update which is installed from an installer package of .exe file format.

+  For third-party applications and update patches - The patch management module cannot uninstall any
application installed from an installer package of .exe file format.

To uninstall an item from selected endpoints
«  Open the applications interface by clicking the 'Applications' tab
«  Choose the 'Software Inventory' or 'Custom’ tab depending on the items to be toggled
+  Software Inventory — Displays all OS patches and update packages

«  Custom - Displays all custom and third-party applications and third-party patches
+  Select the item and click anywhere in the row of item to open the Application Properties interface

+  Scroll down to the 'Endpoint Details' area and click the 'Installed' tab to view the list of endpoints upon
which the item has been installed

+  Select the endpoints from which the item needs to be uninstalled.

+  You can use the search option to search for specific endpoints by entering a part of of full display
name or hostname of it in the search field and clicking the magnifier icon.

Installed 1 Available ) Pending i)

B SMITH-COMPUTER (L]

« Toinstall the item instantly, click the 'Submit' button

« Toinstall the item(s) at a scheduled time, select the 'Policy' checkbox

failable Pending ()

B SMITH-COMPUTER

The Setup operation dialog will appear to set the schedule.

+  Enter a name for the uninstallation operation in the label text box

+  Click the 'Date' text box to enter the time and date at which the selected patch(es) or update(s)are
to be uninstalled. A calendar drop-down will appear.
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+  Select the date from the calendar

+  Set the time using the Hour and Minute sliders

+  Click 'Done'

+  Click 'Save' from the 'Setup operation' dialog.
+  Click 'Submit' from the 'Endpoint Details' area.

The uninstallation operation will be created and executed instantly or at scheduled time as chosen.
For an instant installation operation, you can view the progress of the operation from the 'Operations' interface.
+  Click the 'Operations' tab to open the 'Operations' interface and click on the operation name.

For more details on viewing the details of the operation, refer to the section Viewing Patch Management
Operations.

For a scheduled installation operation, you can view the schedule displayed under the 'Policies' tab.
«  Click the 'Policies' tab to open the 'Polices" interface and click on the operation name.
The uninstallation operation will commence on the scheduled time.
For more details on managing scheduled operations, refer to the section Automated Management Policies.

6 Add Tags and Manage Endpoint
Groups

Tags are labels that can be applied to endpoints for creating groups of them. A single endpoint can be applied with
any number of tags so that it can be a member of more than one group. Ideally, you should create multiple tags to
cover attributes like operating system and department then apply them to particular endpoints as required. For

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 74



cCOMODO

Creating Trust Online®

example, you could create and apply tags called ‘Windows XP’, ‘Windows 7', ‘Windows Vista’, ‘Sales Department’,
IT department’, ‘DMZ Machines’ and ‘Accounts’ department'.

Applying an action to a tag will apply the action to all endpoints applied with that tag. For example, tags can be
selected as a target for any application installation or reboot schedules you deploy in the ‘Policies’ area. This can
save time by allowing you to accurately deploy updates to many endpoints simultaneously.

The Tags interface displays the list of tags for the selected customer account with statistics on the numbers of OS
patches/updates and custom applications available from the server for installation onto the endpoints attached with
the tag.

Clicking on any row will open a detailed properties page which contains important status information about the tag.

management DASHEOQARD AGENTS APPLICATIONS TAGS POLIGIES OPERATIONS SYSTEM REPORTS 8 Infotronies Ch...
v222
BY creawstag

5 Production Lewvel Cus

o x® Gautermals Production 2

- x Marketing Dept Production 8 4

" o Sales Group Praduction 2 2

o b 4 Security Dept Production 0

o o Win 7 Production 0 0

Tags table - Column Descriptions

Column Description

Status Indicates whether the tag is active.

Remove Contains the control button to remove the tag from the patch management module.
Removing a tag from the patch management module also removes the same from the
endpoints to which it is applied.

Tag Name The name assigned to the tag, as a short description of category of member endpoints.

Customer The customer account for which the tag is created.

Production level The purpose of the endpoints covered by the tag. Refer to the explanation under
Production State in the section Viewing Endpoint Details for more details.”

0S The number of OS patches and OS update packages that are available at the server
and eligible for application to the endpoints with the tag

Custom The number of third-party applications and patches eligible for application to the
endpoints with the tag

Agents The number of endpoints applied with the tag.

Sorting and Searching Options

Sorting the Entries

You can sort the entries in the ascending or descending order of tag name and production level.
«  Select the criteria from the 'Sort by' drop-down. The available options are:

+ Tag name
«  Production level
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«  Choose whether the entries are to be sorted on ascending or descending order of the selected criteria from
the next drop-down

Searching the Tags
You can search for specific tags by entering their name in part or full.

+  Enter the name of the tag in part or full in the search text box and click the magnifier icon
The interface allows the administrator to:

+  Create new tags

-« View Tag Details

- Initiate manual update or patch/application installation operation

6.1 Create a New Tag
To create a new tag
«  Select the customer account from the 'Customer Account' drop-down
+  Open the tags interface by clicking the 'Tags' tab
+  Click the 'Create Tag' button at the top right. The 'Create New Tag' dialog will open:

ONS TAGS POLICIES OPERATIONS SYSTEM REPORTS & infotronics ~

=LA Tag Mame

Company Production Level 0

infotronics Production

Previous | Mext

Create New Tag

Mafketing Dept
r—

+  Enter a short descriptive name to identify endpoints under the tag and click 'Create Tag'.

The new tag will be created. The tag can then be applied to endpoints from the Tag Properties' screen.

To apply the tag to endpoints
«  Click on the row of the tag to open the 'Tag Properties' screen.
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management DASHBOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS
v222

Production Level

a3 2 A ’
b4 T T TOOOCITOTT L

v
( o Marketinﬁ Dept Production 0 )
o -4 [ | e Chem oy i z
CN=0D 0
|l:in|q|.'rrm'|ll ASHBOA APPLICATIONS TAGS POLICIES OPERATIONS SYSTEM REPORT! & Infotronies Ch...
v222

BOB-COMPUTER

C4-Macmini-Tests-Mitmini local
COMODO-PC

COUB3Z686

SMITH-COMPUTER

«  Click on the 'Select the agent' field. A drop-down with the endpoints registered for the customer account will
open.

+  Choose the endpoint. The endpoint will be added to the list.

= BOB-COMPUTER ||

+  Repeat the process to add more endpoints.
«  Toremove an endpoint, click ‘X' beside the endpoint name.
Alternatively, you can add the new tag to an endpoint from the 'Endpoint Properties' screen.
+  Click 'Agents' tab to open the list of endpoints registered for the customer account.
+  Click the endpoint to which the tag is to be applied
+  Click on the first text field. A drop-down with all the tags created for the customer account will be displayed.

+  Choose the tag to be applied to the endpoint
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s e DASHBOARD AGENTS  APPLICATIONS AGS  POLICIES OPERATIONS  SYSTEMREPORTS 4 Infotronics Ch...
v222
. Smith Compuler
.- . Microscft Windows 7 Ultimale Serviea Pack 1
. " Agemt Running
CPU Usage( 100% ) Memory Usagel 7/5.41% ) HDD Usage( 0.06% )
50 50 50

- 3}. 2 2 %

Marketing Dept !l

Zales Group
Sacurity Dapt
Win7

last

. Repea_f the process to add more tags to the énd_point.

« Toremove a tag, click X" beside the tag name.

For more details on the Endpoint Properties screen, refer to the section Viewing Endpoint Details.

6.2  View Details of a Tag

The patch management module can display detailed information about the scope of a tag. This includes the
endpoints covered by the tag, a summary of OS and application patches which are available for installation and a
time-line showing update history. In addition, administrators can initiate manual patch updates or remotely
install/uninstall software for endpoints covered by the tag.

To open the tag detail page, click the name of any tag listed in the 'Tags' interface:
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management DASHBOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS

v222

Tag Name Production Level

Gautemala Production

Marketing Dept Production
S5les Grgbu Production
COMO0o
rrlel APPLICATIONS TAGS POLINJIES IPERATIONS  SYSTEM REPORTS & Infotronics Ch...
v222
m Marketing Dept Available Applications by Severity
s e s
39,
AGENTS Production State: Production ik
g ]
B Optional I Crincal Fecommended

Available Applications by 05

Uburtu 14.04

Microsoft Windows 7 Ultimate Service Pack | -

Microsoft Windows 7 Professional Service Pack | l

o S0 100 150 200 250 300 350 400

Tm |3m |6m ¥TD| Apr 7, 2015 Feb 3, 2016

The interface contains the following areas. Each area is explained in detail after the list.

«  The Endpoints covered by the tag. If required, you can add more endpoints to the tag-group by
placing your mouse-cursor anywhere in the endpoint details area at the top of the interface.

+  The General Details of the tag and list of endpoints. You can restart endpoints from this area.

+ Graphical Summaries of patches and applications available at the server for installation on to the
group of endpoints

« List of OS updates, patches and third-party applications installed on the endpoints and the lists of
0S patches, updates and custom third-party applications that are available for installation on to the
endpoints by the patch management module.

Endpoint Details Area

The text box at the top shows the member endpoints applied with the tag and form the group.

'% SMITH-COMPUTER | | x COUB32686 || BOB-COMPUTER || % COMODO-PC |
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The administrator can add more endpoints to the group or remove the endpoints.
To add new endpoints to the group
«  Click inside the endpoints text box

«  Adrop-down with the list of existing endpoints registered for the customer account will be displayed

x QA-WINT || x CHNC4-TO2-WT7E32 || x BOB-COMPUTER | | k

admins-Mac-mini.local

ANDOD26
CHNZ003ENT
CHNZ2003WEB
CHNC4-1

CHNCA4-2
CHNCA4-TO2-VISTA

MR TAS AT A

m

T O OOTET e O TCCeT TECOTTIITTETTOreT |

+  Choose the endpoint for adding it to the group

+  Repeat the process for adding more endpoints
To remove the endpoint from a group

+  Click the 'X" mark at the left of the group name
Tag Details Area

The Tag Details area provides the general details of the tag and the list of endpoints covered by the tag under
respective tags. The administrator can restart individual endpoints or all the endpoints covered by the tag at once

from this area.
m Tag Name: Marketing Dept
Customer:

infotronics
AGENTS Production State: Production
Tab Details Displayed
Main The general details of the tag like the name, the customer account to which the tag pertains and the

production level of the endpoints covered by the tag.

Agents Alist of endpoints covered by the tag. You can restart selected endpoints or all endpoints from this
area. Refer to the explanation below for more details.

Restarting Endpoints

The Agents tab in the Tag details area allows the administrator to remotely restart the endpoints covered by a

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 80



Comodo One - Patch Managemen_E___;__Adm'mié’fr’éf&aufde COMODO

Creating Trust Online®

.-’/’--

specific tag. This is useful if you have installed a patch, an update or an application that takes effect after a manual
restart of the endpoints. The endpoints will be restarted with a delay of one minute after confirmation.

To remotely restart the endpoint(s)
+  Open the 'Tags' interface by clicking the 'Tags' tab
+  Open the Tag Details interface for the selected tag by clicking on it from the 'Tags' interface.

«  Select the 'Agents' tab at the 'Tag Details' area

COMODD

mPanagemm DASHBOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS SYSTEMR
v222

| % SMITH-COMPUTER || x COUB32686 || x BOB-COMPUTER |

i bk Available A
@ Computer Name: SMITH-COMPUTER 2 .
Computer Name: COUB32686 £
Compaites Name- BOB-COMPUTER £
Computer Name: COMODO-PC

The list of endpoints covered by the tag will be displayed.
- To restart selected endpoints click the == icon beside the respective computer name
- Torestart all the endpoints at once, click the == icon beside 'Restart all'.
A confirmation dialog will appear, depending on whether you have chosen to restart a single or all endpoints.

Warning

Cance| Reboot

+  Click 'Reboot' in the confirmation dialog.

A message will be displayed to endpoint end-users asking them to save any work in progress as the machine will
restart in 60 seconds.

Graphical Summary of Available Applications

The Tag Details interface displays the statistics of OS patches, updates and third-party applications that are available
in the patch management server and are eligible for installation onto the endpoints covered by the tag, as bar charts.

Available Applications by Severity
The bar chart displays the numbers of OS patches, updates and third-party applications based on their severity.
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Available Applications by Severity

22

| B Optional I Critical Fecommended

Hovering the mouse cursor over the bars displays the number of applications that fall under the selected severity
level.

Available Applications by 0OS

The bar graph shows the consolidated number of items, applicable for the endpoints, based on their operating
systems

Available Applications by 0S

Microsaft® Windows Vista™ Business Service Pack 2

Microsoft Windows 7 Professional Service Pack 1

40
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Hovering the mouse cursor over the bars displays the number of items applicable for the operating system.

Upload History

The Tag Details interface also displays a time-line chart showing the upload history of patches, updates and
applications that are eligible for the endpoints. The bars are color coded to indicate the numbers of items of different
severity levels.

Red - Indicates the number of items of 'Critical' severity uploaded on that day
Yellow - Indicates the number of items of 'Recommended' severity uploaded on that day
Gray - Indicates the number of optional items uploaded on that day
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The chart can be re-scaled to display the history for selected period by choosing the preset period options at the top
left and further customized using the slider pointers at the bottom.

Hovering the mouse cursor over a bar displays the number of items uploaded on the selected day.

Clicking on a specific colored portion of the bar displays the list of items falling under the severity level, uploaded on
that day.
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From | Aug 12, 2014 | To | Jul 31, 2015

Week from Tuesday, Jul 14, 2015
Optional: 2

-0
Critical: 8

1
ral

Critical

Security Update for Windows 7 (KB3072630)
Curmnulative Security Update for Internet Explorer .
Security Update for Windows 7 (KB3069392)
Security Update for Windows 7 (KB3067904)

Security Update for Windows 7 (KB3067903)
Security Update for Windows 7 (KB3072633)
Security Update for Windows 7 (KB3070102)
Security Update for Windows 7 (KB3067505)

Done

Clicking on an item name opens the 'Applications' interface displaying the complete details of the item, which also
allows the administrator to install the item to selected endpoints. For more details on the Application Details
interface, refer to the section Viewing Details of a Patch, Update Package or an Application.

The Inventory Area
The inventory list at the bottom of the interface displays:

«  Thelist of OS update packages, patches and third-party applications that are installed at the endpoints
covered by the tag

«  Thelists of OS updates, OS security patches and custom third-party applications that are available in the
server for installation on to the endpoints.

The administrator can initiate a manual patch management or remote application installation/uninstallation operation
on to all the endpoints covered by the tag at-once, from this area. For more details on remote patch management or
application installation, refer to the section Initiating Manual Update or Installation Operation for Group of
Endpoints.
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Software Inventory 126 0s m Custom o

O < i o R
|

Installed Date Vulnerability ID M
[[] © Security Update for Window ~ N/A MS15-055 Critical (i)
[] @ Security Update for Window  06/05/2015 MS15-050 Critical o
[[] © Security Update for Window  06/05/2015 MS15-045 Critical (i)
[] @ Security Update for Window  06/04/2015 MS15-039 Critical i}
[] @ Security Update for Window  06/05/2015 MS15-038 Critical o
[] @ Security Update for Window  06/05/2015 MS15-038 Critical o
[] @ Security Update for Window  06/04/2015 MS15-037 Critical i}
[] @ Security Update for Window  06/05/2015 MS15-035 Critical o
[] © Security Update for Window  06/05/2015 MS15-034 Critical (i)
[] @ Security Update for Window  06/05/2015 MS15-030 Critical o
[[] © Security Update for Window  06/05/2015 MS15-028 Critical (i)
[] @ Security Update for Window  06/05/2015 MS15-021 Critical i}
[] @ Security Update for Window  06/05/2015 MS15-020 Critical o
[] @ Security Update for Window  06/05/2015 MS15-020 Critical o
[] @ Security Update for Window  06/04/2015 MS15014 Critical i}
[] @ Security Update for Window  06/05/2015 MS15-008 Critical o
[] © Security Update for Window  06/05/2015 MS15-005 Critical (i)
[] @ Security Update for Window  06/05/2015 MS15-004 Critical o
[[] © Security Update for Window  06/05/2015 MS15-003 Critical (i)
[] @ Security Update for Window  06/04/2015 MS14-074 Critical i}

Previous | Mext

The inventory area contains the following tabs:

+  Software Inventory — Displays the consolidated list of all OS patches, OS updates, service packs and
third-party applications that have been installed at the endpoints covered by the tag. The number at the tab
indicates the total number of items listed. The administrator can remotely uninstall unwanted patches or OS
update packages from the endpoints.

Note: For Windows computers, the patch management agent uses Windows API to query the OS database for the
applications installed on it. Hence only those applications installed through the Windows installer will be listed in the
‘Software Inventory' column. Applications that were installed using custom installers or using unconventional
installation processes will not be displayed in the list.

«  0OS - Displays the list of OS update packages and security patches that are available at the patch
management server and eligible for installation on to the endpoints depending on the operating systems of
them. The number at the tab indicates the total number of items available. The administrator can remotely
install these updates and patches on to the endpoint.

«  Custom - Displays the list of custom and third-party applications that are available at the patch
management server and compatible for installation on to the endpoints. The number at the tab indicates the
number of applications available. The administrator can remotely install these applications on to the
endpoint.

The Inventory table - Column Descriptions

Description

Name The name of the update package/patch/application

Installed Date/Release | For Software Inventory - The date at which the item was installed at the endpoint

Date For OS and Custom tabs - The date at which the item was released by the vendor
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Vulnerability ID The OS vulnerability addressed by the update or the patch

Version The version number of the item

Severity The severity level of the item. The possible severity levels are:
+  Critical

« Recommended
«  Optional

Selecting the Severity level from the drop-down filters the items that fall under the
chosen category.

Info Clicking the info icon € opens the Applications interface and displays the details of the
item. Refer to the section Viewing Details of a Patch, Update Package or an
Application for more details.

Sorting, Filtering and Search options
Displaying Hidden Items

The patch management module allows the administrator to hide selected OS Update packages, OS patches or
custom applications available from the Patch Management server, but are not required or reserved for specific
endpoints. More details on hiding the items are available in the section Managing OS Updates, Patches and
Applications.

Such hidden items are not displayed in the inventory lists in the Inventory area. If you want those hidden items to be
displayed in the list, select the 'Show Hidden' checkbox.

Searching OS Updates or custom application

You can search for a specific OS Update package, OS patch or a custom application from the lists under the
Inventory area.

- Switch to the respective tab
. Enter the name of the item in part or full in the Search text box and click the magnifier icon
Sorting the Items

You can sort the items in the ascending or descending order of different criteria like Application Name, Vulnerability
ID or the Installed/Release Date.

«  Switch to the respective tab
+  Select the criteria from the 'Sort by' drop-down. The available options are:

«  Application Name
« Installed/Release Date
+ Vulnerability ID

- Choose whether the entries are to be sorted on ascending or descending order by clicking the blue UP or
Down blue arrow next to the drop-down

Filtering the Entries
You can filter the items based on the severity level.
«  Switch to the respective tab
«  Select the severity level from the drop-down at the 'Severity Level' column

Only the items that fall under the selected severity level will be displayed.
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6.3 Initiate Manual Update or Installation Operation for
Group of Endpoints

The 'Inventory' area at the bottom of the Tag Details interface displays lists of:

«  OS Update packages, OS security patches, third-party update patches and custom third-party applications
that have been installed at the endpoint

«  OS Update packages, OS security patches, third-party update patches and custom third-party applications
that are available at the Patch Management server and applicable for installation on to the endpoint.

The items are also indicated as Critical, Recommended or Optional based on their severity level.

The administrator can initiate @ manual instant or scheduled patch uninstallation and patch/application installation
operations on to the batch of endpoints covered by the tag from this area.

The following sections explain more on:
+ Uninstalling Security Patches, Updates or third party applications from the endpoints
+ Installing Security Patches, Updates or third party applications from the server
Uninstalling Patches or Update packages from the endpoints

The administrator can instantly uninstall selected OS patches or update packages or applications from the endpoints
or create a schedule for the uninstallation.

Limitations: The Patch Management module allows you to uninstall only Patches and Updates or third-party
applications that were installed from .msi or .msp installation packages, at the endpoint . You cannot uninstall any
item installed using .exe installation package.

To uninstall the patches or update packages from the batch of endpoints
«  Open the Tags interface by clicking the Tags tab
+  Click on the selected tag from the list to open the Tag Details interface.
«  Scroll down to the Inventory area and click the 'Software Inventory' tab

«  Select the OS patch(es) or OS update(s) to be uninstalled. You can use the search and filter options to
search for the specific patch(es)/update(s) to be uninstalled. Refer to the explanation on Sorting, Filtering
and Search Options in the previous section Viewing Details of a Tag for more details

+  To uninstall the item(s) instantly from all the endpoints covered by the tag, click the 'Submit' button

Software Inventory 126 0s m Custom o

Y = sto Hidden ESEH uinerability 1D [~ | ] Uninstall |~ [IETRE
B Name Installed Date Vulnerability ID Version Mi Info

[] © Security Update for Window  N/A MS15-055 Critical i}
[] @ Security Update for Window  06/05/2015 MS15-050 Critical (i}
[[] © Security Update for Window  06/05/2015 WMS15-045 Critical (1]
7\ O Security Update for Windguu———86704/2015 MS15-039 Critical (i}
0 Securitypdate for Window  06/05/2015 M515-038 Critical ;]

D Security Update for Window  06/05/2015 MS15-038 Critical (1]

O Security Update for Window  06/04/2015 MS15-037 Critical (1]
[] © Security Update for Window  06/05/2015 MS15-035 Critical B
[] © Security Update for Window  06/05/2015 MS15-034 Critical i
[] © Security Update for Windoew  06/05/2015 MS15-030 Critical o

10 [~] Previous | Next
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The uninstall operation command will be sent to the agents at the respective endpoints on which the item has been
installed, from the group of them formed by the tag.

+  To uninstall the item(s) at a scheduled time, select the 'Policy' checkbox

Software Inventory 52 0s m Custom o

E:0d:T Installed Date =|
Installed Date Vulnerability ID Version Optional B

[[] @ Update for Windows 7 (KB2"  06/05/2015 Optional o

[[] @ Update for Windows 7 (KB2  06/05/2015 Optional L]

[] @ Update for Windows 7 (KB2'  06/05/2015 Optional i}

[] @ Update for Windows 7 (KB2'  06/05/2015 Optional i}

Google Chrome 06/05/2015 44.0.2403.125 Opticnal i}

[[] © Security Update for Window  06/05/2015 Optional o
Update for Windows 7 (KB2'  06/05/2015 Optional

Setup operation

ome browser from Sales

Cancel Save

The 'Setup operation' dialog will appear to set the schedule.

+  Enter a name for the uninstallation operation in the 'Label' text box

«  Click the 'Date' text box to enter the time and date at which the selected patch(es) or update(s)are
to be uninstalled. A calendar drop-down will appear.
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08M12/2015 09:00

August 2015

Tu We Th

Cancel Save

23 24 25 2% 27 28 29
0 A

Time 05:00

..........

Hour

Minute

Mow Done

+  Select the date from the calendar

+  Set the time using the Hour and Minute sliders

+  Click 'Done'

+  Click 'Save' from the 'Setup operation' dialog.
+  Click 'Submit' from the Inventory area.

The uninstallation operation command will be sent to the agents at the respective endpoints on which the selected
item has been installed at the scheduled time as chosen.

For an instant uninstallation operation, you can view the progress of the operation from the Operations interface.
+  Click the Operations tab to open the Operations interface and click on the operation name.

For more details on viewing the details of the operation, refer to the section Viewing Patch Management
Operations.

For a scheduled uninstallation operation, you can view the schedule displayed under the Policies tab.

The uninstallation operation will commence on the scheduled time.

For more details on managing scheduled operations, refer to the section Automated Management Policies.
Installing Patches, OS Updates or third party applications from the server

The administrator can instantly install OS patches/update packages or custom/third-party applications available from
the server on to the batch of all the endpoints covered by the tag or create a schedule for the installation.

Limitations:
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+  For Security Patches and OS Update packages — The patch management module can install any patch or
update which is auto-loaded to the server, on release by the OS vendor.

+  For third-party applications and update patches - The patch management module can install any patch or
application whose installation package is of the format as given below:

« Windows - .exe, .msi, .msp, .msu
+  Ubuntu/Debian - .deb

«  CentOS - .rpm

+  Mac-.dmg

To install OS patches/update packages or an application
«  Open the Tags interface by clicking the ‘Tags' tab
+  Click on the selected tag from the list to open the Tag Details interface.
«  Select the items to be installed

- Toinstall OS patch(es) or updates, click the 'OS' tab
« Toinstall custom or third-party applications, select the 'Custom' tab

+  Select the item(s) to be installed. You can use the search and filter options to search for the
specific patch(es)/update(s) or applications to be installed. Refer to the explanation on Sorting,
Filtering and Search Options in the previous section Viewing Details of a Tag for more details

- Configure the installation options:

Restart options — Select whether the endpoints need to be restarted for the installation to take effect, from
the first drop-down at the top right. The options available are:

«  No Restart — The endpoints will not be restarted on completion of the installation operation. If the
item(s) installed require the endpoint to be restarted for the installation to take effect, it will do so,
only after the next manual restart of the respective endpoint by the end user.

+  Only if needed - The patch management module will check whether the item(s) installed
require(s) the endpoint to be restarted for the installation to take effect. The endpoints will be
restarted upon completion of installation only if it is required.

+  Forced - The endpoints will be restarted upon completion of installation operation, regardless of
whether the items installed require(s) to do so, for the installation to take effect.

Priority - Configure the execution priority for the installation operation at the endpoint from the next drop-
down. The CPU usage for the installation operation will be set as per the chosen priority. The options

available are:
« Idle
«  Below Normal
«  Normal
«  Above Normal
+  High

+ Toinstall the item(s) instantly, click the 'Submit' button
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Policy L Mo restart

M show Hidden  sorcey [IEEICICIRd

Release Date Vulnerability 1D

O (update) Update for Window  09/09/2014 Optional i}

D (update) Security Update for  02/11/2014 MS14-007 Critical (1]

D (update) Update for Window  11/12/2013 - Optional (1]
¥/ O (update) Security Update for  10/14/2014 - Optional o
[[] © (update) Security Update for  08/12/2014 MS11-048 Critical (1]
[7] @ (update) Security Update for  05/08/2012 MS12-035 Critical o
[[] © (update) Security Update for  10/08/2013 MS13-081 Critical (1]
[] © (update) Update for Window  05/19/2015 - Optional o

The installation operation command will be sent to the endpoints with operating systems and system requirements
satisfying those of the item to be installed and covered by the tag.

« Toinstall the item(s) at a scheduled time, select the 'Policy' checkbox

Software Inventory a 0s 7N Custom o

(o LECTREURESEN vuinerabiliy 1D [

Release Date Vulnerability 1D Version
O (update) Update for Window  09/09/2014 - Optional i}
O (update) Security Update for ~ 02/11/2014 MS14807 Critical 1]
£ O (update) Update for Window  11/12/2013 - Optional i}
(update) Security Update for  10/14/2014 - Optional

Setup operation K

Installation on Sales gro

Cancel Save

The 'Setup operation' dialog will appear to set the schedule.
«  Enter a name for the installation operation in the Label text box

+  Click the Date text box to enter the time and date at which the selected patch(es) or update(s)are
to be installed. A calendar drop-down will appear.
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1 Cancel Save

23 24 2 2 27 28 23
30 AN

Time 14:30

Hour L )

Minute | )

Mow Done

+  Select the date from the calendar

+  Set the time using the Hour and Minute sliders

+  Click 'Done'

«  Click 'Save' from the 'Setup operation' dialog.
+  Click 'Submit' from the Inventory area.

The installation operation command will be sent to the endpoints with operating systems and system requirements
satisfying those of the item to be installed and covered by the tag, at the time as specified in the schedule.

For an instant installation operation, you can view the progress of the operation from the 'Operations' interface.

«  Click the 'Operations' tab to open the 'Operations' interface and click on the operation name.
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Dashboard Agents Applications Tags Policies Operations System Reports & default

1012772014 g9;
o INSTALL OS APPS BY ADMIN
admin 1002712014 11:19:00 AM 10/27/2014 12:19:45 PM
install os apps @
admin 10/26/2014 11:19:00 AM
install os apps @ Target Agents
admin 10/25/2014 11:19:00 AM
install 0s apps (1]
admin 10/24/2014 12:37:52 PM T (S Walting for Agent
install os apps m
admin 10/24/2014 12:35:56 PM -
CHHNC4-1 — Waiting for Agent
install custom apps e
gdmin 10/24/2014 11:35:05 AM CHNC4-2 — &) Waiting for Agent
install os apps m
admin 10/24/2014 11:07:31 AM
install 05 apps
admin 10/24/2014 10:35:05 AM
For more details on viewing the details of the operation, refer to the section Viewing Patch Management
Operations.
For a scheduled installation operation, you can view the schedule displayed under the 'Policies' tab.
COMOOOD
nmuamn DASHBOARD AGEMTS APPLICATIONS TAGS POLICIES OPERATIONS SYSTEM REPORTS i infotronics =
w2122
Job Hame Dperation Type Totel Runs Mext Run
Installation of updates install Cron M/A 0aNT2M511:3600 A X
Apply 05 Patches on Bobs Computer install once NiA 08/20/2015 12-20:00 P X
EPulch Inztadlation on Sales Group install once NiA 082015 02-34-00 P X !

For more details on managing scheduled operations, refer to the section Automated Patch Management Policies.

7/ Automated Patch Management
Policies

The Patch Management module allows administrators to create policies to automatically apply patches to endpoints
according to a specific schedule. Creating a policy will keeps selected endpoints up-to-date without the administrator
intervention. Policies are constructed by specifying the type of patch (operating system or third-party), the schedule
for the operation, the target endpoints and various other criteria such as patch severity. The patch management
module uses 'Cron' to execute the policy commands.

Install and uninstall schedules which were created in the ‘Endpoint Details’ and ‘Tag Details’ interfaces will also be
displayed in this interface as policies if the 'Policy' check-box was enabled.

The 'Policies' interface displays the list of current policies and allows you to create new policies:
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coMooo

MR G DASHBOARD  AGENTS  APPLICATIONS AGS POLICIES OPERATIONS SYSTEM REPORTS %% Infotronics Ch...
va2z2

4 Add Pakcy
Operation i T'atal Runs Mext Hun
Instell patchs for Bobs Computes install cron 33 04/04/2016 07 4400 PM %
Uninstall Lpdates from Baobs Computer install cron m 0471072016 05-09-00 PM 3
Critical Pateh Policy inatall cron 33 04/04/2016 02:10:00 PM X
Inetallation of updates insdall cron 33 047042016 02:06:00 PM %
test install cron a4 04/05/2016 02:17-00 P 3
Install Updates to Bobs Computer inatall cron 34 04/06/2016 02:3300 PM X

Policies table - Column Descriptions

Column Description

Job Name The name assigned o the policy, shortly describing the operation to be executed.

Operation Indicates the type of operation carried out as per the schedule. The possible values are:
+ Install
«  Uninstall
+  Reboot

Type Indicates whether the operation is executed to run periodically or one time. The possible

values are:

«  Cron - The operation is executed repeatedly at periodical intervals as per the
schedule.

+  Once - The operation is scheduled to be executed only once.

Total Runs Indicates the number of times the operation has been executed so far, as per the
schedule.

Next Run Indicates the precise date and time of next execution of the operation.

Controls Clicking the % icon removes the policy from the patch management module.

Refer to the following section Creating a New Patch Management Policy for more details.

7.1 Create a New Patch Management Policy

The administrator can create new patch management policies from the Policies interface for automatically and
periodically install the patches and updates or third-party applications available from the patch management server
on to individual endpoints or groups of endpoints covered by specific tags, registered for the selected customer
account.

To add a new policy
«  Select the customer account from the 'Customer Account' drop-down
+  Open the policies interface by clicking the 'Policies' tab

«  Click the 'Add Policy' button at the top right. The 'Create New Policy' dialog will open:
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+ Add Policy )
Total Runs Mext Hin
cron NF& 08/17/201511:36:00 A
cron NFA 08/17/2015 11:40:00 A
Create New Policy

August 2015 installation of updates Operation Type |
L L Package Type E| Severity E|
C—"

Cancel Save

+  Configure the parameters as shown below:

Create New Policy Dialog — Table of Parameters

Parameter Description
Policy Name Enter a name shortly describing the operation to be executed as per the
schedule.
Operation Type Select the operation to be executed from the drop-down:

+ Install - Installs the OS patches/updates or third-party applications
available from the server at the time of execution on to the selected
endpoint(s), appropriate to their respective operating systems.

+  Reboot — Restarts the selected endpoints.

Package Type Select the type of items to be installed from the drop-down, if you have chosen
'Install' as operation type:

«  0OS - Installs the OS patches and update packages available from the
server at the time of execution on to the selected endpoint(s),
appropriate to their respective operating systems.

+  Custom - Installs the third-party applications available from the server
at the time of execution on to the selected endpoint(s), appropriate to
their respective operating systems.
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You can filter the items to be installed by choosing the severity level of them.

Severity Select the severity level of items to be installed from the drop-down.
«  Any - Instals all the items

«  Optional - Installs only the optional items
+  Recommended - Installs only the recommended items

+  Critical - Installs only the items with 'Critical' severity level

Repeat Choose the frequency at which the operation is to be performed:

None - The operation will be executed only once on the date and time chosen
from the calendar at the left. Choose the date from the calendar and time from
the Hour and Minute sliders.

Every day — The operation will be executed daily at the set time, starting from
the date and time chosen from the calendar.

Every week - The operation will be repeated weekly once on the day of the
week same as that of the date chosen from the calendar, at the set time for the
first execution .

Every Month - The operation will be repeated monthly once on the day of the
month same as that of the date and time chosen from the calendar for the first
execution.

Every Year - The operation will be repeated yearly once on the day of the year
same as that of the date and time chosen from the calendar for the first
execution.

Custom — Repeats the operation at custom intervals. Refer to the section
below, explaining setting up the custom intervals.

Policy On Choose whether the operation is to be executed on selected endpoint(s) or
group(s) of endpoints covered by specified tag(s).

+  Tags — On choosing Tags, click inside the Tags field at the right and
select the tags that cover the endpoints upon which the items are to
be installed from the drop-down.

«  Agents - On choosing Agents, click inside the Agents field at the right
and select the Endpoints upon which the items are to be installed from
the drop-down.

Install only approved applications | Selecting the checkbox installs only those items that are approved for
automated installation from the 'Applications' interface. For more details on
approving the items, refer the section Approving Packages for Automated
and Scheduled Installations.

Setting Custom Intervals for Scheduled Patch Management Operation

The administrator can also configure the policies to execute the operation repeatedly at custom time points. The
schedule can be set to run the operation once in every:

« 'N'number of days — The operation will be run once in on every N number of days at the set time

« 'N"number of weeks - The operation will be run once in on every N number of weeks on the set weekdays
at the set time.

« 'N"number of months - The operation will be run once in on every N number of months on the set days at
the set time.

« 'N'"number of years - - The operation will be run once in on every N number of years on the set dates at
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the set time.
To set a schedule for the operation to run every 'N' number of days

«  Choose 'Custom' from the Repeat drop-down.

Create New Policy

August 2015 Installation updates Install H|
e s [fowa g
oon. [

| % Gautemala ||

Cancel Save

«  Select 'Daily' from the 'Frequency' drop-down.
+  Choose the number of days to be set as the interval from the Every drop-down.
«  Set the time at which the operation is to be executed from the time slider at the left
+  Click 'Save' from the 'Create New Policy' dialog
To set a schedule for the operation to run every 'N' number of weeks
+  Choose 'Custom' from the Repeat drop-down.

+  Select "Weekly' from the 'Frequency' drop-down.
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«  Choose the number of weeks to be set as the interval from the 'Every' drop-down.
«  Select the days of the week from the days displayed below 'Every' drop-down.
+  Set the time at which the operation is to be executed from the time slider at the left.
+  Click 'Save' from the 'Create New Policy' dialog

To set a schedule for the operation to run every 'N' number of months
+  Choose 'Custom' from the Repeat drop-down.

+  Select 'Monthly' from the 'Frequency' drop-down.
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«  Choose the number of months to be set as the interval from the 'Every' drop-down.
+  Select the days of the month from the month calendar displayed below 'Every' drop-down.
+  Set the time at which the operation is to be executed from the time slider at the left.
Click "Save' from the 'Create New Policy' dialog
To set a schedule for the operation to run every 'N' number of years
+  Choose 'Custom' from the Repeat drop-down.

«  Select 'Yearly' from the 'Frequency' drop-down.
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Cancel Save

+  Choose the number of years to be set as the interval from the 'Every' drop-down.
«+  Select the months from the months displayed below 'Every' drop-down.

+  Set the day of the month(s) and the time at which the operation is to be executed from the calendar at the
left.

+  Click 'Save' from the 'Create New Policy' dialog

The schedule will be saved and the operation will be executed as per the schedule.

8 View Patch Management Operations

The Operations interface displays a list of currently running and completed operations initiated for the selected
customer account. The list contains both manually initiated and scheduled operations. Administrators can also view
details like the status of the operation on the target endpoints, items installed or uninstalled and more.
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DASHBOARD

AGENTS

| infotronics 04/01/2016 01:02:30 PM 04/01/2016 02:2702 PM
inztzll o2 sppe
infotronics 04/0172016 12:32:25 PM
ingtall custom apps E Target Agents
infotronica 040172076 11:18:48 AM
B -
infotronics 0372372016 11:19:51 AM TESTWINB] — @ Completed
instzll custom apps
infotronics 032272016 04:47:19 PM
instell custom apps m
infotronics 0372272016 04:00:27 PM
inatall custom appse
infotronics 0372272016 03:32:57 PM
ingtzll oe sppe
| infotronics. 0372272016 12:16:26 PM
inetzll o= apps
infotronica 03/21/2016 03:11 :Eg
v 1

O

Pravipus

APPLICATIONS

TAGS  POLICIES OPERATIONS  SYSTEM REPORTS & Infotronics Ch...

INSTALL CUSTOM APPS BY INFOTRONICS

The left hand pane displays the list operations. The right hand side pane displays the details of the operation
selected from the list.

The administrator that initated or
scheduled the operation

The date and time at which
the operation has started

I infotronics I

Iinstall Dsappsl

09/01/201503:55:42 PM

Ashort description
of the operation

The numbers of target endpoints
at which the operation is executed.
The color indicates the progress status of operation.

Each item in the list has the following details:

«  The username of the administrator that has manually initiated the operation or created the schedule for the
operation

«  The precise details of date and time at which the operation has started
+  Ashort description of the operation. The possible values are:

+ Install OS apps
+ Install Custom apps
«  Uninstall
+  Reboot
«  The numbers of target endpoints at which the operation is completed or being currently executed. The
status of the operation is indicated by the background patch color of the number: The possible stages are:

- The operation is completed successfully.
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m - The operation is completed but with some errors. You can view the list of errors from the details at the
right hand side pane. Refer to the explanation under Viewing Details of an Operation for more
details.

- The operation is not completed. You can view the error message from the details at the right hand side
pane. Refer to the explanation under Viewing Details of an Operation for more details.

The operation is under progress. You can view the progress bar at the details at the right hand side
pane. Refer to the explanation under Viewing Details of an Operation for more details.

oy
n
1

- Waiting for the agent to receive the operation command.

Viewing Details of an Operation

Clicking an operation in the list on the left will display operation details on the right. The details pane lists the target
endpoints and the progress status of the operation. The administrator can also view the list of items being installed at
any endpoint.

To view the details of an operation
+  Select the customer account from the 'Customer Account' drop-down
+  Open the operations interface by clicking the 'Operations' tab

+  Click on the selected operation from the list at the left hand side. The details pane will open in the right
hand side:

M ] DASHBOARD  AGENTS  APPLICATIONS AGS  POLICIES OPERATIONS  SYSTEM REPORTS & Infotronies Ch...

& INSTALL CUSTOM APPS BY INFOTRONICS

install custom apps “

InfOBaE e 0L LZ0LROTTO PM |\ 04/01/2016 02:27:02 PM
instzll oe apps
infotronica 040172016 12:32:25 PM
ingtall custom appse @ Target Agents
infotronica 040172076 171:18:48 AM
R s
3 A i 19-51
infotronics 0372372016 11:19:51 AM TESTWINB] — & Completed
inetzll custom apps
infotronics 0372272016 04:47:19 FM
ingtall custom apps E
]

infotronics 0372272076 04:00:27 PM

The details pane displays a list of target endpoints and the status of the operation at each endpoint.

Clicking an endpoint name opens the Endpoint Details interface for that endpoint. For more details on the interface,
refer to the section Viewing Endpoint Details.

This interface allows you to:

+  View the list of packages being installed and their status

+  View the error messages for operations not completed successfully

+  View the error messages for operations that are completed, but with errors
To view the list of packages being installed on an endpoint and their status

+  Click the blue drop-down beside the endpoint name. The list of items selected for installation on to the
endpoint, based on the OS of it, will be displayed:
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INSTALL OS APPS BY INFOTRONICS
09/01/2015 04:00:09 PM
Target Agents
COMODO-PC A=) Started 09/01/2015 04:00:16 PM. 2 application(s) pending.

Security Update for Windows 7 (KB29_ 0 L
Security Update for Microsoft MET Fr... 0 ¥

+  Clicking a package name opens the Application Details interface, displaying the details of the OS
patch/update package or the application. For more details on the application details interface, refer to the
section Viewing Details of a Patch, Update Package or an Application.

Note: The blue-drop down will appear only for endpoints that is eligible for the packages installed. If you are
installing a package by selecting a tag, the package will be installed only on to the applicable endpoints covered by
the tag and the drop-down will appear only for those endpoints.

To view the error messages for operations not completed successfully
+  Open the Operation Details pane of the operation not completed successfully by clicking on it from the list

«  Click on the 'Error' link at the right end, for the endpoint you wish to see the error details.

INSTALL OS APPS BY INFOTRONICS

09/01/2015 04:28:58 PFM

Target Agents

SMITH-COMPUTER - &

COMODO-PC — &
BOB-COMPUTER

Started 09/071/20 T16 PM. 1 application(s) pending

Waiting far Agent

The list of applications that failed to install and the reasons for failure is displayed.

Clicking the copy icon £ opens a dialog that enables you to copy the error message to your clipboard for pasting to
your document or text files.
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The page at https:/ipatch.comodo.com says:

Copy to clipboard: Ctrl+C, Enter
c1_pm_operations|

[ OK ] ’ Cancel

«  Press CTRL+C from the keyboard or right click inside the text box and choose 'Copy' from the context
sensitive menu to copy the error message to the clipboard.

To view the error messages for operations that are completed with errors

«  Open the Operation Details pane of the operation completed but with errors (indicated by yellow triangle) by
clicking on it from the list

+  Click on the 'Completed with 'N' errors' link at the right end, for the endpoint you wish to see the error
details.

UNINSTALL BY INFOTRONICS

09/01/201512:48:35 PM

Target Agents

USNJMAO7Z — (& CCompleted with 2 errors )

USNJMAO73 - Errors

Security Update for Windows 7 for x64-b_. Unable to successfully uninstall application_ If this is not @ Windows Update

Security Update for Windows 7 for x64-b - Unable to successfully uninstall application. If this is not 8 Window

The list of applications that failed to uninstall and the reasons for failure is displayed.

Clicking the copy icon 1 opens a dialog that enables you to copy the error message to your clipboard for pasting to
your document or text files.

+  Press Ctrl+C from the keyboard or right click inside the text box and choose 'Copy' from the context
sensitive menu to copy the error message to the clipboard.

9 View Endpoint Report Summaries

The 'System Reports' interface displays summaries of hardware/software/network details for each endpoint
registered for the customer account. It also displays the patch management policies active for the customer and an
exhaustive list of available OS patches and updates with details of endpoints affected by them.
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rmntmml DASHEOARD AGENTS APPLICATIONS TAGS POLICIES OPERATIONS SYSTEM REPORTS @ Infotrenies Ch...
v222

MNetwork Memory HDD CPU Hardware Policy Global Patch List

Compater Neme 4 Machine Type 05 Name

BOB-COMPLUTER Wirtual: Viiware Virtual _. bicrosoft Windows 7 Professional Service Pack 1 windows G4
C4-Macmini-Tests-Mac-mini local physical 05X 10105 darwin G4
COMODO-FC Wirtwal: VirtualBox Microsoft Windows 7 Ultimate Service Fack 1 windows iz
COUB32A8G physical Ubuntu 14.04 limu a2
SMITH-COMPUTER Wirtual: Vitware Viftual _ bicroaoft Windows 7 Profesalonal windows 64

The Interface contains the following tabs:

- 0S

+  Network
«  Memory

- HDD

- CPU

- Hardware
« Policy

+  Global Patch List

Operating System

The OS tab displays the details of operating system of each endpoint added to the customer account.

s Network Memuory HOD cPu Hardware Policy Global Patch List

Machine Type 0F Name
BBCOMPUTER Wirtual Vidware Virbual P Microsoft Windows 7 Professional Service Pack 1 windoss 64
Cd-dscminkTests-Mac-mini local physical 05X 10,100 daraun B4
COMODO-PC Virtusl VifualBox Microsolt Windows T Ulimate Service Pack 1 i o 32
COUB32686 phyaical Uburtu 1404 B 7]

SMITH-COMPUTER Virtual Vibsare Virtual P Microsoft Windows 7 Professional windows 64

Previous. | Mext

0S table - Column Descriptions

Column Description

Computer Name The 'Display name' of the endpoint. If a display name is not assigned for the endpoint,
its host name is displayed. Refer to the explanation of editing display name of an
endpoint in the section Viewing Endpoint Details for more details on assigning the
display names.

Machine Type Indicates whether the endpoint is a physical computer or a virtual machine.
OS Name Displays the OS installed on the endpoint with its version number and service pack
details.
OS Type Displays the base code of the OS.
System Arch Lndicztes the bit architecture of the endpoint, whether the system is 64-bit or 32-bit
ased.
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Sorting Options:

You can sort alphabetically in ascending or descending order by clicking the arrow next to 'Computer Name' in the
table header.

Network Details

The Network tab displays information about the networks to which each endpoints is connected. This includes the
type of network and the MAC and IP addresses of the endpoint.

05 EUERTE Memory HDD  CPU - Hardware  Policy  Global Patch List

Compubes Name 4

BOB-COMPUTER Local Area Connection 0DOC297TIFSTF 1010817229
Ca-Macamini-Teats-Mac-mini local Ethsermiat {and} Ocddefbl2dda 1010817216
FireWire [full) 2B0bScfffel 60132
Wi-Fi [en1) afbeldaldeii
COMODPC Local Area Conmection 0BD0277B3BEF 10.108.17.236
COUBI26ES ethll 0E002332dal0 10.1087.075

SMITH-COMPUTER Local Area Conmection 000C22686804 1010817231

Network table - Column Descriptions

Description

Computer Name The 'Display name' of the endpoint. If a display name is not assigned for the endpoint,
its host name is displayed. Refer to the explanation of editing display name of an
endpoint in the section Viewing Endpoint Details for more details on assigning the
display names.

Network Name Displays the network(s) to which the endpoint is connected.

MAC Displays the MAC address of the endpoint.

IP Address Displays the IP address of the endpoint with respect to each network..
Sorting Options:

You can sort alphabetically in ascending or descending order by clicking the arrow next to 'Computer Name' in the
table header.

Memory Details

The Memory tab displays the size of the system memory (RAM) mounted on each endpoint and the current usage
statistics of it.

0s Network Memory HOD CPU Hardware Palicy Global Patch List

Computer Name 4 Used Undated

BOB-COMPUTER 332 MB (32.40%) = 1.02e+3 MB 3 weeks ago
C4-Macmini-Tests-Mac-mini. |ccal 130 MB (469%) - 313G8 2 miinutes ago
COMODOD-PC 79T MB (T7.ETR) - 1.02e+3 MB 1 minute ago
COUBIZ686 161 ME [16.05%) - 1.00e+3 MB 2 minubes ago

EMITH-COMPUTER 599 MB (58.54%) 1.02e+3 MB 1 minute ago

Memory Details table - Column Descriptions

Column Description

Computer Name The 'Display name' of the endpoint. If a display name is not assigned for the endpoint,
its host name is displayed. Refer to the explanation of editing display name of an
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endpoint in the section Viewing Endpoint Details for more details on assigning the
display names.

Free Displays the size of free memory available at the endpoint.

Used Displays the size of memory used at the endpoint.

Total Displays the total size of system memory mounted in the endpoint.

Updated Indicates the last update time of the memory usage statistics.

Sorting Options:

You can sort alphabetically in ascending or descending order by clicking the arrow next to 'Computer Name' in the

table header.

Storage Details

The HDD tab displays the details of the hard disk drive mounted on each endpoint and the current usage statistics of

it.

as Metwork Memaory

BOB-COMPUTER
Ca-Macmin-Testa-Mae-mini local

COMODO-PC
COUB326856

SMITH-COMPUTER

HOD cPu Hardware Palicy Global Pateh List

HDD Hame

C:A CA 11.2 GB (22.23%) 39.0 GB (0.08%) 502 GB
B B 9.75 GB (99.09%) 515 ME (0% 9.B4 GE
Idevidiskls2 12029011 A0 GE (%0.18%) 45.6 GB (9.82%) 463 GB
CA CA 13.7 GB (55.16%) 11.2 GE (0.04%) 2490GE
fdeviadal ! 7.41 GBE (53.41%) .46 GB (46.59%) 139 GB
ey fdev 452 MB [100%) 400 KB [0%) 457 ME
fdeviarl fmedis/comodaVBOXA... 10 Byte (0%} 62.9 ME (100%) £62.9 ME
G G 22.5 GB (35.83%) 17.8 GB (0.04%) 402 GB
Mew Volwme EN 18.2 GB (91.87%) 1.61 GB (0.01%) 198 GB

Previous. | Mest

HDD Details table - Column Descriptions

Description

Computer Name

The 'Display name' of the endpoint. If a display name is not assigned for the endpoint,
its host name is displayed. Refer to the explanation of editing display name of an
endpoint in the section Viewing Endpoint Details for more details on assigning the
display names.

HDD Name Displays the details of hard disk drive partitions at the endpoint.

Mount Displays all the drive partitions, including network drives mounted on the endpoint.
Free Displays the size of free HDD space available at the endpoint

Used Displays the size of used HDD space

Total Displays the total size of HDD mounted on the endpoint.

Sorting Options:

You can sort alphabetically in ascending or descending order by clicking the arrow next to 'Computer Name' in the

table header.
CPU Details

The CPU tab displays the details of the CPU usage (in percentage), by user initiated and system initiated

processes.
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as Metwork Memory HOD cPU Hardware Policy Global Patch List

Updated

BOB-COMPUTER 0 0 o 3 weeks ago
Ca-Macmin-Tests-kac-mini. local 1 L o8 3 minutes ago
COMODO-PC 4 a 1 2 minutes age
CouB32686 079 034 881 3 minutes ago
SMITH-COMPUTER o ] o 2 minutes ago

CPU Details table - Column Descriptions

Column Description

Computer Name The 'Display name' of the endpoint. If a display name is not assigned for the endpoint,
its host name is displayed. Refer to the explanation of editing display name of an
endpoint in the section Viewing Endpoint Details for more details on assigning the
display names.

User Displays the CPU usage (in percentage) by user initiated processes, running in the user
space.

System Displays the CPU usage (in percentage) by system initiated processes, running in the
kernel space.

Free Displays the unused CPU capacity.

Updated Indicates the last update time of the CPU usage statistics.

Sorting Options:

You can sort alphabetically in ascending or descending order by clicking the arrow next to '‘Computer Name' in the
table header.

Hardware Details

The Hardware tab displays information on basic hardware components like HDD, CPU, Display and RAM in each
endpoint.
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05 MNetwork Memory HDD CPU EUFILEELEE Folicy  Global Patch List
Name Sze File SystemCores
BOB-COMPUTER Disk E: QR4 GEB WTFS 97568
CPU Imtest{F) Coore(TM) i3 CPU 236 kb 2 3059 64
Display Standard VGA Graphees MaM und...
RAM 1.00 GE
Cad-Macmini-Tests-Mac-m... Disk fdes/ disicls2 455 GE hfs 419 68
CPU Iritel Care i 3072 kb 2 2580
Display Mo CPU infe available
R 400 GB
COMODO-PC Dk C 249 GB NTFS 12868
CcPU Imted{A) Core(TW) 13-2120 il b 1 2 az
Display Standard VGA Graphics MaM wund
RAM 0 Byte
COUB32686 Disk fdevd/sdal 139 GE exid 7loce
udey 492 MB devimpfs 432 ME
fdeiarl &29 MB G B0 0 Byte
CPU Il () Core(Th) i3-2120 6144 kb 1 3204 403 3z
Display InnoTes Systermberatung 16.0 MB 0
Ram 1.00e+3 ME
SMITH-COMPUTER Disk Mew Volume 198 GB NTFS 182 G8
cPU Imted{F) Core(Th) i3 CPU 236 kb 1 3039 64
Display Standard VEA Graphics .. MaM und...
RAK 1.00 GB

Hardware Details table - Column Descriptions

Description

Computer Name The 'Display name' of the endpoint. If a display name is not assigned for the endpoint,
its host name is displayed. Refer to the explanation of editing display name of an
endpoint in the section Viewing Endpoint Details for more details on assigning the
display names.

Component Displays the list of basic hardware components of the endpoint, whose detail are
displayed in the columns at right.

Name Displays the name, brand and/or model of the component

Size Displays the memory capacity of the component.

For HDD - The size of hard disk drive mounted on the endpoint

For CPU - The size of internal cache memory of the processor at the endpoint
For Display — The memory size of the graphics card

For RAM - The size of RAM mounted on the endpoint

File System/Cores Displays the file system information of HDD and other memory devices mounted and
number of cores in the processor.

Speed/Free Size For HDD - Displays the size of free HDD space available at the endpoint
For CPU - Displays the processing speed (clock frequency) of the processor in MHz
For Display — Displays the size of free space in memory of the graphics card

Arch Indicates the bit architecture of the endpoint, whether the system is 64-bit or 32-bit
based.
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Sorting Options:

You can sort alphabetically in ascending or descending order by clicking the arrow next to 'Computer Name' in the
table header.

Active Policies

The Policy tab displays the policies for automated and scheduled patch management, active for the customer

account.
0s Network Memory HOD CcPu Hardware Poliey Global Patch List
Mext man time Agents Dperation Package

Critical Patch Policy 201 5-09-07 11:40:00 3 5 (all} install optional system_apps
Install paichs for Bobs C... 20150807 17:14:00 2 1 install any Sysiem_apps
Install pelicy frem Tags d 20150902 21:30:00 4 1 install system_spps
Install Updetes to Bobs T 201 5409-02 12:03:00 1 1 install optional sysiem_spps
Installation of updetes 201 5-09-0F 11:34:00 1 1 install aplional Syslem_apps
Mew Policy from Policy in 201 5-09-03 07:30:00 1 o Install recoamime. sysiem_opps
test 2071 5409-08 17:47:00 1 1 install optional custom_spps
Uningtall policy from end 20150903 04:52:00 1 0 uninatall

Uninstall Updates fraom B... 201 509-10 14:39:00 2 1 install any custom_spps

Policy Details table - Column Descriptions

Column Description

Policy Name The name of the policy.

Next run time Indicates the date and time of next execution of the operation as per the policy
schedule.

Agents Indicates the number of endpoints upon which the operation will be executed

Tags Indicates the number of groups of endpoints upon which the operation will be executed,
based on the tags covering them.

Operation Indicates the type of operation, whether it is installation, uninstallation or reboot.

Severity Indicates the severity level of the packages to be installed for installation operation.

Package Indicates the type of packages that will be installed during the installation operation. The

possible values are:

+  system_apps — All the missing OS patches and update packages will be
installed according to the OS of each endpoint, from the packages available
from the patch management server.

«  custom_apps - All the missing custom applications will be installed according to
the OS of each endpoint, from the packages available from the patch
management server.

Sorting Options:
You can sort alphabetically in ascending or descending order by clicking the arrow next to 'Policy Name' in the table
header.

Global Patch List

The Global Patch List tab displays an exhaustive list of available OS patches and updates with details of endpoints
affected by them.
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Memory HDD CPU  Hardware  Policy

S Mixsing Installed M

Endpaints Endpaints Endpoints

COMODD Device Management Optional windows 173 273 2{5
Definiticn Update for Wingows Defender - KBOT3597 (Definition 1.205.11 Opticnal windeows 1/3 2/3 2/5
Digitsl Camera RAW Compatibility Update Opticnal darwin 11 o/ 4/5
Microsalt NET Framework 4 Cliemt Profile for Windows T x50 (KBS82670) Optional windows /3 203 2/3
Microsoft NET Framework 4.5.2 for Windows 7 xf4-based Systems (KB2 Optional windows 1/3 /3 2/5
DE X Update Combined Opticnal darwin LIFA | an 475
05 X Yosemite Recovery Update Opticnal darvin 11 oM 4/5
Security Updefe for Microsoft \NET Framework 3.5.1 on 'Windows 7 3P1 .. Critical windows 173 273 275
Security Update for Mecrosoft NET Framawork 3.5.1 on Windows 7 SP1 & Critical windows 1/3 53 2/5
Bacurity Update for Microscft .NET Framework 3.5.1 on Windows 7 SP1 x... Critical windows 1/3 273 2/5

Global Patch List table - Column Descriptions

Description

Patch Name The name of the patch or the update package
Severity The severity level of the package
Platform The base code of the OS to which the patch/update is applicable

Missing Endpoints

Indicates the number of endpoints from which the package was not found installed, out
of total number or endpoints upon which the package is applicable.

Installed Endpoints

Indicates the number of endpoints upon which the package has been found installed
out of total number or endpoints upon which the package is applicable.

N/A Endpoints

Indicates the number of endpoints for which the package is not applicable out of total
number or endpoints.

10  Admin Management

The administrator can configure Log settings and email server settings and automated notification settings from the
administrator management interface.

To open the customer and administrator management interface, click your login name displayed at the top right and

choose Admin Settings

from the drop-down.
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(4

Logout

Naotifications

Rule Mame Created By Motification Type Description Options

| Mo data available.

Frewvous

Done

The following sections explain in detail about:

+  Configuring log settings and email settings for notifications

- Configuring automated notifications for administrators

10.1  Manage Log Settings and Email Settings

The Services tab in the administrative interface allows the administrator to configure the following:

«  Syslog Server - The patch management module has the ability to forward the logs pertaining to various
operations and configuration changes to a remote Syslog server. The administrator can integrate the
module with the remote Syslog server used by the organization to maintain the logs in it, for easy analysis
of the logs and conserving disk space in the patch management server.

- Email - The patch management module can send automated notification emails, as configured under the
Notifications tab in the administrative interface. The email accounts and the addresses to be used for the
notifications can be configured under the Services tab.

To access the services settings interface
«  Select the customer account from the right end of the title bar in the main interface

«  Open the Administrative Settings interface by clicking your login name at the top right and choosing 'Admin
Settings' from the drop-down.

«  Click the 'Services' tab.
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Services Motifications

Log Locations:
ioptTopPatchivarloginist_file.log
loptTopPatchivarlogineweb_file.log
loptTopPatchivarlogirvapi_file log
loptTopPatchivarlog/agentstatus_file log
loptTopPatchivarlogicve_file log
loptTopPatchivarlogladmin_scheduler_file log

loptTopPatchivarloghFense_stats_file log

loptTopPatchivarlog/sso_file log

loptTopPatchivarlog/pimapi_file log

Done

The following sections explain more on the settings made through this interface.
»  Configuring connection to remote Syslog Server
+  Configuring email account

Configuring connection to remote Syslog Server

The Syslog tab in the Service settings interface allows the administrator to specify the syslog server and the
connection parameters for the selected customer account.

To configure syslog connection settings
+  Open the service settings interface as explained above.

+  Click the Syslog tab from the left hand side navigation.
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Services Motifications

Log Locations:
ioptTopPatchivarloginist_file.log
loptTopPatchivarlogineweb_file.log
loptTopPatchivarlogirvapi_file log
loptTopPatchivarlog/agentstatus_file log
loptTopPatchivarlogicve_file log
loptTopPatchivarlogladmin_scheduler_file log

loptTopPatchivarloghFense_stats_file log

loptTopPatchivarlog/sso_file log

loptTopPatchivarlog/pimapi_file log

Done

The upper pane displays the connection parameters for the syslog server and the lower pane shows the paths of
different types of log files in the syslog server.

+  Configure the connection parameters as shown below:

+  Syslog Server - Enter the host name or the IP address of the remote logging server to which the
logs are to be passed.

+  Protocol - Choose the protocol used for the transfer of logs

+  Port - Enter the port number of the UDP listening port through which the server receives the logs.
Default is 514.

«  Verbose — Choose the log level from the drop-down depending on the space allotted in the remote
server.

«  Click "Save' to save your changes.
+  Click 'Done"in the Administrative interface
Configuring Email Account

The email tab in the service settings interface allows the administrator to specify the SMTP server and the email
account to be used for sending the automated notification emails from the patch management module.

To configure Email server settings
«  Open the service settings interface as explained above.

+  Click the Email tab from the left hand side navigation
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Services Motifications

S|

‘ Email smip.ditherscompany.com
patchmanagement@ditherscomg

patchmanagement@ditherscomg patchmanagement@ditherscomg

Save

Done

«  Configure the email settings as shown below:

+  Host - Enter the SMTP server to be used for sending the notification emails.

+  Port - Enter the SMTP port number of the email server, based on the encryption protocols to be
used. (Default = 465 for SSL/TLS encryption, 25 for plain emails)

«  User - Enter the username or email address of the email account to be used by the patch
management server to send the notification emails. Preferably you can create a new account for
the patch management module in your mail server and enter its username in this field.

«  Password — Enter the password for the dedicated account.

«  From Email — Enter the email address to be displayed in the 'From:' field of the notification emails.
Usually this will be same as the address entered in the 'User' field.

- To Email — Enter the default email address to which all the notifications need to be sent.
+  Click 'Save' to save your changes.

«  Click 'Done' in the Administrative interface.

10.2  Configure and Manage Notifications

The patch management module can send automated notification emails for the specified events to administrative
users of the selected customer account, as configured under the 'Notifications' tab in the Administrative Settings
interface.
To access the Notifications interface

+  Select the customer account from the right end of the title bar in the main interface

«  Open the Administrative Settings interface by clicking your login name at the top right and choosing 'Admin
Settings' from the drop-down.

«  Click the 'Notifications' tab.
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Motifications

Rule Mame Created By Motification Type Description Options
Install Failed install To all admins...
Install Success install To all admins...

Previous | Mext

Done

The interface contains two tabs:
- Main - Displays a list of notification settings in action. Refer to the section Viewing Notifications for more
details

«  Create - Enables you to create new notifications. Refer to the section Creating New Notifications for
more details

Viewing Notifications

The Main tab in the Notifications interface displays a list of pre-configured notifications for various events an allows
you to edit or remove them.

Notifications

Rule Mame Created By Motification Type Description Options
Install Failed install To all admins...
Install Success install To all admins...

Previous | Mext

Notifications table - Column Descriptions

Column Description
Rule Name The name of the rule created for sending the notification, shortly describing the purpose
of the notification.
Created by The administrator that created the rule.
Notification Type The event for which the notification is to be sent. The possible values are:
+ Install
+  Uninstall
+  Reboot
+  Shutdown
Description The description of the notification entered during its creation
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Options Contains control buttons to edit and remove the rule.

L+ - Clicking the pencil icon opens the edit interface to edit the notification settings. The
edit interface is similar to the 'Create’ interface. Refer to the section Creating New
Notifications for explanations on parameters configured through this interface.

% - Enables you to remove the notification rule after confirmation.

Creating New Notifications

The 'Create’ interface allows you to add new notification rules for automated emails to be sent for different events to
specified administrative users or user groups.

To create a new notification rule

+  Open the Notifications settings interface as explained above.

+  Click the 'Create' tab from the left hand side navigation.

Notifications

Create Reboot Fail To all admins on reboot Failure

Select one.. ‘ None ‘
Create

+  Configure the notification parameters as shown below:

+  Rule Name - Enter a name for the notification rule, shortly describing the purpose of the rule
«  Description — Enter a description for the notification rule

+  Notifications per — Choose whether the notification is to be sent to a single administrative user or a
user group.

+  User - The notification will be sent to a single administrative user.. Choose the user form the
'User' drop-down at the right.

«  Group - The notification will be sent to all administrative users in a user group. Choose the
group from the 'Group' drop-down at the right.

+  Notification Type — Choose the operation type from the drop-down. The possible values are:

« Install

«  Uninstall
+  Reboot

«  Shutdown
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«  Threshold — Choose the event for the operation on the occurrence of which the notification should
be sent. The possible values are:

« Pass
«  Fall
- Both

+  Click 'Create'. The rule will be added to the list of notification rules in the 'Main' interface.
+  Repeat the process for adding more rules
+  Click 'Done" in the 'Administrative Settings' interface.

10.3  View Administrator Account Settings

The 'Account settings' screen contains a details summary for the Administrator that is currently logged into the patch
management module. Administrators can view their login name, full name, the email address that is associated with
their account, the user group(s) to which the they are members, the permissions assigned by the groups and the
customer accounts managed by them.

To view the 'Account Settings' screen, click your login name at the top right and choose 'Account Settings' from the

drop-down.
ES OPERATIONS SYSTEMREPORTS % Infotronics Ch... & infotronics
Custom Pending
e Admin Settings
Logout
E-nbgrm:nt DASHBOARD GENTS PPLICATIONS TAGS POLICIES OPERATIONS SYSTEM REPORTS & Infotronics Ch...

Admin: infotronics
E-mail: infotronicspethd@gmail com
Defaull Company: Infatronies Chennai
Current Company: Infotronica Chennal
Permissions:
&uupq_' 1 _msp_admin
Companies:

Comodo One - Patch Management Module- Administrator Guide | © 2018 Comodo Security Solutions Inc. | All rights reserved. 118



CcCOMODO

Creating Trust Online®

About Comodo Security Solutions

Comodo Security Solutions is a global innovator of cybersecurity solutions, protecting critical information across the
digital landscape. Comodo provides complete, end-to-end security solutions across the boundary, internal network
and endpoint with innovative technologies solving the most advanced malware threats. With over 80 million
installations of its threat prevention products, Comodo provides an extensive suite of endpoint, website and network
security products for MSPs, enterprises and consumers.

Continual innovation and a commitment to reversing the growth of zero-day malware, ransomware, data-breaches
and internet-crime distinguish Comodo Security Solutions as a vital player in today's enterprise and home security
markets.

About Comodo Cybersecurity

In a world where preventing all cyberattacks is impossible, Comodo Cybersecurity delivers an innovative
cybersecurity platform that renders threats useless, across the LAN, web and cloud. The Comodo Cybersecurity
platform enables customers to protect their systems and data against even military-grade threats, including zero-day
attacks. Based in Clifton, New Jersey, Comodo Cybersecurity has a 20-year history of protecting the most sensitive
data for both businesses and consumers globally. For more information, visit comodo.com or our blog. You can also
follow us on Twitter (@ComodoDesktop) or Linkedin.

1255 Broad Street

Clifton, NJ 07013

United States

Tel : +1.888.266.636

Tel : +1.703.581.6361
https:/lwww.comodo.com

Email: EnterpriseSolutions@Comodo.com
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