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1 Introduction to Comodo Antispam
Gateway

Comodo Antispam Gateway (CASG) is an enterprise email filtering solution that blocks spam, email-borne viruses
and other unwanted mail from reaching user in boxes. CASG can be quickly configured for any email system and
can be up and running in no time.

Features and benefits include:
+  Antispam protection for incoming mails
+ Antispam protection for outgoing mails
«  Enhances productivity of employees and servers
 Intuitive web interface facilitates easy use and configuration
»  Easy management of domains email restrictions

- Whitelist / blacklist recipients and senders

+  Archiving incoming mails

f coMODO
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Guide Structure

This guide is intended to take you through the configuration and use of Comodo Antispam Gateway and is broken
down into the following main sections. The guide can be navigated using the bookmark links on the left.

» Release Notes - Alist of new features that have been appeared in the CASG.
*  Purchasing License - How to purchase CASG licenses.

Adding More Users, Domains Or Time To Your Account - Describes how to obtain domains, add more
users to your account.

» License Information - Describes how to keep track of subscription status and various license related
alerts.

»  Getting Started - Describes how to configure your mail server with the CASG service

» Incoming Filtering Configuration
«  Outgoing Filtering Configuration

«  The Administrative Interface - Provides a snapshot of main functional areas of CASG.
» Logging-in to the Administrative Interface - How to login into the CASG interface.

» The Dashboard Area - Describes briefly about Domain management, Account management,
Customer management and Statistics area.

+ Domain Management - Detailed explanation on how to add domains, edit domain and manage
domains. This section also deals with adding users to whitelist and blacklist and view log reports.

« Audit Log - Detailed explanation on how to view and export log reports for all the domains in the
account.

« Account Management - Detailed explanation on how to add new administrators and change login
passwords, subscription to periodical reports and configure language for messages from CASG.

- Customer Management - Provides information on accounts.

+  CASG Reports - An Overview - An Overview of the Domain and Quarantine summary reports periodically
generated and sent to the administrators and users by CASG.

«  Appendix 1 - CASG Error Codes

«  Appendix 2 - CASG Comparison Table
»  Appendix 3 -Troubleshooting LDAP

«  Appendix 4 - Useful Links

1.1 Release Notes

Version History

Version Number List of Changes
Version 2.11 «  Added Domain control validation feature. Admins have to prove domain ownership.
Version 2.10 «  System log search optimization

+ Added filters on Blacklist / Whitelist / Rules pages

Version 2.9 « Added new blacklisting option by Comodo Real-time Blackhole List (RBL).

Version 2.8 + Added 'Domain Rules' feature to define rules for whitelisting, blacklisting and
forwarding mails and filtering mails based on TLD names of email domains

« Added ability for users to view quarantined mails received at their Alias email
addresses

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 5
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Version 2.6 « Added ability to assign the language for outgoing and received messages
« Added Spam trap email for administrators
+ Added Sites filtering option for administrators

« Added 'Non human' and 'Public email' that allow to more accurately filter spam for this
type of email address.

Version 2.4 « Added ability to create Domain Rules rules for adding senders to whitelist/blacklist

« Added ability for admins and users to add senders to whitelist/balcklist from the
Archive interface

« Added 'Quarantine release' and 'Report spam' reports for administrators
»  Geolocation restriction feature added that allows to create access control policies
« Added ability to forward mails from one user to another user in the same domain

Version 2.2 « Added 'User auto-import report' for administrators. The report contains information
about all auto-imported users under each domain.

»  Added notification for user-auto-import events

« Added ability to specify blacklist/whitelist senders by TLD

« Added ability to import sender whitelists/blacklists per user from CSV file.
«  End users can reply to emails from mail archive

«  End users will be notified when emails are quarantined that were addressed to them.
They can open the quarantined email by clicking the link in the notification email.

Version 2. 1 «  Added more audit events
« Added Users auto import
« Added Relay restrictions

Version 2.0 «  New user interface

«  Added Domain Audit Log feature, which enable administrators to view the events for
selected domains in customer's account

- Customers can purchase storage space for archiving incoming mails
« Added more audit events

« Added ability to whitelist / blacklist senders for each user

«  Various bug fixes

Version 1.12 +  Added Audit Log feature, which enable administrators to view the events for all the
domains in customer's account

Various bug fixes

Version 1.11 « Added ability to assign group permissions for administrators
« Added ability to login to CASG service via CAM credentials

« Administrators can unlock users immediately who were locked out after three
unsuccessful attempts to login

» Added ability to customize notification emails
« Added ability to configure number of users for each domain belonging to an account
Various bug fixes
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Version 1.10 + Added ability to import users from Active Directory server of Domain, through LDAP

+ Added ability to administrators to receive quarantine request emails through
alternative email address(es)

« Added ability to export configured Recipient Whitelist, Sender Whitelist, Recipient
Blacklist and Sender Blacklist to CSV files

Version 1.9 « Added ability to assign group permissions to multiple users and filtered users
+ Added a user ability to search for logs of all domain
« Added 'Reset to default' button for Incoming Spam Detection settings

+ Added 'Include results from the last minutes' parameter to the Incoming & Outgoing
Log search pages

+ Added user login audits, including name of user, IP, logged time and session duration

Version 1.8 «  Added option for administrators to configure idle session timeout period
«  Various bug fixes

Version 1.7 « Added option to purchase multiple licenses for single domain or multiple domains

« Added new feature - Groups & Permissions. Allows administrators to create groups
and configure permission levels for each group. Ability for administrators to add users
to groups with preset policies.

«  Users in Power group can release quarantined emails without administrator's
approval

+ Added ability for administrators to blacklist senders from Quarantine interface

«  New option for administrators to import users to whitelist / blacklist from csv format
files

« Added ability for administrators to import aliases from csv format files

« Added new options for report generation - Ability for administrators to receive global
reports for all domains and domain level report for selected domain

»  Login As button removed disabling an administrator to login as another administrator

«  Email size restriction - Administrators to contact Comodo if more than 250 MB email
size is required

«  Various bug fixes

Version 1.6 « Added Released Emails, Blacklisted Emails and Whitelisted Emails features in Email
Management

« Added ability for administrators to release or reject users' request to release
quarantined emails

« Added ability for administrators to accept or reject users' request to add senders to
whitelist or blacklist

«  Email notifications to administrators and users for requests such as to release
quarantined mails, add senders to whitelist or blacklist

« Added ability for administrators to prioritize domain routes using drag and drop
feature

«  New option for administrators to set number of quarantined mails to be displayed per
page
< New option to stop empty reports from being sent to recipients
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«  Right-click options to open links in new tab or new window

Various bug fixes

Version 1.5 «  Added outgoing (SMTP) user management support

» Added email aliases support

« Added the ability for administrators to clear outgoing domain callout cache

« Added the ability for administrators to search for a specific outgoing email message

Version 1.4 « Added periodical Domain and Quarantine summary reports feature

+  Added ability for administrators to set language for messages displayed/sent by
CASG according to their location

« Added automatic locking feature - the CASG account will be locked if the
administrator/user login attempts fail for set number of times due to incorrect entry of
username/password

+  Added ability for administrators to view quarantined email message content through
a new CASG window

Version 1.3 «  User interface improvements

«  Embedded links to on-line help

+  Ability to configure the number of days for which logs are available
«  New options for domain settings

Various bug fixes

Version 1.2 « Added licensing options
«  Fixed various bugs

Version 1.1 « Added ability for administrators to view email message content through the CASG
interface

+ Added ability to report spam in multiple formats to Comodo for potential global
blacklisting

»  Added ability to quickly switch the domain that is currently being managed
+ Added ability to reset 'Blocked Extensions' list to default values

Version 1.0 +  Added Mail Quarantine feature

« Added Whitelist / Blacklist pages

»  Added Domain management feature
» Added Customer management

«  Added Account management

1.2 Purchasing License

In order to get started with CASG, you must first purchase the service then configure the service. You have the
option to purchase multiple licenses for single or more domains. The number of users and domains that are allowed
for all the licenses purchased will be added and displayed in the Customer Info page. Follow the 'Buy Now' link on
the website to purchase Antispam Gateway. Your Comodo Antispam Gateway account will be created once the
signup process is complete - please refer to the email you receive after signup or activation. You can now login into
the account with your username and password.
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Note: A free version of CASG with limited features is also available for those who would like to try the application
before purchasing a paid version. Please refer to Appendix 2 - CASG Comparison Table for more details on the
features available for free and paid CASG versions.

You can view the license details in the main interface after activation. See the section 'License Information' for
more details.

1.3 Adding more Users, Domains or Time to your Account

New users, domains and license term extensions as well as multiple licenses can be added to your account by
logging into your CAM account at https://accounts.comodo.com/. Please read on for a step-by-step guide to this
process.

To create CAM account

- Visit the Comodo Accounts Manager page at https://accounts.comodo.com/. The 'Register or Log In'
page will be displayed.

COMODO

Creating Trust Online®

Contacts SignUp

Welcome
Please enter your login and password

Login:

Password:

*Login & Password are case-sensitive

7 . \
I Login J

Create New Account
Forgot Password

CAM v.7.9.25958

«  Click the 'Create New Account' link. The Signup page for all the services offered by Comodo will be
displayed.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 9


https://accounts.comodo.com/
https://accounts.comodo.com/

COMODO

Creating Trust Online®

COMODO

Creating Trust Online®

e

SignUp

Contacts SignUp

Sign Up to Comodo Backup Enterprise Service
Sign Up to Antispam Gateway Service

Sign Up to Affiliate System Service

Sign Up to LoginPro Service

Sign Up to Comodo System Utilities Service
Sign Up to TrustConnect Service

Sign Up to Comodo Internet Security Service
Sign Up to Comodo Online Storage Service
Sign Up to livePCsupport Service

Sign Up to Mobile Device Management Service
Sign Up to Comodo Web Application Firewall Service
Sign Up to DNSCOM Service

Sign Up to Weblnspector Service

Sign Up to Endpeint Security Manager Service

CAM v.7.9 25855

+  Click 'Sign Up to Antispam Gateway'. Select the subscription package you want from the list. You have the
option to purchase a single domain license or multi-domain license:

«  Single Domain License - One email domain. For example, xyz.com or abc.xyz.com, can be
configured along with a total number of licensed users.

*  Multi-Domain License - More than one email domain. For example, you can configure xyz.com,
abc.xyz.com, abc.org along with a total number of licensed users across all your domains.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 10
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@Liunsehlecﬁun ) I\ZJ \‘_3;)

Comodo Sign-Up Page

Please, seled currency that will be used for purchase (note that not all products ¢an be available In currencies other than US Dollar)

US Dollar -

= Wonthly 0 Quarterly L Annuaby Bannualy T Traan@l L Other
4! Base License-1 Domain 5 Users (1 domain, 5 users) a1 57.00 for 1 manth
-Without additional domains-
<WWithout addBional ygers-
-WWithout addiional archive space-

BIEIEIE]

Please select your region:  [F|| iT]

Important note for existing customers:

Please choose ELNIl you already have ane of multiple domains that are baing fitered by the ASG EL servers and you are accassing he ASG
Admin console using the following link hitps:iantispamgateway.comodo.comiadminlogin.zul

Please choose US If you already have one or muliple domains that are being fiterad by the ASG US servers and you are accessing the ASG
Admin console using the following link hiips:fus.antispamgateway. comodo.comfadminfogin. zul

»  Choose the term for your new license

Note for existing ASG customers:
You already have one or more domains that are being filtered by the ASG EU servers

»  You access the ASG admin console using the following link:
https://antispamgateway.comodo.com/admin/login.zul

You already have one or more domains that are being filtered by the ASG US servers

*  You access the ASG admin console using the following link:
https://us.antispamgateway.comodo.com/admin/login.zul

« Ifyou do not have a base package or if you want to extend your license for the chosen term, select the
checkbox at the left of the first drop-down and choose the base package from the first drop-down

« Ifyou already have a base package and you want to add additional domains, users and/or subscribe for
additional archive space, choose your requirements from the respective drop-downs

«  Select the region that you want to use the license. If you choose EU, then the license will used for ASG EU
service and if you choose US, the license will be used for ASG US service.

«  Enter the User Details and Contact Information in the respective sections.

« Ifyou already have an account with Comodo, select the 'Yes' radio button. You will only need to enter your
Email Address/Login ID, Password, and Contact Information.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 1
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Customer Information (an * indicates required fields)

When paying by credit card, the billing information should be exactly as it appears an your credit card statement. For credit card verification,
please ensure that your first and last name are entered as they appear on your card.

User Details

Are you an existing Comodo customer? ) ves @ no
Email”
Email is case-sensitive

Password’
(8 characters min.)

Passwaord is case-sensitive

Password Confirmation’

Street Address

Address2 |

City”

Country® United States -
State or Province Unknown E

Postal Code”

Billing Information

The same as Contact Information

Note: Fields marked with * are mandatory.

«  Select your payment method and complete the required payment fields:

Payment Options

@ (Pere]
oo EER

) Purchase Order

When paying by credit card, the billing information should be exactly as it appears on your credit card statement. For credit card verification,
please ensure that your first and last name are entered as they appear on your card.

Credit Card Details
credit Card Number”
Security Code” What is it?

Name exactly as it appears on your
credit card”

Expiration date™ January |Z| - 2015 |Z|

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 12
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»  Ifyou want to be kept informed about Comodo products and updates, select the '‘Communication Options'
checkbox:

Communication Options

Yes! Please keep me informed about Comodo products, upgrades, special offers and pricing via email. Your information is safe with
us!

» Read and accept the 'End User License and Subscriber Agreement' by selecting 'l accept the Terms and
Conditions' checkbox.

Note: The checkbox is enabled only after reading the full agreement by scrolling the page.

Terms and Conditions

END-USER LICENSE AND SUBSCRIBER AGREEMENT =
Comodo Antispam Gateway |_|

IMPORTANT - PLEASE READ THESE TERMS CAREFULLY BEFORE DOWNLOADING, INSTALLING,
OR USING COMODO ANTISPAM GATEWAY ("SERVICES"). BY DOWNLOADING, INSTALLING, OR
USING THE SEEVICES OR BY CLICKING CN "I ACCEPT"™ BELOW, YOU ACENOWLEDGE THAT YOU
HAVE READ THIS AGREEMENT, THAT YOU UNDERSTAND IT, AND THAT YOU AGREE TCO ITS
TERM5. IF YOU DO NOT AGREE TC THE TERMS5 HEREIN, DO NOT DOWNLOAD OR USE THE
SERVICES OR CLICK CN "I ACCEPTI".

Thi=s user license agreement is between you ("you" or "Subscriber"), as either an

[C] | accept the Terms and Conditions
CONTINUE

»  Click the 'Continue' button to move to the 'Confirmation' step.

| Contacts SignUp
| 1 : i F :—.\I '-_I ) i F .‘::' \
w Signup Information > W Confirmation > w

Crder Confirmation

Please confirm your order:

WEH]

Cumudu Antizpam Gateway 1 Domain 5 Users Munthhf

Total Amount: 57.00

Place Order |( Cancel |

»  Review your order details and click the 'Place Order' button to confirm your order

Your order summary will be displayed.
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Antispam Gateway Logout

& @ Signup Information > i w Confirmation > - EW | Order Summary

Order #13953171-1

julius@dithersconsiruction.com
Mount Road

Riverdale 123456

us

Comodo Security Solutions, Inc.
United States
support.comaodo.com

Thank you for your purchase. Your order is complete and the confirmation will be sent to your email shorthy.

Subscription Details
Product Name License Key
Comodo Antispam Gateway e aqls ovoa | ehe o B
INVOICE NUMBER 13953171412 SUBSCRIFTION ID
Order Details
ORDER NUMBER 139531711
ORDER DATE 2015-01-20
ORDER TOTAL $0.00
SUBSCRIFTION EXPIRES ON March 21, 2015

How to get started: We will send you an email explaining how to download and install your Comode Software. You will be asked to enter your License Key during the:
installation process.

“fou can access your Comodo Account via https:/llaccounts.comodo.comiaccountilogin. This login provides you with the ability to modify you password, add
=subscriptions for ether products, change biling and contact information, and review the ongeing status of your service.

[Print]

[ Start using Comodo Antispam Gateway ]

You will receive a confirmation email which includes help on how to log into your account and configure your DNS
MX records.

After purchasing a CASG license, you will automatically become an administrator in CASG. Repeat the process for
purchasing another CASG license. The number of users and domains that are allowed for all the licenses purchased
will be added and displayed in the Customer Info page.

14 License Information

After purchasing your license, we advise you to keep track of your usage limits and the number of days remaining on
your license(s) to avoid service interruptions. You have the option to upgrade or downgrade your license as per your
requirements. You will begin to receive license renewal reminders via email before the expiration of license(s).

You can view your account status in the 'Customer Management' area in the main interface.

»  Click 'License Management' from the 'Customer management' drop-down menu in the left hand side
navigation area.

« The image below shows an example of a customer who has purchased multiple licenses:
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From the 'License Management' panel the administrator can get the the details of subscription(s) for the CASG
account. For multiple licenses, the number of users and domains that are allowed for all the licenses purchased will
be added and displayed at the bottom most subscription column.

Name
«  The name of the account is displayed at the Name title bar

«  CAM Login: Displays the login user name for the account in Comodo Accounts Manager (CAM) at
https://accounts.comodo.com. The administrator can use this login username to log in to CAM for
purchasing additional licenses and renewal of existing licenses.

«  CAM email: Displays the email address for the account as registered at CAM.
Totals
«  Number of Users: Displays the total number of enrolled users belonging to all the domains.

»  Max. Number of Users: The total number of users that can be added as per all the subscriptions made for
the account, that is, number of users cannot exceed the number given in this field for all domains included.

»  Number of Domains: Displays the number of domains enrolled for account.

«  Max. Number of Domains: The total number of domains that can be added as per all the subscriptions
made for the account.

- Disk quota: Displays the total storage space allotted in CASG server for archiving incoming messages as
per all the subscribed packages, in GB.

- Disk space: Displays the storage space used by the archived mails in the CASG server.
Subscriptions
The following details are displayed for each subscription:

»  Max. Number of Users: The maximum number of users that can be added to the account as per the
subscription, that is, number of users cannot exceed the number given in this field for all domains included.

*  Max. Number of Domains: The maximum number of domains that can be added as per the subscription.
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» License Expiration Date: Displays the date till which the license is valid for the subscription.

« Disk quota: The maximum storage space allotted for mail archive in the CASG server, as per the
subscription.

» Enabled: Displays whether the subscription is active or not.

The 'Reminder' button allows you to choose an email address to receive license expiry reminders, and to specify the
period of time before expiry that you wish to receive them. Please note this button will be available if you have
logged in to CASG using CAM account credentials.

Administrators will start receiving license renewal reminders via email 30 days (default) before your license(s) are
due to expire.

Note: The number of days before expiration of license that you start to receive license renewal reminders and the
number of reminders per day that you receive depends on the settings configured in CASG.

An example of license renewal reminder is shown below:

Dear Customer,

Your Comodo Antispam Gateway account is due to expire in 5 days.

Please renew your subscription using your account page or contact support.

Please note that on 03-08-2012 your account will be suspended for 60 days and after that all your data will eliminated.

If you have multiple licenses and if one of them has expired, then the number of domains and users allowed for that
license will be deducted from the total number of allowed domains and users. No error message will be displayed if
the usage is still limited within the total domains and users allowed for the remaining license(s).

An alert will be displayed at the top of the interface on the day when all the license(s) have expired. An example of
the message is shown below.

Your subscription has expired, your account will be purged in 60 days, including all domains and quarantined emails, which will be irretrievable Uintil that your

Spam filters are disabled

Note: The period after which all domains and quarantined emails for your account that will purged depends on the
settings configured in CASG.

During the configured period after license expiry, your emails will continue to be delivered to your domain via CASG
but without any spam filtering. During this period, you cannot add new domains and new users. Option to enable
quarantine is also disabled and incoming Spam detection settings screen for every domain in your account will
display that Quarantine is disabled. After the configured period, all domains and quarantined mails in CASG for your
account will be purged.

Users of the account can use the service normally during this period. After the configured period, if a user tries to
login with his/her credentials, "Your login or password is incorrect' message will be displayed.

Administrators can upgrade or downgrade his/her account using Comodo Accounts Manager (CAM) at
https:/laccounts.comodo.com/account/login. You can use the login details provided at the time of purchasing the
service.

Note: Any license upgrade or downgrade for your account will not be effected immediately. However, the changes
will be reflected in the interface after a certain period of time depending on the settings configured in CASG.

After downgrading your existing account or after a license has expired, if the number of domains and / or users is
more than permitted, an upgrade subscription message will be displayed at the top of the CASG interface. Some
examples of alert messages are shown below:

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 16


https://accounts.comodo.com/account/login

Creating Trust Online®

Comodo Antispam Gatewgy____.-.,.-Adrﬁi'ﬁi”s_fr_g’t_ér"Guide comMoDo

.-’/’ 2

*  When the domain limit is exceeded:

Your domain limit exceeded by 1. Please lower number of your domains or buy new subscription.

You will not be able to add new domains until some of the current domains are removed. CASG filter will continue to
function and you can add new users.
«  When the user limit is exceeded:

Your user limit exceeded by 2. Please lower number of your users or buy new subsecription.

You will not be able to add new users until some of the current users are removed. CASG filter will continue to
function and you can add new domains.

2 Getting Started

After creating your account, the next step is configuring your mail server to work with the CASG service.

There are two service servers, one in the US and other in the EU. You should use the server best suited to your
location and your requirements. The CASG service URLs are:

European Union
¢ mxpool1.spamgateway.comodo.com
e mxpool2.spamgateway.comodo.com
United States
«  mxpool1.us.spamgateway.comodo.com
The following sections explain how to configure CASG for your environment:
» Incoming Filtering Configuration
«  Configuring your mail server
»  Configuring MX record
»  Outgoing Filtering Configuration
*  Per-user authentication
»  Outgoing Smarthot setup

2.1 Incoming Filtering Configuration
This section explains how you have to configure your mail server and point your domain MX records to CASG
service.

»  Configuring your mail server

«  Configuring MX record

211 Configuring Your Mail Server
Step 1: Disable Sender Policy Framework (SPF) check or add CASG service domains to SPF check whitelist.

If the above step is not carried out, the following error message may appear while adding a domain.
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Step 2: Add your domain to CASG service.
To add domain:
«  Login to CASG system, go to domain management and add domain.

' Domains

Add domain

|| Domain | domainname.com TR

|| Destination routes + mail.domainname.com

Timezone - |(GMT) Coordinated Ur, v |

Domain user limit | Unlimited

-

Step 3: Point mail server MX records to CASG service domain. See the next section 'Configuring MX Record' for
more details.

2.1.2 Configuring MX Record

The next step is to update the Mail Exchange (MX) records of your domain to point to the CASG service domain.
Please ensure that you replace your old domain MX records with CASG service domains according to your
preferred region.

Background Note: The MX record is responsible for specifying the mail server to relay the incoming and outgoing
email messages of a domain. A domain can have several MX records, each pointing to a mail server, with defined
priority order. When an email is passed to/from your domain, the mail is handled by the first available mail server as
per the priority. You can define new MX records or change the priority of them depending on how you want the
mails to/from your domain has to be processed.
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This section explains how to update your MX records so that all mails to/from your domain are passed through the
CASG spam filtering service. Click the following links for detailed explanations based on the DNS software/web
hosting service you use.

»  Windows Server 2003/2008

- BIND (and the "named" daemon)
« Comodo DNS

+ GoDaddy

+  Enom

*  Network Solutions

* Yahoo! SmallBusiness

+ 1and1

» 4D Web Hosting
» DNS Park

+  DreamHost

- DynDNS

» IXWeb Hosting
* No-IP

«  Cpanel

2.1.2.1 Updating MX Records in Windows 2003/2008 Server

1. Open Control Panel by clicking Start > Control Panel and click 'Administrative Tools'.

2. Select 'DNS'".

3. Open the 'Forward Lookup Zones' folder.

4. To back up the current configuration, right-click the sub-folder for the mail domain you are configuring,
select 'export’ from the context sensitive menu and save the configuration in a safe location.

5. Open the zone/domain sub-folder for that mail domain.

6. Delete all the existing MX records in that zone/domain.

7. Create a new record for your primary mail server. Enter the FQDN of your preferred CASG service
domain. CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

Assign a priority of 1 as this is your primary service.

Click OK to save your record.

8. Create a new record for your secondary mail server. Enter the FQDN of your preferred CASG service
domain. CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

Assign a priority of 2 as this is your secondary service.
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Click OK to save your record.

9. Right-click the zone/domain folder and select 'Properties' from the pop-up menu.
10. Select the 'Start of Authority (SOA)' tab, click the 'Increment' button and click 'oK'.

2.1.2.2 Updating MX Records on a host using BIND (and the 'named' daemon)

1. Make a backup copy of the zone file (or named.conf) that you intend to edit for MX record updates.

2. Open the Zone file for the mail domain you are configuring (or go to the part of named.conf being used for
that zone)

3. Delete all the existing "MX" lines for that domain.

4. Enteranew "IN MX" record with the lowest preference value and enter the FQDN of your preferred CASG
service domain.

CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

Assign a priority of 1 as this is your primary service.
5. Enteranew "IN MX" record with the next lowest preference value and enter the FQDN of your preferred
CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

Assign a priority of 2 as this is your secondary service.

6. Find the "@ IN SOA" record and increment the serial number (on the second line of the record).
7. Save the file and check it with named-checkconf.

8. Restart the 'named' daemon.

2.1.2.3 Updating MX Records for Comodo DNS

1. Log in to DNS.com administrative console at https://dns.com/login/ by entering your login email address
and password.

2. Select the domain for which you want to update the MX records, from the "Select domain" drop down menu.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 20


https://dns.com/login/

Creating Trust Online®

Comodo Antispam Gatewa_y____.-....-Admi'ﬁ'i'éffé_{8 ‘Guide comono

Contact Help

- Uverage Insurance Flans
(™ i NEW: Overage Insurance Plans

Overview Domains Groups Geo Groups Reports

Home Overview

Type keyword sbove to filfer results

sample-domain.com

3. Click the "View / Manage" button beside the row labeled "@ (mail)".

Records Actions
(root) o View | Manage
* (wildcard) o View | Manage

© | viewimanage

@ (mail) 9 View | Manage

The existing MX records will be displayed at the left hand side pane.
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Resource records

@ (Mail). sample-domain.com

Set records for any region or group of your choice.

Create record

Region: < Select location

Tt 3600

Priority: 0

Answer:

Save

Global

www_sampledomain.com. TTL:

www_sampledomain.com. TTL:
Create new: Select type

Add

4. Delete the existing records by clicking the thrash can icons.
5. Set the primary mail server. Under 'Create Record'";
« Enter TTL as 3600 (secs)
»  Enter "1"in the 'Priority' field to set higher priority for the primary server
+  Enter the FQDN of your preferred CASG service domain in the 'Answer' field
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com
Click 'Save'

6. Again click the "View / Manage" button beside the row labeled "@ (mail)" and set the secondary mail server.
Under Create Record":

e Enter TTL as 3600 (secs)
e Enter "2"in the 'Priority' field to set lower priority for the secondary server
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«  Enter the FQDN of your preferred CASG service domain in the 'Answer field
CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.
e Click 'Save'
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

Setup should now be complete and mail filtering effected on all configured domains. If you experience problems,
please open a ticket at support.comodo.com or call 1.888.COMODO (2666.6361) and have your account number
ready. We have experienced technicians on hand to help troubleshoot any configuration issues.

2.1.2.4 Updating MX Records for GoDaddy

1. Log in to GoDaddy administrative console at http://www.godaddy.com, by entering your customer number
or login name, entering your password, and clicking the 'Secure Login' button.

2. Click 'My Domains' from the 'Domains' drop-down menu.

Domains ¥ Hosting & Servers ¥ | Site Builders v | S5L Certificates v | Business ¥

Bl onvBuy Existing Domains
Premium Listings
Appraise Domains

Regizter or Transfer Domains Backorder Domains

Regisier Domains
Bulk Regigter - SAVE!

Trams far Mamame in Sa Madde

3. Select the domain for which you want to update the MX records, from the 'Domain Name' column.

4. Click "Total DNS Control and MX

Domain Enhancements
Private Registration

Fricinaes Dassirabion

Records' from the Details page.

-
{/Poggniae; - Lecking.. Cashin
Status:

Privacy:

Business Registrafion:
Domain Ownership Protection:
Locked:

Registered:

Expires On:

Auto Renew:

CashParking:

- %

sl

2 @

- » &

Active (Refresh Page)
Off (aady

Off (Add)

Off (addh

Locked [Change
21472008

2142008 [Renew How)
Off (Change)

Disabled (Change
Slfus)

Send by Emai

Hame Servers: (Last Update 3/1272012)
533

MAINCO COM

5. Delete the existing MX records by clicking the X' buttons.

2 M {Mail Exchange) [ Reset ts Defanlt Settings | -.
W  Prionity Host Goes To TIL Actions
[ o ] SRR SECUrBSEryer nel 1 Haur E
[~ @ enadelora securesarver net 1 Hour [x]
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Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the
'Edit' button beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these
records at a later time after your changes have taken effect.

6. Click '"Add New MX Record'.The interface for adding a new MX record will appear.

MX (Mall Exchangers)

To create a new MX record for your domain; enter the priorty value (0 - 9999) and compiste the
Host Name, "Goes To. IP Address, and TTL Value felds, then chick “Continue. ™

Eal

Note: The "Host Name™ should be defined as your domain name (i.e., "domainnamegoeshers. com”™)
or “@" (Entering "@" wil automatically inserl your domain name as the host name for the MX
Record). if the MX Record iz for the domain “www domainnamegoeshere com.” the host name

i i i -

Priority: [}
Host Name:  [@

Enter Goes To Address: f.fn.yr_dumain_.net..psmt.p.{:.l-:r"m

TIL | 4 Hour |

To set the primary server:
«  Enter"1"in the 'Priority' field.
- Enter"@" in the Host Name field.
« Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

«  Select "1 week' from the TTL drop-down.
« Click 'OK'".
To set the secondary server:

«  Click 'Add New MX Record' again. The interface for adding a new MX record will appear.

»  Enter "2"in the 'Priority’ field.

« Enter"@" in the Host Name field.

« Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

»  Select "1 week' from the TTL drop-down.

+ Click 'OK'".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.5 Updating MX Records for Enom

1. Log in to Enom administrative console at https://www.enom.com/login.aspx by entering your 'Login ID,
'Password' and clicking 'Login'.
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Click the 'Domains' tab and select "My Domain Names'. 'Manage Domains' page will be opened
Choose the domain for which the MX records are to be updated.
Select the + icon under the "Total DNS Control' list in the 'Domain Details' panel. A sub-list will appear.

Click "Total DNS Control And MX Records'. The 'Manage MX Records and DNS Zone File panel' will
appear.

6. Click 'Launch Total DNS Control Manager'. The 'DNS Manager' interface will appear.

o ke ™

7. Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the
'Edit' button beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these
records at a later time after your changes have taken effect.

8. Click 'Add New MX Record'. The 'MX (Mail Exchangers) Record Wizard' will appear.

To set the primary server:

«  Enter"1"in the 'Priority Value' field.

«  Enter"@" in the Enter a Host Name field.

« Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

«  Select 1 week' from the TTL drop-down.
«  Click '‘Add".
To set the secondary server:

»  Enter "2" in the 'Priority Value' field.

« Enter"@" in the Enter a Host Name field.

« Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

«  Select "1 week' from the TTL drop-down.

«  Click '‘Add".

9. Click 'Continue'. The 'DNS Manager main page' will reappear when you've finished.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.6 Updating MX Records for Network Solutions

1. Log in to Network Solutions administrative console at https://www.networksolutions.com/manage-
it/index.jsp by entering your 'User ID', 'Password', selecting ‘Manage All Services' from 'Log-in to' drop-
down and clicking 'Login'.

2. Click 'Edit DNS' under 'DNS Settings'. (If this is the first time you are editing the DNS settings, then click
‘Custom DNS Setting'). The 'Edit DNS' interface will appear.

3. Click 'Continue' in the 'DNS Manager-Advanced Tools'. The 'DNS Manager - Advanced Tools' interface will
appear.
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4. Click Add/Edit in the 'Mail Servers' panel. The 'Mail Servers' table will be displayed.

5. Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'Mail Servers' table to set the priority with higher numbers like 10, 20 and so on for the existing records. You can
delete these records at a later time after your changes have taken effect.

6. Update the 'Mail Servers' table with the information in the following table.

Priority Mail Server

1 Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

2 Enter the FQDN of your preferred CASG service domain.

CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

7. Click 'Save'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.7 Updating MX Records for Yahoo! Small Business

1. Log in to Yahoo! Small Business administrative console at https://login.yahoo.com/config/login_verify2
by entering your 'Yahoo ID', 'Password' and clicking 'Sign In'.

Click 'Domain' from he tool bar.
Click '"Manage Advanced DNS Settings'.
Click 'Change MX Records'".

Delete the existing MX records.

o &~ D

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

6. Enter the MX record for primary email server with the FQDN of your preferred CASG service domain in
the first open text box.

CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

7. Set the priority for the primary email server as "1"

8. Enter the MX record for secondary email server with the FQDN of your preferred CASG service domain in
the second open text box.

CASG secondary service domains are:
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EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

9. Set the priority for the secondary email server as "2"
10. Click 'Submit'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.8 Updating MX Records for 1and1

1. Login to 1and1 administrative console at http://www.1and1.com/login by entering your 'Customer ID'
(Account Number or Domain name), 'Password' and clicking 'Login'.

Click 'Administration’ tab

Click 'Domains'. The 'Domain Overview' page will appear.
Choose the domain for which the MX records are to be updated.
Select 'Edit DNS Settings' from the DNS menu.

Click 'Advanced DNS Settings' and choose 'Other mail server' from the options.

N e a k~ wDd

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

8. Enter the MX 1/Prio and MX 2/Prio fields with the following information.

MX 1/Prio Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

MX 2/Prio Enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

9. Click 'OK".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.9 Updating MX Records for 4D Web Hosting

1. Log in to your 4D Web Hosting administrative console at https://members.4dwebhosting.com/ by
entering your 'Username’, 'Password' and clicking 'Login'.

2. Click 'Configure'.
3. Click 'MX Records' from the Configuration options.

4. Replace the top two records with the following:
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Primary Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

Secondary | Enter the FQDN of your preferred CASG service domain.

CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

5. Click 'Update MX Records'".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.10 Updating MX Records for DNS Park

1. Log in to DNS Park administrative console at https://www.dnspark.net/signin.php.
Click 'DNS Hosting' from the left hand side navigation.

Choose the domain for which the MX records are to be updated.

Click 'Mail Records (MX)'.

Under 'MX Resource records',

o ke N

»  Replace the hostname at 1st priority row with the FQDN of your preferred CASG service domain
and click 'Update'

CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

+  Replace the hostname at 2" priority row with the FQDN of your preferred CASG service domain
and click 'Update'

CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

6. Delete other existing MX records.

Tip: If you do not want to delete these records at this time, you can do it later, after your changes have taken effect.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.11 Updating MX Records for DreamHost

1. Log in to DreamHost administrative control panel at https://panel.dreamhost.com/ by entering your email
address/Web ID and Web panel password.

2. Click 'Mail' from the left hand side navigation and select 'MX' from the options.

3. Click 'Edit' beside the domain name for which the MX records are to be updated.
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4. Delete all existing MX records under 'Custom MX Records'.
5. In the first text box, enter the FQDN of your preferred CASG service domain
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

6. Inthe second text box, enter the FQDN of your preferred CASG service domain

CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.
7. Click 'Update your custom MX records now!'

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.12 Updating MX Records for DynDNS

1. Login to DynDNS administrative console at https://account.dyn.com/entrance/ by entering your
Username and password.

2. Click 'My Services'.

3. Click 'Custom DNS' beside the domain for which the MX records are to be updated, under Zone Level
Services'.

4. Select all the entries under 'Mail eXchanger Records' and click 'Delete MX'.
5. Click 'Add New MX'.
6. Set the primary mail server:
«  Enter the FQDN of your preferred CASG service domain
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

+  Select '5' for preference to set higher priority for the primary server
+  Click 'Modify MX'
« Click 'Return to..."
7. Set the secondary mail server
+  Enterthe FQDN of your preferred CASG service domain
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.
»  Select 10" for preference to set lower priority for the secondary server
+  Click 'Modify MX'
« Click 'Return to..."
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.13 Updating MX Records for IX Web Hosting

1. Login to IX Web Hosting administrative control panel at https://manage.ixwebhosting.com/index.php by
entering your login email address and password.
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Click 'Manage' under 'Hosting Account'.

Choose the domain for which the MX records are to be updated.

2
3
4. Disable the existing MX records by clicking the 'On' button.
5. Click 'Edit' next to 'DNS Configuration'.

6

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

7. Click 'Add DNS MX Record".

8. Enter the primary and secondary mail servers one by one as given in the table below. Click 'Submit' after
entering each record.

Name Data Data (Second box)

Leave Blank 1 Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

Leave Blank 2 Enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it
blank.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.14 Updating MX Records for No-IP

1. Log in to No-IP administrative console at https://www.no-ip.com/login/ by entering your login email
address and password.

Click 'Host/Redirects' from the left hand side navigation.
Click 'Modify' beside the domain name for which the MX records are to be updated.

Navigate to 'Mail Options' section at the bottom of the page

o B~ DD

Replace the MX record entry at the first field with the FQDN of your preferred CASG service domain
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

6. Replace the MX record entry at the second field with the FQDN of your preferred CASG service domain
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

7. Delete the other MX records.
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Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the

'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.15 Updating MX Records in CPanel

This section explains how to update MX records for your domain if you or your web hosting service provider use
CPanel as webhosting control interface.

1. Login to your administrative console. CPanel will be opened.
2. Click 'MX Entry" icon under 'Mail'

Started Tutorials Password Cantact Style Language
Wizard Info
Mail A
i » i -
- £ TR S ¥, [
sy y o | P |
Ermail Webrnail BoxTrapper Forwarders Auto Default Mailing
Accounts Respondears Lists
P - E = [ .
-y bl =5 i*[.__f o
1 9 i'"'.". . k__.-" -_-“--
User Level Account Ernail Irmport Ern ail
Filtering Level Trace Addrezsesz/ Authenticatic
Filtering Forwarders
Files a
: ~ = < |

The MX Entry Maintenance panel will be opened.
3. Select the domain for which the MX record has to be changed from the Domains area.

4. Ensure that 'Local Mail Exchanger' option is selected under 'Email Routing'. If not, select the option and
click the 'Change’ button.
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Daormain: mydormain.com

Email Routing

O putomatically Detect Configuration (recommended) more »

@ Mail Exn:hangerm)

O Backup Mail Exchanger more =

O Remote Mail Exchanger more =

Currenl sefting is shown in bold.

L Warning: Setting the wrong option here can break receiving mail on your server. If you are at all unsure about
which option to select contact yvour system adrninistrator,

Add MNew Record

5. Delete the entries under 'MX Records' by clicking the 'Delete’ links

Priority: |

Destination:

Add Mew Record |

MX Records

PRIORITY DESTINATION ACTIONS

0 rydornain.corm Edi

Horme ™ Trademarks ™ Help ® Documentation ™ Contact ® Logout

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click 'Edit'
and set the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after

your changes have taken effect.

6. Set the primary mail server under 'Add New Record'
«  Enter'0"in Priority field
«  Enter the FQDN of your preferred CASG service domain in the Destination field
CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com
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»  Click 'Add New record'. The new MX Record pointing to CASG service will be added
which Dptil:l-n to select contact -\,rDLlr system administratar,

Add New Record

Priority: |E| |°

Destination: |mxsr\.f‘l.spamgateway.cu|| (v

Add Mew Record |

PRIORITY DESTINATION ACTIONS

MX Records

7. Set the secondary mail server under '‘Add New Record'
»  Enter'1"in Priority field
+  Enterthe FQDN of your preferred CASG service domain in the Destination field
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

«  Click 'Add New record'. The new MX Record pointing to CASG service will be added

Lestnation.

Add Mew Record

MX Records
PRIORITY DESTINATION ACTIONS
] mxsrvl spamgateway.comodo.com Edit Delete
1 mxsryvZ.spamgateway.comodo.com Edit Delete
10 rydamain.com Edit Delete

Horme ™ Trademarks ™ Help ® Documentation ™ Contact ® Logout

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.2 Outgoing Filtering Configuration

CASG allows you to configure outgoing filter that is independent of incoming email filtering. You can set up outgoing
email filter for each user or if that is too cumbersome, you can set up the filtering server as a smarthost. Click the

following links for more details.
»  Per-user authentication
«  Outgoing Smarthost setup
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Note: You can use only one of the methods, Per-user authentication or Outgoing Smarthost setup, for outgoing
email filtering.

2.2.1 Per-User Authentication

To set up outgoing filtering for a user, make sure that the user is a valid outgoing user. This can be done in the
Outgoing section of the Manage Domain interface. You can also configure outgoing user to represent an IP
address and anybody from this configured IP can send mail. To add an outgoing user, click 'Users' and 'Add" in the
'Outgoing users' interface. You can also import users from CSV file or from Incoming users. See the section Users to
know how to configure an outgoing user.

2.2.2 Outgoing Smarthost setup

If you use a dynamic IP or you are unable to get the proper PTR records set up then you might need to consider
using a smarthost. In this case all outgoing messages would be sent to CASG mailserver and the actual recipient
would be contacted by CASG mailserver itself. Please note that for smarthost option, email user authorization should
be handled on your side, either by IP address or by using SMTP AUTH.

A smarthost allows an SMTP server to route email to an intermediate mail server. This can ease mail server
management.

This enables you to route messages over a connection that may be more direct or less costly than other routes. The
smart host is similar to the route domain option for remote domains. The difference is that, after a smart host is
designated, all outgoing messages are routed to that server. With a route domain, only messages for the remote
domain are routed to a specific server. If you set up a smart host, you can still designate a different route for a
remote domain. The route domain setting overrides the smart host setting.

You can route all incoming / outgoing messages for remote domains through a smarthost instead of sending them
directly to the domain to reduce e-mail spam from the recipient's mail server via the default SMTP port.

There are two service servers, one in the US and other in the EU. You should provide the hostname of the ASG
server that you are using as your preferred CASG service domain. The CASG service URLs are:
European Union

¢ mxpool1.spamgateway.comodo.com

«  mxpool2.spamgateway.comodo.com
United States

*  mxpool1.us.spamgateway.comodo.com
The following sections explain how to configure outgoing smarthost:

«  Configuring QMail

«  Configuring PostFix

»  Configuring Sendmail

»  Configuring Exchange 2000/2003

« Configuring Exchange 2007/2010

»  Configuring Exim

«  Configuring Exim / cPanel

»  Configuring Exim / Directadmin

2.2.2.1 Configuring QMail to use a Smarthost
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Routing all mails to a smarthost

The file where SMARTHOST relaying to smarthost settings are kept is named smtproutes and is usually found in
Ivar/gmail/control/. We use the hostname 'mxpool1.spamgateway.comodo.com' (EU based server) and
mxpool1.us.spamgateway.comodo.com (US based server) on port 587 as outgoing server:

European Union

echo: mxpool1.spamgateway.comodo.com:587" > /var/qmail/control/smtproutes

United States
echo: mxpool1.us.spamgateway.comodo.com:587" > /var/qmail/control/smtproutes

This command will set gmail that all your mails will be routed to mxpool1.spamgateway.comodo.com:587 or
mxpool1.us.spamgateway.comodo.com:587 according to your preferred routing (will remove other existing lines).

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

European Union

echo "example.com: mxpool1.spamgateway.comodo.com:587" >> /var/qmail/control/smiproutes
United States

echo "example.com: mxpool1.us.spamgateway.comodo.com:587" >> /var/qmail/control/smtproutes

This will route outgoing email to "example.com" via the smarthost. (rest of the lines will be kept).

2.2.2.2 Configuring PostFix to use a Smarthost
You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :

These instructions assume the postfix config files live in /etc/postfix/main.cf

In/etc/postfix/main.cf add the line:

European Union
relayhost = mxpool1.spamgateway.comodo.com:587

United States
relayhost = mxpool1.us.spamgateway.comodo.com:587

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

Add a line to /etc/postfix/transport:
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European Union
example.com smip: mxpool1.spamgateway.comodo.com:587

United States
example.com smip: mxpool1.us.spamgateway.comodo.com:587

generate a postmap file :

postmap hash./etc/postfix/transport

To use the transport file, add or edlit a line in /etc/postfix/main.cf:

transport_maps = hash:/etc/postfix/transport

Restart Postfix and all mail. The mail for selected domains should go trough the Smarthost.

2.2.2.3 Configuring Sendmail to use a Smarthost

You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :

Edit/etc/sendmail.cf and add the following line:

European Union
DSmxpool1.spamgateway.comodo.com

United States
Dsmxpool1.us.spamgateway.comodo.com

Restart Sendmail.

2.2.2.4 Configuring Exchange 2000/2003 to use a Smarthost

You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :

» Inthe Exchange System Manager, expand the Administrative Groups container.

«  Expand the desired administrative group, and expand the Routing Groups container.

»  Expand the routing group you need to work with, right-click the Connectors folder, and select New.

«  Select SMTP Connector.

«  Onthe General tab, enter a name to identify the connector.

»  Select Forward All Mail Through This Connector To The Following Smart Hosts, and enter
mxpool1.spamgateway.comodo.com (for EU based ASG server) or
mxpool1.us.spamgateway.comodo.com (for US based ASG server)

»  Default SMTP Server -> Properties -> Delivery Tab -> Outbound Connections -> TCP Port set to 587.
Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

Do all steps mentioned above and continue on with the following:
+ Under Local Bridgeheads, click Add, and select the SMTP server that will become the SMTP bridgehead for
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its routing group.
»  Onthe Address Space tab, click Add, select SMTP, and click OK.

« In the E-Mail Domain box, add the name of the remote location's e-mail domain (e.g., example.com), and
click OK.

»  Click OK three times to exit the SMTP connector configuration.
» Restart the Microsoft Exchange Routing Engine service and the SMTP service.

2.2.2.5 Configuring Exchange 2007/2010 to use a Smarthost
You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :
A Send Connector must already have been created and configured correctly on the Hub Transport server.
«  Open Exchange Management Console.
«  Click on the '+' next to Organization Configuration.
«  Select Hub Transport and select the 'Send Connectors' tab.
- Right-click on the existing Send Connector, select 'Properties' and go to the Network tab.
«  Select "Route mail through the following smart hosts:" and click ‘Add'.

»  Enter mxpool1.spamgateway.comodo.com (for EU based ASG server) or
mxpool1.us.spamgateway.comodo.com (for US based ASG server) - you need to use port 587 for both.

If you have more then one Smarthost, repeat the previous two steps.

The changes to the Send Connector will take effect immediately without you having to reboot the server or restart
any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell
Console:

Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.
Routing all mails to a smarthost with Username Authentication:
A Send Connector must already have been created and configured correctly on the Hub Transport server.
»  Open Exchange Management Console.
«  Click on the + next to Organization Configuration.
«  Select Hub Transport and select the 'Send Connectors' tab.
+ Right-click on the existing Send Connector, select 'Properties' and go to the ‘Network' tab.
«  Select "Route mail through the following smart hosts:" and click '‘Add'.

« Inthe FQDN section enter mxpool1.spamgateway.comodo.com, mxpool2.spamgateway.comodo.com
(for EU based ASG server) or mxpool1.us.spamgateway.comodo.com (for US based ASG server)

+  Click 'Change' under the smart-host authentication.

«  Select 'Basic Authentication' and tick the TLS box .

» Add your newly created username and password.

+ Click'OK".
The chapges to the Send Connector will take effect immediately without you having to reboot the server or restart
any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell
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Console:
Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.

2.2.2.6 Configuring Exim to use a Smarthost
You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.

Routing all mails to a smarthost :

To configure the mailserver Exim, edit your Exim configuration file (e.g. letc/lexim/exim.conf).

Add in the routers section (after begin routers):

spamgateway smarthost router:

driver = manualroute

transport = spamgateway smarthost transport

route list = Sdomain mxpooll.spamgateway.comodo.com::587 (for EU based ASG
server) or S$domain mxpooll.us. spamgateway.comodo.com: :587 (for US based ASG
server)

no_more

Make sure the local mail route is before smarthost, if you don't want local mail to be forwarded. Add in the transports
section (after begin transports):

spamgateway smarthost transport:
driver = smtp
hosts require tls = *

Routing all mails for a specific domain to a smarthost:

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

Put the domain in place of the $domain value in the route_list (above). For multiple domains you can use:

route list = domain.example.com mxpooll.spamgateway.comodo.com::587 ;
domain.example.org mxpooll.spamgateway.comodo.com: :587 (for EU based ASG
server)

or

route list = domain.example.com mxpooll.us.spamgateway.comodo.com::587 ;
domain.example.org mxpooll.us.spamgateway.comodo.com: :587 (for US based ASG
server)

Restart Exim for the changes to take effect.

2.2.2.6.1 Configuring Exim / cPanel to use a Smarthost
Routing all mails to a smarthost :

Go to the "Exim Configuration Editor" in WHM. Choose "Advanced Editor". Add in the routers section (after begin
routers, and after the democheck: router block):

smarthost dkim:
driver = manualroute
domains = !+local domains
require files = "+/var/cpanel/domain keys/private/${sender address domain}"
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transport = remote smtp smart dkim
route list = Sdomain mxpooll.spamgateway.comodo.com::587 (for EU based ASG
server) or S$domain mxpooll.us. spamgateway.comodo.com: :587 (for US based ASG
server)

smarthost regular:

driver = manualroute
domains = !+local domains
transport = remote smtp smart regular

route list = Sdomain mxpooll.spamgateway.comodo.com::587 (for EU based ASG
server) or S$domain mxpooll.us. spamgateway.comodo.com::587 (for US based ASG
server)

Then add in the transports section (after begin transports):

remote smtp smart dkim:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{Ssender address domain}

lsearch*{/etc/mailips}{Svalue}{}}}{}}

helo data = ${if exists {/etc/mailhelo}{${lookup{$sender address domain}
lsearch*{/etc/mailhelo}{$value}{Sprimary hostname}}}{Sprimary hostname}}
dkim domain = $sender address_domain
dkim selector = default
dkim private key = "/var/cpanel/domain keys/private/${dkim domain}"
dkim canon = relaxed

remote smtp smart regular:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{$sender address domain}

lsearch*{/etc/mailips}{Svalue}{}}}{}}
helo data = ${if exists {/etc/mailhelo}{${lookup{$sender address domain}
lsearch*{/etc/mailhelo}{$value}{Sprimary hostname}}}{Sprimary hostname}}

Save the configuration. All the outgoing mail will be relayed trough the filterserver and accept original and DKIM
signed emails.

Routing all mails to a smarthost with SMTP Authentication:

+ Go to the "Exim Configuration Editor" in WHM.
+  Choose "Advanced Editor". do not include "begin authenticators".
+ Otherwise, simply append our 4 lines and leave out our "begin authenticators".

begin authenticators
spamgateway login:
driver = plaintext

public name = LOGIN
client send = : username(@example.com : yourUserPassword

Add a Router in the Router Configuration Box.

send via spamgateway:

driver = manualroute
domains = ! +local domains
transport = spamgateway smtp
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— =

route list = "* mxpooll.spamgateway.comodo.com::587 byname" (for EU based
ASG server)or "* mxpooll.us.spamgateway.comodo.com::587 byname" (for US based
server)

host find failed = defer

no_more

Add a Transport to the Transport Configuration Box.

(for EU based ASG server)
spamgateway smtp:
driver = smtp
hosts = mxpooll.spamgateway.comodo.com
hosts require auth = mxpooll.spamgateway.comodo.com
hosts require tls = mxpooll.spamgateway.comodo.com

(for US based server)
spamgateway smtp:
driver = smtp
hosts = mxpooll.us.spamgateway.comodo.com
hosts require auth = mxpooll.us.spamgateway.comodo.com
hosts require tls = mxpooll.us.spamgateway.comodo.com

Restart Exim.

Extra: Routing all mails for a specific domain to a smarthost with individual outgoing accounts:

To be able to set custom settings/limits for outgoing users, use the information above (Routing with SMTP
Authentication) with a small change. Use this:

client send = : S${extract{user}{$

{lookup{$sender address domain}lsearch{/etc/exim spamgateway}}}}
S{extract{pass}{$

{lookup{$sender_address_domain}lsearch{/etc/exim_spamgateway}}}}

instead of the client_send in the previous example.

To create a file called /etc/exim_spamgateway with the following structure, use this :

domainl.com: user=user@domainl.com pass=abc
domain2.com: user=user@domain2.com pass=xyz

Extra: Limiting Outgoing for certain domains

This option can be combined with the individual accounts configuration to restrict outgoing only to specific domains.
You can add the following entry (underneath domains) in the router :

senders = ".*@domainl.com : ".*@domain?2.com

2.2.2.6.2 Configuring Exim / Directadmin to use a Smarthost

«  Edit your Exim configuration file (e.g. /etc/exim.conf).
» Add in the routers section (after begin routers):
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spamgateway smarthost router:
driver = manualroute
domains = ! +local domains
ignore target hosts = 127.0.0.0/8
condition = "${perl{check limits}}"

transport = spamgateway smarthost transport

route list = Sdomain mxpooll.spamgateway.comodo.com::587 (for EU based ASG
server) or $domain mxpooll.us.spamgateway.comodo.com: :587 (for US based ASG
server)

no _more

« This replaces the existing "lookuphost:" router which should be commented.

«Add in the transports section (after begin transports):

spamgateway smarthost transport:
driver = smtp
hosts require tls = *

Restart Exim.

3 The Administrative Interface

The Administrative Console is the nerve center of Comodo Antispam Gateway (CASG), allowing administrators to
add domains, add administrators and users, manage accounts and more.
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Once logged-in, the administrator can navigate to different areas of the console by clicking the tabs at the left hand
side.

Main Functional Areas

« Dashboard - Allows administrator to view graphical summaries of domain quota usage, user quota usage,
archive quota usage, details of domain and user license expiration. See The Dashboard Area for more
details.

«  Domains - Provides a snapshot of domains in CASG for your account and serves as a launchpad for
adding, deleting, editing and managing domains. In this area the administrators can set filters, view
quarantined mails, set email restrictions. The administrator can also view the log record of actions such as
accepting whitelist request, accepting blacklist request and so on. See Domain Management for more
details.

« Audit Log - Allows administrators with appropriate privileges to view a record of actions initiated by users
and administrators for all domains belonging to an account. See Audit Log for more details.

*  Account Management - Enables the administrator to add other administrators, delete or edit existing
administrators. Currently logged in administrator also can change his/her password, manage their
subscription to periodical domain and quarantine summary reports in this area. An administrator also can
create user and administrator groups and permissions can be configured for these groups. Users and
administrators then can be added to these groups that will impose a common permission policy for them.
The administrators can also view a user history for all domains within a particular date range. See Account
Management for more details.

»  Customer Management - Enables the administrator to view the details of the customer such as name,
maximum number of users, maximum number of domains, incoming archive space, license expiration date
and whether the customer is enabled or not. Also the administrator can manage the subscription of
periodical domain and quarantine summary reports for the customer, configure email template settings for
the messages sent from CASG. See Customer Management for more details.

Clicking the support.comodo.com link at the bottom of interface takes you to the Comodo support web page, an
online knowledge base and support ticketing system. The fastest way to get further assistance in case you find any
problem using CASG.

Various interfaces displays a help button at the top right side of the interface. Clicking on this help button will
take you to the respective help page of CASG online help guide for more detailed explanation.

3.1 Logging-in to the Administrative Interface

As CASG is a web application, you can login into your account using any internet browser. The login URL depends
on the CASG service domain that you subscribed for:

» EU CASG Service domain - https://antispamgateway.comodo.com/admin/

» US CASG Service domain - https:/lus.antispamgateway.comodo.com/admin/login.zul
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A Administrative Interface

Username

|

Password

«  Login to the interface with your CASG username and password.

In order to ensure safety, CASG will lock the account if the login attempts fail for more than three attempts due to
incorrect Username or Password. To unlock the account the administrator can contact their Comodo Account

Manager.
The threshold number of unsuccessful login attempts before locking the account can also be customized by
contacting the Comodo Account Manager.

Note: You can login to the interface using either the credentials created via CAM account or the administrative
credentials created via the CASG interface. If you login using the CAM account credentials, an additional feature
'Login to my Comodo account' will be available in the Account management area through which you can manage

your account such as subscribe for more licenses.

3.2 The Dashboard Area

The Dashboard displays a snapshot summary of domain, user and archive quota usage as pie charts and domain
and user license expiration as graphs. Administrators can download the pie charts and graphs as image or pdf files

by clicking the download icon at the top right side of each item.
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Domain Quota Usage

The 'Domain quota usage' pie chart provides the details
of number of used and remaining domains for the
account. Hovering the mouse cursor or clicking over a
sector displays a call-out providing respective details.
Clicking on a legend turns on / off respective metric on
the chart.
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User Quota Usage

The 'User quota usage' pie chart provides the details of
number of used and remaining users for the account.
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Hovering the mouse cursor or clicking over a sector
displays a call-out providing respective details. Clicking
on a legend turns on / off respective metric on the chart.
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Archive Quota Usage

The 'Archive quota usage' pie chart provides the details
of used and remaining archive space for incoming mails s
for the account. Hovering the mouse cursor or clicking 2860 KB

over a sector displays a call-out providing respective
details. Clicking on a legend turns on / off respective
metric on the chart.
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The 'Domain license expiration' graph provides at-a-
glance summary of domains that can be added for the
account and their licenses expiry dates. The number of
domains that is allowed for the account is displayed in X
axis and the Y axis indicates the dates when the licenses
for these domains are set to expire. Hovering the mouse
cursor over any part of the graph displays when the
current license is set to expire. It also displays if any
license has expired. The yellow line indicates the total
number of domains added for the account. Out of quota
indicates the date the domains added for the account
exceeds for a license.

[

40

30

20

Number of domains

Subscriptions O Current domains number = Om 1 Ot of quota

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 45



Comodo Antispam Gatewqy____.-....-Ameﬁi'é_f_r_é_E) Guide comooo

Creating Trust Online®

User License Expiration

The 'User license expiration' graph provides at-a-glance
summary of users that can be added for the account and
their license expiry dates. The number of users that is
allowed for the account is displayed in X axis and the Y
axis indicates the dates when the subscriptions for these
users are set to expire. Hovering the mouse cursor over
any part of the graph displays when the current
subscription is set to expire. It also displays if any
subscription has expired. The yellow line indicates the
total number of users added for the account. Out of
quota indicates the date the users added for the account
exceeds for a license.
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3.2.1 Domain Management

The 'Domains' area of the interface allows administrators to perform domain management tasks such as adding,
deleting editing, validating and managing a domain. Various settings such as email size restrictions and extensions
of attached files in emails can be configured for any listed domain. The interface also allows administrators to view
logs of changes such as whitelist a recipient, blacklist a recipient and so on for all the domains in the account.

Tip: CASG also periodically generates Domains reports containing a summary of all the mail activities for the
domain. The reports are sent to the administrators through email. Administrators can configure for such reports
through Dashboard > Account Management > Admin > Add Administrators or Edit Administrators. Refer to
CASG Reports - An Overview for more details.

comMOD0

Antispam Gateway

Dashboed f Domains.

Domains € Heir
I o cod T Detets | @ Ecedomain | 57 vaidate domain | $1f Manage domain | £ 2 Refiesh
|a Fitters |
7] Demains Ablases Mumbar of usars Max, numbar of usars  Actrated
[ 4 1] Unbmited false
"] c=pgat.comodo.od ua 2 Unbmited true
] qz8 1] Unlmited folse
I gab.stage. casg.info a Unlrmeted true
4 4 i Mo e [1-474] Per page 'IEav

The following section provides more information on Domains.

3.2.1.1 Domains

As the name suggests, the The 'Domains' area of the interface allows administrators to perform domain
management tasks such as adding, deleting, editing and validating a domain. Various settings such as email size
restrictions and extensions of attached files in emails can be configured for any listed domain.

«  Click the Domains tab in the left hand side navigation to open the Domains area.
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The list of domains that are configured will be displayed.
Sorting the Entries

Clicking the domain column heading switches the sorting of the entries based on the ascending/descending order of
the entries.

Using Filter options to search particular domain(s)

Click anywhere on the Filters tab to open the filters area.

Daszhboard / Domains

Domains © e

o Add | [ Delete 42 Editdomain | 37 Validate domain  }1f Manage domain | % Refresh

-l- Domain w | contains v Apply filter

[ Domains Aliases Humber of users Max. number of users Activated

Inlimited false

You can add more filters by clicking + for narrowing down your search.
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| Alias v | naot contains v

== |Domain v | stars with v

Domains Aliases Humber of users Max. number of users Activated

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

«  Domain: Will execute a search of domain names according to the text in the 3rd field and the condition
selected in column 2.

«  Activated: Will execute a search of activated/not activated domains. Use the conditions in column 2 and
the checkbox to determine whether you want to search for activated or not activated domains.

« Aliases: Will execute a search of domain name aliases according to the text in the 3rd field and the
condition selected in column 2.

When you select any one of the above options in the first drop-down, the following filters are available in the second
drop-down:

« Equals: Displays the domain or alias name that was entered in full in the text box.

«  Contains: Displays all domain or alias name(s) that contains the words entered in the text box.

«  Not Contains: Displays all domain or alias name(s) that does not contain the words entered in the text
box.

«  Starts With: Displays all domain or alias name(s) that starts with the words entered in the text box.

« Not Equals: Displays all domain or alias name(s), except the one entered in the text box.

- Ends With: Displays all the domain or alias name(s) that ends with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.

Click anywhere on the Filters tab to close the filters area.

i ¥ Refresh ‘

Click the button to display all the domains.

Note: To display all the domains after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the ‘Refresh' button.

Click the following links to know how to:
+ Add adomain
* Delete a domain
+ Edit a domain

» Validate a domain
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+ Manage a domain

3.2.1.1.1 Adding Domains

From this interface, administrators with appropriate privileges can add domains, configure the number of users for
each domain and the destination routes for respective domains. The number of domains that you can add depends
on your subscription plan.

To add a domain

»  Open the 'Domains' interface
Click the 'Add" button

Dasghboard / Domans

Domains Help

Delate ﬁ' Edit domain = = Validate domain f!T Manage domain 4 ¥ Refresh

& Fitters

[T Domains Aliases Humber of users Max. number of users Activated
[ 0 Unlimited false
7] ceggat.comodo.od.ua 2 Unlimited true
0 Unlimited false
1 i1 [1-3/3] Perpage 15 ~

The 'Add domain' dialog will open.

Add domain

Domain

Destination routes +

Timezone : |[(GMT) Coardinated Universal Time

Domain user limit | Unlimited

Check routes | Cancel

«  Enter a valid domain name in the 'Domain’ field.

«  Enter the final mail server destination route in the 'Destination routes' field. This is where the mails will be
delivered from CASG after appropriate filtering of mails. The default port is 25.

+  If you want additional routes to be included for the filtered mails to be delivered in case of failure of the first
route, click ¥ beside the 'Destination routes' field to add more alterative destination routes.
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Add domain

Domain [testdomain.com

-l- mail testdomain.com
Destination routes
mw  Mailltestdomain.com

Timezone : |(GMT) Coordinated Ur v |

Domain user limit | Unlimited

Check routes Cancel |

«  The 'Timezone' drop-down allows you to choose the zone for the domain. CASG will use the selected time-
zone for events which concern that domain. Specifically, the quarantine list, archive list, log search, reports
and report subscriptions.

»  Click the 'Check routes' button to let CASG automatically get the destination routes information from DNS. If
the result contains CASG service domain details (mxpool1.spamgateway.comodo.com for EU based
service or mxpool1.us.spamgateway.comodo.com for US based service) then it means that DNS MX record
was already updated to work with Antispam Gateway server and you must fill 'Destination routes' field with
your real MX record, for example mail.exampledomain.com.

+  Enter the maximum numbers of users that can be added for this domain in the 'Domain user limit' field.
Leaving this setting as 'Unlimited" will allow you to add up to, but not exceed, the maximum number of users
permitted by your current license. The maximum number of users for a selected domain can also be
configured in the 'Domain Settings' area.

«  The domain entered in the 'Destination routes' field is tested to ensure the route is valid.
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Routes check errors.

Relay : mail testdomain.com:25
Emror code : 500

Emor message : SMTP host unreachable

Relay : maill testdomain.com:25
Emor code : 500

Emmor message : SMTP host unreachable

Are you sure you want to proceed with domain save ?

«  Click 'Proceed' to save a domain.

Note: The number of users that you can add for all the domains belonging to your account depends on your
subscription plan. For example, if the subscription plan for your account allows you to add 1000 users and you
have three domains, then you can add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3.

You can set any value between 0 and 999999 in the 'Max. number of users' field, but CASG checks if the total
number of users for all domains is within your license limit.

»  Click 'Save' to add the configured domains.

Note: When you create a new domain, email addresses 'abuse@addeddomain' and 'postmaster@addeddomain'’
will be added by default in Recipient Whitelist. Click here for more details.

The following success message will be displayed, along with a reminder to validate the domain within 24 hours:

Reguest for domain TESTDOMAIN . COM successfully created. You have to validate your domain within 24 hours_ Please follow instructions sentto %]
postmasten@testdomain.com

If you have already configured the domain's MX record for CASG before adding the domain to the CASG interface,

then only the success message will be displayed. See 'Configuring MX Record' for details about configuring MX
records and 'Validating Domains' for details about domain validation.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 51



Comodo Antispam Gateway - Administrator Guide comono

.-’/’

3.2.1.1.2 Deleting Domains

To delete a domain

»  Open the 'Domains' interface
«  Select the domain(s) that you want to delete

Cazhboard / Domains

Domains © Henp
o= aadl [ Delete ) # Editdomain | 5 Validate domain | {4} Manage domain !E Refresh
I € Fiters
[[] Domains Aliases Humber of users Max. number of users Activated
] Unlimited false
1 esggat.comodo.odua 2 Unlimited true
| o Unlimited false
0 Unlimited false

-J" }

1 M [1-4r4] Perpage |15 W

»  Click the "Delete' button

Tip: You can select multiple domains to delete by pressing and holding the Shift or Ctrl keys.

A notice will be displayed warning you that the users belonging to the selected domains to be deleted will also be
removed.

Delete domains

== MOTICE : Allusers belonging to selected dormain
will be removed too.
Areyou sure you want to remove selected

domains?

+  Click 'OK' to confirm.
The selected domain(s) will be deleted.

3.2.1.1.3 Editing Domains

You can change the destination routes of a configured domain and check routes for the edited domain. Please note
that the name of the domain cannot be edited.

To edit a domain

«  Open the 'Domains' interface
+  Select the domain that you want to edit
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+  Click the 'Edit domain" button
The Edit domain dialog will be displayed. Please note that the domain name is not editable.

Edit domain

Domain |testdomain.com

-l- mail testdomain.com

Destination routes
mm  Maill.testdomain.com

Timezone : |(GMT) Coordinated Ur + |

Domain user limit | Unlimited

Check routes Cancel |

From here you can add another destination route, change the primary destination route or delete additional
destination routes and reconfigure the maximum number of users for that domain.

»  Click in the 'Destination route' field to edit it.

«  Click + beside the 'Destination routes' field to add more alternative destination routes.
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Edit domain

Domain |testdomain.com

-l- mail testdomain.com

Destination routes =se (maill.testdomain.com

E]
bt
E)
W
)
bl

mw | Mail2 testdomain.com

Timezone : |(GMT) Coordinated Ur| v |

Dormain user limit | Unlimited

Check routes Save Cancel

« Click = to remove alternative destination routes.

«  Click the 'Check routes' button to let CASG automatically get the destination routes information from DNS. If
the result contains CASG service domain details (mxpool1.spamgateway.comodo.com for EU based
service or mxpool1.us.spamgateway.comodo.com for US based service) then it means that DNS MX record
was already updated to work with Antispam Gateway server and you must fill 'Destination routes' field with
your real MX record, for example mail.testdomain.com.

« Ifrequired, edit the maximum of number of users that can be added for this domain in the 'Max. number of
users' field. Leaving this setting as 'Unlimited' will allow you to add up to, but not exceed, the maximum
number of users permitted by your current license.

«  The domain entered in the 'Destination routes' field is checked by Comodo Gateway diagnostic tool to
assure the destination route is entered by administrator correctly.

Note: The number of users that you can add for all the domains belonging to your account depends on your
subscription plan. For example, if the subscription plan for your account allows you to add 1000 users and you
have three domains, then you can add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3.
You can set any value between 0 and 999999 in the 'Max. number of users' field, but CASG checks if the total
number of users for all domains is within your license limit.

»  Click 'Save' to confirm the changes.

3.2.1.1.4 Validating Domains

CASG requires all domains be validated in order to demonstrate your ownership of the domains. This can be done in
two ways:

« The first method is to configure the MX record for the domain to the CASG service before adding the
domain in the CASG interface. When you add this domain it will be automatically validated since only a
person in control of the domain is able to modify MX records. See 'Configuring MX Record' for details
about configuring MX record to CASG.

»  The second method is to add the domain to CASG first then validate ownership by providing an
authentication code sent to postmaster@your_domain.com

The following tutorial explains the second method. Please note that domains which have not been validated will be
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grayed out and marked as 'False' in the 'Activated' column.
To validate a domain

»  Open the 'Domains' interface

«  Select the domain that you want to validate.

+  Click the 'Validate domain' button

Dashboard / Domains

Domains € Help

ofs add | [ Detete 2 Edit domain (7 validate domain ) $1] Manage domain +_* Refresh

€3 Filters

Number of users Max. number of users Activated
0 Unlimited false
2 Unlimited true
0 Unlimited false
0 Unlimitad falze
1 " [1-474] Perpage |15 | w

The 'Validate domain' dialog will open:

Validate domain

Please enter validation code:

Mo code? Resend email

m Cancel |

A mail containing the validation code will have been sent to postmaster@your-domain.com immediately after adding
a domain. Click 'Resend email' to send this mail again.

«  Enter the code the field and click 'OK'
CASG will verify the code and, if successful, the domain will be activated:
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Non-validated domains should be validated within 24 hours or they will be automatically removed from the interface.

Note: Domain control validation (DCV) is only required for new domains added after the release of CASG version
2.10. Any domains added prior to v. 2.10 do not require DCV. Later releases may enforce DCV on all domains in
stages.

3.2.1.1.5 Managing Domain

In this area, an administrator can configure various settings for a selected domain. This interface allows the
administrator to view quarantined mails, set email restrictions, add users as recipient whitelist or blacklist, add new
users and view log reports for the domain.

This section is divided into seven main subsections namely, Domain dashboard, Incoming, Outgoing, Email
management, Audit log, Domain Rules and Account management. Click on the respective tab to expand or close the
subsection in the left hand side navigation.

To manage a domain

«  Open the 'Domains' interface
«  Select the domain that you want to manage, then click the 'Manage Domain' button
Alternatively

+  Click on the domain name in the 'Domains' column or Right-click on the domain name in the 'Domains'
column to open in a new tab or window

Dazhboard f DomraEing

Domains & Heip
o Add | [ Delete | #* Editdomain | i Validate domainl] {1 Manage domain £_* Refresh
€3 Finers
-| Domains Aliases Humber of users Max. number of users  Activated
| democasg.comodo.od.ua 2 Undimited true
| docteamcasg.comodo.od ua - Undimited true
1 ] [1-2r2] Perpage 15 W
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In the left hand side navigation, the configuration tabs for the selected domain will open. By default, the Domain
dashboard for the selected domain will be displayed. Click on the tabs in the left side to open the respective
interfaces.
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Click on the following links for more details on the subsections:
» Domain Dashboard
* Incoming
+  Outgoing
+ Email Management
« Domain Audit Log
+ Domain Rules
*  Account Management

3.21.1.51 Domain Dashboard

CASG provides a dashboard view of a selected domain for quick analysis of important statistics such as number of
quarantined mails, release requests, whitelist requests, blacklist requests, incoming mails archive quota usage and
more. Administrators can download the pie charts and graphs as image or pdf files by clicking the download icon at
the top right side of each item. To open a domain dashboard, click Domains tab on the left hand side and then:

»  Open the 'Domains' interface
«  Select the domain that you want to manage, then click the 'Manage Domain' button
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Alternatively

+  Click on the domain name in the 'Domains' column or Right-click on the domain name in the 'Domains'
column to open in a new tab or window

Dazhboard f DorsEing

Domains € Hep
o Add ﬁ Delete f Edit domain | 5 Validate domai £ % Refresn
3 Fiers
s Domains Aliases Humber of users Max. number of users Activated
| democasq.comodo.od.ua 2 Unlimited true
| docteamcasg.comodo.od.ua 3 Undimited true
1 i [1-212] Perpage 15 @ w

The dashboard of the selected domain will be displayed.
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Clicking on the buttons at the top of the domain dashboard takes you to the respective interface:

« Quarantine - Displays the quarantined mails of all users of the selected domain. Refer to the section
Quarantine for more details.

» Release requests - Displays the requests from users of the selected domain for releasing quarantined
mails. Refer to the section Released Requests for more details.
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- Whitelist requests - Displays the requests from users of the selected domain for whitelisting the senders of
quarantined mails. Refer to the section Whitelisted Requests for more details.

« Blacklist requests - Displays the requests from users of the selected domain for blacklisting the senders of
quarantined mails. Refer to the section Blacklisted Requests for more details.

The Mails Statistics area provides a graphical as well as pie chart representation of the mails that were blocked,
viruses blocked and more. Hovering the mouse cursor over a sector or graph displays a call-out providing respective
details. Clicking on a legend turns on / off respective metric on the chart and graph.
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The 'Archive quota usage' area provides details of the storage space used for archiving incoming mails. The graph
shows the disk space used per day for the last two weeks. Hovering the mouse cursor over any part of the graph
displays the details of the space used for the respective date. Refer to the section Managing Archived Mails for
more details.
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The 'Delivery queue statistics' area provides details of filtered mails that are queued in CASG servers for delivery at
a later time. It also displays the average time of queued mails for the previous day in CASG servers before delivery.
Refer to the section Delivery Queue for more details.
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3.21.1.5.2 Incoming

The 'Incoming' area of the 'Manage Domain' section allows you to view quarantined mails, configure incoming spam
detection settings, set spam alert headings, add local email recipients and more.

f coMODOD
Antispam Gateway

(/) Dasht
@ Domain dashboard
(2) Incoming

Destination rowes

Clear imcoming

Lag searnch

Domain aliases

Click the following links for more details:
* Quarantine
» Managing Archived Mails
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» Incoming Spam detection settings
*  Report Spam

+ Delivery Queue

» Destination Routes

» Local Recipients

+  Clear Incoming Cache

» Log Search

« Domain Aliases

» Domain Settings

» Manage Report Subscriptions for Selected Domain
» Relay Restrictions

» Geolocation Restrictions

Quarantine

In this area, an administrator can view the list of all the quarantined emails and their headers, of all the users for the
selected domain. The administrator can also choose to release quarantined emails to the intended recipient after
ascertaining that particular email is not actually a spam. The administrator also can delete a selected or all the spam
mails from this interface.

Tip: CASG also periodically generates Quarantine reports containing a summary of mails identified as spam or
malicious that were moved to quarantine automatically. The reports are sent to the administrators through email.
Administrators can configure for such reports through Dashboard > Account Management > Admin > Add
Administrators or Edit Administrators. Refer to CASG Reports - An Overview for more details.

To open the quarantined email interface:

»  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Quarantine’ tab.

' coMODO
p#® Antispam Gateway

(7) Dashboard Q)
@ Domain dashboard
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m CQuarantine
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The quarantined email area of the selected domain will open:
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Daghboard / Domaing / Domain dashboard - docteamcasg.comodo.od.ua / Quarantine

Quarantine Help
Show message | [] Release | [[J Detete ‘D Refresh ‘
o Filters

[[] Subject From To Recipient Date (GMT+ Reason Size ﬁ] Actions
spam
) . Oct 28, 2014 External pattern 168
Spam email 1
[ sp: admin <demo@csg.comodo.od.ua> demol@docteamcasg.com demol@docteamcasg.com 121:46PM  match bytes
(Sanesecurity.Junk..
spam
) . Oct 28, 2014 External pattern 168
5 12
[] Spam emai admin <demo@csg.comodo.od.ua> demo2@docteamcasg.con demo2@docteamcasg.com 12119PM  match bytes
(Sanesecurity.Junk..
1 i [1-2i2] Perpage 15 w
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Using Filter option to search quarantined emails

Click anywhere on the Filters tab to open the filters area.

Dashboard / Domains / Domain dashboard - docteamcasg. comodo.od.ua / Quarantine

Quarantine Help
Show message [j Release m Delete ‘D Refresh ‘

0 Filters
+ Subject w | |contains v Apply filter

[[] Subject From To Recipient Date (GMT+ Reason Size | fl Actions

spam

You can add more filters by clicking + for narrowing down your search.

Daahboard / Domains / Domain dashboard - JdoCteameasg comodo. of U3 / Quaranineg

Quarantine Help

&) showmessage | [*] Release T Delete [IEEELTEIENE £ ¥ Refresh

% Fiters

+ Subject w | contains - Apply filter
== From w | contains -

- To w | contains w

= Date » | |equals - |

= cize (KB) w | |less than w0 :

== Reazon w  contains w

== Recipi=nt w | contains L
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You can remove a filter by clicking the == icon beside it.
Available filters are:

»  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  From: Will execute a search of senders according to the text entered in the text box (column 3) and the
condition selected in column 2.

- To: Will execute a search of users according to the text entered in the text box (column 3) and the condition
selected in column 2.

« Reason: Will execute a search of quarantined mails according to the text entered in the text box (column 3)
and the condition selected in column 2.

» Recipient: Will execute a search of recipients according to the text entered in the text box (column 3) and
the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

- Contains: Displays all quarantined mails that contain the words entered in the text box

» Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
Other options available in the first drop-down in the filters area:

- Date: Will execute a search of mail received dates according to the date selected in the calendar box
(column 3) and the condition selected in column 2.

«  Size (KB): Will execute a search of mails according to the size selected or entered in third field (column 3)
and the condition selected in column 2.

If 'Date' is selected, the following conditions are available:

» Equals: Displays the quarantined emails that have the same date as the selected date in the third box
from the calendar

» Less than: Displays the quarantined emails with dates less than the selected date in the third box from
the calendar

»  Greater than: Displays the quarantined emails with dates greater than the selected date in the third
box from the calendar

If 'Size' is selected, the following conditions are available:

» Less than: Displays the quarantined emails with size less than the selected or entered size in the third
box

«  Greater than: Displays the quarantined emails with size greater than the selected or entered size in
the third box

«  Click 'Apply Filter' after selecting the filters.

+  Click anywhere on the Filters tab to close the filters area.

+ ¥ Refresh
+  Click the button to display all the quarantined emails.

Note: To display all the quarantined emails after using the filters option, you have to first click anywhere on the
Filters tab to close the filters area and then click the 'Refresh’ button.

Viewing Details of Quarantined Mails
The details like subject, sender, recipient , date and size of the mails added to the Quarantine can be viewed in two

ways:

e |In the same CASG window
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* Inanew CASG window

To view details of quarantined mails in the same CASG window:

» Inthe quarantined email area, select the mail that you want to view and click the 'Show Message' button.
or
»  Click on the email link in the subject column that you want to view its details.

Dashboard / Domeins / Domain dashboard - democasg.comodo.od ua / Quarantine / E-mail
E-mail © Hebo

Hormal All headers

(Y] Release Whitelist this Sender (&) Blacklistthis Sender [ Delete

Subjest  Pw: FLAT 20% OFF on Revital Multi-Vitamins. Limited Period Offer. Hurry
From admin <demo@csg.comodo.od.uas

bob@docteamcasg.comodo.od.ua, bob@democasg.comodo.od.ua, john@docteamcasg.comodo.od.ua,
john@democasg.comoedo.od.ua, dyanoratd81@gmail.com, rebin@democasg.comeodo.od.ua, avantistude@gmail.com

To

cC

Date (GMT
+00:00)
Size 13.31KB

2016-04-20 11:02:07

Actions

Plain text ‘ Html source ] COriginal View

)

On Sunday, 10 April 2016 11:25 AM, Netmeds Healthcare <supportlyoumnt.com> wrote:

If you're having trouble viewing this email, please click here.@media screen and (min—width:320p

The details of the selected email will be displayed.

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before
reaching the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date,
mail type and so on and enable you to check the authenticity of the mail.
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Dashboard / Domains / Domain dashboard - democasg comaedo.od.ua / Quarantine J E-mad

E‘ma” £) Help

Mormal | All headers

1+) Download message

robin@democasg.comodo.od.ua; Wed, 20 Apr 2016 07:05:04 -0400

DKIM-Zignature :v=1; a=rsa-sha25§; c=relaxedirelaxed; dzpahﬂu.on.in; s=52048; i=1461150294,
ph=mBYiUnmiloDSB+inv¥jow31Us Ggy2ori2wA3cWwil++M=, h=Date:From: Reply-To:Todn-Reply-
To:References:Subject:From:Subject;

b=0C+0iJBkPalX¥HFRbgzlUhaa7GJLt90gBEIdWITAL Cniw) 58 AlwHbICE AxGuRoWohe 5XuzjX03AboG7 Swyvlx1JBWIsfpWewzF9Fb
W1in87nbhePBENIaZinvWVaR2PZxMSLadVpL)sqK4ATQIHWPSrT]BL30lgobBpgi+kVclabHDIBEsY n0cdgrjgCxyCNsxemwyBhCS
BogEDhARIMsTIDEINZD 9wt

ALe3tviwBvT BI7vDhDvHnipROxShdaryGeUMWZimGIUDIDSVhg2E TyLtnU bHDgDHNXEN 8N IHKAC T mT+dmFioJ6jgF hRwWWXnLSi
TUMPgBTSg82vinA==

Received : from [127.0.0.1] by nm45 bullet mail. ggq1.yahoo.com with NNFMP; 20 Apr 2016 11.04:54 -0000

Received : from [216.39.60.180] by nm45.bullet. mail.gg1.yahoo.com with NNFMP; 20 Apr 2016 11:02:08 -0000

Received : from [106.10.166.60] by tm16. bullet. mail.gg1.yahoo.com with NNFMP; 20 Apr 2016 11:02:08 -0000

Received : from [106.10.151.187] by tm17_bullet mail.s g3 yahoo.com with MMNFMP; 20 Apr 2016 11:02:08 -0000

Received : from [127.0.0.1] by omp1013.mail.sg3.yahoo.com with NNFMP, 20 Apr 2016 11:02.08 0000
X-Yahoo-Newman-Property . ymail-4

X-Yahoo-Newman-Ild : 24222 19397 bm@omp1013.mail.sg3.yahoo.com

X-YMail-08G - w7_SIPgVM1IIDAHZZ CHETy1VOZjAlz6) pujGbb|33FpC4eqwTRTyoQMKIAS4yC

qDZKKIAPYISmUIB0KbE4U2 CRXTTNR a5pv4 HizgidqQ4dcE quarTRUKE1s2uKoNarS8rDN

goq1y8jgckniG odVOAOIF25S51sb6_flow_PWjdt NaFyl25)FwiEQtiMX8 GYFGPYAluzDSs5L ka3
FUGNIQCKfozyTcEGgVa3BOM3ITixAUyxl jeaSxSCOUGgE1WeEZIZRIzm ThEU4cGBAGBMCYUXEJg9

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either release the
mail or delete it. Click the "Whitelist this sender' tab to add the sender to 'Sender Whitelist' if you desire or 'Blacklist
this Sender' to add this sender to Sender Blacklist. Refer to the section 'Whitelist / Blacklist' for more details.

To view the details of a quarantined mail in a new CASG window

+ Inthe quarantined email area, select the mail that you want to view, right-click on the email link in the
subject column and select to open in a new tab or new window.

Dazhboard / Domains / Domain dashboard - docteamcasg. comodo.od.ua / Quarantine

Quarantine Help
@] Show message [j Releasze m Delete 8 Refresh
% Filters
[[] Subject From To Recipient Date (GMT+ Reason Size ﬁ] Actions

spam
) . Oct 28, 2014 External pattern 168
V| Spam email 1 5 L0d. . .
P admin <demo@csg.comodo.od.ua> demol@docteamcasg.com demol@docteamcasg.com 12146 PM  match bytes
Bpenibinkinibiewiah (Sanesecurity.Junk.:
Open Link in Mew Window
A . ’ spam
Epenlniniow FvateNvindow Oct28,2014 Extenal pattem 168
[] Spam 2 demo2@docteamcasg.com demo2@docteamcasg.com
Bookmark This Link 1:21:19PM  match bytes
Save Link As... (Sanesecurity.Junk.:
Copy Link Location Perpage |15 w
Search Google for "Spam email 1"
Inspect Element (Q)
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The browser may display a warning pop-up window notification. Click the 'Options"> then select 'Allow pop-ups for..."
to allow to open new message in a new window. Click again 'Show message in new window'.

g Firefen geevesbed this site Tram ogening & popsop wind o, Diptiens =

Dashboard / Domains f Domain dashboard - democasg comodo od.ua / Quarantine / E-mail

E—ma" e Help

Normal All headers
[*] Release Whitelist this Sender Blacklistthis Sender [ Delete
Subject Spam email 1
From admin <demo@csq.comodo.od.uas
Te demol@decteamcasg.com

cc

Date (GMT
+00:00)

Size 13.31KB

2016-04-20 11:02:07

Actions

Plain text Himil source Original View

On Sunday, 10 April 2016 11:25 AM, Netmeds Healthcare <support@youmnt.Ccom> Wrote:

If you're having trouble viewing this email, please click here.@media screen and (min-width:320p

= 1800 103 0304

The details of the selected mail will be displayed in a new CASG window.

To release a quarantined mail:

After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the
recipient.

«  Select the mail that you want to release and click the 'Release' button.
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Dashboard / Domains / Domain dashboeard - docteamcasg comodo od ua / Quarantine

Quarantine Help
Show message Delete ‘D Refresh ‘
o Filters
[F] Subject From To Recipient Date (GMT <0 Reason Sizet Actions

spam

admin Oct 28,2014  Extemal pattern 168

Spam email 1 demol@docteamcasg.comod demol@docteamcasg. 1:21-45 PM

<demo@csg.comodo.od.ua> match bytes
(Sanesecurity.Junk.20
spam
. admin Oct28, 2014 Extemal pattern 168
Spam email 2
[E] sp: AT RS demo2@docteamcasg.comod demo2@docteamcasg. 19119 PM match Es
(Sanesecurity.Junk.20
1 1 [1-2i2] Perpage |15 w

An alert will be displayed to confirm the release of selected email.

Release emails

@Are wou sure you want to release the selected

email?

+  Click 'OK" to confirm the release
The email will be released to the addressee and the mail will no longer be in the quarantined list.

To add a sender to whitelist
After ascertaining that emails sent by particular senders are not spam, administrators can choose to add them to
'Sender Whitelist' from this interface. Once added to whitelist, emails sent by these senders will not be quarantined.

»  Select the mail that you want to add the sender to whitelist and then click 'More actions' > 'Whitelist this
Sender'.

Dashboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Quarantine

Quarantine © e
Show message | [¥] Release | [[J Delete £} Refresh ‘
| o Filters |
! Blacklist this Sender
[[] Subject From Recipient Date (GMT +0 Reason Size ﬂ Actions
Delete all
spam
) admin Oct28,2014  External pattern 168
V| Spam email 1
P B e demol@docteamcasg.comod demol@docteamcasg. 1:91-46 PM match s
(Sanesecurity.Junk.20
spam
- admin Oct28, 2014 External pattern 168
Spam email 2
Ose <demo@csg.comodo.od.ua> B 2R SRR eI e (T T e, 1:21:19FM match bytes
(Sanesecurity.Junk.20
1 1 [1-2i2] Perpage |15 w

An alert will be displayed to confirm adding the sender to whitelist.
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Whitelist emails

G BreoyoU sure you want to whitelist sender of the
®selected arnail?

«  Click 'OK' to confirm to add the sender to whitelist. Refer the section 'Sender Whitelist' for more details.

To add a sender to blacklist

Administrators can choose to add senders to 'Sender Blacklist' from the Quarantine interface also. Once the
selected senders are added to blacklist, all emails from them to the selected domain will be automatically blocked.

«  Select the mail that you want to add the sender to blacklist and then click 'More actions' > 'Blacklist this
Sender'.

Dazhboard / Domains / Domain dashboard - docteamcazg.comodo.od.ua / Quaranting

Quarantine © Hen
show message [¥] Release | [[j Delete % Refresh
Whitelist this Sender
| o Filters |
[[] Subject From .ﬁ Recipient Date (GMT +0 Reason sizer Actions
Delete all
spam

admin Oct28, 2014  External pattern 168

Spam email 1 demol@docteamcasg.comod demol@docteamcasg. 19146 PM
d

<demo@csg.comodo.od.ua= match bytes
(Sanesecurity.Junk.20
spam
! admin Oct28, 2014 External pattern 168
5 12
[] Spam emai <demo@ecsg.comodo.od.ua> demo2@docteamcasg.comod demo2@docteameasg. 1:21-19 PM natell bytes
(Sanesecurity.Junk.20
1 IR [1-2i2] Perpage |15 w

An alert will be displayed to confirm adding the sender to blacklist.

Blacklist emails

@Are vou sure you want to blacklist sender ofthe

selected email?

«  Click 'OK' to confirm to add the sender to blacklist. Refer the section 'Sender Blacklist' for more details.

To delete a quarantined mail:
«  Select the mail that you want to delete and click the 'Delete' button
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Dashboard / Domains / Domain dashboard - docteamcasg. comedo.od.ua / Quarantine

Quarantine © Hen

Show message | [] Releasd m ECE  More actions v +_* Refresh ‘

| o Filters |

[] Subject From To Recipient Date (GMT <0 Reason Size ﬂ Actions
spam
. admin Oct28, 2014  External pattern 168
Spam email 1 demol@docteamcasg.comod demol@docteamcasg.
[ sp <demo@csg.comodo.od.ua= @ g @ 9 12146 PH match bytes
(Sanesecurity.Junk.20
spam
; admin Oct 28, 2014 External pattern 168
Spam email 2 demo2@docteamcasg.comod demo2@docteamcasg.
0O sp <demo@csg.comodo.od.ua=> @ g @ 9 12119 P0 match bytes
(Sanesecurity. Junk.20
1 1" [1-212] Perpage |15 w

An alert will be displayed to confirm the deletion. Click 'OK' to delete the selection email.

Delete emails

emails?

.«@" Areyou sure you want to delete the selected

The selected mail will be deleted and will no longer be in the quarantined mail list.
» To delete all the quarantined mails, click 'More actions' > 'Delete all'.

Dashboard / Domains / Domain dashboard - docteamcasg comodo.od.ua / Quaranting

Quarantine @ e
Show message [j Release ﬁ Delete D Refresh ‘

Whitelist this Sender |

| o Filters
i Blacklist this Sender

[[] Subject From Recipient Date (GMT <0 Reason size fil Actions
spam

admin Oct 28,2014 External pattern 168

Spam email 1 demol @docteamcasg.comod demol@docteamcasg.

@ sp <demo@csg.comodo.od.uas e g @ 9 12146PM match bytes
(Sanesecurity.Junk.20
spam

; admin Oct 28,2014  External pattern 168
5 12

[] Spam emai <demog@ecsg.comodo.od.ua> demo2@docteamcasg.comod demo2@docteamcasg. 12119 PM — bytes

(Sanesecurity.Junk.20
1 i [1-212] Perpage |15 w

An alert will be displayed to confirm the deletion. Click 'OK' to delete all quarantined emails.

Delete emails

currently are filtered?

.@" Areyol sure yol want to delete all ermails that
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CASG is capable of storing a copy of all incoming mails for all domains belonging to an account. A customer can
purchase the archive storage space via Comodo Accounts Manager (CAM).

From the archived mails interface, an administrator with appropriate privileges can view details of the message,

report spam, resend emails if required, retain messages from being removed, add the sender to Domain Rules and
delete messages. The archived messages can be deleted manually or can be automated to be cleaned periodically.
The settings for auto cleanup can be configured in the Domains Settings interface.

To open the archived email interface:

«  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Archive' tab.

' coMODO
Mg Antispam Gateway

@ Dashboard
'@ Damain das

£ Incoming

Fepaort spam

Delivery gueue

Destination routes

Lacal recipients

Clearincoming cache
arch

Ciomain a

The archived email area of the selected domain will open:

Dashscard { Demaing / Do gashbeard . Csonid cormcdd 5d ua / Archive

Archive

| & Fit

|'_'.: Sub

[C] Fwd: F
Ernailsitie
ZERO SET

[C] Fwid:
Emailzite
ZERD SET

[ Fwidt: F
naowe try het

[C] P F
nowe try b

Show message | A Report spam itiibelist tris Sender (B Biackistthis Sender | = Resend emat | ] D

& Fiten

[ Subject From T

i BCOHNE 9 ISt pdminEosngs comndo od ua Jmmfi@oagnad comade.od us

HEw Booounl fegistsnsd

Sorting the Entries

@ Hee

Sifyirve Sechie » | { Rafash

Oale (GMT +0)*  Siee = fj Aetions
Mon Jun 15 2051
1E0127 CMT ]

wB

Mpn Jun 15
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Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.
Page Filter

The page filter on the right side has three options:

|| 2 Reresr

Show archive
Show reported as spam
1 Show archive and reported as spam

Date (GMT +0} Size ﬂ Actior

Man Jun 15

« Show archive: Lists only the archived mails

«  Show reported as spam: Lists mails that are reported as spam

»  Show archive and reported as spam: Lists both archived mails and mails that are reported as spam
Select the option from the drop-down before using the filter option described below.

Using Filter option to search archived emails

Click anywhere on the Filters tab to open the filters area.

g 08 i § Archive

Archive € e

[Th show massage | M\ Roporspem @ Wrialist s Bancer  [§] Blackistthis Sender | ©F Resend amal ﬁ Deleta Show archive and repar ||| {3 Refesh

e Filtmes

o+ |subjet w | contsing ~ Apply fiter
Subject From T Recipien Date (GMT +0) = Sme - Actons

You can add more filters by clicking + for narrowing down your search.
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Archive e
(=) Show meaaags | M Repodsgen Wb iest i Saadar @ Bigcklistineg Sender 5 Roedend amail m‘ Diglate Shire afchive and 180 w | £+ Raefresh
{5 Fiterm
4 subjed w | | comtans w || Apply fiker
== [From w | nof containg w
T w | ColEn w
- DaRe v pouas - g
= | Size =B} w | leaa han » 0 :
= Atachments v eOuaEs w

- Uarked as retainad v eOuals w

Subject From T Recigsent are (GMT 0

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

»  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the
condition selected in column 2.

- From: Will execute a search of senders according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition
selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

»  Contains: Displays all archived mails that contain the words entered in the text box
» Not Contains: Displays all archived emails that don't contain the words entered in the text box
Other options available in the first drop-down in the filters area:

- Date: Will execute a search of mail received dates according to the date selected in the calendar box
(column 3) and the condition selected in column 2.

- Size (KB): Will execute a search of mails according to the size selected or entered in third field (column 3)
and the condition selected in column 2.

«  Attachments: Will execute a search of mails according to the checkbox status (column 3) whether enabled
or disabled. If enabled, all archived mails with attachments will be displayed.

» Marked as retained: Will execute a search of mails according to the checkbox status (column 3) whether
enabled or disabled. If enabled, all archived mails that are marked as retained will be displayed.

If 'Date' is selected, the following conditions are available:
» Equals: Displays the archived emails that have the same date as the selected date in the third box
from the calendar

» Less than: Displays the archived emails with dates less than the selected date in the third box from
the calendar

+  Greater than: Displays the archived emails with dates greater than the selected date in the third box
from the calendar

If 'Size' is selected, the following conditions are available:

» Less than: Displays the archived emails with size less than the selected or entered size in the third
box

»  Greater than: Displays the archived emails with size greater than the selected or entered size in the
third box

Click 'Apply Filter' after selecting the filters.
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The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

| £ ¥ Refresh

Click the button to display all the archived emails.

Note: To display all the archived emails after using the filters option, you have to first click anywhere on the Filters
tab to close the filters area and then click the ‘Refresh’ button.

Viewing Details of Archived Mails

The details like subject, sender, recipient , date and size of the mails in the archive can be viewed in two ways:
* In the same CASG window
* Inanew CASG window

To view details of archived mails in the same CASG window:

« Inthe archived email area, select the mail that you want to view and click the 'Show Message' button.
or

+  Click on the email link in the subject column that you want to view its details.

The details of the selected email will be displayed.

1§ Brokke

Archive

Halp
& Regatspam  [§] Whitslisttis Sender  [B] Blockistthis Sender | Resendemall | [ Delete Frvow wchwe v | ¥ Ratresh
£} Filers
Subject fram Ta Recimsn] Dt (T =000 Sice 51 Actions
Quaranting Regar for . . - . . . . 2016-04-2 215 i
oty dEmecas g comod. ol ua L . o ' T 4 D0r D HE
Quaranting Regart far : 2016-04-21

casg edmin alege Eoaagn shn@demucasg comode.od us nEdemucasg comods odus SR e
JobniRdemocas g comado od.s ' ] B 3 e . o D000 KB !

RE: Dol Mizz Owt On the MEP Webinar . X b = " b N -
Sarims - ! fyancrstdl @gme - ' 1G2har KE -

Fasiwend ragenariied CaRg-BAmin-ERgeECaIg Nt ckn@democasy comods. od. us cniZ democs sy comodo o us - el et

Quaranting Repor for -mirmirs ad g ns g inf i democang =om fni® democang com - - 3748
johni@damacas g comadn od ua —oalhe . el R = Ty . 01O e 0

Quaranting Repar for

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before
reaching the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date,
mail type and so on.

To view the details of archived mails in a new CASG window
» Inthe archived email area, select the mail that you want to view, right-click on the email link in the subject
column and select to open in a new tab or new window.
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Dashboard / Domaing / Domain dashboard - democasg.comodo.od.ua / Archive / Archive mail

Archive mail

Hormal All headers

& Report spam Whitelist this Sender Blacklist this Sender ‘:.’ Resend email 5 Retain message m Delete

Subject  Quarantine Report for bob@democasg.comodo.ed.ua
From casg-admin-stage@casg.info
To  bob@democasg.comedo.od.ua
CC

Date (GMT
+00:00)

Size 2B.15KB

2016-04-21 04:00:00

Actions

Plain text Html source Criginal View

Megsage

The browser may display a warning pop-up window notification. Click the 'Options"> then select 'Allow pop-ups for..."
to allow to open new message in a new window. Click again '‘Show message in new window'.

g Firefeu grevented this site Trom pfing a pop-op rend o, Diptiens =

The details of the selected mail will be displayed in a new CASG window.
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Dashboard / Domains / Domain dashboard - democasg. comodo.od.ua f Archive / Archive mail

Archive mail

Normal | All headers

& Report spam Whitelist this Sender Blacklist this Sender f:.' Resend email 5 Retain message W Delete

Subject Quarf.; ntine Report for bob@democasg.comodo.od.ua
From casg-admin-stage@casg.info
To  bob@democasg.comedo.od.ua
cC

Date (GMT
+00:00)

Size 28.15KB

2016-04-21 04:00:00

Actions
Plain text | Html source | Original View
Message

To report archived mails as spam

After viewing the details and ensuring that the selected email is a spam you can choose to report it as a spam.

»  Select the mail that you want to report as spam and click 'Report spam'.

Daahioard / Domus / Do dasn bowrd - Caoodd LOT0S i ol { Archive

NCHV’E 7
Eh show 'nesaage f& ‘Writekst this Sendar BHlacdipt thiz Sender | 3 Resend emal ﬁ B Show archive and reped + || £+ Rekesh
£ Fikes
Sebject From To Recipient Dabe (GMT =01~ Size = A Aciions
Han Jun 15 2051
Haw accound registand admineegga. comada od un userfi@caggad comodio od us umerfiBcngged comodo od us 130137 GNT :___ : B
2015
B
|| Hew aceount regisiermed adminoagga.oomodo od.us user 0 @osgnad comado.od us user Mypragged comodo od ua 1252EI GHT K8 1]
2018

L Ban Jun 15

An alert will be displayed to confirm selected email as spam.

Report as spam

Areyou sure you want to mark the selected
emails as spam?

K =3

«  Click 'OK" to confirm.
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Spam reportad successiully ﬂ

A success message will be displayed and the icon #* indicating the email is reported as spam will be shown under
the 'Actions' column. The mail will be forwarded to the spam email address displayed in the Incoming Spam
Detection Settings interface for analysis by experts. Refer to the explanation under Incoming Spam Detection
Settings for more details.

To add a sender to whitelist

Administrators can choose to add the email senders to 'Sender Whitelist' from this interface. Once added to whitelist,
emails sent by these senders will not be quarantined.

»  Select the mail that you want to add the sender to whitelist and then click 'Whitelist this Sender'

T

Archive © Hap

[Eh showmessage H,:ccr.s.pam Blackistthis Sender 3 Resend amail ﬁ Dislate oW anchi w || £} Rekesh
£ Fihera
| Saibjact From Ta Recipient Daie GMT +0)° | Size /] Actions
| Mg usar 1084
useid2gesgad comass. 0d ua suecesshdly sdminfragas comodo.odus e 77 Bragqed comodo o ua ser?lipoegasd oomodondus  1ZS000GMT 1]
imporied 2015 -
M 15 2054
4 M accounl regsleng sdmin@aggecomodocd.un userd2Poaggsd. comodo.od.ua wserdlifcegged. comodo.od.us 1250000 CMT KB (]]
ooy ]

tes| harm 15-08-15 15.80

An alert will be displayed to confirm adding the sender to whitelist.

Whitelist emails

@Are you sure you want to whitelist sender of the

selected email?

»  Click 'OK' to confirm to add the sender to whitelist. Refer the section 'Sender Whitelist' for more details.

To add a sender to blacklist

Administrators can choose to add the email senders to 'Sender Blacklist' from this interface. Once the selected
senders are added to blacklist, all emails from them to the selected domain will be automatically blocked.

+  Select the mail that you want to add the sender to blacklist and then click 'Blacklist this Sender'
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25m ! Archive
Archive 0 v
E) Show message | A Repodspan \writekst this Eende;’ Resend email | [ Deiste Srecew anchive w | 3} Refesh
£ Fitern
Subject From To Recipienl Dt {EMT o4 Sips i Aclions
I Mowuser [ -
e BEeE 004 coMOdn S Ua SCEsSIll sdringagan romeds nd us ser 7T gergaed comado. od un serllgcsgqad somodondus 1ZSO00GHT 0 B
irgimad aih e :
Mo 15 2051
| M soount e gishansd umerd Fifnggad.comaedo.od us umerddifcaggad comaedo.od. un IZS000GMT L i}
Faral
| ==t ham 15-DE-18 1540 24l 4 L] serdl g 1] 24 2H2EE i

& Are you sure you want to blacklist sender of the

¥ selected email?

«  Click 'OK' to confirm to add the sender to blacklist. Refer the section 'Sender Blacklist' for more details.

To resend emails from archive

The archived mails can be sent to the recipients if required. CASG will still retain a copy of mails in the archive even
after they are sent.

«  Select the mail that you want to resend and click 'Resend email'.

------ ! firchive
Archive O e
B Showmeasage /A Reporspam  [B] Weitsksthis Sender | (5] Bractiinthis Sencer @ peime S archive v || 3 Revesn
£ Fien
Subject From To Recipienl DCiste AT ol | Sipe i Aclions
I Mowuser [ -
e BEes 004 cOmMOdn S Ua SUCEsSIll sdringagan romeds nd us ser 7T geagaed comado. od un serllgosgqed comodondus 1ZSO00GHT 0 B
Irapiad Faih e :
Mo 15 2051
| M sooun e gishansd umerd Fifnggad.comaedo.od us umerddifcaggad comaedo.od. un IZS000GMT L i}
Faral
| ==t ham 15-DE-18 1540

ety 2 Bz coimisedo od Ll ey 2B LoiTesedo. o Ul 12 49:00 GMT 2p2EBE |

An alert will be displayed to confirm resending emails.
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Resend email(s)

email{s) to recipient mailbog?

@ Areyou sure ol swant to resend selected

e Click 'OK" to confirm.

A success message will be displayed.

Sutcrssiilly sen! %]
To delete archived mails
«  Select the mail that you want to delete and click the 'Delete’ button
Archi‘llre a Hsip
[Th Show message Ay Reportspam @ Whitalisd this Sender | [§] Blackistthis Sender | ' Rasend Pl|'|=|| Show archive w || & ¥ Rabsah
£ Fites
| Subpect From Ta Racipist Data [GMT +00°  Size- Actions
ns::;.@ur.sﬁ:r@u cempdo od ua succkEslAly sdminBoegge comodo od us use 7T Ecagqad com od un s 7T Boaggad comoda od ua EI:”“'.F: I’I-I' h- 1]
Fponed 2015
Mon Jun 15
(4] Potww aczount regetered sdmin@osgga.comodo.od us usesd2 Bosgqod comedo.od.ua usesd? Besgqad comedo.od.ua 1250 GHT 2.51 1]
2015
An alert will be displayed to confirm deletion.
Delete emails
A Areyou sure you want to delete the selected
emails?
«  Click 'OK' to confirm.
The selected mail will be deleted and will no longer be in archive.
» To delete all the archived mails, click 'More actions' > 'Delete all'.
QaabEoard / Demars / Domees daadboard - Giosed comedo od ug | Archive
Archive
Shorw archive w

@) snowmessage M Reponspam | 8] whiteisimis Senger (2] Blachistis Senoer | & Resend emall | [T Daree m

£ Fihers
fstan mesage

| Subpeci From To Dwrie [GMT #00°  Size
Un-Fletan meisige
Mo Juik 15

| Mew used
15 SRS COME S0 LR SUCRSSAANY sdmin@engna comod . T B Rl o
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CASG can be configured in the Domain Settings area to automatically purge emails from archive after the
configured period. If administrators wants to retain email(s) from being cleared, then these mails can be marked as

'Retain message'.

«  Select the mail(s) that you want to retain and then click 'More actions' > 'Retain Message'.

Lshbyerd / Domeing # Domgen 0shioard - 050084 COMOTn 30

Archive

Eh Show message © M Reporispam Whitlist this Sender  [B] Blacklistthis Sander 7 Resendemal | ] Delete m

€ Fiters

St From
o | Hiew user
U2 @ CE00a4 COMKID o Us SUCEISSMIl  sdmini@csgas comods oc us
impofed

| N GO TS ared sdmin@cegge comaoda od us

To

ner T @cagged comudo. od.un

umard? Boagned comede od un

An alert will be displayed to confirm retain selected email(s).

Retain email{s)

Deieie 5

e e

Un-Asime marisge

userT7 Eenged comadn od ua

umnd 2 Fengqet comada od us

@ Arewou sure you want to mark selected emailis)

as retained?

«  (Click 'OK'" to confirm.
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Archive

Syocesehaly ptained
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A confirmation dialog will be displayed and the retained messages are indicated by the anchor icons under the

Actions column.

«  Toremove the retained status for a mail, select the retained message and then click 'More actions' > 'Un-

Retain Message'.
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An alert will be displayed to confirm selected email(s) from retain status.

LInRetain email(s)

@Are wou sure yol want to rermove "retained” mark

frarm selected emailis)?

«  (Click 'OK'" to confirm.

1 Ul | Archiee
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Swiigssfully unralaingd

[Eh Showmessage - Ay Repon spam Whiledisl this Sender Brackisl i Sencer 3 Ressnd email T Detee

€ Fikens
Saiject Firoen To Recipmnl
| Haw user
USA2ECS 034 Comoat 00 ua SUCCSSREY  admin@cagge comede od ue a7 T agaed comada cd un user TT Boagged comodo od us
|+| Maw accound regisiend sdmin@csgqs comado.nd us umerd ipcsgoed cominda odlus uwserdZ@ongaed comodo od s

COMODO

Creating Trust Online®

[2

Show archive - D Refiesh
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A confirmation dialog will be displayed and the anchor icons under the Actions column are no longer displayed

indicating their unretained status.

Incoming Spam detection settings

The settings made in this interface determine what kind of mails should be classified as 'spam’, 'probable’ and 'safe’.
CASG enforces several rules on mail envelope, header and content as each message passes through its spam
filters. Each rule addresses a specific spam attribute and will assign a score to each mail based on the degree to
which the mail exhibits this attribute. A message's total spam score depends on the weighted value of all rules

combined.

For example, if you set the spam threshold to 0.33, any mail that has a score higher than 0.33 will be treated as
spam and quarantined. The higher the threshold, the more likely that some spam messages may get delivered. The
maximum possible threshold is 1. We advise you to test settings for a week to arrive at the best setting for your

company.
To configure incoming spam detection settings
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«  Click the 'Incoming' tab on the left navigation then click 'Spam detection settings":

b coMODO

Antispam Gateway

%) incomin q
Quarantine
Archiee

B Spam detedion 3sttngs

cal recipients

Log search

Domain sliases

The incoming spam detection settings for the selected domain will open:

8 boarg  [orsais, £ Domain dastbeand - cogaal comadn o v f comisg Seen detnclion seitege

Incoming Spam detection settings @ i

Spem heshaid |09 S replata
Prabable spam theahold. |07 Probubis spars molatun
Ouareniine response. |FAxjecied ied Spors email
Motily uaer ebuat new guatantios menege. || Suspizwun ailecheent relmon. | [Suspicius afachment]

Comeda ABL: |Cuaranking messaga ¥ | Fajct emails contming credd card nusher [

« Quarantine enabled - Selecting this option will move incoming mails identified as spam as per the
'Spam threshold setting' to Quarantine. If disabled, emails that are identified as 'Spam' will not be
quarantined but will be delivered with the subject line as set in the Probable Spam notation /
Spam Notation fields. Messages identified as 'probable spam' based on the 'Probable spam
threshold setting' are always sent to the recipient (and never quarantined) even if this option is
enabled.

- Days saved - Enter the number of days that you want mails to be retained in quarantine. The
maximum number of days that can be set is 9999. Quarantined mails that are not checked,
released or deleted within the stipulated days will be automatically deleted from quarantine.

»  Spam threshold - Enter any value between 0.1 and 1.0. All mails that are having a score value
above that value will be identified as spam and quarantined automatically as explained above.
Please note this value should be always higher than 'Probable spam threshold' value.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 81



COMODO

Creating Trust Online®

- Spam notation - The prefix that will be appended to the subject line of all 'Spam' emails sent to
users. For example, "<Spam> Order two Rolex watches and get a free carton of Viagra" - where
<Spam> is the text entered in the 'Spam notation' field. Note - this only applies IF quarantine has
been disabled (i.e. If the 'Quarantine Enabled' box is not checked).

«  Probable spam threshold - Enter any value between 0.0 and the value entered in Spam
threshold field. All mails that are having a score value above that is set in this field will be
identified as unsure mails and will be delivered to recipients with the subject line as set in the
Probable Spam notation / Spam Notation field.

«  Probable spam notation - The prefix that will be appended to the subject line of all 'probable
spam' emails sent to users. For example, "<Potentially Spam> Cheap deals on Dell computers" -
where <Potentially Spam> is the text enterd in the 'Probable spam notation' field.

* Quarantine response - Choose the response to be sent by CASG to the SMTP server that
delivered a message in the event that a mail is identified as spam.

« Note - If you have enabled quarantine functionality, then spam/malicious mail will be quarantined
(and not delivered to the recipient) regardless of your choice here. These options merely
determine what message CASG will send back to the SMTP mail server. The available options
are:

* Rejected - Will inform the SMTP server that the email has been rejected by CASG and placed
in quarantine.

»  Accepted - The email has passed the CASG spam filters and detected as a spam will be
placed in quarantine in silent mode.

- Spam email - Displays the email address to which the mails reported as spam from the 'Report
Spam' interface and the 'Archive’ interface will be forwarded. By default, mails reported as spam
by the administrators will be forwarded to spam@antispamgateway.comodo.com for analysis by
experts at Comodo. Once a reported mail is confirmed as spam, Comodo will update its mail filters
to quarantine similar mails in future. Refer to the explanations under Managing Archived Mails
and Report Spam for more details on forwarding the suspicious mails for analysis.

» Notify user about new quarantine message - Select this option if you wish CASG to send a
notification email to the intended recipient, if a spam email addressed to the recipient is
intercepted by CASG and moved to Quarantine. The notification email will contain a link to the
email and a link for the user to login to the CASG User interface.

«  The recipient will be able to click the link to directly read the email, without logging-in to
CASG. The lifetime of the link is one day. If the user has not clicked the link within a day, the
link will expire.

« Ifthe user needs to respond to or delete the quarantined email, the user can click the next link
to login to CASG, view their quarantined mails and carry out their desired actions

- Suspicious attachment notation - The prefix that will be appended to the subject line of all mails
identified with suspicious attachments like malware and macros and forwarded to the recipient or
to a different email address, a configured in the Domain Rules. Refer to the explanation under
Rules in the section Domain Rules for more details. For example, "[Suspicious attachment] Your
lucky draw" - where [Suspicious attachment] is the text entered in the 'Suspicious attachment
notation' field.

« Comodo RBL - Comodo's Real-time Blackhole List (RBL) is a blacklist of locations which are
known to send spam. This list is continuously updated by Comodo.

+ Quarantine message - If the IP address of the message sender is in the RBL, then the
incoming email will be quarantined.

* Reject message - If the IP address of the message sender is in the RBL, then the incoming
email will be rejected.
» Disabled — CASG filters will not check Comodo RBL.
* Reject emails contains credit card number — If enabled, emails that contain credit card numbers
will be rejected. Credit card numbers have a certain structure that CASG filters can recognize, so
emails containing random numbers will not be rejected.

»  Click the 'Save' button for your settings to take effect.
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- {

- Torestore the settings to default, click 'Reset to Default',

Report Spam

The 'Report Spam' feature allows you to upload and submit suspected junk emails that have got through our spam
filters. Comodo will analyze reported mails and, if we confirm them as spam, will update our filters to quarantine
similar mails in future. CASG accepts a range of different mail formats including .eml and .msg.

Users can also report spam by forwarding unsolicited messages to spam@antispamgateway.comodo.com.

To report a spam mail

«  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Report spam' tab.

g coMODO
ag® Antispam Gateway

Dashboard
@ Darmain dashboard

@ Incorming

Guarantine

Spam detection settings

Report spam

Delivery queue

ion routes

The Report Spam interface will open.

Dashboard / Domaing / Domain dashboand - docicameasg comedo od ya / Report spam

Report spam @ e

Upload .eml or .msg format files only (max. size - 9 Mb)

»  Click the 'Upload' button

Navigate to the location where the suspected email(s) is/are stored in your system. Select the mail that you want to
report as spam and click '‘Open'. The maximum size of the file that can be uploaded is 9 MB.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 83


mailto:spam@antispamgateway.comodo.com

COMODO

Creating Trust Online®

f=tangel Beauby Clinic

5 Apply. Get Real Quotes For Top Plans, Go With The Best Offer

) Europe Latkery - You waon £300,000

E MY CANADTAN PHARMACY

£ our Email Id has won 1,000,000.00 GEP in the British Microsoft Inc,

File name: I.ﬁ.ngel Beauty Clinic j Open I
Files of type: f &1 Files %) | Cancel |
E

Note: Make sure to upload the file in email format only and size should not exceed 9 MB. Otherwise, the following
warning message will be displayed.

Comodo Antispam Gateway

g the requestwas rejected hecause its size
(10005632) excerds the configured maximuom
(A216000)

The mail will be processed for uploading...

Cixshbeard § Domsite T DomaEin deshbearnd - goctasmeas comodo od ua JReport spam

Report spam @ ren

Upload .eml or .msg format files only (max. size - 9 Mb)

) Upload
Angel Beauty Clinic.aml:

File size: 349KB

... and success message will be displayed.

Spam reported successfully &
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»  Click the g button to close the message.

Delivery Queue

In general, emails are delivered to the destination server directly and not stored on the filtering machines. But
whenever an email destination server for an account is temporarily unavailable, all filtered mails are queued in the
CASG servers for delivery at a later time. Emails that are permanently rejected by the destination server with a 5xx
error code will not be queued and rejected by the CASG system. The queued emails can be accessed in the CASG
interface and from here they can be manually force retried for delivery.

The queued messages on CASG severs are automatically retried for delivery for up to a period that is set in
'Maximum days to retry ' field in domain settings (for example, 4 days).The automatic retry schedule is given below:

»  During the first two hours, the queued messages are retried for delivery at a fixed time interval of 15
minutes.

«  During the next 14 hours, the queued messages are retried for delivery at a variable time interval starting
from 15 minutes and multiplied by 1.5 with each attempted delivery. For example, after the first 15 minutes,
the subsequent attempts will be after 22.5 minutes, 34 minutes and so on.

«  From 16 hours since the delivery failure and up to 4 days, the queued messages are retried for delivery at a
fixed time interval of every 6 hours.

«  After a period of 4 days, all queued messages will be bounced to respective senders. The messages will be
frozen if the bounce cannot be delivered immediately and retried for delivery at a fixed time interval of 3
days for the first 21 days. At the end of this period, delivery of messages will have failed permanently.

To manually force-deliver emails in queue

Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Delivery queue' tab.

cCoMDDO
 Antispam Gateway

|’l“ Dashboard
'%.‘P' Lromain dashboard

(3 Incoming

Laraniineg

Clear sncoming cache

Log search

The Incoming Delivery Queue area of the selected domain will open:

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 85



Comodo Antispam Gatewqy____.-...-Adrﬁi'ﬁ'i”s_fr_é__’t_E) Guide comooo

Creating Trust Online®

Dashbaard / Domaing / Damain Sashboard - foslsameasy comods ol ua / Insoming delvary qusus

Incoming delivery queue Help
=7 Forcs refry Show Neaders Delivery agnosic Meds £ Refrash
£) Fimers

Queue id Ingquens  Sender Hecipient Message sice Subject Last acton Server name Delay reasons

john@docteamcast
connect to
message_guewe_ch mia3 prod.casg 91.196.95.19[91.19
Connection
refused

New account
registered

S{RWIIZAWTZ1 ZLFL 52m admingantispamg: john@docteamcasy 21577
r. LLFAF: 4 : -

demo2@docteamc
Hew account connect to

52m admingantispamg: demo2docteama: 21585 ] message_quewe_ch mial.prod.casg 91.196.95.19(91.19
" Connection

refused

JRwIZ1 gHzHAmS

bob@dacteameasy
Hew account o

adming@antispamg: bob@docteamcasg 21566 registered message_queue_ch miadprodcasg  91.196.95.19[31.19
Connection

refused

= 52m
3|RwrYaXRGZ12LsE ”

demol @docteamci

:connect to
- Hew account
52m admingantispamg: demol@docteame: 21586 message_quewe_ch mial prod.casg 91.196.95.19[91.19

FjRwrY Iy 1 zHn regislered
I 1 g Connecticn

refused

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Using Filter option to search queued emails

Click anywhere on the Filters tab to open the filters area.

seshbcard / Domars f Domain dashiboard - docteamessg comedo, od ua f Incoming delivery quese
Incoming delivery queue Help
= Forceretry 2 Show headers Delivery fiagnostic e + ! Refrash

& Fitters

Quiei id In queve Sender Recipient Message size Subject Last action Server name Delay reasons

You can add more filters by clicking + for narrowing down your search.
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Dashboard / Domains f Coman dashbosrd - docleamcasg comodo od .ua / comng delveny gueus

Incoming delivery queue Help
= Forceretry &) Show headers Delivery diagnosiic Meds £+ Refresh
&2 Fitters

& cueueio ~ | containg v Apply fiter

== Queus nama W | aquals ~

== Sender ~ | natcontains ~

= Recipient w | containg w

= Message size ~ | lessthan w0 o

= Subject w | starts with -

== Lasi action w | | ends with v

== Sarver name | comains ~

[ Queue id In queue Sender Recmient Message size Subject Last action Server name Delay reasons

@Brsg.co 1@do w4752 te: [ 2 age_add tad. prod casg
e demaiicsg.comod demol@docteamy Fie: DQ demo 2 message_added  mitad prod.casg

You can remove a filter by clicking the == icon beside it.
Available filters are:

»  Queue ID: Will execute a search of Queue ID according to the text entered in the text box (column 3) and
the condition selected in column 2.

«  Queue name: Will execute a search of Queue name according to the text entered in the text box (column
3) and the condition selected in column 2.

» Recipient - Will indicate the email address of the recipient that is in the delivery request.
» Message size - Will execute the message size settings according to the number selected in the 'Filters'".

«  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the
condition selected in column 2.

« Last action: Will execute a search of Last action according to the text entered in the text box (column 3)
and the condition selected in column 2.

«  Server name: Will execute a search of Server name according to the text entered in the text box (column
3) and the condition selected in column 2.

» Delay reason - Will indicate the reason an email is queued and cannot be delivered immediately.
When you select any one of the above options in the first drop-down, the following conditions are available:

»  Contains: Displays all queued mails that contain the words entered in the text box
» Equals: Displays the queued emails that have the same words as entered in the text box
* Not Equals: Displays the queued emails that do not have the words entered in the text box
» Not Contains: Displays all queued emails that don't contain the words entered in the text box
- Starts With: Displays all queued mails that starts with the words entered in the text box.
« Ends With: Displays all queued mails that ends with the words entered in the text box.
Other options available in the first drop-down in the filters area:

«  Sender: Will execute a search of senders according to the text entered in the text box (column 3) and the
condition selected in column 2.

« Recipient: Will execute a search of users according to the text entered in the text box (column 3) and the
condition selected in column 2.
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» Message size: Will execute a search of mails according to the size selected or entered in third field
(column 3) and the condition selected in column 2.

If 'Sender' and/or 'Recipient' option is selected, the following conditions are available:

«  Contains: Displays all queued mails that contain the words entered in the text box
» Not Contains: Displays all queued emails that don't contain the words entered in the text box
If ' Message Size' is selected, the following conditions are available:

» Less than: Displays the queued emails with size less than the selected or entered size in the third box

«  Greater than: Displays the queued emails with size greater than the selected or entered size in the
third box

»  Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

»  Click anywhere on the Filters tab to close the filters area.

+ ¥ Refresh
»  Click the button to display all the queued emails.

tab to close the filters area and then click the 'Refresh' button.

Note: To display all the queued emails after using the filters option, you have to first click anywhere on the Filters

To force retry queued emails

« To force-deliver a single email manually, select an email from the delivery queue and click the 'Force retry'
button.

- To force-deliver all email messages in the queue, select the checkbox beside 'Queue id" and click the 'Force
retry' button.

Note: Frozen emails can't be force delivered from CASG interface.

To view headers queued emails

«  Select an email from the delivery queue and click the 'Show headers' button.
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DQ message headers

Received: from mxsnv2.spamgateway.comodo.com (unknown [10.200.1.248])

by mta3.prod.casg (Posthix) with ESMTP id 3]Rwrd24WTz12LFG

for =john@docteamcasg.comodo.od.ua=; Tue, 28 Oct 2014 14:53:05 +0000 (UTC)
Received: from outbound.antispamgateway.comodo.com ([178.33.199.67]
helo=antispamgateway comodo.com)

by mxsnv2 spamgateway comado.com with esmitps (TLS1 DHE-RSA-AES256-5HA256)

(Exim 4.84)

(envelope-from =admin@antis pamgateway.comodo.coms=)

id 1Xj538t-0000n1-Kk

for john@docteamcasg.comodo.od.ua; Tue, 28 Oct 2014 14:53:04 +0000
Received: from uid.prod.casg (unknown [10.200.1.248])

by relay2.prod.casg (Postfix) with ESMTP id 3jRwrcd7Cwz120In

for <john@docteamcasg.comodo.od.ua=; Tue, 28 Oct 2014 14:53:04 +0000 (GMT)
Date: Tue, 28 Oct 2014 14:53:04 +0000 (GMT)
From: admin@antispamagateway.comodo.com

To: john@docteamcasg.comodo.od.ua

Message-ID: =61067506.21561.1414507984634. JavaMail root@ui3.prod.casg=
Subject: Mew account registered

MIME-Version: 1.0

To view diagnose routes availability of an email message in delivery queue

»  Select an email from the delivery queue and click the 'Delivery diagnostic' button.
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Mail delivery diagnostics x

MTA server availability

[Relay : csg.comodo_od.ua:20]

Error code : 500

Error message : SMTP host unreachable
No entries on your request

Log search (by queue 1D)
[Host:10.200.1.121] >
2014-10-28T15:38:37.045459+00:00 mta2 post_rest: [Tue Oct 28 15:38:37 2014] [debug] GET I
"/log/3jRWIY6XRGZ12Ls6".

m

[Host - 10.200.1.122]

2014-10-28T14:53:01.920681+00:00 mta3 postfix.mta/smtpd[18514]: 3jRwrY6XRGz12Ls6:
client=unknown[10.200.1.248]

2014-10-28T14:53:01.921649+00:00 mta3 postfix.mta/cleanup[13104]: 3jRwrY6XRGz12Ls6: message-
id=<891193322 21552.1414507981151 JavaMail root@ui3 prod casg=
2014-10-28T14:53:01.921661+00:00 mta3 postfix.mta/cleanup[13104]: 3jRwrY6XRGz12Ls6:
subject=New account registered

2014-10-28T14:53:02.149219+00:00 mta3 postiix.mta/gmgr{26853]: 3jRwryeXRGz12Ls6:
from=<adming@antispamgateway.comodo.coms, size=21566, nrcpt=1 (queue active)

201 4-10-28T14-53-02 53766240000 mtal nostfiv/relav/sminl281900- 3iIRwrYRXRGZ 171 sk N

Alerts

The 'Alerts' area allows you to configure notification emails if there is a mail delivery delay. You will need to allow the
alerting server to send you these alerts, so please add mxsrv10.antispamgateway.comodo.com [178.255.87.30] to
your firewall/transport rules if necessary.

@3 Domain dashboard

5 Force retry Show headers Delivery diagnostic] Alerts

[f!'_?| Incoming
Filters
Quaranfine ‘ o
Archive Queue id In queue Sender Recipient

Spam detection setfings
Repori spam

Delivery queue

e TR LR
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Delivery Queue alerts

Send an email alert to | enferemar sddresses (seperafed by comma for more than one address)

if queue contains more than |1 iterns

if emnails remain in the gueue for more than |5 | hour(s)

Send email alert to: Enter one or more email addresses as alert recipients.

alert frequency |5 | minutels)

You can specify 2 possible criteria that will trigger notifications:

1)If queue contains more than n items: Allows you to specify how many emails are queued before notifications are
sent out.

2) If email remains in the queue for more than n hour(s): Will send notification mails when the oldest mail in the
queue exceeds the age you specify (max age = 72 hours).

If you select both criteria, you will receive separate notifications for each trigger. If you uncheck both boxes,
notifications will be cancelled.

Alert frequency determines how often you will receive delivery delay notifications. Possible values are between 5-
360 minutes.

Destination Routes

If there is a temporary problem with the primary email destination server, CASG will try to deliver the filtered mails to
the next destination email server that is configured. If the failure is permanent, for example, unable to resolve
hostname, CASG will try to deliver through the next alternative route.

To add additional destination routes

»  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Destination routes'

tab.
cCoMODO
Antispam Gateway

(%) Dashiboard DE‘-‘E

":E} Lomain dashboard

() Incoming
Juaranting

Report Spam

Delivery queus

ECIpENLE

INEQATRING
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The 'Destination routes' area of the selected domain will open:

Dashboard f Domaing / Demain dashboard - docteamcasg.comodo. od.ua f Destination routes

Destination routes Help

o= Add

[[] Route Port

] csg.comodo.od.ua 25

Save priority

»  Click the 'Add' button to add another alternative destination route
The 'Destination routes' dialog box will be displayed.

Destination routes

o =N

«  Enter the alternative destination route and click the 'Save' button

«  The domain entered in the 'Destination routes' field is checked by Comodo Gateway diagnostic tool to
assure the destination route is entered by administrator correctly.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 92



COMODO

Creating Trust Online®

Routes check errors.

Relay - fhhfgjgkhikjlj.com:25

Error code : 500

Ermror message : SMTP host unreachable

Relay - dgdfgfjgkhlh.com:25
Error code : 500

Error message : SMTP host unreachable

Are you sure you want to proceed with domain save ?

«  Click 'Proceed' to save a domain.
The added route will be displayed in the list.

Dashboard f Demains / Domain daghboard - docteamcasg. comodo.ed.ua / Destination routes

Destination routes

o Add | [ Delete

€ Heip

[] Route Port
[+ csg.comodo.od.ua 20
[[1+ casgcomodo.odua 25

Save priority

« If you want additional routes to be included, click "' to add more alternative destination routes.
You can also prioritize the routes by dragging and dropping from the list.
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Dashboard / Demains / Domain dashboard - docteamcasg.comodo.od.ua f Destination routes

Destination routes €) Help

o Add | [T Delete

] Route Port

[+ casg.comodo.od.ua 25

[[1+ csg.comodo.od.ua (]

Save priority

«  Click the 'Save priority' button to confirm the changes.
Click here for more details on how to check the routes.
Local Recipients
CASG continuously performs a cached recipient callouts to check that recipient email addresses do actually exist in
the destination mail servers. When the 'Local Recipients' option is enabled, only existing and valid email accounts in
the destination server will be accepted. When this option is selected, all the recipients have to be added manually,

else even valid users for that account will not receive emails. Comodo recommends that this option should be used
in specific cases only and not required in normal cases.

To add local recipients

«  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Local recipients' tab.

7 CoMODOD
® Antispam Gateway

Lrzshboard

=

&8 Domain das

rij Incoming
Guarandine

Archive

Repod spam

Crelivery gueus

W | ocal recipients

CleaEe incorrmEng cacne

Lag search

The Local Recipients configuration area of the selected domain will open:
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Dashboard f Domains / Domain dashboard - docteamcasg. comodo.od.ua f Local recipients

Local recipients © Hei

Use local recipients: Save

o rdd | [ Detete @ importfrom CSViile

[[] Local recipient
Mo iterms found

1 1 [1-0/0] Perpage |15 W

« Select the 'Use local recipients' check box and click the 'Save' button
«  Click the 'Add' button
The 'Add local recipient' dialog box will open.

Add local recipient

i@ docteamcasg.comodo.od.ua

o =N

»  Enter the recipient's in the E-mail field
Add local recipient

E-mail | user i@ docteamcasg.comodo.od.ua

o RN

«  Click the 'Save' button
Repeat the process till you have added all the users.
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Help

Local recipients

Use local recipients:

o Add | [ Delete % Importfrom CSV file

[[] Local recipient
[[] user1 @docteamcasg.comodo.od.ua
[ user2@docteamcasg.comodo.od.ua

1 i Perpage |15 w

To delete a local recipient

Select the user that you want to delete and click the 'Delete’ button

Dashboard f Domains / Domain dashboard - docteamcasg. comodo.od.ua / Local recipients

Help

Local recipients

Use local recipients:

o= Add ([ Delete) (& Importfrom CSV file

[[] Local recipient

userl @docteamcasg.comodo.od.ua

[C] userz@docteamcasg comodo.od.ua
Perpage |15 w

1 1
»  Click 'OK" to confirm.

Delete local recipient(s)

@Are wou sure you want to delete the selected

recipients?

The selected recipient will be deleted from the list

Tip: You can select multiple recipients to delete by pressing and holding the Shift or Ctrl keys.

96

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved



Comodo Antispam Gatewgy____.-....-Adrﬁ‘l'ﬁiﬂs_fr_gt_é.r Guide comooo

Creating Trust Online’

To import local recipients from CSV file
You can add many new users at a time by importing from a file. The users should be saved in separate lines as

shown below:

user1
user2
user3
«  Click the 'Import from CSV file' to import new users from a CSV file.

Dashbeard f Domaing f Domain dashboard - docteamcazg.comodo.ed.ua / Local recipients

Local recipients Help

Use local recipients: m

*3 Import from CSV file

user! @docteamcasg.comodo.od. ua

o Add | [ Delete

[ Local recipient

[[] user2@docteamcasg.comodo.od.ua

1 i Perpage |15 W

«  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.

Upload csvfile.
Each line should cantains the username of a lacal recipient
For example:

testuser
testuser

I lpload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to
remove the upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a
remaining part of not imported task.
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Disshbeard J Domairs FDotain deshboard - docteameasy comodo. od s f Local reciiants

Local recipients Hlp

Imiport is in procass. Please wail x|

Use local reciplants m
o 2dd | [ Delete ¢ Remove import task

Local recipiem
userl @docteamcasg comodo od ua
user2@doctearmncasg.comodo.od ua »

i Iz Parpage |15 w

On completion of the upload process, the results will be displayed.

Cashboard f Domaines F Doiman dashbosnd - doctesncesn compop.od s f Local reciplents

Local recipients Help
Total lings processed 7 &
Imported 6 usens) (x|

Impeort for dormaln doctearcasg comodood.ua has been finlshad ﬂ

—
Uee local recipients: ¥ m

o acd T oetete £ import rom CEVAile

| Lacal recipiernt

al'-."l.zl'ln'ln'-.l'l'lf Fs0. comodo.od us
black@docleameasg.comodo.od.us
b -_I'_l"'nl".l"'j”l'j SO.COMOodo, o U3
duncan@docleameasg.comodo.od.ua
jenmy@docteameasg.comodo.od.ua
jsmilhi@docleameasg.comado.od.ua
II"-""ll:_l'll"'lr‘I amcasdg comodo od ua

useri@doctaameasg.comodo.od ua

1 n Perpage |15 w

The local recipients from .csv file will be uploaded and the administrator who carried out the task will receive a
notification about the import task completion.

Clear Incoming Cache

CASG continuously performs a cached recipient callouts to check that recipient email addresses do actually exist in
the destination mail servers. When an email for a certain recipient is permanently rejected by the destination server
with a 5xx error code, the destination address of the recipient is considered invalid and all emails sent to the
recipient will be rejected. CASG filtering servers caches this information locally for up to two hours. CASG interface
allows you to clear the callout cache without waiting for the servers to clear it.

To clear incoming cache

+  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Clear incoming cache'
tab.
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| COMODOD
Antispam Gateway

() Incoming
GQuarantine

Spam deteclion seltings

The 'Clear incoming cache' area of the selected domain will open:

Dashbosrd f Domans ¢ omein gashibosd - doctesmessg comode 0d 15 § Clasr incoming cache

Clear incoming cache © Hep

Here you can clear the incoming callout cache for domain

+  Click the 'Clear' button
The callout cache for the incoming domain is cleared.

Dazhiaosrd FDomans  Doman dashbosrd - doctesncssd comodo.od 4 f Clear incoming cache

Clear incoming cache © Hep

Cache was succassillly clearad. E

Here you can clear the incoming callout cache for domain

»  Click the (%] button to close the notification.
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Log Search

The Log Search option in CASG allows you to search for a specific email message.
To search logs for incoming mails

+  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Log search' tab.
COMODO
a Antispam Gateway

) Dashboard
€3 Domain dashboard
() Incoming

Local recigianis

The 'Log search (incoming)' interface of the selected domain will open:

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 100



Comodo Antispam Gatewgy_____-.,..Ameﬁiﬂs_fr_éffér Guide comooo

Creating Trust Online®

.-’/

Dashboard f Domaing / Domain dashboard - docteamcasg. comoedo.od.ua / Log search (incoming)

Log search (incoming) Help

Date range: |2014-10-26 AM 10:49:15 u -1 2014-10-27 AM 10:49:15 [_]

Message ID:
Sender.

Recipient: @docteamcasg.comodo.od.ua
Sender IP.
Sender host:

Predicate: |AND v

Include results from the last minutes: [T

Search

- Date range: Select the date range for which you want to search the log file. The date range for which the
log search can be processed depends on the settings configured in Domain Settings > Log retention
period.

«  Message ID - Enter a unique message identifier (optional )

« Sender: Enter a sender email address in this field.

» Recipient: Enter the email address in this field (for example, 'testuser1’).
«  Sender IP: Enter the IP address of the sender.

«  Sender Host: Enter the sender host name.

«  Predicate: You have the option to select either 'AND' or 'OR" in the drop-down. When you choose 'AND'
option, all the entered search terms will be searched together and when you choose 'OR' option, the
application will search any of the search items entered.

 Include results from the last minutes: If selected, CASG will include messages that are currently being
migrated from the filtering server to the logging server in the search results.

The aplion “Include resuls from the last minules” will slow down the search resull retriesal (%

«  Click the 'Search' button.
CASG will search for the entered terms and display the results.
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Date and time Host (Exim id) Sender hostname Sender Recipient Subject Classification
mxsrv1.spamgateway.cor mxsrv2.spamgateway.cor Accepted
2014-10-28 13:37:05 o ’ ) ’ demo@csg.comodo.odu demaoi ,0Q demo 2 M tent looked
1Xj6x000BET B2 178.33.199.66 @csg viessage content fooke
like non-spam
mxsrv1.spamgateway.con mxsrv2.spamgateway.con Accepted
2014-10-28 13:37:05 . ' ) ' demo@csg.comodo.odu demo2 ,0Q demo 2 Message content looked
1Xj6xK-0008ET-B2 178.33.199.66 @cs0 . 9
like non-spam
mxsrv1.spamgateway.con mxsrv2.spamgateway.cor Accepted
2014-10-28 13:36:33 o ' ) ' demo@csg.comodo.od.u demol ,Re:DQdemo | Message content looked
1Xj6wo-0007pb-Ag 178.33.199.66 @0 essag
like non-spam
mxsrv1.spamgateway.con mxsrv2.spamgateway.con Accepted
2014-10-28 13:36:33 o ’ ) ’ demo@csg.comodo.odu demo2 ,Re:DQdemo  |M tent looked
1Xj6wo-0007pb-Ag 178.33.199.66 @csg viessage content fooke
like non-spam
Rejected
20141028 133432 TSTVZ.Spamgateway.con MXSIV.Spamgateway.cor yo oo oo comodo.odu demod \DQ demo E A )
1¥j6up-00070G-Jb 178.33.199.65 restriction for this
recipient
Rejected
2014-1028 133432 TSIV2.SpaMgaleway.con MXSIV1 Spamgateway.con . o000 comodo.odu demo2 .DQ demo R
1Xj6up-00070G-Jb 178.33.199.65 restriction for this
recipient
Accepted
2014-10-2813:06:4g  TXSTV1.SPAMGAeWay.cor MASIV2 SPAMGAIEWAY.COT yo o000 comodo.odu demo? Archive email 2 o

Domain Aliases

1Xj6ms-0008Pk-CK

178.33.199.66

The Domain aliasing feature in CASG allows the administrator to add multiple domains as aliases for the main
domain. After adding a domain alias, the MX records should be configured to activate the filtering process for this
domain alias. Once this is done, mails sent to users at alias domain will be filtered and delivered to users at main
domain. For example, if you add testdomain.org as an alias domain for the main domain testdomain.com and mail
sent to user1@testdomain.org will be filtered and delivered to user1@testdomain.com. The 'To:" headers in the email
will still display the original recipient as user1@testdomain.org.

To add domain aliases

«  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Archive' tab.
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Antispam Gateway

-3 Dashboard

) Domain dashboard
Incoming
Quearanfine
Archive
Spam detection setings
Report &pan

Dedvery queus

Manage rapon subso

Relay resfricions

The 'Domain Aliases' interface of the selected domain will open:

Bashboerd f Domaeins / [omain dashbosrd - doctesmcesg comodo od un f Domain clisses

Domain aliases © He
o acd | @ Celete

(4] Aliars

«  Click the 'Add' button to add a domain alias for the selected domain
The 'Add domain alias' dialog box will open.

Add domain alias

«  Enter the domain alias name in the 'Alias’ field

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 103



COMODO

Creating Trust Online®

Add domain alias

Alias
alias.od.ua

o R

«  C(lick the 'Save' button
The domain will be added to the main domain as alias and will be listed in the interface.

Dashbonrd f Domeins § Domein deshbosrd - doctesmcese comodo od wa | Domein alieses

Domain aliases @ Hep
o acd | T Celete

] Alias

alias.od.ua

» To delete a domain alias, select the domain alias from the list and click the 'Delete’ button

Lashboard f Doenains § Domain daghbosrd - dociepncasa comowd od us § Domsin alasas:

Domain aliases O e

¥ Alas

#] aliaz.odua

»  Click 'OK'" to confirm the deletion.

Alias removing

@Are wou sure you want to remove selected

aliages?

The selected domain alias will be deleted from the list.

Domain Settings

An administrator can configure various settings for the selected domain such as primary contact email address, the
administrator's email address and maximum number of bounces allowed before a mail being rejected.

To configure domain settings

«  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Domain settings' tab.
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Antispam Gateway

pCal recipients

Clear incomidng cacha

The 'Domain Settings' interface of the selected domain will open:

Dashboard / Domaing / Domain daghboard - docteamcasg. comode.od ua / Domain settings

Domain settings © Hep
' |
Maximum bounces: |6000 el
) ) |
Log retention period: |30 v
] 7|
Maximum days to retry: |4 e
Change locale for system messages: |English | v

Max. number of users: éUnIimited

Enable archive cleanup:
Retain Archived items for: |5 c |Months | v:
Enable user auto-login: [
] _— ~
Days before cookie expiration: =

Email for license notifications: §bob@docteamcasg.comodo.od.ua

Timezone : | (GMT) Coordinated Universal Time v

Reset to default
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»  Maximum bounces: Each recipient of the selected domain will be limited to receive only these many
message bounces set in this field per hour (messages from postmaster addresses or with an empty
envelope sender). Please note that if the number of bounces exceeds the limit set in this field, the
messages are not quarantined but are permanently rejected and will not be received later. You can set this
to a low value, if the users at the selected domain do not send mails to invalid addresses frequently. By
default this field is set to 6000.

» Log retention period: All spam and non spam email connections to a domain are logged in the CASG
server. By default the storage period of this log is 30 days. You can store the log for a longer period by
entering the number of days that you want to store in the field. After the end of set period, the log data will
be moved to a separate storage and cannot be retrieved.

+ Maximum days to retry: If the destination route has temporary problems, the messages are queued and
automatically retried at fixed intervals for the number of days entered in the field. Even after this period if
the emails cannot be delivered, they are bounced to the sender. By default, this is set to 4 days, the main
reason being that the senders should be aware that his\her messages are not being delivered for 4 days.

« Change locale for system messages: Allows you to choose the language in which the messages from
CASG are to be displayed and sent to the administrators of the domain, according to the location of them.
Choose the language from the drop-down.

»  Max. number of users: Enter the maximum of users that can be added for this domain. Leaving this
setting as 'Unlimited’ will allow you to add up to, but not exceed, the maximum number of users permitted
by your current license. This can also be done while creating a domain or in the editing domain interface.

«  Enable archive cleanup: Allows you to enable or disable the auto-clean up of archived incoming mails in
the archive storage. This option is available for customers that has purchased archive storage from
Comodo.

» Retain Archived items for: Allows you to set the period in months or days, for which the archived mails
should be retained in the archive storage, if you have enabled archive clean-up. The messages that are
older than the period set in this field will be purged automatically.

« Enable user auto-login: If enabled, end-users can login into their CASG account without entering their
credentials. On first login, the users will be asked to confirm their auto login. The users can also change the
settings on their 'My Profile' page. The users' credentials will be stored in the browser' as auto-login cookie
and will be valid for the number of days that is entered in the next field 'Days before cookie expiration'.

« Days before cookie expiration: Allows you to enter the validity period of the auto-login cookie (in days) for
the end-users, if you have enabled user-auto-login. Upon expiry of the cookie, the users need to provide
credentials while accessing their CASG account. The period starts after each login by the user.

- Email for license notification: Enter the email address for receiving license notifications for this domain.
You can enter different email addresses for different domains for receiving notifications with respect to
CASG license. If the field is left blank, then license notifications will be sent to admins' registered email
address in Comodo Accounts Manager (CAM).

» Timezone - Allows you to choose the zone for the domain, depending on the location from which it is
hosted. CASG will use the selected time-zone for events which concern that domain, especially for
maintaining the quarantine list, archive list, log search, reports and report subscriptions.

Note: The number of users that you can add for all the domains belonging to your account depends on your
subscription plan. For example, if the subscription plan for your account allows you to add 1000 users and you
have three domains, then you can add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3.
You can set any value between 0 and 999999 in the 'Max. number of users' field, but CASG checks if the total
number of users for all domains is within your license limit.

»  Click 'Reset to default' to reset default settings in CASG.
«  Click the 'Save' button.
A confirmation dialog indicating the successful configuration of the domain settings will be displayed. Click 'X'.
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Successfully saved

Manage Report Subscriptions for Selected Domain

The Manage report subscriptions interface accessible from the 'Incoming' configuration area of a selected domain
allows the administrator to configure the subscription to the periodical Domain, User import and Quarantine summary
reports generated for that domain. The administrator can also specify the self and peer administrators of that domain
to whom the reports are to be delivered. Refer to CASG Reports - an Overview for more details on the reports.

To access Manage report subscriptions interface

»  Click the 'Incoming' tab from the left hand side navigation to expand it and then click the 'Manage report

subscriptions' tab.
1 cCoMODO
Antispam Gateway

|f7:| Dashboard
ST
== Domain dashboard

rb Incoming

The 'Manage report subscriptions' interface will be displayed:
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Dashbeard ¢/ Domans £ Domain dashboard - cagoad comedo od. ua f Manage repart subscnplicns

Manage report subscriptions Help

Report recipients

&) Domain statistics report
Pernod Hour Day of month Day of week Send empty | Enabled | Start date (GMT) | Report length

¥ Every hour 2'Every day Every week day

Choose Choose Choose

© Quarantine report
© Quarantine release report
O Reported Spam report

£ Users auto-import report

Riesel seflings to default

The Report recipients field will not be auto-populated as it does in the interface of Customer Management >
Managing Report Subscriptions. Enter the email address of the administrators belonging to that domain in the text
field separated by a comma after each email address.

Dashboard / Domains / Domain dashboard - csggad comodo od ua f Manage report subscripbions

Manage report subscriptions Help

Report recipients

user?T@csggad comodo od.ua userl@csggad comoda, od.ua

»  You can expand/collapse a report configuration section by clicking on the respective strip.

»  Clicking the 'Reset settings to default' button will disable all the reports. The 'Report Recipients' field will not
be cleared.

The administrator can configure the subscription for three types of reports from this interface:

+ Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly will contain a detailed statistics of the mails that are identified as spam or containing malicious
content and moved to Quarantine of the domain automatically by CASG. Refer to CASG Reports - An
Overview for more details.

- Domain Statistics Report - The periodical report which can be configured to be received hourly, daily,
weekly or monthly will contain a detailed statistics of number of users, mails that have been received at and
sent from the domain, number of spams identified and blocked and so on. Refer to CASG Reports - An
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Overview for more details.

« Users auto-import report - The periodical report which can be configured to be received hourly, daily,
weekly or monthly will contain details of new users that were auto-imported based on incoming mails
received for them at the mail server. For more details on configuring CASG for auto-importing new users,
refer to the section Managing User Auto-import. Fore more details on the reports, refer to the section
CASG Reports - An Overview .

« Quarantine Release Report - The periodical report which can be configured to be received hourly, daily,
weekly or monthly will contain a detailed statistics of the quarantined mails that are released by the
administrator to the recipient. Refer to CASG Reports - An Overview for more details.

* Reported Spam Report - The periodical report which can be configured to be received hourly, daily, weekly
or monthly will contain a detailed statistics of the mails that are reported as spam by administrators and
users. Refer to CASG Reports - An Overview for more details.

To configure the subscription of the reports

« If you want the administrators of the account to receive the periodical reports, select the 'Enabled' checkbox
in the row of the respective report type. If both the reports are required, you can select both the
checkboxes.

« Leave the 'Send empty' checkbox unchecked if empty reports are not to be sent to recipients.
«  Select the frequency of the report to be sent to the administrators from the options for:

* Quarantine Report;

« Domain Statistics Report;

»  User Auto-Import Report;

« Quarantine Release Report; and
* Reported Spam Report.

Quarantine Report

& Quarartine report

Haour Diay of month Day of weak Send emply Enabled = 5tart date (GMT) Report kxngth
Every hour WEyvery day Ewvery week day
W Choose Choose 9 Choose
- - < Monday -
, Tuesday _ Mext report fior 3 dey{s) from last
Jun 29,2015 03:00 .
P ! sLbn oLl run (20150625 17.00)
7| 3 Thursday
+| Friday

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

« Day of month - The reports will be generated and sent to the administrators every day or on the
specific day every month chosen at the hour selected from the 'Hour' column.

« Day of week - The reports will be generated and sent to the administrators every day or on the
specific day every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

» Report length - Displays the period of the report that will be generated depending on the options
chosen.
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Domain Statistics Report

& Domain statistics report

Period Hour Day of month Day of week Send empty Emabled Start date (GMT)  Report length
W Every howr WEvery day Every wesk day
Choose Choose ¥ Choose
- i Sunday =

Next report for last
] monday . — Jun 29,2005 week(s) from last
Wesaki L - = o _
i _— - 00.00 run (20150622
uesda
17:00)

» Period - Enables you to set the period to be covered in the report. The report will contain the
statistics of all the domains in the account for the past one hour, one week, one month or one year,
as selected from drop-down from the scheduled report time.

»  Hour - The reports will be generated and sent to the administrators every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

- Day of month - The reports will be generated and sent to the administrators every day or on the
specific day every month chosen at the hour selected from the "Hour' column.

- Day of week - The reports will be generated and sent to the administrators every day or on the
specific day every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

* Report length - Displays the period of the report that will be generated depending on the options
chosen.

User Auto-Import Report

2 Users auto-import report

Hour Day of month Day of waek Send empty | Enabled  Start date (GMT) Report length
Every hour Every day Ewvery week day
¥ Choose ¥ Choose ¥ Choose
- 1 i Tugsday
Wednesday P Mext report for 224 day(s) from
! ; F Feb 05, 2016 05
I ) S Lo last run (2015-06-25 17-00)
7 5 3 Thursday |
[#] Frigay |
- ¥ s | Saturday -

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

» Day of month - The reports will be generated and sent to the administrators every day or on the
specific day every month chosen at the hour selected from the "Hour' column.

« Day of week - The reports will be generated and sent to the administrators every day or on the
specific day every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

» Report length - Displays the period of the report that will be generated depending on the options
chosen.
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Quarantine Release Report

& Quarantine release report

Hour Day of month Day of week Send emply ~ Enabled  Start date (GMT) Report length
Every hour @ Every day Every week day
¥ Choose Choose B Choose
b e ¥l Sunday £
[ PR Mext r for 95 davis) fir
+ 1 . Monday - 7 Jun 26,2015 01:00 ext report for 95 day(s) from

_ last run (2075403-25 00-00})

wesady
wednesda

ji Thursday %

»  Hour - The reports will be generated and sent to the administrators every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

« Day of month - The reports will be generated and sent to the administrators every day or on the
specific day every month chosen at the hour selected from the 'Hour' column.

« Day of week - The reports will be generated and sent to the administrators every day or on the
specific day every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

» Report length - Displays the period of the report that will be generated depending on the options
chosen.

Reported Spam Report

& Reported Spam report
Hour Day of month Day of week Send empty Enabled = Start date (GMT) Report length
Every hour ¥ Every day Every week day
¥ Choose Choose ¥ Choose
0 - G ¥ Sunday
1 Monda _: F AE B E 0 MNext report for 95 day(s) from
~ = ‘ Jun 28,2015 02:00 It run (2015-03-25 00:00)
v 2 Tuasdal
I 3 nes
) i = Thursday &

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

« Day of month - The reports will be generated and sent to the administrators every day or on the
specific day every month chosen at the hour selected from the "Hour' column.

- Day of week - The reports will be generated and sent to the administrators every day or on the
specific day every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

* Report length - Displays the period of the report that will be generated depending on the options
chosen.

+  Click "Save' for your settings to take effect.

Relay Restrictions

The 'Relay restrictions' interface allows administrators to specify Message Transfer Agents (MTA), mail servers or
other mail relays from which incoming mail to a domain should be accepted or strictly rejected.
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For example, a business that has regional offices can configure their regional systems to accept only incoming
emails from the email servers at the home office.

Email administrators can define the Organization names from which emails can be accepted or rejected. CASG
parses the mail headers of each incoming mail to ensure the existence of an MTA's IP address or FQDN of the
organization before accepting the mail. If the organization name is not known, administrators can use the 'Lookup'
feature from the interface itself by entering the IP address of the email domain name of an incoming mail.

To add a relay restriction rule
«  Click the 'Incoming' tab from the left hand side navigation then click the 'Relay Restrictions' tab:

: coMOoDO
Antispam Gateway

oard
3 Domain dashboarnd

(¥ ncomin a

The relay restrictions interface for the selected domain will open:

Dashboard / Domaing / Domain dashboard - docteamcaszg.comodo.od.ua / Relay restrictions

o Add | T Delete | 2 Edit

[C] Restrict email acceptance to the following relay servers

Organization name Policy

© Google Inc. Accept

«  Select the 'Restrict email acceptance to the following relay servers' check box .
+  Click the 'Add' button
The 'Add restriction' dialog will appear.
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Add restriction

Organization name :

|
Policy @ Accept CReject

Lookup IP for organization name :

Save | Cancel |

Enter the organization name in the 'Organization name' text box

+ If you are not sure about the organization name, obtain the IP address of the mail server from any
incoming mail from the organization and enter it in the 'Lookup IP for organization name' field.
Click 'Lookup' to perform the search.

»  CASG will perform a lookup from WHOIS.com website and auto-populate the Organization name
field.

»  Choose the acceptance policy for emails from the organization's mail server:

»  Accept - All mails from the selected organizations will be accepted. Those from other organizations will
be blocked.

»  Reject - All mails from the selected organizations will be blocked. Those from other organizations will
be accepted.

«  C(lick 'Save' for the rule to take effect.

Relay restrictions now enabled. ﬁ

*  Repeat the process till you have added all the organizations.
The administrator need to add a rule for each organization from which the mails are to be accepted or rejected.

lllustrations:

1. For example, if you want to accept mails only from two domains, namely gooddomain1.com and
gooddomain2.com and reject mails from all the other mail servers, create two rules, one for gooddomain1.com and
other for gooddomain2.com.

* Rule 1 - Accept gooddomain1.com and block all other domains
*  Rule 2 - Accept gooddomain2.com and block all other domains

Only the incoming mails from gooddomain1.com and gooddomain2.com will be accepted. Those from all the other
domains will be rejected.

2. For example, if you want to block mails only from two domains, namely baddomain1.com and baddomain2.com
and allow mails from all the other mail servers, create two rules, one for baddomain1.com and other for
baddomain2.com.

* Rule 1 - Reject baddomain1.com and allow all other domains
* Rule 2 - Reject baddomain2.com and allow all other domains
Only the incoming mails from baddomain1.com and baddomain2.com will be blocked. Those from all the other

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 113



Comodo Antispam Gatewgy____.-.,.-Adrﬁi'ﬁi”s_fr_g’t_é “Guide comobpo

Creating Trust Online®

.-’/’

domains will be accepted.

You can create any number of 'Allow' and 'Reject' rules. The 'Accept 'rules have more priority and reject rules will
be skipped in case of any rule conflict.

The incoming mails from blacklisted domains in the global or domain blacklist will be rejected even if they are
accepted by the relay restrictions rules. The priority order of rules checked on allowing an email is as follows:

1. Global blacklist
2. Domain whitelist/blacklist
3. Relay restriction rules

4. Per user whitelist/blacklist

Note: The 'Relay restrictions' is disabled for TRIAL customers.

Editing Relay Restriction Rules

You can change the organization name or acceptance policy of any rule at any time.
To edit arule
«  Choose the rule to be edited and and click the 'Edit' button.

Dashboard / Demaing / Domain dashboard - docteamcasg. comedo.od.ua / Relay restrictions

fhe following relay servers

Policy
Accept
Accept

Accept

Add/Edit restriction

Crganization name :
Rediff com India Limited
Policy @ Accept ©Reject

Lockup IP for organization name :

The Add/Edit restriction dialog will appear.

Edit the fields and policy options as required. For more details refer to the explanation under To add a
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Relay Restriction Rule.

«  Click 'Save' for your changes to take effect.

Removing Relay Restriction Rules

You can remove unwanted rules at anytime from CASG.
To remove a Relay Restriction rule
»  Choose the rule you want to remove and click the 'Delete’ button

Dashboard / Domains f Domain dashboard - docteamcasg comode.od.ua / Relay restrictions

Delete restrictions

= Are you sure you want to delete the selected
@ restrictions?

+  Click 'OK" in the confirmation dialog.
Geolocation Restrictions
The 'Geolocation restrictions' interface allows administrators to specify the country from which CASG administrators

and users can access the CASG web interface. By creating access control policies, you have better control in
deciding from which locations admins and users can access the web interface thus minimizing the security threat.

To create a geolocation policy
+  Click the 'Incoming' tab from the left hand side navigation then click the 'Geolocation restrictions' sub tab:
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Fﬂf‘ Domain dashboard
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B Gaplocabon resinciions
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The geolocation restrictions interface for the selected domain will open:

Dashboard / Domains /- Domain dashboard - cegoad comods od ua / Geolocation resirictions

Geolocation restrictions
o add | [ Deiete #* Edit

] Enable geclocation restrictions

Country name Country code Podicy
I United States us Arcept
© Angola AD Fepect

« Enable geolocation restrictions - Allows administrators to apply the geolocation restriction policies. Select
the check box to apply the policies in the list.

From the interface, you can:

» Add a geolocation restriction policy

» Edit a geolocation restriction policy

» Delete a geolocation restriction policy
To add a new geolocation restriction policy

+  Click the 'Add" button
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Cashbosard f Domaing f Domain daghboard - cegged comods od ua / Geolocation restrictions

Geolocation restrictions

@ﬁ Delete & Edit

¥ Enable geclocation restrictions

Country name Country code Policy

The 'Add country restriction' dialog will appear.

Add country restriction

Choose country

Policy @ Accept O Reject

B3|

»  Select the country from the 'Choose country' drop-down

#Add country restriction

Choose country

Alghanistan

Aland Islands
Albania

Algeria

American 3amoa
Andorra

Angola

Anguilla
ANGMYMaus Prosxy
Antarclica

Antigua and Barbuda
Argentina

Armignia

Aruba

AsiaPacific Region
Alatraha

Austnia

Azerbaijan

Brnhaman

TS B

»  Choose the geolocation restriction policy for accessing the CASG web interface
»  Accept - Admins and users from these countries are allowed to access the web interface
* Reject - Admins and users from these countries are not allowed to access the web interface
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Add country restriction

Choose country

Policy ':::'Amept @'R&jec‘t

Save | Cancel |

«  Click 'Save' to create the policy

To edit a geolocation restriction policy
A geolocation restriction policy cannot be edited for a country. But you can change the country for the policy.

«  Select the policy for which you want to change the country and click the 'Edit' button

Dashboard / Domaing / Domain dashbosrd - csogs4.comods od.ua / Geolocation restrictions

Geolocation restrictions

Policy
Accept

Reject

Reject

«  Select a different country from the drop-down

Add country restriction

Choose country

Afghanistan|

Policy ':::'Amept @'R&ject

Save | Cancel |

«  Click the 'Save' button for the changes to take effect

To delete a geolocation restriction policy
«  Select the policy that you want to remove from the list and click the 'Delete' button
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[ashboard / Domoans / Deman doshboard - csggnd comode od ug / Geolecation restrictions

Geolocation restrictions

ﬁ Delete ﬁ' Edit
ocation restrictions

Country code Policy

us Acoopt

AD Reject

ntarctica Al Reject

»  Click 'OK' to confirm the removal of the selected geolocation restriction policy from the list

Delete restrictions

restrictions?

@ Are you sure you want to delete the selected

The policy will be removed from the list.

3.21.1.5.3 Outgoing

To be able to send outgoing email, first a valid user needs to be added to the filter cluster. This can be done from the
web interface. The following ports are available for the outgoing service:

«  SMTP AUTH: Port 25 or 587
«  SMTP StartTLS Port 587
«  SMTP SSL Port 465

Comodo recommends port 587. The outgoing service listens by default on all IPv4 addresses activated on the
server.

Create a separate outgoing user on the filtering cluster for each end-user to relay outgoing email and use an
"automatic user locking" to automatically close the account in case abuse is detected. There are two methods you
can make per-user authentication to work - The first method is to instruct all end-users to authenticate directly to the
filter cluster for their outgoing emails or in the second method, configure your current outgoing SMTP server so that it
authenticates each end-user separately to the filter cluster for all outgoing emails. If you choose the second method,
how easily you can configure your SMTP server depends on the SMTP software.

While using per-user authentication for outgoing mails, ensure to set the limits correctly based on the usage of the
end-user and enable automatic locking.

If you find using the per-user authentication method for outgoing mails too cumbersome to set up, the other
alternative is to use smarthost setup. In this method, you add a single outgoing account either based on IP or
username/password in the filtering server and point all outgoing emails to this server, thus using the filtering cluster
as smarthost. Most email servers have 'smarthost setting' feature with which you can easily accomplish the task of
configuring outgoing email filtering. Make sure to disable the 'automatic user locking' setting to prevent the full
server account getting locked even if one end-user sends out spam email. Also ensure to enable 'block spam' so
that individual spam messages will be blocked and the administrator notified.

While using smarthosting setup for outgoing mail filtering, ensure to set the limits correctly per user based on the
server.

In the 'Outgoing’ area of the Manage Domain section you can set a user account for spam checking, clear outgoing
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cache, search for outgoing email messages and outgoing spam checking.

' coOMODO
g Antispam Gateway

Dashboard
€ Domain dashboard
@ Incoming

r_T‘| Outgoing
® Clear cutgoing cache

Log search

() Email management

@ Audit log

f; Domain Rules

L
[£3 Account management

Click the following links for more details:
»  Clear outgoing cache
» Log search
+ Users

Clear outgoing cache

CASG continuously performs a cached recipient callouts to check that recipient email addresses existing/non-
existing email accounts at the destination mail servers to minimize the number of recipient callouts. When an email
for a certain recipient is permanently rejected by the destination server with a 5xx error code, the destination address
of the recipient is considered invalid and all emails sent to the recipient will be rejected. CASG filtering servers
caches this information locally for up to two hours. CASG interface allows you to clear the callout cache without
waiting for the servers to clear it.

To clear outgoing cache

«  Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Clear outgoing cache'
sub tab.
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The 'Clear outgoing cache' area of the selected domain will be displayed:

Dazhbosrd f Domains § Domein dashbosrd - doctemncasy comodood us f Clesr outpoing cache

Clear outgoing cache © 1o

Here you can clear the outgoing callout cache for domain

«  Click the 'Clear' button.
The callout cache for the outgoing domain is cleared.

Cache wid succassiully cleansd B
«  Click X" to close the 'Cache successfully cleared' dialog box.
Log search

The Log Search option in CASG allows you to search for a specific outgoing email message.

+  Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Log search' sub tab.
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®m | ogsearch

The 'Log Search (Outgoing)' interface of the selected domain will be displayed:

Dashboard f Domaing / Demain dashbeard - docteamcasg.comedo.od.ua f Log search (outgoing)

Log search (outgoing) © Hep

Date range: | 2014-10-26 AM 11:35:40 E] -[2014-10-27 AM 11:38:40 =

Message ID
Sender.
User. @docteamcasg.comodo.od.ua
Recipient:
Sender IP:
Sender host:
Predicate: |AMND w

Classification: |All w

Include results from the last minutes: [

« Date range: Select the date range for which you want to search the log file. The date range for which the
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log search can be processed depends on the settings configured in Domain Settings > Log retention

period.

» Message ID - Enter a unique message identifier (optional )

«  Sender: Enter the sender email address in this field.

« User: Enter the username of the outgoing email address for in this field (for example, testuser1').

- Recipient: Enter the email address in this field. (for example, 'testuser1@example.com’).

« Sender IP: Enter the IP address of the sender.

»  Sender Host: Enter the sender host name.

- Predicate: You have the option to select either 'AND' or 'OR' in the drop-down. When you choose 'AND'
option, all the entered search terms will be searched together and when you choose 'OR' option, the
application will search any of the search items entered.

« Classification: Select the type of email that you want to search from the drop-down options.

* Include results from the last minutes: If selected, CASG will include messages that are currently being

migrated from the filtering server to the logging server in the search results.

The option *Inclede results frorm the |3t minutes® will slow down the search result retrieval

Click the 'Search' button. CASG will search for the entered terms and display the results.

Date and time

2014-10-28 13:37:05

2014-10-28 13:37:05

2014-10-28 13:36:33

2014-10-28 13:36:33

2014-10-28 13:34:32

2014-10-28 13:34:32

2014-10-28 13:26:19

Host (Exim id)

mxsrv1.spamgateway.con
1Xj6xK-0008ET-B2

mxsrv1.spamgateway.con
1Xj6xK-0008ET-B2

mxsrv1.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrv1.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrv1.spamgateway.con
1Xj6ms-0008Pk-CK

Sorting the Entries

Sender hostname

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrvl.spamgateway.con
178.33.199.65

mxsrvl.spamgateway.con
178.33.199.65

mxsrv2.spamgateway.con
178.33.199.66

Sender

demo@csg.comodo.od.u

demog@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

Recipient

demo

demoz2

demo

demo2

demo

demo2

demo2

Subject

,DQ demo 2

,DQ demo 2

,Re: DQ demo

JRe: DO demo

,0Q demo

,DQ demo

Archive email 2

(%]

Classification

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam
Rejected
Rejected by relay
restriction for this
recipient
Rejected
Rejected by relay
restriction for this
recipient

Accepted

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Downloading the Report

The 'Download’ button allows users to download the log report of sent mails for the filters entered and/or selected.
»  Click the Download button.
The download dialog will be displayed.
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- ™
Opening cutgeing.docteamcasg.comodo.od.ualogs.zip M

You have chosen to open:

g outgoing.docteamcasg.comodo.od.ua.logs.zip
which is: WinRAR ZIP archive
from: . B o

What should Firefox do with this file?

) Openwith | WinRAR.ZIP (default) -

i@ i Save File

[] Do this automatically for files like this from now on.

(0] l ’ Cancel

You can choose to open the file by using the browse option or save the file in your system. The compressed log file
will be saved in the folder that you have configured for saving download files. The values in the log report will be
separated by commas and this file can be opened with appropriate application such as Excel or Openoffice Calc for
easy analysis.

Users

Outgoing email messages should be checked for spam or malicious content because of the risk such content poses
to the organization's reputation. Often the outbound email path bypasses the system that scans incoming emails
from the internet, and instead sends the emails directly out to the destination. Filtering the outgoing user's mail also
prevent spam from reaching end user mailboxes.

Configuring User's Email Client for Outgoing Mail Filtering
The email clients of the users added for outgoing email filtering must be configured to point to CASG service.
In the Account Settings interface of the user's email client, enter the following details:

«  Smtp server: mxpool1.spamgateway.comodo.com (for EU based service) or
mxpool1.us.spamgateway.comodo.com (for US based service) according to your preferred CASG service

domain.
»  Connection Security: STARTTLS or SSL
« Port:587

«  Username: <username@domainname.com>
To access the 'Outgoing users' interface:

»  Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Users' sub tab.
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The 'Users' interface of the selected domain will be displayed:

Ceashiycard FDomairs | Damain dashbosrd - goctasmcasy Camods of s JOulgaing ussars

Qutgoing users © v
ST TR A v actions v | |3 Ramesh
£ Fitters
[] Username Locked
] bob@docteamcasy.comodo.od ua

] john@docteameasg.comodo. od.ua

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Using Filter option to search users

»  Click anywhere on the Filters tab to open the filters area.
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Dashioard f Domans [ Domain dashboord - docteamonsn comodo od we § Shbgoing Lsers

Qutgoing users © +ep
o fdd | T Delete ¢ Edit .t? Refresh
£ Finers
& Usemame w | containg ~
7] Usermame “*  Locked

pob@docieamcasg.comodo od.us

| johni@docteamcasg.comada ol ua

You can add more filters by clicking 'l' for narrowing down your search.

Castibnatd § DOomains § Domain dashiboard - EoCtesncas comacd o LS J Outgoing usars

QOutgoing users © Heip
ofe 4o | T oelete | @ Edn E Refrash
a Fillars
+ Llzamame w | conlaing w
= Lzername | aquals -

7] Usernams *  Locked

bob@docteameasg comado od ua

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

» Username: Will execute a search of usernames according to the text in the text box (column 3) and the
condition selected in column 2.

If 'Username' is selected, the following conditions are available:
» Equals: Displays all usernames that match the text entered in the text box.
» Not Equals: Displays all users except the one entered in the text box.
« Contains: Displays all username(s) that contain the words entered in the text box.
« Not Contains: Displays all username(s) that do not contain the words entered in the text box.
- Starts With: Displays all usernames(s) that starts with the words entered in the text box.
« Ends With: Displays all usernames(s) that ends with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

a Refresh ‘

Click the ‘ button to display all the outgoing users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to
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‘ close the filters area and then click the 'Refresh' button.

To add a new user
+  Click the 'Add' button.

Dashbesrd Domains ! Domsn deashbeand - decleameas cofodo od.us FOugaing users

Outgoing users © e
i T = o actions v | £3 Rebest I
£ Finers
T Ussinaing “  Locked

[T bob@docteameasy. comodo.od.ua

11 john@docteamcasg.comado od us

The 'Add outgoing user' dialog will be displayed.
Add outgoing user

Llsername Cramain Fassword

Edit outgoing settings
m | Cancel |

»  Enter the username for the new outgoing user that will be first part of the email address. For example,
testuser. The email address of the added user will be testuser@testdomain.com.

«  Enter the password in the Password filed. If the 'Password' field is left blank, then the '‘Username' must be
an IP address, and any connection from that IP will be considered authenticated without needing to use
SMTP AUTH (Note: authorizing IP addresses may be disabled on the system).

«  Click the 'Edit outgoing settings' button to configure outgoing settings for the user. The 'Add outgoing
settings' dialog will expand:
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Add outgoing user

Username Domain Passward

Edit outgoing settings

Automatic lock: L)

User lock timeout:

Maximum unlocks by timeout:
Enable ocutgoing limits:

Limit per menth:
Limit per week:
Limit per day: | 1000000

Limit per hour: |100000

M
W
F
W
b
W
F
W
M
.

Limit per minute:  [12000000
Walid sender address required: |+

Maximum number of recipients per day: |10

Invalid recipient limit: |44

€3 4% 4>

Maximum days to retry:

Quarantine response: |Rejected

- [

»  Block outgoing spam/Automatic lock
+  Block outgoing spam - Blocks all outgoing spam mails from the user.

«  Automatic lock - If CASG detects spam or malicious mail from the user, it will automatically lock
the user from sending mails for the period set in the 'User lock timeout' field.

« User lock timeout - The time in minutes the user will be locked out from sending mails after CASG
detects outgoing spam or malicious mails from the user.

+  Maximum unlocks by timeout - The number of times the locked out user will be unlocked for sending
out mails. After reaching the maximum limit, the user will be locked out from sending any mails till it is
unlocked by the administrator.

- Enable outgoing limits - Allows you to activate / deactivate limits on outgoing mails.
Limit per month — The number of mails that can be sent per month
«  Limit per week — The number of mails that can be sent per week
«  Limit per day — The number of mails that can be sent per day
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Limit per hour - The number of mails that can be sent per hour.
+  Limit per minute - The number of mails that can be sent per minute.
« Valid sender address required - If enabled, outgoing mails must have valid sender address.

«  Maximum number of recipients per day - Maximum number of recipients that a user can send mails
per day.

+ Invalid recipient limit: - The number of invalid recipients that a user can send mails to.

«  Maximum days to retry - Maximum number of days CASG will retry to send queued outgoing mails
after which they are bounced to the user.

« Quarantine response - Determines the response that CASG will send to the SMTP server that
delivered a message in the event that the mail is identified as spam.

Note - If you have enabled quarantine functionality, then spam/malicious mail will be quarantined (and not delivered
to the recipient) regardless of your choice here. These options merely determine what message CASG will send
back to the SMTP mail server.

Options:

* Rejected - Will inform the SMTP server that the email wasn't delivered to recipient. (By default is
'Rejected')

»  Accepted - The senders will not be notified if the outgoing mails are detected as spam. They will be
blocked and not delivered to recipients.

¢+ Click the 'Save' button.

Dieshoosrd / Comsing ¢ omsin destioosrd - doclesmeasn comodo ad.us £ Oukgoing users

QOutgoing users © Heip
o add | [ Delete | # Edit 1} Retresh
€ Fiters

Username Locked

| bobgdocteameasg comodo.od.ua

[ jonngbdocteameasg.comodo.od ua

| smithi@docteamcasp.comodo.od ug

To delete an existing user
«  Select the user you want to delete from the list and click the 'Delete' button.
Crasticard FOomsEins FDomsin deshbosid - @ochasmoasd, comedo o ua F Oulgaing ugars

Outgoing users © Hebo

4 135 (@ veen) £ e 3 ravesn
€ Finers

[T Usarmame Lacked
| pob@docteameasy comodo.od ua
] chni@docleamcasg.comodo od ua

7] & ih@docteameasg.comodo od.ua

Tip: You can select multiple users to delete by pressing and holding the Shift or Ctrl keys.
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«  Click 'OK'" to confirm.

To edit an existing user
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You can reset password, modify the outgoing settings configured from the 'Add outgoing user' interface.

«  Select the user that you want to edit from the list and click the 'Edit' button.

Deaghipoard f Domains §Domein deshiboend - doctesencrsg Comode.od s / Oudgoing wears

Qutgoing users

F AW tore actions

[ Usermame Locked

o 2o T Delet
€3 Finers

| pob@doctearne#sg.comono.od ua
] jo hiri@docteameasy comodo od ua

V] smith@docleameasg comodo.od ua

«  Click the 'Edit outgoing settings' button.
Edit outgoing settings for smithf@docteamcasg.comodo.od.ua

Llzername Fassward

Edit outgoing settings
m | Cancel |

The 'Edit outgoing settings' will be displayed.
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Add outgoing user

Username Domain Password

Edit outgoing settings

Block outgoing spam:

Automatic lock:
User lock timeout:
Maximum unlocks by timeout:
Enable outgoing limits:

Limit per hour.

L IRE

Limit per minute:
Valid sender address required:

Maximum number of recipients per day: |10

Invalid recipient limit: |44

(€2 (<>

Maximum days to retry |3

Quarantine response: |Rejected

B3]

» Reset the password and / or make other changes as explained in the 'Add outgoing user' section.
»  Click the 'Save' button to confirm your changes.
To manually lock outgoing user

Due to administrative or any other reason if you want to prevent a user from sending out mails, the Lock feature
allows you to do so.

«  Select the user that you want to lock, click 'More actions' and then click 'Lock'.

Dashboard §Domsins § Domain dastibonrd - gocteamoas, Comosn, ool 1 | RGO uEers

Outgoing users @ +en

o add | [ Celete | @ Edit

More achons W 1,'__," Refresh

£ Finers
Unlock
Usarnane Lackad
iingort froem CSW fie
| habggdoctaameasg comado.od.L

= impart froe Incoming ussrs
=|'.'I"@::Utt-.'=.-l'l'll'd.='.: comodo.ad i . 2

[¥] smith@docteameasg.comodo.od ua

The selected user will be locked from sending mails.
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Cashicand FDomsine F Domsin dsstibosrd - gocleamessg comodo o us / Oubgoing usars

Outgoing users © ren
Add Delete | 4" Edit LIS £ Refresh
d raa p
€ Finers
Usermanme Locked
] bob@doctearncasg comodo.od.ua

ohni@docieamcasg.comodo.od ua

! smithidocieamcasg.comodo.od.ua manual

To manually unlock outgoing user

A user who has been locked either manually or automatically (see Edit outgoing settings) can be unlocked from
this interface.

»  Select the user that you want to unlock, click 'More actions' and then click 'Unlock’.

Cashicand [ Domaine ¢ Domain dashboard - dociesmc eea comodp od ua [ Oulgoing Lsers

Outgoing users O s
o= Add T Detete | & Edit £ % Refresh [
Lock
a Fliters
] Usermame Lackead

Impoet from OS5 il
[ bob@docteameasg comode.od.L

Impcet from incoming users

chni@docieamcasg.comodo.o
A smith@docieamcasg.comodo.od ua manua

The user will be unlocked and he/she can send mails.
To import outgoing users from CSV file

Administrators can import many users from a file to the outgoing users list at a time. The users should be saved in
the format shown below as an example:

user1,domainname,password

user2,domainname,password

- Toimport outgoing users from a CSV file, click 'More actions' > 'Import from CSV file'

Pashbonrd f Domsing § Domein dashbosr - doctesmenss comodo od us 5 Oubgoing weers

Outgoing users D Heip
o= Add ﬁ Delete | 4 Edil D Refresh
Lock
£ Filtars
Unicck

| Usernaime Locked
[ bob@docteameasg comodo.od L

sai i Frport from coming users
johnixdocleamcoasg.comodo.od.l

| emithi@docteameasg.comodo od ua manual

The Upload dialog will be displayed.
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Upload

Upload csv file.

Each line should contain three columns: username,domain,password

For example:

testusertestdomain testpassword

Upload

Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open’ button.
The upload progress will be displayed...

Dashiboard fDomeing # Domain dashbosrd - docieamcns

o comedo od us / Culgaing users

Outgoing users

& Help
Impaortis in process Please wal E
o= Add T R ATl hore actions v £ Refresh
£ Finers
7] Usermame Lacked
] bob@docteameasg comade.od.ua i
7 john@docteameasg comodo.od ua
B sm ithi@docleameasy.comodo.od ua rmanual A
...and when completed, the results will be displayed.
[Dashboard 5 Domans fDoman dashooard - docteameasn comono od ua | Outpoing users
Qutgoing users © Hen
Total lines processed 3 %
Imported 3 useris) %
Impart for domain docteameasg comodo od.ua has been fimshed 5
o 20d T Delete | # Eait £ Refresh |
£ Finers
[T Usermame

Locked

L '|'l|3_f'1nf'.9-=ll1'lf asg.comodo od ua
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The administrator who carried out the task will receive a notification about the import task completion.
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Administrators can add all incoming users to the outgoing users list by importing. If there is an outgoing user with the

same name, the import of incoming user will be skipped.

» Toimport outgoing users from incoming users, click 'More actions' > 'Import from Incoming users'

Dmshbosrd f Domains § Doman dashboard - docteamcasg comoca od us fO rgoing users

Qutgoing users
o add | T Delete | @ Edi
a Firs Lock

T Usernamse Locked
ot Trom C5Y Tie

7 bob@docteameasg. comado,od
T johng@dacteamcasg comodo n

smithv@docteamcaso comodo od ua

Undeak

The upload progress will be displayed...

Cashbosd f Domains | Domain dashbos - doctesmossg comoco od us § Oubgoing users
Outgoing users

IFrpaet |5 in process. Plaass wail

o sge | T Delete | # Eon

0 Fitters

| Usernams Lachked
bobi@docteameasg comodo.od ua
1 johng@docteameasg comodo od ua

smithi@docteamcasy comodo od Ua

...and when completed, the results will be displayed.
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The administrator who carried out the task will receive a notification about the import task completion.

3.21.1.54 Email Management

From this interface an administrator can configure the maximum size of each email and select the file types of
attachments to be allowed. An administrator can also choose to release or reject requests from users for releasing
quarantined emails, adding senders to blacklist and whitelist.

' cOMODO
g Antispam Gateway

Dashboard
& Domain dashboard
) Incoming

1y outgoing

=) Email management

B Email size restriction
Blocked extensions
Released reguests
Blacklisted requests

Whitelisted requests

@ Audit log

Click the following links for more details:
«  Email size restriction
» Blocked extensions
* Released requests
« Blacklisted requests
«  Whitelisted requests

Email Size Restriction

In order to avoid your domain storage space getting used up quickly due to large size of emails, CASG allows you to
set the maximum size of each email that are allowed. Administrators have a choice of restricting email size of up to
250 MB. If you require to set the size of email more than 250 MB, please contact your account manager at Comodo
or please open a ticket at support.comodo.com or call 1.888.COMODO (2666.6361) and have your account
number ready.

To set email size restriction

«  Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Email size
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restriction' sub tab.

' cOMODO
g Antispam Gateway

Dashboard
@ Domain dashboard
@ Incoming

1y outgoing

= Email management

B Email size restriction
Blocked extensions
Released requests
Blacklisted requests

Whitelisted requests

@ Audit log

The 'Email restrictions' interface of the selected domain will be displayed:

Dashbosrd f Domains | Domein dashbasrd - docleancest comodo gd.us5 | Emal size resirichion

Email size restriction © e

Ernail size restriction (MEY: 100

L&

+  Enter the maximum allowed size (up to 250 MB) of each email that you want to set in the 'Email size
restriction' field.

If you enter a value more than 250 MB, an alert will be displayed to contact your account manager at Comodo and
the email size will be automatically set as 250 MB.
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Rashbosrd § Comains § omsin dashbosrd - doctasncssg comodo.od us f Bral size restriction

Email size restriction €) Heip

Incorrect capacity value, Value must be between 1 and 250, [Fyou require maore then 2506b please call us

<

Efnail gize rastriction (ME). | 250

« Ifyou want to set the size above 250 MB, please open a ticket at support.comodo.com or call
1.888.COMODO (2666.6361) and have your account number ready.

»  Click 'Save' to confirm your changes.

Note: Incoming and outgoing emails with size more than the value set here will be rejected.

Blocked Extensions
CASG allows you automatically block email attachments with certain file extensions. For example, an attachment

with .exe extension may contain malicious code which could infect a recipient's computer. Click here to see a
complete list of extensions you can block.

To add file extensions to be blocked

»  Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Blocked
extensions' sub tab.
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Dashboard

Domain dashboard

Incoming

Outgoing

Email management
Email size restriction

B Blocked extensions
ieleased requests
Blacklisted requests

Whitelisted requests
(5 Audit log
% Domain Rules

L
[£5 Account management

The 'Blocked extensions' interface of the selected domain will be displayed:
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Cashbosrd J Domans FDomsin dashbosrd - docleamcasg comodo od ua § Blocked exdensions

Blocked extensions © +eip
o= soc | [ Delete  * Resetto defaul

| Blocked extension
[ bat
[ ttm
= crnd

[ com

E cpl

dil

The list of default blocked extensions is displayed. You can sort the blocked extensions list alphabetically in
ascending or descending order by clicking the 'Blocked extensions' title bar.

»  Click the 'Add' button to include another blocked extension

The 'Add blocked extension' will be displayed.

Add blocked extension

Domain | docteamcasg.comodo.od.ua

Blocked extensions -l-

o

»  Enter the extension name to be blocked in the text box

You can add many extensions at a time by clicking the + icon.
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Add blocked extension

Domain | docteamcasg.comodo.od.ua

lll chim

Blocked extensions
- | 300

o R

«  Click the 'Save' button
The entered extensions will be added to the list.

» To delete an extension, select it from the list and click the 'Delete' button

Duashibasrd § Domains FDomain desshbosrd - doctssmes=q camoda od us [Biocked sxdersions
Blocked extensions © ven
o s0d LT Deiste ) *y Resetto deraun

7 Blocked extension %
[#] thm

[ ade

4 4 =z {2 [16-17 117 )

An alert will be displayed to confirm to delete the selected extensions.

Delete extensions

_@‘ Are you sure you want to delete the selected

extensions?

The selected blocked extension will be deleted from the list and email attachment with this file extension will be
allowed provided it passes the size restriction filter.

Click the 'Reset to default' button to restore default blocked extensions in CASG.

List of blocked Extensions
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Released Requests

An administrator can choose to release or reject requests from users for releasing quarantined emails from their
accounts. The release requests from users will be notified to admins whose email addresses were added into the
notification email field and will also be displayed in the interface. The users who requested for release of
quarantined emails will also receive email notifications.

Note: User who have been assigned as 'Power User' can release quarantined mails without approval from the
administrators. See the section 'Groups & Permissions' and 'Managing Permissions' for more details.

To open the released requests interface

«  Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Released
requests' sub tab.
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Dashboard

% Domain dashboard
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2 Outgoing

E Email management
Email size restriction
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B Eeledsed regquesis
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Whitelisted requests

@ Audit log

The 'Release requests' interface will be displayed:

Tazbbosidl ¢/ Domeing FOoren dasnboard - dociesncisg.conodn ods IRekeased raquests

Feleased requests © v
B show message w7 Accepl | 3 Reject £ Rafesh
£ Finers

User Subject Fom Ta cC Dt {GMT +0) Raasan Sizn i

Fied: Fav: Sand LMLMITED

demol dacizam Bprf, 2014 6:20:43 whitelizted

Emailaibessiemer in Just Rs 2,5000mo.  Johm Smitn «Natlisna@amail oom= - kB i
damol 2 demaZEdoreame L] sRrRr
ZERD SETUF COET =3
Fw Giat R's, 25 assured recharge + demalEdorteame BAprd, 3014 £:33338 i |{‘]'¢:|I 0 W i
damol  chancs bowin an IPOD demao2@docisamc A il JEE R f
o M. ol Epamm.cor
[1-212]

Par page |15 a

The list of emails that users requested to release will be displayed. The list contains nine columns providing
information about the requested user, subject, the sender, details of the recipients, details of recipients in CC list, the
date they were sent, the reason they were quarantined and the size of the email. The last column indicates whether
there is any attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Using Filter option to search released requests
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Click anywhere on the Filters tab to open the filters area.

i S DO Chihling - SO0 BMTCEF SO0 2 il 1 Flidiichiad (GOLEE

Released requests © Hew

@ Bhowmessage | o Accepd 3 Repect E Refresh
0 Fiers
& | Sugject w | contsins - Apply fikar

| User Subject From o or Date (GMT +0) © Reason - | Size il

Fwdl: P Sered UNLIWITED

You can add more filters by clicking + for narrowing down your search.

Goard J Domesng /Do deshbosrd - doctsamcaiy Comads od un | Relsaid rgucsls

Released requests @ 1k
@ Show migssage s« Accepl 3 Reject G Refrash
a Fillars
+ [ W Eolaing W Apaly filles
- | Chib)ec! coataing w

Frofm
Ta
i Date From Tar o Diabe (GIWT +0} Fanson - Size 4]
Reason |
Eize (KE) [TED

raach Aot i, 2014 64043 whateliste i
. = EranarerssenernrAlst Re 2. 5000mo.  John Srdth =fatliena@gemail come £ " IIKR ]
demn : demas @doctean ] sander

TERD SETUF COST

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

«  Subject:: Will execute a search of subject according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  From: Will execute a search of senders according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition
selected in column 2.

» Reason: Will execute a search of words in the reason column according to the text entered in the text box
(column 3) and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

« Contains: Displays all quarantined mails that contain the words entered in the text box
» Equals: Displays all quarantined mails that contain only the words entered in the text box
» Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
« Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
«  Starts with: Displays all quarantined emails that starts with the words entered in the text box
«  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box
(column 3) and the condition selected in column 2.
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»  Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and
the condition selected in column 2.

If 'Date’ is selected, the following conditions are available:

« Equals: Displays the quarantined emails that have the same date as the selected date in the third box
from the calendar

« Less than: Displays the quarantined emails with dates less than the selected date in the third box from
the calendar

»  Greater than: Displays the quarantined emails with dates greater than the selected date in the third
box from the calendar

If 'Size' is selected, the following conditions are available:

+ Less than: Displays the quarantined emails with size less than the selected or entered size in the third
box

»  Greater than: Displays the quarantined emails with size greater than the selected or entered size in
the third box

«  Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
+  Click anywhere on the Filters tab to close the filters area.

‘a Refresh ‘

«  Click the button to display all the release requested emails.

Note: To display all the release requested emails after using the filters option, you have to first click anywhere on
the Filters tab to close the filters area and then click the 'Refresh' button.

Viewing Details of Release Requested Mails

The details such as user, subject, sender, recipient , date, reason and size of the mails requested for release can be
viewed in two ways:

* Inthe same CASG window
* Inanew CASG window
To view details of release requested mails in the same CASG window:

» Inthe released requests area, select the mail that you want to view and click the 'Show Message' button.

or
+  Click on the email link in the subject column that you want to view its details.
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Released requests © e
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E
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The details of the selected email will be displayed.

| Normal | All headers

o Accept | M Reject

Suhject  Fwed: Fwe Send UIMLIMITED Emails/Mewsletter in Just Rs.2 8000ma. ZERQ SETUP COST
From John Smith =fiatliena@amail. com=
To  demol@docteamcasy.comodo.od.ua, demo2@docteameasd.comodo.od.ua
co

Date (GMT

0 Wied Apr 09 06:40:43 GMT 2014

Size 23kKB
Actions 3

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before
reaching the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date,
mail type and so on and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the
mail or reject it. If the mail is accepted, it will be released to the user's inbox. If it is rejected, the email will be no
longer in the released emails list. Please note that emails will continue to remain in the Quarantined list irrespective
of the action taken.

To view details of release requested mails in a new CASG window:

« Inthe released requests area, select the mail that you want to view, right-click on the email link in the
subject column and select to open in a new tab or new window.
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b NilGor
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1 " Copy Link Locstion P 15 -

Brepect Element (01

The details of the selected mail will be displayed in a new CASG window.
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Actions B

To accept the release request from users

After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the
recipient.
»  Select the mail that you want to release and click the 'Accept' button.

o o [ P it
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An alert will be displayed to confirm the release of selected email to the requested user.

Accept email

email?

@ Are ol surevou want to acceptthe selected

+  Click 'OK" to confirm the release.
The email will be released to the user and the mail will no longer be in the released mail list. The mail will be
removed from the quarantine and if will be archived if archive space is available for the domain.

To reject the release request from users
After viewing the details of the email and if not satisfied with its authenticity you can choose to reject the request

from the user.
«  Select the mail that you want to reject and click the 'Reject’ button.
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An alert will be displayed to confirm the rejection of selected email.

Reject email

@ Are wou sure wou want to reject the selected

email?

+  Click 'OK' to confirm the rejection.

The email will not be released to the user and the mail will no longer be in the released mail list. However, it will
continue to remain in the Quarantined list.

Blacklisted Requests

CASG allow users to send requests to their email account administrators to add senders to blacklist. Administrators
in addition to receiving emails for these requests also can view the list of such requests in 'Blacklisted requests'
section of the administrator interface under 'Email management' section. The senders added to balcklist on users'
request will be applicable for the requested users only. Mails from these blacklisted senders to the requested users
will be rejected by CASG even though these blacklisted senders may be in general sender whitelist. Refer to the
sections Sender Whitelist and Blacklist Senders Per User for more details.

To open the blacklisted requests interface

+  Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Blacklisted
requests' sub tab.
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The 'Blacklisted requests' interface will be displayed:
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The list of emails that users requested for adding the senders to blacklist will be displayed. The list contains nine
columns providing information about the requested user, subject, the sender, details of the recipients, details of
recipients in CC list, the date they were sent, the reason they were quarantined and the size of the email. The last
column indicates whether there is any attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
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entries as per the information displayed in the respective column.

Using Filter option to search blacklisted requests

Click anywhere on the Filters tab to open the filters area.
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You can add more filters by clicking + for narrowing down your search.
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You can remove a filter by clicking the ™= icon beside it.
Available filters are:

«  Subject:: Will execute a search of subject according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  From: Will execute a search of senders according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition
selected in column 2.

» Reason: Will execute a search of words in the reason column according to the text entered in the text box
(column 3) and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

« Contains: Displays all quarantined mails that contain the words entered in the text box
« Equals: Displays all quarantined mails that contain only the words entered in the text box
» Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
« Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
«  Starts with: Displays all quarantined emails that starts with the words entered in the text box
«  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:
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- Date: Will execute a search of mail received dates according to the date selected in the calendar box
(column 3) and the condition selected in column 2.

- Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and
the condition selected in column 2.

If 'Date’ is selected, the following conditions are available:
» Equals: Displays the quarantined emails that have the same date as the selected date in the third box
from the calendar

« Less than: Displays the quarantined emails with dates less than the selected date in the third box from
the calendar

«  Greater than: Displays the quarantined emails with dates greater than the selected date in the third
box from the calendar

If 'Size' is selected, the following conditions are available:

» Less than: Displays the quarantined emails with size less than the selected or entered size in the third
box

- Greater than: Displays the quarantined emails with size greater than the selected or entered size in
the third box

«  Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

E Refresh
* Clickthe - I button to display all the blacklisted requests emails.

Note: To display all the blacklisted requests mails after using the filters option, you have to first click anywhere on
the Filters tab to close the filters area and then click the 'Refresh' button.

Viewing Details of Blacklisted Requests
The details such as user, subject, sender, recipient , date, reason and size of the mails requested for blacklisting can
be viewed in two ways:

* Inthe same CASG window

* Inanew CASG window

To view details of blacklisted requests in the same CASG window:

« Inthe blacklisted requests area, select the mail that you want to view and click the 'Show Message' button.

or
»  Click on the email link in the subject column that you want to view its details.
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Dashoeard / Domains / Deman dashboard - democasq comede od us / Blacklisted requests
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The details of the selected email will be displayed.

Dashboard / Domains / Domain dashbeard - democasg. comodo.od.ua / Blackiisted requests / E-mai
E-mail Help
Normal | All headers
" Accept | M Heject
Subject Pw: FLAT 20% OFF on Revital Multi-Vitamins. Limited Period Offer. Hurry

Frem  Junk <junkemail@yahoo.co.in>

3 bob@docteameasg.comodo.od.ua, bob@democasg.comodo.od.ua, john@docteamcasg.comedo.od.ua,
" john@democasg.comodo.od.ua, dyanorat481@gmail.com, robin@democasg.comodo.od.ua, avantistude@gmail.com
cC
Date (GMT
+00:00

Size 1331KB

2016-04-20 11:02:07
Actions
1
Plain text Himl source Original View
On Sunday, 10 April 2016 11:25 AM, Netmeds Healthcare <support@youmnt.comd> wWrote:

If you're having trouble viewing this email, please click here.fmedia screen and (min-width:320p

= 1800 1072 N30

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before
reaching the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date,
mail type and so on and enable you to check the authenticity of the mail.
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Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the
mail or reject it for blacklisting the sender. If the request is accepted, the sender will be added to 'Blacklist Senders
Per User'. If it is rejected, the email will be no longer in the blacklisted requests emails list. Please note that emails
will continue to remain in the Quarantined list irrespective of the action taken.

To view details of blacklisted requests in a new CASG window:

« Inthe blacklisted requests area, select the mail that you want to view and click the 'Show message in new
window' button or right-click and select to open in a new tab or new window.
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The details of the selected mail will be displayed in a new CASG window.
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Hormal
& Accept

Help

All headers
¥ Reject

Fw: FLAT 20% OFF on Revital Multi-Vitamins. Limited Period Offer. Hurry

Junk <junkemail@yahoo.co.in>

bob@docteameasg comodo.od.ua, bob@democasg.comodo.od. ua, john@docteamcasg.comodo.od.ua,
john@democasg.comodo.od.ua, dyanoratd81@gmail.com, robin@democasg.comodo.od ua, avantistude@gmail.com

Date (GMT
+00:00

Size

2016-04-20 11:02:07
1331 KB

Actions

Plain text : Himl source I Original View

On Sunday, 10

April 2016 11:25 AM, Netmeds Healthcare <support@youmnt.com> wrote:

If you're having trouble viewing this email, please click here.fmedia screen and (min-width:320p

= 1800 10 (304

To accept the blacklist request from users

After viewing the details, you can choose to accept the request from user to add the sender to blacklist senders per
user list.

»  Select the mail that you want to add the sender to blacklist and click the 'Accept' button.

Dashbeard / Domaing / Demain dashboard - demecasg. comodo.od.ua / Blacklisted requests
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An alert will be displayed to confirm adding the sender to 'Blacklist Senders Per User'.

Accept email

A= Mreoyou sure you want to accept the selected
ermail?

»  Click 'OK' to confirm the acceptance.

The sender of the email will be added to 'Blacklist senders per user. See the section 'Blacklist Senders Per User'
for more details.

To reject the blacklist request from users

After viewing the details of the email, you can choose to reject the request from the user.
«  Select the mail that you want to reject and click the 'Reject’ button.
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An alert will be displayed to confirm the rejection of selected email.

Reject email

@ Areyou sure youl swant to reject the selected

email?

+  Click 'OK" to confirm the rejection.
The sender will not be added to blacklist and the selected email will no longer be in the blacklisted emails list.
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Whitelisted Requests

CASG allows users to send requests to their email account administrators to add senders to whitelist from their
Quarantine interface. Administrators in addition to receiving emails for these requests also can view the list of such
requests in 'Whitelisted requests' section of the administrator interface under 'Email management' section. The
senders added to whiltelist on users' request will be applicable for the requested users only. Mails from these
whitelisted senders to the requested users will be allowed by CASG without passing through the antispam engine,
that is, emails from a whitelisted sender to the user will delivered without any spam check. Refer to the sections
Sender Whitelist and Whitelist Senders Per User for more details.

To open the whitelisted requests interface
+  Click the 'Email management' tab on the left hand side navigation to expand and then click the "Whiltelisted

requests' sub tab.
' cCOMODO
g Antispam Gateway

Dashboard
Domain dashboard
Incoming
Outgoing

Email management

Email size

oiacklisted requesis
® Whitelisted requests
Alun wog

Domain Rules

Account management

The 'Whitelisted requests' interface will be displayed:
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The list of emails that users requested for adding the senders to whitelist will be displayed. The list contains nine
columns providing information about the requested user, subject, the sender, details of the recipients, details of
recipients in the CC list, the date they were sent, the reason they were quarantined and the size of the email. The
last column indicates whether there is any attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Using Filter option to search whitelisted requests

Click anywhere on the Filters tab to open the filters area.
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You can remove a filter by clicking the ™= icon beside it.
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Available filters are:

«  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  From: Will execute a search of senders according to the text entered in the text box (column 3) and the
condition selected in column 2.

«  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition
selected in column 2.

» Reason: Will execute a search of words in the reason column according to the text entered in the text box
(column 3) and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

« Contains: Displays all quarantined mails that contain the words entered in the text box
« Equals: Displays all quarantined mails that contain only the words entered in the text box
» Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
» Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
«  Starts with: Displays all quarantined emails that starts with the words entered in the text box
«  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box
(column 3) and the condition selected in column 2.

«  Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and
the condition selected in column 2.

If 'Date' is selected, the following conditions are available:

» Equals: Displays the quarantined emails that have the same date as the selected date in the third box
from the calendar

« Less than: Displays the quarantined emails with dates less than the selected date in the third box from
the calendar

«  Greater than: Displays the quarantined emails with dates greater than the selected date in the third
box from the calendar

If 'Size' is selected, the following conditions are available:

« Less than: Displays the quarantined emails with size less than the selected or entered size in the third
box

«  Greater than: Displays the quarantined emails with size greater than the selected or entered size in
the third box

«  Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
«  Click anywhere on the Filters tab to close the filters area.

. £ ¥ Refresh . o )
» Clickthe I button to display all the whitelisted requests emails.

Note: To display all the whitelisted requests after using the filters option, you have to first click anywhere on the
Filters tab to close the filters area and then click the 'Refresh' button.

Viewing Details of Whitelisted Requests

The details such as user, subject, sender, recipient , date, reason and size of the mails requested for whitelisting can
be viewed in two ways:
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* Inthe same CASG window
* Inanew CASG window

To view details of whitelisted requests in the same CASG window:

« Inthe whitelisted requests area, select the mail that you want to view and click the 'Show Message' button.

or
+  Click on the email link in the subject column that you want to view its details.
Dashbeard / Domains / Domain dashboard - democasg.comede.ed.ua / Whitelisted requests
Whitelisted requests Help
=l Show message " Accept | M Reject G Refresh
0 Filters
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The details of the selected email will be displayed.
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Dashbeard / Demaing / Domain daghboard - demecasg.comede.ed.ua / Whitelisted reguests / E-mail
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bob@democasg.comode.od.ua, john@democasg.comedo.od.ua, robin@demecasg.comodeo.od.ua,

To
avantistude@gmail.com, sumeetdemestic@gmail.com, john@docteameasg.comodo.cd.ua
cC

Date (GMT
+00:00)

Size 1896 KB

2016-04-2011:01:07

Actions

Plain text Html source Qriginal View

»

On Wednesday, 20 Bpril 2016 10:53 IM, Online Health Plan <support@indiadz.com> wrote:

If you're having trouble viewing this email, please click here.#yiv3il39774641 .yiv3139774641text_boi| o
| |
| The Best Hospitals are Now Affordable |
| Get
Health Insurance
In Just
Bs. 13/day* Get Health Insurance In Just Rs. 13/day* |
[
[
[
| Get
Cashless Claim
Hospital Bills are directly

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before
reaching the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date,
mail type and so on and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the
mail or reject it for whitelisting the sender. If the request is accepted, the sender will be added to ‘Whitelist sender
per user'. If it is rejected, the email will be no longer in the whitelisted requests list. Please note that emails will
continue to remain in the Quarantined list irrespective of the action taken.

To view details of whitelisted requests in new CASG window:

« Inthe whitelisted requests area, select the mail that you want to view and click the 'Show message in new
window' button or right-click and select to open in a new tab or new window.
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Dashbeard / Demaing / Domain dashbeard - demeocasg.comode.od.ua / Whitelisted requests

Whitelisted requests Help
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Bookmark This Link

Save Link As...

Copy Link Location

Search Google for "Fw: Get Health ..."

Inspect Element (Q)

The details of the selected mail will be displayed in a new CASG window.

Dashboard / Demaing / Domain dashbeard - democasg.comede.ed.ua / Whitelisted reguests / E-mail
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Subject  Fw: Get Health Insurance In Just Rs. 13/day®
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To accept the whitelist request from users

After viewing the details, you can choose to accept the request from user to add the sender to whitelist senders per
user list.

«  Select the mail that you want to add the sender to whitelist and click the 'Accept' button.

Dashboard / Domans / Domain dashboard - democasq comodo. od.ua / Whiteksted requests

Whitelisted requests € Heip

Show message x Reject £ ¥ Refresh

€) Filters
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| A nge : 016-04-24
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bob  InJustRs. 13/d cangel@heaven.co.i o 11:01:07
0 n Just Rs. 13/day* angel@heaven.co.in» cobinmdea ©.15)
1 I [1-1r11] Perpage |15 w

An alert will be displayed to confirm adding the sender to 'Whitelist sender per user'.

Accept emnail

@ Areywou sure yvou want to accept the selected

email?

«  Click 'OK' to confirm the acceptance.

The sender of the email will be added to 'Whitelist sender per user'. See the section 'Whitelist Sender Per User'
for more details.

To reject the whitelist request from users

After viewing the details of the email, you can choose to reject the request from the user.

«  Select the mail that you want to reject and click the 'Reject' button.
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o Filters

[ 1 Subject From To CcC Date (GMT Reason Size il
Fw: Get Health bob@d
giri anbazhagan _D Gdemc 2016-04-2( spam.
bo Insurance In Just Rs. bugiridh avah jehn@dem 110107 Combined 18.96KB fj
=anbugiri aran{dyana . .
13/day* d Y obin@der (0.15)
1 i1 [1-141] Per page |15 w

An alert will be displayed to confirm the rejection of user's request.

Reject email

@ Areyou sure yol swant to rejectthe selected

email?

+  Click 'OK' to confirm the rejection.
The sender will not be added to whitelist and the selected email will no longer be in the whitelisted requests list.

3.21.1.5.5 Domain Audit Log

CASG keeps a record of actions initiated by users and administrators for a selected domain. The Audit Log area
allows administrators with appropriate privileges to configure and view these log reports. CASG also keeps a
consolidated log for all domains belonging to an account. To know more about consolidated log for all domains, refer
to the section Audit Log for more details. This section explains about audit log for a selected domain.
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) cCOMODO
. Quarantine: 0 R 2 re Whitelist reqy 1] Blacklist reque A Acco
B Antispam Gateway a q & My Account

Dashboard / Domains / Domain dashboard - democasg comodo.od.ua / Audit configuration

Dashboard Audit configuration @ e

@ Domain dashboard
Quarantined item released
@ Incoming

Create audit log entry
¢y outgoing
] Send notification email
& Email agement
Whitelist rules updated
& Audit log
- . Create audit log entry
® Configuration
[F] Send notification email

Log

S Eils Blacklist rules updated

Account management | Create audit log entry
[F] Send notification email

Notification recipients

Having Trouble? Support is here to help, asasupport@comodo.com or review the Admin guide

Click the following links for more details.
+ Audit Log Configuration
» View Domain Log

Audit Log Configuration

CASG keeps a record of all actions initiated by administrators and users. However, some of the actions can be
configured not be recorded such as releasing quarantined items, updating sender whitelist and blacklist senders per
user. The screen also allows administrators to add recipients to whom the notifications will be sent.

To configure audit log

«  Click the 'Audit log' tab on the left hand side navigation to expand and then click the 'Configuration' sub tab.
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' coMODO
' Antispam Gateway

Dashboard
Domain dashboard
Incoming
Outgoing
Email management
Audit log
B Configuration

Log

Domain Rules

Account management

The Audit Configuration screen will be displayed:
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Dazhiboard f Domains § Domain dashboard - docteamcasg . comodo.od ua F Audd configuration

Audit configuration © e

Cluarantined item released

[ Create audit log entry

[] send notification email
Sender whitelist updated

[] Create audit log entry

[0 send notification email

Sender blacklist updated

[] Create audit log entry

[] Send notification email

Motification recipients

« Quarantined item released

- Create audit log entry - If enabled, CASG records the release of quarantined mails.

«  Send notification email - If enabled, notification mails for quarantined mails release will be sent to
recipients added in the 'Notification recipient's’ box.

»  Sender whitelist updated

«  Create audit log entry - If enabled, CASG records any updates to Whitelist senders per user interface

- Send notification email - If enabled, notification mails for updates to Whitelist senders per user
interface will be sent to recipients added in the 'Notification recipient's' box.

»  Sender blacklist updated

«  Create audit log entry - If enabled, CASG records any updates to Blacklist senders per user
interface.

«  Send notification email - If enabled, notification mails for updates to Blacklist senders per user
interface will be sent to recipients added in the 'Notification recipient's' box.

« Notification recipients - Enter the email addresses of the persons to whom the email notifications for the
above mentioned actions will be sent. Please note that any email addresses of the recipient's can be
entered here.

View Domain Log

The log screen in CASG allows administrators with appropriate privileges to view the logs of the selected domain.

To view the audit log of the selected domain
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+  Click the 'Audit log' tab on the left hand side navigation to expand and then click the 'Log' sub tab.
' cOMODO
' Antispam Gateway

Dashboard

'@ Domain dashboard
@ Incoming

m Quigoing

E Email management
[ Audit log

Confiouration
m |og

Domain Rules

1 ]
. [25] Account management

The Audit log screen will be displayed.
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Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column. The sorting option is not available for 'Operation
description' column.

Using Filter options to search particular event(s)

+  Click anywhere on the 'Filters' tab to open the filters area.
Cushbiosrd ! Bomans f Coman dashteard - doctenncasn conats o ym ( Aut log
Audit log © e
Ii'l Expert to CEV by filer E Relragh
£ Fillers

& Date | equals w =) Apply fter

Date (GMT +0) Faode Login Upor ation key Cipea abon descrplion Dretils

Bermowe sender from e

You can add more filters by clicking + for narrowing down your search.
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You can remove a filter by clicking the ™= icon beside it.
Available filters are:

+ Login: Will execute a search of log entries according to the text entered in the text box (column 3) and the
condition selected in column 2.

« Details: Will execute a search of log entries according to the text entered in the text box (column 3) and the
condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

« Contains: Displays all log entries that contain the words entered in the text box
» Equals: Displays all log entries that contain only the words entered in the text box
* Not Equals: Displays all log entries that do not contain only the words entered in the text box
» Not Contains: Displays all log entries that don't contain the words entered in the text box
- Starts with: Displays all log entries that starts with the words entered in the text box
»  Ends with: Displays all log entries that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

- Date: Will execute a search of log entries according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

» Role: Will execute a search of log entries according to the role selected in the third field (column 3) and the
condition selected in column 2.

«  Operative description: Will execute a search of log entries according to the action selected in the third
field (column 3) and the condition selected in column 2.

If 'Date' is selected, the following conditions are available:

» Equals: Displays the log entries that have the same date as the selected date in the third box from the
calendar

» Less than: Displays the log entries with dates less than the selected date in the third box from the
calendar

«  Greater than: Displays the log entries with dates greater than the selected date in the third box from
the calendar

If 'Role' is selected, the following conditions are available:

» Equals: Displays all log entries that is equal to the role selected in column 3.
» Not Equals: Displays all log entries that except the role selected in column 3.

If 'Operative description' is selected, the following conditions are available:

« Equals: Displays all log entries that is equal to the event selected in column 3.
» Not Equals: Displays all log entries that except the event selected in column 3.

«  Click 'Apply Filter' after selecting the filters.
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The application will search the respective column(s) according to the filter(s) set and display the result.

+  Click anywhere on the Filters tab to close the filters area.

«  C(lick the ‘

a Refresh ‘

button to display all the entries.

Note: To display all the log entries after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh' button.

The following table provides the details of actions initiated by user/administrator and shown under Operation Key
and Operation Description columns in the log report:

Operation Key

Operation Description

1 gELETE_EMAIL_FROM_QUARANTINE_BY_FILTE Delete quarantined messages by filter
2 DELETE_EMAIL_FROM_QUARANTINE Delete quarantined message
3 RELEASE_EMAIL_FROM_QUARANTINE Release quarantined message
4 WHITELIST_RECIPIENT Whitelist recipient
5 BLACKLIST_RECIPIENT Blacklist recipient
6 UNWHITELIST_RECIPIENT Remove recipient from the whitelist
7 UNBLACKLIST_RECIPIENT Remove recipient from the blacklist
8 WHITELIST_SENDER Whitelist sender
9 BLACKLIST_SENDER Blacklist sender
10 UNWHITELIST_SENDER Remove sender from the whitelist
11 UNBLACKLIST_SENDER Remove sender from the blacklist
12 RESET_TO_DEFAULT_WHITELISTED_SENDERS |Reset senders whitelist
13 _I?SESET_TO_DEFAULT_WHITELISTED_RECIPIEN Reset recipients whitelist
14 RESET_TO_DEFAULT_BLACKLISTED_SENDERS |Reset senders blacklist
15 _I?SESET_TO_DEFAULT_BLACKLISTED_RECIPIEN Reset recipients blacklist
16 WHITELIST_SENDER_DOMAIN Whitelist all senders of the domain
17 WHITELIST_RECIPIENT_DOMAIN Whitelist all recipients of the domain
18 BLACKLIST_SENDER_DOMAIN Blacklist all senders of the domain
19 BLACKLIST_RECIPIENT_DOMAIN Blacklist all recipients of the domain
20 USER_WHITELIST_REQUEST_PER_USER Request

whitelist sender for user
21 USER_BLACKLIST_REQUEST_PER_USER Request

blacklist sender for user
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22 USER_RELEASE_REQUEST Release request
23 USER_CANCEL_WHITELIST_REQUEST_PER_US | Cancel request whitelist sender
ER for user
24 USER_CANCEL_BLACKLIST_REQUEST_PER_US | Cancel request blacklist sender
ER for user
25 USER_CANCEL_RELEASE_REQUEST Cancel release request
26 ACCEPT_WHITELIST_REQUEST_PER_USER Accept
request whitelist sender for user
27 ACCEPT_BLACKLIST_REQUEST_PER_USER Accept
request blacklist sender for user
28 ACCEPT_RELEASE_REQUEST Accept release request
29 REJECT_WHITELIST_REQUEST_PER_USER Reject
request whitelist sender for user
30 REJECT_BLACKLIST_REQUEST_PER_USER Reject
request blacklist sender for user
31 REJECT_RELEASE_REQUEST Reject release request
32 SPAM_DETECTION_SETTINGS Update spam detection settings
33 SPAM_DETECTION_SETTINGS_RESET_TO_DEF | Reset spam detection settings
AULT
34 DELETE_EMAIL_FROM_ARCHIVE_BY_FILTER Delete archived messages by filter
35 DELETE_EMAIL_FROM_ARCHIVE Delete archived message
36 RESEND_EMAIL_FROM_ARCHIVE Resend archived message
37 REPORTS_AS_SPAM Reports archived message as a SPAM
38 QUARANTINE_EMAIL Quarantine message
39 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message
40 MARK_EMAIL_AS_SPAM Mark message as spam
41 ACCEPT_EMAIL Accept message
42 WHITELIST_USER_SENDER Whitelist sender for user
43 BLACKLIST_USER_SENDER Blacklist sender for user
44 UNWHITELIST_USER_SENDER Remove sender from the user whitelist
45 UNBLACKLIST _USER_SENDER Remove sender from the user blacklist
46 QUARANTINE_REPORT_SUBSCRIPTION_UPDAT |Quarantine report subscription update
E
47 QUARANTINE_REPORT_SUBSCRIPTION_RESET | Quarantine report subscription reset to default
_TO_DEFAULT
48 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription update

_UPDATE
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49 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription reset to default
_RESET_TO_DEFAULT

50 DOMAIN_ADD Add domain

51 DOMAIN_DELETE Remove domain

52 ADMIN_ADD Add admin

53 ADMIN_EDIT Edit admin settings

54 ADMIN_DELETE Remove admin

55 ADMIN_UNLOCK Unlock admin

56 ADMIN_REGENERATE_PASSWORD Regenerate password for admin

57 ADMIN_PASSWORD_UPDATE Update password for admin

58 SYSTEM_NOTIFICATIONS_TEMPLATE_CHANGE | System notifications template change

59 ADMIN_PERMISSIONS_GROUP_ADD Add admin permission group

60 ADMIN_PERMISSIONS_GROUP_DELETE Remove admin permission group

61 ADMIN_PERMISSIONS_GROUP_UPDATE Update admin permission group

62 GEMIN_PERMISSIONS_CHANGE_DEFAULT_GRO Change default admin permission group

63 ADMIN_PERMISSIONS_ASSIGN_GROUP Assign admin permission group by selection

64 REPORT_SPAM_BY_FILE Report delivered message as spam

65 DOMAIN_DESTINATION_ROUTES_UPDATE Update destination routes

66 DOMAIN_LOCAL_RECIPIENTS_ADD Add local recipient

67 DOMAIN_LOCAL_RECIPIENTS_DELETE Remove local recipient

68 DOMAIN_LOCAL_RECIPIENTS_STATE_CHANGE | Local recipients state change

69 DOMAIN_ALIASES_ADD Add domain alias

70 DOMAIN_ALIASES DELETE Remove domain alias

71 DOMAIN_SETTINGS_UPDATE Update domain settings

72 DOMAIN_SETTINGS_RESET_TO_DEFAULT Reset domain settings to default

73 DOMAIN_RELAY_RESTRICTIONS_ADD Add relay restriction

74 DOMAIN_RELAY_RESTRICTIONS_UPDATE Update relay restriction

75 DOMAIN_RELAY_RESTRICTIONS_DELETE Remove relay restriction

76 CD;(IgMAIN_RELAY_RESTRICTIONS_STATE_CHAN Relay restriction state change

77 DOMAIN_OUTGOING_USER_ADD Add outgoing user

78 DOMAIN_OUTGOING_USER_SETTINGS_UPDAT | Edit outgoing user

E
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79 DOMAIN_OUTGOING_USER_DELETE Remove outgoing user

80 DOMAIN_OUTGOING_USER_LOCK Lock outgoing user

81 DOMAIN_OUTGOING_USER_UNLOCK Unlock outgoing user

82 ?I(E)MAIN_OUTGOING_USER_PASSWORD_UPDA Update password for outgoing user

83 DOMAIN_EMAIL_SIZE_RESTRICTION_CHANGE | Email size restriction change

84 DOMAIN_BLOCKED_EXTENSIONS_UPDATE Update blocked extensions

85 DOMAIN_BLOCKED_EXTENSIONS_RESET_TO_ |Reset blocked extensions to default
DEFAULT

86 DOMAIN_AUDIT_CONFIGURATION_CHANGE Audit configuration change

87 DOMAIN_LDAP_CONFIGURATION_CHANGE LDAP configuration change

88 DOMAIN_INCOMING_USER_ADD Add incoming user

89 DOMAIN_INCOMING_USER_EDIT Edit incoming user

90 DOMAIN_INCOMING_USER_DELETE Remove incoming user

91 DOMAIN_INCOMING_USER_UNLOCK Unlock incoming user

92 DOMAIN_INCOMING_USER_REGENERATE_PAS | Regenerate password for incoming user
SWORD

93 EOMAIN_INCOMING_USER_PASSWORD_UPDAT Update password for incoming user

94 DOMAIN_INCOMING_USER_ALIASES_UPDATE | Update incoming user aliases

95 DOMAIN_INCOMING_USER_MOVE_USER_TO_A | Move user to alias
LIAS

96 DOMAIN_INCOMING_USER_MOVE_ALIAS_TO_U | Move alias to incoming user
SER

97 USER_PERMISSIONS_GROUP_ADD Add user permission group

98 USER_PERMISSIONS_GROUP_DELETE Remove user permission group

99 USER_PERMISSIONS_GROUP_UPDATE Update user permission group

100 HIEER_PERMISSIONS_CHANGE_DEFAULT_GRO Change default user permission group

101 USER_PERMISSIONS_ASSIGN_GROUP Assign user permission group by selection

Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. If the
entries exceed this value, exporting cannot be done and a warning will be displayed. Please note that exported file
will display the entries in the same sorted order as in the interface.

To export log report to csv file

Click the 'Export to CSV by filter' button.
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Audit log

@pnrﬂu coy by@
© Filters

Date (GMT +0) Role Login

2014-04-13 09:16:42 admin jahnifb

The 'File Download' dialog will be displayed.

P '
Opening CASG-AuditExport-2014-10-27 11_58_07.csv et X

You have chosen to open:
__ CASG-AuditExport-2014-10-27 11_58 07.csv

which ist Text Document
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Openwith |Notepad (default) -

@ Save File

[ Do this automatically for files like this from now an.

[ QK ]| Cancel |

«  Click 'Open' to view the file with an appropriate application or click 'OK' to save the file to your computer.

The values in the log report will be separated by commas and this file can be opened with appropriate application
such as Excel or Openoffice Calc for easy analysis.

3.21.1.5.6 Domain Rules

The domain rules interface allows administrators to create granular filtering rules for each domain in order to
blacklist, whitelist or forward mails. Rules can be based on sender, recipient, source/destination server, subject line,
suspicious attachments and more.
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‘Domains’ area.

The following table offers more details on each rule type:

Note: Under default conditions, CASG will filter all incoming mails to all domains that have been enabled in the

Rule Type

Description

Notes

Domain Rules ('Create Rule...")

Create granular rules to blacklist,
whitelist or forward mail based on
one or more criteria.

Criteria include sender, sender mail server,
recipient, relay server, subject line and
suspicious attachment.

TLD & gTLD Rules

Allow or block mails based on top
level domain.

Mail from all TLDs is allowed by default. This
interface allows you to block selected TLDs.

Recipient Whitelist

Always allow mail sent to these
recipients.

Sender Whitelist

Always allow mail from these
senders.

Recipient Blacklist

Always block mail sent to these
recipients.

Sender Blacklist

Always block mail from these
senders.

For example, CASG will allow/block mails
to/from specific_user@example.com, but will
filter as normal email to/from
any_other_users@example.com

You can bulk import email addresses from
.csv or add manually.

Whitelist senders per user

Always allow mail from specific
email addresses to specific users.

Blacklist senders per user

Always block mail from a specific
email addresses to specific users.

For example, CASG will allow/block mails
from specific_sender@example.com to
specific_recipient@your_domain.com, but
will continue to filter mail from
specific_sender@example.com to
everybody_else@your_domain.com
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You can bulk import email addresses from
.csv or add manually.

General Advice

+ If you are troubleshooting issues with a particular email address, please check all interfaces listed under
'Domain Rules'.

«  Rule priorities can be summarized as follows:
Email Size Restriction

Domain Whitelist rules

Sender/Recipient Whitelist

Domain Blacklist rules

Sender/Recipient Blacklist

TLD & gTLD blacklist rule

Per user White list

Per user Black list

© ©o N o O~ wDhd =

Email Blocked Extensions
CASG will stop applying rules on first match (if any).

'Email Size Restrictions' have a higher priority than domain rules. CASG will still block mails that exceed
'Email Size Restriction' regardless of any rules.

'Email Blocked Extensions' have a lower priority than domains rules. CASG will not stop mails
containing a blocked extension if there is a whitelist rule which green-lights the message.

Whitelist domains rules take precedence over blacklist domain rules.

Whitelist/blacklist rules in the domain rules section take precedence over 'per user' whitelist/blacklist rules.

Click the following links for more details.
* Rules
+ TLD and gTLD Rules
* Recipient Whitelist

Sender Whitelist

* Recipient Blacklist

» Sender Blacklist

Whitelist Senders Per User

» Blacklist Senders Per User

Rules
Administrators can create rules to filter inbound mails based on sender, recipient, source and relay/MTA server,
subject line, attachments and so on. There are three types of filtering rules:

« Blacklist rule - Blocks inbound mails based on one or more filter criteria. Criteria include sender, recipient,
mail servers/relays and specific subject line.

«  Whitelist rule - Allows mails to pass through, without security checks, based on one or more filter criteria.
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Criteria include sender, recipient, mail servers/relays and specific subject line.

«  Forward rule - Forwards mails based on one or more filter criteria, to a set email address. Criteria include
sender, recipient, mail servers/relays and specific subject line.

For example, you can create rules to block all mails from a specific mail server, allow all mails from a specific sender
to a specific recipient, forward all mails containing a specific text string in the subject line and so on.

To open the Create Rule interface

»  Click the 'Domain Rules' tab from the left and choose the 'Create rule' sub tab.

Dashboard / Domains / Domain dashboard - docteamcasg.comedo.od.ua / Create rule

Create rule Help
o add 2 Edit  [[ Delete £} Refresh
@ Filters
[] Rule type Sender Recipient Received from Received by Subject Forward to Suspicious attachment

[F] BLACKLIST mmoxford@yahoo.cor *

[E] WHITELIST gabriel@fairyland.com * mail fairyland.com * Saviour is born
[E] BLACKLIST brutus@betrayal.com ceaser " " | am your slave
[E] WHITELIST avanistude@gmail.cor * iz *
[E] FORWARD @ " - . admin@analys
1 " [1-515] Per page |15 v

The 'Create Rules' interface displays the list of mail filtering rules with the conditional parameters of each rule.

Mail Filtering Rules - Column Descriptions

Column Header Description

Rule Type Indicates whether the rule is for Blacklisting, whitelisting or forwarding.

Sender The sender whose mails are intercepted by the rule.

Recipient The recipient at the domain, whose mails are intercepted by the rule.

Received From All mails sent from the external mail server indicated in this field will be intercepted by
the rule.

Received by All mails which are relayed by the servers which were indicated in this field will be
intercepted by the rule.

Subject Mails containing subject line indicated in this field will be intercepted by the rule.

Forward to Indicates the email address to which the mails satisfying the conditions are forwarded.
(Applies only to Forward Rules.)

Suspicious attachment Indicates whether the rule should apply only to mails containing suspicious
attachments

Sorting the Entries

Clicking any column header except the Suspicious Attachment, sorts the rules on the ascending/descending order of
the entries in that column.
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Using Filter option to search rules

+  Click anywhere on the 'Filters' tab to open the filters area.

o add | & Edit | I Delete |B Refresh |

Filters
+ Rule type w | eguals w | | BLACKLIST w Apply filter

Rule tvpe Candar Reariniant Rearaivad from Raraivad by Snhiart Forward to

»  Select the field from the first drop-down, choose the condition from the second drop-down and enter the
search criteria in the third field.

You can add more filters by clicking + for narrowing down your search.

0 Filters

+ Sender w | contains w | gabrigl Apply filter
== |Subject w | |contains w | | saviour

== Rule type w | |eguals w | |BLACKLIST w

You can remove a filter by clicking the ™= icon beside it.
Available filters are:
» Rule Type - Filters rules based on type selected from the right drop-down and the condition
selected in middle drop-down.

»  Sender - Filters rules based on sender's email address entered in part or full, in the right text field
and condition chosen from the middle drop-down

» Recipient - Filters rules based on recipient's user name entered in part or full, in the right text field
and condition chosen from the middle drop-down.

» Received from - Filters rules based on hostname or |IP address of external mail server entered in
part or full, in the right text field and condition chosen from the middle drop-down.

» Received by - Filters rules based on hostname or IP address of internal mail server entered in
part or full, in the right text field and condition chosen from the middle drop-down.

»  Subject - Filters rules based on subject line entered in part or full, in the right text field and
condition chosen from the middle drop-down.

» Forward to - Filters rules based on forward email address entered in part or full, in the right text
field and condition chosen from the middle drop-down.

»  Suspicious attachment rule - Filters rules created for suspicious attachment based on condition
chosen from the middle drop-down and option from the checkbox at the right.

«  Click 'Apply Filter' after selecting the filters and selecting the conditions to view the filtered results.
» Toclose the 'Filters' area, click anywhere on the 'Filters' stripe.

. . . T:.'l' Refrash )
«  Toremove the filters and to view all the rules, click the Refresh button after closing the

'Filters' area.
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To create a new mail filter rule
«  (lick the 'Add' button.
The 'Add blacklist rule' dialog will be displayed:

Dashbeard / Demains / Domain dashboard - decteamcasg. comodo.od.ua / Create rule

Create rule

2 Edit [ Delete

Add filter rule

[l Suspicious attachment rule

Rule type BLACKLIST v
Sender: @
Recipient: @

Received from:
Received by:

Subject:

Save | Cancel |

«  Suspicious attachment rule - By default, all mails containing suspicious attachments like
malware and macros will be quarantined by CASG. But you can create Suspicious attachment
rule, if you want those mails from a specific sender, addressed to a specific recipient, sent
by/received by specific mail servers and / or containing specific subject line, to be forwarded to a
specific email address, blocked or allowed. Select this option only if you are creating the rule to
intercept the mails containing suspicious attachments, else leave it un-selected.

Note: Selecting 'Suspicious attachment rule' makes the rule to intercept ONLY those mails containing any
suspicious attachments AND containing the values as configured for the other parameters for the rule. It will not
intercept the mails containing the same values for the parameters but not containing any suspicious attachment(s).

* Rule type - Select the rule type. The available options are:

«  BLACKLIST - All mails with fields satisfying the parameters entered in the options below, will
be blocked.

«  WHITELIST - All mails with fields satisfying the parameters entered in the options below, will
be passed without security checks.

«  FORWARD - All mails with fields satisfying the parameters entered in the options below, will
be forwarded to the email address entered in the 'Forward email' field.

« Sender - Enter the email address of the sender, mails sent by whom are to be intercepted by the
rule. You can use wildcard characters (*, ?) to enter username/domain name in part, so that all
mails containing sender address with partial text entered in this field will be intercepted. For

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 178



COMODO

Creating Trust Online®

example, entering *@hell.com' intercepts mails from all users from the domain name 'hell.com’,
entering 'evilspirit@™, processes all mails with sender name "evilspirit' from any domain and
entering *@* intercepts all the mails with parameters entered in the fields below.

» Recipient - Enter the username part of the email address of the recipient, mails sent to whom are
to be intercepted by the rule. The domain name part will be auto-populated with the domain name
from which the rule is created. You can use wildcard characters (¥, ?) to enter username in part, so
that all mails containing 'To' address with partial text entered in this field will be intercepted.

« Received from - Enter the hostname or IP address of the external mail server, mails sent from
which, are to be intercepted by the rule. You can use wildcard characters (*, ?) to enter server
name in part. For example, entering ‘'mailxxx*" will intercept all mails that contain "mailxxx" in part
in the 'Received From' field of the mail header. To specify all sender mail servers, enter just the
wildcard character.

* Received by - Enter the primary relay of the sending server or the MTA, mails sent through which,
are to be intercepted by the rule. You can use wildcard characters (¥, ?) to enter server name in
part. For example, entering 'mailyyy™ will intercept all mails that contain "mailyyy" in part in the
'Received By' field of the mail header. To specify all mail servers, enter just the wildcard character.

«  Subject - Enter the subject line, so that the system displays all quarantined mails that contain the
words entered in the text box. Please note this field doesn't support wildcards.

«  Forward email - This field is available only for 'FORWARD' rule. Enter the email address to which
the emails containing values in the email header as configured in the fields above are to be
forwarded.

»  Click 'Save' to add the rule to the list of rules.

S ] Sl L | A Acip

Successfully saved E3

To edit a rule
«  Click the 'Domain Rules' tab from the left of the 'Domain Management' interface and choose the 'Create
rule' sub tab.
The list of rules configured for the domain will be displayed.
»  Select the rule to be edited and click the 'Edit' button from the top.
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wiedle [ule
Delete
[] Rfite type | Sender Recipient Received from Received by Subject Forward to
[E] FLACKLUIST | mmoxford@yat * " *
Fed i
HITELIST | michel@heaver * " * EEE
arriving
[F] WHITELIST | gabriel@faingan * mail fairviapdeste Saviour is born

Edit filter rule

[ Suspicious attachment rule
Rule type WHITELIST

Sender: michel @ heaven.com
Recipient: @

Received from:

Received by:

Subject: Redeemeris arriving

ts = ‘ Cancel ‘

The 'Edit filter rule' dialog will appear for the rule. This dialog is similar to Add Rule dialog. For descriptions of the
options in this dialog, refer to the explanation above.

«  Edit the values in the fields as required and click 'Save'.
To remove a rule

Click the 'Domain Rules' tab from the left of the 'Domain Management' interface and choose the 'Create
rule' sub tab.

The list of rules configured for the domain will be displayed.

«  Select the rule to be removed and click the 'Delete’ button from the top.
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Daszhbeard / Demains / Domain dashboard - docteamcasqg.comodo.od.ua / Create rule

Create rule
| o Add | 2 E
6 Filters

)u/ Sender Recipient Received froim Received by~  Subject Forward to

[C] Ry type
LACKLIST mmoxford@ypl * * o

Remove rules

@ Are you sure you want to remove selected rule?

A confirmation dialog will appear.

«  Click 'OK' to remove the rule.
TLD and gTLD Rules

CASG allows administrators to restrict mails based on top level domain (TLD) names of mail servers. By default
CASG accepts mails from servers with all TLD names. Administrators can choose to allow mails only from selected
TLDs and block mails from others. Administrators can also add custom TLDs and configure to accept or block mails
from them.

The 'TLD and gTLD Rules' interface displays the list of TLDs for the administrator to select TLDs from which the
mails can be allowed.

To open the TLD and gTLD Rules interface
»  Click the 'Domain Rules' tab from the left and choose the 'TLD and gTLD Rules' sub tab.
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Dashbeard / Domains / Domain dashboard - docteamcasg.comoedo.od.ua / Accepted domains
Accepted domains
o= Add
Australasia/Pac [¥] Asia Europe/Atls [¥] Africa/Midd [¥] Americas/C [l gTLD A-C gTLD D-H gTLD O gTLD cR-T gTLD U-Z
Fkiwi Fnacova  FEu s VIEAND FIoiGiTAL FIKAUFEN ST e FlvoTiNG
&nu Flrokyo Fler Flosure  Fnyc #earcAINS  DIREcTORY MIKITCHEN  FIReviEws  FIWANG
Finz Frw #hameurs  Msc Fhc Ccountry  MEpucation MlgeT [FsarL [#hwin
FrH Flp Hlis Fus #lBio FEMaIL MILFe MlscHooL  [FIwiNE
Fpw Y Fd Fivc #leLack GINEERING FlLino #services  [FwoRLD
7 7 7 7 7 7 7
| Mlsa ¥lkan Flu [Flvecas Bl ACKIRIDAY. ENTERPREES FlLINK [#sexy FwTr
JIHosT
MIHosTING
MHaus
#House
#lHow
1 i Perpage |15 w

The 'Accepted domains' interface displays groups of TLDs under geographical location categories and alphabetical
order. All TLDs are selected by default. The interface allows the administrator to:

» Add new custom TLDs
»  Configure TLD based mail filtering
To add new custom TLDs
»  Click 'Add' from the Accepted domains interface

Dashboard / Demains / Domain dashboard - docteamcasg. comodo.od ua / Accepted domains

Accepted domains

Australasia/Pac Asia EuropefAtle Africa/Midd Americas/C [ gTLD A-C gTLD D-H

Add filter rule

Rule group

Domain suffix
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The 'Add filter rule dialog' will appear.
«  Choose the category from the Rule group drop-down
»  Enter the TLD name, without the " prefix, in the Domain suffix text field
»  Click Save to add the TLD to the list

«  To allow the emails from mail servers with the new TLD, leave it selected
»  To block the emails from the mail servers with the new TLD, de-select it.
To configure TLD based mail filter

»  Deselect the TLDs from which you wish to block emails and leave allowed TLDs selected.
Recipient Whitelist

Since all filtering checks for the whitelisted recipients are disabled, CASG recommends to use the option only for
certain cases such as postmaster or abuse@domain.com. The Administrator can:

« Add users to recipient whitelist
»  Export the list to CSV file for use in future
» Remove users from recipient whitelist

» Reset the list - Delete all whitelisted recipients except the default recipients by clicking the 'Reset to
default' button

To configure recipient whitelist

»  Click the 'Domain Rules' tab on the left hand side navigation to expand and then click the 'Recipient
whitelist' sub tab.
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7 Dashboard
=H Domain dashboard
(2) Incoming
Wgoing
] Email management
=) Audit log
Domain Rules
reate rule

TLD EgTLD Rules

® Heaomant whitahst

The 'Recipient whitelist' interface of the selected domain will be displayed:

Dashboard F Domains § Domain deshboard - docteamcasg comodo.od ua f Recipent whielist

Recipient whitelist © Hei
. *
o= 2dd | [ Delete  *) Resettodefault (23 Exportta CSVfile | (2 Importfrom CSVfile
[ Recipient
[ abuse@docteamcasg.comodo.od.ua
i postmaster@docteamcasy.comodo.od.ua

1 " [1-212] Perpage (15 w

By default, the selected domain will have 'abuse’ and 'postmaster' as whitelisted recipients.
Adding Users to Recipient List

You can add recipients to white list in the following ways:
+ Manually adding the recipients
» Importing from a CSV file
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To manually add recipients
»  Click 'Add' to add a new user to the list

Dashboard ! Domains fDomain dashboard - docteamcaso comodo.od us f Recipient whitelist

Recipient whitelist © Heis
@'ﬁﬁ Delete  *) Resetto defaull | () Exportto CSvfile | €3 Importfrom CSV file
[] Recipient

[ abuse@docleamcasg.comodo.od.ua
[} postmaster@docteamcasg.comodo.od ua

1 8| [1-2i2] Perpage (15 w

The 'Add' dialog box will be displayed:

E-mail | usert i@ doctearmcasg.comodo.od.ua

o T

« Enter the recipient's name in the E-mail text field and click the 'Save' button.

- Toadd a particular set of recipients to whitelist, prefix or suffix the wildcard * in the E-mail text field. For
example, enter *.stores for all the recipients in stores department to be whitelisted.

« To add a whole domain to whitelist, enter the wildcard * in the E-mail text field and click the 'Save' button.
Now all the recipients in that domain will be whitelisted.

The recipient's name will be added to the list.

Dashboard fDomains § Domain dashboard - docteameasg comodo .od ua §f Recipient whitelist

Recipient whitelist © rebp
o add [ Delete | *) Resettodefault | () Exportto CSVfle (2 Importfrom CSVfile

[ Recipient

[ abuse@docteamcasg comodo.od.ua
] posimaster@docteamcasg.comodo.od.ua
I usert @docteamcasa.comodo.od.ua

1 " [1-313] Perpage (15 @ w

To import users to whitelist from CSV file

Administrators can import many users from a file to Recipient whitelist at a time. The users should be saved in the
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format shown below as an example:
user1@testdomain
user2@testdomain
user3@testdomain

Dashboard f Domains f Domain dashboard - docteamcasa comodo.od ua f Recipent whielist

Recipient whitelist © e
o add | [ Delete  *y Resettodefault | (3 Exportto Cavme
[ Recipient

[ abuse@docteamcasg.comodo.od.ua

[T postmaster@docteamcasy.comodo.odua

1 " [1-2i2] Perpage (15 | w

«  Click the 'Import from CSV file' to import users to whitelist from a CSV file
The Upload dialog will be displayed.

Uploadl csvfile.
Each line should caontain the full e-mail

For example:

testuser! @Etestdomain
testuser?@testdomain

Lipload

»  Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open' button. The
maximum size of the file that can be uploaded is 9 MB.

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to
remove the upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a
remaining part of not imported task.
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Dashboard ! Domains f Domain dashboard - docteamcasg comodo.od.ua f Recipient whitelist

Recipient whitelist Help

Impoartis in process. Please wait

+ Add m Delete ‘j Resetto default Remaove import task |‘ci~?| Exportto G5V file

[[] Recipient

E abuse@docteamcasy.comodo.od.ua
] postmaster@docteameaso.comodo.od.ua
[ usert @wdocteameasgy.comodo.od.ua

1 Ia| [1-313] Perpage (15 | w

On completion of the upload process, the results will be displayed.

Dashboard f Domains § Domain dashbosrd - docieamcasg comodo.od ua f Recipent whiteli=t

Recipient whitelist ) Help
Total lines processed 3 e
Imported 2 user(s) e
Import for domain docteamcasg.comodo.od.ua has been finished %]
o add | [ Deiete ) Resettodefautt 29 Exportto CSViile | £33 Importfrom CSY file
[ Recipient
=] abuse@docteamceasg.comodo.od.ua
E bhob@docteamcasg comodo.od ua
[ jemrm @dacteamecasd. comodo.od.ua
[ postmaster@docteameasg.comodo.od.ua
T userl@docteamcasg comodo. odua

1 " [1-515] Perpage 15 |w

The recipient whiteslist from .csv file will be uploaded and the administrator who carried out the task will receive a
notification about the import task completion.

Exporting the Recipient Whitelist to CSV file

The administrator can save the configured recipient whitelist by exporting it as a CSV file. If required in future, the
administrator can import the users from the csv file, for example for a new account or after a reset.

To export the list
»  Click the 'Export to CSV file' button to save the list of whitelisted recipients as a CSV file
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Dashboard / Domains / Domain dashboard - docteamcaszg. comodo. od.ua f Recipient whitelist

Recipient whitelist Help

o rdd | [[] Delete ¥y Resetto default (" () Exportto CSVfile )% Import from CSV file

-

Opening RecipientWhiteList_docteamcasg.comodo.cd, %sv | 2

¥ou have chosen to open: /

__ RecipientWhitelist_docteamcasg.comodo.od.ua.csw

which is: Text Document
from: http://5.39.28.212:3080

What should Firefox do with this file?

_ P 15
©) Openwith | Notepad (default) - = page v

i@ Save File

[7] Do this autornatically for files like this from now on.

o | [ |

Afile download dialog will be displayed.

«  Click 'OK' and navigate to the location in your computer and save the file or the file will be downloaded to
your download folder.

Deleting Users from the Recipient Whitelist

» To delete a recipient from the whitelist, select the recipient from the list and click the 'Delete' button

Dazhboard ! Domains § Domain dashboard - docteamcasg comodo od vs  Recipient whitelist

Recipient whitelist D Hein
o= Add Resetto default (4 Exportto CSVfile () Importfrom CSY file
[ Recipient

[ abuzse@docteameasg comodood.ua
:_ hob@docteamcasg.comodo.od.ua
I jemmy@docteamcasg.comodo.od.ua

=
1 postmastar@docteamcasg.comaodo.od.ua

!i userl @UDCEEEI‘T‘ICESQ comodo.od.ua

1 M [1-5i5] Per page (15 w

+  Click 'OK" to confirm your changes

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 188



Creating Trust Online®

Comodo Antispam Gatewgy____.-.,.-Adrﬁi'ﬁi”s_fr_g’t_ér"Guide comMoDo

.--"'/’
Remove recipient(s)

recipient{s)?

@ Are you sure you swant to remove the selected

Sender Whitelist

All filtering is disabled on mail sent by white-listed senders to recipients at the selected domain.

The only exception is that mail from a white-listed sender which contains a suspicious attachment will still be blocked
UNLESS the 'Suspicious attachment rule' is enabled. The following table shows how the 'Suspicious Attachment'
option affects a sender white-list rule:

Suspicious Attachment option  Suspicious file detected? White-listing applied?

Rule Type 1 Enabled Yes Yes
No Yes

Rule Type 2 Disabled Yes No
No Yes

Use Type 1 if you want all mails from a sender to be whitelisted and received, including those that contain suspicious
attachments.

Use Type 2 if you want to white-list all mails except those that contain suspicious attachments.
See the Rules section if you need more details.

Comodo strongly recommends white-listing a sender only when the system wrongly blocks emails from a trusted
sender. White-listing a sender over-rules 'Blacklist senders per user'. Refer to Blacklist Senders Per User for more
details.

«  Add users to Sender whitelist
«  Export the list to CSV file for use in future
» Remove users from Sender whitelist

» Reset the list - Delete all whitelisted senders and make the list empty by clicking the 'Reset to default’
button

To configure sender whitelist

+  Click the 'Domain Rules' tab on the left hand side navigation to expand and then click the 'Sender whitelist'
sub tab.
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Ty outgoing

E] Email management

[(5) Audit log

Domain Rules
Create rule
TLD &gTLD Rules
Recipient whitelist

Sender whitelist

The 'Sender whitelist' interface of the selected domain will be displayed:

Dashboard / Domains f Domain dashboard - doceamcasg comodo.od ua § Sender whitelist

Sender whitelist © Henn
o 4dd [ Delete | #) Resettodefault | 3 Exportto CSVfle £33 Importirom CSV file

[[] Sender
1 angel@heaven.com

1 I8 [1-111] Perpage |15 @ w

Adding Users to Sender Whitelist

You can add recipients to white list in the following ways:

* Manually adding the senders

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 190



Comodo Antispam Gatewgy____.-.,.-Adrﬁi'ﬁi”s_fr_g’t_é “Guide comobpo

Creating Trust Online®

.-’/’

» Importing from a CSV file
To manually add senders

«  Click 'Add' to add a new whitelisted sender
The 'Add' dialog box will be displayed:

@

»  Enter the sender name in the E-mail textbox and sender's email domain name after the @ symbol and click
the 'Save' button. Repeat the process to add more whitelisted senders.

« Toadd a particular set of senders to whitelist, prefix or suffix the wildcard character * in the E-mail text field
and senders' email domain name after the @ symbol. For example, enter *stores.com for all the senders in
stores department to be whitelisted.

« To add a specific username from any mail domain to the whitelist, enter the username in the mail text field
and the wildcard character * after the @ symbol. For example, enter john@* for whitelisting the username
'john" with any email domain name.

« Toadd a set of users or specific username from any email domain with a specific top level domain (TLD)
name like .com, .org, enter the wildcard character * or username in the Email text field and enter * followed
by the TLD after the @ symbol. For example, *@*.com' will whitelist all the senders from all the email
domains ending with '.com'.

«  To add a whole domain to whitelist, enter the wildcard character * in the E-mail text field and email domain
after the @ symbol and click the 'Save' button. Now all the senders with the entered domain name will be
whitelisted.

The list of whitelisted senders will be displayed.

Dashboatd § Domains £ Domain dashboard - doctesmcasd comodo od us £ Sender whitelist

Sender whitelist © Hei

o add | [ Delete  *) Resettodefauit (23 Exportto CSVfile [3) Import fram G5V file

[ Sender
= ar igel@heaven.con
[ alice@gmail com

1 " [1-242] Perpage (15 v

To import senders to whitelist from CSV file

Administrators can import many senders from a file to Sender whitelist at a time. The senders' address should be
saved in the format shown below as an example:

sender1@domainname

sender2@domainname?2
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»  Click the 'Import from CSV file' to import senders to whitelist from a CSV file.

Dashboard f Domains £ Domain dashboard - doctesmoasa comodo od us £ Sender vwhitelist

Sender whitelist © Hei
o= add | [ Delete ) Resettodefault (23 Exportto CE‘-.-fﬁE
] Sender

T angel@heaven.corn

(] alice@gmail.com

1 " [1-242] Perpage (15 w

«  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.

Upload csvfile.
Each line should cantain the full e-mail

For example:

testuser! @testdomain
testuser?@testdomain

Llpload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to
remove the upload from the queue, click the 'Remove import task' button. The '‘Remove import task' deletes only a
remaining part of not imported task.

Dashboard f Domeins § Doman deshboard - doctesmcasy comodo.od us F Sender whitelist

Sender whitelist © Heio
Import is in process. Please wait ﬁ
+.
o= 2dd | [ Delete | # Resetto defautt [u_-] Exportto CSV file
[ Sender

[ al ce@amail.com
[} angel@heaven com

1 " [1-212] Per page |15 v
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On completion of the upload process, the results will be displayed.

Dashiboard f Domeins £ Domain dashboard - docteamcasg comoda od.ua f Sender whitelist

Sender whitelist © Heip
Total lines processad 4 B
Imponted 3 user(s) (%]
Import for domain docteameasg. comodo.od.ua has heen finished (X

o sdd [ Delete  ® Resettodefault ) Exporito CSVAle [ Import from CSV file

] Semder
F alice@amail.com
Ul angel@heaven.cam
| falcon@hatmail com
1 srmithi@rediff com
] wilecovtesa Giawahoo. com

1 i [1-515] Perpage 15  w

The sender whietlist from .csv file will be uploaded and the administrator who carried out the task will receive a
notification about the import task completion.

Exporting the Sender Whitelist to CSV file

The administrator can save the configured sender whitelist by exporting it as a CSV file. If required in future, the
administrator can import the users from the csv file, for example for a new account or after a reset.

To export the list
«  Click the 'Export to CSV file' to save the list of whitelisted senders as a CSV file
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Dashboard / Domains / Domain dashboard - docteamcasg.comodo.ed.ua / Sender whitelist

Sender whitelist Help

& Import from CSV file

o add | [ Delete = %y Resetto default (" () Exportto CSViile

-

Cpening Se nderWhiteIJst_dq-cteamcasg.com-:ndo.c'd.uafﬁ =

You have chosen to open: {

| SenderWhitelist_docteamcasg.comodo.od.ua.csw

which is: Text Document
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Open with | Notepad (default) -

@ SaveFile
Perpage |15 w
1 [] Do this automatically for files like this from now on. L

o | [ ]

Afile download dialog will be displayed.

+  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to
your download folder.

Deleting Users from the Sender Whitelist

» To delete a sender from the whitelist, select the sender from the list and click the 'Delete’ button.

Dashboard / Domains [/ Domain dashboard - doctesmcasy comodo.od ua F Sender whitelist

Sender whitelist © e
+. 4
+ Add ﬁ Dalete Resetto default [+ Exportto CSY file | Ex] Import from CSY file
| Sender

] alice@gmail.com
1 ange @heaven.com
I falcor @hotmail.com

Y] emith@redimcom

1 wilecoyteB9E@yahon. com

1 " [1-5i5] Perpage (15 |w

+  Click 'OK" to confirm your changes.
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e APe yOU sUre you want to remove the selected
@ sender(s)?

Recipient Blacklist

CASG will automatically block all emails to blacklisted recipients. Please note that the messages will not be
quarantined and legitimate email sending SMTP servers will send a bounce message to the sender. The
Administrator can:

« Add users to recipient blacklist
»  Export the list to CSV file for use in future
«  Remove users from recipient blacklist

» Reset the list - Delete all blacklisted senders and make the list empty by clicking the 'Reset to default’
button

To configure recipient blacklist

»  Click the 'Domain Rules' tab on the left hand side navigation to expand and then click the 'Recipient
blacklist' sub tab.

The 'Recipient blacklist' interface of the selected domain will be displayed:

Dashboard f Domains f Domain dashboard - docteamcasg.comodo.od .us § Recipient biackist

Recipient blacklist © Heip
o 2dd [ Delete 4 Resetiodefault (1 Exportto CSVile | 3 Import from G5V file

[ Recipient
[l users@docteamcasg comodo.odua

1 M [1-111] Perpage (15 |w

Adding Users to Recipient Blacklist
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You can add recipients to the black list in the following ways:
+ Manually adding the recipients
» Importing from a CSV file

To manually add recipients
+  Click 'Add' to add a new user to the list

The 'Add' dialog box will open.

E-rmail | jsmith i@ doctearmcasg.comodo.od.us

- =R
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»  Enter the recipient name in the E-mail textbox and click the 'Save' button. Repeat the process to add more
recipients to blacklist.

- Toadd a particular set of recipients to blacklist, prefix or suffix the wildcard * in the E-mail text field. For
example, enter *.stores for all the recipients in stores department to be blacklisted.

« To add a whole domain to blacklist, enter the wildcard * in the E-mail text field and click the 'Save' button.
Now all the recipients in that domain will be blacklisted.

Dazhiboard f Domains £ Domain dashboard - docteamcass comoda.od.ua | Recipient ackiist

Recipient blacklist © Help
o sdd | [ Delete  #) Resettodefault () Exportto CSVfle (23 Import from CSV file

|| Recipient
_| jsers@docteamcasg.comodo.od.ua
Fl smith@docteamcasy.comodo.od ua

1 1 [1-212] Perpage (15 @ w

The list of blacklisted recipients will be displayed.

To import users to blacklist from CSV file

Administrators can import many users from a file to Recipient blacklist at a time. The users should be saved in the
format shown below as an example:

user1@testdomain

user2@testdomain

user3@testdomain

«  Click the 'Import from CSV file' button to import users to blacklist from a CSV file.

Dazhboard f Domsins § Domain dashboard - doctesmcsss comodo od us ! Recipient biackiist

Recipient blacklist & rei
o 2dd [ Delete  #y Resetiodefault (3 Exportio csvme
|| Recipient

] users@docteamcasg.comodo.odua

i i [1-141] Perpage 15 ~

«  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.
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Upload csvfile.
Each line should cantain the full e-mail

For example:

testuser! @Etestdomain
testuser?@testdomain

Lpload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to

remove the upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a
remaining part of not imported task.

Dashiboard § Domains § Domain dashboard - docteamcasg.comodo.od ua FRecipient blacklist

Recipient blacklist © Hebp
Impon is in process. Please walt
o 200 [ Delete | #) Resetto defaul & Exportto CSV il
[ Recipient
] bob@docteamcasg comodo.od.ua .
&l useri@docteamcasg.comodo.od.ua

[ €

1 H [1-252] Perpage |15 | w

On completion of the upload process, the results will be displayed.
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Dazhiboard ! Domans f Domain dashboard - docteamcasd. comoda.od ua fReciplent blacklist

Recipient blacklist © Hei
Total lines processed 4 &
Imported 4 usen(s) ﬂ
Import for domain docteamcasg.comodo.od.ua has been finished [

o sdd | [ Delete  *) Resettodefault €4 Exportto CSVfile () Import from CEVflle

| Recipiem

_._I 51'|GIE‘-@L'--IIEIE'=3m1iaS§ comodo.od.ua
] bob@docteameasa.comodo.od.ua

l duncan@docteamcasg.comodo.od.ua
4l ismithi@docteamecasg. comodo.od.ua
il userd@docteamcasg.comodo.od.ua

1 M [1-5F3] Perpage |15 v

The recipient blacklist from .csv file will be uploaded and the administrator who carried out the task will receive a
notification about the import task completion.

Exporting the Recipient Blacklist to CSV file

The administrator can save the configured recipient blacklist by exporting it as a CSV file. If required in future, the
administrator can import the users from the csv file, for example for a new account or after a reset.

To export the list
«  Click the 'Export to CSV file' to save the list of blacklisted recipients as a CSV file
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Dashboard / Domaing f Domain dashboard - docteamcasg cemedo.od ua / Recipient blacklist

Help

Recipient blacklist

of= Add ] Delete %) Resettodefault ({9 Exportto CSVfile ) (2 Importfrom CSV file

[[] Recipient

-

Cpening Recipl'entBIackList_docteamcasg.camodo.o#gcsv ﬁ

You have chosen to open:
| RecipientBlackList_docteamcasg.comodo.od.ua.csv

which is: Text Document

from: http://5.39.28.212:3080

What should Firefox do with this file? Perpage |15 A

() Openwith | Motepad (default) -

@) i Save File

[] Do this automatically for files like this from now on,

| ok || Concel |

Afile download dialog will be displayed.
»  Click 'OK' and navigate to the location in your computer and save the file or the file will be downloaded to
your download folder.

Deleting Users from the Recipient Blacklist

« To delete a recipient from the blacklist, select the recipient from the list and click the 'Delete’ button

Dashiboard / Domains f Domein daeshboard - docleamcasa comodo.od ua f Reclpient biacklist

Recipient blacklist © Heip

4 sddl_ Delete J*y Resettodefault (2] Exportto CSvle (5 Importfrom CSV file

| Recipient

] blackidocteamcasg comodo.od.ua
,_-| bob@docteamcasg.comodo.od. ua

El duncan@docteamcasg.comodo.od.ua
Y] jsmithi@docteamcaso.comodo.od.ua
O users@docteameasg comodo.odua

i M [1-5F5] Perpage (15 | w

Click 'OK" to confirm your changes. The user will be removed from the blacklist and the mails addressed to
the user will be allowed as per the existing filter settings in CASG.
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Remowve recipient(s)

# Are you sure yol swant to remove the selected
recipient(s)?

Sender Blacklist

CASG will automatically block all emails from blacklisted senders. Please note that the messages will not be
quarantined and legitimate email sending SMTP servers will send a bounce message to the sender. The
administrator can:

« Add users to sender blacklist
»  Export the list to CSV file for use in future
«  Remove users from sender blacklist

» Reset the list - Delete all blacklisted senders and make the list empty by clicking the 'Reset to default’
button

To configure sender blacklist

»  Click the 'Domain Rules' tab on the left hand side navigation to expand and then click the 'Sender blacklist'
sub tab.

coMODO
¥ Antispam Gateway

(/) Dashboard

&3 Domain dashboard
) Incoming

(1 Outgoing

E Email management
[E Audit log

%< Domain Rules

Create rule

TLD &gTLD Rules

Recipient bl
m Sender blacklist
st senders peruser

Black enders per user

Al
[25] Account management
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The 'Sender blacklist' interface of the selected domain will be displayed:

Dazhiboard ! Domains f Domen dashboard - docteamcasa comodo od ua / Sender blacklist

Sender blacklist © Heip

o sdd | [ Delete  *) Resettodefault () Exportto CSVfile [ Importfrom CSY file

| Sender
.l devil@bell.com

1 s [1-1F81] Perpage (15 @ w

Adding Users to Senders Blacklist

You can add senders to black list in the following ways:
» Manually adding the senders
» Importing from a CSV file
To manually add senders
«  Click 'Add' to add a new blacklisted sender
The 'Add' dialog box will be displayed:

E-mail | brutus i@ | helievenot.com

o =N

«  Enter the sender name in the E-mail textbox and sender's email domain name after the @ symbol and click
the 'Save' button. Repeat the process to add more blacklisted senders.

- Toadd a particular set of senders to blacklist, prefix or suffix the wildcard character * in the E-mail text field
and senders' email domain name after the @ symbol. For example, enter *stores.com for all the senders in
stores department to be blacklisted.

« To add a specific username from any mail domain to the blacklist, enter the username in the mail text field
and the wildcard character * after the @ symbol. For example, enter john@ for blacklisting the username
'john" with any email domain name.

- Toadd a set of users or specific username from any email domain with a specific top level domain (TLD)
name like .com, .org, enter the wildcard character * or username in the Email text field and enter * followed
by the TLD after the @ symbol. For example, *@*.com' will whitelist all the senders from all the email
domains ending with '.com'.

«  To add a whole domain to whitelist, enter the wildcard character * in the E-mail text field and email domain
after the @ symbol and click the 'Save' button. Now all the senders with the entered domain name will be
whitelisted.

« Toadd a particular set of senders to blacklist, prefix or suffix the wildcard * in the E-mail text field and
senders' email domain name after the @ symbol. For example, enter *.stores for all the senders in stores
department to be blacklisted.

» To add a whole domain to blacklist, enter the wildcard * in the E-mail text field and email domain after the @
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symbol and click the 'Save' button. Now all the senders with the domain name entered will be blacklisted.
The list of blacklisted senders will be displayed.

Cazhbaard f Domaing | Domain dashboard - doctesmeasg comodood us f Sender blacklist

Sender blacklist © Heio
o= sdd [ Delete ) Resettodefaull (2] Exportto CSVAle (3 Importfrom CEYfile

7 Sender
[ devilg@hell.com
[ brutus@helievenot com

1 i1 [1-272] Perpage 15 | w

To import senders to blacklist from CSV file

Administrators can import many senders from a file to Sender blacklist at a time. The senders' address should be
saved in the format shown below as an example:

sender1@domainname

sender2@domainname2

sender3@domainname3

+  Click the 'Import from CSV file' to import senders to blacklist from a CSV file.

Dazhiboard ! Domeins £ Domain dashboard - docteamcaso comoda od.ua § Sender blacklist

Sender blacklist © e

£ Import from CSV file

o sdd | [ Delete  *) Resettodefault (23 Exportto CSVIe

] Sender

T devil@hell com
El brutus@believenot.com

1 f1 [1-2r2] Perpage (15 @ w

»  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.

Upload csvfile.
Each line should cantain the full e-mail

For example:

testuser! @Etestdomain
testuser?@testdomain

Lipload
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The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to
remove the upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a
remaining part of not imported task.

Diashbosrd fDomains f Domain dashbosrd - docteamcasg comodo od ua f Sender blacklist

Sender blacklist © Heip
Importis in process. Please wait E3
+ Add ﬁ Dalete ") Resetio defaulil&gﬂ Exportto CEV file
] Sender
| brutusgbbelievenot com ke

devil@hell.com e

1 5| [1-212] Perpage 15 |w

On completion of the upload process, the results will be displayed.

Dashboard fDomains § Domain dashboerd - docteamcas. comoda.od.us f Sender hilacklist

Sender blacklist O Heip
Tofal ines processed 7 %]
Impored & user(s) ﬂ
Impor for domain docteameasg.comodo.od.ua has been finished ﬂ

+ Add ﬁ' Deleie "j Reset to default ﬂ'} Exportio CSY file (:] Import from CSY file

[ Sender

] brutusgbelievenot.com
[ chen@yahao.com

[ devil@hell.com

] falcong@hotmail.corm
I lang@gmail corm

[ penny@rocketrmail com
1 smith@rediff.com

B wilecoyteB96@yahoo.com

1 " [1-87r8) Perpage 15 v

The sender blacklist from .csv file will be uploaded and the administrator who carried out the task will receive a
notification about the import task completion.

Exporting the Sender Blacklist to CSV file

The administrator can save the configured sender blacklist by exporting it as a CSV file. If required in future, the
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administrator can import the users from the csv file, for example for a new account or after a reset.
To export the list
«  Click the 'Export to CSV file' to save the list of blacklisted senders as a CSV file

Daghboard f Domaing / Domain dashbeard - decteamcasg.comode.od.ua / Sender blacklist

Sender blacklist

-
Opening SenderBlacklist_docteamcasg.comed Ua.csy u

4.

o 4dd  [I] Delete ) Resetto default i Import from CSV file

[7] Sender

You have chosen to open:

__ SenderBlacklist_docteamcasg.comodo.od.ua.csv

which is: Text Docurnent
from: http://5.39.28.212:8080

What should Firefox do with this file?

Openwith | Notepad (default) hd

i@ : Save File

[7] Do this automatically for files like this from now on.

| ok || Concel |

Afile download dialog will be displayed.

Per page
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«  Click 'OK' and navigate to the location in your computer and save the file or the file will be downloaded to

your download folder.

Deleting Users from the Sender Blacklist

« To delete a sender from the blacklist, select the sender from the list and click the 'Delete’ button.
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Dashboard f Domains f Domain deshboard - docteamcasg comado.od ua § Sender ackiist

Sender blacklist © Heic
o 2dd | [ Delete ) Resettodefault | (39 Exportta CSVfile £ Importfrom CSV file

[[] Sender

[ brutusi@believenot com
[¥] chen@yahoo. corn

[T devil@hell com

[¥1 falcong@hotmail com
[ lang@gmail.com

[¥] penry@rocketmail com
[ smithi@rediff.com

[ wilecoytes 96vahoo.com

1 " [1-6/8] Perpage (15 |w

«  Click 'OK" to confirm your changes. The sender(s) will be removed from the blacklist. The emails from the
senders will be allowed as per the existing filter settings in CASG.

Remove sender(s)

@ Are you sure you want to remove the selected

sender(s)?

Whitelist Senders Per User

CASG allows administrators to add senders to whitelist on per user basis. Whitelisted senders for specific recipients
can be added manually, importing from a .csv file and from the users' requests. All the filtering checks for whitelisted
senders to the requested / added recipients of the selected domain are disabled. Comodo strongly recommends to
use this option after analyzing the request is genuine and warranted.

To configure sender whitelist per user

»  Click the 'Domain Rules' tab on the left hand side navigation to expand and then click the 'Whitelist senders
per user' sub tab.
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cCOMODO
g Antispam Gateway

(/) Dashboard

@ Domain dashboard
&) Incoming

1y outgoing

) Email management

(5 Audit log

Domain Rules

Create rule

TLD &gTLD Rules
Recipient whitelist
Sender whitelist
Recipient blacklist
Sender blacklist

Whitelist senders peruser

Blacklist senders peruser

L ]
£ Account management

The 'Whitelist senders per user' interface will be displayed:

Dashbosrd ¢ Domains / Domain dashboard - docteamne asg comodo od ua / Vibidels! senders per user

Whitelist senders per user © Hep
ofs add | [ Detste () imporifrom cavile | () Exportto CSV file Ena_n;sn
e Filters
|:| Sender Reciphent
: demol{icsg comado.od uas bob
1 K § Perpage |15 :v
Sorting the Entries
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Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Using the Filter option to search senders and recipients

Click anywhere on the Filters tab to open the filters area.

Dashboard f Domang / Dornain dashboard - doclesme seq comodo od ua / Whielisl sanders per user

Whitelist senders per user

&) Help
o= add | [ Detete (¥ mportfrom CsVfile | [l Exportto CSV file | £ * Refrash
£ Fitters
o= |sender w containg w Apply fitter
| Sender

Recipient

|_= :I.—rllf:?'ﬁ:.c:_!-: omodo.od ue bt

Perpage |15 w

You can add more filters by clicking * for narrowing down your search.

Drashboard # Domaing ¢ Domain dashboard - docleame asq comoda. od ua / Whileis! senders per user

Whitelist senders per user

Halp

o aad | [ Detete | importrom SV le | () Exportio CSV e +_* Refresh
&% Firers
+ Sender ~ | confains w Apply filter
- Send h;. contains W

Sender J
__ | Recipient |
Fl ik Recipient

:E‘TICI:-"_CEQ comado.od.ua

bob
1 " Perpage |15 W

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition
selected in column 2.

Recipient: Will execute a search of recipients according to the text in the text box (column 3) and the
condition selected in column 2.

The following conditions are available:

Equals: Displays all senders / recipients that match the text entered in the text box.
Not Equals: Displays all senders / recipients except the one entered in the text box.
Contains: Displays all senders / recipients that contain the words entered in the text box.
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» Not Contains: Displays all senders / recipients that do not contain the words entered in the text box.
«  Starts With: Displays all senders / recipients that start with the words entered in the text box.
« Ends With: Displays all the senders / recipients that end with the words entered in the text box.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

+ ¥ Refresh

. efres .
Click the button to display all users.

Note: To display all the Whitelist senders after using the filters option, you have to first click anywhere on the Filters
tab to close the filters area and then click the 'Refresh’ button.

From this interface administrators can:

+ Add senders to whitelist per user
»  Export the list to CSV file for use in future

- Remove senders from Whitelist senders per user list

Adding Senders to Whiltelist Per User

You can add senders to whitelist in the following ways:
* Manually adding the senders
» Importing senders from a CSV file

+ Adding from Whitelist requests from users
Manually adding the senders

The administrator can manually specify the whitelisted sender and corresponding recipient one-by-one to be added.

To manually add senders to whitelist per user basis

+  Click 'Add' to add a new sender to the list. The 'Add sender' dialog box will be displayed:
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Dazhbeard / Domaing f Domain dashbeard - decteamcasg comode.od.ua / Whitelist senders per user

Whitelist senders per user

o= Add ) [ Delete ) mportiom csvile %) Exportto CSViile |42 Re

] Serder Recipient
[[] demok@esg comado.od ua john

i1 [1-171]

Add sender

Sender:  |angel @ |heaven.com

Recipient: |bob

»  Enter the sender's username in the E-mail textbox and sender's email domain name after the @ symbol in
the first row.

»  Enter the recipient's name in the Recipient text box in the second row. Note: The recipient should be a valid
user.

»  Click the 'Save' button. Repeat the process to add more whitelisted senders for the user.

The list of whitelisted senders will be displayed.

Dashboard / Domaing / Domain dashboard - docteamcasg. comodo.od ua / Whitelist senders per user

Whitelist senders per user © Heip

+_* Refresh

of= #dd [} Delete | (23 Importfrom CSViile (3 Exportio CSV file

£ Fitters

[] Sender Recipient
il demo2@csg.comodo.od.ua john
bob

[[] angel@heaven.com

1 " [1-212] Per page |15 w

Importing senders from a CSV file

Administrators can import a multiple senders at a time from a comma separated values (CSV) file to Sender whitelist
per user. The list of whitelisted senders and respective recipients can be created using notepad or a speadsheet
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application like MS Excel or OpenOffice Calc and saved in .csv format. Each line in the .csv file should contain the
sender's email address and the username of the recipient or sender's email address and the recipient's email
address, separated by a comma. An example is shown below:

sender1@anydomain.com, recipient1

sender2@anydomain.com, recipient2@domain.com
sender3@somedomain.com, recipient3
To import senders to whitelist from CSV file

«  Click the 'Import from CSV file' from the 'Whitelist senders per user' interface. The 'Upload' dialog will
appear.

Dashboard / Domaing / Domain dazhboard - docteamcazg.comodo.ed.ua / Whitelist senders per user

Whitelist senders per user

o add | Detete C (3 importfrom CSVfile ) @ Exportto CSV file £ Re
@ Filters

Coandar

Upload

Upload csv file.
Each line should contain two columns: senderusername

For example:

sender@anydomain.com, recipient

sender@anydomain.com, recipient@domain.com

Upload

«  Click 'Upload', navigate to the location where the file is saved and click the 'Open' button. The maximum
size of the file that can be uploaded is 9 MB.

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to
remove the upload from the queue, click the 'Cancel import from the CSV file' button. The 'Cancel import from the
CSV file' deletes only a remaining part of not imported task.
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Dashboard / Damains f Domain dashboard - decleamcasd comado.od ua f YWhitelisl sendets pef user

Whitelist senders per user © Hep

Import is in process. Please wait

of Add Delete 3¢ Cancel import from CSV file )4 Export to CSV file {3 Refresh

£ riners
™ Sender Recipient
[Z] demo2@csg.comoda.od.ua bob

1 [1-171] Per page 15 W

On completion of the upload process, the results will be displayed.

Dashboard / Domaing / Domain dashboard - docteamcasg comodo.od ua / Whitelist senders per user

Whitelist senders per user D Heip
Total lines processed 2 (X!
Imported 2 senders as whitelisted E
Import for domain docteamcasg.comodo.od.ua has been finished &

4 4. |

-l- Add Delete | =3 Importfrom CSVfile [ Exportto CSV file |17 Refresh
£} Fiters
[[] Sender Recipient
[] peter@pearlygates.com john
[ demo2@csg comedo.od.ua john
[F] slice@heaven. com bob

1 " [1-373] Per page |15 w

The sender whitelist per user from .csv file will be uploaded and the administrator who carried out the task will
receive a notification about the import task completion.

Adding from Whitelist requests from users

The administrator can add senders to whitelist based on the requests of the users. Refer to the section Email
Management > Whitelisted Requests for more details.

Exporting the Whitelist senders per user list to CSV file
The administrator can save the whitelist senders per user list by exporting it as a CSV file. If required in future, the
administrator can import the users from the csv file, for example for a new account or after a reset.
To export the list
«  Click the 'Export to CSV file' button to save the list of whitelisted senders per user as a CSV file
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Dashboard f Domains / Domain dashboard - docteamcasg comoda od.ua f Whitelist senders per user

Whitelist senders per user

(23 Export to CSV file

o Add [T Delete (%) Import from CSV f

é Opening SenderPerlserWhitelist_docteamcasg.comodo.od.ua.csv et

You have chosen to open:

J SenderPerUserWhitelist_docteamcasg.comodo.od.ua.csv Cipient

which is: Text Document
from: https://5.39.28.212:8080

What should Firefox do with this file?

O0O0im

) Open with | Notepad (default) w

(@) Save File

[] De this automatically for files like this from now on.

QK Cancel

Afile download dialog will be displayed.

+  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to
your download folder.

Deleting Senders from Whitelist

« To delete a sender from the whitelist, select the sender from the list and click the 'Delete’ button.
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Dashbeard f Domaing / Domain dashboard - docteamcasg comodo.ed.ua / Whitelist senders per user

Whitelist senders per user

= rdd [ Detete )2 import from csvile (3 Exportto CSViile

@ Filters

[C] Sender Recipient
[[] peter@pearlygqtes.com john
elf@empire.corp avantistude
[[] demo2@csg.cdmodo.od.ua jehn

bob

[F] angel@heavenfom

Remove senders

@ Are you sure you want to remove selected
I

senders?

»  Click 'OK'"in the confirmation dialog.

Blacklist Senders Per User

CASG allows administrators to add senders to blacklist on per user basis. This feature is useful in scenarios where
you want to allow mails from a particular sender to all users in the domain but want to block the sender for a
particular recipient in the domain. Senders for blacklisting for specific recipients can be added manually, importing

from a .csv file and from the users' requests.

To configure sender blacklist per user
«  Select the 'Domain Rules' tab from the left hand side navigation to expand it and then click the 'Blacklist
senders per user' sub tab.
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[t5) Account management

The 'Blacklist senders per user' interface will be displayed:
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Dashboard / Damains f Domain dashboard - docleamcasg comado od ua / Blacklist senders per user

Blacklist senders per user © Hep
o rdd [ Delste () import from C5V file | %) Export to CSV file {73 Refresh
&3 Fiters
™ Sender Recipient
[Z] demoi@csg.comodo.od.ua john
1 i1 Per page 16 W
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column.

Using the Filter option to search senders and recipients

+  Click anywhere on the Filters tab to open the filters area.

Dashboard / Domains # Domain dashboard - docteamcasa comodo od ua / Blackist senders per user

Blacklist senders per user @ Hor
|

o Add [ Detete @) import from CSVile () Export to CSV file | £} Refresh |
@ Filters

+ Sendear w | |containg W Apply fitter

] Sender Recipient

[F] demot @csg.comodo.od ua jehn

1 i Per page |15 W

You can add more filters by clicking + for narrowing down your search.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 217



COMODO

Creating Trust Online®

Dashboard / Domains f Domain dashboard - docfeamcasg comado od ua § Blacklist senders per user
Blacklist senders per user & Heip
ofe Add [ Delete (23 Import from CSV file | (23 Export to CSV file £ ¥ Refresh
€8 Filters
o | Sends w  contains v Apply fiter
Sender |
| Recipient
_____ | ko, @ J Recipient
] demol@csg.comodo.od ua jehn
1 " Perpage (15 |

You can remove a filter by clicking the == icon beside it.
Available filters are:

« Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition
selected in column 2.

» Recipient: Will execute a search of recipients according to the text in the text box (column 3) and the
condition selected in column 2.

The following conditions are available:

» Equals: Displays all senders / recipients that match the text entered in the text box.

* Not Equals: Displays all senders / recipients except the one entered in the text box.

« Contains: Displays all senders / recipients that contain the words entered in the text box.

« Not Contains: Displays all senders / recipients that do not contain the words entered in the text box.
»  Starts With: Displays all senders / recipients that start with the words entered in the text box.

« Ends With: Displays all the senders / recipients that end with the words entered in the text box.

»  Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

+  Click anywhere on the Filters tab to close the filters area.

. i} Refresh .
«  Click the button to display all users.

Note: To display all the Blacklist senders after using the filters option, you have to first click anywhere on the Filters
tab to close the filters area and then click the 'Refresh’ button.

From this interface administrators can:

» Add senders to blacklist per user
«  Export the list to CSV file for use in future

« Remove senders from blacklist senders per user list

Adding Senders to Blacklist Per User

You can add senders to blacklist in the following ways:
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» Manually adding the senders
» Importing senders from a CSV file

« Adding senders from Blacklist requests from users

Manually adding the senders

The administrator can manually specify the senders to be whitelisted for specific recipients, one-by-one to be added.

To manually add senders to blacklist per user basis
»  Click 'Add' to add a new sender to the list. The 'Add sender' dialog box will be displayed:

Dashboard / Domains / Domain dashboard - docieamcasg.comodo.od.ua / Blacklist senders per user

Blacklist senders per user
@ M Delete (%) Import from CSV file = () Export to CSV file

[] Sender Recipient
Add sender

Sender: devil @ hell.com

Recipient: |bob| @

»  Enter the sender's username in the E-mail textbox and sender's email domain name after the @ symbol in
the first row.

»  Enter the recipient's name in the Recipient text box in the second row. Note: The recipient should be a valid
user.

»  Click the 'Save' button. Repeat the process to add more blacklisted senders for the user.

The list of blacklisted senders will be displayed.
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Dashbaeard / Domaing / Domain dashboand - docteamcasq comado od ya / Blacklist senders per usar

Blacklist senders per user © Hep
ofe add | T Delete | (33 Import from CSV file | (53 Export 1o CSV file {73 Refresh
€3 riters

Sender Recipient
—| devik@hell.com bob
| demol@csg.comodo.od.ua johin
1 M 1-212] Perpage (15 -

Importing senders from a CSV file

Administrators can import a multiple senders at a time from a comma separated values (CSV) file to Sender blacklist
per user. The list of blacklisted senders and respective recipients can be created using notepad or a speadsheet
application like MS Excel or OpenOffice Calc and saved in .csv format. Each line in the .csv file should contain the
sender's email address and the username of the recipient or sender's email address and the recipient's email
address, separated by a comma. An example is shown below:

sender1@anydomain.com, recipient1
sender2@anydomain.com, recipient2@domain.com
sender3@somedomain.com, recipient3

To import senders to Blacklist from CSV file

»  Click the 'Import from CSV file' from the 'Blacklist senders per user' interface. The 'Upload' dialog will
appear.
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Dashboard f Domains / Domain dashboard - docteamcasg.comodo.od.ua / Blacklist senders per user

Blacklist senders per user

o Add [T De|ete@p;;tfmm CSVfile )9 Export to CSV file

ﬁ Filters

Upload csv file.
Each line should contain two columns: sender,username

For example:

sender@anydomain.com, recipient

sender@anydomain.com, recipient@domain.com

Upload

Click 'Upload', navigate to the location where the .csv file is saved and click the ‘Open’ button. The
maximum size of the file that can be uploaded is 9 MB.

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to

remove the upload from the queue, click the 'Cancel import from CSV file' button. The 'Cancel import from CSV file'
deletes only a remaining part of not imported task.

Cashboard ¢ Domaing ¢ Demaln dashboard - dedieameasd.comedo.od ua / Blackist sanders per user

Blacklist senders per user

© Hep
Import Is In process. Please walt [
o= a0d | [ Deolete 3¢ Cancel impon from CSV e () Expert 1o CSV file Ei““’“"
£ Fien
| Sender

Hecipient

b

] demni Fosg comodo od ua john

Parpage |16 | w

On completion of the upload process, the results will be displayed.
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Dashboard / Domaines / Domain dashboard - docteamcazg.cemode.od. ua / Blacklist senders per user

Blacklist senders per user © Heip
Total lines processed 3 E
Imported 3 senders as blacklisted E3
Import for domain docteamcasg.comodo.od.ua has been finished E
o Add [ Delete @) Import from CSV file () Export to CSV file £ Refresh |
@ Filters
[] Sender Recipient
[[1] judas@betrayal.com john
[[] devil@hell.com bob
[[] demol@csg comodo.od ua john
[[] brutus@treason.com jehn
[ blute@irencastle.com bob

1 f1 [1-5/5] Per page |15 w

The sender blacklist per user from .csv file will be uploaded and the administrator who carried out the task will
receive a notification about the import task completion.

Adding senders from Blacklist requests from users

The administrator can add senders to blacklist based on the requests of the users. Refer to the section Email
Management > Blacklisted Requests for more details.

Exporting the Blacklist senders per user list to CSV file
The administrator can save the blacklist senders per user list by exporting it as a CSV file. If required in future, the
administrator can import the users from the csv file, for example for a new account or after a reset.

To export the list
«  Click the 'Export to CSV file' button to save the list of blacklisted senders per user as a CSV file
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Dashboard / Customers f Customer dashboard - Doc Team f Domains / Domain daghboard - doctes

|

Blacklist senders per user

¥y Exportto CSV file

o add [ Delete | ¢hy importfrom CSV file

@ Filters

[F] | Opening SenderPerUserBlackList_docteamcasg.comodo.od.ua.csv X tipient

[l 4 You have chosen to open:

[l 4 ] SenderPerlserBlacklist_docteamcasg.comodo.od.ua.csv

which is: Text Document
from: hitps://5.39.28.212:8080

What should Firefox do with this file?

(® Open with, | Notepad (default) v

(") SaveFile

(] De this automatically for files like this from now on.

Afile download dialog will be displayed.

«  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to
your download folder.

Deleting Senders from Blacklist

« To delete a sender from the blacklist, select the sender from the list and click the 'Delete’ button.
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Dashboard / Domains / Domain dashboard - docteamcasg.comodo.od ua [/ Blacklist senders per us:

Blacklist senders per user

of= Add @3 Import from CSV file (9 Export to CSV file

| @ Filters

[] Sender Recipient
/| devil@hell.com bob

¥l devil@

] ds

Remove senders

@ Are you sure you want to remove selected
{

senders?

o e

»  Click 'OK'"in the confirmation dialog.

3.21.1.5.7  Account Management

In the Account Management interface, an administrator can manage the users for the selected domain. From this
interface, you can reset passwords for users, allow or deny permission for users to access their account, can import
CSV file containing the list of users, import users from your the Active Directory (AD) server of the domain through
Lightweight Directory Access Protocol (LDAP), add and move your aliases. In the Users history interface, an
administrator can view users login history. Refer to User History for more details.

Click the following links for more details:
+ Users
«  User auto-import
» Users history
» Importing Users from LDAP

3.21.1.5.71  User Account Management

The 'Users' area allows administrators with appropriate privileges to manage users for the selected domain. This
includes adding/importing users, deleting users, editing user accounts, resetting passwords and configuring user
permissions. Admins can also configure email aliases from this interface.
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' coMODO
' Antispam Gateway

Dashboard
Domain dashboard
Incoming
Cutgoing
Email management
Audit log
= Domain Rules
Account management
B sers
Users auto-import
Users history
LDAP import configuration
LDAP import confirmation list

LDAP import ignore list

Click the following links for more details:
» Managing Users
* Adding New Users
» Deleting Users
» Editing Users
* Unlocking Users
* Importing from CSV file
» Managing Permissions
+ Aliases
» Moving to Aliases
« Importing Aliases from CSV file
» Forwarding mails to another user
+  Other actions
Managing Users
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«  Click 'Account management' on the left then click 'Users":

' COMODO
' Antispam Gateway

Dashboard

@ Domain dashboard

A Incoming
Outgoing

() Email management

[ Auditlog

Domain Rules

r-':, Account management
B Users
Users auto-import
Users history
LDAP import configuration
LDAP import confirmation list

LDAP import ignore list

The 'Users' interface of the selected domain will be displayed.
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Users
o Add | [ Detete & Eat T Uniock
&) Filters
7] Usermame Enabled Last login Aliases
[F] bab Yes 2015-06-29 0B:24:00
[F] john Yes 2015-06-29 11:32:54
|| alica Yes
1 i [1-212])
Sorting the Entries
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€ Hep

£ ¥ Refresh |

Grroup Forward to

Per page |15 W

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column. The sorting option is not available for ‘Aliases and

Group' columns.

Using the filter option to search users

Click anywhere on the Filters tab to open the filters area.

Cashboard / Domains /- Domain dashboard - docisdmcasq. comats. od us / Ueaars

Users

e acd | [ Detete | @ Edit | G Uniock
&3 Filters

+ Usemame w | contains ~

You can add more filters by clicking + for narrowing down your search.

Dashboard F Domaing f Domain dashboard - docleamcasg comodo od ua F Users

Users

o 4dd | ] Dotete | @ Edt | @ uUniock [UEEEEEIERY

@ Filters
< uUsemame ~ | | confaing v
Ll il f w | equals w | E
Username |
j Enablad fed Last lagin Aliases
Last login |
B Alias usamame 201506-20 08:-24:00
jo Alias domain 2015-06-29 11:32.54
Forward 1o
% Group

You can remove a filter by clicking the ™= icon beside it.

&) Heip

| £ Refresh

Help

£ Refresh

Group Forward to

Pawer Users
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Available filters are:

« Username: Will execute a search of usernames according to the text in the text box (column 3) and the
condition selected in column 2.

If 'Username' is selected, the following conditions are available:

« Equals: Displays all usernames that match the text entered in the text box.

» Not Equals: Displays all users except the one entered in the text box.

- Contains: Displays all username(s) that contain the words entered in the text box.

» Not Contains: Displays all username(s) that do not contain the words entered in the text box.

«  Starts With: Displays all username(s) that start with the words entered in the text box.

» Ends With: Displays all the username(s) that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:

 Enabled: Sorts the results based on whether a user is enabled or disabled.
When you select this option in the first drop-down, 'equals' is the only option available in the second drop-down:

« Equals: Displays the results of enabled users when the checkbox beside it is selected. When the
checkbox is not selected, it displays the list of users who are not enabled.

« Last Login: Sorts the results based on the last login details of users.
When you select this option in the first drop-down, the following filters are available:
» Equals: Displays the list of users whose last login date is the same as the selected date in the third
box from the calendar.

« Less than: Displays the list of users whose last login date is less than the selected date in the third
box from the calendar.

«  Greater than: Displays the list of users whose last login date is greater than the selected date in the
third box from the calendar.

« Alias username: Will execute a search of user alias name according to the text in the text box (column 3)
and the condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

» Contains: Displays all users with alias name(s) that contain the words entered in the text box.
» Equals: Displays all users with alias names that match the text entered in the text box.
» Not Equals: Displays all users except those with the alias name entered in the text box.

» Not Contains: Displays all user alias name(s) that do not contain the words entered in the text
box.

- Starts With: Displays all user alias name(s) that start with the words entered in the text box.
«  Ends With: Displays all the user alias name(s) that end with the words entered in the text box.

«  Alias Domain: Will execute a search of domain alias name according to the text in the text box (column 3)
and the condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

« Contains: Displays all users with domain alias name(s) that contain the words entered in the text
box.

» Equals: Displays all users with domain alias names that match the text entered in the text box.

» Not Equals: Displays all users except those with the domain alias name entered in the text box.

«  Not Contains: Displays all user domain alias name(s) that do not contain the words entered in the
text box.

- Starts With: Displays all user domain alias name(s) that start with the words entered in the text
box.

«  Ends With: Displays all the user domain alias name(s) that end with the words entered in the text
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box.

» Forward to: Will execute a search of forwarded to user names according to the text in the text box (column
3) and the condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

» Equals: Displays all usernames that match the text entered in the text box.

» Not Equals: Displays all users except the one entered in the text box.

«  Contains: Displays all username(s) that contain the words entered in the text box.

« Not Contains: Displays all username(s) that do not contain the words entered in the text box.
- Starts With: Displays all username(s) that start with the words entered in the text box.

«  Ends With: Displays all the username(s) that end with the words entered in the text box.

«  Group: Will execute a search of users belonging to the user group selected from the drop-down in the third
column and the condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

» Equals: Displays all users from the group selected from the third drop-down.

» Not Equals: Displays all the users excluding those belonging to the group selected from the third
drop-down.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

‘G Fefresh ‘

Click the button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh' button.

To add a new user

«  Click the 'Add' button.

Oashboard / Demains / Domain dashboard - docieamcasy comodo. od ua / Users

Users © Hen
E Delete | ¢ Edt @) Uniock (g £3 Refresh
£} Filters
| Username Enabled Last login Aliases Group Forward 1o

The 'New user' dialog will be displayed:
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Hew user

sername

| (@ docteamcasg.comodo.od.ua

[¥IEnabled

[Cwhitelist this email

Vlsend quarantine reports

[¥Isend invitation
[CIMon human

[CIPublic email

«  Enter the username of a new user that will be first part of the email address. For example, if you type ‘alice’,
the email address of the user will be 'alice@domainname.com'.

By default, the user will be enabled. Clear the 'Enabled' box to deny the new user access to CASG. You can enable
the user in the Edit user interface later on.

You can choose to add the new user to Recipient Whitelist from this interface itself. Select the checkbox beside the
"Whitelist email' to add the user to Recipient Whitelist..

The administrators can also determine whether the users will get the reports or not. By default, it is enabled.
» Uncheck 'Send quarantine reports' box to disable this option.

«  Checking 'Send invitation' box will send the invitation mail to the email recipient address entered in the
'Username' text box.

«  Check 'Non human' if the address is a no-reply or common mailing list such as 'sales@..."

»  Check 'Public email' if the address is published somewhere, for example on a customer facing website.
Enabling this box will allow CASG to more accurately filter spam for this type of email address.

«  C(Click the 'Save' button.

Note: If the user is disabled and subscribed for periodical Quarantine Reports, the subscription will also be
canceled.

An email to the added user will be sent automatically containing password to access CASG. The password can be
reset in the edit interface. The added user will be displayed in the list.
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Dashboard / Domeins ¢ Domain dashboard - docteamcasg comodo od.ua / Users

Users €) Heto
of 4dd | T Delete | @ Edi &) Unlock £ Refresh
€3 Fitens
7] Username Enabled Lasi lodgin Aliases Group Forward bo
alice Yes Usars
| bob Yes 201506-29 08-24:00 Power Users john@docteamecasg.como

jehn Yes 2015-06-29 11:32:54 Users

Ferpage |15 -

[
[

Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of
users limit configured for the domain in the Add Domains / Edit Domains / Domain Settings interfaces. When
you exceed the limit of users, the following will be displayed while adding a new user.

Warning

/o ou cannot add more Users as you have reached
! ! 5 your maximurm number of allowed Users

To delete an existing user
«  Select the user you want to delete from the list and click the 'Delete’ button

Dashboard / Domains / Demain dashboard - docteamcasg comodo od up f Users
Users © Hen
I oelete

/e @ o Ty

o A0
3 Fiters

Enabled Last login Aliases Group Forward to
Yes Users
g 2015-06-29 0B:24.00 Power Users jehnBdoctesmeasg como
Yes 20150629 11:32.54 Users
Yes Users
1 1 [1-373] Perpage (15 |w

+  Click 'OK" to confirm your changes.
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You can select to allow or deny permission for the users to access their CASG account in the edit interface as well

as enable or disable quarantine report generation for the user.
»  Select the user you want to edit from the list and click the 'Edit' button.

Dashbonrd / Domains / Domain deshboard - dectesmcasg, comody od un £ Users

Users

Last login Aliases Group
Users
2015-06-29 0B:24:00 Power Users
20150629 11:32.54 Lisars
Usars

1 " [1-373]

The "Edit user' dialog box will be displayed.

Edit user henry@docteamcasg.comodo.od.ua

llzername

@

Enabled Whitelist thiz email Send quarantine reports

Save | Cancel

« Enabled - Select the checkbox to allow or deny access to the CASG interface.
- Whitelist email - Select this checkbox to add the user to Recipient Whitelist.

Forward to

johnEdocteameasg como

Perpage 15 |w

« Disable 'Send quarantine reports' checkbox, if you do not want the user to get quarantine reports. By

default it is enabled.
»  Click the 'Save' button to confirm your changes.

be canceled.

Note: If the user is disabled and if the user has subscribed for periodical Quarantine Reports, the subscription will
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To unlock users

Users who try to login to CASG with wrong credentials will be automatically locked after three unsuccessful attempts.
They will be able to try again only after 30 minutes from the time of lockout. CASG administrators can unlock these
users immediately without waiting for the timeout period to end, so that the users can try to login again to CASG.

The locked out users will be displayed with a lock icon beside them.

Dashtoard / Domains / Domain daghboard - docteamcasg comodo.od.ua [/ Users
Users € wep

& 2ad [ Deiete # Em @ [ More actions v | 3 Refresh

Last login Aliases Group Forward to
Uzers
2015-06-30 10:17:29 Pawer Users
henry No Ugars
john Yes 2015-06-30 10:27-45 Ulzers
1 & [1-474] Perpage 15 |w

»  Select the locked user from the list and click the '‘Unlock’ button.
A confirmation dialog will be displayed.

Unlock users

@ Are you sure you want to unlock the selected

users?

»  Click 'OK" to unlock the selected locked user.

The user now can try to login again without waiting for the lockout time period to end.
To import users from CSV file

You can add many new users at a time by importing from a file. The users should be saved in ‘comma separated
value' (CSV) as shown below:
username1,domainname,true

username2,domainname,false

- Toimport new users from a CSV file click More actions > Import from CSV file
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[ashboard / Domens / Domain gashboard - docteamcasg comode od up /- Users

Users © Heip
o add [ Delste  # Eat (T Unlock ' 3 Remesh
Enabie
§3 Fiers
Enabie by fiker
Username Enabled Aliases Group Forward 1o
Send invilation
alice Yes nErg
i Ne Regenerale password P
henry Mo Manage parmssions Users
john Yes Users
Alases
1 i [1-4i4] Perpage |15 w

Wove to alases
Farward to

Impor akas from CSW e

Import from C5 fle

The Upload dialog will be displayed.

Upload csvfile.
Each line should contain three columns: username, domain,is user enahled
ar not

For example:

testuser, testdamain, true

Ipload

«  Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open' button.
The upload progress will be displayed...

Dashboard J/ Domams / Domain dashboand - docleamcasg comodo. od ua f Users
Users © Hewp
Impaod is in process. Please wait ﬁ

ol Add 3 pelete _4“‘1 Edit |_—'__'1'_'n=a-:f =G Refresh

...and when completed, the results will be displayed.
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Users Help

Importad 1 user(s) [ x|
1 users already exist x|
o 400 | [ Delete | @ Eot (@) Unlock m i * Refresh
ﬁ Filters

Username Enabiled Last login Aliases Group Forward 1o

lice Yes Users
[F] bob Yes 201506-30 10:17:29 Power Lisers

£ Mo Use

chi Yes 2071 5-06-30 10:27:45 Usars

mith MNo Use

1 i I1 51 Perpage 15  |w

The administrator who carried out the task will receive a notification about the import task completion.

Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of
users limit configured for the domain in the Add Domains / Edit Domains / Domain Settings interface. CASG will
stop importing users after the number of users allowed for the account is reached and a warning will be displayed.

Dashboard / Domaing ¢ Domain dashboard - doecleamcasg comodo od ua [ Users

Users @ Hep
Imported 1 user(s) a
You cannot add more users as you have reached your mazimum number of allowed users by license limitation, 1 users were imported [ x|
o Add [ Delete & Edit (@ Unlock 3 Refresh

Fiters

Managing Permissions for users

CASG allow administrators to assign permissions for users that will determine what the users can do and cannot do
while logged into their respective CASG user interface. The administrators can create policies and assign them to
users from this interface. See the section 'User Groups & Permissions' for more details on how to create groups
and policies. A new user will be automatically assigned default permission settings.

To assign permissions for a user

»  Select the user(s) that you want assign permissions and click More actions > Manage permissions
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Daghbeard / Domains f Domain dashbicand - docteamcasg comode od.ua f Uséers
Users € Hep
|
o 4dd | [ Delete | ¢ Edit Unlock +_* Refresh |
Enabie
€ Fiters
Enabie by fiber
] uUsername Enabled Alases Group Forward to
Send invitation
[F alice Yes Users
ezoey Regenerate passwond
1 bob Yes v Ly Fovar s
|_-j'_ henry Yes C::) Users
[ jahn Yes Users
" Alages
1 " [1-414] Perpage |15 w

Move to alages
Foreard to
nport akas from CSY file

Iengar Tram CSW Ha

The 'User Groups & permissions' interface will be displayed.

User groups & permissions

o= Add

Hame Permission:

& Power Users B All user permissions

@ Users (Default)
® HR

Assign to selected users Assign to filtered users | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default,
'User (Default) and 'Power User' groups will be available and administrators can add, edit groups and assign
permissions to users. See the section 'Groups & Permissions' for more details.

«  Select the group from the list.
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User groups & permissions
o sdd | & Edit | [T Delete | {2 Make default

Hame Permission;

) Power Users 4 |8 All user permissicns

@ Users (Default) ¥ Incoming Log Search

@ HR o Outgoing Log Search

*| Report Spam

~User report subscriptions
Quarantine

~| Archive

*| Create mail request

¥ Change user settings

* | Whitelist / Blacklist

Assign to selected users Assign to filtered users | Cancel

The permissions set for this group will be displayed on the right side.

«  Click the 'Assign to selected users' button to set permissions for selected user or multiple users.

«  Click 'Assign to filtered users' button to set permissions for selected group to all users or to all users found
by filter.

e (Click 'OK" in the confirmation window.

Assign Group

pm This group will be assigned to all selected users.
Are wou sure?

The selected user(s) will be assigned to the group and successfully assigned message will be displayed.
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Cazshpoard f Domans / Domein deshboand - doclesmcasg comodp od ug / Lisars

Users © Heio
Permissions successfully assigned to 2 user(s) g
AR T R A R Rl More actions v | £ Refresh
9 Filters

Username Enabled Last login Aliases Group Forward Lo
alice Yes Lsers
bob Yes 2015-06-30 10:17:29 Power Llzers

[E] henry Yes HR

[ john Yes 2015-06-30 10-2745 HA
i It [1-474] Per page 15 w

The interface also displays the new group assigned for the selected user under the 'Group' column.
Adding the user aliases

CASG allows admins to add a user alias name to organize emails related to different groups or functions into a
single email inbox automatically. The users can protect their real email address.

«  Select a user and click 'More actions' > 'Aliases' to add user aliases.

Dashboard / Domains / Domain dashboard - docteamcasg comodo od us / Users
Users & e

o e | [ Deete | & Eat | Unlocx i3 Refresh
Enalsle

&) Filters
Enabie by filer

I Username Enabled Aliases Group Forward to
Sand invitation

2] alice Yea lgers

Reganarate password

=] bob Yes ¥ Power Users

¥ henry Yes Manage permssions HR

[ john Yes O HR

1 a [1-4i4] Perpage (15 |[w

Move fo aliases
Forward o
Impart alias from CEW file

Impart froem CSW e

«  Enter the full email alias address of the user. Note: The alias email address must be of any domain
belonging to the account.
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User Aliases

o= Add alias

- stores@democasg.comodo.od.ua

Save | Cancel |

«  Click the Save button.

Note: Users cannot add an alias by themselves.

+

» To remove an added alias row click the ™= icon beside it.

»  To add multiple aliases click the button.

After adding a user to an alias, admins can extract him/her as a user.
«  Click the 'Aliases' button after selecting the user.
In the 'User Aliases' dialog next to the added alias row, the 'Extract as user' button will be displayed.

User Aliases

=)= Add alias

== stores(@democasg.comodo.od.ua Extract as user

Save | Cancel |

«  Click the 'Extract as user' button.
The alias successfully moved message will be displayed.

Success

@ Aliag was successiully moved to uger

«  Click 'OK'

The user extracted from the 'User Aliases' dialog box will be added to list of users in the respective domain added as
alias and will be placed in the default group.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 239



COMODO

Creating Trust Online®

Daghboard / Comains / Domain gasnboardig

Users © Hep

o oo [ Oeiete & Gt @ Uniock | £} Rekesh |

3 Fikers

Username Enabled Last bogin Aliases Growup Forward to
Yes Usars

1 e [1-111) Perpage |15 |w

Note: The number of users that can be added for an account depends on the plan subscribed by you. When you
exceed the limit of users, a warning will be displayed.

Moving user account to aliases
CASG allows admins to move an existing user as an alias for another user for any domain available in your account.
«  Select the user that has to be moved as an alias and then click 'More actions' > 'Move to aliases'

Dashiboard / Dompins /- Domain dashboard - doctepmcasg comodo od ug f Users

Users © Hep
ofe #00 | [ Delete @ Edt | (@ Uniock [ £ Refresh |
Enabie
€ Fiters
Enable by fiter
7] Usemame Enabded Aliasas Group Forward to
Send inwitation
of] alice fes Users
_- bok Yes HEQETECUE DORI N Power Users
henry L= Manage parmasions HR
johin Yes HR
Alases
1 " [1-474) @ Perpage |15 w
Forward to

mport alas from CSY fle

rpod fram C5V Fle

«  Type the full email address of the user for whom the alias has to be added. Note: The user and domain
should be valid and belong to your account.

User Aliases

stores@democasg.comodo.od.ua

Save | Cancel |
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«  C(lick the 'Save' button.

Now, the selected user has become an alias of another user. (This could be for the same domain or another domain
belonging to your account.)

Cashboard / Domains / Domain dashboard - democasg comada od ua / Users

Users © Hei
o 2od [ Detete @ Edit | (@) Uniock [EEEEEEE IR | £ Refresh
a Filters
T Username Enabled Last login Aliases Group Forward to
I [ stores Yes alice@docteamcasg.come Users I
1 & [1-111] Perpage 15 | w

Importing alias from CSV file

You can add many aliases to existing user(s) at a time for the selected domain and / or for other domains available
for your account by importing from a file. The aliases should be saved in 'comma separated value' (CSV) as shown
below:

Example 1

The following example shows how you can add alias for two users for the selected domain.

alias@domain.com username1, username?2

Example 2

The following example shows how you can add alias for users for the selected domain and other domains available
for your account.

alias@domain.com username1, username2, username3@domain2

Please note that for adding many aliases at a time, each alias should be separated by a paragraph line. For
example:

alias1@domain.com username1, username?2
alias2@domain.com username1, username2, username3@domain2

+  Click 'More actions' > 'Import alias from CSV file' to assign alias for users from a CSV file.
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Dashboard f Domains / Demain daghbeard - docleamcasy comods. od ua f Users
Users € Heip

of 200 [ Detete | & Bt [T Unlock [+ Refresh |
Enable

&) Fihters
Enable by filer

[} Username Enabled Miases Group Forward 1o
Send nvitation

i bab Yes Poweer Users

" Re rabe d

L | henry Yag kel HR

| john Yes Manage permissons HR

1 i1 [1-3i3] Aliases Perpage 15 L

Moves b0 alissss

Forward i

e

Impart from CSW file

The Upload dialog will be displayed.

Upload csvfile.
Each line should be inthe next format: alias [csy user list],

For example
alias@testdomain user!, user2@domain
YWhen domain name is not mentioned - userwill be added to the current

domain to alias name
Wihen such user does not exists - userwill be created

pload

»  Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open' button.

The upload progress will be displayed...

Dashbeard ¢ Demeins / Dompin dashbeard - docieamcasg compdo od ug f Users

Users © Heio
Impaortis in process. Please wail X
o sda [0 Deiete @ ot @ Uniock LR R + _* Refresh
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...and when completed, the results will be displayed.

Dashboard / [lomans / Joman deshbeard - docieamcaso comoda. od. 1 f Users

Users © Heip
Total lines processed 1 (%]
Import for domain docteamcasg.comodoed.ua has been finished 5|
1 users alraary axist X
of 2dd i Delete | # Edit | [T Unlock m | £ Retesh |
€9 Fitess
7] Username Enabiled Last i Alases Group Forwand to

The administrator who carried out the task will receive a notification about the import task completion.

Forwarding mails to another user

CASG allows administrators to add a forwarding address for a user. This is useful when a user is on vacation or
unavailable for sometime but the mails addressed to him should be attended immediately. Please note the forwarded
user should also be in the same domain.

«  Select the user whose mails have to be forwarded to another user and then click ‘More actions' > 'Forward
to'

Dashbeard f Domaing f Doman dashboard - docteamcasg comodo. od.ua / Users

USEFS &) Help
e ada | [ Detete | 2 Eat 3 Unlock £} Refresh |
Enable
O fites
Enabie by fiber
| Usermame Enablad Aliases Group Forward to
Send invRation
Euf bab Vs Fower Users
i Regenerate passvwond
7] henry Yes il B HR
[ jokn Yes Manage permssions HR
1 11-313] Alages Perpege |15 |w

Move to alases

Pl

Import alas fram CSW file

Inpanl fram CSY fe

The 'Forward settings...' dialog will be displayed:
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Forward settings for bob@docteamcasg.comodo.od.ua

Enable forwarding: ]

@
Forward all user messages to:
docteamcasg.comodo.od.ua

| Cancel |

»  Select the 'Enable forwarding' check box

Enter the user name of the recipient to whom the mails have to be forwarded in the 'Forward all user
messages to' field

«  Click the 'Save' button
The forwarded user will be added and a success message will be displayed.

Dashboard / Domains # Domain dashiicarnd - dockeamcasg comedo od ua f Users

Users © Help
Successfully saved ]
o= 400 | [ Delete | @ Eat | Unlock |E Refresh |

B Filters
| Username Enabled Last login Aliases Group Forward to
[ bab Yes 201506-30 10:17:29 Power Users henry@docteameasg. com
[* henry Yes HE
[E] john Yes 201506-30 10:27:45 HR

1 [1-343] Perpage (13 | w

The incoming mails of the selected user will be automatically forwarded to the added user in the domain. When the
selected user logs in to his’her CASG account, an alert will be displayed at the top of the interface.

Pleass nate that all incoming messages are sutomatically forwarded 1o henryiddocteamcang.comodo.od.ua

Quarantine

«  Toremove the forwarded mail address for a user, select the user, click 'More actions' > 'Forward to'

The 'Forward settings...' dialog will be displayed:
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Forward settings for bob@docteamcasg.comodo.od.ua

Enable forwarding:

henry @
Forward all user messages to:
docteamncasg.comodo.od.ua

| Cancel |

» Deselect the 'Enable forwarding' check box
+ Delete the username in the 'Forward all user messages to' field
+  Click the 'Save' button
The forwarded user will be removed and a success message will be displayed.

Other Actions
- Toallow user to access to CASG interface, click the 'More actions' > 'Enable’. A confirmation dialog will be
displayed.

« If you want to allow access to user selected by applying filter, apply filters and click '‘More actions' > 'Enable
by filter'. A confirmation dialog will be displayed.

»  Click the 'More actions' and select the 'Regenerate password'. The password will be reset for the user in
case it is forgotten. The new password will be sent to the user's email automatically. The user has to use
this new password to access CASG. A confirmation dialog will be displayed.

« To send invitation to new created users, select users and click 'More actions' > 'Send invitation'. A
confirmation dialog will be displayed.

3.21.1.5.7.2  Managing User auto-import

CASG has the ability to automatically import new users belonging to the managed domain, upon receiving the first
accepted incoming mail, addressed to the new user at the mail server.

The administrator can enable the auto-import feature and configure it from the 'User auto-import' interface.

Each new user discovered, will be auto-imported in 30 minutes and will be sent with an invitation mail containing an
activation link and credentials for their CASG user account. The new users need to activate their CASG User
account by clicking the link in the invitation mail or logging-in to CASG User interface using the credentials provided
in the mails. The administrators will also get a notification mail whenever a new user is auto-imported into CASG, if
configured.

To access the Users Auto-Import interface
«  Select 'Account management' from the left hand side navigation to expand it and choose 'Users auto-
import' from the options
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cCoOMODO
g Antispam Gateway

" /) Dashboard

Domain dashboard

Incoming

Outgoing

Email management

Audit log

= Domain Rules

Account management
Users

B Users auto-import
Users imswry
LOAP impaort configuration
LDAP import confirmation list

LDAR import ignore list

The 'Users auto-import' interface of the selected domain will be displayed.

Cashboard f Domaing f Demain dashbeard - docteamcazg. comedo.od.ua / Users auto-import

Users auto-import

[C] Enable auto-import
Automatically enable imported users
Send invitation to imported users

Motify administrators about imported users

Motification recipients:

« Enable auto-import - Select this option to enable the auto-import feature.

- Automatically enable imported users - Select this option, If you wish all the auto-imported new
users to be 'Enabled' and their accounts with CASG are to be automatically activated, without
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them having to login to CASG user interface.

» Send invitation to imported users - Sends invitation mails to newly imported users. The mail will
contain the activation link and their login credentials.

»  Notify administrators about imported users - Select this option if the administrator are to be
notified whenever a new user is auto imported. You can specify administrators (including self) to
whom the notification mails are to be sent in the 'Notification recipients' textbox. The notification
contains the imported user name and a domain name.

» Notification recipients - Enter the email addresses of the administrators to whom the notification
emails are to be sent. You can enter multiple address, separated by commas.

Daszhboard / Demaing / Domain dashbeard - docteamcasg.comode.od.ua f Users auto-import

Users auto-import

Enable auto-import
Automatically enable imported users

Send invitation to imported users

EEEE

Motify administrators about imported users

i ] o demol@docteamcasg.comodo.od.ua
MNotification recipients:

«  Click the 'Save' button for your settings to take effect.

Successfully saved X

3.21.1.5.7.3  Viewing User History

The 'Users History' area contains a record of user account connections within a particular date range. You can filter
users by IP address, last login, domain, username and/or location.

Note: This interface will show user connections to the current domain only (the domain that is shown near the top
of the interface). If required, you can view user connections for all domains in the ‘Account Management section’
(click 'Dashboard' then in the "Account Management' section, click ‘User's History' sub tab).

The remainder of this page explains how to access the history interface and how to use filters to create custom
searches.

Accessing the user history interface

«  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Users
history' sub tab.
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coMODO
g# Antispam Gateway

Dashboard

Domain dashboard

Incoming

Outgoing

Email management

Audit log

Domain Rules

Account management
Users
Isere autn-import

B Users history
Lier gt cONfiguration
LDAR import confirmation list

LDAP import ignore list

The 'Users history' interface of the selected domain will be displayed.

Deshiboard f Dermamns [ Doman dashboasd - doctepmcasg comodo od ua [ Users hésbory

"
Users history © Hew

0 Filters

Usarname Domain 13 Location Last kngin Login duraticn {min}

Dok dodeamcasg comodo odu 1251711121 India 201M5-06-29 06 24:00 Currently logged in

pob docteamcasg comodo odu 1251711129 India 2015-06-29 08:22:03 <1

Jahn docteamcasg comado odu 1251711121 India 2015-06-26 073641 25

do.od.u 125.77.11.721 ndia 2015-06-26 05:57.04 1

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column. The sorting option is not available for 'Login
duration' column.

Using the filter option to search users
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Click anywhere on the Filters tab to open the filters area.

Dashboard f Domains / Domain dashboard - docieamcasg comodo od ua / Users history

Users history Help
%) Filters
+ Lisernarme | containg W
Username Domain P Location Last login Login duration (min)

You can add more filters by clicking + for narrowing down your search.

Dashbcard f Domains f Doman dashboard - decleamcasg comoda.od ua f Users hisiory

Users history Halo
&5 Fihers
+ Usemame w | contains w Apphy filter
- w | comaing v
Usarnama
] |
User I?:‘maln pain P Location Lasi login Login duration (min)
.
bob | Location Eamcasg.comodoodu 1251711121 India 2015-06-29 (:8:24:00 Currently logged in
Last login T , fu 12847 41121 India 2015-08-29 (:8:22:03 =1

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

« Username: Will execute a search of usernames according to the text in the text box (column 3) and the
condition selected in column 2.

- Domain: Will execute a search of domains according to the text in the text box (column 3) and the condition
selected in column 2.

« IP: Will execute a search of IP addresses according to the number in the text box (column 3) and the
condition selected in column 2.

« Location: Will execute a search of locations according to the text in the text box (column 3) and the
condition selected in column 2.

If any of the above options is selected in the first drop-down, the following conditions are available:
« Equals: Displays all entries that match the text entered in the text box.
* Not Equals: Displays all entries except the one entered in the text box.
- Contains: Displays all entries that contain the words entered in the text box.
» Not Contains: Displays all entries that do not contain the words entered in the text box.
«  Starts With: Displays all entries that start with the words entered in the text box.
» Ends With: Displays all entries that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:

+ Last Login: Sorts the results based on the last login details of users.
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If 'Last Login' is selected, the following conditions are available:
» Equals: Displays the users whose last login is same as the selected date in the third box from the
calendar

» Less than: Displays the users whose last login dates are less than the selected date in the third box
from the calendar

«  Greater than: Displays the users whose last login dates are greater than the selected date in the third
box from the calendar
Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

. G Refresh .
Click the '—————— ! button to display all the users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the ‘Refresh' button.

3.21.1.5.7.4 Importing Users from LDAP

In addition to adding users manually and importing users from CSV file, CASG enables the administrators to import
the users from the Active Directory (AD) server of the domain. You can configure CASG to access your AD server
through Lightweight Directory Access Protocol (LDAP) to import the email users and to periodically synchronize with
the AD server for automatic addition or removal of the users based on the changes made to the AD server.

Click the following links for more details:
»  LDAP Import Configuration
»  LDAP Import Confirmation List
*  LDAP Import Ignore List
*  Troubleshooting LDAP
LDAP Import Configuration

The LDAP Import Configuration interface allows the administrators to configure CASG to import the email users from
the Domains's Active Directory and to set for periodical synchronization. Once Active Directory has been configured,

CASG imports the users into its interface and updates it periodically. For example if a new user is added in the Active
Directory, CASG can automatically add the new user to CASG.

Accessing the LDAP import configuration interface
»  Open the 'Domains' interface and select the domain into which you want to import users.

»  Select the domain from the list, click the 'Manage Domain' button to open the 'Domain Management'
interface.

«  Click 'Account management' tab > 'LDAP import configuration' sub tab.

Comodo strongly recommends that a separate LDAP/AD account be created for the purposes of the ASG
login and that this user account should be allocated read-only permissions.

The 'LDAP import configuration' interface will be displayed:
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Dashboard / Domains /

LDAP import configuration Help

Connection settings

Host (IP address or name): |[11.111.111.11

<>

Port: LDAP{389) | LDAPS(636) |389

Use SSL to connect?: Yes
Login/Query settings

LDAP login name: |casguser@domain.com

Password: |eeess Remember credentials

Synchronization interval: |no auto updates v
BaseDN: |DC=docteamcasg,DC=comodo,DC=0d,DC=ua

Filter | (&(objectClass=User)(mail=*@docteamcasg.comodo.od.ua))

Mail attribute: |mail
Override existing records

[C] Allow CASG to create user accounts as found on LDAP server

[Tl Allow CASG to delete user accounts not found on LDAP server
Information

Send reports: [ ves

Last synchronization time (GMT):

Test connection Save and run synchronization now

Connection Settings

» Host (IP Address or Name) - Enter the external hostname or external IP address of the AD server. If your
Organization uses the same physical server for AD server and the Mail Exchange server, then enter the
host name or IP address of the mail server.

«  Port - Enter the port number of Active Directory Server's LDAP port.
o 389is the default port for non-SSL connection ('Use SSL To Connect' box NOT checked)
» 636 is the default port if SSL connection is active ('Use SSL To Connect' box checked)

« Use SSL To Connect? - Select the 'Yes' check box if you wish us to use secure LDAP. In order to use
secure LDAP, you need to install an SSL certificate from a Certification Authority (CA) like Comodo CA in
your AD server. Self Signed certificates are not allowed.

Note: SSL access should have been enabled for AD Server before opting for SSL usage.

Login/Query Settings

» LDAP login name: - Enter the username of the user account using which CASG server can access the AD
server. Preferably, a new user account can be created for the CASG server in the AD server with a new
user name and password. The User account should have 'read' privileges to the AD server. The username
can be of the format 'username’' or 'username@domainname.com'

» Password - Enter the password of the LDAP user account.

«  Remember Credentials - Enable this option if you wish CASG server to remember the
username/password of the user account, in order to automatically login.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 251



COMODO

Creating Trust Online®

Note: If you are configuring for automatic periodic synchronization, CASG will store the username and password by
default to connect to the AD server at the set time interval to update the user base, hence the option 'Remember
Credentials' will not be visible. The option will be visible for you to enable or disable if 'Synchronization Interval'
setting is set as 'no auto updates'.

«  Synchronization interval - If you wish to configure CASG to automatically connect to the AD server and
synchronize the user base, select the time interval for synchronization from the drop-down. Else, select 'No
auto updates'.

» BaseDN - Distinguished Name of the user object in Active Directory. By default, the BaseDN field will
contain the Domain Component (DC) values based on the domain name for which LDAP is configured. You
can add/change the values of the strings ‘Container Name (CN)', 'Organizational Unit (OU)" and ‘domain
name' depending on the users to be imported from the Active Directory.

Example: For adding users from Container 'Users', Organizational unit 'Organization' and domain
‘'example.com’, the administrator has to enter the following:

CN=Users, OU = Organization, DC=example, DC=com

Filter - Enables the Administrator to specify filter parameters users/addresses to be imported from the AD
server. Each filter parameter should be defined within parentheses. Common filter parameters are
explained below:

(objectClass=<AD user type>) - Specifies the user accounts to look for from the domain's Active Directory.
(Default = (objectClass=User))

(mail=*<domain name>) - Instructs CASG to import only the users that have a defined SMTP account
within the domain. By default, the filter is pre-added with the parameter (mail=*@<current domain name>)
to import the users that have email addresses on the current domain.

You can add any number of (mail=) filters if you wish to add several domain names
Example: (mail=*@domainname1.com)(mail=*@domainname2.com)

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter
the parameter as '(mail=")".

To modify a filter parameter to be exclusive rather than inclusive, add an exclamation mark (!) before the
opening parenthesis of any parameter. This will instruct the query to ignore any users which fall into that
category. For example, if one wanted to configure a query to find users with mail enabled at any domain
EXCEPT domainname.com, the filter should include the following: (mail=")!
(mail=*@domainname.com).

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter
the parameter as '(mail=")".

Note:

«  CASG can only import LDAP users that have email addresses on domains that you have added to CASG
in the Domains interface.

«  To successfully import users, you must make sure the domain of their email addresses has been added to
CASG AND that the LDAP Import is configured for each individual domain from the Domain Management
Area of the respective domain.

«  Mail attribute - Enter the LDAP display name of the contact email address attribute of the AD Server. By
default, this attribute name will be 'mail' for AD servers or the distinguished name (DN) or common user
login name for the AD server. On other servers like Novel or OpenLDAP this attribute may be different and
server specific.

Override existing records:
« Allow CASG to create user accounts as found on LDAP server - Select this checkbox if you wish new
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users added in the AD server to be automatically added to CASG during synchronization. If you do not
select this option, you can manually import the new users from the LDAP import confirmation page.

- Allow CASG to delete user accounts not found on LDAP server - Select this checkbox if you wish users
removed from AD server, to be automatically removed from CASG during synchronization. If you do not
select this option, you can manually remove users from the LDAP import confirmation page.

Information Settings

«  Send Reports - If enabled, CASG will send email notifications to the administrator whenever new users are
created or users are removed either automatically, (if 'Allow to create users?'/'Allow to delete users?" are
enabled) or manually from the LDAP import confirmation page.

+ Last synchronization time (GMT) - Displays the date and time of last manual or scheduled
synchronization with AD server, in GMT.

» Notification area - Contains information about errors that occurred during synchronization. In most cases,
this will contain the same information that is provided with the "Test connection" feature. Note - this area is
only visible if errors occur.

«  To check the configuration and connectivity, click 'Test Connection'. If the connection is established
successfully then the success message will be displayed with the total number of users detected from the

AD server.
Dashboard f Domains / Domain dasbboard - docheamcasg comado. od ua /L DAP import configurasion
LDAP import configuration Help
Conneclion Suctesslly astablished, deteched alotal ol 2 users on yaur Sener E

Connection settings

« To save your configuration, click 'Save'.

» To Save your configuration and run a manual synchronization of user base with the AD server instantly, click
‘Save and run synchronization' now

LDAP Import Confirmation List

The LDAP import confirmation list interface displays the list of:
»  Users created at the AD server and not yet been imported into CASG
«  Users not present on AD server and not yet been removed from CASG

... if "Allow to create users?' / 'Allow to delete users?' are not enabled in LDAP import configuration interface,
along with the list of users created in CASG. The administrator can import the users created at AD server into CASG
manually and remove existing users from this interface.

Also, the administrator can initiate an on-demand synchronization from this interface.
Accessing the LDAP import confirmation list interface
»  Open the 'Domains' interface and select the domain into which you want to import users.

«  Select the domain from the list, click the 'Manage Domain' button to open the 'Domain Management'
interface.

+  Click 'Account management' tab > 'LDAP import confirmation list' sub tab.
The 'LDAP import confirmation list' interface will be displayed:
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Dashboard / Domains / Domain dashboard - csgga.comodo.od.ua / LDAP import confirmation list

:*"_g Help

LDAP import confirmation list

11 Run synchronization now Move to ignore list | [IRL Rl ‘D Refresh ‘

) Fitters

[F] Username Stams
E] alex create
[ derrick create

1 F1 Per page |15 w

The list of users added to and deleted from the AD server with the existing users created at CASG will be displayed.
This list reflects difference between CASG users and AD users, considering LDAP ignore list.

«  Users created at the AD server and not present in CASG will be displayed with the status 'Create’
»  Users not present on the AD server but present in CASG will be displayed with the status 'Delete’

Using the filter option to search users
Click anywhere on the Filters tab to open the filters area.

Dazhinosrd fDomains ! Domain dastboand - doctesmcasg.comado.od ua fLDAP import conflrmation list

LDAP import confirmation list O
I Run synchronization now (€] Move to ignore list £* Refresh
D Fitters
+ Username w || contains v Apply filter

Status

W] Username

You can add more filters by clicking + for narrowing down your search.

Dashiboard F Domaing f Domain dashbosrd - docisamcasg.comado.od us f LDAP impart confirmation ist
LDAP import confirmation list O Hein
1T Run synchronization now @ Wove to ignore list E Refresh
D Fitters
o Usemame v | |containg v Apply filter
| Usamame v | containg v
Username |
ER il — Status

You can remove a filter by clicking the ™= icon beside it.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 254



Creating Trust Online®

Comodo Antispam Gatewgy____.-.,.-Adrﬁi'ﬁi”s_fr_g’t_ér"Guide comMoDo

.-’/’ 2

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the
condition selected in column 2.

If 'Username' is selected, the following conditions are available:

» Equals: Displays all usernames that match the text entered in the text box.

» Not Equals: Displays all users except the one entered in the text box.

« Contains: Displays all username(s) that contain the words entered in the text box.

« Not Contains: Displays all username(s) that do not contain the words entered in the text box.

- Starts With: Displays all username(s) that start with the words entered in the text box.

«  Ends With: Displays all the username(s) that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:

«  Status: Sorts the results based on whether a user's status is 'Create’ or 'Delete’ selected from third column
and condition selected from second column.

If 'Status' is selected, the following conditions are available:

« Equals: Displays the users whose status is as chosen in third column

« Not Equals: Displays the users whose status is opposite to that chosen in third column
Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

‘B Fefresh ‘

Click the button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh’ button.

»  To run a manual on-demand synchronization, click 'Run synchronization now'

If you have not selected the option Remember credentials in LDAP Import Configuration interface, you will be
asked to enter the username and password for CASG to access the AD server.

Connection credentials

LOAF login name:

Fassword:

m| Cancel |

»  Enter the LDAP login credentials and click 'OK'.
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Dashbosrd fDomans fDomsin dashboard - doclesmecssy comodo od s / LDAP mport confinmation ket

LDAP import confirmation list O rein
Synchronization for domain docteamcasg.comodo.od.ua has been started B
2 Cancel synchronization @ Move to ignore list 1':,1’ Refresh
&) Fitters

CASG server will connect to your AD server and start detecting the changes in the users in the AD server.
All the users added to the AD server will be displayed as a list.

« Toimport or delete users selected by applying filter, apply filters as described above and click 'More
actions' > 'Apply import by filter'.

- Toimport or delete a set of selected users, select the users and click 'More actions' > 'Apply import by
selection'.

« Toimport all users created at the AD server and to delete all the users removed from AD server at once,
clear all the filters and click ‘More actions' > 'Apply import by filter'. A confirmation dialog will be displayed.

Apply import

@ Are you sure you want to apply import of all filterec

Lusers?

»  Click OK. The import progress will be displayed.

Cashiboard f Domains  Dorsin dashboard - dochsamcasg comode od wa / LDAP import confirmation kst
LDAP import confirmation list © e
import is in process Please wail %]
@ Wave to lgnore list {3 Pelrash '
£ Finers

On completion, the selected users will be imported or deleted in synchronization with the AD server.

Note: The number of users that you can add for all the domains belonging to your account depends on your
subscription plan. For example, if the subscription plan for your account allows you to add 1000 users and you
have three domains, then you can add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3.
You can set any value between 0 and 999999 in the 'Max. number of users' field in the Add Domains / Edit
Domains / Domain Settings interface, but CASG checks if the total number of users for all domains is within your
license limit.

» To move selected users to Ignore List, select the users and click 'Move to Ignore list'
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Move users to ignore list

s Are you sure you wantto move selected users to
ignore list?

... and click 'OK" in the confirmation dialog.
Users moved to ignore list will be skipped from next synchronization with the AD server.

LDAP Import Ignore List

The LDAP import ignore list interface displays a list of users to be skipped from being created or deleted in CASG
during synchronization with the AD server. Users can be moved to ignore list from the LDAP Import Confirmation List
interface or manually added. Once added to the ignore list, the user will be skipped from the AD server from the next
synchronization operation.

Accessing the LDAP import ignore list interface
«  Open the 'Domains' interface and select the domain into which you want to import users.

+  Select the domain from the list, click the 'Manage Domain' button to open the 'Domain Management'
interface.

«  Click 'Account management' tab > 'LDAP import ignore list' sub tab.
The 'LDAP import ignore list' interface will be displayed.

Drashiboard § Domains f Domsin dashbosrd - docteamcasd comoda od.us fLDAP impor lgnore kst

LDAP import ignore list © Hei
o 2dd I Remave from ignore list £ ¥ Refresn
€) Filters
71 Usernama
[ bob
[ derrick

1 | Perpage |16 @ w

Using the filter option to search users
»  Click anywhere on the Filters tab to open the filters area.
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Dazhiboard f Domaing f Domain dazhbosnd - doctesmcazg.comodo . od.us fLDAP import ignore list

© Hep
LDAP import ignore list )
+.-ﬂ-.dl:l ﬁ Remave from ignore list ‘1-:,1 Refrash
€D Filters
o= psemame ~ | | contains v Apply filter
| contains I
¥ Username seie |
| notequals L i
not contains go s kg
1 i1 starts with | Perpage 15 | w
| ends with F

Available filters are:

« Username: Will execute a search of usernames according to the text in the text box (column 3) and the
condition selected in column 2.

The following conditions are available:

« Equals: Displays all usernames that match the text entered in the text box.
» Not Equals: Displays all users except the one entered in the text box.
« Contains: Displays all username(s) that contain the words entered in the text box.
« Not Contains: Displays all username(s) that do not contain the words entered in the text box.
«  Starts With: Displays all username(s) that start with the words entered in the text box.
- Ends With: Displays all the username(s) that end with the words entered in the text box.
«  Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the result.
+  Click anywhere on the Filters tab to close the filters area.

a Refresh ‘

«  Click the ‘ button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the ‘Refresh’ button.

To add users to ignore list
«  Click 'Add". The Add ignored user dialog will be displayed.

Add ignored user

= william

lgnored users

= Oreig

o

«  Enter the user names to be added to the ignore list
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«  C(lick the + icon to add more users
«  (Click Save to add the users.
A'Successfully added' message will be displayed at the top.

To remove the users from the ignore list
»  Select the users and click 'Remove from ignore list'. A confirmation dialog will be displayed.

Delete users

e Areyou sure you swant to delete the selected
uzers?

«  Click OK.
The users will be removed from the list and a 'Successfully deleted' message will be displayed at the top.

«  Users removed from the ignore list will be imported to or deleted from CASG based on changes in the AD
server, during the next synchronization if 'Allow to create users?'/'Allow to delete users?' are enabled in
LDAP import configuration interface.

«  Users removed from the ignore list will be listed in the LDAP import confirmation list interface based on
changes in the AD server, during the next synchronization if 'Allow to create users?'/'Allow to delete
users?' are not enabled in LDAP import configuration interface.

3.2.2 Audit Log

CASG keeps a record of actions initiated by users and administrators for all domains belonging to an account. The
Audit Log area allow administrators with appropriate privileges to view these log reports. CASG also keeps logs of
domains separately for each domain. For more details on selected domain audit log, refer to the section Domain
Audit Log. This section explains about the consolidated log for all domains available in the account.

COMODD
' Antispam Gateway

r__r:‘ Cashboard Audﬂ: |

E, Expo
[?_g At fog

ﬁ—‘ Filter
3] Account mar gEmEn

Daite: (GIT »

_'_'.. Customer management

The log details for all the domains will be displayed.
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o Filters

Date (GMT +0)

2014-10-28 16:30:52

2014-10-28 16:30:51

2014-10-28 16:30:29

2014-10-28 16:28:51

Domain Role

docteamcasg.comodo.oc system

docteamcasg.comodo.oc system

docteamcasg.comodo.oc system

docteamcasg.comodo.of system

Sorting the Entries

Login

Operation key

ACCEPT_AND_,

ACCEPT_AND_,

ACCEPT_AND_,

ACCEPT_AND_,

Operation description

Accept and archive
message

Accept and archive
message

Accept and archive
message

Accept and archive
message

COMODO
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Help

‘8 Refresh ‘

Details

Recipients:
john@docteamcasg.comodo.od.ua; Sender:
admin@antispamgateway.comodo.com,
Date: Tue Oct 28 14:53:04 GMT 2014, Subject:
Mew account registered

Recipients:
john@docteamcasg.comodo.od.ua; Sender:
admin@antispamgateway.comodo.com,
Date: Tue Oct 28 14:53:04 GMT 2014; Subject:
Mew account registered

Recipients:
demol@docteamcasg.comodo.od.ua,
demo2@docteamcasg.comodo.od.ua;
Sender: admin <demo@csg.comodo.od.ua=;
Date: Tue Oct 28 13:37:58 GMT 2014, Subject:
Re: DQ demo

Recipients:
demol@docteamcasg.comodo.od.ua,
demo2@docteamcasg.comodo.od.ua;
Sender: admin <demo@csg.comodo.od.ua=;
Date: Tue Oct 28 13:38:30 GMT 2014; Subject:
D0 demo 2

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the
entries as per the information displayed in the respective column. The sorting option is not available for 'Operation
description' column.

Using Filter options to search particular event(s)

»  Click anywhere on the 'Filters' tab to open the filters area.

Dnshbosrd §Audt log
Auditlog

£ Expartto CEV by fiker

Q Filters
+ Domam

Dates (BT 1)

W comfaing w

Dintmain = Robe

L

st o by

Ogreen aliod alescription

You can add more filters by clicking + for narrowing down your search.

Halp

% Ramesh

it aite
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Dashboard § Audit log

Audit log

(] Exportta G5V by filter

€D Fitters

== | Domain v contains v

== | Date w | | eguals v )
Date

Date Domain Mmain *  Raole Login Oper
Raole
Login

2014/ Operationdescription o oron 0o comodoodua  superadmin DEL
Details

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

«  Domain: Will execute a search of log entries according to the text entered in the text box (column 3) and
the condition selected in column 2.

«  Login: Will execute a search of log entries according to the text entered in the text box (column 3) and the
condition selected in column 2.

- Details: Will execute a search of log entries according to the text entered in the text box (column 3) and the
condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:
« Contains: Displays all log entries that contain the words entered in the text box
» Equals: Displays all log entries that contain only the words entered in the text box
» Not Equals: Displays all log entries that do not contain only the words entered in the text box
« Not Contains: Displays all log entries that don't contain the words entered in the text box
- Starts with: Displays all log entries that starts with the words entered in the text box
»  Ends with: Displays all log entries that ends with the words entered in the text box

Other options available in the first drop-down in the filters area:

- Date: Will execute a search of log entries according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

» Role: Will execute a search of log entries according to the role selected in the third field (column 3) and the
condition selected in column 2.

«  Operation Description: Will execute a search of log entries according to the action selected in the third
field (column 3) and the condition selected in column 2.

If 'Date' is selected, the following conditions are available:
« Equals: Displays the entries that have the same date as the selected date in the third box from the

calendar

» Less than: Displays the entries with dates less than the selected date in the third box from the
calendar

»  Greater than: Displays the entries with dates greater than the selected date in the third box from the
calendar
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If 'Role' is selected, the following conditions are available:

« Equals: Displays all log entries that is equal to the role selected in column 3.
» Not Equals: Displays all log entries that except the role selected in column 3.

If '‘Operative description' is selected, the following conditions are available:

» Equals: Displays all log entries that is equal to the event selected in column 3.
» Not Equals: Displays all log entries that except the event selected in column 3.

«  Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
»  Click anywhere on the Filters tab to close the filters area.

‘a Refresh ‘

»  Click the button to display all the entries.

The following table provides the details of actions initiated by user/administrator and shown under Operation Key
and Operation Description columns in the log report:

Operation Key Operation Description

1 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message

ACCEPT_BLACKLIST_REQUEST Accept blacklist request

2
3 ACCEPT_BLACKLIST_REQUEST_PER_USER Accept request blacklist sender for user
4

ACCEPT_EMAIL Accept message
5 ACCEPT_RELEASE_REQUEST Accept release request
6 ACCEPT_WHITELIST_REQUEST Accept whitelist request

7 ACCEPT_WHITELIST_REQUEST_PER_USER Accept request whitelist sender for user

8 ADD_GEOLOOKUP_RESTRICTION Add geolookup restriction

9 ADMIN_ADD Add admin

10 ADMIN_DELETE Remove admin

1" ADMIN_EDIT Edit admin settings

12 ADMIN_PASSWORD_UPDATE Update password for admin

13 ADMIN_PERMISSIONS_ASSIGN_GROUP Assign admin permission group by selection
14 GEMIN_PERMISSIONS_CHANGE_DEFAULT_GRO Change default admin permission group

15 ADMIN_PERMISSIONS_GROUP_ADD Add admin permission group

16 ADMIN_PERMISSIONS_GROUP_DELETE Remove admin permission group

17 ADMIN_PERMISSIONS_GROUP_UPDATE Update admin permission group
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18 ADMIN_REGENERATE_PASSWORD Regenerate password for admin

19 ADMIN_UNLOCK Unlock admin

20 ADMIN_VIEW_MESSAGE_CONTENT Admin view message content

21 ARCHIVE_MESSAGE Archive message

22 BLACKLIST_DOMAIN_RULE Blacklist domain rule

23 BLACKLIST_RECIPIENT Blacklist recipient

24 BLACKLIST_RECIPIENT_DOMAIN Blacklist all recipients of the domain

25 BLACKLIST_REQUEST Blacklist request

26 BLACKLIST_SENDER Blacklist sender

27 BLACKLIST_SENDER_DOMAIN Blacklist all senders of the domain

28 BLACKLIST_USER_SENDER Blacklist sender for user

29 CANCEL_BLACKLIST_REQUEST Cancel blacklist request

30 CANCEL_WHITELIST_REQUEST Cancel whitelist request

31 CHANGE_FORWARD_SETTINGS_FOR_INCOMIN | Change forward settings for incoming user
G_USER

32 DELETE_EMAIL_FROM_ARCHIVE Delete archived message

33 DELETE_EMAIL_FROM_ARCHIVE_BY_FILTER |Delete archived messages by filter

34 DELETE_EMAIL_FROM_QUARANTINE Delete quarantined message

35 gELETE_EMAIL_FROM_QUARANTINE_BY_FILTE Delete quarantined messages by filter

36 DOMAIN_ADD Add domain

37 DOMAIN_ALIASES_ADD Add domain alias

38 DOMAIN_ALIASES_DELETE Remove domain alias

39 DOMAIN_AUDIT_CONFIGURATION_CHANGE Audit configuration change

40 DOMAIN_BLOCKED_EXTENSIONS_RESET_TO_ |Reset blocked extensions to default
DEFAULT

41 DOMAIN_BLOCKED_EXTENSIONS_UPDATE Update blocked extensions

42 DOMAIN_DELETE Remove domain

43 DOMAIN_DESTINATION_ROUTES_UPDATE Update destination routes

44 DOMAIN_EMAIL_SIZE_RESTRICTION_CHANGE | Email size restriction change

45 DOMAIN_INCOMING_USER_ADD Add incoming user

46 DOMAIN_INCOMING_USER_ALIASES_UPDATE | Update incoming user aliases

47 DOMAIN_INCOMING_USER_DELETE Remove incoming user

48 DOMAIN_INCOMING_USER_EDIT Edit incoming user
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49 DOMAIN_INCOMING_USER_MOVE_ALIAS_TO_U | Move alias to incoming user

SER
50 DOMAIN_INCOMING_USER_MOVE_USER_TO_A | Move user to alias
LIAS
51 DOMAIN_INCOMING_USER_PASSWORD_UPDAT | Update password for incoming user
E
52 DOMAIN_INCOMING_USER_REGENERATE_PAS | Regenerate password for incoming user
SWORD
53 DOMAIN_INCOMING_USER_UNLOCK Unlock incoming user

54 DOMAIN_LDAP_CONFIGURATION_CHANGE LDAP configuration change

55 DOMAIN_LOCAL_RECIPIENTS_ADD Add local recipient

56 DOMAIN_LOCAL_RECIPIENTS_DELETE Remove local recipient

57 DOMAIN_LOCAL_RECIPIENTS_STATE_CHANGE | Local recipients state change

58 DOMAIN_OUTGOING_USER_ADD Add outgoing user

59 DOMAIN_OUTGOING_USER_DELETE Remove outgoing user

60 DOMAIN_OUTGOING_USER_LOCK Lock outgoing user

61 DOMAIN_OUTGOING_USER_PASSWORD_UPDA | Update password for outgoing user
TE

62 DOMAIN_OUTGOING_USER_SETTINGS_UPDAT | Edit outgoing user
E

63 DOMAIN_OUTGOING_USER_UNLOCK Unlock outgoing user

64 DOMAIN_RELAY_RESTRICTIONS_ADD Add relay restriction

65 DOMAIN_RELAY_RESTRICTIONS_DELETE Remove relay restriction

66 DOMAIN_RELAY_RESTRICTIONS_STATE_CHAN |Relay restriction state change
GE

67 DOMAIN_RELAY_RESTRICTIONS_UPDATE Update relay restriction

68 DOMAIN_REQUEST_CREATED Domain request created

69 DOMAIN_SETTINGS_RESET_TO_DEFAULT Reset domain settings to default

70 DOMAIN_SETTINGS_UPDATE Update domain settings

71 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription reset to default
_RESET_TO_DEFAULT

72 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription update

_UPDATE
73 DOMAIN_VALIDATED_BY_CODE Domain validated by code
74 DOMAIN_VALIDATED_BY_MX Domain validated by MX

75 DOMAIN_VALIDATED_CODE_REGENERATED Domain validation code regenerated

76 EMAIL_QUARANTINE_ALERT Email quarantine alert

77 ENABLE_GEOLOOKUP_RESTRICTIONS Enable geolookup restrictions
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78 ENABLE_USER Enable user

79 FORWARD_BY_RULE_EMAIL Forward by rule email

80 FORWARD_DOMAIN_RULE Forward domain rule

81 FORWARD_EMAIL_LOOP_EXCEPTION Forward email loop exception

82 FORWARD_TO Forward to

83 FORWARDED_BY_RULE_EMAIL_IS_LOOPED Forwarded by rule email is looped

84 IMPORT_INCOMING_USER Import incoming user

85 LICENCE IS RETORED Licence is restored

86 LICENCE_IS_EXPIRED Licence is expired

87 MARK_EMAIL_AS_SPAM Mark message as spam

88 MIGRATE_DOMAIN Migrate domain

89 NON_HUMAN_EMAIL_TYPE Non human email type

90 PUBLIC_EMAIL_TYPE Public email type

91 QUARANTINE_EMAIL Quarantine message

92 QUARANTINE_RELEASE_REPORT_SUBSCRIPTI |Quarantine release report subscription reset to
ON_RESET_TO_DEFAULT default

93 QUARANTINE_RELEASE_REPORT_SUBSCRIPTI |Quarantine release report subscription update
ON_UPATE

94 QUARANTINE_REPORT_SUBSCRIPTION_RESET | Quarantine report subscription reset to default
_TO_DEFAULT

95 (EQUARANTINE_REPORT_SUBSCRIPTION_UPDAT Quarantine report subscription update

96 REJECT_BLACKLIST_REQUEST Reject blacklist request

97 REJECT_BLACKLIST_REQUEST_PER_USER Reject request blacklist sender for user

98 REJECT_RELEASE_REQUEST Reject release request

99 REJECT_RELEASE_REQUEST Reject release request

100 |REJECT_WHITELIST_REQUEST Reject whitelist request

101 REJECT_WHITELIST_REQUEST_PER_USER Reject request whitelist sender for user

102 | RELEASE_EMAIL_FROM_QUARANTINE Release quarantined message

103  |REMOVE_BLACKLIST_DOMAIN_RULE Remove blacklist domain rule

104 | REMOVE_DOMAIN_BY_VALIDATION_TIMEOUT  |Remove domain by validation timeout

105 | REMOVE_FORWARD_DOMAIN_RULE Remove forward domain rule

106 REMOVE_GEOLOOKUP_RESTRICTION Remove geolookup restriction

107 |REMOVE_WHITELIST_DOMAIN_RULE Remove whitelist domain rule

108 REPLY_ON_ARCHIVED MESSAGE Reply on archived message
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109 |REPORT_SPAM_BY_FILE Report delivered message as spam

110 REPORTED_SPAM_REPORT_SUBSCRIPTION_R | Reported Spam report subscription reset to default
ESET_TO_DEFAULT

11 REPORTED_SPAM_REPORT_SUBSCRIPTION_U |Reported Spam report subscription update
PDATE

112 REPORTS_AS_SPAM Reports archived message as a SPAM

113 RESEND_EMAIL_FROM_ARCHIVE Resend archived message

114 RESET_SPAM_DETECTION_SETTINGS_TO_DEF |Reset spam detection settings to default
AULT

115  |RESET_SYSTEM_NOTIFICATIONS_TEMPLATE_T | Reset system notifications template to default
O_DEFAULT

116 _I?SESET_TO_DEFAULT_BLACKLISTED_RECIPIEN Reset recipients blacklist

117 |RESET_TO_DEFAULT_BLACKLISTED_SENDERS |Reset senders blacklist

118 _I?SESET_TO_DEFAULT_WHITELISTED_RECIPIEN Reset recipients whitelist

119 |RESET_TO_DEFAULT_WHITELISTED_SENDERS |Reset senders whitelist

120 SEND_INVITATION_TO_USER Send invitation to user

121 SPAM_DETECTION_SETTINGS Update spam detection settings

122 | SPAM_DETECTION_SETTINGS_RESET_TO_DEF |Reset spam detection settings
AULT

123 | SYSTEM_NOTIFICATIONS_TEMPLATE_CHANGE | System notifications template change

124 | TLD_DOMAIN_RULE TLD domain rule

125 UNBLACKLIST_RECIPIENT Remove recipient from the blacklist

126 UNBLACKLIST_SENDER Remove sender from the blacklist

127 | UNBLACKLIST_USER_SENDER Remove sender from the user blacklist

128 UNWHITELIST_RECIPIENT Remove recipient from the whitelist

129 | UNWHITELIST_SENDER Remove sender from the whitelist

130 UNWHITELIST_USER_SENDER Remove sender from the user whitelist

131 UPDATE_BLACKLIST_DOMAIN_RULE Update blacklist domain rule

132 | UPDATE_FORWARD_DOMAIN_RULE Update forward domain rule

133 |UPDATE_USERS_AUTO_IMPORT_SETTINGS Update users auto-import settings

134 | UPDATE_WHITELIST_DOMAIN_RULE Update whitelist domain rule

135 |USER_BLACKLIST_REQUEST_PER_USER Request blacklist sender for user

136 LEJFS{ER_CANCEL_BLACKLIST_REQUEST_PER_US Cancel request blacklist sender for user

137  |USER_CANCEL_RELEASE_REQUEST Cancel release request
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138 LEJsER_CANCEL_WHITELIST_REQUEST_PER_US Cancel request whitelist sender for user

139  |USER_PERMISSIONS_ASSIGN_GROUP Assign user permission group by selection

140 BgER_PERMISSIONS_CHANGE_DEFAULT_GRO Change default user permission group

141 USER_PERMISSIONS_GROUP_ADD Add user permission group

142 |USER_PERMISSIONS_GROUP_DELETE Remove user permission group

143 |USER_PERMISSIONS_GROUP_UPDATE Update user permission group

144  |USER_RELEASE_REQUEST Release request

145 |USER_WHITELIST_REQUEST_PER_USER Request whitelist sender for user

146  |USERS_AUTO- Users auto-import report subscription reset to
IMPORT_REPORT_SUBSCRIPTION_RESET_TO_ | default
DEFAULT

147  |USERS_AUTO- Users auto-import report subscription update
IMPORT_REPORT_SUBSCRIPTION_UPDATE

148 | WHITELIST_DOMAIN_RULE Whitelist domain rule

149 | WHITELIST_RECIPIENT Whitelist recipient

150  |WHITELIST_RECIPIENT_DOMAIN Whitelist all recipients of the domain

151 WHITELIST_REQUEST Whitelist request

152 | WHITELIST_SENDER Whitelist sender

153 | WHITELIST_SENDER_DOMAIN Whitelist all senders of the domain

154 WHITELIST_USER_SENDER Whitelist sender for user

Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. If the
entries exceed this value, exporting cannot be done and a warning will be displayed. Please note that exported file

will display the entries in the same sorted order as in the interface.

To export log report to csv file

Click the 'Export to CSV by filter' button.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved

267




e

’_./

Comodo Antispam Gatew_gy_____-.,..Admiﬁiféng’tfér

Guide comoboO

/

Dashboard § Audit log

Audit log

(4 Exportto CSY by filter

€D Filters

Date (GMT +0) Domain “  Role Login

The 'File Download' dialog will be displayed.

i B’
Opening CASG-AuditExport-2014-10-27 12_33_31.csv [

You have chosen to open:
| CASG-AuditExport-2014-10-27 12_33 31.csv

which is: Text Document
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Dpenwith |Motepad (default) -

@ Save File

[ Do this automatically for files like this from now on.

[ 0] ]| Cancel |

L A

»  Click 'Open' to view the file with an appropriate application or click 'OK' to save the file to your computer.

The values in the log report will be separated by commas and this file can be opened with appropriate application
such as Excel or Openoffice Calc for easy analysis.

3.2.3 Administrator Account Management

The Account Management area of CASG allows an administrator with appropriate privileges to add new
administrators for the same account. This area also allows the administrator to configure permissions for users and
administrators, reset passwords and change the login status from enabled to disabled and vice-versa. If you have
logged in using the CAM credentials, this area will have an additional icon 'Login to my Comodo account' through
which you can access your CAM account. If logged in as an administrator, the 'Account Management' area will differ
depending on the privileges configured for the administrator. Refer to the section 'Admin Groups & Permissions'
for more details.
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4 cCoMODOD
Antispam Gateway

Qﬁ Erashboard

r& CIormEins

[ Auditiog

r!"—] ACCOUNT managemeant

Admins

Customer management

Click the following links for more details:
+ Managing Administrators
« User Groups & Permissions
»  Admin Groups & Permissions
»  Managing Comodo Account
» My Profile
» Users History

3.2.3.1 Administrators

In this interface, an administrator with appropriate privileges can add new administrators, delete existing
administrators, set permission levels as well as edit the login status and regenerate new password for existing
administrators. Refer to the section 'Admin Groups & Permissions' for more details on administrative privileges.

Click the following links for more details:

+ Managing Administrators

+ Adding New Administrators

+ Deleting Administrators

» Editing Administrators

« Managing Permissions for Administrators
Managing Administrators

«  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Admins'
sub tab.
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na cormodo 0. s
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exampied dornain corm]

Parpage (15 w

The 'Admins' interface displays a list of administrators with their CASG enabled/disabled status, their last login date
and time, to which group they belong and the domains that they can manage. You can sort the entries in ascending
or descending order based on the login, enabled status or last login time by clicking the up/down arrows in the

respective column headers.

Using the filter option to search administrators

Click anywhere on the Filters tab to open the filters area.

R shicesd 1 Admns

Admins

0 rep
o agd [ Delele | # Edt 4 wanage permissions i ¥ Rafesh
2 Finers
& |Login w | | contarg w m
(] Fmablaad L ast Ioipin rEli Taripag
You can add more filters by clicking + for narrowing down your search.
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Dashbosrd § Admins

Admins
+ Add W Delete f Edit y Manage permissions

€ Filters
ke v | [containg v

Login
Enabled
Lastlogin
Group

Enabled Last login

You can remove a filter by clicking the ™= icon beside it.

Following are the options in the first drop-down in the filters area:

«  Login: Will execute a search of admins according to the text in the text box (column 3) and the condition
selected in column 2.

When you select this option in the first drop-down, the following filters are available in the second drop-down:
»  Equals: Displays the results based on the administrator name that was entered in full in the text box.
* Not Equals: Displays all administrator(s), except the one entered in the text box.
« Contains: Displays all administrator(s) that contains the words entered in the text box.
» Not Contains: Displays all administrator(s) that does not contain the words entered in the text box.
- Starts With: Displays all administrator(s) that starts with the words entered in the text box.
« Ends With: Displays all administrator(s) that ends with the words entered in the text box.

Other options available in the first drop-down in the filters area:
« Enabled: Sorts the results based on administrators' enabled / disabled status.
When you select this option in the first drop-down, 'equals' is the only option available in the second drop-down:
« Equals: Displays the results of enabled administrator(s) when the checkbox beside it is selected.
When the checkbox is not selected, it displays the list of administrator(s) who are not enabled.
« Last Login: Will execute a search of admins according to the date selected in the calendar (column 3) and
the condition selected in column 2.
When you select this option in the first drop-down, the following filters are available:
« Equals: Displays the list of administrator(s) that has the last logged in on the same date as the
selected date in the third box from the calendar.

» Less than: Displays the list of administrator(s) that has the last logged in on dates less than the
selected date in the third box from the calendar.

«  Greater than: Displays the list of administrator(s) that has the last logged in on dates greater than the
selected date in the third box from the calendar.

»  Group: Will execute a search of admins according to the group selected in last drop-down (column 3) and
the condition selected in column 2.
» Equals: Displays the results based on the group name that is selected in the drop down list from the
third box.
« Not Equals: Displays all administrator(s), except the one selected in the drop down list from the third
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box.
«  Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the result.

+  Click anywhere on the Filters tab to close the filters area.

. £ Refresh . o
e Clickthe - ! button to display all administrators.

Note: To display all the administrators after using the filters option, you have to first click anywhere on the Filters
tab to close the filters area and then click the 'Refresh' button.

To add a new administrator

«  (Click the Add button.

Dashboard S Adming
Admins
@ M =~Ssalae f Edit @ Manage parmissions
© Fiters New administrslos
+ Group v equals Login:  smilhé@dociearncasg comoda od.ua
Sstern nobfcations email(s): | Rallena@armall.cam
Lagin LE]
o gtatus: [ Enabled s
Subscribe emalls 10 global
51 &l 1nJJrM_“E‘5
reparting
[ John@docieameasg comodo.od ua Foer Adminisirator

i [1-141]

The 'New administrator' dialog will be displayed.
* Login - Enter the new administrator's valid email address as login username.

«  System notifications email(s) - Enter the email addresses at which the new administrator should receive
CASG notification emails. It can be the same email address as the login name and / or alternative email
address(es) of up to a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or
releasing quarantined emails and notifications such as of imports of users, local recipients and users via
LDAP from CSV files will be sent to the email addresses specified in this field. Refer to the section Email
Management for more details.

- Status - Enables to change the login status of the new administrator. By default, this box is selected, that is,
the new administrator can access CASG interface.

«  Subscribe emails to global reporting - Selecting this checkbox enables the new administrator to receive
the periodical domain and quarantine summary reports of all domains belonging to the account at the email
address specified as login user name. Refer to CASG Reports - an Overview for more details.

«  Click the 'Save' button.

The administrator will be added to the list and be placed in the default group. The privileges to the administrator can
be configured according to his/her role. Refer to the section 'Managing Permissions for Administrators' for more
details. An email to the added administrator will be sent automatically containing password to access CASG. The
password can be reset in the edit interface. The added administrator will be displayed in the list.
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To delete an administrator
«  Select the administrator to be removed and click the 'Delete’ button.

Do J Ademine:

Admins @ e
o add .& Edit | & Manags permiszons ¥ Refesh
£ Fiters

Logn Enablsd Lasgt login Gisip Taigel
S| besEcasg comods od ua frue HR Hoceameasy. combde. od ual

Moceameasy. comodo.od ua,

tastdomaincam, Esgarche
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e Pl e ST L0,

eampled_dorain.com|

lohrgdocieamcasg comodo od us  Fue Apr i, 2014 63050 AW

Hockeamiasg comode od ua,

ARETOM MR COmM, S55-arh
Fower Adminigtraions ja comndood ua,

BRI P18 B0 S0,

smamplat domain com|

¥ smiffh@anrteameasg comodn ndus Fus

1 i [1-513) Ferpage 145 |w

A confirm dialog will be displayed warning you that the selected administrators will be deleted.

Delete administrators

@ Are you sure you swant to delete the selected

administrators?

«  Click 'OK" to confirm the deletion.
The selected administrator(s) will be deleted from the list.
To edit an existing administrator
You can reset the password, change the CASG notification email address(es) and allow or deny permission for the
administrators to access their CASG account in the edit interface.
«  Select the administrator you want to edit from the list and click the 'Edit' button.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 273



COMODO

Creating Trust Online®

Dashboard § Adming
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The 'Edit administrator' dialog box will be displayed.

« System notifications email(s) -Enter the email addresses at which the new administrator should receive
CASG notification emails. It can be the same email address as the login name and / or alternative email
address(es) of up to a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or
releasing quarantined emails and notifications such as of imports of users, local recipients and users via
LDAP from CSV files will be sent to the email addresses specified in this field. Refer to the section Email
Management for more details.

Tip: The currently logged-in administrator can configure the Quarantine notification email address through
Dashboard > Account Management > My Profile > Change Settings dialog.

«  Status - Enables to change the login status of the administrator.

* Regenerate password - Click this button to reset the password for the administrator in case it is forgotten.
The new password will be sent to the administrator's email automatically. The administrator has to use this
new password to access CASG.

»  Click the 'Save' button to confirm your changes.
Managing Permissions for Administrators

CASG allow administrators with appropriate privileges to assign permissions for other administrators that will
determine what he/she can do and cannot do while logged into their respective CASG admin interface. The
administrators can create policies and assign them to other administrators from this interface. See the section
'Admin Groups & Permissions' for more details on how to create groups and policies for administrators. A new
administrator will be automatically assigned default permission settings.

To assign permissions for an administrator

«  Select the administrator or multiple administrators that you want assign permissions and click the 'Manage
permissions' button.
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The 'Admin Groups & Permissions' interface will be displayed.

Admin groups & permissions

o= Add

Name

D Power Administratars (Drefaulf)
O HR
© Limited

D General

Assign to selected admins Assign to fitered admins | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default,
'Power Administrators (Default) group will be available and administrators can add, edit groups and assign
permissions to other administrators. See the section 'Admin Groups & Permissions' for more details.

»  Select the group from the list.

The permissions set for this group will be displayed on the right side.

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 275



COMODO

Creating Trust Online®

Admin groups & permissions
o= Add

Hame Permission:

Power Administrators (Default)

4 ¥ Al customer permissions

~| Add domain
Admin management
User permissions
Admin permissions
Report management
User session history view
View customer info

~ Locale
~| View
~| Change

*| Change user limit per domain

~| Email template management
~| Audit log

Assign to selected admins Assign to filtered admins | Cancel |

Click the 'Assign to selected admins' button to set permissions for selected admin(s).

«  Click 'Assign to filtered admins' button to set permissions for administrators found by filter.
+  Click 'OK" in the confirmation dialog.

The selected admin(s) will be added to the group and a confirmation message will be displayed.

Dttt J Adkmira

Admins @ e
Fermiz=ions sutcessiull assigned to I adminds) ﬁ
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The interface also displays the new group assigned for the selected admin(s) under the 'Group' column.

3.2.3.2 User Groups & Permissions

The User Groups & Permissions interface allows the administrators with appropriate privileges to create email user
groups according to the needs of the organization. Each group can be configured with different permission levels.
This simplifies the process of configuring permission levels for each user meaning new or existing users belonging to
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all domains for the account can be simply assigned a group with a preset policy. The user interface will vary
according to his/her permission level. See the section 'Managing Permissions for Users' in 'User Account
Management' on how to add users to predefined groups.

To create user groups

«  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'User
groups & permissions' sub tab.

COMDDOD
' Antispam Gateway

|:2:| Dashboard
& pomainz
[= audi iog

,
] account management

Lizars histony

.!_'.'. CUStOMEr management

The 'User Groups & permissions' interface will be displayed.

Dot J User rolps & pamisoro
User groups & permissions @ Hei

e Add

By default, two user groups, Power User and Users (Default), will be available. These two groups cannot be either

edited nor deleted. Clicking any one of them will display the permission levels assigned for the group in the right
side.
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® Power Lisers Fl All yser parmissions

Users (Defaull Incomeng Log Searh

Clicking on the arrow beside a permission will display the tree structure of second level of permissions, if available.

Permission:;

L3

4 ¥ Al user permissions |
¥| Incoming Log Search
| Dutgoing Log Search
*| Report Spam
| User report subscriptions
4 ¥ Quarantine
*| Show Message
*| Release messages

m

¥| Delete messages
4 ¥ Archive

| View

*| Resend

| Create mail request
¥| Change user settings

For users in the 'Power User' group, all permission levels will be enabled. The 'Release quarantine messages' option
will not be available to users in the regular 'Users' group. This means that if a user is assigned to the 'Power User'
group, he / she can release quarantined messages from the quarantined mails list without approval from the
administrator. See the section Released Requests in 'Email Management' for more details.

Permission Levels
» Incoming Log Search - Allows a user to search and view the log of all incoming mails.
»  Outgoing Log Search - Allows a user to search and view the log of all outgoing mails.
*  Report Spam - Allows a user to report a mail as spam mail.
« User report subscriptions - Allows a user to configure periodical quarantine report generation.
+ Quarantine

«  Show Message - Allows a user to view quarantined emails in same window or separate window.

» Release messages - Allows a user to release a quarantined mail without approval from the
administrator.
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- Delete messages - Allows a user to delete a quarantined mail without approval from the administrator.
» Archive

»  View - Allows a user to view archived emails in same window or separate window.
» Resend - Allows a user to resend archived emails to himself / herself.
»  Create mail request - Allows a user to configure email request for CASG notifications.

« Change user settings - Allows a user to configure himself / herself as recipient whitelist.
«  Whitelist / Blacklist

« Manage whitelist senders per user - Allows a user to manage sender whitelist for his / her mail
account

»  Manage blacklist sender per user - Allows a user to mange sender blacklist for his / her mail account

Click the following links for more details.
» Adding a new group
» Editing a group
» Deleting a group
« Making a group as default

Adding a New Group
- Toadd a new group and configure permission levels, click the 'Add' button.

Diashboard § User groups & permissions

User groups & permissions

Name

D Power Users

@ Users (Default

A new group creating page will be displayed.
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Dashboard / User groups & permissions

User groups & permissions Help
Name Permission:
© Power Users 4 [ All user permissions |
© Users (Default) Incoming Log Search
@ Outgoing Log Search
- Report Spam

User report subscriptions
4 | !Quarantine

m

Show Message

Release messages

Delete messages
4 | Archive

View

Resend

Create mail request
Change user settings

- T

«  Enter the name of the group in the text field under the 'Name' column and enable the permission levels in
the right side required for that group.

Dashboard / User groups & permissions

User groups & permissions Help
Name Permission:
© Power Users 4 |5 All user permissions il
© Users (Default) “JIncoming Log Search

& *| Qutgoing Log Search
@ Hr
*| Report Spam
| User report subscriptions
4 |H/Quarantine

m

Show Message
| Release messages
| Delete messages
4 ] Archive
| View
| Resend

*| Create mail request
Change user settings

BN o
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«  Click the 'Save' button.
The newly created group will be displayed in the interface.

Diashboard § User groups & permissions

User groups & permissions

o= add

Name

© Power Users
@ Users (Default
© HR

Now, users of domains belonging to the account can be assigned to this newly created group. See the section
'Managing Permissions for Users' in 'User Account Management' on how to add users to predefined groups.

Editing a Group

You can edit the name of an existing group and / or change the permission levels.

- To edit an existing group, select the group from the list and click the 'Edit' button.

Dashboard / User groups & permissions

User groups & permissions Help
Name Permission:
© Power Users 4 [E] All user permissions |
@ Users (Default) Incoming Log Search
& Outgoing Log Search
@ HR
Report Spam

User report subscriptions
4 |8/ Quarantine

m

Show Message

Release messages

Delete messages
o Archive

View

Resend
| Create mail request
Change user settings
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«  Change the permission levels and / or the name of the group.
»  Click the 'Save' button for the changes to take effect.
The users in the group that is edited will be automatically reassigned to the edited group.

Deleting a Group

« Todelete a group, select it from the list and click the 'Delete’ button.

[ocfonrd filser groups & permision

User groups & permissions

o pin 4 Ean Makn tetaul

Hanii Peimission:
Pmssar Lisars Blluger permrissions
Users {Dedaul)

W Limited

+  Click 'OK"in the confirmation dialog.

Delete group

@ Are wou sure you want to delete the selected

group?

The selected group will be deleted from the list.
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& rep

to reassign the users if required.

migrated to the 'Users' group.

Note 1: If you delete a group, users assigned to that group will be automatically moved to default group. You have

Note 2: If you delete a user group created by the administrator and marked as default, then the 'Users' group that
was shipped with the product will be set as default. All the users from the deleted group will be automatically
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Making a Group as Default

CASG allows administrators to make an existing group as default group. Newly added users and users belonging to
an existing group whose name was deleted will be automatically moved to this default group.

« To make an existing group as a default group, select it from the list and click the 'Make default' button.
gl R § Ui GroUgek 8 P3N
User groups & permissions @ ven

o iid | Edit| T oaew

Hame Pandsaion
Fowar User | Al umer permissions
Users [Dafaully
HR

% Cpnevsl

A success dialog will be displayed.

Success

@ Default group successiully changed.

» Click 'OK'.
The selected group will be displayed as default group.

Dashboard f User groups & parmizsions

User groups & permissions

o add | & Edit | [T Delete

Hamne Peri
) Power Users

& Ugers

© HR

8! General (Cafaull

Note: If you delete a user group created by the administrator and marked as default, then the 'Users' group that
was shipped with the product will be set as default. All the users from the deleted group will be automatically
migrated to the 'Users' group.
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3.2.3.3 Admin Groups & Permissions

The Admin Groups & Permissions interface allows the administrators with appropriate privileges to create
administrator groups according to the needs of the organization. Each group can be configured with different
permission levels. This simplifies the process of configuring permission levels for each administrator meaning new or
existing administrators belonging to the account can be simply assigned a group with a preset policy. The admin
interface will vary according to his/her permission level. See the section 'Managing Permissions for
Administrators' in 'Administrators' on how to add administrators to predefined groups.

To create admin groups

«  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Admin
groups & permissions' sub tab.

R - cCoOMDDO
' Antispam Gateway

I'J_.f"' Ciashboard

‘?f. Customer management

The 'Admin Groups & Permissions' interface will be displayed.

Dasfboard JAdmin grouga: & permiETons

Admin groups & permissions © v
o oo

L

Foresar agminisramrs ([Dafault

By default, Power Administrator group will be available. This default group cannot be either edited nor deleted.
Clicking on it will display the permission levels assigned for the group in the right side.
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Admin groups & permissions © Hen

o ad

Moz Parmssion

W Pormar Adminigiraboes (Delaul d Al customaer permissions
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Clicking on the arrow beside a permission will display the tree structure of second level of permissions, if available.

Permission:

[

4 %Al customer permissions
“1Add domain

4 ¥ Admin management
ey
I Manage

4 ¥ ser permissions
0 TEy
I Manage

4 ¥Admin permissions
ey
I Manage

4 ¥ Report management
0 TEy
I Change

| lcor coccinmn hictnme wiow W

For administrators in the 'Power Administrators' group, all permission levels will be enabled. The Permission level is
divided into two categories, 'All Customer permissions' and 'All domain permissions'. While the former deals with
providing privileges for managing customer related tasks such as adding domains, configuring email user
permissions, report management and so on, the domain permission level deals with providing access to particular
domain(s). This is very useful if you want to restrict administrators to manage selected domains only.

Permission Levels
»  All customer permissions - View and manage all customer related tasks.

«  Add domain - Add new domain(s)

+  Admin management - View and manage administrators for the account.
«  View - Only view the list of administrators.
+ Manage - Manage administrators for the account.

«  User permissions - View and manage 'User Groups & Permissions'
«  View - Only view 'User Groups & Permissions'.
» Manage - Manage 'User Groups & Permissions'
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«  Admin permissions - View and manage 'Admin Groups & Permissions'

+  View - Only view 'Admin Groups & Permissions'

»  Manage - Manage 'Admin Groups & Permissions'
»  Report management - View and manage report subscriptions

»  View - Only view report subscriptions

« Change - View and manage report subscriptions
»  User session history view - View user sessions history for all domains in the account.
«  View customer info - View information about the customer.
«  Change user limit per domain - Configure the number of users for each domain in the account.
«  Email template management - Edit the email template for user's notification emails.
» Audit log - Configure and view log for the permitted domain.

* Log - View and export the log for the permitted domain.
« All domain permissions - Assign domain(s) management.

+ Assigned Domain(s) - Manage domains, incoming and outgoing users, emails, audit log and reports.
»  View - Only view the assigned domains.
«  Change - Edit the assigned domain(s)
»  Remove - Remove the assigned domain(s).

«  User Management - View and manage incoming users, outgoing users, whitelist recipients and blacklist
recipients.

« Incoming user - View, manage and unlock incoming users.
»  View - Only view list of incoming users.
« Manage - View and manage incoming users.
»  Unlock - Unlock users immediately without waiting for the timeout period to end.
«  Outgoing user - View, manage, lock/unlock and import from incoming users.
»  View - Only view list of outgoing users.
« Manage - View and manage outgoing users.
»  Outgoing settings - Configure a list of outgoing users.
Lock/Unlock - Lock or unlock outgoing users from sending out mails.
»  Import from incoming - Import outgoing users from the list of incoming users.
«  Whitelist recipients - View and manage whitelist recipients.
»  View - Only view list of whitelisted recipients.
« Manage - View and manage whitelist recipients.
»  Blacklist recipients - View and manage whitelist recipients.
«  View - Only view list of blacklisted recipients.
»  Manage - View and manage blacklist recipients.
+  Users auto-import - Automatically import all new incoming users bases on incoming email flow
»  View - Only view list of users auto-import recipients.
« Manage - View and manage users auto-import recipients.
»  Domain geolookup restrictions - View and manage CASG web interface access control policies
+  View - Only view the access control polices
»  Manage - View and manage access control policies
+  Domain management - View and manage all domain related tasks.
»  Local recipients - View and manage local recipients.
+  View - Only view list of local recipients.
»  Manage - View and manage local recipients.
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*  Domain alias - View and manage domain aliases
+  View - Only view the list of domain aliases.
»  Manage - View and manage domain aliases.
« Email filter settings - View and configure incoming spam detection settings.
«  View - Only view incoming spam detection settings.
» Manage - View and configure incoming spam detection settings.

«  Threshold - Configure changes for "Spam threshold" and "Probable spam threshold" fields in
the Incoming Spam detection settings

«  Change - View and configure "Spam threshold" and "Probable spam threshold" fields.
+  Domain settings - View and change domain settings.
»  View - Only view the list of domain settings.
»  Change - View and configure domain settings.
» LDAP - View and configure LDAP settings for importing users.
+  View - Only view LDAP settings and list of imported users.
»  Change - View and configure LDAP settings for importing users.
+  Quarantine - View and manage quarantined mails.
«  View - Only view the list of quarantined mails.
» Delete - Deleted quarantined mails from the list.
* Release - Release quarantined mails to the recipients.
+ Archive - View and mange copy of incoming mails in archive.
«  View - Only view archived mails.
» Resend - Resend archived mails to recipients.
» Retain - Retains archived mails from being purged automatically.
»  Delete - Delete archived mails.
* Incoming delivery queue - View and mange queued mails.
+  View - Only view queued mails.
*  Retry - Retry to send queued mails to recipients.
* Incoming Log Search - Search incoming mails log.
»  Outgoing Log Search - Search sent mails log.
+  Clearincoming cache - Clear incoming callout cache.
»  Clear outgoing cache - Clear outgoing callout cache.
+  User session history view - View user sessions history for the assigned domain(s).
»  Email Management - View and configure all Email management related settings and tasks.
+  Email size - View and configure email size settings.
»  View - Only view email size settings.
+  Change - View and configure email size settings.
»  Blocked extensions - View and manage blocked extensions.
«  View - Only view the list of blocked extensions.
» Change - View and manage blocked extensions.
«  Whitelist senders - View and manage sender whitelist.
»  View - Only view sender whitelist.
»  Change - View and manage sender whitelist.
»  Blacklist senders - View and manage sender blacklist.
«  View - Only view sender blacklist.
»  Change - View and manage sender blacklist.
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» Release requests - View and manage requests from users for release of quarantined mails.
+  View - Only view the list of requests from users for release of quarantined mails.
« Manage - View and manage requests from users for release of quarantined mails.
+  Whitelist requests - View and manage requests from users to whitelist senders.
»  View - Only view the list of requests from users for adding senders to whitelist.
» Manage - View and manage requests from users to whitelist senders.
»  Blacklist requests - View and manage requests from users to blacklist senders.
«  View - Only view the list of requests from users for adding senders to blacklist.
« Manage - View and manage requests from users to blacklist senders.
*  Report spam - Upload mails to CASG for reporting them as spam.
«  Whitelist sender rule - View and manage rules for adding senders to whitelist
+  View - Only view the whitelist sender rules
»  Manage - View and manage whitelist sender rules

»  Blacklist sender rule - View and manage rules for adding senders to blacklist
»  View - Only view the blacklist sender rules
» Manage - View and manage blacklist sender rules

»  Whitelist senders per user - View and manage whitelisted senders per user.

«  View - Only view list of whitelisted senders per user.
*  Manage - View and manage whitelisted senders per user.
»  Blacklist senders per user - View and manage blacklisted senders per user.
«  View - Only view list of blacklisted senders per user.
» Manage - View and manage blacklisted senders per user.

«  Domain relay restrictions - View and configure email relay restriction rules
«  View - Only view relay restriction rule

*  Manage - View and manage relay restriction rules

« Audit log - Configure and view log for the permitted domain.
»  Configuration - Configure the log settings for the permitted domain.
* Log - View and export the log for the permitted domain.

- Report management - View and configure settings for periodical domain and quarantine summary
reports for the permitted domain.

»  View - Only view the configured settings for periodical domain and quarantine summary
reports for the permitted domain.

»  Change - View and configure settings for periodical domain and quarantine summary reports
for the permitted domain.

Click the following links for more details.

+ Adding a new admin group

+ Editing a admin group

» Deleting a admin group

« Making a admin group as default
Adding a New Admin Group

- Toadd a new admin group and configure permission levels, click the 'Add' button.
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Dazhboard FAdmin groups & permissions

Admin groups & permissions

Hame

@ Poweer Administrators fDefaulth

A new admin group creating page will be displayed.

Dashbeard / Admin groups & permissions

Admin groups & permissions Help

{5 Make default

Name Permission:

@ Power Administrators {Default) 4 [ All customer permissions

@ Add domain

Admin management
User permissions
Admin permissions
Report management
User session history view
View customer info
Locale
Change user limit per domain
Email template management
Audit log

4[| All domain permissions
docteamcasg.comodo.od.ua

- JE=

«  Enter the name of the group in the text field under the 'Name' column and enable the permission levels in
the right side required for that group.
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Dashboard / Admin groups & permissions

Admin groups & permissions Help

o Add | # Edit T Delete {3 Wake default

Hame Permission:

© Power Administrators (Default) 4 |« All customer permissions
. = i

@ General Add domain

| Admin management
“| User permissions
| Admin permissions
*| Report management
| User session history view
| View customer info
*| Locale
| Change user limit per domain
| Email template management
| Audit log
4 All domain permissions
- docteamcasg.comodo.od.ua

+  Click the 'Save' button.
The newly created group will be displayed in the interface.

Cashboard § Admin groups & permissions

Admin groups & permissions

o= Add

Hame

© Power Administratars (Default

) General

Now, administrators belonging to the account can be assigned to this newly created group. See the section
'Managing Permissions for Administrators' in 'Administrators' on how to add users to predefined groups.

Editing a Admin Group
You can edit the name of an existing group and / or change the permission levels.

« To edit an existing group, select the group from the list and click the 'Edit' button.
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Admin groups & permissions © ven

T Make dafault

Hatme Parnmtssion

«  Change the permission levels and / or the name of the group.
«  Click the 'Save' button for the changes to take effect.
The admins in the group that is edited will be automatically reassigned to the edited group.

Deleting a Admin Group

« To delete a group, select it from the list and click the 'Delete’ button.

Admin groups & permissions © telp

o= san | @ Eai {‘:, Maks detaul

Han Peiimiasion
Pormar Administratons (Dafauly < &l customer permissions

T Al domain permissions

® HR

+  Click 'OK" in the confirmation dialog.

Delete group

@ Arg ol sure you want to delete the selected

oroup?

The selected group will be deleted from the list.
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Note 1: If you delete a group, admins assigned to that group will be automatically moved to default group. You have

to reassign the administrators if required.
Note 2: If you delete an admin group created by the administrator and marked as default, then the 'Power
Administrator' group that was shipped with the product will be set as default. All the admins from the deleted group

will be automatically migrated to the 'Power Administrator' group.

Making an Admin Group as Default

CASG allows administrators to make an existing group as a default group. Newly added administrators and
administrators belonging to an existing group whose name was deleted will be automatically moved to this default
group.

To make an existing group as a default group, select it from the list and click the 'Make default' button.

[eazhioosrd FAdmin grougps £ permissions

Admin groups & permissions

o st e I:‘c-uel

LB

£ vep

Pernmission

Pirwéar Ademiniatralors [Defaully

Q! Gengral

HR

A success dialog will be displayed.

Success

@ Default group successfully changed.

« Click 'OK'".
The selected group will be displayed as default group.
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Cashboard § &dmin groups & permissions

Admin groups & permissions

o= A

Name

@ Power Administrators
) General (Default

B HR

Note: If you delete an admin group created by the administrator and marked as default, then the 'Power

Administrator' group that was shipped with the product will be set as default. All the admins from the deleted group
will be automatically migrated to the 'Power Administrator' group.

3.2.3.4 My Comodo Account

This feature will be available in the 'Account management' tab if you have logged in to CASG using CAM account
credentials.

@ Dashboard
'q" Diomains
@ Aunitiog

Lagin bo riy Comoda accound

_'_:.. Customer marnagement

Clicking the 'Login to my Comodo account' sub tab will take you to https://accounts.comodo.com/login page.
From here you can...

»  Add more subscriptions for CASG account
»  Change your password
«  Change contact information

+  Sign up to other Comodo products
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...and many more.

For more details on CAM account, visit our online website at help.comodo.com/topic-211-1-513-5907—Introduction-
To-Comodo-Accounts-Manager.html.

3.2.3.5 My Profile

The My Profile interface allows the currently logged-in administrator to change his / her login password to CASG as
well as to change settings for idle session timeout and CASG notification email address.

Click the 'Account management' tab on the left hand side navigation to expand and then click the 'My
profile' sub tab.

COMODO
p Antispam Gateway

:’T-:'l Dashiboard r'_
l_d"_:"' Diarnams
!___F;,!_ Audi E|_:|='4

T
3 account maragerment
admins
Iser groups & peErmissions
Adrnin grouns & perhissions

W by prodile

Alternatively, the My Profile interface can be accessed by clicking "My Account' > 'My Profile’ at the top right of the
interface.

L My Account

The My Profile interface will be displayed.
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Antispam Gateway . ; G : : v i 4. My Account

Dasnboned f Wy profie
My profile © v
Change settings

Lagin:
CAM #miail

docteamiuiversioncusiomengoomado. com
Eyutern notifications el 5]

<

Mignbar of minutes bafore my session sxpres 30

Spam irap email

Sites:

Note: The interface will vary depending on the login credential that you have used to access CASG. The password
can be changed after logging in to the CAM account.

Click the following links for more details:

« Changing settings for idle session timeout and CASG notification emails

3.2.3.5.1 Change Settings

The 'Change settings' area in the My Profile interface allows the currently logged-in administrator to configure
various general settings.

To set idle session timeout and change system notifications email address

+  Click the 'Account management' tab on the left hand side navigation to expand and then click the "My
profile' sub tab.

The 'Change settings' section will be displayed in the lower portion of the My Profile interface.

Change settings

Login
CAM email

docteamfuliversioncustomer@comodo.com
Systemn notifications email{s):

Mumber of minutes before my seasion expires |30

Spam trap email:

Sites:

*  Login - Displays the user-name of the currently active user. Administrators can use this to log in to CAM to
purchase additional licenses and renew existing licenses.
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«  CAM email: Displays the email address for the account as registered at Comodo Accounts Manager
(CAM).

«  System notifications email(s) - Enter the email addresses at which the new administrator should receive
CASG notification emails. It can be the same email address as the login name and / or alternative email
address(es) of up to a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or
releasing quarantined emails and notifications such as of imports of users, local recipients and users via
LDAP from CSV files will be sent to the email addresses specified in this field. Refer to the section Email
Management for more details.

*  Number of minutes before my session expires - You can set the idle session timeout period in the box.
Enter the period in minutes or increase / decrease the period by clicking the up / down arrow. The valid
entry is between 1 minute and 120 minutes. Please note this feature will not be available if an administrator
is logged into CASG using CAM credentials.

«  Spam trap email - (Optional) If you already have a special 'spam-trap' email address then please enter it
here to further improve CASG message filtering.

+  Sites - (Optional) Enter the URLs of all websites owned by your company in order to further improve spam
filtering.

Click Save for your changes to take effect.

3.2.3.6 Users History

The 'Users History' area in 'Administrator Account Management' allows the administrators to view user history for all
domains within a particular date range. You can filter users by IP address, last login, domain, username and/or
location. By default, the most recent 15 records will be displayed.

Use of filters to create custom searches is covered in more detail here.

3.24 Customer Management

The Customer Management area of CASG allows an administrator to view the details of the account they are logged
into. The administrator configure subscriptions for the periodical Domain and Quarantine summary reports for
domains; create an account; update the product and extend your license term. The administrator can also customize
the 'support information' area in the notification emails that are generated for activities such as while adding a new
user, password regeneration, quarantine request and quarantine report.
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Rezhoosd End User LicenseiGubscription Lgresment

End User License/Subscription Agreement @ b

End User License/Subscription Agreement

Comodo AntiSpam Gatevay I
THIS AGREEMENT CONTRINE A BINDING AREITRATION CLAUSE. PLEASE READ THE AGREEMENT CAREFULLY BEFORE
ACCEPTING ITS TERMS AND CONDITIONS.

IKFQRTANT - PLEASE READ THESE TERMS CAREFULLY BEFORE DOWHLOADING INSTALLIMNG, OR USING COMODDC ANTISPAM GATEWAY
CSERVMICED"). BY DOWNLOADING, IMSTALLING, OR USING THE SERVICES OR BY CLICKING 0N | ACCEFT BELOYY, ¥OU ACKHOWLEDGE THAT oL
HAE READ THIZ AGREEMENT, THAT YOU UNDERSTAND §T, AND THAT YOU AGREE TO TS TERMS. IF YOU DO MOT AGREE TO THE TERMS HEREIN, DO
HOT DOWNLOAD OR LISE THE SERVICES OR CLICK ON 1 ACCEPT

This user license agreement is bebween you (you™ or “Subsmber), as either an indivicual or a8 a business enify, - Comodo Security Soktions, Inc. a
Dielaware company, with ofices at 1258 Hroad Sreet, Clifion, #J 07013, United Stales, if you are iocated in e Amencas, or Comodo Yazilim A5 Turiey, 3
Turiash campany wath ofices at Halicl Yanlim Ev Zemin Kal Q0T Gc2widdie Teimaokerd Gankaya Ankara Turkay 8 you ane locabed oulside of the Amancas
marsmafer Comado} Insichangs for jour usa of tha Sanraces you agran as follows

1.License

kee, limiled, ron-esdusve, non-ransferable, and revocable bcense fo use the Comodo
ding @y docu; hon and § paping the Seraces. You shali nol resel
s ofthe Seraces. All nghes nol expressly granied herein are reserved io Comedo

1.1. Grantof Lic

0 rants: you a

herain are only valid

Click the links for more details:

» End user license agreements

« Viewing customer information

« Managing subscriptions for reports

«  Configuring language for messages from CASG

« Notification email settings

3.2.4.1 End User License and Subscriber Agreements

The 'End User License / Subscription Agreement' interface displays the complete Comodo Antispam Gateway End-
User License and Subscriber Agreement.

To view End User License/Subscription Agreement

«  Click 'Customer management' tab from the left hand side navigation to expand it and then click the 'End-
User License/Subscriber Agreement.' tab from the sub menu.

The 'EULA/ Subscription Agreement' interface will be displayed:
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Dashaboard f End User Lk BACTplion A

End User License/Subscription Agreement © 1o

End User License/Subscription Agreement

Comodo AntiSpam Gateway 2
THIS AGREEMENT CONTAINS A BINDING AREBITRATION CLAUSE. PLEASE READ THE AGREEMENT CAREFULLY
BEFORE ACCEPTING ITS TERMS AND CONDITIONS.

IMFORTANT - FLEASE READ THESE TERME CAREFULLY BEFORE DOWHNLOADING, INSTALLING, OR USING COMDDO ANTISPAM GATEWAY
[CSERWCEST). BY DOWHNLOADING, INSTALLING, OR LISING THE SERVICES DR BY CLICKING ON 7 ACCEPT BELOW, YOLI ACKNOWLEDGE
THAT YO HAE READ THES AGREEMENT, THAT YOLU UNDERSTAND IT, AND THAT Y'OL AGREE TO TS TERMS. IF YOU DO MOT AGREE TO
THE TERMS HERERN, D0 HOT DOWHNLOAD OR USE THE SERVICES OR CLICK ON 1 ACCEPFT™.

Thiis uses license agreement is bebween you (Tyou™ o “Subscriber”), as either an individual or a5 a business enlity - Comodo Security Solulons,
Inc., a Dedaware company, with oflices al 1255 Broad Sweel, Cliflon, KU 07013, United Stales, if you are locabed in the Amenicas, of Comeds
Yazilim A5, Turkey, a Turkish company, with ofices gt Halicl Yazilim Ev Zemin Kat DDTU Teknokent Gankaya Ankara Turiey f vou are located
oulside of e Americas (hereinafier " Comoda™). in exchangs for your use of e Serdces, you agres as follows

1.Licensa

1 l| :I’gl‘ll of Licanse. Comaoda ;ranls you 3 royalty-ines, |II'I1I|"‘U non-gEciusie. non-fransferable. and revocadle license touse the Comoda
Enlakan and fles seoampa [ 2% =11 "L i shall nod
g ofthe Sepdces. & okt a

3.2.4.2 Viewing License Information
The License Management interface provides administrators with usage information.

To view the license management screen:

»  Click 'Customer Management' on the left navigation then 'License Management'
The example below shows a customer with multiple licenses:

coMoDO

oruar @ Relazserequests: D WhibeSsirequests: ) Blackist requasts: 0 LM'I' e
Lastgoard f License Wanapemest

License Management © e

Name : ak_customer] ak_customer]

CAM login | alk_esstosner ]

CAM email s ol ma

Totals

Mumber of users | 2

Max. mumber of users 55

Mumber of domams 4

Mz, el demars T

ik guacia (G8) 0,004

Diak space 46,32 KB

Subscriptions

Max, mumbar ot usars Max, number of demains Licansa axpirabon data Disk quata (58 Erabied

=0 2 Mg TR, 200 T o [
Mar 73,

3 3 P 3 tree

1 1 gt T, 2007 1 b

1 1 g 79,2001 o e
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In the 'License Management' panel you will find the details of subscription(s) for your account. For multiple licenses,
the number of users and domains that are allowed for all the licenses purchased will be added and displayed at the
bottom most subscription column.

From the 'License Management' panel the administrator can get the the details of subscription(s) for the CASG
account. For multiple licenses, the number of users and domains that are allowed for all the licenses purchased will
be added and displayed at the bottom most subscription column.

Name
«  The name of the account is displayed at the Name title bar

»  CAM Login: Displays the login user name for the account in Comodo Accounts Manager (CAM) at
https://accounts.comodo.com. The administrator can use this login username to log in to CAM for
purchasing additional licenses and renewal of existing licenses.

«  CAM email: Displays the email address for the account as registered at CAM.
Totals
»  Number of Users: Displays the total number of enrolled users belonging to all the domains.

»  Max. Number of Users: The total number of users that can be added as per all the subscriptions made for
the account, that is, number of users cannot exceed the number given in this field for all domains included.

«  Number of Domains: Displays the number of domains enrolled for account.

«  Max. Number of Domains: The total number of domains that can be added as per all the subscriptions
made for the account.

- Disk quota: Displays the total storage space allotted in CASG server for archiving incoming messages as
per all the subscribed packages, in GB.

 Disk space: Displays the storage space used by the archived mails in the CASG server.
Subscriptions
The following details are displayed for each subscription:

*  Max. Number of Users: The maximum number of users that can be added to the account as per the
subscription, that is, number of users cannot exceed the number given in this field for all domains included.

«  Max. Number of Domains: The maximum number of domains that can be added as per the subscription.
- License Expiration Date: Displays the date till which the license is valid for the subscription.

« Disk quota: The maximum storage space allotted for mail archive in the CASG server, as per the
subscription.

» Enabled: Displays whether the subscription is active or not.

The 'Reminder' button allows you to choose an email address to receive license expiry reminders, and to specify the
period of time before expiry that you wish to receive them. Please note this button will be available if you have
logged in to CASG using CAM account credentials.

3.2.4.3 Manage Report Subscriptions

The Manage report subscriptions interface allows administrators to configure subscriptions to 'Domain’ and
'Quarantine’ summary reports of all enrolled domains. Refer to CASG Reports - an Overview for more details.

To access Manage report subscriptions interface
«  Click Customer Management tab from the left hand side navigation to expand it and then click the 'Manage
report subscriptions' tab from the sub menu.
The 'Manage report subscriptions' interface will be displayed:

Comodo Antispam Gateway Admin Guide | © 2017 Comodo Security Solutions Inc. | All rights reserved 299


https://accounts.comodo.com/

COMODO

Creating Trust Online®

coMOD0
Antispam Gateway . . shisis, S - s -.lu-”'""‘_':'_""'I

Manage report subscriptions Halp

Report reciplents

doceambulbersioncusbamenBoomsdo. com
© Quarantine repon

Hour Day of month Day of week Send emph Enabled Start daie Report kength

Posrin] Hiur Day of ol Dy o ek Sed omply  Esabled  S1an ase Respa® bisivglh

%' Evary hour & Epery day Every week day
Choose Choose SChose

Resed sefings o defaul

The 'Report recipients' field will be auto-populated with the email addresses of all the administrators available for the
account and enabled for the same, at the time of adding them. The report recipients can be added or removed from
this interface by entering the administrator's email address or deleting them and clicking the 'Save' button at the
bottom.

The administrator can configure the subscription for two types of reports from this interface:
« Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly, will contain a detailed statistics of the mails that are identified as spam or containing malicious

content and moved to Quarantine of the domain automatically by CASG. Refer to CASG Reports - An
Overview for more details.

«  Domain Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly, will contain a detailed statistics of number of users, mails that have been received at and sent from
the domain, number of spams identified and blocked and so on. Refer to CASG Reports - An Overview for
more details.

To configure the subscription of the reports

*  You can expand/collapse a report configuration section by clicking on the respective strip.

+ If you want the administrators to receive the periodical reports, select the 'Enabled' checkbox in the row of
the respective report type. If both the reports are required, you can select both the checkboxes.

« Leave the 'Send empty' checkbox unchecked if reports without any statistics need not to be sent to
recipients.

»  Select the frequency at which the reports are to be sent to the administrators.

Quarantine Report
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»  Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

- Day of month - The reports will be generated and sent to the administrators every day or on the specific
day every month chosen at the hour selected from the "Hour' column.

« Day of week - The reports will be generated and sent to the administrators every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

* Report length - Displays the period of the report that will be generated depending on the options chosen.

Domain Statistics Report

Q Domain statistics report

Period Hour Day of month Day of week Send empty Enabled Start date Report length
':;':'EVEI'}’ hour @ Every day O Every week day
(Z)Choose ©iChoose @ Choose
T i [ sunday L Mext report for
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Reset settings to default

«  Period - Enables you to set the period to be covered in the report. The report will contain the statistics of all
the domains in the account for the past one hour, one week, one month or one year, as selected from drop-
down from the scheduled report time.

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

« Day of month - The reports will be generated and sent to the administrators every day or on the specific
day every month chosen at the hour selected from the 'Hour' column.

- Day of week - The reports will be generated and sent to the administrators every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

« Report length - Displays the period of the report that will be generated depending on the options chosen.
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+  Click "Save' for your settings to take effect.

«  Clicking the 'Reset settings to default' button will disable both Quarantine and Domain statistics reports. The
'Report Recipients' field will not be cleared.

3.2.4.4 Configuring Language for Messages from CASG

The System messages locale interface accessible from the '‘Customer management' configuration area of the
dashboard allows the administrator to configure for the language of messages displayed and sent to the
administrators of the domains by CASG, according to the location of the administrators.

To configure for the language of messages
»  Click 'System messages locale' tab from the left hand side navigation to expand it and then click the
'System messages locale' from the 'Customer management' drop-down menu in the menu bar.

The 'System messages locale' interface will be displayed.

coMODO

Antispamn Gateway

Duahbzaid f Syale Seaamn beal

System messages locale Help

Change bocale for syatem measnges  English w

«  Select the language in which CASG should display and send its messages from the 'Change locale for
system messages' drop-down. The messages will be displayed/sent in the selected language to the
administrators of the domain managed by the currently logged in administrator.

«  Click 'Save' for your settings to take effect.

Success

@ Locale for system messages saved successfully

3.2.4.5 Notification Email Settings

By default, all the notification mails sent to administrators and users on various events like adding a new user,
password regeneration, quarantine request or periodical report mails like quarantine report will contain the links to
the online help guide and Comodo support in the footer. The administrator can customize the footer for adding their
contact and support information, from the Email template settings area.

To customize the notification emails
«  Click 'Customer Management' tab from the left hand side navigation to expand it and then click the 'Email
template settings' tab from the sub menu.
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Please note the customization can be done only in html format.
+  Select the check box 'Change default email footer' if you want to edit the details.
Edit the details in html format as per your requirement and click the 'Save' button.
«  Click the 'Reset to default' button to display Comodo support information in the notification emails.

4 CASG Reports - An Overview

Comodo Antispam Gateway can generate three kinds of periodical reports, Quarantine report, Domain statistics
report and User import report, and send them to administrators and users as configured.

Reports are generated for account level and domain level:

1. Global reports for all domains covered by the customer account. See the section 'Managing Subscriptions
for Reports' under 'Customer Management' for more details on customer level.

2. Domain level reports specific for each domain. See the section 'Manage Report Subscriptions for
Selected Domain' under 'Incoming’ section for reports on domain levels.

The reports for these types will be similar except the former will contain reports for all domains while the latter will
contain reports for the selected domain. The reports will be sent routinely at the selected times, in the language set
for the account.

CASG creates five kinds of reports:

« Quarantine Report - A statistical breakdown of mails identified as spam or malicious that were moved to
quarantine by CASG. The report can be configured to be received hourly, daily, weekly or monthly.

- Domain Statistics Report - A comprehensive report which covers all mail activity for the domain. This
includes information covering the number of users; mails that have been received at and sent from the
domain; number of mail identified spam/malicious; number of mails blocked and so on. The report can be
configured to be received hourly, daily, weekly or monthly by the administrator.

»  Users auto-import report - The periodical report containing details of new users that were auto-imported
into CASG for each domain, based on incoming mails received for them at the mail server. The report can
be configured to be received hourly, daily, weekly or monthly by the administrator. The user auto-import
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reports are generated only for the domain level and not for the customer account level.

* Quarantine Release Report - The periodical report containing details of mails that were released from the
quarantine list by both administrators and users with appropriate privileges. The report can be configured to
be received hourly, daily, weekly or monthly by the administrator. The quarantine release reports are
generated only for the domain level and not for the customer account level.

» Reported Spam Report - A detailed report of mails that were reported as spam by administrators as well
as users with appropriate privileges. The report also includes details of mails that were uploaded as spam
to CASG. The report can be configured to be received hourly, daily, weekly or monthly by the administrator.
The reported spam reports are generated only for the domain level and not for the customer account level.

» Reports can be enabled or disabled per administrator in Dashboard > Account Management > Admin >
Add Administrators or Edit Administrators.

While the first two reports, Quarantine Report and Domain Statistics Report, are available for all the domains as well
as for a specific domain, other reports are available for specific domains only.

4.1 Quarantine Report

The Quarantine Report contains a list of mails that were identified as spam or containing malicious content and were
moved to Quarantine automatically by CASG, with the details on sender, receiver, date and attachments. Clicking
the subject line in the list will open the respective mail in a new CASG window.

e Administrator

« Domain Level - The Report generated for an administrator will contain the details of the mails moved
to quarantine of the selected domain.

«  Customer Level - The Report generated for an administrator will contain the details of the mails
moved to quarantine of all the domains belonging to the account.

»  User - The Report generated for a user will contain the details of the mails moved to quarantine of the user.

The report can be subscribed to be received hourly, daily, weekly or monthly for an administrator and daily, weekly or
monthly for a user.

»  Hourly - The reports will be generated and sent every hour to the administrators through email.
+ Daily -The reports will be generated and sent daily to the administrators/user through email.

»  Weekly - The reports will be generated and sent to the administrators/user through email on every seventh
day from the start date set in the 'Start date' field. The report will contain details of the mails quarantined
during the past seven days. The first report will be sent on the start date and will contain the statistics for
the remaining days of the week from the day of configuration and subsequently every seven days.

«  Monthly - The reports will be generated and sent to the administrators/user through email on every 30th
day from the start date set in the 'Start date' field. The report will contain details of the mails quarantined
during the past 30 days. The first report will be sent on the start date and will contain the statistics for the
remaining days of the month from the day of configuration and subsequently every 30 days.

An example of a Quarantine report is shown below:
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Having Trouble? SUPPoTT (s here to help. Open a Ticket at htps: SUPpPOrt.oomodo.com or ¢all 1.888.COMODO (266.6361)

«  Clicking on the 'Subject' link will open the respective mail in a new CASG window. You need to login to
CASG to read the mail in the new window.

4.2 Domain Statistics Report

The Domain Statistics Report provides details on all the mail activities on the domain. This includes information
covering the number of users; mails that have been received at and sent from the domain; number of mail identified
spam/malicious; number of mails blocked and so on. The report can be configured to be received hourly, daily,
weekly, monthly or yearly by the administrator.

«  Domain Level - The Report generated for an administrator will contain only the details of domain
statistics of the selected domain.

«  Customer Level - The Report generated for an administrator will contain the details of domain
statistics of all the domains belonging to the account.

Note: The Domain Statistics Report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
»  Hourly - The reports will be generated and sent every hour to the administrators through email.
« Daily -The reports will be generated and sent daily to the administrators through email.

»  Weekly - The reports will be generated and sent to the administrators through email on every seventh day
from the start date set in the 'Start date’ field. The report will contain details of the mail activities for the
domains during the past seven days. The first report will be sent on the start date and will contain the
statistics for the remaining days of the week from the day of configuration and subsequently every seven
days.

*  Monthly - The reports will be generated and sent to the administrators through email on every 30th day
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from the start date set in the 'Start date’ field. The report will contain details of the mail activities for the
domains during the past 30 days. The first report will be sent on the start date and will contain the statistics
for the remaining days of the month from the day of configuration and subsequently every 30 days.

« Yearly - The reports will be generated and sent to the administrators through email on every 365th day from
the start date set in the 'Start date’ field. The report will contain details of the mail activities for the domains
during the past 12 months. The first report will be sent on the start date and will contain the statistics for the
remaining months of the year from the day of configuration and subsequently every 12 months.

An example of a Domain Statistics Report is shown below:

e —————

E“' COMODO
i’ Antispam Gateway

Here is the daily Domain statistics report for docteamcasg.comodo.od.ua from Apr 09, 2014 23:00 to Apr 10, 2014 23:00

Mumber of users ¥
E-mail size limit 262144 KB
Spam ratio 0.0 %
Mot spam messages 21

Mot spam messages size 4656687
nsure messages
Linsure messag
Spam messages blocked
Spam messages size

o

size

Wirusas blocked

Virusas size

Blackli sted messages
Elacklisted messages size
Total fitered messages

Total messages

[ T o e e s [ (|

Having Trouble? Support is here to help, Open a Ticket at hitps. 'support.comado.com or ¢all 1 888.COMODO (256.6361)

4.3 Auto-Imported Users Report

The Users Auto-Import Report provides details on all the new users belonging to a managed domain, that were
automatically imported to CASG on receiving an incoming mail addressed to them at the mail server. The auto-
imported users are sent with an invitation email containing login credentilas for them to access the CASG user
interface. For more details on managing auto-import, refer to the section Managing User auto-import.

Note: The user auto-import reports are generated only for the domain level and not for the customer account level.
The Report is available only to the administrators .

The User Auto-Import Report contains the following details:
« Imported users count - The total number of users automatically imported into CASG for report time period.

- Enabled users count - The number of auto imported users that have activated their account by clicking the
link in the invitation mail or logging-in to CASG using the credentials provided in the mail.

« Invited users count - The number of auto imported users that have been sent the invitation mails but yet to
activate their account.

»  User names list - The list of auto imported users.
An example of a Users Auto-Import Report is shown below:
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E‘?a COMODO

-~ Antispam Gateway

Here is the users auto-import report for csgqa.comodo.od.ua from Nov
21,2014 09:00 to Nov 21, 2014 10:00

Imported users count 1
Enabled users count 1
Invited users count 0

User names list admin

For help, see the Admin guide: http://help comodo comitopic-157-1-266-3192-introduction-
to-comodo-antispam-gateway. hitmi

Having Trouble? Support is here to help. Open a Ticket at https://support.comodo.com
or call 1.888.COMODO (256.2608)

4.4 Quarantine Release Report

The 'Quarantine Release Report' provides details of mails that were released from quarantine by the administrators
as well as by the users with appropriate privileges. This also includes quarantine release requests accepted by
administrators.

Note: The quarantine release reports are generated only for the domain level and not for the customer account
level. The report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
»  Hourly - The reports will be generated and sent every hour to the administrators through email.
Daily -The reports will be generated and sent daily to the administrators through email.

«  Weekly - The reports will be generated and sent to the administrators through email on every seventh day
from the start date set in the 'Start date’ field. The report will contain details of the mail activities for the
domains during the past seven days. The first report will be sent on the start date and will contain the
statistics for the remaining days of the week from the day of configuration and subsequently every seven
days.

»  Monthly - The reports will be generated and sent to the administrators through email on every 30th day
from the start date set in the 'Start date’ field. The report will contain details of the mail activities for the
domains during the past 30 days. The first report will be sent on the start date and will contain the statistics
for the remaining days of the month from the day of configuration and subsequently every 30 days.

»  Yearly - The reports will be generated and sent to the administrators through email on every 365th day from
the start date set in the 'Start date’ field. The report will contain details of the mail activities for the domains
during the past 12 months. The first report will be sent on the start date and will contain the statistics for the
remaining months of the year from the day of configuration and subsequently every 12 months.
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An example of a Quarantine Release Report is shown below:

E"' COMODO
- Antispam Gateway

Quarantine release report for csgga4.comodo.od.ua from Jul 01, 2015 09:00 to Jul 01, 2015 10:00

Date Ope i Login Role  Details

Wed Jul 01 Release Recipients: user?@csggad comodo.od ua, user3@caggad comodo.od ua,
09:18:32 GMT quarantined adminl@icsggad.comodo.od ua | admin | userd0@cegqald.comodo.od ua; Sender: testi@test.com; Date: null;
205 message Subject: SPAM MAIL

Wed Jul 01 e Recipients: user2@csggad.comodo.od.ua; Sender: user] 2@test.com
09:18:49 GMT quarantined adminl@csggad comode.od.ua | admin prenta; useragieaggas o e e '
015 . - Date: null; Subject: test mail from TELMET 16-04-15 16:41

2015 message

Wed Jul 01 Release Recipienta: userlfceggad comodo.od ua; Sender:

09:42:50 GMT warant serl@esgaad comods.ad.y yser E = . ; -
= :"' 06 Quarantined userigcapqat.comodoadua | ac alravchenko@ceg.comado od.ua; Date: null, Subject: tesat mail 15:47
2015 message

For help, see the Admin guide: hitp //help comodo comitopic-157-1-288-3152-infroduction-to-comodo-antispam-gateway htmil

Having Trouble? Support is here to help, asgsupport@comodo.com or review the Administrators Guide

4.5 Reported Spam Report

The 'Reported Spam Report' provides details of mails that were reported as spam by the administrators as well as by
the users with appropriate privileges. This also includes details of mails uploaded from the 'Report Spam' interface.

Note: The reported spam reports are generated only for the domain level and not for the customer account level.
The report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
»  Hourly - The reports will be generated and sent every hour to the administrators through email.
Daily -The reports will be generated and sent daily to the administrators through email.

«  Weekly - The reports will be generated and sent to the administrators through email on every seventh day
from the start date set in the 'Start date’ field. The report will contain details of the mail activities for the
domains during the past seven days. The first report will be sent on the start date and will contain the
statistics for the remaining days of the week from the day of configuration and subsequently every seven
days.

»  Monthly - The reports will be generated and sent to the administrators through email on every 30th day
from the start date set in the 'Start date’ field. The report will contain details of the mail activities for the
domains during the past 30 days. The first report will be sent on the start date and will contain the statistics
for the remaining days of the month from the day of configuration and subsequently every 30 days.

» Yearly - The reports will be generated and sent to the administrators through email on every 365th day from
the start date set in the 'Start date’ field. The report will contain details of the mail activities for the domains
during the past 12 months. The first report will be sent on the start date and will contain the statistics for the
remaining months of the year from the day of configuration and subsequently every 12 months.

An example of a Reported Spam Report is shown below:
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C cCoOMODO
Antispam Gateway

-

Reported Spam report for csgga4.comodo.od.ua from Jul 01, 2015 10:00 to Jul 01, 2015 11:00

Operation
Date d:scriptinn Login Role Details
Recipients: user77 @csggad.comodo.od.ua;
Wed Jul 01 Rep'lnr’( Sender: Dagwood Burr?psted
10-06:38 delivered admin1@csgqad.comodo.od.ua | admin &lt;avantistude @gmail.com&gt;; Date: Wed
R message as gqas. o Jul 01 10:01:10 GMT 2015; Subject: Fwd: Get
GMT 2015
spam instant Online Personal Loan approval and
disbursal in 72 hours
Recipients: user77 @csgqad.comodo.od.ua;
wed Jul 01 Re;?an Sender: Dfagwood Burrlupsted
10:39:03 delivered user77@csggad.comodo.od.ua | user &lt;avantistude@gmail.com&gt;; Date: Wed
702 message as . o Jul 01 10:01:10 GMT 2015; Subject: Fwd: Get
GMT 2015 , .
spam instant Online Personal Loan approval and
disbursal in 72 hours
Recipients: user77 @csggad.comodo.od.ua;
Wed Jul 01 Repcfrls Sender: dagwood burr'!psted
10-41:54 archived 7@ 4 do.od &lt;avantistude @gmail.com&gt;; Date: Wed
GI"ul'IT 2'[}15 message as a user csBqat.comado.od.ua TUser 101 10:40:56 GMT 2015; Subject: Fwd: Zero
Spam Fees, Attractive Interest Rates and Loans upto
251
Resort Recipients: user77 @csgqad.comodo.od.ua;
Wed Jul01 "POMS Sender: oxford morris minor
archived

10:52:02 message as a user77@csggad.comodo.od.ua |user  &lt;mmoxford@yahoo.com&gt;; Date: Wed Jul
GMT 2015 - 01 10:47:33 GMT 2015; Subject: Dr. Jones

Spam wake up now
Reports Recipients: userl@csggad.comodo.od.ua,
Wed Jul 01 arci‘wed user2@csggad.comodo.od.ua; Sender: oxford

10:55:26 T user2@csggad.comodo.od.ua | user  morris minor &lt;mmoxford@yahoo.com&egt;;

GMT 2015 Date: Wed Jul 01 10:52:00 GMT 2015; Subject:
Spam
Fw: Dr. Jones wake up now
Report Recipients: userl@csggad.comodo.od.ua,
Wed Jul 01 afcil:d user? @csggad.comodo.od.wa; Sender: oxford

10:55:52 message a< 4 user2@csggad.comodo.od.ua | user  morris minor &lt;mmoxford@yahoo.com&gt;;
GMT 2015 g Date: Wed Jul 01 10:52:00 GMT 2015; Subject:
Spam
Fw: Dr. Jones wake up now
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Appendix 1 - CASG Error Codes

The most common error codes for CASG are given below:

Error Code Description

1 Unknown error

100 Import exception

101 Wrong format

102 Wrong outgoing user format IP password. If 'password' is empty then 'username’ must be IP
address.

103 Communication exception

200 User limit exception

300 Spam engine exception

1000 Customer has no domains

1001 Domains mismatch

1002 Alias already exists

1003 User already exists
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Appendix 2 - CSG Comparison Table

Features Paid Version Free Version

Number of domains and incoming / outgoing users Depends on the 5 users and 1 domain
subscription

Number of domain aliases Nil

Active Directory / LDAP Synchronization %

Create / Modify User Groups

Assign permissions to User Groups

=

Number of user aliases per user

Incoming / Outgoing email filtering

View all quarantined emails

Release quarantined emails

Whitelist / Blacklist quarantined emails

Configure spam detection settings

Report spam emails

View queued emails in Delivery Queue

L AINENENEAVNAYRAYAR

Force Retry (Force Deliver) selected or all queued emails
in Delivery Queue

Create local recipients

Clear incoming / outgoing email cache

Log search incoming emails

Log search outgoing emails

Create domain aliases

Configure domain settings

Configure email size restrictions

Configure 'Blocked extensions' settings

View users' release requests

View users' whitelist / blacklist requests

Whitelist / Blacklist recipients

Whitelist / Blacklist senders

View users' login history

| % N/ % %8| % % % & % & /% %

Email archive

ANANENENENENENENENENENEANEASNAYER NN NENENE VD VN N N N
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Number of email administrator accounts Unlimited 1

Report management v x

Appendix 3 - Troubleshooting LDAP

This section explains how to resolve some common problems that may arise when configuring LDAP.

For full details on working with LDAP, http://help.comodo.com/topic-157-1-288-5720-Importing-Users-from-
LDAP.html

*  Problem: Unhandled Exception:
Solution: The exception was not classified.

«  Problem: Size limit exceeded, unable to extract more then users from server. Size limit must be
increased on server side or specify more strict query

Solution: Active Directory server has limitation on the number of search entries which may be iterated during
querying. By default, Microsoft Active Directory allows only 1000 search entries. If the server received more than
that, the administrator should override the default LDAP search size limit in the Active Directory, or use more strict

query
»  Problem: Incorrect filter settings: ....

Solution: Filter settings contain incorrect format or AD server doesn't support it.
» Problem: Incorrect BaseDN settings: ...

Solution: BaseDN value has incorrect format.
«  Problem: Unable to connect with provided host in BaseDN settings: ...

Solution: Provided domain name for BaseDN setting cannot be resolved in AD forest tree. Assure a domain name is
correct.

»  Problem: Unable to resolve LDAP referral, host unreachable. Users had found before referral might
be imported. Possible solution is to use Global Catalog server (port 3268/3269 as default) to avoid
resolving referrals.

Solution: CASG is trying to extract as much as possible information and following referrals to resolve all search
entries in a query. If the URL in the referral is unreachable by CASG then the iteration will stop. Only partial result will
be provided. That occurs when an administrator uses a private domain and it cannot be accessed with only domain
name (the referral contains the list of URLs of the explicit domain names but the information about servers located in
the private subnet is absent). To avoid the referrals occurrence in search entries use the Global Catalog server for
querying. By default, the port for this server is 3268/3269 and that depends on whether the SSL enabled or not.

»  Problem: Unknown error. Users found before error might be imported. Original exception - ...

Solution: Search entries has been terminated within the replication process. Please contact support to find a
solution.

« Ifyou do not know your BaseDN, here's a step-by-step guide to determining your BaseDN.

Most organizations follow a similar convention for their determined BaseDN when the organization sets up its Active
Directory. For a company with the domain of example.com, the typically BaseDN is cn=Users,dc=example,dc=com
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Appendix 4 - Useful Links
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/

This page contains links to external webpages which provide detailed explanations of LDAP features.

What Is the Global Catalog?

http://technet.microsoft.com/en-us/library/cc728188%28v=ws.10%29.aspx

Global Catalog and LDAP Searches

http:/ltechnet.microsoft.com/en-us/library/cc978012.aspx

LDAP Referrals

http://technet.microsoft.com/en-us/library/cc978014.aspx

Click the following links for more details http://help.comodo.com/topic-157-1-288-5720-Importing-Users-from-
LDAP.html
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About Comodo

The Comodo organization is a global innovator of cybersecurity solutions, protecting critical information across the
digital landscape. Building on its unique position as the world's largest certificate authority, Comodo authenticates,
validates and secures networks and infrastructures from individuals to mid-sized companies to the world's largest
enterprises. Comodo provides complete end-to-end security solutions across the boundary, internal network and
endpoint with innovative technologies solving the most advanced malware threats, both known and unknown. With
global headquarters in Clifton, New Jersey, and branch offices in Silicon Valley, Comodo has international offices in
China, India, the Philippines, Romania, Turkey, Ukraine and the United Kingdom. For more information, visit
comodo.com.

Comodo Security Solutions, Inc.

1255 Broad Street
Clifton, NJ, 07013
United States

Tel: +1.888.256.2608
Tel: +1.703.637.9361

Email: EnterpriseSolutions@Comodo.com

For additional information on Comodo - visit http://www.comodo.com.
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