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1 Introduction to Comodo Antispam
Gateway

Comodo Antispam Gateway (CASG) is an enterprise email filtering solution that blocks spam, email-borne viruses and other
unwanted mail from reaching user in boxes. CASG can be quickly configured for any email system and can be up and running in
no time.

Features and benefits include:
e Antispam protection for incoming mails
e Antispam protection for outgoing mails
*  Enhances productivity of employees and servers
* Intuitive web interface facilitates easy use and configuration
»  Easy management of domains email restrictions
e Whitelist / blacklist recipients and senders

e Archiving incoming mails
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Guide Structure
This guide is intended to take you through the configuration and use of Comodo Antispam Gateway and is broken down into the
following main sections. The guide can be navigated using the bookmark links on the left.

* Release Notes - Alist of new features that have been appeared in the CASG.

e Purchasing License - How to purchase CASG licenses.

Adding More Users, Domains Or Time To Your Account - Describes how to obtain domains, add more users to
your account.

*  License Information - Describes how to keep track of subscription status and various license related alerts.
e Getting Started - Describes how to configure your mail server with the CASG service

* Incoming Filtering Configuration

*  Outgoing Filtering Configuration
e The Administrative Interface - Provides a snapshot of main functional areas of CASG.

e Logging-in to the Administrative Interface - How to login into the CASG interface.

e The Dashboard Area - Describes briefly about Domain management, Account management, Customer
management and Statistics area.

»  Domain Management - Detailed explanation on how to add domains, edit domain and manage domains. This
section also deals with adding users to whitelist and blacklist and view log reports.

*  Audit Log - Detailed explanation on how to view and export log reports for all the domains in the account.

e Account Management - Detailed explanation on how to add new administrators and change login passwords,
subscription to periodical reports and configure language for messages from CASG.

e Customer Management - Provides information on accounts.

e CASG Reports - An Overview - An Overview of the Domain and Quarantine summary reports periodically generated
and sent to the administrators and users by CASG.

e Appendix 1 - CASG Error Codes

*  Appendix 2 - CASG Comparison Table
*  Appendix 3 -Troubleshooting LDAP

e Appendix 4 - Useful Links

1.1 Release Notes

Version History

Version Number List of Changes

Version 2.4 »  Added ability to create whitelist/blacklist rules for adding senders to whitelist/blacklist

*  Added ability for admins and users to add senders to whitelist/balcklist from the Archive
interface

*  Added 'Quarantine release' and 'Report spam' reports for administrators
»  Geolocation restriction feature added that allows to create access control policies

*  Added ability to forward mails from one user to another user in the same domain

Version 2.2 »  Added 'User auto-import report' for administrators. The report contains information about all
auto-imported users under each domain.

»  Added notification for user-auto-import events
»  Added ability to specify blacklist/whitelist senders by TLD
»  Added ability to import sender whitelists/blacklists per user from CSV file.

*  End users can reply to emails from mail archive
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»  End users will be notified when emails are quarantined that were addressed to them. They
can open the quarantined email by clicking the link in the notification email.

Version 2. 1 »  Added more audit events
*  Added Users auto import

»  Added Relay restrictions

Version 2.0 e New user interface

»  Added Domain Audit Log feature, which enable administrators to view the events for selected
domains in customer's account

»  Customers can purchase storage space for archiving incoming mails
*  Added more audit events
»  Added ability to whitelist / blacklist senders for each user

*  Various bug fixes

Version 1.12 «  Added Audit Log feature, which enable administrators to view the events for all the domains in
customer's account

*  Various bug fixes

Version 1.11 e Added ability to assign group permissions for administrators
*  Added ability to login to CASG service via CAM credentials

*  Administrators can unlock users immediately who were locked out after three unsuccessful
attempts to login

»  Added ability to customize notification emails
»  Added ability to configure number of users for each domain belonging to an account

*  Various bug fixes

Version 1.10 *  Added ability to import users from Active Directory server of Domain, through LDAP

»  Added ability to administrators to receive quarantine request emails through alternative email
address(es)

»  Added ability to export configured Recipient Whitelist, Sender Whitelist, Recipient Blacklist
and Sender Blacklist to CSV files

Version 1.9 *  Added ability to assign group permissions to multiple users and filtered users
*  Added a user ability to search for logs of all domain
*  Added 'Reset to default' button for Incoming Spam Detection settings

»  Added 'Include results from the last minutes' parameter to the Incoming & Outgoing Log
search pages

»  Added user login audits, including name of user, IP, logged time and session duration

Version 1.8 *  Added option for administrators to configure idle session timeout period

»  Various bug fixes

Version 1.7 »  Added option to purchase multiple licenses for single domain or multiple domains

*  Added new feature - Groups & Permissions. Allows administrators to create groups and
configure permission levels for each group. Ability for administrators to add users to groups
with preset policies.

»  Users in Power group can release quarantined emails without administrator's approval
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»  Added ability for administrators to blacklist senders from Quarantine interface
*  New option for administrators to import users to whitelist / blacklist from csv format files
*  Added ability for administrators to import aliases from csv format files

»  Added new options for report generation - Ability for administrators to receive global reports
for all domains and domain level report for selected domain

*  Login As button removed disabling an administrator to login as another administrator

e Email size restriction - Administrators to contact Comodo if more than 250 MB email size is
required

»  Various bug fixes

Version 1.6 e Added Released Emails, Blacklisted Emails and Whitelisted Emails features in Email
Management

»  Added ability for administrators to release or reject users' request to release quarantined
emails

»  Added ability for administrators to accept or reject users' request to add senders to whitelist or
blacklist

»  Email notifications to administrators and users for requests such as to release quarantined
mails, add senders to whitelist or blacklist

*  Added ability for administrators to prioritize domain routes using drag and drop feature

*  New option for administrators to set number of quarantined mails to be displayed per page
*  New option to stop empty reports from being sent to recipients

*  Right-click options to open links in new tab or new window

*  Various bug fixes

Version 1.5 *  Added outgoing (SMTP) user management support
*  Added email aliases support
*  Added the ability for administrators to clear outgoing domain callout cache

*  Added the ability for administrators to search for a specific outgoing email message

Version 1.4 *  Added periodical Domain and Quarantine summary reports feature

»  Added ability for administrators to set language for messages displayed/sent by CASG
according to their location

*  Added automatic locking feature - the CASG account will be locked if the administrator/user
login attempts fail for set number of times due to incorrect entry of username/password

*  Added ability for administrators to view quarantined email message content through a new
CASG window

Version 1.3 »  User interface improvements

*  Embedded links to on-line help

»  Ability to configure the number of days for which logs are available
*  New options for domain settings

*  Various bug fixes

Version 1.2 *  Added licensing options

»  Fixed various bugs

Version 1.1 »  Added ability for administrators to view email message content through the CASG interface
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*  Added ability to report spam in multiple formats to Comodo for potential global blacklisting
»  Added ability to quickly switch the domain that is currently being managed

»  Added ability to reset 'Blocked Extensions' list to default values

Version 1.0 *  Added Mail Quarantine feature

*  Added Whitelist / Blacklist pages

*  Added Domain management feature
*  Added Customer management

*  Added Account management

1.2 Purchasing License

In order to get started with CASG, you must first purchase the service then configure the service. You have the option to
purchase multiple licenses for single or more domains. The number of users and domains that are allowed for all the licenses
purchased will be added and displayed in the Customer Info page. Follow the '‘Buy Now' link on the website to purchase
Antispam Gateway. Your Comodo Antispam Gateway account will be created once the signup process is complete - please refer
to the email you receive after signup or activation. You can now login into the account with your username and password.

Note: A free version of CASG with limited features is also available for those who would like to try the application before
purchasing a paid version. Please refer to Appendix 2 - CASG Comparison Table for more details on the features available
for free and paid CASG versions.

You can view the license details in the main interface after activation. See the section 'License Information' for more details.

1.3 Adding more Users, Domains or Time to your Account

New users, domains and license term extensions as well as multiple licenses can be added to your account by logging into your
CAM account at https:/laccounts.comodo.com/ . Please read on for a step-by-step guide to this process.

To create CAM account

»  \Visit the Comodo Accounts Manager page at https:/laccounts.comodo.com/. The 'Register or Log In' page will be
displayed.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 8
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Welcome

Please enter your login and password

Login:

Password:

*Login & Pazssword are case-sensitive
—_——
| Legin |

Create New Account
Forgot Password

CAM v.7.9.25956

»  Click the 'Create New Account' link. The Signup page for all the services offered by Comodo will be displayed.

COMODO

Creating Trust Online®

‘ Contacts SignUp

SignUp

Sign Up to Comodo Backup Enterprise Service
Sign Up to Antispam Gateway Service

Sign Up to Affiliate System Service

Sign Up to LoginPro Service

Sign Up to Comodo System Utilities Service
Sign Up to TrustConnect Service

Sign Up to Comodo Internet Security Service
Sign Up to Comodo Online Storage Service
Sign Up to livePCsupport Service

Sign Up to Mobile Device Management Service
Sign Up to Comodo Web Application Firewall Service
Sign Up to DNSCOM Service

Sign Up to Weblnspector Service

Sign Up to Endpoint Security Manager Service

CAM v.7.9. 250955

*  Click 'Sign Up to Antispam Gateway'. Select the subscription package you want from the list. You have the option to
purchase a single domain license or multi-domain license:

*  Single Domain License - One email domain. For example, xyz.com or abc.xyz.com, can be configured
along with a total number of licensed users.
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e Multi-Domain License - More than one email domain. For example, you can configure xyz.com,
abc.xyz.com, abc.org along with a total number of licensed users across all your domains.

COMODO Comodo Antispam Gateway

Creating Trust Online®

@ Signup Information > @) ) @)

Comodo Sign-Up Page

@ Monthy © auarterty © Annualy © Biannualy © Triennial &) Other
Comodo Antispam Gateway 1 Domain S Users (1 domain, 5 users) at £7.00 for 1 month
-Without additional demains-

-Without additional users-

LIEIEIE]

-Without additional archive space-

e Choose the term for your new license

» If you do not have a base package or if you want to extend your license for the chosen term, select the checkbox at
the left of the first drop-down and choose the base package from the first drop-down

* Ifyou already have a base package and you want to add additional domains, users and/or subscribe for additional
archive space, choose your requirements from the respective drop-downs

»  Enter the User Details and Contact Information in the respective sections.

* Ifyou already have an account with Comodo, select the 'Yes' radio button. You will only need to enter your Email
Address/Login ID , Password, and Contact Information.
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Customer Infermation (an * indicates required fields)

When paying by credit card, the billing information should be exactly as it appears on your credit card statement. For credit card verification,
please ensure that your first and last name are entered as they appear on your card.

User Details

Are you an existing Comode customer? @ ves @ no
Email”
Email is case-sensitive

Password
(8 characters min.)

Password is case-sensitive

Password Confirmation’

Street Address

Address2 |

City™

Country” United States B
State or Province Unknown |Z|

Postal Code”

Billing Information

The same as Contact Information

Note: Fields marked with * are mandatory.

e Select your payment method and complete the required payment fields:

| Payment Options

@ Purchase Qrder

When paying by credit card, the billing information should be exactly as it appears on your credit card statement. For credit card verification,
please ensure that your first and last name are entered as they appear on your card.

Credit Card Details
credit Card Number”
Security Code” What is it?

Mame exactly as it appears on your
credit card”

Expiration date™ January |Z| - 2015 |Z|

* If you want to be kept informed about Comodo products and updates, select the ‘Communication Options' checkbox:

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 11
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Communication Options

Yes! Please keep me informed about Comodo products, upgrades, special offers and pricing via email. Your information is safe with
us!

* Read and accept the 'End User License and Subscriber Agreement' by selecting 'l accept the Terms and Conditions'
checkbox.

Note: The checkbox is enabled only after reading the full agreement by scrolling the page.

Terms and Conditions

END-USER LICENSE AND SUBSCRIBER AGREEMENT =
Comodo Antispam Gateway (4

IMPORTANT - PLEASE READ THESE TERMS CAREFULLY BEFCRE DOWNLOADING, INSTALLING,
OR U5SING COMODCO ANTISPAM GATEWAY ("SERVICES"). BY DOWNLOADING, INSTALLING, CR
USING THE SERVICES OR BY CLICEKING ON "I ACCEPT" BELOW, YOU ACENOWLEDGE THAT YOU
HAVE READ THIS AGREEMENT, THAT ¥YOU UNDERSTAND IT, AND THAT YOU AGREE TO ITS
TERM5. IF YOU DO NOT AGREE TC THE TERMS HEREIN, DO NOT DOWNLOAD OR USE THE
SERVICES CR CLICE CN "I ACCEPT".

This user license agreement is between you ("you" or "Subscriber™), as either an

[C] | accept the Terms and Conditions

CONTINUE

e Click the 'Continue' button to move to the 'Confirmation’ step.

| Contacts SignUp
| 1 : i F :—.\I '-_I ) i F .‘::' \
w Signup Information > W Confirmation > w

Crder Confirmation

Please confirm your order:

WEH]

Cumudu Antizpam Gateway 1 Domain 5 Users Munthhf
Total Amount: 57.00
Place Order |( Cancel |
*  Review your order details and click the 'Place Order' button to confirm your order
Your order summary will be displayed.
12

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved



COMODO

Creating Trust Online®

W Signhup Information > w Confirmation > @ Order Summary

Order #13953171-1

. ) juliusi@dithersc onstruction.com
Comede Security Sclutions, Inc. ! @

. Mount Road
R Riverdale 123456
support.comodo.com us

Thank you for your purchase. Your order is complete and the confirmation wil be sent to your email shorthy.

Subscription Details

Product Name License Key
Comodo Antispam Gateway e walm ava | el o BT
INVOICE NUMBER 13953171-12 SUBSCRIPTION ID
Order Details
ORDER NUMBER 139531711
ORDER DATE 2015-01-20
ORDER TOTAL 30.00
SUBSCRIPTION EXPIRES ON March 21, 2015

How to get started: We wil send you an email explaining how to download and install your Comode Software. “ou will be asked to enter your License Key during the
installation process.

You can access your Comodo Account via https:llaccounts.comodo.comiaccount/ilogin. This login provides you with the ability to medify you password, add
subscriptions for other products, change biling and contact information, and review the ongoing status of your service.

[Print]

[ Start using Comodo Antispam Gateway ]
You will receive a confirmation email which includes help on how to log into your account and configure your DNS MX records.

After purchasing a CASG license, you will automatically become an administrator in CASG. Repeat the process for purchasing
another CASG license. The number of users and domains that are allowed for all the licenses purchased will be added and
displayed in the Customer Info page.

1.4 License Information

After purchasing your license, we advise you to keep track of your usage limits and the number of days remaining on your
license(s) to avoid service interruptions. You have the option to upgrade or downgrade your license as per your requirements.
You will begin to receive license renewal reminders via email before the expiration of license(s).

You can view your account status in the '‘Customer Management' area in the main interface.
e Click 'Customer Info' from the ‘Customer management' drop-down menu in the left hand side navigation area.

*  Theimage below shows an example of a customer who has purchased multiple licenses:
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coMobo E—— S B : : :
G Antispam Gateway Sl L i b b o B re o & My Account

Dashboard / Customer info

ashboard Customer info @ v
&P Domains

EJ. Audit log CAM login : julius@dithersconstruction.com

Name : Demo Customer

I-EI Account management CAM email : julius@dithersconstruction.com

Totals

stomer management

Number of users : 4

- Desmmeinn Max. number of users 5
Manage report subscriptions Number of domains 2
Max. number of domains 2

Disk quota (GE) 2.0
Disk space 2.1 MB

Email templati

Subscriptions

Max. number of users Max. number of domair License expiration date = Disk quota (GEB) Enabled
0 0 g:;: :8' 72 true
0 2 g;: :8' 0 true
5 0 g;: :8' 0 true

End-User License and Subscriber Agreement

Comodo AntiSpam Gateway 2
THIS AGREEMENT CONTAINS A BINDING ARBITRATION CLAUSE. PLEASE READ THE AGREEMENT
CAREFULLY BEFORE ACCEPTING ITS TERMS AND CONDITIONS.

In the 'Customer Info' panel you will find the details of subscription(s) for your account, such as number of users, number of
domains and the space available for archiving mails. For multiple licenses, the number of users and domains that are allowed for
all the licenses purchased will be added and displayed in the Totals column.

*  Name: Displays the name of the account.

*  CAM Login: Displays the login user name for the account in Comodo Accounts Manager (CAM) at
https:/laccounts.comodo.com. The administrator can use this login username to log in to CAM for purchasing
additional licenses and renewal of existing licenses.

e CAM email: Displays the email address for the account as registered at CAM.
Account Summary
*  Number of users - Displays the current number of users for all domains on the account.

e Max. Number of users - The maximum number of users that can be added as per all the subscriptions made for the
account. The total number of users across all domains cannot exceed this number.

e Number of domains - Displays the number of domains on the account.

e Max. number of domains - The maximum number of domains that can be configured as per all the subscriptions
made for the account.

»  Disk quota - The maximum disk space allocated for mail archiving.
»  Disk space - Displays the disk space currently used by the mail archive.
Details on Subscriptions

e Max. number of users- The maximum number of users that can be added for the account as per the specific
subscription, that is, number of users cannot exceed the number given in this field for all domains included.
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e Max. number of domains - The maximum number of domains that can be configured as per the specific subscription.
* License expiration date - Provides details about the expiry date of the license for the specific subscription.
»  Disk quota (GB) - Displays the space available for archiving all incoming messages.
*  Enabled - Displays whether the subscription is active or not.
End-User License and Subscriber Agreement

*  End-User License and Subscriber Agreement - Displays the complete End-User License and Subscriber
Agreement.

The 'Customer Info' panel alerts the administrator about license(s) expiration date and if Domain/Users limit is exceeded.

Administrators will start receiving license renewal reminders via email 30 days (default) before your license(s) are due to expire.

Note: The number of days before expiration of license that you start to receive license renewal reminders and the number of
reminders per day that you receive depends on the settings configured in CASG.

An example of license renewal reminder is shown below:
Dear Customer,

Your Comodo Antispam Gateway account is due to expire in 5 days.

Please renew your subscription using your account page or contact support.

Please note that on 03-06-2012 your account will be suspended for 60 days and after that all your data will eliminated.

If you have multiple licenses and if one of them has expired, then the number of domains and users allowed for that license will
be deducted from the total number of allowed domains and users. No error message will be displayed if the usage is still limited
within the total domains and users allowed for the remaining license(s).

An alert will be displayed at the top of the interface on the day when all the license(s) have expired. An example of the message
is shown below.

Your subscription has expired, your account will be purged in 60 days, including all domains and quarantined emails, which will be irretrievable. Until that your

Spam filters are disabled

Note: The period after which all domains and quarantined emails for your account that will purged depends on the settings
configured in CASG.

During the configured period after license expiry, your emails will continue to be delivered to your domain via CASG but without
any spam filtering. During this period, you cannot add new domains and new users. Option to enable quarantine is also disabled
and incoming Spam detection settings screen for every domain in your account will display that Quarantine is disabled. After the
configured period, all domains and quarantined mails in CASG for your account will be purged.

Users of the account can use the service normally during this period. After the configured period, if a user tries to login with
his/her credentials, "Your login or password is incorrect' message will be displayed.

Administrators can upgrade or downgrade his/her account using Comodo Accounts Manager (CAM) at
https:/laccounts.comodo.com/account/login. You can use the login details provided at the time of purchasing the service.

Note: Any license upgrade or downgrade for your account will not be effected immediately. However, the changes will be
reflected in the interface after a certain period of time depending on the settings configured in CASG.

After downgrading your existing account or after a license has expired, if the number of domains and / or users is more than
permitted, an upgrade subscription message will be displayed at the top of the CASG interface. Some examples of alert
messages are shown below:

¢ When the domain limit is exceeded:

Your domain limit exceeded by 1. Please lower number of your domains or buy new subscription.
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You will not be able to add new domains until some of the current domains are removed. CASG filter will continue to function
and you can add new users.
¢ When the user limit is exceeded:

Your user limit exceeded by 2. Please lower number of your users or buy new subscription.

You will not be able to add new users until some of the current users are removed. CASG filter will continue to function and you
can add new domains.

2 Getting Started

Once an account with Comodo for CASG has been created, the next step is configuring your mail server with the CASG service
and setting up incoming and outgoing filtering. Click on the links below for more details.

* Incoming Filtering Configuration
*  Configuring your mail server
*  Configuring MX record

*  Outgoing Filtering Configuration
*  Per-user authentication
*  Outgoing Smarthot setup

2.1 Incoming Filtering Configuration

This section explains how you have to configure your mail server and point your domain MX records to CASG service.
*  Configuring your mail server

*  Configuring MX record

2.1.1 Configuring Your Mail Server
Step 1: Disable Sender Policy Framework (SPF) check or add CASG service domain to SPF check whitelist.
The CASG service domains are:
e mxpooll.spamgateway.comodo.com
*  mxpool2.spamgateway.comodo.com

If the above step is not carried out, the following error message may appear while adding a domain.

Dashbosrd § Domains

Domains © Hep

WARMING: Routes check is falled for given domain. E
Below |5 defalled response from mail server
SPF checker is unreachable

Step 2: Add your domain to CASG service.
To add domain:

*  Login to CASG system, go to domain management and add domain.
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Step 3: Point mail server MX records to CASG service domain. See the next section 'Configuring MX Record' for more details.

2.1.2 Configuring MX Record

The next important step is to update the Mail Exchange (MX) records of your domain to point to the CASG service domain.
Please ensure that you replace your old domain MX records with primary ' mxpooll.spamgateway.comodo.com' and secondary '
mxpool2.spamgateway.comodo.com'. If third-party MX servers are being used, then point the records to 'mxpool
{1,2}.spamgateway.comodo.com',

Background Note: The MX record is responsible for specifying the mail server to relay the incoming and outgoing email
messages of a domain. A domain can have several MX records, each pointing to a mail server, with defined priority order.
When an email is passed to/from your domain, the mail is handled by the first available mail server as per the priority. You can
define new MX records or change the priority of them depending on how you want the mails to/from your domain has to be
processed.

This section explains how to update your MX records so that all mails to/from your domain are passed through the CASG spam
filtering service. Click the following links for detailed explanations based on the DNS software/web hosting service you use.

*  Windows Server 2003/2008

¢ BIND (and the "named" daemon)
»  Comodo DNS

e GoDaddy

*  Enom

*  Network Solutions

¢ Yahoo! SmallBusiness

¢ landl
e 4D Web Hosting
e DNS Park

¢ DreamHost
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«  DynDNS
*  IXWeb Hosting
e No-IP

e Cpanel

2.1.2.1 Updating MX Records in Windows 2003/2008 Server

Open Control Panel by clicking Start > Control Panel and click ‘Administrative Tools'.
Select DNS'.

Open the 'Forward Lookup Zones' folder.

> Lo

To back up the current configuration, right-click the sub-folder for the mail domain you are configuring, select 'export’
from the context sensitive menu and save the configuration in a safe location.

o

Open the zone/domain sub-folder for that mail domain.
6. Delete all the existing MX records in that zone/domain.

7. Enter a new record for primary mail server with a lowest priority number and enter its FQDN value as
mxpooll.spamgateway.comodo.com and click OK.

8. Enter a new record for secondary mail server with the next lowest priority number and enter its FQDN value as
mxpool2.spamgateway.comodo.com and click OK.

9. Right-click the zone/domain folder and select 'Properties' from the pop-up menu.

10. Select the 'Start of Authority (SOA)' tab, click the 'Increment' button and click OK.

2.1.2.2 Updating MX Records on a host using BIND (and the 'named' daemon)

Make a backup copy of the zone file (or named.conf) that you intend to edit for MX record updates.
Open the Zone file for the mail domain you are configuring (or go to the part of named.conf being used for that zone)

Delete all the existing "MX" lines for that domain.

> w o

Enter a new "IN MX" record with the lowest preference value and enter the host name as "
mxpooll.spamgateway.comodo.com” for the primary mail server.

5. Enteranew "IN MX" record with the next lowest preference value and enter the host name as "
mxpool2.spamgateway.comodo.com"” for the secondary mail server.

6. Find the "@ IN SOA" record and increment the serial number (on the second line of the record).
7. Save the file and check it with named-checkconf.

8. Restart the 'named' daemon.

2.1.2.3 Updating MX Records for Comodo DNS

1. Log in to DNS.com administrative console at https:/ldns.com/login/ by entering your login email address and
password.

2. Select the domain for which you want to update the MX records, from the "Select domain" drop down menu.
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3. Click the "View / Manage" button beside the row labeled "@ (mail)".

Records Actions
(root) o View | Manage
* (wildcard) 0 View | Manage

0 . View [ Manage '

@ (mail) e View | Manage

The existing MX records will be displayed at the left hand side pane.
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@ (Mail).sample-domain.com

Set records for any region or group of your choice.

Create record

Region: « Select location

Til: 3600

Priority:

Answer:

Save

Global

www.sampledomain.com. TTL:

www_sampledomain.com. TTL:

CI’EEtE new: Select tl_.rrpe

Add

4. Delete the existing records by clicking the thrash can icons.
5. Set the primary mail server. Under 'Create Record'":

e Enter TTL as 3600 (secs)

e Enter "1"in the 'Priority' field to set higher priority for the primary server
*  Enter " mxpooll.spamgateway.comodo.com” in the ‘Answer' field

e Click 'Save'

6. Again click the "View / Manage" button beside the row labeled "@ (mail)" and set the secondary mail server. Under
Create Record"

e Enter TTL as 3600 (secs)
e Enter "2"in the 'Priority' field to set lower priority for the secondary server
e Enter " mxpool2.spamgateway.comodo.com” in the 'Answer' field.
e Click 'Save'
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

Setup should now be complete and mail filtering effected on all configured domains. If you experience problems, please open a
ticket at support.comodo.com or call 1.888.COMODO (2666.6361) and have your account number ready. We have
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experienced technicians on hand to help troubleshoot any configuration issues.

2.1.2.4 Updating MX Records for GoDaddy

1. Log in to GoDaddy administrative console at http:/lwww.godaddy.com, by entering your customer number or login

name, entering your password, and clicking the 'Secure Login' button.

2.

Bulk Register -

Trams far MNamame in e Do

SAVE!

3.
4.

Register or Transfer Domaing

Click "My Domains' from the 'Domains' drop-down menu.

Bid on/Buy Existing Domains

Premum Listings

Appraise Domains

Backorder Domains
Domain Enhancements

Private Registration

B i o Duamst-ie abiam

Select the domain for which you want to update the MX records, from the 'Domain Name' column.

Click 'Total DNS Control and MX Records' from the Details page

- 8 (&
i Repnin . Loddng... ol
Status:

Privacy:

Business Registration:
Domain Ownership Protection:
Locked:

Registered:

Expires On:

Auto Renew:

CashParking:

.

» a4 B8 .4 @

FMWMMMMM

Active (Refresh Page)
Off (addy

Off [Add)

Off (addk

Locked {Change)
2/14/2008

242008 [Renew How)
Off (Change)

Disabled (Change

E.

7
a

Hame Servers: (Last Update 5/12/2012)
533 0OMAINCO COM

Slotug)

5. Delete the existing MX records by clicking the 'X' buttons.

3 max (mtail Exchange)
W Priority

| Pesst te Default Settings |

-
TIL Actions
[2] [x]
[ [x]

Hadt Goes To

a SMp. SECUTESEraT. ned

1 Howr

a radslons | securesarer net

1 Howr

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the 'Edit' button
beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after
your changes have taken effect.

6. Click 'Add New MX Record'.The interface for adding a new MX record will appear.
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MX (Mail Exchangers)

To create 8 new MX record for your domain; enter the priorty value (0 - 9999 and compisie the
Host Name, "Goes To. IP Address, and TTL Value felds, then chick "Continue ™

B

Hote: The "Host Name™ should be defined as your domain name (i.e., "domainnamegoeshers.com™)
or "@" (Enterng “@" wil automatically inser your domain name as the host name for the MX
Record). If the WX Record iz for the domain “www domainnamegoeshere com ™ the host name

i i & -

Priority: [}
HostName:  [@

Enter Goes To Address: f;n.yr_dumain_.net..psmt.p.{:.l-:r"m

TIL: | 1 Hour |

To set the primary server:
*  Enter "1"in the 'Priority' field.
e Enter"@" in the Host Name field.
* Inthe 'Enter Goes To Address' field, enter " mxpooll.spamgateway.comodo.com".
e Select 'l week' from the TTL drop-down.
e Click OK.

To set the secondary server:
*  Click 'Add New MX Record' again. The interface for adding a new MX record will appear.
*  Enter "2"in the 'Priority' field.
e Enter"@" in the Host Name field.
* Inthe 'Enter Goes To Address' field, enter " mxpool2.spamgateway.comodo.com".
e Select 'l week' from the TTL drop-down.
e Click OK.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.5 Updating MX Records for Enom

1. Log in to Enom administrative console at https:/lwww.enom.com/login.aspx by entering your 'Login ID', 'Password
and clicking 'Login'.

Click the 'Domains' tab and select ‘"My Domain Names'. 'Manage Domains' page will be opened

Choose the domain for which the MX records are to be updated.

Select the + icon under the "Total DNS Control list in the 'Domain Details' panel. A sub-list will appear.

Click 'Total DNS Control And MX Records'. The 'Manage MX Records and DNS Zone File panel' will appear.
Click 'Launch Total DNS Control Manager'. The 'DNS Manager' interface will appear.

N oo g &~ wDd

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the 'Edit' button
beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after
your changes have taken effect.

8. Click 'Add New MX Record'. The 'MX (Mail Exchangers) Record Wizard' will appear.

To set the primary server:
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e Enter"1"in the 'Priority Value' field.
e Enter "@" in the Enter a Host Name field.
* Inthe 'Enter Goes To Address' field, enter " mxpooll.spamgateway.comodo.com".
e Select 'l week' from the TTL drop-down.
e Click 'Add".
To set the secondary server:

e Enter "2"in the 'Priority Value' field.
e Enter "@" in the Enter a Host Name field.
e Inthe 'Enter Goes To Address' field, enter " mxpool2.spamgateway.comodo.com”.
e Select 'l week' from the TTL drop-down.
e Click 'Add".

9. Click 'Continue'. The 'DNS Manager main page' will reappear when you've finished.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.6 Updating MX Records for Network Solutions

1. Log in to Network Solutions administrative console at https:/lwww.networksolutions.com/manage-itfindex.jsp by
entering your 'User ID', 'Password', selecting ‘Manage All Services' from 'Log-in to' drop-down and clicking 'Login'.

2. Click 'Edit DNS' under 'DNS Settings'. (If this is the first time you are editing the DNS settings, then click 'Custom DNS
Setting'). The 'Edit DNS' interface will appear.

3. Click 'Continue' in the 'DNS Manager-Advanced Tools'. The 'DNS Manager - Advanced Tools' interface will appear.
4.  Click Add/Edit in the 'Mail Servers' panel. The 'Mail Servers' table will be displayed.

5. Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'Mail Servers'
table to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a
later time after your changes have taken effect.

6. Update the 'Mail Servers' table with the information in the following table.

Priority Mail Server
1 mxpooll.spamgateway.comodo.com
2 mxpool2.spamgateway.comodo.com

7. Click 'Save'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.7 Updating MX Records for Yahoo! Small Business

1. Log in to Yahoo! Small Business administrative console at https:/llogin.yahoo.com/config/login_verify2 by entering
your 'Yahoo ID', 'Password' and clicking 'Sign In".

Click 'Domain’ from he tool bar.
Click 'Manage Advanced DNS Settings'.
Click 'Change MX Records'.

o ~ w

Delete the existing MX records.
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Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.

6. Enter the MX record for primary email server as " mxpooll.spamgateway.comodo.com” in the first open text box.
7. Setthe priority for the primary email server as "1"

8.  Enter the MX record for secondary email server as " mxpool2.spamgateway.comodo.com” in the second open text
box.

9. Set the priority for the secondary email server as "2"
10. Click 'Submit'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.8 Updating MX Records for 1landl

1. Log in to landl administrative console at http:/lwww.land1.com/login by entering your '‘Customer ID' (Account
Number or Domain name), 'Password' and clicking 'Login’.

Click ‘Administration’ tab

Click 'Domains'. The 'Domain Overview' page will appear.
Choose the domain for which the MX records are to be updated.
Select 'Edit DNS Settings' from the DNS menu.

Click 'Advanced DNS Settings' and choose 'Other mail server' from the options.

N oo g N

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.

8. Enter the MX 1/Prio and MX 2/Prio fields with the following information.

MX 1/Prio mxpooll.spamgateway.comodo.com
MX 2/Prio mxpool2.spamgateway.comodo.com
9. Click 'OK'".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.9 Updating MX Records for 4D Web Hosting

1. Log in to your 4D Web Hosting administrative console at https:/Imembers.4dwebhosting.com/ by entering your
'Username’, 'Password' and clicking 'Login'.

2. Click 'Configure'.
3. Click '"MX Records' from the Configuration options.

4. Replace the top two records with the following:

Primary mxpooll.spamgateway.comodo.com

Secondary mxpool2.spamgateway.comodo.com
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5. Click 'Update MX Records'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.10 Updating MX Records for DNS Park

Log in to DNS Park administrative console at https:/lwww.dnspark.net/signin.php.
Click 'DNS Hosting' from the left hand side navigation.
Choose the domain for which the MX records are to be updated.

Click 'Mail Records (MX)'.

o &~ w Do

Under 'MX Resource records',

*  Replace the hostname at 1% priority row with " mxpooll.spamgateway.comodo.com" and click '‘Update’
»  Replace the hostname at 2™ priority row with " mxpool2.spamgateway.comodo.com" and click 'Update’
6. Delete other existing MX records.

Tip: If you do not want to delete these records at this time, you can do it later, after your changes have taken effect.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

21211 Updating MX Records for DreamHost

1. Log in to DreamHost administrative control panel at https:/lpanel.dreamhost.com/ by entering your email
address/Web ID and Web panel password.

Click 'Mail' from the left hand side navigation and select 'MX' from the options.
Click 'Edit' beside the domain name for which the MX records are to be updated.

Delete all existing MX records under 'Custom MX Records".

a M~ DN

In the first two text boxes, enter:

e "mxpooll.spamgateway.comodo.com”
e "mxpool2.spamgateway.comodo.com”
6. Click 'Update your custom MX records now!"

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

21.2.12 Updating MX Records for DynDNS

1. Log in to DynDNS administrative console at https:/laccount.dyn.coml/entrance/ by entering your Username and
password.

Click 'My Services'.
Click 'Custom DNS' beside the domain for which the MX records are to be updated, under 'Zone Level Services'.
Select all the entries under ‘Mail eXchanger Records' and click 'Delete MX'.

Click 'Add New MX'.

o o M~ w D

Set the primary mail server:

*  Enter " mxpooll.spamgateway.comodo.com”
e Select '5' for preference to set higher priority for the primary server
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e Click 'Modify MX'
e Click 'Return to...
7. Set the secondary mail server

e Enter " mxpool2.spamgateway.comodo.com”
»  Select '10' for preference to set lower priority for the secondary server
e Click 'Modify MX'
e Click 'Return to...
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.13 Updating MX Records for IX Web Hosting

1. Login to IX Web Hosting administrative control panel at https:/Imanage.ixwebhosting.com/index.php by entering
your login email address and password.

Click '"Manage' under 'Hosting Account'.

Choose the domain for which the MX records are to be updated.
Disable the existing MX records by clicking the 'On' button.
Click 'Edit' next to 'DNS Configuration'.

o g &~ w D

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.

7. Click 'Add DNS MX Record'".

8.  Enter the primary and secondary mail servers one by one as given in the table below. Click 'Submit' after entering
each record.

Name Data Data (Second box)
Leave Blank 1 mxpooll.spamgateway.comodo.com
Leave Blank 2 mxpool2.spamgateway.comodo.com

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.14 Updating MX Records for No-IP

1. Log in to No-IP administrative console at https:/lwww.no-ip.com/login/ by entering your login email address and
password.

Click 'Host/Redirects' from the left hand side navigation.

Click 'Modify" beside the domain name for which the MX records are to be updated.
Navigate to ‘Mail Options' section at the bottom of the page

Replace the MX record entry at the first field with " mxpooll.spamgateway.comodo.com"

Replace the MX record entry at the second field with " mxpool2.spamgateway.comodo.com"

N o g~ DD

Delete the other MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the 'MX Records
to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete these records at a later
time after your changes have taken effect.
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The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.15 Updating MX Records in CPanel

This section explains how to update MX records for your domain if you or your web hosting service provider use CPanel as
webhosting control interface.

1. Login to your administrative console. CPanel will be opened.

2. Click '"MX Entry" icon under 'Mail

Started Tutorials Password Cantact Style Language
Wizard Info
Mail A
i g i 1
- £ TR S ¥, [
sy y o | P |
Ermail Webrmail BoxTrapper Forwarders Auto Cefault Mailing
Accounts Respondars Lizts
L W, = [ .
P. W - I i{_; —
Uzer Level Account Ermail Irmpo Erm ail
Filtering Level Trace Addresses/ Authenticatic
Filtering Forwarders
Files s

The MX Entry Maintenance panel will be opened.
3. Select the domain for which the MX record has to be changed from the Domains area.

4. Ensure that 'Local Mail Exchanger' option is selected under 'Email Routing'. If not, select the option and click the
'Change' button.
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Domain: mydomain.com

Email Routing

O Automatically Detect Configuration (recommended) more »

@ Mail Exchan%ﬂ'ﬁ)

O packup Mail Exchanger more =

O Remote Mail Exchanger more =

Currenl setting is shown in bold.

“vWarning: Setting the wrong option here can break receiving mail on your server. If vou are at all unsure about
which option to select contact your system administrator,

Add MNew Record

5. Delete the entries under 'MX Records' by clicking the 'Delete’ links

Priority: |

Destination:
Add Mew Record |

MX Records

PRIORITY DESTINATION ACTIONS

a rydornain.com Edi

Home ® Tradernarks ® Help ® Documentation ®  Contact ®

Logout

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click 'Edit' and set

the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after your changes have
taken effect.

6.  Set the primary mail server under 'Add New Record'

e Enter'0"in Priority field

Enter " mxpooll.spamgateway.comodo.com" in the Destination field
Click 'Add New record'. The new MX Record pointing to CASG service will be added
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which Dptil:l-n to select contact -\,rDLlr system administratar,

Add New Record

Priority: |E| |°

Destination: |mxsr\.f‘l.spamgateway.cu|| (v

Add Mew Record |

MX Records

PRIORITY DESTINATION ACTIONS

7. Setthe secondary mail server under 'Add New Record'
e Enter 1" in Priority field
*  Enter " mxpool2.spamgateway.comodo.com” in the Destination field
e Click 'Add New record'. The new MX Record pointing to CASG service will be added

Uestnatian.

Add Mew Record
MX Records
PRIORITY DESTINATION ACTIONS
a mxsrvl . sparmgateway.comodo.com Edit Delete
1 mxsrvZ spamgateway.comodo.com Edit Delete
1n mydomain.com Edit Delete
Home ® Tradermarks ® Help ® Documentation ®  Contact ®  Logout

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.2 Outgoing Filtering Configuration

CASG allows you to configure outgoing filter that is independent of incoming email filtering. You can set up outgoing email filter
for each user or if that is too cumbersome, you can set up the filtering server as a smarthost. Click the the following links for
more detalils.

¢ Per-user authentication

e Outgoing Smarthost setup

Note: You can use only one of the methods, Per-user authentication or Outgoing Smarthost setup, for outgoing email
filtering.

2.2.1 Per-User Authentication

To set up outgoing filtering for a user, make sure that the user is a valid outgoing user. This can be done in the Outgoing section
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of the Manage Domain interface. You can also configure outgoing user to represent an IP address and anybody from this
configured IP can send mail. To add an outgoing user, click 'Users' and 'Add'" in the 'Outgoing users' interface. You can also
import users from CSV file or from Incoming users. See the section Users to know how to configure an outgoing user.

2.2.2 Outgoing Smarthost setup

If you use a dynamic IP or you are unable to get the proper PTR records set up then you might need to consider using a
smarthost. In this case all outgoing messages would be sent to CASG mailserver and the actual recipient would be contacted by
CASG mailserver itself. Please note that for smarthost option, email user authorization should be handled on your side, either by
IP address or by using SMTP AUTH.

A smarthost allows an SMTP server to route email to an intermediate mail server. This can ease mail server management.

This enables you to route messages over a connection that may be more direct or less costly than other routes. The smart host
is similar to the route domain option for remote domains. The difference is that, after a smart host is designated, all outgoing
messages are routed to that server. With a route domain, only messages for the remote domain are routed to a specific server. If
you set up a smart host, you can still designate a different route for a remote domain. The route domain setting overrides the
smart host setting.

You can route all incoming / outgoing messages for remote domains through a smarthost instead of sending them directly to the
domain to reduce e-mail spam from the recipient's mail server via the default SMTP port.

*  Configuring QMail
*  Configuring PostFix
*  Configuring Sendmail
*  Configuring Exchange 2000/2003
*  Configuring Exchange 2007/2010
e Configuring Exim
»  Configuring Exim / cPanel

»  Configuring Exim / Directadmin

2.2.2.1 Configuring QMail to use a Smarthost

Routing all mails to a smarthost
The file where SMARTHOST relaying to smarthost settings are kept is named smtproutes and is usually found in
Ivar/gmail/control/. We use the hostname ' mxpooll.spamgateway.comodo.com' on port 587 as outgoing server:

echo:  mxpooll.spamgateway.comodo.com:587" > /var/qgmail/control/smtproutes

This command will set gmail that all your mails will be routed to mxpooll.spamgateway.comodo.com:587 (will remove other
existing lines).

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

echo "example.com: mxpooll.spamgateway.comodo.com:587" >> /var/qmail/control/smtproutes

This will route outgoing email to "example.com” via the smarthost. (rest of the lines will be kept).
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2.2.2.2 Configuring PostFix to use a Smarthost

Routing all mails to a smarthost :

These instructions assume the postfixconfig files live in /etc/postfix/main.cf
In/etc/postfix/main.cfadd the line:
relayhost = mxpool1.spamgateway.comodo.com:587

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

Add a line to letclpostfix/transport:

example.com smtp: mxpooll.spamgateway.comodo.com:587
generate a postmap file :

postmap hash:/etc/postfix/transport

To use the transport file, add or edit a line in letc/postfiximain.cf:
transport_maps = hash./etc/postfix/transport

Restart Postfix and all mail. The mail for selected domains should go trough the Smarthost.

2.2.2.3 Configuring Sendmail to use a Smarthost

Routing all mails to a smarthost :
Editletc/sendmail.cf and add the following line:

DSmxpooll.spamgateway.comodo.com

Restart Sendmail.
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2.2.2.4 Configuring Exchange 2000/2003 to use a Smarthost

Routing all mails to a smarthost :

* Inthe Exchange System Manager, expand the Administrative Groups container.

*  Expand the desired administrative group, and expand the Routing Groups container.

»  Expand the routing group you need to work with, right-click the Connectors folder, and select New.
e Select SMTP Connector.

e Onthe General tab, enter a name to identify the connector.

e Select Forward All Mail Through This Connector To The Following Smart Hosts, and enter
mxpooll.spamgateway.comodo.com

e Default SMTP Server -> Properties -> Delivery Tab -> Outbound Connections -> TCP Port set to 587.

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

Do all steps mentioned above and continue on with the following:

e Under Local Bridgeheads, click Add, and select the SMTP server that will become the SMTP bridgehead for its routing
group.

e Onthe Address Space tab, click Add, select SMTP, and click OK.

e Inthe E-Mail Domain box, add the name of the remote location's e-mail domain (e.g., example.com), and click OK.

»  Click OK three times to exit the SMTP connector configuration.

*  Restart the Microsoft Exchange Routing Engine service and the SMTP service.

2.2.2.5 Configuring Exchange 2007/2010 to use a Smarthost

Routing all mails to a smarthost :
A Send Connector must already have been created and configured correctly on the Hub Transport server.
e Open Exchange Management Console.
e Click on the '+ next to Organization Configuration.
e Select Hub Transport and select the 'Send Connectors' tab.
»  Right-click on the existing Send Connector, select 'Properties' and go to the Network tab.
e Select "Route mail through the following smart hosts:" and click ‘Add'".
*  Enter mxpooll.spamgateway.comodo.com (you need to use port 587).
If you have more then one Smarthost, repeat the previous two steps.

The changes to the Send Connector will take effect immediately without you having to reboot the server or restart any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell Console:
Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.
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Routing all mails to a smarthost with Username Authentication:
A Send Connector must already have been created and configured correctly on the Hub Transport server.
*  Open Exchange Management Console.
»  Click on the + next to Organization Configuration.
*  Select Hub Transport and select the 'Send Connectors' tab.
+ Right-click on the existing Send Connector, select 'Properties' and go to the ‘Network' tab.
¢+ Select "Route mail through the following smart hosts:" and click 'Add".
*  Enter mxpooll.spamgateway.comodo.com, mxpool2.spamgateway.comodo.com in the FQDN section.
+ Click 'Change’ under the smart-host authentication.
+ Select 'Basic Authentication' and tick the TLS box .
* Add your newly created username and password.
¢+ Click'OK".

The changes to the Send Connector will take effect immediately without you having to reboot the server or restart any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell Console:
Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.

2.2.2.6 Configuring Exim to use a Smarthost

Routing all mails to a smarthost :

To configure the mailserver Exim, edit your Exim configuration file (e.g. letclexim/exim.conf).

Add in the routers section (after begin routers):

spamgateway smarthost router:

driver = manualroute

transport = spamgateway smarthost transport

route list = Sdomain mxpooll.spamgateway.comodo.com: :587
no_more

Make sure the local mail route is before smarthost, if you don't want local mail to be forwarded. Add in the transports section
(after begin transports):

spamgateway smarthost transport:
driver = smtp
hosts require tls = *

Routing all mails for a specific domain to a smarthost:

Note: The information below relates to a very specific customer requirement and is not recommended for most deployments. A
configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure you need to use this setup,
please explore the other available options for routing mail.

Put the domain in place of the $domain value in the route_list (above). For multiple domains you can use:
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route list = domain.example.com mxpooll.spamgateway.comodo.com::587 ;
domain.example.org mxpooll.spamgateway.comodo.com: :587

Restart Exim for the changes to take effect.

2.2.2.6.1 Configuring Exim / cPanel to use a Smarthost
Routing all mails to a smarthost :

Go to the "Exim Configuration Editor" in WHM. Choose "Advanced Editor". Add in the routers section (after begin routers, and
after the democheck: router block):

smarthost dkim:

driver = manualroute

domains = !+local domains

require files = "+/var/cpanel/domain keys/private/${sender address domain}"
transport = remote smtp smart dkim

route list = $domain mxpooll.spamgateway.comodo.com: :587

smarthost regular:
driver = manualroute

domains = !+local domains
transport = remote smtp smart regular
route list = $domain mxpooll.spamgateway.comodo.com: :587

Then add in the transports section (after begin transports):

remote smtp smart dkim:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{S$sender address domain}

lsearch*{/etc/mailips}{Svalue}{}}}{}}

helo data = ${if exists {/etc/mailhelo}{${lookup{$Ssender address domain}
lsearch*{/etc/mailhelo}{$value}{Sprimary hostname}}}{Sprimary hostname}}
dkim domain = $sender address_domain
dkim selector = default
dkim private key = "/var/cpanel/domain keys/private/${dkim domain}"
dkim canon = relaxed

remote smtp smart regular:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{Ssender address domain}

lsearch*{/etc/mailips}{Svalue}{}}}{}}
helo data = ${if exists {/etc/mailhelo}{${lookup{$sender address domain}
lsearch*{/etc/mailhelo}{Svalue} {Sprimary hostname}}}{Sprimary hostname}}

Save the configuration. All the outgoing mail will be relayed trough the filterserver and accept original and DKIM signed emails.

Routing all mails to a smarthost with SMTP Authentication:
* Go to the "Exim Configuration Editor" in WHM.
* Choose "Advanced Editor". do not include "begin authenticators".
¢+ Otherwise, simply append our 4 lines and leave out our "begin authenticators".

begin authenticators
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spamgateway login:

driver = plaintext

public name = LOGIN

client send = : username@example.com : yourUserPassword

Add a Router in the Router Configuration Box.

send via spamgateway:

driver = manualroute

domains = ! +local domains

transport = spamgateway smtp

route list = "* mxpooll.spamgateway.comodo.com::587 byname"
host find failed = defer

no_more

Add a Transport to the Transport Configuration Box.

spamgateway smtp:

driver = smtp

hosts = mxpooll.spamgateway.comodo.com

hosts require auth = mxpooll.spamgateway.comodo.com
hosts require tls = mxpooll.spamgateway.comodo.com

Restart Exim.
Extra: Routing all mails for a specific domain to a smarthost with individual outgoing accounts:

To be able to set custom settings/limits for outgoing users, use the information above (Routing with SMTP Authentication) with a
small change. Use this:

client send = : ${extract{user}{$

{lookup{$sender address domain}lsearch{/etc/exim spamgateway}}}}
S{extract{pass}{$

{lookup{$sender_address_domain}lsearch{/etc/exim_spamgateway}}}}

instead of the client_send in the previous example.
To create afile called letclexim_spamgateway with the following structure, use this :

domainl.com: user=user@domainl.com pass=abc
domain2.com: user=user@domain?.com pass=xyz
Extra: Limiting Outgoing for certain domains

This option can be combined with the individual accounts configuration to restrict outgoing only to specific domains. You can add
the following entry (underneath domains) in the router :

senders = ".*@domainl.com : ".*@domain?2.com

2.2.2.6.2 Configuring Exim / Directadmin to use a Smarthost

»  Edit your Exim configuration file (e.g. /etc/exim.conf).

»  Add in the routers section (after begin routers):
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spamgateway smarthost router:
driver = manualroute

domains = ! +local domains

ignore target hosts = 127.0.0.0/8

condition = "${perl{check limits}}"

transport = spamgateway smarthost transport

route list = Sdomain mxpooll.spamgateway.comodo.com: :587
no_more

* This replaces the existing "lookuphost:" router which should be commented.

+ Add in the transports section (after begin transports):

spamgateway smarthost transport:

driver = smtp
hosts require tls = *
Restart Exim.

3  The Administrative Interface

The Administrative Console is the nerve center of Comodo Antispam Gateway (CASG), allowing administrators to add domains,
add administrators and users, manage accounts and more.
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Once logged-in, the administrator can navigate to different areas of the console by clicking the tabs at the left hand side.

Main Functional Areas

»  Dashboard - Allows administrator to view graphical summaries of domain quota usage, user quota usage, archive
quota usage, details of domain and user license expiration. See The Dashboard Area for more details.

*  Domains - Provides a snapshot of domains in CASG for your account and serves as a launchpad for adding,
deleting, editing and managing domains. In this area the administrators can set filters, view quarantined mails, set
email restrictions. The administrator can also view the log record of actions such as accepting whitelist request,
accepting blacklist request and so on. See Domain Management for more details.

e Audit Log - Allows administrators with appropriate privileges to view a record of actions initiated by users and
administrators for all domains belonging to an account. See Audit Log for more detalils.

e Account Management - Enables the administrator to add other administrators, delete or edit existing administrators.
Currently logged in administrator also can change his/her password, manage their subscription to periodical domain
and quarantine summary reports in this area. An administrator also can create user and administrator groups and
permissions can be configured for these groups. Users and administrators then can be added to these groups that will
impose a common permission policy for them. The administrators can also view a user history for all domains within a
particular date range. See Account Management for more details.

e Customer Management - Enables the administrator to view the details of the customer such as name, maximum
number of users, maximum number of domains, incoming archive space, license expiration date and whether the
customer is enabled or not. Also the administrator can manage the subscription of periodical domain and quarantine
summary reports for the customer, configure email template settings for the messages sent from CASG. See
Customer Management for more details.

Clicking the support.comodo.com link at the bottom of interface takes you to the Comodo support web page, an online
knowledge base and support ticketing system. The fastest way to get further assistance in case you find any problem using
CASG.

Various interfaces displays a help button at the top right side of the interface. Clicking on this help button will take you to
the respective help page of CASG online help guide for more detailed explanation.

3.1 Logging-in to the Administrative Interface

As CASG is a web application, you can login into your account using any Internet browser by entering
https:/lantispamgateway.comodo.com/admin/ in the address bar of the browser.

"E‘“{ cCOMODO
~.~ Antispam Gateway

e

L Administrative Interface

Username

|

Password
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*  Login to the interface with your CASG username and password.

In order to ensure safety, CASG will lock the account if the login attempts fail for more than three attempts due to incorrect
Username or Password. To unlock the account the administrator can contact their Comodo Account Manager.

The threshold number of unsuccessful login attempts before locking the account can also be customized by contacting the
Comodo Account Manager.

Note: You can login to the interface using either the credentials created via CAM account or the administrative credentials
created via the CASG interface. If you login using the CAM account credentials, an additional feature 'Login to my Comodo
account' will be available in the Account management area through which you can manage your account such as subscribe for
more licenses.

3.2 The Dashboard Area

The Dashboard displays a snapshot summary of domain, user and archive quota usage as pie charts and domain and user
license expiration as graphs. Administrators can download the pie charts and graphs as image or pdf files by clicking the
download icon at the top right side of each item.
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Domain Quota Usage Dormain guot

The 'Domain quota usage' pie chart provides the details of
number of used and remaining domains for the account.
Hovering the mouse cursor or clicking over a sector displays a
call-out providing respective details. Clicking on a legend turns
on / off respective metric on the chart.
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The 'User quota usage' pie chart provides the details of
number of used and remaining users for the account. Hovering
the mouse cursor or clicking over a sector displays a call-out
providing respective details. Clicking on a legend turns on / off
respective metric on the chart.
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The 'Archive quota usage' pie chart provides the details of
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legend turns on / off respective metric on the chart.
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Domain o The 'Domain license expiration' graph provides at-a-glance
summary of domains that can be added for the account and
their licenses expiry dates. The number of domains that is
allowed for the account is displayed in X axis and the Y axis
indicates the dates when the licenses for these domains are
set to expire. Hovering the mouse cursor over any part of the
graph displays when the current license is set to expire. It also
displays if any license has expired. The yellow line indicates
the total number of domains added for the account. Out of
quota indicates the date the domains added for the account
exceeds for a license.
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Number of domains

Subscriptions O Current domains number = = 1 Out of quota

User License Expiration

The 'User license expiration' graph provides at-a-glance
summary of users that can be added for the account and their
license expiry dates. The number of users that is allowed for
the account is displayed in X axis and the Y axis indicates the
dates when the subscriptions for these users are set to expire.
Hovering the mouse cursor over any part of the graph displays
when the current subscription is set to expire. It also displays if
any subscription has expired. The yellow line indicates the
total number of users added for the account. Out of quota
indicates the date the users added for the account exceeds for
alicense.

Number of users

Subscriptions 0 Currert users number = 01 Qut of guota

3.2.1 Domain Management

The 'Domains' area of the interface allows administrators to perform domain management tasks such as adding, deleting editing
and managing a domain. Various settings such as email size restrictions and extensions of attached files in emails can be
configured for any listed domain. The interface also allows administrators to view logs of changes such as whitelist a recipient,
blacklist a recipient and so on for all the domains in the account.

Tip: CASG also periodically generates Domains reports containing a summary of all the mail activities for the domain. The
reports are sent to the administrators through email. Administrators can configure for such reports through Dashboard >
Account Management > Admin > Add Administrators or Edit Administrators. Refer to CASG Reports - An Overview for
more details.
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Having Trouble? Support is here to help. Open a Ticket at support.comodo.com or call 1.888.COMODO (256.2608)

The following section provides more information on Domains.

3.2.1.1 Domains

As the name suggests, the The 'Domains' area of the interface allows administrators to perform domain management tasks such
as adding, deleting, editing a domain. Various settings such as email size restrictions and extensions of attached files in emails

can be configured for any listed domain.

e Click the Domains tab in the left hand side navigation to open the Domains area.

coMODO
g Antispam Gateway

(2 Dashboard

@ Domains
[ Audit log

i\l
[£5 Account management

Customer management

Quarantine: 4 & My Account
Dashboard / Domains

Domains @ He
+ Add m Delete y Edit domain i!i Manage domain D Refresh

| o Filters |
[F] Domains Aliases Number of users Max. number of users
[7] docteamcasg.comodo.od.ua 4 Unlimited

[7] dsg-arch-qa.comodo.od.ua 0 Unlimited

1 i1 [1-212] Perpage |15 v

Having Trouble? Support is here to help. Open a Ticket at support. comodo.com or call 1.888.COMODO (256.2608)

The list of domains that are configured will be displayed.

Sorting the Entries

Clicking the domain column heading switches the sorting of the entries based on the ascending/descending order of the entries.

Using Filter options to search particular domain(s)

Click anywhere on the Filters tab to open the filters area.
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Dashboard / Domains

Domains Help

o= Add  [[] Delete # Editdomain  $lj Manage domain ‘G Refresh |

o Filters
+ Domain w | |contains w Apply filter

[[] Domains Aliases Number of users Max. number of users
7] docteamcasg.comodo.od.ua 4 Unlimited
[ dsg-arch-ga.comodo.od.ua 0 Unlimited

1 i [1-2712] Perpage |19 w

You can add more filters by clicking + for narrowing down your search.

Dashiboard f Domains

Domains © Hei
o 200 [ Deiste | & Editdomain  §15 Manage domain !1'3 Refresh |
|
£ Fitters
o= Domain w | | contalns w Apply filter
= Dormain w | |eguals w
— Allas w | [contalns W
= Domain w | | Starts with w
[7] Dormains = Aliases Humber of users Max. number of users

example.domain.com Lr

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

»  Domain: Will execute a search of domain names according to the text in the text box (column 3) and the condition
selected in column 2.

»  Aliases: Will execute a search of domain alias names according to the text in the text box (column 3) and the
condition selected in column 2.

When you select any one of the above options in the first drop-down, the following filters are available in the second drop-down:

*  Equals: Displays the domain or alias name that was entered in full in the text box.

»  Contains: Displays all domain or alias name(s) that contains the words entered in the text box.

*  Not Contains: Displays all domain or alias name(s) that does not contain the words entered in the text box.
«  Starts With: Displays all domain or alias name(s) that starts with the words entered in the text box.

*  Not Equals: Displays all domain or alias name(s), except the one entered in the text box.

*  Ends With: Displays all the domain or alias name(s) that ends with the words entered in the text box.
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Click 'Apply Filter' after selecting the filters.

Click anywhere on the Filters tab to close the filters area.

+ ¥ Refresh
Click the button to display all the domains.

Note: To display all the domains after using the filters option, you have to first click anywhere on the Filters tab to close the
filters area and then click the 'Refresh’ button.

Click the following links to know how to:
e Add adomain
*  Delete a domain
+ Editadomain

e Manage a domain

3.2.1.1.1 Adding Domains

From this interface, administrators with appropriate privileges can add domains, configure the number of users for each domain
and the destination routes for respective domains. The number of domains that you can add depends on the plan that you have
subscribed.

To add a domain

e Click the 'Add' button in the Domains interface

Dashboard / Domains

Domains Help

ﬁ Delete _@ Edit domain 7.'-7 Manage domain ‘a Refresh

o Filters

[] Domains Aliases Number of users Max. number of users
[] docteamcasg.comodo.od.ua 4 Unlimited
[7] dsg-arch-ga.comodo.od.ua 0 Unlimited

1 11 [1-2/2] Perpage |15 W

The 'Add domain' dialog will open.
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Add domain

Domain
Destination routes -l-

Max number of users | Unlimited

Check routes m| Cancel |

e Enter a valid domain name in the 'Domain’ field.

< Enter the final mail server destination route in the 'Destination routes' field. This is where the mails will be delivered
from CASG after appropriate filtering of mails. The default port is 25.

»  |f you want additional routes to be included for the filtered mails to be delivered in case of failure of the first route, click
+ beside the 'Destination routes' field to add more alternative destination routes.

Add domain

Domain | testdomain.com

-l- mail testdomain.com
Destination routes
me | Maill testdomain.cam

Max. number ofusers | Unlimited

Check routes m| Cancel |

»  Click the 'Check routes' button to let CASG automatically get the destination routes information from DNS. If the result
contains mxpooll.spamgateway.comodo.com then it means that DNS MX record was already updated to work with
Antispam Gateway server and you must fill ‘Destination routes' field with your real MX record, for example
mail.exampledomain.com.

»  Enter the maximum numbers of users that can be added for this domain in the 'Max.number of users' field. Leaving
this setting as 'Unlimited" will allow you to add up to, but not exceed, the maximum number of users permitted by your
current license. The maximum number of users for a selected domain can also be configured in the 'Domain Settings'
area.

e The domain entered in the 'Destination routes' field is checked by Comodo Gateway diagnostic tool to assure the
destination route is entered by administrator correctly.
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[
Routes check errors.

Relay : fhhfgjgkhlkjlj.com:25
Emor code : 500
Ermor message : SMTP host unreachable

Are you sure you want to proceed with domain save 7

Click 'Proceed' to save a domain.

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field, but CASG checks if the total number of users for all domains is within your license limit.

Click 'Save' to add the configured domains.

Note: When you create a new domain, email addresses 'abuse@addeddomain’ and 'postmaster@addeddomain’ will be added
by default in Recipient Whitelist. Click here for more details.

3.2.1.1.2 Deleting Domains

If you want to delete a domain for which emails are being routed via CASG, this can be done in this interface.
To delete a domain

Select the domain(s) that you want to delete from the interface.
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Dazhbeard / Domains

Help

Domains

o= Ada( [ Detete ) # Editdomain | {1} Manage domain ‘D Refresh ‘

o Filters

[[] Domains Aliases Humber of users Max. number of users
[7] docteamcasg.comodo.od.ua 4 Unlimited
0 Unlimited

[7] dsg-arch-ga.comodo.od.ua

1 i [1-2/2] Perpage |15 w

¢ Click the "Delete' button

Tip: You can select multiple domains to delete by pressing and holding the Shift or Ctrl keys.

Anotice will be displayed warning you that the users belonging to the selected domains to be deleted will also be removed.

Delete domains

s MOTICE :Allusers helonging to selected dormain

will be removed too.
Areyou sure you want to remove selected

domains?

*  Click 'OK" to confirm.
The selected domain(s) will be deleted.

3.2.1.1.3 Editing Domains
You can change the destination routes of a configured domain and check routes for the edited domain. Please note that the
name of the domain cannot be edited.

To edit a domain

e Select the domain that you want to edit from the interface.
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Help

Domains

+ Add ﬁ Delete f Edit domain TH Manage domain + ' Refresh

o Filters

[[] Domains Aliases Number of users Max. number of users
[7] docteamcasg.comodo.od.ua 4 Unlimited
0 Unlimited
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e Click the 'Edit domain" button
The Edit domain dialog will be displayed. Please note that the domain name is not editable.

Edit dormain
Damain | examplel.domain.cam
Destination routes lll mail.examplet.domain.com

Max number of users | LUnlimited

Check routes m| Cancel |

From here you can add another destination route, change the primary destination route or delete additional destination routes
and reconfigure the maximum number of users for that domain.

¢ Click in the 'Destination route' field to edit it.

Click + beside the 'Destination routes' field to add more alternative destination routes.

Edit domain
Diomain | examplel . .domain.com

-l- mail examplet domain.com
Destination routes

mm | Mail2.examplel.domain.com

Max. number ofusers 10

Check routes E| Cancel |

e Click ™ to remove alternative destination routes.
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e Click the 'Check routes' button to let CASG automatically get the destination routes information from DNS. If the result
contains mxpooll.spamgateway.comodo.com then it means that DNS MX record was already updated to work with
Antispam Gateway server and you must fill ‘Destination routes' field with your real MX record, for example
mail.testdomain.com.

» Ifrequired, edit the maximum of number of users that can be added for this domain in the 'Max. number of users' field.
Leaving this setting as 'Unlimited" will allow you to add up to, but not exceed, the maximum number of users permitted
by your current license.

e The domain entered in the 'Destination routes' field is checked by Comodo Gateway diagnostic tool to assure the
destination route is entered by administrator correctly.

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field, but CASG checks if the total number of users for all domains is within your license limit.

e Click 'Save' to confirm the changes.

3.2.1.1.4 Managing Domain

In this area, an administrator can configure various settings for a selected domain. This interface allows the administrator to view
quarantined mails, set email restrictions, add users as recipient whitelist or blacklist, add new users and view log reports for the
domain.

This section is divided into seven main subsections namely, Domain dashboard, Incoming, Outgoing, Email management, Audit
log, Whitelist / Blacklist and Account management. Click on the respective tab to expand or close the subsection in the left
hand side navigation.

To manage a domain

e Select the domain that you want to manage from the interface and click the 'Manage Domain' button.
or

*  Click on the domain name in the 'Domains' column.
or

e Right-click on the domain name in the 'Domains' column to open in a new tab or window.

Dashbeard / Domains

Domains Help
o= Add il Delete 2 Edit domain ( §}} Manage domain i ¥ Refresh
o Filters
[[] Domains Aliases Humber of users Max. number of users
[7] docteamcasg.comodo.od.ua 4 Unlimited
[7] dsg-arch-ga.comodo.od.ua 0 Unlimited

L i [1-212] Perpage |15 |w

In the left hand side navigation, the configuration tabs for the selected domain will open. By default, the Domain dashboard for
the selected domain will be displayed. Click on the tabs in the left side to open the respective interfaces.
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Click on the following links for more details on the subsections:
*  Domain Dashboard
e Incoming
*  Outgoing
*  Email Management
e Domain Audit Log
*  Whitelist / Blacklist

*  Account Management

3.2.1.1.41 Domain Dashboard

CASG provides a dashboard view of a selected domain for quick analysis of important statistics such as number of quarantined
mails, release requests, whitelist requests, blacklist requests, incoming mails archive quota usage and more. Administrators can
download the pie charts and graphs as image or pdf files by clicking the download icon at the top right side of each item. To
open a domain dashboard, click Domains tab on the left hand side and then:
*  Select the domain that you want to view its dashboard and click the 'Manage Domain' button.
or
e Click on the domain name in the 'Domains' column.
or

e  Right-click on the domain name in the 'Domains' column to open in a new tab or window.
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The dashboard of the selected domain will be displayed.
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Clicking on the buttons at the top of the domain dashboard takes you to the respective interface:

e Quarantine - Displays the quarantined mails of all users of the selected domain. Refer to the section Quarantine for
more detalils.

* Release requests - Displays the requests from users of the selected domain for releasing quarantined mails. Refer to
the section Released Requests for more details.

*  Whitelist requests - Displays the requests from users of the selected domain for whitelisting the senders of
quarantined mails. Refer to the section Whitelisted Requests for more details.
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»  Blacklist requests - Displays the requests from users of the selected domain for blacklisting the senders of
quarantined mails. Refer to the section Blacklisted Requests for more details.

The Mails Statistics area provides a graphical as well as pie chart representation of the mails that were blocked, viruses blocked
and more. Hovering the mouse cursor over a sector or graph displays a call-out providing respective details. Clicking on a

legend turns on / off respective m

etric on the chart and graph.
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The 'Archive quota usage' area provides details of the storage space used for archiving incoming mails. The graph shows the
disk space used per day for the last two weeks. Hovering the mouse cursor over any part of the graph displays the details of the
space used for the respective date. Refer to the section Managing Archived Mails for more details.
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The 'Delivery queue statistics' are

a provides details of filtered mails that are queued in CASG servers for delivery at a later time.

It also displays the average time of queued mails for the previous day in CASG servers before delivery. Refer to the section

Delivery Queue for more details.

—DU:]L

- 00:05

- 00:06

- 00:04

(- o0z

0 -9

18:00 Apr15

s pyverage time in gueue (rh. scale)

Q

Gueus size

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 51



COMODO

Creating Trust Online®

3.21.142 Incoming

The 'Incoming’ area of the Manage Domain section allows you to view quarantined mails, configure incoming spam detection
settings, set spam alert headings, add local email recipients and more.

! coMODOD
Antispam Gateway

(#) Dashboard
@ Doamzin dashboard

[1| INCosmng

Click the following links for more details:
e Quarantine
e Managing Archived Mails
* Incoming Spam detection settings
*  Report Spam
*  Delivery Queue
*  Destination Routes
*  Local Recipients
e Clear Incoming Cache
e Log Search
* Domain Aliases
*  Domain Settings
*  Manage Report Subscriptions for Selected Domain
* Relay Restrictions

¢ Geolocation Restrictions

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 52



Comodo Antispam Gateway - Administrator Guide COMODO

Creating Trust Online®

Quarantine

In this area, an administrator can view the list of all the quarantined emails and their headers, of all the users for the selected
domain. The administrator can also choose to release quarantined emails to the intended recipient after ascertaining that
particular email is not actually a spam. The administrator also can delete a selected or all the spam mails from this interface.

Tip: CASG also periodically generates Quarantine reports containing a summary of mails identified as spam or malicious that
were moved to quarantine automatically. The reports are sent to the administrators through email. Administrators can configure
for such reports through Dashboard > Account Management > Admin > Add Administrators or Edit Administrators. Refer
to CASG Reports - An Overview for more details.

To open the quarantined email interface:

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Quarantine' tab.

f coMODO
g Antispam Gateway

€ Domain t:
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The quarantined email area of the selected domain will open:

Dashboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua f Quarantineg

Quarantine © Hew
Show message [:] Release m Delete D Refresh
| o Filters |
[[] Subject From To Recipient Date (GMT+ Reason Size ﬂ Actions

spam
; . Oct 28,2014 External pattern 168
[C] Spam email 1 admin <demo@csg.comodo.od.ua> demol@docteamcasg.com demol@docteamcasg.com 121:46PM  match bytes
(Sanesecurity.Junk.:
spam
; . Oct 28, 2014 External pattern 168
[C] Spam email 2 admin <demo@csg.comodo.od.ua> demo2@docteamcasg.con demo2@docteamcasg.com 1:2119PM  match s
(Sanesecurity.Junk..
1 {74l [1-2i2] Perpage 15 w
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search quarantined emails
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Click anywhere on the Filters tab to open the filters area.

Dashboard / Domains / Domain dashboard - docteamcasg. comodo.od.ua / Quarantine

Quarantine Help
Show message [j Release ﬁ Delete ‘D Refresh ‘
Q Filters
lll Subject ~ | | contains v Apply filter
7] Subject From To Recipient Date (GMT+ Reason Size | Actions

spam
You can add more filters by clicking + for narrowing down your search.

Daszhboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Quarantine

Quarantine Help
Show message [j Release m Delete ‘8 Refresh ‘
Q Filters
+ Subject w | |contains v Apply filter
== From w | | contains v
= To w | |contains v
== Date w | eguals v
= Sjze (KB) w | |less than v||o s
[[] Subject From To Recipient Date (GMT+ Reason Size ﬁ] Actions

spam

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

«  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:
»  Contains: Displays all quarantined mails that contain the words entered in the text box

*  Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

*  Size (KB): Will execute a search of mails according to the size selected or entered in third field (column 3) and the
condition selected in column 2.

If 'Date’ is selected, the following conditions are available:

*  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
calendar
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*  Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

*  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:
*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box
»  Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box
e Click 'Apply Filter' after selecting the filters.

e Click anywhere on the Filters tab to close the filters area.

. L2 Refresh . . .
e Click the button to display all the quarantined emails.

Note: To display all the quarantined emails after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh' button.

Viewing Details of Quarantined Mails

The details like subject, sender, recipient , date and size of the mails added to the Quarantine can be viewed in two ways:
* Inthe same CASG window
* Inanew CASG window

To view details of quarantined mails in the same CASG window:

* Inthe quarantined email area, select the mail that you want to view and click the 'Show Message' button.

or
e Click on the email link in the subject column that you want to view its details.
Dashboard / Domans / Doman dashiboard - docteamcasg comodo od ua / Cuaranbne
Quarantine Help
& show message ) [*] Release [ Deiete LT IR £ Refresh
£ Fitters
Subgect From To Recipient Date (GMT + Reason Siee @ Actions
Spam
. Oct 28, 2014 External pattem 1EE
Spam email 1 admin n.'-:IE'I"lD:]ECS"_: comado.od.ua= dema fi-}:ﬂ BAMCASD.CMT derrf:l.‘ﬁ::-‘.tearr-:asg Com 1:21:46 PM — bytes

(Sanesecurity.Junk
Spam
O 28, 2014 External pattem 168
1:2119FM  match bytes
(Sanesecurity.Junk

[] Spamemail 2  admin <democsg comado.od. ua- demo@docteamcasg.con demoZDdocieamecasg. com

| " [1-242] Perpage (15 | w

The details of the selected email will be displayed.
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Mormal | All headers

[ Release Wihitelist this Sender Blackiistthis Sender [ Delete

Subject  Fw: Get Rs, 25 assured racharge + chance o win an IPOD,
From R e
To  demol@docteamcasg.comodo.od.ua, demo2@docteameasg comodo.od ua
cc

Date (GMT

. Wied Apr 09 04:33:22 GMT 2014

Si 3498 KB

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.

Mormial All headers

| ¥

Received : from nm34-vym9 bulletmail. sg3.yahoo.com (106.10.151.248])
by mzsrel dew spamgateway comodo.com with esmips (TLSy! . DHE-RSA-AES 256-SHA 256)
(Exim 4,82)
(ENYEIOPE-TIOM i .
id 1WHKCP-0007Go-Mg
for demo2@docteameasg.comoda.od.ua; Wed, 09 Apr 2014 04:33:23 +0000
Recened : from [106.10.166 60] by nm34 bullet. mail. =g3 yahoo com with MMNFWMP; 09 Apr 2014 04:33:22 -0000
Received : from [106.10.151.253] by tm1 7. bullet.mail g3 yahoo.com with NNFMP, 09 Apr 2014 04:33:22 -0000
Recemed : from [127.0.0.1] by omp1002.mail 503 vahoo.com with MMFMP; 09 Apr 2014 04:33:22 -0000
H=Yahoo-Newman-Froperty . ymail-3
H-Yahoo-Mewman-ld | 634392 49436 bmi@omp1002.mail.sg3 yahoo.com
Received : {gmail 64865 invoked by uid 60001); @ Apr 2014 04:33:22 -0000
DEIM-Signature -v=1; a=rsa-sha256, (=relaxed/relaxed, d=yahoo.coin; s=51024;t=1357018002,
bh=Q0cJOCMPREZBImIXipce Z30K30MAg+1 7251 s9x1 uykMQ=; h=X-YMail-0S8G Received:¥-Rocket-MIMEInfo:x-
MailerReferences Message-|D:Date From:Reply-To:Subject To:In-Re ph-To:MIME-Version. Content-Type;
b=vzeLiPS1K3U51 BNZDvUNWb QRS+ METLBP ZE Muxu anByPFSSDUoNWTI0T I SDIPR3IO/MK3di3CBIm OnZzS0gj00caPYac
PIFABDOTF nRIJMDLIGT KgrmxD+xGIDZeYdGEMI iSXrgdeBbgiiS U4 kK2 anHRe ZsWRAIIBo3SQpU=
Domainkey-Signature | a=rsa-shal; g=dns; c=nofws,
s=51024; d=yahoo.co.in;
h=x-YMall-05 G Received:¥-Rocket-MIME Infold-Mailer References:Message-ID:Date: From:Reply-To:Subject Tolln-Reply-
ToMIME-Version:Content-Type;
b=AUEQAS IENrgOSIf+tUockKEFF 5227 GImFDA4MT kuuMBLyaS w4 Ific Lj4
NeUERwMNY 31 3XCYsHY 20ZarDsYEg0PwPHSC AW WOR DB 201 pETWPknedwA59Y1| TIrE2 bAlc+vwyE1 ymjAR
JaULzxrbhMPubCyiwi daye R4 Sk=,
F-YMail-05G © oncMMLCYM1 MABMWba 9TRYWBE_whgdSgzeHBIIDhkODZEY
C2RORHab035IKHEZS By SdlUil 4N _MvE mrmd 9htad sjishnd by NIdWE s Mzk
nPdvTzIG rerwgM3ADBIMWLIBORZT 1 wPe TVFQUGNg4rmkeHKT CsBLS9X LS

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either release the mail or delete
it. Click the 'Whitelist this sender' tab to add the sender to 'Sender Whitelist' if you desire or 'Blacklist this Sender' to add this
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sender to Sender Blacklist. Refer to the section 'Whitelist | Blacklist' for more details.

To view the details of a quarantined mail in a new CASG window
* Inthe quarantined email area, select the mail that you want to view, right-click on the email link in the subject column
and select to open in a new tab or new window.

Dazhboard / Domains / Domain dashboard - docteamcasg. comodo.od.ua / Quarantine

Quarantine Help
Show message | [¥] Release | [T Delete £ % Refresh
%‘3 Filters
[F] Subject From To Recipient Date (GMT+ Reason size il Actions

g
spam
Oct 28, 2014 External pattern 168
V| Spam email 1 . .od. I I
P adrmn. =demo@csg.comodo.od.ua= demol@docteamcasg.com demol@docteamcasg.com 12146 PM  match bytes
Op=niiniplRlewiiab (Sanesecurity.Junk.:
Open Link in New Window
i . . Spam
Epenllnianiiow FmvateNVindow Oct28,2014 Extenal pattem 168
[] Spam o demo2@docteamcasg.com demo2@docteamcasg.com | .
Bookmark This Link 12119PM  match bytes
Save Link As (Sanesecurity. Junk.:
Copy Link Location Perpage |15 v
Search Google for "Spam email 1"
Inspect Element (Q)

The browser may display a warning pop-up window notification. Click the 'Options'> then select 'Allow pop-ups for..." to allow to
open new message in a new window. Click again 'Show message in new window'.

Y Firefes gegvesbed this Site Tram o@ening & pap:op wid dr. . Dtz | =

The detalils of the selected mail will be displayed in a new CASG window.

Dashboard / Demains / Domain dashboard - decteamcasg.comedo.od.ua / Quarantine / E-mail
E-mail Help

‘ Normal | All headers ‘

|j Release Whitelist this Sender Blacklist this Sender m Delete

Subject  Spam email 1
From admin <demo@csg.comodo.od.ua=
To demol@docteamcasg.comodo.od.ua
CcC

Date (GMT
+0)

Size 168 bytes

Tue Oct 28 13:21:46 GMT 2014

Actions

To release a quarantined mail:

After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the recipient.

e Select the mail that you want to release and click the 'Release" button.
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Dazhboard / Domains / Domain dashboard - docteamcasg. comodo.od.ua / Quarantine

Quarantine Help

Show message m Delete ‘8 Refresh ‘

0 Filters

[[] Subject From To Recipient Date (GMT =0 Reason Size @ Actions
spam
admin Oct 28,2014  Extemal pattern 168

Spam email 1 demol@docteamcasg.comod demol@docteamcasg. 1:21:46 PM
: I

<demo@csg.comodo.od.ua= match bytes
(Sanesecurity.Junk.20
spam
; admin Oct 28, 2014 Extemal pattern 168
Spam email 2 demo2@docteamcasg.comod demo2@docteamcasg.
0O sp <demo@csg.comodo.od.ua= @ g @ 9 12119pM match bytes
(Sanesecurity.Junk.20
1 1 [1-2i2] Perpage |15 w

An alert will be displayed to confirm the release of selected email.

Release emails

@Are wou sure you want to release the selected

email?

e Click 'OK" to confirm the release
The email will be released to the addressee and the mail will no longer be in the quarantined list.

To add a sender to whitelist
After ascertaining that emails sent by particular senders are not spam, administrators can choose to add them to 'Sender
Whitelist' from this interface. Once added to whitelist, emails sent by these senders will not be quarantined.

e Select the malil that you want to add the sender to whitelist and then click 'More actions' > "Whitelist this Sender".

Dazhboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Quarantine

Quarantine @ e
Show message [:, Release ﬁ Delete +_¥ Refresh ‘
| © ries =D |
! Blackiist this Sender
[[] Subject From Recipient Date (GMT +0 Reason Size ﬂ Actions
Delete all
spam
) admin Oct28,2014  External pattern 168
Spam email 1 demol@docteamcasg.comod demol@docteamcasg.
@ sp <demo@csg.comodo.od.ua> @ g @ 9 121:46PM match bytes
(Sanesecurity.Junk.20
spam
; admin Oct28,2014  External pattern 168
Spam email 2 demo2@docteamcasg.comod demo2@docteamcasg.
O se <demo@csg.comodo.od.ua= @ g @ 9 121:19pM match bytes
(Sanesecurity.Junk.20
1 i [1-2i2] Perpage |15 w

An alert will be displayed to confirm adding the sender to whitelist.
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Whitelist emails

G Are yol sure you want to whitelist sender of the
selected email?

¢ Click 'OK" to confirm to add the sender to whitelist. Refer the section 'Sender Whitelist' for more details.

To add a sender to blacklist
Administrators can choose to add senders to 'Sender Blacklist' from the Quarantine interface also. Once the selected senders
are added to blacklist, all emails from them to the selected domain will be automatically blocked.

e Select the mail that you want to add the sender to blacklist and then click 'More actions' > 'Blacklist this Sender.

Dazhboard / Domains / Domain dashboard - docteamcazg.comodo.od.ua / Quaranting

Quarantine @ ke
show message [¥] Release | [[j Delete £ * Refresh

Whitelist this Sender |

| o Filters
[[] Subject From .ﬁ Recipient Date (GMT +0 Reason sizer Actions

Delete all

spam
- admin Oct28, 2014  External pattern 168
¥| 5 11
pam emai TR demol@docteamcasg.comod demol@docteamcasg. 19146 PM match s
(Sanesecurity.Junk.20
spam
! admin Oct28, 2014 External pattern 168
5 12
[] Spam emai <demo@ecsg.comodo.od.ua> demo2@docteamcasg.comod demo2@docteameasg. 1:21-19 PM natell bytes
(Sanesecurity.Junk.20
1 IR [1-2i2] Perpage |15 w

An alert will be displayed to confirm adding the sender to blacklist.

Blacklist emails

% Are you sure you want to blacklist sender of the
zelected amail?

e Click 'OK' to confirm to add the sender to blacklist. Refer the section 'Sender Blacklist' for more details.

To delete a quarantined mail:
e Select the mail that you want to delete and click the 'Delete" button
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Dashboard / Domains / Domain dashboard - docteamcasg. comedo.od.ua / Quarantine

Quarantine © Hen

Show message [:l Releasd m LCE  More actions v +_* Refresh ‘

| o Filters |

[[] Subject From To Recipient Date (GMT +0 Reason Sizer ﬂ Actions

spam

admin Oct 28,2014  External pattern 168

Spam email 1 demol@docteamcasg.comod demol@docteamcasg 1-21-46 PM
- . vl

<demo@csg.comodo.od.ua= match bytes
(Sanesecurity.Junk.20
spam
] admin Oct 28,2014  External pattern 168
Spam email 2
[ sp <demo@csg.comodo.od.ua= AT S e Ep ST CEl s i TEEIETE] 1:21:19 PM match bytes
(Sanesecurity.Junk.20
1 1" [1-212] Perpage |15 w

An alert will be displayed to confirm the deletion. Click 'OK' to delete the selection email.

Delete emails

EMmails?

The selected mail will be deleted and will no longer be in the quarantined mail list.

_@" Areyol sure yol want to delete the selected

e To delete all the quarantined mails, click ‘More actions' > 'Delete all'

Dashboard / Domains / Domain dashboard - docteamcasg comodo.od.ua / Quaranting

Quarantine © Her
Show message [:] Releasze m Delete 8 Refresh ‘

Whitelist this Sender
| o Filters |
) Blackiist this Sender

[[] Subject From Recipient Date (GMT <0 Reason size | il Actions
Spam

i Oct 28,2014 168
=i demol@docteamcasg.comod demol@docteamcasg. 1:91-46 PM SENELEED
- - v

Spam email 1

<demo@csg.comodo.od.ua= match bytes
(Sanesecurity. Junk.20
spam
. admin Oct28 2014 External pattern 168
S 12
[7] Spam emai <demog@ecsg.comodo.od.ua> demo2@docteamcasg.comod demoZ@docteamcasg 1:21-19 PM match bytes
(Sanesecurity. Junk.20
1 I [1-212] Perpage |15 ~

An alert will be displayed to confirm the deletion. Click 'OK' to delete all quarantined emails.

Delete emails

.@" Areyou sure you want to delete all emails that

currenthy are filtered?
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All the quarantined emails for the selected domain will be deleted .
Managing Archived Mails

CASG is capable of storing a copy of all incoming mails for all domains belonging to an account. A customer can purchase the
archive storage space via Comodo Accounts Manager (CAM).

From the archived mails interface, an administrator with appropriate privileges can view details of the message, report spam,
resend emails if required, retain messages from being removed, add the sender to whitelist/blacklist and delete messages.
The archived messages can be deleted manually or can be automated to be cleaned periodically. The settings for auto cleanup
can be configured in the Domains Settings interface.

To open the archived email interface:

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Archive' tab.
; coMoDO an
Tp# Antispam Gateway . 1

@ Dashboard AI‘Chi
& Domain art B
3 Incoming c
i € it

Guarantine -
B Archive [C] sub

1 detection E [ Fect: F
EmailsiTe
ZERO SET

[T Fwed: P
ErmailsiTle
FERD BET

[ Fwid: Fr
naowe try het

[C] P F
nowe try b

The archived email area of the selected domain will open:
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3/ drchae
Archive
Shaow message _ﬂ. Report =pam Ej Whibeli=f thes Sender @ Blackis this Sender "Fo" Reszend emai B Delete

£ Fien

| Subject From Ta Reoptenl
v s —_— S -
i il e i a
Sorting the Entries
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&) Hop
Sihirve srchive » | { ¥ Rafash
Dale [GHT +0) Sire i Achons
K ]
i

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per

the information displayed in the respective column.

Page Filter

The page filter on the right side has three options:

|| 2 reresr

Show archive
Show reported as spam
1 Show archive and reported as spam

Date (GMT +0) Size ﬂ Actio

e Show archive: Lists only the archived mails

*  Show reported as spam: Lists mails that are reported as spam

*  Show archive and reported as spam: Lists both archived mails and mails that are reported as spam

Select the option from the drop-down before using the filter option described below.
Using Filter option to search archived emails

Click anywhere on the Filters tab to open the filters area.

Archive
[@h Show massage | A Reporispam (5] Witalist s Sender BlacHistthis Sender | £ Resendemal | [ Delets
& Fihees

D Heig

Show archive and repar || 4 ¢ Rafeah

= | Subject v  conisng - Apply fiter
Subjesct From Ta Recipient Diarte {GMT +0} Eire /] Actions
You can add more filters by clicking + for narrowing down your search.
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/

/

i/ Archiem

Archive e
(=) show mwssage | M Repor sgam wielist s Sender  [B] Blascklisting Sender 3 Reesend email ] Deleie Shive aechive and régad » | £+ Fefresh
© Foen
= subjed w | | contans w| |
= |Frum w | Nk conkaing W
=T * | | Comiang L
- w | eOuals w
- Gire (=B W | A e L] :

- Atachiments v BOuEE L
= Marked as relainad w | eQuals w

Subject From T Becgsenl hate (GMT 0

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

»  Contains: Displays all archived mails that contain the words entered in the text box

*  Not Contains: Displays all archived emails that don't contain the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

*  Size (KB): Will execute a search of mails according to the size selected or entered in third field (column 3) and the
condition selected in column 2.

»  Attachments: Will execute a search of mails according to the checkbox status (column 3) whether enabled or
disabled. If enabled, all archived mails with attachments will be displayed.

e Marked as retained: Will execute a search of mails according to the checkbox status (column 3) whether enabled or
disabled. If enabled, all archived mails that are marked as retained will be displayed.

If 'Date’ is selected, the following conditions are available:

e Equals: Displays the archived emails that have the same date as the selected date in the third box from the
calendar

»  Less than: Displays the archived emails with dates less than the selected date in the third box from the calendar

»  Greater than: Displays the archived emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

»  Less than: Displays the archived emails with size less than the selected or entered size in the third box
»  Greater than: Displays the archived emails with size greater than the selected or entered size in the third box

Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the result.
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Click anywhere on the Filters tab to close the filters area.

| + ¥ Refresh

Click the button to display all the archived emails.

Note: To display all the archived emails after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

Viewing Details of Archived Mails

The details like subject, sender, recipient , date and size of the mails in the archive can be viewed in two ways:
* In the same CASG window
* Inanew CASG window

To view details of archived mails in the same CASG window:

* Inthe archived email area, select the mail that you want to view and click the 'Show Message' button.

or
*  Click on the email link in the subject column that you want to view its details.
Dashpoard f Dpmang / Doresin dyshtoand - CRgoni Comogn o g / Archms
Archive © e
By show meszage } M Reportspam WritekstTis Senaer (] Blacaistthis Sencer | 5 Ressndsmal [ Desste | Show arctoe andrepos w | | £F Relesh
£ Fiten
Subject From To Racipiernt Dabe [GMT +33 Sixe ] Actions
Won
] Hew accourt regisiered el sgaa omodo.od ua useiteagad. cornodo sd ud ugeastifeagaad. oo Bd Ul 130 ;\= 1]
045 -
Mon Jun 15 2084
[ Mo acoornk ragisiemd adrraniBeagia semodn od ua umerINjEeaggad cormods od ua umerd@eaggad comada od ua 125353 GHT :<=" ]
2015 x
[ Mo user Mon Jun 15 e
U ATAAGHCE00aE CO M) DOAE SUCCAaNBY admin@cegas comodo oo us umar T Tgcaggsd comodo od us w77 Ecaggad. comado od ua 125000 GUT Lll'l 1]
imparbad 2015 -

Mon Jun 15
Hew accoort regisiered : '

The details of the selected email will be displayed.

Normal 1 Al headers

.& Report spam Whitelist this Sender Blacklist this Sender | & Resend email & Retain message m Delete

Subject New user userd2@csgqad comodo.od ua successfully imported
From admin@csgqacomodo.od ua
To user77@csgqad comodo.od ua
Date (GMT

. 201306-1512:50:00
+0)

Size 1961 KB

Actians

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on.
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To view the details of archived mails in a new CASG window

* Inthe archived email area, select the mail that you want to view, right-click on the email link in the subject column and
select to open in a new tab or new window.

Cashooard / omaps / Qosan dasseoand .";'.'.\:1 comodo od ua { Archee
Archive

Showmessage | A Reportspam | [B] Whitekstihis Sender | [B] Beacklistthés Bender | = Resend emall T Delste

ﬂ Fiters
] Subject = | From To Recipsant

o . ;

LI.EE[ e Tiptr LIk In FlEw T2k userTTifosggad comodo odus userT 7 ficsgoad
Open Link in Mew Window

7 Audil nolication: Blacklist send Open Link in Mew Private Window ek iy

- user? Ti@csggad comodo odua userT T i@osg)
Bookmark This Link

- Share This Link

Audil nosication: Blacklist 2end A L

Seve Link As.., user’ 7 @osggad comodo od us usar? T @

user
Copy Link Lecgtion

1 Audit noliication: Blackiist send Search Google for "Audit notificat.. o b

user7 7 @oaggad comodo odua user7 T @osgge
user Inspect Elernent (0}

The browser may display a warning pop-up window notification. Click the 'Options'> then select 'Allow pop-ups for..." to allow to
open new message in a new window. Click again 'Show message in new window'.

- Firefes geevesbed this site Tram ogening & pop- o wentd o, Diptiens =

The details of the selected mail will be displayed in a new CASG window.

Archive mail Halp

Bormal Al headers
M Repor spam @ Whitelat his Sender |E| Biackdstthis Sender & Resend smgl |E'| Redsn mespage ﬁ Deslarie

A dwdn notfication: Blackdies sender for user
n admin@osggacomodo.od ua

wser TTiBoagyed. comodo. od.us

ZI0NS04:E2 13:40:18

Sim 20D T4KB

To report archived mails as spam

After viewing the details and ensuring that the selected email is a spam you can choose to report it as a spam.

e Select the mail that you want to report as spam and click 'Report spam'.
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Dashberard / Coming ¢ Derai deat Avchive
Archive € raip
Eh show 'm“.!.:agﬁ fE ‘whitelst this Sandar Blackipd thiz Sender | 3 Regend emal ﬁ] Dalels m Show archiva and repod w || £+ Rebesh
£ Fites
Smiyect From Tor Recipiant Date (GMT =3~ Size = Aciions
Won Jun 1£ -
Haw accoun registand sdmin@cagga. com dum userfi@cagged comodo od us seriBoagged comod in BITGNT B
Hon Jun 15 2059
1] M account regiglend admin{ioagqa. comodo.od.un uzer 20 posguad comoda.od us wserJiposgoed. comodo.od ua 125253 GMT Kﬂl 1]
2018
Wan Jun 15

L

An alert will be displayed to confirm selected email as spam.

Report as spam

emails as spam?

@ Argyou sure you want to mark the selected

¢ Click 'OK' to confirm.

Spam reportad successfully

A success message will be displayed and the icon indicating the email is reported as spam will be shown under the 'Actions'
column.

To add a sender to whitelist

Administrators can choose to add the email senders to 'Sender Whitelist' from this interface. Once added to whitelist, emails
sent by these senders will not be quarantined.

e Select the mail that you want to add the sender to whitelist and then click "Whitelist this Sender'

dnahibonid - cigaed Sermeda ad.un | Archne
Archive € Heip
Eh showmessage M H.;:cr.s.pam Blackistthis Sender 2 Resand amail ﬁ Dslate Show archivse w || i3 Rekesh
£ Finers
| Saibgact From Ta Recipient Daie {GMT +0)° | Size ] Actions
| Mg ugar
UBEM2HA a3, 00 uh sucCessldly adminfsggs comodood us s3er 77 Prongged comodo. od ua e AL L] 1]
impored 201
Mo g 15 2051
4 MeEw ACEoun regislesg admin@esggecomodoodun userd2Pragged. comodood.ua wserdipogged. comodo.od. ua 1250000 GMT KB (1]
oy -]

85| harm 15-08-15 1540

An alert will be displayed to confirm adding the sender to whitelist.
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Whitelist emails

selected email?

¢ Click 'OK" to confirm to add the sender to whitelist. Refer the section 'Sender Whitelist' for more details.

@Are you sure you want to whitelist sender of the

To add a sender to blacklist
Administrators can choose to add the email senders to 'Sender Blacklist' from this interface. Once the selected senders are

added to blacklist, all emails from them to the selected domain will be automatically blocked.

e Select the mail that you want to add the sender to blacklist and then click 'Blacklist this Sender'

Qashivcard ! Deresing /' Domen Seshbeard . cegnad comodn of 59 / Archive

Archive 0 v
[y Show message | M Repodspam Wit kst this Eende;’ Resend email | [ Deiste Sl ANchins w || i} ReWesh
£ Fitern

Subject From To Recipienl Dt {EMT o4 Sips i Aclions
I Mowuser (15 .
o}
ieaar42EE0004 comodo 23 ua sutcesshill admingeagaa somads nd us nerT7 gaguadl comasdo.od un e com 12 B
irgimad a :
Mo 15 2051
| M soount e gishansd sdminiicagqa.comodo.od us wserd Iifcagaqed comedo.od us userd Jifcagaad comedo.od us 1250:00 GMT m i}
F2al]
[ #e=t ham 15-D6-18 15:40 sennds R e Bcagqad comende od s e qad. comenda. od 1 B2KE
salexande brvehenio@eomodo coms -

An alert will be displayed to confirm adding the sender to blacklist.

Blacklist emails

@ Are you sure you want to blacklist sender of the
zelected email?

¢ Click 'OK" to confirm to add the sender to blacklist. Refer the section 'Sender Blacklist' for more details.

To resend emails from archive

The archived mails can be sent to the recipients if required. CASG will still retain a copy of mails in the archive even after they
are sent.

e Select the mail that you want to resend and click 'Resend email'.
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------ frchive
Archive @ Heip
@ Show message | M Repordspam rﬂ WWheleksl his Sender @ Evackhat s Sendar ﬁ Delete m Sl Archimd - -:" Redresh
£ Foes
Subject From To Recipient Dt (GMT +00" | Sive = i Actions
I Herw uissr
uESARECED0R COMO00 & 08 EucesSIlY  sorminZcegas comocs od us mer7 7T g, comodo od us ser? 7 mcaggad com L) 1]
impamad 2018
N Mz b 15 20,51
o | INew scoount registansd adming@cagqa.oomaodo.od us userd 2iesgaad. oomodo.od us userd2ifcsgaad comedo.od us 1250000 GMT KE 1]
018
[ test ham 15-06-18 1540 B . mercaguad.c un userd2pesgaad.c w124 zazKE B
An alert will be displayed to confirm resending emails.
Resend email(s)
A Are you sure you want to resend selected
email{s) to recipient mailbog?
e Click 'OK" to confirm.
A success message will be displayed.
Successhully sent %}
To delete archived mails
e Select the mail that you want to delete and click the 'Delete’ button
4 ug / Archie
Nchl'u’e Q Hslp
[ showmessage | /& Reportspam | (] Whitsiis this Sender | (&) Backiistthis Sender | 3 Resend H|'|i|| Show archive w || ¥ Releah
£} Fikes
| Subpect From To Recipient Date [GMT +0)-  Size § Aciions
Hew user Mon Jun 15 .
userd2@cspesd comodo od ua successldly sdminBcaggs comodo od us s cagad com ] s 77 @eagqad com us 1 0 GHT h 1]
Enpored 20
Mon Jun 15 20,51
[« hhesw ancouni regitenes sdmin@osgga comodo.od us ussd2osgqad comodo.od us usesd? posgad comado.od us 1250 GHT ICB. ﬂ
2015
Mon Jun 15 )
An alert will be displayed to confirm deletion.
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Delete emails

A Areyou sure you want to delete the selected
emails?

»  Click 'OK" to confirm.
The selected mail will be deleted and will no longer be in archive.

¢ To delete all the archived mails, click 'More actions' > 'Delete all'.

Qesboacd ¢ Demars ¢ Demes dastboand - Csooed. camedo od ua § Archive

Archive
Ia SR0W MR A .r-;\, Report pam @ Whitalizd this Senier @ Blacklis! this Sender | T3 Resand emall ﬁ Dalels m Shrw archive "

£ Finers
fstan mensage

To Durtes (GMT =0 Size

| Subpeci From
Un-Retan meisige

Man Jun 15

| Mew uger
i AR s g0 a4, comedn o Ua succasshdly sdmin@cagge comed ] er 77 Eemgned com:

An alert will be displayed to confirm the deletion. Click 'OK' to delete all archived emails.

To exclude mails from auto-clean operations

CASG can be configured in the Domain Settings area to automatically purge emails from archive after the configured period. If
administrators wants to retain email(s) from being cleared, then these mails can be marked as 'Retain message'.

e Select the mail(s) that you want to retain and then click 'More actions' > 'Retain Message'.

Rushbogrd f Domping / Domess gashboard - ceoond Comode odl 1) § Anchive

Archive
Eh Show message © M Reporispam @ Whitelist this Sender  [B] Blackistthis Sender | ' Resend emai ﬁ Drelese m Show archre w3 Rew
o Desete ab
Filtmes :
Sarbpect Frrom To S Dabe [GMT +0)°  Size - f
P Te—
|| Nt user Mon Jun 15 1351
userAZ@Csqad COmo0n od 1ea SUCCISSRllY mdmin@engae comoda oo us \mer T7 @cannad comods, od.un userT7 onged comada od s izsooocer T @
irpoded 2015
Maon Jun 15 Ay
| N GOt registared siminfcegqe comoda od us imerd 7 Boagged comods od un userd2Fcgged comada od s 125000 GMT VB i
2018
Man Jun 15
KH Ei
An alert will be displayed to confirm retain selected email(s).
Retain email{s)
s Areyou sure you want to mark selected ermail(s)
as retained?
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Archive 0 Hap
Succapehaly retanad B
B Show message | A Repodspem  [B] Whileksithis Sender | [B] Erackiist®ia Sender | 7 Resend email | T Deise Sl Anchieg w || ¥ Refesh
£ Foen

Subject From o Reopienl Diste {MT +00) Sire (] Achions
[#] Norw user Mo Jun 15 et
usardReep0ad comodo od ua successiully sdrmingoagna comos od us umer 77 Pesguad comodo od us umer? 7 pcagnad comodo. od us ZE00GHT | Je
irmgamad 2015 -
Mz 15 2051
| Mew Broount registensd admingloaqaa.oomodo od us userd2iDoagqad. romodo.od ua userd2iposgqad comaado. od us TE 50000 GMT KB 1] I
i)

A confirmation dialog will be displayed and the retained messages are indicated by the anchor icons under the Actions column.

«  Toremove the retained status for a mail, select the retained message and then click ‘More actions' > 'Un-Retain

Message'.
Archive © e
B showmessage g Repodspam | (5] Wheslist this Sender Blackicithis Sender | 7 Resendemal [ Delat m Show archive w | f} Rehesh
Cebeie sl
£ Fites
Feinin messaps
| Smtgect From Ta <::> Date [GHT «0)° Ske (] Actions
o M el Man Jun 15 .
userd2ficsggad.comado.od ua successhly  sdmin@oagge comodood ua user 7 T @osgqed comodo.od ua wser T Tifeagged comodo.sd ua 125000 GMT . i &
impored 2015
Mon Jun 1%
| NHew aocound regisiered sdminBesggs comodosd ua userdZBesgqud comodo.osd us userd2 @ esgqed comodo.sd ua 12500 GMT z:“ ] d;
2015
]
An alert will be displayed to confirm selected email(s) from retain status.
UnRetain email(s)
s Areyou sure you want to remove "retained” mark
from selected email(s)?
*  Click 'OK" to confirm.
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Dashboard / Comens ¢ Deman dashioard - ceooed Lomodp od Ul | Archise

Archive € Hap
Suceassully Unralned a8
[Eh Show message - Sy Repod apam Whilsisl this Sender Backst fis Sender 07 Resendemail [T Deiete m Shiw arcae v || 3 Refresh
£ Finens

Ssbject From To Roiigamnl Date (GMT =09~ . Size * Ations
o | Haw user Mon Jun 15 -
usErd2@esggad comods odua succassfuly admin@cagge comode od ue i 7T Bcnggad combda cd ua uner T TBcagged comoda.od v 12:50000 GHT n; ]
2015 )
Wan Jun 15 2051
1+ Maw account ragisternd ndmin@cagqe somade. od as umerdZiBcagged comnda od un userd 2@ emgaed comede od v 15000 GNT - A
s

A confirmation dialog will be displayed and the anchor icons under the Actions column are no longer displayed indicating their
unretained status.

Incoming Spam detection settings

The settings made in this interface determine what kind of mails should be classified as 'spam’, ‘probable’ and 'safe’. CASG
enforces several rules to mail envelope, header and content as the emails passes through its spam filters. Each of these rules
depicts some typical spam attribute, which has a numeric value on the probability that the attribute suggests spam. A message's
spam score depends on the result of weighted value of all the rules combined together. For example, if you set the spam
threshold as 0.33, all mails that have a score of more than 0.33 will be treated as spam and quarantined. Please note that the
highest spam threshold is 1 for CASG and the higher threshold you set, it is likely that more spam messages may be delivered
to the recipients. Try the settings for a week or so and after analyzing how much spam messages are being delivered to the
recipients without being filtered for the current settings, you have to reconfigure the spam threshold settings accordingly.

To configure incoming spam detection settings

e Click the 'Incoming' tab from the left hand side navigation to expand it and then click the 'Spam detection settings' tab.

' coMODO

Antispam Gateway

2] INCCming
Quarantine
Adgchive
B Spam detechon satimgs
Rapon spam

Delwery gqueue

Log search

Domain sliases
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The incoming spam detection settings interface for the selected domain will open:

Dashbeard / Domains / Domain dashboard - docteamcasg.comodo.od.ua f Incoming Spam detection settings

Incoming Spam detection settings Help
Quarantine enabled: Days saved: |30 3
Spam threshold: |0.9 Spam notation:
Probable spam threshold: |01 Probable spam notation:
Ouarantine response: | Rejected ¥

Motify user about new quarantine message: [

Fesetto default

e Quarantine enabled - Selecting this option will move the incoming emails detected as spam as per the
'Spam threshold setting' to Quarantine. If this option is not enabled, emails that are detected as 'Spam' will
not be quarantined but delivered to your email server with the subject line as set in the that you have set in
Probable Spam notation / Spam Notation fields. Unsure messages that are identified as probable spam
based on the 'Probable spam threshold setting' are always sent to the recipient (and never quarantined)
even if this option is enabled.

e Spam threshold - Enter any value between 0.1 and 1.0. All mails that are having a score value above that
value will be identifid as spam and quarantined automatically as explained above. Please note this value
should be always higher than 'Probable spam threshold' value.

*  Probable spam threshold - Enter any value between 0.0 and the value entered in Spam threshold field.
All mails that are having a score value above that is set in this field will be identified as unsure mails and will
be delivered to recipients with the subject line as set in the Probable Spam notation / Spam Notation field.

»  Days saved - Enter the number of days that you want the mails to be retained in the quarantine. The
maximum number of days that can be set is 9999. The quarantined mails that are not checked, released or
deleted within the stipulated days will be automatically deleted from the quarantine.

*  Probable spam notation - The prefix that will be appended to the subject line of all ‘probable spam' emails
sent to users. For example, "<Potentially Spam> Cheap deals on Dell computers” - where <Potentially
Spam> is the text enterd in the 'Probable spam notation' field.

e Spam notation - The prefix that will be appended to the subject line of all 'Spam' emails sent to users. For
example, "<Spam> Order two Rolex watches and get a free carton of Viagra" - where <Spam> is the text
entered in the 'Spam notation' field. Note - this only applies IF quarantine has been disabled (i.e. If the
‘Quarantine Enabled' box is not checked).

e Quarantine response - Choose the response to be sent by CASG to the SMTP server that delivered a
message in the event that a mail is identified as spam.

e Note - If you have enabled quarantine functionality, then spam/malicious mail will be quarantined (and not
delivered to the recipient) regardless of your choice here. These options merely determine what message
CASG will send back to the SMTP mail server. The available options are:

*  Rejected - Will inform the SMTP server that the email has been rejected by CASG and placed in
quarantine.

e Accepted - The email has passed the CASG spam filters and detected as a spam will be placed in
quarantine in silent mode.

*  Notify user about new quarantine message - Select this option if you wish CASG to send a notification
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email to the intended recipient, if a spam email addressed to the recipient is intercepted by CASG and
moved to Quarantine. The notification email will contain a link to the email and a link for the user to login to
the CASG User interface.

*  The recipient will be able to click the link to directly read the email, without logging-in to CASG. The
lifetime of the link is one day. If the user has not clicked the link within a day, the link will expire.

» |If the user needs to respond to or delete the quarantined email, the user can click the next link to login
to CASG, view their quarantined mails and carry out their desired actions

e Click the 'Save' button for your settings to take effect.

*  Torestore the settings to default, click 'Reset to Default'.

Report Spam

The Report Spam feature allows you to report suspected junk emails that have by-passed existing filters and landed in your
inbox. CASG will analyze reported mails and, if found to be spam, will update its filters to quarantine similar mails in future. You
can upload spam mails locally saved in your system into this area. CASG accepts a range of different mail formats, for
example, .eml and .msg.

To report a spam mail

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Report spam' tab.

. cCOMODO
g Antispam Gateway

@ Darnain dashboard

@ Incoming
Quarantine
Archive
Spam detection settings
Feport sparm
Delivery queue
Destination routes

Local recipients

Clear incoming cache

Log search

The Report Spam interface will open.
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Leshboard Jf Domare Mlomain deshbeand - doctasncasd comodo.od.us fRepot spam

Report spam © ven

Upload .eml format files only (max. size - 9 Mb)

3 Upload

e Click the 'Upload' button

Navigate to the location where the suspected email(s) is/are stored in your system. Select the mail that you want to report as
spam and click 'Open'. The maximum size of the file that can be uploaded is 9 MB.

Choose File to Upload o e

Look in: Il.f',l suspected_mails j a ?‘ 5 v

i by Clinic
59 Apply, Get Real Quotes For Top Plans. Go With The Best Offer
5 Europe Lotkery - You won £500,000

ES MY CANADTAN PHARMACY

54 Your Email Id has won 1,000,000,00 GEP in the British Microsoft Inc,

File name: I.ﬁ.ngel Beauty Clinic j Dpen
Files of tpe: I,-‘.‘-.II Files [*.7] j Cancel |
4

Note: Make sure to upload the file in email format only and size should not exceed 9 MB. Otherwise, the following warning
message will be displayed.

Comodo Antispam Gateway

g the requestwas rejected hecause its size
(10008632 exceeds the configured maximum

(921 6000)

The mail will be processed for uploading...
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Ciszhbicard £ Domsins T DodaEn dashboaid - foclesnc sy comodood s JReport Spam

Report spam © ren

Upload .eml format files only (max. size - 9 Mb)

) Upload
Angel Beauty Clinic.aml
File size; 349KB
... and success message will be displayed.
Spam repofad successfully (%]

»  Click the g button to close the message.

Delivery Queue

In general, emails are delivered to the destination server directly and not stored on the filtering machines. But whenever an
email destination server for an account is temporarily unavailable, all filtered mails are queued in the CASG servers for delivery
at a later time. Emails that are permanently rejected by the destination server with a 5xx error code will not be queued and
rejected by the CASG system. The queued emails can be accessed in the CASG interface and from here they can be manually
force retried for delivery.

The queued messages on CASG severs are automatically retried for delivery for up to a period that is set in 'Maximum days to
retry ' field in domain settings (for example, 4 days).The automatic retry schedule is given below:

*  During the first two hours, the queued messages are retried for delivery at a fixed time interval of 15 minutes.

*  During the next 14 hours, the queued messages are retried for delivery at a variable time interval starting from 15
minutes and multiplied by 1.5 with each attempted delivery. For example, after the first 15 minutes, the subsequent
attempts will be after 22.5 minutes, 34 minutes and so on.

*  From 16 hours since the delivery failure and up to 4 days, the queued messages are retried for delivery at a fixed time
interval of every 6 hours.

«  After a period of 4 days, all queued messages will be bounced to respective senders. The messages will be frozen if
the bounce cannot be delivered immediately and retried for delivery at a fixed time interval of 3 days for the first 21
days. At the end of this period, delivery of messages will have failed permanently.

To manually force-deliver emails in queue

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Delivery queue' tab.
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The Incoming Delivery Queue area of the selected domain will open:

Dashboard / Demaing f Domain dashboard - docteameasg.comodo.od. ua f Incoming delvery queue

Incoming delivery queue © Hep
= Force retry Show headers Delivery diagnostic. £ Refresh
| o Filters ‘

[[] Queue id In queue” Sender Recipient Message sice Subject Last action Server name Delay reasons
john@docteamcasg
B MNew account “connect to
3RWIAZ4WT21 2LFC 52m admin@antispamg: john@docteamcasc 21577 registered message_queue_ch mta3.prod.casg 91.196. 9.5 19[91.19
Connection
refused
demo2@docteamce
:connect to
52m admin@antispamg: demo2@docteamc: 21585 R message_queue_ch mtal prod cas 91.196.95.19[91.19
3jRwrZ1gfHzHNMS @ pamg: @d 1 registered Je_quede. p 9 : )
Connection
refused
bob@docteamcasg
B MNew account Jeb LRl
3/RWIYEXRGZ1 2L 52m admin@antispamg: bob@docteamcasg 21566 registered message_queue_ch mta3.prod.casg 91.196. 9.5 19[91.19
Connection
refused
demol@docteamce
[ New account DRI
3RWIYOIY1zHnly 52m admin@antispamg: demol@docteamc: 21586 o message_queue_ch mtal.prod.casg 91.196.9.5 19[91.19
Connection
refused
john@docteamecasc

cconnect to

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.
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Using Filter option to search queued emails

Click anywhere on the Filters tab to open the filters area.

Dashboard / Domains /

Domain dashbeard - docteamcasg. comedo.od.ua / Incoming delivery queue

Incoming delivery queue Help
i Force retry Show headers Delivery diagnostic. ‘D Refresh ‘
° Filters
+ Queue id w | |contains v Apply filter
] Queuve id In queue Sender Recipient Message size Subject Last action Server name Delay reasons
-

You can add more filters by clicking + for narrowing down your search.

Dashboard / Domains /

Domain dashboard - docteamcasg.comedo.od.ua / Incoming delivery queue

Incoming delivery queue Help
ifF Force retry @] Show headers @] Delivery diagnostic. |D Refresh |
’s; Filters
+ Queue id w | |contains - Apply filter
== Queue name w | equals w
== |Sender + | not contains v
== Recipient w | contains v
== Message size w | lessthan w | |0 3
== | Subject w | | starts with v
== |Last action w | ends with v
== Server name ~ | |contains v
[[] Queuve id In queue Sender Recipient Message size Subject Last action Server name Delay reasons
O demo@csg.comod demol@docteame 4752 Re: DQ demo 2 message_added  mta3.prod.casg
2H2SnhNNY77121 Ri —— ) - i -

You can remove a filter by clicking the == icon beside it.
Available filters are:

*  Queue ID: Will execute a search of Queue ID according to the text entered in the text box (column 3) and the
condition selected in column 2.

*  Queue name: Will execute a search of Queue name according to the text entered in the text box (column 3) and the
condition selected in column 2.

*  Recipient - Will indicate the email address of the recipient that is in the delivery request.
*  Message size - Will execute the message size settings according to the number selected in the 'Filters'".

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

« Lastaction: Will execute a search of Last action according to the text entered in the text box (column 3) and the
condition selected in column 2.

»  Server name: Will execute a search of Server name according to the text entered in the text box (column 3) and the
condition selected in column 2.

»  Delay reason - Will indicate the reason an email is queued and cannot be delivered immediately.
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When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all queued mails that contain the words entered in the text box
e Equals: Displays the queued emails that have the same words as entered in the text box
*  Not Equals: Displays the queued emails that do not have the words entered in the text box
*  Not Contains: Displays all queued emails that don't contain the words entered in the text box
»  Starts With: Displays all queued mails that starts with the words entered in the text box.
*  Ends With: Displays all queued mails that ends with the words entered in the text box.
Other options available in the first drop-down in the filters area:

«  Sender: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  Recipient: Will execute a search of users according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  Message size: Will execute a search of mails according to the size selected or entered in third field (column 3) and
the condition selected in column 2.

If 'Sender' and/or 'Recipient' option is selected, the following conditions are available:
«  Contains: Displays all queued mails that contain the words entered in the text box

*  Not Contains: Displays all queued emails that don't contain the words entered in the text box
If* Message Size' is selected, the following conditions are available:

»  Less than: Displays the queued emails with size less than the selected or entered size in the third box
»  Greater than: Displays the queued emails with size greater than the selected or entered size in the third box

e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

e Click anywhere on the Filters tab to close the filters area.

+ * Refresh
e Click the button to display all the queued emails.

Note: To display all the queued emails after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

To force retry queued emails
»  To force-deliver a single email manually, select an email from the delivery queue and click the 'Force retry" button.

»  To force-deliver all email messages in the queue, select the checkbox beside 'Queue id" and click the 'Force retry'
button.

Note: Frozen emails can't be force delivered from CASG interface.

To view headers queued emails

e Select an email from the delivery queue and click the 'Show headers' button.
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DQ message headers

Received: from mxsnv2.spamgateway comoaodo.com (unknown [10.200.1.243])

by mta3.prod.casg (Postfix) with ESMTP id 3jRwrd24WTz12LFG

for =john@docteamcasg.comodo.od.ua=; Tue, 28 Oct 2014 14:53:05 0000 (UTC)
Received: from outbound.antispamgateway.comodo.com ([178.33.199.67]
helo=antispamgateway comoado.com)

by mxsrv2.spamgateway.comodo.com with esmtps (TLSv1:DHE-RSA-AES256-SHA256)

(Exim 4.84)

(envelope-from <=adming@antis pamgateway.comodo.com:=)

id 1%j538t-0000n1-Kk

for john@docteamcasg.comodo.od.ua; Tue, 28 Oct 2014 14:53:04 +0000
Received: from wid.prod.casg (unknown [10.200.1.248])

by relay2.prod.casg (Postfix) with ESMTP id 3jRwrcd 7 Cwz120n

for =john@docteamcasg.comodo.od.ua=; Tue, 28 Oct 2014 14:53:04 +0000 (GMT)
Date: Tue, 28 Oct 2014 14:53:04 +0000 (GMT)
From: admin@antispamagateway.comodo.com

To: john@docteamcasg.comodo.od.ua

Message-ID: =61067506.21561.1414507984634 JavaMail root@uil.prod.casg=
Subject: New account registered

MIME-Version: 1.0

To view diagnose routes availability of an email message in delivery queue
e Select an email from the delivery queue and click the 'Delivery diagnostic' button.
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Mail delivery diagnostics >

MTA server availability

[Relay : csg.comodo.od.ua:20]

Error code : 500

Error message : SMTP host unreachable
Mo entries on your request

Log search (by queue ID)
[Host:10.200.1.121] *
2014-10-28T15:38:37.045459+00:00 mta2 post_rest: [Tue Oct 28 15:38:37 2014] [debug] GET I
"flog/3jAwrY6XRGz12Ls6".

m

[Host:10.200.1.122]

2014-10-28T14:53:01.920681+00:00 mta3 postfix.mta/smtpd[18514]: 3jRwrYEXRGz12Ls6:
client=unknown[10.200.1.248]

2014-10-28T14:53:01.921649+00:00 mta3 postfix.mta/cleanup[13104]: 3jRwrY6XRGz12Ls6: message-
id=<891193322.21552.1414507981151.JavaMail.root@ui3.prod.casg>
2014-10-28T14:53:01.921661+00:00 mta3 postfix.mta/cleanup[13104]: 3jRwrY6XRGz12Ls6:
subject=New account registered

2014-10-28T14:53:02.149219+00:00 mta3 postfix.mta/qgmgr{26853]: 3jRwryEXRGz12Ls6:
from==admin@antispamgateway.comodo.coms=, size=21566, nrcpt=1 (queue active)

201 4-10-28T 14302 537TRE2+00N0 mtad nostie/relav/smtnl281901° 3iBwrYAXAG? 121 56

-

Destination Routes

If there is a temporary problem with the primary email destination server, CASG will try to deliver the filtered mails to the next
destination email server that is configured. If the failure is permanent, for example, unable to resolve hostname, CASG will try to
deliver through the next alternative route.

To add additional destination routes

»  Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Destination routes' tab.
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Local recipients

Cliar ncoming cachs

The 'Destination routes' area of the selected domain will open:

Dashboard f Domaing / Demain dashboard - docteamecasg comodo. od.ua f Destination routes

Destination routes @ Hei
o= Add | (]
[[] Route Port

] csg.comodo.od.ua 25

Save priority

e Click the 'Add' button to add another alternative destination route

The 'Destination routes' dialog box will be displayed.

Destination routes

o RN

e Enter the alternative destination route and click the 'Save' button

e The domain entered in the 'Destination routes' field is checked by Comodo Gateway diagnostic tool to assure the
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destination route is entered by administrator correctly.

Routes check errors.

Relay : fhhfgjgkhlkjlj.com:25

Emror code : 500

Error message : SMTP host unreachable

Relay - dgdfgfjgkhlh.com:25
Emor code : 500

Emror message : SMTP host unreachable

Are you sure you want to proceed with domain save ?

Click 'Proceed' to save a domain.
The added route will be displayed in the list.

Dashboard f Demains / Domain dashboard - docteamcasg.comodo.od.ua f Destination routes

Destination routes

9 Help
o Add | [T Delete

[] Route Port
[+ csg.comodo.odua 20
[F]1+ casg.comodo.od.ua 25

Save priority

*  |f you want additional routes to be included, click + to add more alternative destination routes
You can also prioritize the routes by dragging and dropping from the list.
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Daghboard f Demains / Domain dashbeard - docteamcasg.comodo.od.ua f Destination routes

Destination routes @ Help

o Add | [T Delete

[] Route Port

[+ casg.comodo.od.ua 25

Save priority

[[]+ csg.comodo.od.ua (]

»  Click the 'Save priority' button to confirm the changes.

Click here for more details on how to check the routes.

Local Recipients

CASG continuously performs a cached recipient callouts to check that recipient email addresses do actually exist in the
destination mail servers. When the 'Local Recipients' option is enabled, only existing and valid email accounts in the destination
server will be accepted. When this option is selected, all the recipients have to be added manually, else even valid users for that
account will not receive emails. Comodo recommends that this option should be used in specific cases only and not required in
normal cases.

To add local recipients

*  Click the 'Incoming' tab on the left hand side navigation to expand and then click the ‘Local recipients' tab.

= COMODDO
® Antispam Gateway

mmain dashboard
[i] Incoming
Cruarantine
Archig
Spam det
Repor spam
Creliveny queus
L AR
Lacal recipients

Claar incurriEag cacne

Log search

The Local Recipients configuration area of the selected domain will open:
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Dazhbeoard f Domaing / Domain dashbeard - docteamcasg. comedo.od.ua f Local recipients

Local recipients @ Heip

Use local recipients: Save

o Add | ] Detete @ Importfrom CSVfile

[[] Local recipient
Mo items found

1 I [1-0/0] Perpage |15 w

e Select the 'Use local recipients' check box and click the 'Save' button
e Click the 'Add' button

The 'Add local recipient' dialog box will open.

Add local recipient

i@ docteamcasg.comodo.od.ua

o JRE=Y

»  Enter the recipient's in the E-mail field
Add local recipient

E-mail | user i@ docteamcasg.comodo.od.ua

o N

e Click the 'Save' button

Repeat the process till you have added all the users.
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Dashboard / Domains / Domain dashboard - docteamcasg. comede.od.ua / Local recipients

Help

Local recipients

Use local recipients:

o rdd | [ Detete | () importfrom CSVfile

[[] Local recipient

[ user {@docteamcasg.comodo.od.ua

[ user2@docteamcasg.comodo.od.ua
Perpage |15 W

1 i

To delete a local recipient

Select the user that you want to delete and click the 'Delete’ button

Dashboard f Domains / Domain dashboard - docteamcasg. comodo.od.ua / Local recipients

Help

Local recipients

Use local recipients:

o= Add ([ Delete) (& Importfrom CSV file

[[] Local recipient

userl @docteamcasg.comodo.od.ua

[C] userz@docteamcasg comodo.od.ua
Perpage |15 w

1 "
¢ Click 'OK' to confirm.

Delete local recipient(s)

@Are wou sure you want to delete the selected

recipients?

The selected recipient will be deleted from the list
Tip: You can select multiple recipients to delete by pressing and holding the Shift or Ctrl keys.
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To import local recipients from CSV file

You can add many new users at a time by importing from a file. The users should be saved in separate lines as shown below:

userl
user2
user3
*  Click the 'Import from CSV file' to import new users from a CSV file.

Dashbeard f Domains f Demain dashboard - docteamcazg.comodo.od.ua / Local recipients

Local recipients Help

Use local recipients: m

o Add | ] Delete

23 Import from CSV file

[] Local recipient

userl @docteamcasg.comodo.od.ua

[C] user2@docteamcasg.comodo.od.ua

1 i1 Perpage |15 w

e Click 'Upload', navigate to the location where the file is saved and click the 'Open' button. The maximum size of the file
that can be uploaded is 9 MB.

Upload csvfile.
Each line should caontains the username of a local recipient

For example:

testuser
testuser

I lpload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the
upload from the queug, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not

imported task.
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Diszhiycard £ Damairs FDoersEin deshboard - docteamcasg comodo, od Us J Local recigiants

Local recipients Help

Import is in process. Please wail B

Usa local recipients: [£] m
+;u1: ﬁ Delete " 3 Remove import task

Local recipiem

userl @docteamcasg comodo od ua £

userd@doctearncasg comodo.od ua
1 IR

Perpage |15 vl

On completion of the upload process, the results will be displayed.

Cashbosrd § Doenaines: § Domssin dashibosed - doctesmcasn compoo od us | Locsl reciplents

Local recipients Help
Total lings processed 7 B
Impored 6 usens) &
Irnpeart for dormain doctearmcasg comodood.ua has been finlshad E

N [
Uise local recipients: ¥ m

o acd T cotete £ Impon rom CEVAIe

|| Lecal recipient

alan@docteamcasg. comodo oo us
black@docleameasg.comodo.od.us
bobEdocteamcasy comado.od ua

| duncang@docleameasy cormado od us
lenmy@docteamicasy comodo,.od.ua

| jsmilh@docteameasg.comodo.od ua
user @docteamcasg comodo. od us

] l.I*::I?C_"du.h:-:IIlI. asq comoda.od.ua

1 al Perpage |15 (¥

The local recipients from .csv file will be uploaded and the administrator who carried out the task will receive a notification about
the import task completion.

Clear Incoming Cache

CASG continuously performs a cached recipient callouts to check that recipient email addresses do actually exist in the
destination mail servers. When an email for a certain recipient is permanently rejected by the destination server with a 5xx error
code, the destination address of the recipient is considered invalid and all emails sent to the recipient will be rejected. CASG
filtering servers caches this information locally for up to two hours. CASG interface allows you to clear the callout cache without
waiting for the servers to clear it.

To clear incoming cache

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Clear incoming cache' tab.
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Antispam Gateway

i) Ciam shbozrd
() Incoming
Guaranting
AT FNE
Spam deteclion settings
Report spam
Dalivery queus
Destination rawes
Local recipients
B lear incaming cache

LOg =edic

The 'Clear incoming cache' area of the selected domain will open:

Daghipoard FDomans / Domen dashposrd - dociesmeacen ooy od 15 FClesar INComng cacha

Clear incoming cache © e

Here you can clear the incoming callout cache for domain

e Click the 'Clear button
The callout cache for the incoming domain is cleared.

Daghiposrd FDomans / Domain dashbosrd - doctesrmessd comodo.pd s / Clear incoming cache

Clear incoming cache © Heip

Cache was succassfllly clearad. [ x|

Here you can clear the incoming callout cache for domain

e Click the (%] button to close the notification.
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Log Search

The Log Search option in CASG allows you to search for a specific email message.

To search logs for incoming mails

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Log search' tab.
COMODO
Antispam Gateway

) Dashboard

ﬂ: Domain dashboard

The 'Log search (incoming)" interface of the selected domain will open:
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Dashboard f Demains ¢ Demain dashboard - docteamcasg comedo.od.ua / Log search (incoming)

Log search (incoming) Help

Daterange: |2014-10-26 AM 10:49:15  [i] - 2014-10-27 AM 10:49:15  [:5]

Message ID:
Sender.

Recipient: @docteamcasg.comodo.od.ua
Sender IP
Sender host:

Predicate: |AND w

Include results from the last minutes: [

Search

»  Date range: Select the date range for which you want to search the log file. The date range for which the log search
can be processed depends on the settings configured in Domain Settings > Log retention period.

e Message ID - Enter a unique message identifier (optional )

e Sender: Enter a sender email address in this field.

*  Recipient: Enter the email address in this field (for example, 'testuserl").
«  Sender IP: Enter the IP address of the sender.

*  Sender Host: Enter the sender host name.

*  Predicate: You have the option to select either 'AND' or 'OR" in the drop-down. When you choose 'AND' option, all the
entered search terms will be searched together and when you choose 'OR' option, the application will search any of
the search items entered.

* Include results from the last minutes: If selected, CASG will include messages that are currently being migrated
from the filtering server to the logging server in the search results.

The oplion “Include results from the last minules” will slow down the search resull retriesal (%)

e Click the 'Search’ button.
CASG will search for the entered terms and display the resullts.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 90



Date and time

2014-10-28 13:37:05

2014-10-28 13:37:05

2014-10-28 13:36:33

2014-10-28 13:36:33

2014-10-28 13:34:32

2014-10-28 13:34:32

2014-10-28 13:26:19

Domain Aliases

Host (Exim id)

mxsrv1.spamgateway.con
1Xj6xK-0008ET-B2

mxsrv1.spamgateway.con
1Xj6xK-0008ET-B2

mxsrv1.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrv1.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrv1.spamgateway.con
1Xj6ms-0008Pk-CK

Sender hostname

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrvl.spamgateway.con
178.33.199.65

mxsrvl.spamgateway.con
178.33.199.65

mxsrv2.spamgateway.con
178.33.199.66

Sender

demo@csg.comodo.od.u

demog@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demog@csg.comodo.od.u

demo@csg.comodo.od.u

Recipient

demo

demoz2

demo

demo2

demo

demoz2

demo2

Subject

,0Q demo 2

,DQ demo 2

,Re: DQ demo

JRe: DO demo

,0Q demo

,DQ demo

Archive email 2

COMODO

Creating Trust Online®

Classification

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam
Rejected
Rejected by relay
restriction for this
recipient
Rejected
Rejected by relay
restriction for this
recipient

Accepted

The Domain aliasing feature in CASG allows the administrator to add multiple domains as aliases for the main domain. After
adding a domain alias, the MX records should be configured to activate the filtering process for this domain alias. Once this is
done, mails sent to users at alias domain will be filtered and delivered to users at main domain. For example, if you add
testdomain.org as an alias domain for the main domain testdomain.com and mail sent to user1@testdomain.org will be filtered
and delivered to userl@testdomain.com. The 'To:" headers in the email will still display the original recipient as
userl@testdomain.org.

To add domain aliases

e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Archive' tab.
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Dedivery queus

Manage repon subscripons

Relay resfricions

The 'Domain Aliases' interface of the selected domain will open:

Deshborrd f Domeins § Domain dashbosrd - doctesmcesg comodo od us J Doman olisses

COMODO

Creating Trust Online®

Domain aliases © e
o aad | @ Celete
[¥] Alias
T
e Click the 'Add' button to add a domain alias for the selected domain
The 'Add domain alias' dialog box will open.
Add domain alias
m | Cancel |
e Enter the domain alias name in the 'Alias' field
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Add domain alias

Alias
alias.od.ua

o R

e Click the 'Save' button
The domain will be added to the main domain as alias and will be listed in the interface.

Dmshbomrd f Domeins § Domein deshbosd - cdoctesmorss comodo oo us | Domsin aieses

Domain aliases © Hoi
o add | [ celete

[] Alias

alias.od.ua

¢ To delete a domain alias, select the domain alias from the list and click the 'Delete’ button

Cashbosrd J Doemains § Domain cashibosid - Joc] eRncasn COMmnEd of Us J Domsin alkssss

Domain aliases © e

[¥] Alias

#] alias odua

¢ Click 'OK' to confirm the deletion.

Alias removing

aliages?

@Are wou sure you want to remove selected

The selected domain alias will be deleted from the list.

Domain Settings
An administrator can configure various settings for the selected domain such as primary contact email address, the
administrator's email address and maximum number of bounces allowed before being rejected.

To configure domain settings
e Click the 'Incoming' tab on the left hand side navigation to expand and then click the 'Domain settings' tab.
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Antispam Gateway

rd

Domain dash

pcal recipients

Clear incoming cacha

3in sefings

Manage repart subscriplions

The 'Domain Settings' interface of the selected domain will open:

Dashboard / Domains / Doman dashbedrd - csoged comode od ua / Domain 3cttings

Domain settings

Maciimum bounces:

Log retention period

Maximum days to retry:

Max. number of users:

Enable archive cleanup:

Archive manths to store

Enable user auto-login:
Days before cookie expiration:

Email for licenze notifications:

© vew

-~
6000 =

-
a0 o

E
4 s
Linlirmited
]

-~

W
@

Fa
1 s

usar@csggad.comodo.od.ua

Save Resello defaull

e Maximum bounces: Each recipient of the selected domain will be limited to receive only these many message
bounces set in this field per hour (messages from postmaster addresses or with an empty envelope sender). Please
note that if the number of bounces exceeds the limit set in this field, the messages are not quarantined but are
permanently rejected and will not be received later. You can set this to a low value, if the users at the selected domain
do not send mails to invalid addresses frequently. By default this field is set to 6000.
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*  Log retention period: All spam and non spam email connections to a domain are logged in the CASG server. By
default the storage period of this log is 30 days. You can store the log for a longer period by entering the number of
days that you want to store in the field. After the end of set period, the log data will be moved to a separate storage
and cannot be retrieved.

e Maximum days to retry: If the destination route has temporary problems, the messages are queued and
automatically retried at fixed intervals for the number of days entered in the field. Even after this period if the emails
cannot be delivered, they are bounced to the sender. By default, this is set to 4 days, the main reason being that the
senders should be aware that his\her messages are not being delivered for 4 days.

e Max. number of users: Enter the maximum of users that can be added for this domain. Leaving this setting as
'Unlimited" will allow you to add up to, but not exceed, the maximum number of users permitted by your current
license. This can also be done while creating a domain or in the editing domain interface.

»  Enable archive cleanup: This setting enables or disables the auto-clean up of incoming archived mails in the archive
storage. This option is available for customers that has purchased archive storage from Comodo.

»  Archive months to store: This setting becomes active if the 'Enable archive cleanup' checkbox is selected. Enter the
period for which the archived mails should be stored after which the messages will be purged automatically.

*  Enable user auto-login: If enabled, end-users can login into their CASG account without entering their credentials.
On first login, the users will be asked to confirm their auto login. The users can also change the settings on their 'My
Profile' page. The users' credentials will be stored in the browser' as autologin cookie and will be valid for the number
of days that is entered in the next field 'Days before cookie expiration’.

»  Days before cookie expiration: This will enabled only if the 'Enable user auto-login' check box is selected. Enter the
validity period of the autlogin cookie in days after which the users have to provide credentials while accessing their
CASG account. The period starts after each login by the user.

- Email for license notification: Enter the email address for receiving license notifications for this domain. You can
enter different email addresses for different domains for receiving notifications with respect to CASG license. If the
field is left blank, then license notifications will be sent to admins' registered email address in Comodo Accounts
Manager (CAM).

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field, but CASG checks if the total number of users for all domains is within your license limit.

e Click 'Reset to default' to reset default settings in CASG.
e Click the 'Save' button.

A confirmation dialog indicating the successful configuration of the domain settings will be displayed. Click 'X'.

Successfully saved B8

Manage Report Subscriptions for Selected Domain

The Manage report subscriptions interface accessible from the 'Incoming’ configuration area of a selected domain allows the
administrator to configure the subscription to the periodical Domain, User import and Quarantine summary reports generated for
that domain. The administrator can also specify the self and peer administrators of that domain to whom the reports are to be
delivered. Refer to CASG Reports - an Overview for more details on the reports.

To access Manage report subscriptions interface

e Click the 'Incoming' tab from the left hand side navigation to expand it and then click the 'Manage report subscriptions'
tab.
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(1) Outgoing

The 'Manage report subscriptions' interface will be displayed:
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Doshboard / Domans £ Domain dashboard - cagoad comodo od ua f Manage repart subscrpiions:

Manage report subscriptions Help

Report recipients

&2 Domain statistics report

Period Hour Day of month Day of week Send empty | Enabled  Start date (GMT} | Report length
¥ Every hour S Ewvery day Every week day
Choose Choose Choose

€ Quarantine report
£ Quarantine release report
£ Reported Spam report

£ Users auto-import report

Resel sefings 10 default

The Report recipients field will not be auto-populated as it does in the interface of Customer Management > Managing Report
Subscriptions. Enter the email address of the administrators belonging to that domain in the text field separated by a comma
after each email address.

Dashboard f Domains f Domain dashboard - csggad comodo od ua f Manage report sabscripbions.

Manage report subscriptions Help

Report recipients

user?7@csggad comode od.ua userl@csggad comoda odua

*  You can expand/collapse a report configuration section by clicking on the respective strip.

*  Clicking the 'Reset settings to default' button will disable all the reports. The 'Report Recipients' field will not be
cleared.

The administrator can configure the subscription for three types of reports from this interface:

*  Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or monthly will
contain a detailed statistics of the mails that are identified as spam or containing malicious content and moved to
Quarantine of the domain automatically by CASG. Refer to CASG Reports - An Overview for more details.

»  Domain Statistics Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly will contain a detailed statistics of number of users, mails that have been received at and sent from the
domain, number of spams identified and blocked and so on. Refer to CASG Reports - An Overview for more details.

e Users auto-import report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly will contain details of new users that were auto-imported based on incoming mails received for them at the
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mail server. For more details on configuring CASG for auto-importing new users, refer to the section Managing User
Auto-import. Fore more details on the reports, refer to the section CASG Reports - An Overview .

*  Quarantine Release Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly will contain a detailed statistics of the quarantined mails that are released by the administrator to the recipient.
Refer to CASG Reports - An Overview for more details.

*  Reported Spam Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly will contain a detailed statistics of the mails that are reported as spam by administrators and users. Refer to
CASG Reports - An Overview for more details.

To configure the subscription of the reports

«  If you want the administrators of the account to receive the periodical reports, select the 'Enabled' checkbox in the row
of the respective report type. If both the reports are required, you can select both the checkboxes.

*  Leave the 'Send empty' checkbox unchecked if empty reports are not to be sent to recipients.
e Select the frequency of the report to be sent to the administrators from the options for:

e Quarantine Report;

»  Domain Statistics Report;

*  User Auto-Import Report;

e Quarantine Release Report; and
¢  Reported Spam Report.

Quarantine Report

& Quarartine report
Hour Day of month Day of week sendemply  Enabled  Startdate (GMT) Report kength

Every hour WEyvery day Every week day
®Choose Choose @ Choose
- - <1 Monday -
\ Tuesday Mext report fior 3 dey{s) from last
S Jun 29,2015 03:00 - e am
Vednesda run (2015-06-25 17:00)
7| 3 Thursday

¥| Friday

e Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day
every month chosen at the hour selected from the 'Hour' column.

»  Day of week - The reports will be generated and sent to the administrators every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.
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Domain Statistics Report

& Domain statistics report

Period Hour Day of month Day of week Send empty Emabled Start date (GMT)  Report length
®Every howr W Every day Every week day
Choose Choose ¥ Choose

N .
o Il Sunday

Mect report for last

¥ Wonday . — Jun 29, 2015 week(s) from last
Weekl - = &
: J e y | 0000 run (2015-06-22
Tuesday
17:00)
gdnesda

*  Period - Enables you to set the period to be covered in the report. The report will contain the statistics of all
the domains in the account for the past one hour, one week, one month or one year, as selected from drop-
down from the scheduled report time.

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

«  Day of month - The reports will be generated and sent to the administrators every day or on the specific day
every month chosen at the hour selected from the 'Hour' column.

»  Day of week - The reports will be generated and sent to the administrators every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

»  Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

User Auto-Import Report

£ Users auto-import report

Hour Day of month Day of week Send empty ~ Enabled  Start date (GMT) Report length
Every hour Every day Ewvery week day
¥ Choose & Choose ¥ Choose
- _—
| 3 o 1 Tuesday
Wednesday e Next report for 224 day(s) from
! : 7 Feb 05, 2016 05
— ) S Lo last run (2015-06-25 17:00)
7 5 3 Thufsday |
- [¥] Frigay 1
G
. s ] Saturday i

e Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

«  Day of month - The reports will be generated and sent to the administrators every day or on the specific day
every month chosen at the hour selected from the 'Hour' column.

«  Day of week - The reports will be generated and sent to the administrators every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

»  Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.
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Quarantine Release Report

& Quarantine release report

Hour Day of month Day of week Send emply ~ Enabled  Start date (GMT) Report length
Every hour @ Every day Every week day
¥ Choose Choose B Choose
- = 7| Sunday g
¥ 1 ! Monday » A Meact report for 93 day(s) from
: = o Jun 28,2015 071:00
_ g ) ‘ last run (207303-23 0000}
wesady
Wednesda
4 - Thursday i

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day
every month chosen at the hour selected from the 'Hour' column.

»  Day of week - The reports will be generated and sent to the administrators every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

Reported Spam Report

& Reported Spam report

Hour Day of month Day of week Send empty | Enabled Start daie (GMT) Report length
Every hour S Every day Every week day
¥ Chooss Choose @ Choose
o * " & Sunday

Mext report for 95 day(s) from
last ruen (201503-25 00:00)

L[]
i

Jun 28,2015 0200

*  Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

«  Day of month - The reports will be generated and sent to the administrators every day or on the specific day
every month chosen at the hour selected from the 'Hour' column.

»  Day of week - The reports will be generated and sent to the administrators every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

»  Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

*  Click 'Save' for your settings to take effect.

Relay Restrictions
The 'Relay restrictions' interface allows administrators to specify Message Transfer Agents (MTA), mail servers or other mail
relays from which incoming mail to a domain should be accepted or strictly rejected.

For example, a business that has regional offices can configure their regional systems to accept only incoming emails from the
email servers at the home office.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 100



COMODO

Creating Trust Online®

Email administrators can define the Organization names from which emails can be accepted or rejected. CASG parses the mail
headers of each incoming mail to ensure the existence of an MTA's IP address or FQDN of the organization before accepting
the mail. If the organization name is not known, administrators can use the 'Lookup’ feature from the interface itself by entering
the IP address of the email domain name of an incoming mail.

To add a relay restriction rule

e Click the 'Incoming' tab from the left hand side navigation then click the 'Relay Restrictions' tab:

: cCOMODO
Antispam Gateway

ashboard
Diomain da
¥ incomin q

Quarantine

The relay restrictions interface for the selected domain will open:

Dashboard / Domaing / Demain dashboard - decteamcasg.comede.od.ua / Relay restrictions

o add | Delete 2 Edit

[C] Restrict email acceptance to the following relay servers

Organization name Policy

© Google Inc. Accept

*  Select the 'Restrict email acceptance to the following relay servers' check box .
e Click the 'Add' button
The 'Add restriction' dialog will appear.
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Add restriction

Organization name :

|
Policy @ Accept CReject

Lookup IP for organization name

Save | Cancel |

«  Enter the organization name in the 'Organization name' text box

* Ifyou are not sure about the organization name, obtain the IP address of the mail server from any incoming
mail from the organization and enter it in the 'Lookup IP for organization name' field. Click 'Lookup' to
perform the search.

e CASG will perform a lookup from WHOIS.com website and auto-populate the Organization name field.
*  Choose the acceptance policy for emails from the organization's mail server:

e Accept - All mails from the selected organizations will be accepted. Those from other organizations will be
blocked.

*  Reject - All mails from the selected organizations will be blocked. Those from other organizations will be
accepted.

e Click 'Save' for the rule to take effect.

Relay restrictions now enabled. B8

*  Repeat the process till you have added all the organizations.

The administrator need to add a rule for each organization from which the mails are to be accepted or rejected.

Illustrations:

1. For example, if you want to accept mails only from two domains, namely gooddomainl.com and gooddomain2.com and
reject mails from all the other mail servers, create two rules, one for gooddomainl.com and other for gooddomain2.com.

*  Rule 1-Accept gooddomainl.com and block all other domains
*  Rule 2 - Accept gooddomain2.com and block all other domains

Only the incoming mails from gooddomainl.com and gooddomain2.com will be accepted. Those from all the other domains
will be rejected.

2. For example, if you want to block mails only from two domains, namely baddomain1.com and baddomain2.com and allow
mails from all the other mail servers, create two rules, one for baddomainl.com and other for baddomain2.com.

*  Rule 1-Reject baddomainl.com and allow all other domains

e Rule 2 - Reject baddomain2.com and allow all other domains

Only the incoming mails from baddomainl.com and baddomain2.com will be blocked. Those from all the other domains will be
accepted.

You can create any number of 'Allow' and 'Reject’ rules. The 'Accept 'rules have more priority and reject rules will be skipped in
case of any rule conflict.
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The incoming mails from blacklisted domains in the global or domain blacklist will be rejected even if they are accepted by the
relay restrictions rules. The priority order of rules checked on allowing an email is as follows:

1. Global blacklist

2. Domain whitelist/blacklist
3. Relay restriction rules

4. Per user whitelist/blacklist

Note: The 'Relay restrictions' is disabled for TRIAL customers.

Editing Relay Restriction Rules

You can change the organization name or acceptance policy of any rule at any time.
To edit a rule

e Choose the rule to be edited and and click the 'Edit' button.

Dashboard / Domaing / Domain dashboard - docteamcasg. comedo.od.ua / Relay restrictions

fhe following relay servers

Policy
Accept
Accept

Accept

Add/Edit restriction

Crganization name :
Rediff com India Limited
Policy @ Accept ©Reject

Lockup IP for organization name :

The Add/Edit restriction dialog will appear.

»  Edit the fields and policy options as required. For more details refer to the explanation under To add a Relay
Restriction Rule.

*  Click 'Save' for your changes to take effect.

Removing Relay Restriction Rules

You can remove unwanted rules at anytime from CASG.
To remove a Relay Restriction rule

e Choose the rule you want to remove and click the 'Delete’ button
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Dashboard f Domaing / Domain dashboard - docteamcasg comodo.od.ua / Relay restrictions

Restrict ergfail acchptance to the following relay servers

Policy
Accept
Accept

Accept

Delete restrictions

@ Are you sure you want to delete the selected

restrictions?

e Click 'OK"in the confirmation dialog.

Geolocation Restrictions

The 'Geolocation restrictions' interface allows administrators to specify the country from which CASG administrators and users
can access the CASG web interface. By creating access control policies, you have better control in deciding from which
locations admins and users can access the web interface thus minimizing the security threat.

To create a geolocation policy
e Click the 'Incoming' tab from the left hand side navigation then click the 'Geolocation restrictions' sub tab:
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The geolocation restrictions interface for the selected domain will open:

Cazhboard / Domaing / Domain dashboard - cegged comodo od ua / Geolocation restrictions

Geolocation restrictions
o 200 | [ Detete & Ean

¥ Enable geclocation restrictions

Country namea Country code Podicy
Linited States us Accept
" Angola Al Repect

*  Enable geolocation restrictions — Allows administrators to apply the geolocation restriction policies. Select the check
box to apply the policies in the list.

From the interface, you can:

*  Add a geolocation restriction policy

« Edit a geolocation restriction policy

* Delete a geolocation restriction policy
To add a new geolocation restriction policy

e Click the 'Add' button
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Cashibosrd f Domaing / Domain dashboard - ceoned comodo od ua / Geolocation resirictions

Geolocation restrictions

@ﬁ Delete 4" Edit

¥ Enable geclocation restrictions

Country name Country code Policy

The 'Add country restriction' dialog will appear.

Add country restriction

Choose country

Policy @ Accept (DReject

Save | Cancel |

*  Select the country from the 'Choose country' drop-down

fAdd country restriction

Choose country

Alghanistan

Aland Islands
Albania

Algena

American Samoa
Andorra

Angola

Anguilla
ANGNYMous Prosxy
Antarclica

Antigua and Barbuda
Argentina

Armania

Aruba

AsiaPacific Region
Alatraha

Ausinia

Azerbaijan

Bohaman

mj | ¢

»  Choose the geolocation restriction policy for accessing the CASG web interface

*  Accept - Admins and users from these countries are allowed to access the web interface
*  Reject- Admins and users from these countries are not allowed to access the web interface
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Add country restriction

Choose country

Policy ) Accept @ Reject

Save | Cancel |

e Click 'Save' to create the policy

To edit a geolocation restriction policy
A geolocation restriction policy cannot be edited for a country. But you can change the country for the policy.

*  Select the policy for which you want to change the country and click the 'Edit' button

[Dashboard / Domains / Domain dashbosrd - cangas.comodo.od.ua / Geolocation restrictions

Geolocation restrictions
o 2ad T Delete

gl restrictions

Country code Policy
U3 Accept
AD Rsject
AF Reject

fghankatan

*  Select a different country from the drop-down

Add country restriction

Choose country

Afghanistan|

Policy () Accept @ Reject
- e

*  Click the 'Save' button for the changes to take effect

To delete a geolocation restriction policy

*  Select the policy that you want to remove from the list and click the 'Delete’ button
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Dashboard / Domans / Deman dashboard - cegosd comode og ya / Geolpcation restrictions

Geolocation restrictions

Country code Policy
U5 Accept
AD Reject
ntarctica AQ Reject

e Click 'OK" to confirm the removal of the selected geolocation restriction policy from the list

Delete restrictions

restrictions?

@ Are you sure you want to delete the selected

The policy will be removed from the list.

3.21.143 Outgoing

To be able to send outgoing email, first a valid user needs to be added to the filter cluster. This can be done from the web
interface. The following ports are available for the outgoing service:

e SMTP AUTH: Port 25 or 587
e SMTP StartTLS Port 587
e SMTP SSL Port 465
Comodo recommends port 587. The outgoing service listens by default on all IPv4 addresses activated on the server.

Create a separate outgoing user on the filtering cluster for each end-user to relay outgoing email and use an "automatic user
locking" to automatically close the account in case abuse is detected. There are two methods you can make per-user
authentication to work - The first method is to instruct all end-users to authenticate directly to the filter cluster for their outgoing
emails or in the second method, configure your current outgoing SMTP server so that it authenticates each end-user separately
to the filter cluster for all outgoing emails. If you choose the second method, how easily you can configure your SMTP server
depends on the SMTP software.

While using per-user authentication for outgoing mails, ensure to set the limits correctly based on the usage of the end-user and
enable automatic locking.

If you find using the per-user authentication method for outgoing mails too cumbersome to set up, the other alternative is to use
smarthost setup. In this method, you add a single outgoing account either based on IP or username/password in the filtering
server and point all outgoing emails to this server, thus using the filtering cluster as smarthost. Most email servers have
‘'smarthost setting' feature with which you can easily accomplish the task of configuring outgoing email filtering. Make sure to
disable the ‘automatic user locking' setting to prevent the full server account getting locked even if one end-user sends out
spam email. Also ensure to enable 'block spam' so that individual spam messages will be blocked and the administrator
notified.

While using smarthosting setup for outgoing mail filtering, ensure to set the limits correctly per user based on the server.

In the 'Outgoing' area of the Manage Domain section you can set a user account for spam checking, clear outgoing cache,
search for outgoing email messages and outgoing spam checking.
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Click the following links for more details:
*  Clear outgoing cache
* Log search
* Users

Clear outgoing cache

CASG continuously performs a cached recipient callouts to check that recipient email addresses existing/non-existing email
accounts at the destination mail servers to minimize the number of recipient callouts. When an email for a certain recipient is
permanently rejected by the destination server with a 5xx error code, the destination address of the recipient is considered
invalid and all emails sent to the recipient will be rejected. CASG filtering servers caches this information locally for up to two
hours. CASG interface allows you to clear the callout cache without waiting for the servers to clear it.

To clear outgoing cache

*  Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Clear outgoing cache' sub tab.
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The 'Clear outgoing cache' area of the selected domain will be displayed:

Dazhbonrd f Domeins § Domein dashbosrd - doctesncesg comodo od us § Clear oLEEoing cache

Clear outgoing cache © e

Here you can clear the outgeing callout cache for domain

e Click the 'Clear" button.

The callout cache for the outgoing domain is cleared.

Cache wias succassiully claaned B

e Click 'X"to close the 'Cache successfully cleared' dialog box.

Log search

The Log Search option in CASG allows you to search for a specific outgoing email message.

»  Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Log search' sub tab.
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The 'Log Search (Outgoing)' interface of the selected domain will be displayed:

Dashboard / Domains f Domain dashboard - decteamcasg. comodo.od.ua f Log search (outgoing)

Log search (outgoing) © tep

Date range: | 2014-10-26 AM 11:35:40 m -1 2014-10-27 AM 11:358:40 [i]

Message ID
Sender.
User @docteamcasg.comodo.od.ua
Recipient:
Sender IP:
Sender host:
Predicate: |AND v

Classification: |All w

Include results from the last minutes: [

»  Date range: Select the date range for which you want to search the log file. The date range for which the log search
can be processed depends on the settings configured in Domain Settings > Log retention period.

*  Message ID - Enter a unique message identifier (optional )

e Sender: Enter the sender email address in this field.
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e User: Enter the username of the outgoing email address for in this field (for example, ‘testuserl’).

*  Recipient: Enter the email address in this field. (for example, ‘testuserl@example.com’).

¢ Sender IP: Enter the IP address of the sender.

e Sender Host: Enter the sender host name.
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*  Predicate: You have the option to select either 'AND' or 'OR" in the drop-down. When you choose 'AND' option, all the
entered search terms will be searched together and when you choose 'OR' option, the application will search any of
the search items entered.

»  Classification: Select the type of email that you want to search from the drop-down options.

* Include results from the last minutes: If selected, CASG will include messages that are currently being migrated
from the filtering server to the logging server in the search results.

The option *Include results from the 1ast minutes® will siow down the seanch result retrieval

Click the 'Search' button. CASG will search for the entered terms and display the results.

Date and time

2014-10-28 13:37:05

2014-10-28 13:37:05

2014-10-28 13:36:33

2014-10-28 13:36:33

2014-10-28 13:34:32

2014-10-28 13:34:32

2014-10-28 13:26:19

Sorting the Entries

Host (Exim id)

mxsrv1.spamgateway.con
1Xj6xK-0008ET-B2

mxsrv1.spamgateway.con
1Xj6xK-0008ET-B2

mxsrv1.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrv1.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrv1.spamgateway.con
1Xj6ms-0008Pk-CK

Sender hostname

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrvl.spamgateway.con
178.33.199.65

mxsrvl.spamgateway.con
178.33.199.65

mxsrv2.spamgateway.con
178.33.199.66

Sender

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demog@csg.comodo.od.u

demo@csg.comodo.od.u

Recipient

demo

demo2

demo

demo2

demo

demoz2

demo2

Subject

,DQ demo 2

,DQ demo 2

JRe: DQ demo

,Re: DO demo

,0Q demo

,DQ demo

Archive email 2

Classification

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam
Rejected
Rejected by relay
restriction for this
recipient
Rejected
Rejected by relay
restriction for this
recipient

Accepted

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Downloading the Report

The 'Download' button allows users to download the log report of sent mails for the filters entered and/or selected.

e Click the Download button.

The download dialog will be displayed.
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F B
Opening cutgeoing.docteamcasg.comodeo.od.valogs.zip u

You have chosen to open:

@ outgoing.docteamcasg.comodo.od.ualogs.zip
which i WinRAR ZIP archive
from: & & -

What should Firefox do with this file?

7 Openwith |[WinRARZIP (default) -

i@ i Save File

[] Do this autematically for files like this from now on.

(8] ] ’ Cancel

You can choose to open the file by using the browse option or save the file in your system. The compressed log file will be saved
in the folder that you have configured for saving download files. The values in the log report will be separated by commas and
this file can be opened with appropriate application such as Excel or Openoffice Calc for easy analysis.

Users

Outgoing email messages should be checked for spam or malicious content because of the risk such content poses to the
organization's reputation. Often the outbound email path bypasses the system that scans incoming emails from the internet, and
instead sends the emails directly out to the destination. Filtering the outgoing user's mail also prevent spam from reaching end
user mailboxes.

Configuring User's Email Client for Outgoing Mail Filtering
The email clients of the users added for outgoing email filtering must be configured to point to CASG service.
In the Account Settings interface of the user's email client, enter the following details:

*  Smtp server: mxpooll.spamgateway.comodo.com

e Connection Security: STARTTLS or SSL

* Port: 587

e Username: <username@domainname.com>

To access the 'Outgoing users' interface:

e Click the 'Outgoing' tab on the left hand side navigation to expand and then click the 'Users' sub tab.
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The 'Users' interface of the selected domain will be displayed:

Ceashiycard FDomairs / Damain dashibosrd - goctasmcasy Gamods of s JOugaing ugsrs

Qutgoing users @ v
o 200 [ Deen # Ean m |42 Ratresh i
£ Fitters
[] Username Lacked

I bebgdoctearncasy. comodo.ad.ua

] johng@docteameas g comoda od ua

Sorting the Entries
Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per

the information displayed in the respective column.

Using Filter option to search users
e Click anywhere on the Filters tab to open the filters area.

[Dashbcard 5 Domains [ Domein dashiboard - docieamcrsn comodo od we J Cubgoing Lsers

Qutgoing users © Hein
|

£ Refresh

o rdd | 0 celee  # Eoit LR

£ Fifers
Agply fiter

+ LIsermarne w | Containg »

“*  Locked

] Usermame

T pobfdocieamcasg.comodo.od.ua

“_ ohni@docteamcasg.comada.od ua
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You can add more filters by clicking + for narrowing down your search.

Cashboard f Domains f Domain dashboard - goctesmcasg comocdn og us FOulgoing wsars

Outgoing users © He
+ Add E Cieletie f Edit More aclions w a Rafrash
a Fillars
+ Llsamame w | conlaing w
= Username | aquals w
7] Username *  Locked

boh@Edocteameasa comado od 1E

You can remove a filter by clicking the icon beside it.

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

If 'Username' is selected, the following conditions are available:

*  Equals: Displays all usernames that match the text entered in the text box.
*  Not Equals: Displays all users except the one entered in the text box.
*  Contains: Displays all username(s) that contain the words entered in the text box.
* Not Contains: Displays all username(s) that do not contain the words entered in the text box.
»  Starts With: Displays all usernames(s) that starts with the words entered in the text box.
*  Ends With: Displays all usernames(s) that ends with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

D Fefresh ‘

Click the ‘ button to display all the outgoing users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh' button.

To add a new user
*  Click the 'Add' button.

Dashbaard f Domains ! Doman deshboard - decleameasgoomood od ua F Culgoing usars

Qutgoing users 0 Hew

DNy 3 reteon
£ Finers

T Usedmamme “  Locked
[F] bob@docteameasg.comodo. od.ua

[ johni@docteamecasg.comado. od.us
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The 'Add outgoing user' dialog will be displayed.
Add outgoing user

Llsername Fassword

Edit outgoing settings
m | Cancel |

+ Enter the username for the new outgoing user that will be first part of the email address. For example, testuser. The
email address of the added user will be testuser@testdomain.com.

+ Enter the password in the Password filed. If the 'Password' field is left blank, then the 'Username' must be an IP
address, and any connection from that IP will be considered authenticated without needing to use SMTP AUTH (Note:
authorizing IP addresses may be disabled on the system).

+  Click the 'Edit outgoing settings' button to configure outgoing settings for the user. The 'Add outgoing settings' dialog
will expand:
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Add outgoing user

Username Domain Password

Edit outgoing settings

Block outgoing spam:

Automatic lock:

User lock timeout: |33
Maximum unlocks by timeout:
Enable outgoing limits:

Limit per hour,

{3 (%2

Limit per minute:
Valid sender address required:

Maximum number of recipients per day: |10

Invalid recipient limit: |44

L3 (€3> |£>

Maximum days to retry. |3

Quarantine response: |Rejected

Bl

*  Block outgoing spam/Automatic lock
»  Block outgoing spam - Blocks all outgoing spam mails from the user.

*  Automatic lock - If CASG detects spam or malicious mail from the user, it will automatically lock the user
from sending mails for the period set in the 'User lock timeout' field.

e User lock timeout - The time in minutes the user will be locked out from sending mails after CASG detects
outgoing spam or malicious mails from the user.

e Maximum unlocks by timeout - The number of times the locked out user will be unlocked for sending out mails.
After reaching the maximum limit, the user will be locked out from sending any mails till it is unlocked by the
administrator.

*  Enable outgoing limits - Allows you to activate / deactivate limits on outgoing mails.
*  Limit per hour - The number of mails that can be sent per hour.
*  Limit per minute - The number of mails that can be sent per minute.
»  Valid sender address required - If enabled, outgoing mails must have valid sender address.
e Maximum number of recipients per day - Maximum number of recipients that a user can send mails per day.
« Invalid recipient limit: - The number of invalid recipients that a user can send mails to.

e Maximum days to retry - Maximum number of days CASG will retry to send queued outgoing mails after which
they are bounced to the user.

e Quarantine response - Determines the response that CASG will send to the SMTP server that delivered a
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message in the event that the mail is identified as spam.

Note - If you have enabled quarantine functionality, then spam/malicious mail will be quarantined (and not delivered to the
recipient) regardless of your choice here. These options merely determine what message CASG will send back to the SMTP
mail server.

Options:
*  Rejected - Will inform the SMTP server that the email wasn't delivered to recipient. (By default is 'Rejected".)

*  Accepted - The senders will not be notified if the outgoing mails are detected as spam. They will be blocked and
not delivered to recipients.

*  Click the 'Save' button.

Deshbosed § Daimsins § Domsin dashboard - docieamesse comodood us § Oubgoing wsers

Outgoing users @ Hen
pod | T ceete | & it | R £ Remesh
+ .
£ Fiters
Usernaime Locked

| bobi@docteameasg comodo.od.ua

pdocteamcasg.comodo.od. ua

| smithi@docteameasg.comodo.od.y

To delete an existing user

*  Select the user you want to delete from the list and click the 'Delete" button.

Ceazhiycard FDomaEires / Domsin deshbastd - doctasmcasg Comaca of U8 JOUGgaing ussrs

Qutgoing users @ ve
o A ﬁ Eait £2 Refresh
€3 Filters
[ Usermame Locked

| bob@doctearncasgy comodo.od ua
] shr@docieameasy comodo od. ua

4] smilh@docteameasg.comodood.ua

Tip: You can select multiple users to delete by pressing and holding the Shift or Ctrl keys.

Delete users

@ Areyou sure you want to delete the selected

users?

¢ Click 'OK' to confirm.
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To edit an existing user
You can reset password, modify the outgoing settings configured from the 'Add outgoing user' interface.
e Select the user that you want to edit from the list and click the 'Edit' button.

Deaghipoand f Domains §Domein deshibernd - doctesencrsg Comode.od s / Oudgoing wears

Qutgoing users @ Heip
o rdd T Delet Mot ations v £ Refresh
£ Finers
] Username Locked

| B I'-.i;-ﬁnr.'.:-amr 350, comodo,od Ua

] jo hr@doctearncasg comodo od ua

V] smith@docleameasg comodo.od ua

»  Click the 'Edit outgoing settings' button.
Edit outgoing settings for smith@docteamcasg.comodo.od.ua

sername Faszsward

Edit outgoing settings
m | Cancel |

The 'Edit outgoing settings' will be displayed.
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Add outgoing user

Username Domain Password

Edit outgoing settings

Block outgoing spam:
Automatic lock:

User lock timeout:

Maximum unlocks by timeout:
Enable outgoing limits:

Limit per hour.

L3 €2

Limit per minute:

Valid sender address required:

Maximum number of recipients per day:

Invalid recipient limit:

- ANESANES

Maximum days to retry. |3

Quarantine response: |Rejected

Bl o

*  Reset the password and / or make other changes as explained in the 'Add outgoing user' section.
e Click the 'Save' button to confirm your changes.

To manually lock outgoing user

Due to administrative or any other reason if you want to prevent a user from sending out mails, the Lock feature allows you to do
S0.

e Select the user that you want to lock, click ‘More actions' and then click ‘Lock'.

Deshboard §Domsnes § Domein dashiboard - docleamcasc cormono oo L | OURDoINg users

Outgoing users O oo
+ Add ﬁ Dalete .@ [N More achons W ‘L'__." —
£ Fiters

Unlock
Username Lntkid

im0t froem CS5Y 1ie
=] babepdoctaameasg comado.od.

— impart froem Incoming users
{1 | IR.'I"I"C_::\'::UCI:'EI'I'Il'dE'.: comodo.ad

I_LFI smithi@docteameasg.comodo.od.ua

The selected user will be locked from sending mails.
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Caghiiceand FDomsines FOomein dashbosrd - gosieamessg comodo od us § Oubgoing ussars

Outgoing users © Heio
g B oo £ o 2 ruwe
£ Fiers

Usermame Locked
] bob@docteamcasg comodo.od ua

chnigdocieamcasg.comodo.od ua

¥ smith@docieamcasg.compdo.od.ua manual

To manually unlock outgoing user
A user who has been locked either manually or automatically (see Edit outgoing settings) can be unlocked from this interface.

e Select the user that you want to unlock, click ‘More actions' and then click 'Unlock'.

Caghiceyrd [ Dormasre: § Domedn cashBodrd - dociesmeieon comooln of L [OUGong users

Outgoing users @ e
+us Boven e & roteen |
Leck
£ Fiiters
] Usermame Lockead

Impoet trom C5W fil
] pobiBdocteameasg comado.od.u

1 Impcet trom Incoming users
chhi@docteamcasg.camodo.ad

¥ smith@daocteameasg.comodo.od ua manua

The user will be unlocked and he/she can send mails.
To import outgoing users from CSV file

Administrators can import many users from a file to the outgoing users list at a time. The users should be saved in the format
shown below as an example:

userl,domainname,password
user2,domainname,password

*  Toimport outgoing users from a CSV file, click 'More actions' > 'Import from CSV file'

Poshbonrd f Domeins § Domein deshboard - doctesmenss oomodo ad us § Oubgoing wsers

Outgoing users 2R
o= Add ﬁ [N AT B More actions v £* Remesh
£ Filtars

| Usarname Lackil
[0 bob@dacteameasg comodo.od

Frport fram coming users
1

[ johngide

| smith@docteameasg.comodo od ua manual

The Upload dialog will be displayed.
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Upload

Upload csv file.

Each line should contain three columns: username,domain,password

For example-

testusertestdomain, testpassword

LUpload

Click the 'Upload" button and navigate to the location where the file is saved and click the 'Open’ button.
The upload progress will be displayed...

[Cazhincard fDomains f Domsin dashbosrd - docieamossg

comodo od us [ !’.‘A.ﬂgcnguser:

Outgoing users

& Help
Impartis In process Please wail a
o Add I R ATl vore actions v £ Refresh
£ Fiters
|| Usernane Locked
| pob@docteameasg comado. od ua o
] john@docteameasg. comodo.od ua
1 smith@doctearncasy. comodo.od ua rmanual &
...and when completed, the results will be displayed.
[Pashboard / Domains | Pomen dashboard - docteamcaso comac od ua f Outgong users
Qutgoing users © Hen
Total limes processed 3 %
Irmparted 3 useris) a8
Impart for domain docteameasg.comodo od.ua has been finished %
o 7dd | T Delete | #* Edit £¥ Remesh |

£ riners

] Usemame Lacked

B '|1|1ﬂnr'.ﬂ'an'lf asg, comodo od ua
1 _l’hﬂ.’:'_:;flﬂ teamiasg comodo.od ua
| king@@docteamcasg comodn od ua
] princog@doctaameasg. comodo.od.us
] 3 .E’E‘nﬁl‘dﬂ.lea" tasg.comodo.od.ua

1 smithi@docteamcasg comodo.od ua

The administrator who carried out the task will receive a notification about the import task completion.
Import from incoming users
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Administrators can add all incoming users to the outgoing users list by importing. If there is an outgoing user with the same
name, the import of incoming user will be skipped.

»  To import outgoing users from incoming users, click 'More actions' > 'Import from Incoming users'

Dmshbosrd f Domains § Doenain dashboard - docteamcasg comoco od us fO Ayoing wEers

QOutgoing users © e
o add | T Delete | @ Edi £ * Refresh
Lock
£ Fiters
Urleck
T Usernanme Locked
gt from CSV fike
L bob@daoctes) MLasd. comado od A

T johng@dacteamcasg comodo n

smit@docteamcasy.comodo od ua

-
The upload progress will be displayed...
Dashibosrd f Domains § Domain dashbos - Soche srcess COMo o U § Oubgoing Lsers
Outgoing users ) Help
IFrE0at |5 in process. Pleass wail E

o aco | T Doete | @ Ean t ! Refresh |
0 Filtars

| Usernames Lached
-
bobi@docteamcasg comado.od ua
I johng@docteamcasg comodo od ua

smithi@docteameasy comodo od Ua

L
...and when completed, the results will be displayed.
Pashbonrd f Domens § Doman dashiboard - doctesmoasg comodo od us fOulgoing users
Outgoing users © Hep
Imporied 5 users) a
Total INCOFMInG USers T B
Irnpart for domaln docteatncasy comodo od ua has been finished a8
E TR o TR o actions £* Refrash

£ Fittars

| Usernaims Locked
bobi@docleamcasg comado.od ua

demol@docteamecasg.comodo.od ua

DEMmO L amcasg.comodo.od.ua
Iohna@decteameasg comodo od ua
smithi@docteamcase comodood ua
lestipdocteamtasg.comodood ua
userl @daoctkeameasg comodo.od ua

| user2@dacteamcasg comado,od ua

The administrator who carried out the task will receive a notification about the import task completion.
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3.21.1.44 Email Management

From this interface an administrator can configure the maximum size of each email and select the file types of attachments to be
allowed. An administrator can also choose to release or reject requests from users for releasing quarantined emails, adding

senders to blacklist and whitelist.
coMODO
' Antispam Gateway

rz Crashboard
@ Cemain dashiboand
["_1"_\I INEOming

€1y Cutgoing

[Ch Efmail management

Ermatl size restriciion

Click the following links for more details:
*  Email size restriction
*  Blocked extensions
* Released requests
« Blacklisted requests
*  Whitelisted requests

Email Size Restriction

In order to avoid your domain storage space getting used up quickly due to large size of emails, CASG allows you to set the
maximum size of each email that are allowed. Administrators have a choice of restricting email size of up to 250 MB. If you
require to set the size of email more than 250 MB, please contact your account manager at Comodo or please open a ticket at
support.comodo.com or call 1.888.COMODO (2666.6361) and have your account number ready.

To set email size restriction

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Email size restriction'
sub tab.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 124


https://support.comodo.com/

COMODO

Creating Trust Online®

CcCOoOMODO

Antispam Gateway

{::'I Diomain dashboard

) Incoming
|l| Ut going
[ Email management

® Email zize resinction

Feleasad re
Blacklisted requeasls

Whitelisted requesis

£ Auditiog

The 'Email restrictions' interface of the selected domain will be displayed:

Castiboatd F DOmeins § Domein dashiaosed - oochasmcss:n Conodn nd 155 | Emal sipe reetriction

Email size restriction © Hew

Ermail size restriction (MEy: 100

<

»  Enter the maximum allowed size (up to 250 MB) of each email that you want to set in the 'Email size restriction’ field.

If you enter a value more than 250 MB, an alert will be displayed to contact your account manager at Comodo and the email size
will be automatically set as 250 MB.

Lashbostd f DOMmains: § Domain dachbosd - GOCkssnea:g CHMOID.0d.uG f Bifal 8iz8 resriction

Email size restriction © Her
Incorrect nanar.lt',' walue, Value must be between 1 and 250 Il"j':h PEQUITe mong then 250Mb pIEﬁﬁE call us E
Ermail gize restriction (MEY. 250 3

*  |f you want to set the size above 250 MB, please open a ticket at support.comodo.com or call 1.888.COMODO
(2666.6361) and have your account number ready.

e Click 'Save'to confirm your changes.

Note: Incoming and outgoing emails with size more than the value set here will be quarantined.
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Blocked Extensions

CASG has the ability to restrict certain type of files that are attached with emails from being delivered to the recipients. For
example, a file attachment with .exe extension with malicious code has the potential to run automatically while being
downloaded and infect the recipient's computer.

To add file extensions to be blocked

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Blocked extensions'
sub tab.

coMOoD0

i .-':l'ntlf.pal'.'u Gateway

-
= Lomain dashboarnd
*) Incoming

J Oubgoing

| Email management

=

The 'Blocked extensions' interface of the selected domain will be displayed:
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Dashibasard J Domane FDomain deshbosrd - docleamcasn comado.od us § Blacked esdensians

Blocked extensions © Hein
o #oc | T Delete  *y Resetto defaull

| Blocked extension

] bat
[F bim
= emd
El cam

E cpi

The list of default blocked extensions is displayed. You can sort the blocked extensions list alphabetically in ascending or
descending order by clicking the 'Blocked extensions' title bar.

e Click the 'Add' button to include another blocked extension

The 'Add blocked extension' will be displayed.

Add blocked extension

Domain | docteamcasg.comodo.od.ua

Blocked extensions -l-

o

¢ Enter the extension name to be blocked in the text box

You can add many extensions at a time by clicking the + icon.
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Add blocked extension

Diomain | docteamcasd.comodo.od.ua

-l- chirm

= | A0e

Blocked extensions

e Click the 'Save' button

The entered extensions will be added to the list.

« To delete an extension, select it from the list and click the 'Delete’ button

Duashibasrd § Domains FDomain desshbosrd - doctssmes=q camoda od us Biocked sxdensions
Blocked extensions © ven
o s0d LT Delste ) *y Resetto deraun

7 Blocked extension =
[#] thm

[ ade

4 4 =z {2 [16-17 117 )

An alert will be displayed to confirm to delete the selected extensions.

Delete extensions

extensions?

The selected blocked extension will be deleted from the list and email attachment with this file extension will be allowed provided
it passes the size restriction filter.

_@‘ Areyou sure you want to delete the selected

Click the 'Reset to default' button to restore default blocked extensions in CASG.
Released Requests
An administrator can choose to release or reject requests from users for releasing quarantined emails from their accounts. The

release requests from users will be notified to all admins for that account via emails and will also be displayed in the interface.
The users who requested for release of quarantined emails will also receive email notifications.

Note: User who have been assigned as 'Power User' can release quarantined mails without approval from the administrators.
See the section 'Groups & Permissions' and 'Managing Permissions' for more details.
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To open the released requests interface

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Released requests'
sub tab.

cCOoOMODO

Antispam Gateway

lij:l Crashboard

e
B Doamain dashboard

["J"] NCOMming

1y Outgoing

ﬁ Efmail marnagement
Ermiall iz restictio

Blocked eviensinns

Blacknsiear

[E Auditlog

Wi

The 'Release requests' interface will be displayed:

Dxizbbosiol ¢ Domsins fDomesn dashbonrd - dociesanosn comodn odus TRskeased requests

Released requests © vp
[Eh Showmessage  + Accepl | 3 Reject t* Refesh
£ Filters

User Subject From T cC s 4GMIT @) Riasa Size i

Fistd Fiv Send LNUIMITED

i . Rprd, 2094 6:80:43 whitalisted
damol Emallaieewsiefer in Must Re.2,5000me. Johi Smith <fatlena@gmail om- ™ sardar kB ﬂ
am
TERD SETUF COBT
B
Fw: Gat A5, 25 assured rechange + dema @dacteame Bprd, 2014 £:3%33 Hr oy e i
damol  chancs bowin an PG dema JEdacisamc BM s GEEEskT .

il rolspamicor

[1-212]1 Perpags |15 | w

The list of emails that users requested to release will be displayed. The list contains nine columns providing information about
the requested user, subject, the sender, details of the recipients, details of recipients in CC list, the date they were sent, the
reason they were quarantined and the size of the email. The last column indicates whether there is any attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search released requests

Click anywhere on the Filters tab to open the filters area.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 129



COMODO

Creating Trust Online®

/

/

g f Domien caghboand - G0Ci BTG A5G SO0k oo ul { Aalskebd nequiats

Released requests @ Hew

@ Bhowmessage | &F Accepd 3 Repect 1":' Refresh
@ Fiters
o | qumject v |contsine - Apply fikar

| Uses Subjedct Froim To [ Dt 4GMT +0 Reason - Size il

Fuwd: Py Sered UMLIWITED

You can add more filters by clicking + for narrowing down your search.

Daboriarl § Dosmisrg 1 Diperin chaaboned - doctgirmcigs comots o i 1| Rsleiied rigurts
Released requests @ Heio
B showmessage  # Accept | 3 Aejent £ Refresh
a Fillzrs
& b w| containg v Apgly filier
Eubjecl
= ' corilaing »
Fram
Tai
| Date From Te (o s Dk (GMT =0} Faasen - Size ]
Reason |
e (KT} b . _ demol @dortea Aor 1, 20148 G:ACHAT whibelisbed
. = EranErerssenernralst Re 250000, John Srdth =fatliena@gemal come 4 2.3 KB ]
demn 2 demad Edoctea A TN

TERC SETUR COSET

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

*  Subject:: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

* Reason: Will execute a search of words in the reason column according to the text entered in the text box (column 3)
and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all quarantined mails that contain the words entered in the text box
*  Equals: Displays all quarantined mails that contain only the words entered in the text box
*  Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
* Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
«  Starts with: Displays all quarantined emails that starts with the words entered in the text box
*  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

»  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

»  Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and the condition
selected in column 2.

If 'Date’ is selected, the following conditions are available:
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/

»  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
calendar

*  Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

«  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box
*  Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box

e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the resullt.
+  Click anywhere on the Filters tab to close the filters area.

G Fefresh ‘

+  Click the ‘ button to display all the release requested emails.

Note: To display all the release requested emails after using the filters option, you have to first click anywhere on the Filters tab
to close the filters area and then click the 'Refresh’ button.

Viewing Details of Release Requested Mails
The details such as user, subject, sender, recipient , date, reason and size of the mails requested for release can be viewed in
two ways:

* Inthe same CASG window

* Inanew CASG window

To view details of release requested mails in the same CASG window:

* Inthe released requests area, select the mail that you want to view and click the 'Show Message' button.

or
e Click on the email link in the subject column that you want to view its details.
Cnshiacsard ¢ Doemeaing J Domen gashboard - docteamcasa comodd o un §Released requests
Released requests e
hiw messanpd oF Accepl Bjeel ¥ Rafrash
& *® R
o Finers
Usei Salject From Tar [ Diabe (GMT +0} Reasaly - Sire il
Fuel: P Send UNLIMITED AT et s e ten
iy Emalewsletisrin JustRs L600mY. Jonn St <Sstienagmatioms 0o smniigilienmsy IHE A
7 ZERD SETUF COST T i
Fw Gat R I5 assuned rechangs + lemot g@docieame Aar I 443522 H::‘h A -
demol  phanee win an IPOD Jarnn IEgdociasme 117 gt it o
mullirhl & pamel £oe
1 i -2zl Perpage 16 |

The details of the selected email will be displayed.
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Normal All headers

o Accept | M Reject
Subject  Pwd: Fwe Send UNLIMITED Emailsibewsletter in Just Rs. 2 800/mo. ZERQ SETUP COST
From John Smith <fiatliena@amail.com=
To  demol@docteamcasgy.comodo.od.ua, demo2@docteameasg.comodo.od.ua
cC

Date (GMT
+E|:|

Size 23 KB

Wied Apr 09 06:40:43 GWMT 2014

Actions 3

To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the mail or reject
it. If the mail is accepted, it will be released to the user's inbox. If it is rejected, the email will be no longer in the released emails
list. Please note that emails will continue to remain in the Quarantined list irrespective of the action taken.

To view details of release requested mails in a new CASG window:

* Inthe released requests area, select the mail that you want to view, right-click on the email link in the subject column
and select to open in a new tab or new window.

Ceasibrpara f Dogtesing | Doereain daak-board - docjesmoses o oo o i | Releassd requssts

Released requests © e
@ showmessage s hocept 3 Reject £ Refresh
€ Fitlerz
7 Usen Sailject Fiom To (A Drates (GMT +8) Reasol - Size ]
¥ demo docteam; Apr, 2014 B:40:43 whitelisied

AW~ i st F1n 7 B e Dl : o ! 2358
demall [Openimn bew B2 | hendi] i el demol@docieam: AW S ey : i
Opan Link in Nes sincon
- Pw: GeiRs, 25 _Loventnkin ow Brivate windo ] kn demn ! docizame: Apre, I 43322 P i
demol  chance fowinar  Bochmark This Lk anEyaho o ine damo Jédocieams AN ekl ik b
Serve Link As. T TN T
1 " S Dol ol Perpmos |15 |w
Trepant Elermisnk )
&2 Add To Top Ste:

The details of the selected mail will be displayed in a new CASG window.
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Actions S
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To accept the release request from users

After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the recipient.

e Select the mail that you want to release and click the 'Accept’ button.

Dagrbonrd ) Donaing /Do daankomn d - S0CRn0Res CoTeaa oo ui f Ridndnd st
Released requests © e
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An alert will be displayed to confirm the release of selected email to the requested user.

Accept email

email?

@ Arewod sure vou want to acceptthe selected

¢ Click 'OK' to confirm the release.

The email will be released to the user and the mail will no longer be in the released mail list. However, it will continue to remain
in the Quarantined list.

To reject the release request from users

After viewing the details of the email and if not satisfied with its authenticity you can choose to reject the request from the user.

e Select the mail that you want to reject and click the 'Reject’ button.

Desiscnse f Domans | Domen caphboan - docieamcagg comeedo od us / sipesed regqueis
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An alert will be displayed to confirm the rejection of selected email.
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Reject email

@ Areyou sure you swant to reject the selected

email?

e Click 'OK" to confirm the rejection.

The email will not be released to the user and the mail will no longer be in the released mail list. However, it will continue to
remain in the Quarantined list.

Blacklisted Requests

CASG allow users to send requests to their email account administrators to add senders to blacklist. Administrators in addition to
receiving emails for these requests also can view the list of such requests in 'Blacklisted requests' section of the administrator
interface under 'Email management' section. The senders added to balcklist on users' request will be applicable for the
requested users only. Mails from these blacklisted senders to the requested users will be rejected by CASG even though these
blacklisted senders may be in general sender whitelist. Refer to the sections Sender Whitelist and Blacklist Senders Per User
for more details.

To open the blacklisted requests interface

*  Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Blacklisted requests'
sub tab.
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The 'Blacklisted requests' interface will be displayed:
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The list of emails that users requested for adding the senders to blacklist will be displayed. The list contains nine columns
providing information about the requested user, subject, the sender, details of the recipients, details of recipients in CC list, the
date they were sent, the reason they were quarantined and the size of the email. The last column indicates whether there is any

attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per

the information displayed in the respective column.

Using Filter option to search blacklisted requests

Click anywhere on the Filters tab to open the filters area.
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You can add more filters by clicking + for narrowing down your search.
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You can remove a filter by clicking the ™= icon beside it.

Available filters are:

*  Subject:: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

* Reason: Will execute a search of words in the reason column according to the text entered in the text box (column 3)
and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all quarantined mails that contain the words entered in the text box
*  Equals: Displays all quarantined mails that contain only the words entered in the text box
*  Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
* Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
»  Starts with: Displays all quarantined emails that starts with the words entered in the text box
*  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

»  Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and the condition
selected in column 2.

If 'Date’ is selected, the following conditions are available:

*  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
calendar

e Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

*  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box
»  Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box

e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

‘G Refresh ‘

e Click the button to display all the blacklisted requests emails.

Note: To display all the blacklisted requests mails after using the filters option, you have to first click anywhere on the Filters
tab to close the filters area and then click the 'Refresh’ button.

Viewing Details of Blacklisted Requests

The details such as user, subject, sender, recipient , date, reason and size of the mails requested for blacklisting can be viewed
in two ways:
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¢ Inthe same CASG window
¢ Inanew CASG window

To view details of blacklisted requests in the same CASG window:

* Inthe blacklisted requests area, select the mail that you want to view and click the 'Show Message' button.

or
*  Click on the email link in the subject column that you want to view its details.
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The details of the selected email will be displayed.
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To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the mail or reject it
for blacklisting the sender. If the request is accepted, the sender will be added to 'Blacklist Senders Per User'. If it is rejected,
the email will be no longer in the blacklisted requests emails list. Please note that emails will continue to remain in the
Quarantined list irrespective of the action taken.

To view details of blacklisted requests in a new CASG window:

* Inthe blacklisted requests area, select the mail that you want to view and click the 'Show message in new window'
button or right-click and select to open in a new tab or new window.
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The details of the selected mail will be displayed in a new CASG window.
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To accept the blacklist request from users

After viewing the details, you can choose to accept the request from user to add the sender to blacklist senders per user list.

*  Select the mail that you want to add the sender to blacklist and click the ‘Accept' button.
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An alert will be displayed to confirm adding the sender to 'Blacklist Senders Per User'.
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Accept email

email?

_@" Areyou sure you want to accept the selected

e Click 'OK' to confirm the acceptance.

The sender of the email will be added to 'Blacklist senders per user. See the section 'Blacklist Senders Per User' for more
details.

To reject the blacklist request from users

After viewing the details of the email, you can choose to reject the request from the user.

e Select the mail that you want to reject and click the 'Reject’ button.
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An alert will be displayed to confirm the rejection of selected email.

Reject email

@ Areyou sure you want to reject the selected

email?

*  Click 'OK" to confirm the rejection.

The sender will not be added to blacklist and the selected email will no longer be in the blacklisted emails list.

Whitelisted Requests

CASG allows users to send requests to their email account administrators to add senders to whitelist from their Quarantine
interface. Administrators in addition to receiving emails for these requests also can view the list of such requests in 'Whitelisted
requests' section of the administrator interface under 'Email management' section. The senders added to whiltelist on users'
request will be applicable for the requested users only. Mails from these whitelisted senders to the requested users will be
allowed by CASG without passing through the antispam engine, that is, emails from a whitelisted sender to the user will
delivered without any spam check. Refer to the sections Sender Whitelist and Whitelist Senders Per User for more details.

To open the whitelisted requests interface

e Click the 'Email management' tab on the left hand side navigation to expand and then click the 'Whiltelisted requests'
sub tab.
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The 'Whitelisted requests' interface will be displayed:
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The list of emails that users requested for adding the senders to whitelist will be displayed. The list contains nine columns
providing information about the requested user, subject, the sender, details of the recipients, details of recipients in the CC list,
the date they were sent, the reason they were quarantined and the size of the email. The last column indicates whether there is
any attachment in the mails.

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search whitelisted requests

Click anywhere on the Filters tab to open the filters area.
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You can add more filters by clicking + for narrowing down your search.
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You can remove a filter by clicking the ™= icon beside it.
Available filters are:

*  Subject: Will execute a search of subject according to the text entered in the text box (column 3) and the condition
selected in column 2.

*  From: Will execute a search of senders according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  To: Will execute a search of users according to the text entered in the text box (column 3) and the condition selected
in column 2.

* Reason: Will execute a search of words in the reason column according to the text entered in the text box (column 3)
and the condition selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:
»  Contains: Displays all quarantined mails that contain the words entered in the text box
*  Equals: Displays all quarantined mails that contain only the words entered in the text box
*  Not Equals: Displays all quarantined mails that do not contain only the words entered in the text box
*  Not Contains: Displays all quarantined emails that don't contain the words entered in the text box
»  Starts with: Displays all quarantined emails that starts with the words entered in the text box
*  Ends with: Displays all quarantined emails that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of mail received dates according to the date selected in the calendar box (column 3) and
the condition selected in column 2.

»  Size: Will execute a search of mails according to the size selected or entered in third field (column 3) and the condition
selected in column 2.

If 'Date’ is selected, the following conditions are available:

«  Equals: Displays the quarantined emails that have the same date as the selected date in the third box from the
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calendar

*  Less than: Displays the quarantined emails with dates less than the selected date in the third box from the
calendar

»  Greater than: Displays the quarantined emails with dates greater than the selected date in the third box from the
calendar

If 'Size' is selected, the following conditions are available:

*  Less than: Displays the quarantined emails with size less than the selected or entered size in the third box
»  Greater than: Displays the quarantined emails with size greater than the selected or entered size in the third box

e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the resullt.

»  Click anywhere on the Filters tab to close the filters area.

G Refresh ‘

*  Click the ‘ button to display all the whitelisted requests emails.

Note: To display all the whitelisted requests after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the ‘Refresh’ button.

Viewing Details of Whitelisted Requests
The details such as user, subject, sender, recipient , date, reason and size of the mails requested for whitelisting can be viewed
in two ways:

* Inthe same CASG window

* Inanew CASG window

To view details of whitelisted requests in the same CASG window:

* Inthe whitelisted requests area, select the mail that you want to view and click the 'Show Message' button.

or
e Click on the email link in the subject column that you want to view its details.
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The details of the selected email will be displayed.
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To view the email headers, which contain the tracking information of the mail detailing the path it has crossed before reaching
the recipient, click 'All headers' tab. The headers give full details of the sender, route, recipient, sent date, mail type and so on
and enable you to check the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the mail or reject it
for whitelisting the sender. If the request is accepted, the sender will be added to 'Whitelist sender per user'. If it is rejected, the
email will be no longer in the whitelisted requests list. Please note that emails will continue to remain in the Quarantined list
irrespective of the action taken.

To view details of whitelisted requests in new CASG window:

* Inthe whitelisted requests area, select the mail that you want to view and click the 'Show message in new window'
button or right-click and select to open in a new tab or new window.
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The details of the selected mail will be displayed in a new CASG window.
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To accept the whitelist request from users

After viewing the details, you can choose to accept the request from user to add the sender to whitelist senders per user list.

*  Select the mail that you want to add the sender to whitelist and click the 'Accept button.
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An alert will be displayed to confirm adding the sender to 'Whitelist sender per user'.

Accept email

@ Areyou sure you wantto acceptthe selected
@ ernail?

e Click 'OK' to confirm the acceptance.

The sender of the email will be added to 'Whitelist sender per user'. See the section 'Whitelist Sender Per User' for more
details.

To reject the whitelist request from users

After viewing the details of the email, you can choose to reject the request from the user.

e Select the mail that you want to reject and click the 'Reject’ button.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 144



COMODO

Creating Trust Online®

Dssbbonrd ) Doneins §Dommain dashboand - docieamoasn Conedo od ua MWhilelisted requests
Whitelisted requests O Hep
B show meszage  w Awcept 2 Relresh
0 Fitars
Usel Subgect Frean To cC Divbe {GRIT + Reason Size il
Pk P Send URLIMITED
el dema’l fidocleamc Apr 8, 2014 64043 whiltehsled -
womnpy | EMllsTewsleltarin Jusk s 2, 500kM0.  Jonn Smih <Aalana@gmalleoes gJ:l g i thohin 13KB B
o1 0k eame A _
ZIERQ SETUF COGT
Fiw et Rs. 25 assuned racharge + demin ! @dockeam Ape 8, 2014 4:32:22 :I'-l-'l-l i BB E i
dernol  ehanee bowin an IPOC demn 1 ncizam AM i :
mulirbl.spanricor
SParm
basd spam email 3 daminddocieamc Ape 3, 2014 2:27:00 Enternal pattem BA1EKA H
demod . FN maich
sEanesaiunteunk
1 i1 [1-373] Parpagm (15 | w

An alert will be displayed to confirm the rejection of user's request.

Reject email

A Are you sure yol want to reject the selected
@ amail?

*  Click 'OK" to confirm the rejection.
The sender will not be added to whitelist and the selected email will no longer be in the whitelisted requests list.

3.21.1.45 Domain Audit Log

CASG keeps a record of actions initiated by users and administrators for a selected domain. The Audit Log area allow
administrators with appropriate privileges to configure and view these log reports. CASG also keeps a consolidated log for all
domains belonging to an account. To know more about consolidated log for all domains, refer to the section Audit Log for more
details. This section explains about audit log for a selected domain.
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Click the following links for more details.

e Audit Log Configuration

¢ View Domain Log
Audit Log Configuration
CASG keeps a record of all actions initiated by administrators and users. However, some of the actions can be configured not be
recorded such as releasing quarantined items, updating sender whitelist and blacklist senders per user. The screen also allows
administrators to add recipients to whom the notifications will be sent.

To configure audit log

e Click the 'Audit log' tab on the left hand side navigation to expand and then click the 'Configuration’ sub tab.
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B Configuration
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whitelist / Blacklist

I_J:l Account management

The Audit Configuration screen will be displayed:

Dashboard f Domains f Domain dashboard - docleamcasg comodo.od ua f Audd configuration

Audit configuration © Hebp

Cluarantined item released

[0 Create audit log entry

[ send notification email
Sender whitelist updated

[0 cCreate audit log entry

[] Send notification email
Sender blacklist updated

[] Create audit log entry

[l Send notification email

MNotification recipients
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e Quarantined item released

e Create audit log entry - If enabled, CASG records the release of quarantined mails.

*  Send notification email - If enabled, notification mails for quarantined mails release will be sent to recipients
added in the 'Notification recipient's' box.

e Sender whitelist updated

»  Create audit log entry - If enabled, CASG records any updates to Whitelist senders per user interface

«  Send notification email - If enabled, notification mails for updates to Whitelist senders per user interface will be
sent to recipients added in the 'Notification recipient's' box.

*  Sender blacklist updated

e Create audit log entry - If enabled, CASG records any updates to Blacklist senders per user interface.

*  Send notification email - If enabled, notification mails for updates to Blacklist senders per user interface will be
sent to recipients added in the 'Notification recipient's' box.

* Notification recipients - Enter the email addresses of the persons to whom the email notifications for the above
mentioned actions will be sent. Please note that any email addresses of the recipient's can be entered here.

View Domain Log
The log screen in CASG allows administrators with appropriate privileges to view the logs of the selected domain.

To view the audit log of the selected domain

e Click the 'Audit log' tab on the left hand side navigation to expand and then click the 'Log' sub tab.

COMODOD
Antispam Gateway

{ _"I Cashboard
I""n' Darmain dashboard

rL—] IFC-armirig

1y outgoing

Email management
o8] AU 10D
andiguration

B g

The Audit log screen will be displayed.
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Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for '‘Operation description' column.

Using Filter options to search particular event(s)

*  Click anywhere on the 'Filters' tab to open the filters area.
Cnshbosrd fDomans fLomain dyshisand - doctasmcyrg comnds of us 1 Audd ing
Audit log & i

£4 Expartto G by iher £ Revesh

£ Fiters

+ Diade w | | Enuals - '_ Apnply fiter

Diate (BT +0) Raode Login Chper stion key Dipe abvon descrplion Dol

Bermowe sender from e

You can add more filters by clicking + for narrowing down your search.
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You can remove a filter by clicking the ™= icon beside it.
Available filters are:

»  Login: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  Details: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

*  Contains: Displays all log entries that contain the words entered in the text box
*  Equals: Displays all log entries that contain only the words entered in the text box
*  Not Equals: Displays all log entries that do not contain only the words entered in the text box
*  Not Contains: Displays all log entries that don't contain the words entered in the text box
»  Starts with: Displays all log entries that starts with the words entered in the text box
*  Ends with: Displays all log entries that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

«  Date: Will execute a search of log entries according to the date selected in the calendar box (column 3) and the
condition selected in column 2.

*  Role: Will execute a search of log entries according to the role selected in the third field (column 3) and the condition
selected in column 2.

*  Operative description: Will execute a search of log entries according to the action selected in the third field (column
3) and the condition selected in column 2.

If 'Date’ is selected, the following conditions are available:
*  Equals: Displays the log entries that have the same date as the selected date in the third box from the calendar
*  Less than: Displays the log entries with dates less than the selected date in the third box from the calendar

»  Greater than: Displays the log entries with dates greater than the selected date in the third box from the calendar
If 'Role' is selected, the following conditions are available:

*  Equals: Displays all log entries that is equal to the role selected in column 3.
*  Not Equals: Displays all log entries that except the role selected in column 3.

If ‘Operative description' is selected, the following conditions are available:

*  Equals: Displays all log entries that is equal to the event selected in column 3.
*  Not Equals: Displays all log entries that except the event selected in column 3.

e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

e Click anywhere on the Filters tab to close the filters area.
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G Fefresh ‘

*  Click the ‘ button to display all the entries.

Note: To display all the log entries after using the filters option, you have to first click anywhere on the Filters tab to close the
filters area and then click the 'Refresh' button.

The following table provides the details of actions initiated by user/administrator and shown under Operation Key and Operation
Description columns in the log report:

Operation Key Operation Description
1 DELETE_EMAIL_FROM_QUARANTINE_BY_FILTER Delete quarantined messages by filter
2 DELETE_EMAIL_FROM_QUARANTINE Delete quarantined message
3 RELEASE_EMAIL_FROM_QUARANTINE Release quarantined message
4 WHITELIST_RECIPIENT Whitelist recipient
5 BLACKLIST_RECIPIENT Blacklist recipient
6 UNWHITELIST_RECIPIENT Remove recipient from the whitelist
7 UNBLACKLIST_RECIPIENT Remove recipient from the blacklist
8 WHITELIST_SENDER Whitelist sender
9 BLACKLIST_SENDER Blacklist sender
10 UNWHITELIST _SENDER Remove sender from the whitelist
1 UNBLACKLIST_SENDER Remove sender from the blacklist
12 RESET_TO_DEFAULT WHITELISTED_SENDERS Reset senders whitelist

13 RESET_TO_DEFAULT_WHITELISTED_RECIPIENTS Reset recipients whitelist

14 RESET_TO_DEFAULT_BLACKLISTED_SENDERS Reset senders blacklist

15 RESET_TO_DEFAULT_BLACKLISTED_RECIPIENTS Reset recipients blacklist

16 WHITELIST_SENDER_DOMAIN Whitelist all senders of the domain
17 WHITELIST_RECIPIENT_DOMAIN Whitelist all recipients of the domain
18 BLACKLIST_SENDER_DOMAIN Blacklist all senders of the domain
19 BLACKLIST_RECIPIENT_DOMAIN Blacklist all recipients of the domain
20 USER_WHITELIST _REQUEST PER_USER Request

whitelist sender for user
21 USER_BLACKLIST _REQUEST PER_USER Request

blacklist sender for user
22 USER_RELEASE _REQUEST Release request
23 USER_CANCEL_WHITELIST_REQUEST PER _USER |Cancel request whitelist sender

for user
24 USER_CANCEL_BLACKLIST_REQUEST_PER_USER | Cancel request blacklist sender

for user
25 USER_CANCEL_RELEASE_REQUEST Cancel release request
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26 ACCEPT_WHITELIST_REQUEST_PER_USER Accept
request whitelist sender for user
27 ACCEPT_BLACKLIST_REQUEST PER_USER Accept
request blacklist sender for user
28 ACCEPT_RELEASE_REQUEST Accept release request
29 REJECT_WHITELIST REQUEST PER_USER Reject
request whitelist sender for user
30 REJECT BLACKLIST REQUEST PER_USER Reject
request blacklist sender for user
31 REJECT_RELEASE_REQUEST Reject release request
32 SPAM_DETECTION_SETTINGS Update spam detection settings
33 SPAM_DETECTION_SETTINGS_RESET_TO_DEFAULT | Reset spam detection settings
34 DELETE_EMAIL_FROM_ARCHIVE_BY_FILTER Delete archived messages by filter
35 DELETE_EMAIL_FROM_ARCHIVE Delete archived message
36 RESEND_EMAIL_FROM_ARCHIVE Resend archived message
37 REPORTS_AS_SPAM Reports archived message as a SPAM
38 QUARANTINE_EMAIL Quarantine message
39 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message
40 MARK_EMAIL_AS_SPAM Mark message as spam
41 ACCEPT_EMAIL Accept message
42 WHITELIST _USER_SENDER Whitelist sender for user
43 BLACKLIST USER_SENDER Blacklist sender for user
44 UNWHITELIST _USER_SENDER Remove sender from the user whitelist
45 UNBLACKLIST_USER_SENDER Remove sender from the user blacklist
46 QUARANTINE_REPORT_SUBSCRIPTION_UPDATE Quarantine report subscription update
47 QUARANTINE_REPORT_SUBSCRIPTION_RESET TO_ | Quarantine report subscription reset to default
DEFAULT
48 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION_UPD | Domain report subscription update
ATE
49 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION_RES | Domain report subscription reset to default
ET_TO_DEFAULT
50 DOMAIN_ADD Add domain
51 DOMAIN_DELETE Remove domain
52 ADMIN_ADD Add admin
53 ADMIN_EDIT Edit admin settings
54 ADMIN_DELETE Remove admin
55 ADMIN_UNLOCK Unlock admin
56 ADMIN_REGENERATE_PASSWORD Regenerate password for admin
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57 ADMIN_PASSWORD_UPDATE Update password for admin

58 SYSTEM_NOTIFICATIONS_TEMPLATE_CHANGE System notifications template change
59 ADMIN_PERMISSIONS_GROUP_ADD Add admin permission group

60 ADMIN_PERMISSIONS_GROUP_DELETE Remove admin permission group

61 ADMIN_PERMISSIONS_GROUP_UPDATE Update admin permission group

62 ADMIN_PERMISSIONS_CHANGE_DEFAULT_GROUP | Change default admin permission group

63 ADMIN_PERMISSIONS_ASSIGN_GROUP Assign admin permission group by selection
64 REPORT_SPAM_BY_FILE Report delivered message as spam
65 DOMAIN_DESTINATION_ROUTES_UPDATE Update destination routes

66 DOMAIN_LOCAL_RECIPIENTS_ADD Add local recipient

67 DOMAIN_LOCAL RECIPIENTS DELETE Remove local recipient

68 DOMAIN_LOCAL_RECIPIENTS_STATE_CHANGE Local recipients state change

69 DOMAIN_ALIASES_ADD Add domain alias

70 DOMAIN_ALIASES DELETE Remove domain alias

71 DOMAIN_SETTINGS_UPDATE Update domain settings

72 DOMAIN_SETTINGS RESET TO_DEFAULT Reset domain settings to default

73 DOMAIN_RELAY_RESTRICTIONS_ADD Add relay restriction

74 DOMAIN_RELAY_RESTRICTIONS UPDATE Update relay restriction

75 DOMAIN_RELAY_RESTRICTIONS DELETE Remove relay restriction

76 DOMAIN_RELAY_RESTRICTIONS_STATE_CHANGE Relay restriction state change

77 DOMAIN_OUTGOING_USER_ADD Add outgoing user

78 DOMAIN_OUTGOING_USER_SETTINGS_UPDATE Edit outgoing user

79 DOMAIN_OUTGOING_USER_DELETE Remove outgoing user
80 DOMAIN_OUTGOING_USER_LOCK Lock outgoing user
81 DOMAIN_OUTGOING_USER_UNLOCK Unlock outgoing user

82 DOMAIN_OUTGOING_USER_PASSWORD_UPDATE Update password for outgoing user

83 DOMAIN_EMAIL_SIZE_RESTRICTION_CHANGE Email size restriction change

84 DOMAIN_BLOCKED_EXTENSIONS_UPDATE Update blocked extensions

85 DOMAIN_BLOCKED_EXTENSIONS_RESET_TO_DEFA | Reset blocked extensions to default
ULT

86 DOMAIN_AUDIT_CONFIGURATION_CHANGE Audit configuration change

87 DOMAIN_LDAP_CONFIGURATION_CHANGE LDAP configuration change

88 DOMAIN_INCOMING_USER_ADD Add incoming user

89 DOMAIN_INCOMING_USER_EDIT Edit incoming user
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90 DOMAIN_INCOMING_USER_DELETE Remove incoming user

91 DOMAIN_INCOMING_USER_UNLOCK Unlock incoming user

92 DOMAIN_INCOMING_USER_REGENERATE_PASSWO | Regenerate password for incoming user
RD

93 DOMAIN_INCOMING_USER_PASSWORD_UPDATE Update password for incoming user

94 DOMAIN_INCOMING_USER_ALIASES_UPDATE Update incoming user aliases

95 DOMAIN_INCOMING_USER_MOVE_USER_TO ALIAS | Move user to alias

96 DOMAIN_INCOMING_USER_MOVE_ALIAS TO_USER |Move alias to incoming user

97 USER_PERMISSIONS_GROUP_ADD Add user permission group

98 USER_PERMISSIONS GROUP_DELETE Remove user permission group

99 USER_PERMISSIONS_GROUP_UPDATE Update user permission group

100 USER_PERMISSIONS_CHANGE_DEFAULT_GROUP | Change default user permission group

101 USER_PERMISSIONS_ASSIGN_GROUP Assign user permission group by selection

Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. If the entries
exceed this value, exporting cannot be done and a warning will be displayed. Please note that exported file will display the
entries in the same sorted order as in the interface.

To export log report to csv file

Click the 'Export to CSV by filter' button.

Dashboard f Domains § Domain dashboard - docteamcasg.comodo .o

Audit log

@{pnmu coy ny@
&) Filters

Date (GIMT +0)

Role

2014-04-132 09:16:42 admin

The 'File Download' dialog will be displayed.

Login
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o '
Opening CASG-AuditExport-2014-10-27 11_58_07.csv S

You have chosen to open:
| CASG-AuditExport-2014-10-27 11 _58 07.csv

which is: Text Docurment
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Openwith | Motepad (default) -

@ Save File

[] Do this automatically for files like this from now on.

[ QK ]| Cancel |

e Click 'Open' to view the file with an appropriate application or click 'OK' to save the file to your computer.

The values in the log report will be separated by commas and this file can be opened with appropriate application such as Excel
or Openoffice Calc for easy analysis.

3.2.1.1.4.6  Whitelist | Blacklist

CASG allows the administrator of a domain to configure recipients or senders in whitelist or blacklist. While all filtering settings
are disabled for whitelisted recipients, all mails sent by blacklisted senders are automatically rejected. Administrators can also
choose to whitelist or blacklist a particular set of recipients/senders or a whole domain using wildcard character.

CASG also allows administrators to create highly granular rules in order to add senders, domains to whitelist/blacklist. Refer to
the sections 'Create Whitelist Rule' and 'Create Blacklist Rule' for more details. Though whitelisted/blacklisted senders are
applicable for all users in general, the senders list in 'Whitelist senders per user' and '‘Blacklist senders per user' takes
precedence over the general list. Refer to the sections Whitelist Senders Per User and Blacklist Senders Per User for more
details.

The Administrators can export the whitelists and blacklists to comma separated values CSV files, which can be used in future if
the users are to be re-added to the lists.
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Antispam Gateway

(/) Dashboard
.:r Domain dashboard
Incoaming
} Outgoing
Email management
&) Audit log
Whitelist / Blac kst
Recipient whitelist
Sender whitelist
Create whitelist rule
Recipient biackiist
Sender blacklist
Create blackiist nule
Whitelist sendears per user

»
E3 Account management

Click the following links for more details.
*  Recipient Whitelist
*  Sender Whitelist
*  Create Whitelist Rule
*  Recipient Blacklist
«  Sender Blacklist
*  Create Blacklist Rule
*  Whitelist Senders Per User
*  Blacklist Senders Per User
Recipient Whitelist
Since all filtering checks for the whitelisted recipients are disabled, CASG recommends to use the option only for certain cases
such as postmaster or abuse@domain.com. The Administrator can:
*  Add users to recipient whitelist
«  Export the list to CSV file for use in future
*  Remove users from recipient whitelist
* Reset the list - Delete all whitelisted recipients except the default recipients by clicking the 'Reset to default' button

To configure recipient whitelist

*  Click the '"Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Recipient whitelist' sub
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€] Audit log

VWhite Biac kst

B Reopieni whiislisi

Sender whitelisi

The 'Recipient whitelist' interface of the selected domain will be displayed:

Dashboard ! Domains f Demain dashboard - docteameasg comodo.od ua f Recipient whielist

Recipient whitelist © Hei

o Add | [ Delete ) Resettodefault £33 Exportto CEVfile | (1) Importfrom CEV file

[] Recipient
[ abuseq@docteamcaso.comaodo.od.ua
F postmasier@docieamcasg.comodo.od.ua

1 1 [1-2i2] Perpage (15 | w

By default, the selected domain will have ‘abuse" and 'postmaster' as whitelisted recipients.

Adding Users to Recipient List

You can add recipients to white list in the following ways:
e Manually adding the recipients
*  Importing from a CSV file

To manually add recipients
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e Click 'Add' to add a new user to the list

Dashbosrd ! Domains fDomain dashboard - docteamcasg comodo od us f Recipient whitelist

Recipient whitelist © Heio
@'ﬁ'ﬁ Delete = #) Resetto default | () Exporito GSVile | €3 Importfrom CSV e
[] Recipient

[ abuse@docleamcasg.comodo.od.ua
[} postmaster@docteamncasg.comodo.od.ua

1 L [1-2/2] Perpage (15 | w

The 'Add' dialog box will be displayed:

E-rmail usert i@ doctearmncasg.comodo.od.us

o N

e Enter the recipient's name in the E-mail text field and click the 'Save' button.

*  Toadd a particular set of recipients to whitelist, prefix or suffix the wildcard * in the E-mail text field. For example, enter
* stores for all the recipients in stores department to be whitelisted.

e To add a whole domain to whitelist, enter the wildcard * in the E-mail text field and click the 'Save' button. Now all the
recipients in that domain will be whitelisted.

The recipient's name will be added to the list.

Dashboard fDomains § Domain dashboard - docteameasg comodo .od ua §f Recipient whitelist

Recipient whitelist

(¥ Help
. .

o 4dd [ Delete | *) Resettodefault | () Exportto CSVfle (1 Importfrom CSY file
[ Recipient
] abuse@docteamcasy comado.od ua
I postmaster@docteamcasg.comodo.od.ua
IF usert @docteamcasg.comodo.od.ua

1 " [1-313] Perpage (15 @ w

To import users to whitelist from CSV file

Administrators can import many users from a file to Recipient whitelist at a time. The users should be saved in the format shown
below as an example:

userl@testdomain

user2@testdomain
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user3@testdomain

*  Click the 'Import from CSV file' to import users to whitelist from a CSV file

Dashboard ! Domains f Domain dashboard - docteamcasg comodo od us / Recipient whidelist

Recipient whitelist © Heno
o Add | [ Delete  *) Resettodefault () Exportto Csvme
[] Recipient

[ abuse@docteamcasg.comodo.od.ua

[} postmaster@docteamncasg.comodo.od.ua

1 & [1-212] Perpage |15 v

The Upload dialog will be displayed.

Uploadl csvfile.
Each line should caontain the full e-mail

For example:

testuser! @testdomain
testuserd@testdomain

Lipload

Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open’ button. The
maximum size of the file that can be uploaded is 9 MB.

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the
upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not

imported task.

Dashboard / Domains f Domain dashboard - docteamcasg comodo.od .ua f Recipient whitelist

Help

Recipient whitelist

Impartis in process. Please wait

+ Add m Delete ‘) Resetto default Remove import task Ev‘l Export to CSY file

[[] Recipient

E abuse@docteameasg.comodo.od.ua

[l postmaster@docteamcasg.comodo.od.ua
[ uzert @docteameasg.comodo.od.ua

1 i [1-373] Perpage (15 | w
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On completion of the upload process, the results will be displayed.

Dashboard § Domains § Domain dashbosrd - docteamesss comodo.od us f Recipent whitelist

Recipient whitelist © Hein
Total lines processed 3 X}
Impaorted 2 user(s) %}
Import for domain docteamcasg.comodo.od ua has been finished !Ii
+ Add ﬂ Delete ﬁ Reset to default fc:j Exportto CSV file I,':'_l Import from CSY file
[ Recipient
7] abuse@docteamcasy.comodo.od.ua
= hob@docteamcasg.comodo.od.ua
[ jemm Edocteamcasg.comodo.odua
|} postmaster@docieamcasg.comodo.od.ua
[[] user! @docteameasg comodo.od ua

1 " [1-515] Perpage |15 v

The recipient whiteslist from .csv file will be uploaded and the administrator who carried out the task will receive a notification
about the import task completion.

Exporting the Recipient Whitelist to CSV file

The administrator can save the configured recipient whitelist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list
»  Click the 'Export to CSV file' button to save the list of whitelisted recipients as a CSV file
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Dazhboard f Domaing / Domain dazhboard - docteamcazg. comodo. od.ua f Recipient whitelist

Recipient whitelist Help

of Add [ Delete 4y Resetto default {3y Exportto CSVfile Y¢k) Import from CSV file

-

Opening RecipientWhitelist_docteamcasg.comodo.od. %sv | x

You have chosen to open: /

__ RecipientWhiteList docteamcasg.comodo.od.ua.csv

which is: Text Document
from: http://5.39.28.212:3080

What should Firefox do with this file?

i P 15
) Openwith | Notepad (default) v erpage v

@ Save File

[7] Do this autornatically for files like this from now on.

o | [ |

Afile download dialog will be displayed.

e Click 'OK' and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Recipient Whitelist
*  To delete a recipient from the whitelist, select the recipient from the list and click the 'Delete" button

Dazhboard / Domains J Domain dashboard - docteamcas comodo od us fRecipient whitelist

Recipient whitelist B Heio
o= Add Resetto default 1) Exportto CSVile [ Importfrom CSVile
[] Recipient

[ abuse@docteameasg comodo.od.ua

A hob@docteamcasg.comodoad ua

|} jemmy@docteamcasg.comodo.od.ua

A postmaster@docteamcasy.comodo.od.ua

¥ user1 pdocteamecasg.comodo.od.ua

1 M [1-5i5] Per page (15 A

e Click 'OK' to confirm your changes
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Remove recipient(s)

- Are you sure you swant to remove the selected
recipient(si?

Sender Whitelist

All the filtering checks for whitelisted senders to the recipients of the selected domain are disabled. Comodo strongly
recommends to use this option only when the system wrongly blocks emails from a certain trusted sender. Though whitelisted
senders are applicable for all users in the domain, the senders list in 'Blacklist senders per user' takes precedence over the
general list. Refer to the section Blacklist Senders Per User for more details. The Administrator can:

*  Add users to Sender whitelist

»  Export the list to CSV file for use in future

*  Remove users from Sender whitelist

* Reset the list - Delete all whitelisted senders and make the list empty by clicking the 'Reset to default' button

To configure sender whitelist

e Click the 'Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Sender whitelist' sub
tab.

CoOMODO

' Antispam Gateway

[ _T:T Cutgoing

[‘:‘]' Email m
IT_—. -

The 'Sender whitelist' interface of the selected domain will be displayed:
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Dashiboard f Domains § Domain dashbosrd - docteamcasg.comodo.od ua f Sender whitelist

Sender whitelist © Help
o add [ Delete | ) Resettodefaut | (9 Exportto CSVile €3 Importfrom CSV file

[7] Sender
[ angel@heaven.com

1 i [1-141] Perpage |15 | w

Adding Users to Sender Whitelist

You can add recipients to white list in the following ways:
e Manually adding the senders
* Importing from a CSV file

To manually add senders
e Click 'Add' to add a new whitelisted sender

The 'Add' dialog box will be displayed:

@

o JRE=Y

*  Enter the sender name in the E-mail textbox and sender's email domain name after the @ symbol and click the 'Save'
button. Repeat the process to add more whitelisted senders.

*  To add a particular set of senders to whitelist, prefix or suffix the wildcard character * in the E-mail text field and
senders' email domain name after the @ symbol. For example, enter *.stores.com for all the senders in stores
department to be whitelisted.

*  To add a specific username from any mail domain to the whitelist, enter the username in the mail text field and the
wildcard character * after the @ symbol. For example, enter john@* for whitelisting the username ‘john’ with any email
domain name.

» Toadd a set of users or specific username from any email domain with a specific top level domain (TLD) name like
.com, .org, enter the wildcard character * or username in the Email text field and enter * followed by the TLD after the
@ symbol. For example, *@*.com' will whitelist all the senders from all the email domains ending with *.com’

e To add a whole domain to whitelist, enter the wildcard character * in the E-mail text field and email domain after the @
symbol and click the 'Save' button. Now all the senders with the entered domain name will be whitelisted.

The list of whitelisted senders will be displayed.
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Dashboard § Domains £ Domain dashboard - doctesmcasa comodo od ua £ Sender whitelist

Sender whitelist © e

<',-"

o add | [ Delete  *) Resettodefauit (23 Exportto CSVfile [3) Import fram G5V file

[ Sender
™ angel@heaven.cor
[ alice@umail.com
1 " [1-212] Perpage 15 |w

To import senders to whitelist from CSV file

Administrators can import many senders from a file to Sender whitelist at a time. The senders' address should be saved in the
format shown below as an example:

senderl@domainnamel

sender2@domainname2

sender3@domainname3

e Click the 'Import from CSV file' to import senders to whitelist from a CSV file.

Dashboard f Domans f Domain dashboard - dectesmcasa comodo.od ua § Sender whitelist

Sender whitelist © Heir

& Import fram C5V file

o add | [ Delete = *) Resettodefautt (23 Exportto CBY fild

[ Sender

I angel@heaven.corm

(] aliceg@gmail.com
1 " [1-212] Perpage 15 v

e Click 'Upload', navigate to the location where the file is saved and click the 'Open' button. The maximum size of the file
that can be uploaded is 9 MB.

Upload csvTile.
Each line should contain the full e-mail

For example:

testuzer! @testdomain
testuser?@estdomain

lpload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the

upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not
imported task.
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Dashboard f Domeins § Domain dashboard - doctesmcasy comodo.od us f Sender whitelist

Sender whitelist © e
Import is in process, Please wait B
A,
o= 2dd | [ Delete | % Resetto defautt Remove importtask ) (=4 Exportto CSV file
[] Sender

I =
[} alice@amail.com
[ angel@heaven com

1 " [1-2£2] Per page |15 v

On completion of the upload process, the results will be displayed.

Dazhboard ! Domainz £ Domain dashboard - docteamcaso comodo od us § Sender whitelist

Sender whitelist © Heip
Total lines processed 4 B8
Imponed 3 user(s) (X
Import for domain docteameasg.comodo.od.ua has been finished (X

o sdd | [ Delete  * Resettodefault £ Exporito CSVAle [ Import from CSYfile

] Semder
| alice@Eamail.com
] angel@heaven.com

| falcon@hatmail com
] smithg@rediff com
] wilet ovle696@yahoo.com

L2
1 1 [1-5/5] Perpage (15 |w

The sender whietlist from .csv file will be uploaded and the administrator who carried out the task will receive a notification about
the import task completion.

Exporting the Sender Whitelist to CSV file

The administrator can save the configured sender whitelist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list
e Click the 'Export to CSV file' to save the list of whitelisted senders as a CSV file
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Dashbeard f Domaing / Domain dashboard - docteamcasg.comodo.od.ua f Sender whitelist

Sender whitelist Help

5 Import from CSV file

o= Add | [[] Delete =%y Resetto default( (] Exportto CSViile

-

Cpening SenderWhitelist_docteamcasg.comodo.od .urﬁ

You have chosen to open: K
| SenderWhitelist_docteamcasg.comodo.od.ua.csv

which is: Text Docurnent
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Openwith | MNotepad (default) -

@ SaveFile
Perpage |15 w

[ Do this automatically for files like this from now on, E

o | [oma ]

Afile download dialog will be displayed.

»  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Sender Whitelist

¢ To delete a sender from the whitelist, select the sender from the list and click the 'Delete’ button.

Dazhboard f Domairs § Domain dashboard - doctesmcass comodo.od ua F Sender whitelist

Sender whitelist © Hei

-l- Add ﬁ Dalete Reset to default l':j Export to C5Y file I,':'_I Import from CSV file

| Sender

] alice@gmail.com

1 ange @heaven.com

I falcor @hotmail.com

4] smith@redimeom

] wilecoyteB 9 @yahoo. carm

1 M [1-5i5] Perpage 15 | w

»  Click 'OK" to confirm your changes.
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Remove sender(s)

e Areyou sure you want to remove the selected
sender(s)?

Create Whitelist Rule

COMODO

Creating Trust Online®

CASG allows administrators to create rules in order to add sender to whitelist based on parameters such as sender's name,
sender's reported domain, sender's sending server, sender's sending MTA or relay and the subject of the mail. You can also use
wildcards, asterisks (*) and question marks (?) and parameters from the email headers to create a highly granular rule according

to your requirements.

e Click the "Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Create whitelist rule'

sub tab.

f coMODO
Antispam Gateway

P

z Dashboand [
P'-qr’“ Domain dashboard

B IPE DG

|"'"| Cutgoing

r9| Email mar

EEr Audit log

r whitelist
e whilakist mle

Recpient blackist

te blacklist mle

Blackist senders peruser

E Accourl _

The 'Create whitelist rule' screen will be displayed:
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Cashbadrd / Domang / Domain dashboard - cspgad comods od us f Creghe whisis nulé

Create whitelist rule

e add | [ Oelete (3 Retresh |
£ Fiters
] Sender Received from Received by Subject
b relay] casg
1 1

Perpage 15 w

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search whitelist rules
e Click anywhere on the Filters tab to open the filters area.

Daghboard ¢ Domems / Doman deshboard - cegged. comodo of ua / Create whiteldst nuie
Create whitelist rule
o 40 | [ Dslete 3 Reesn |
5 Fiiters
+ Sender = confains w
Sender Racehed from Recelved by Subject

You can add more filters by clicking + for narrowing down your search.

aghbcard / Domains / Domain deshboand - c5o0a4 comodn.pd.ua f Create whibaist nala

Create whitelist rule
ofe 4dd | [ Delste | 3 Retresn
&8 Filters
+ Sendar * | contalng W
= Received from | conlains b
= Bubject contains W
Sender Recewed from Received by Subject

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

*  Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition selected in
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/

column 2.

*  Received from: Will execute a search of 'Received from' column according to the text in the text box (column 3) and
the condition selected in column 2.

*  Received by: Will execute a search of 'Received by' column according to the text in the text box (column 3) and the
condition selected in column 2.

*  Subject: Will execute a search 'Subject' column according to the text in the text box (column 3) and the condition
selected in column 2.

When you select any one of the above options in the first drop-down, the following filters are available in the second drop-down:
«  Equals: Displays the whitelist rule that was entered in full in the text box.
»  Contains: Displays all the whitelist rules that contains the words entered in the text box.
*  Not Contains: Displays all the whitelist rules that does not contain the words entered in the text box.
»  Starts With: Displays all the whitelist rules that starts with the words entered in the text box.
*  Not Equals: Displays all the whitelist rules, except the one entered in the text box.
*  Ends With: Displays all the the whitelist rules that ends with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.
Click anywhere on the Filters tab to close the filters area.

+ } Refresh
Click the button to display all the domains.

Note: To display all the whitelist rules after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

To create a whitelist rule

e Click the 'Add' button in the 'Create whitelist rule' interface

[Dashboard / Domains / Doman dashboard - 30084 comodo,od us / Create whitelst rule
Create whitelist rule
'ﬁ Delete £ * Refresh
€ Filters
Sender Received from Received by * | Subject

The 'Add whitelist rule' dialog will be displayed:
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Add whitelist rule

Sender:

Received from:

Received by:

Subject:

e Sender - Enter the name of the sender and the sender's domain name.

*  Received from — This can be obtained from a mail header. Enter the first 'Received from' entry in the mail header
(reading the headers from bottom to top).

* Received by — This can be obtained from a mail header. Enter the first 'Received by' entry in the mail header (reading
the headers from bottom to top).

e Subject - Enter the subject line of the email
You can use wildcards asterisks (* ) and question marks (?) to create a rule according to your requirement.

e Click 'Save' after filling all the fields

Caghbeard / Domams / Domain dashboard - ceggad comodo od.ua / Creale whitalat nule

Create whitelist rule
Successfully saved a
+ Add ﬁ Delete : ¥ Refresh
£ Filters
[ Sender Received from Received by “ | Subject
] believeme@gmail.com mail-wil-f174.google.com 10.28_20.16 with HTTP Excellent Products
El ==* - relayl casg
1 'y [1-212] Perpage (15 | W

A confirmation message will be displayed and the new whitelist rule will be added to the list.

To delete a whitelist rule

*  Select the whitelist rule(s) that you want to remove from the list and click the 'Delete’ button
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Dashbtoard / Domains / Domain dashboard - ceggad comado od.ua / Creale whitedst rule
Create whitelist rule
£ _* Refresh
Received from Received by *  Subject
miailwil-f174 google.com 10.28.20.16 with HTTP Excellent Products
i relayl.casg
1 i [1-212] Perpage |15 >

¢ Click 'OK" to confirm the removal of selected whitelist rules

Recipient Blacklist
CASG will automatically block all emails to blacklisted recipients. Please note that the messages will not be quarantined and
legitimate email sending SMTP servers will send a bounce message to the sender. The Administrator can:
«  Add users to recipient blacklist
»  Export the list to CSV file for use in future
*  Remove users from recipient blacklist
e Reset the list - Delete all blacklisted senders and make the list empty by clicking the 'Reset to default' button
To configure recipient blacklist

»  Click the "Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Recipient blacklist' sub
tab.
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Antispam Gateway

} Dashboard
t+ Domain dashboard
Y Incoming
3} Outgoing
Email management

&) Audit log

B Haciplens Blacklist

]
S Account management

The 'Recipient blacklist' interface of the selected domain will be displayed:

Dashboard f Domains f Domain dashboard - docteamcasg.comodo.od .us § Recipient biackist

Recipient blacklist O ren

o 4dd I Delete  *) Resetiodefault 13 Exportto CSVfile {23 Import from C5V flle

[ Recipient
[l users@docteamcasg comodo.odua

1 M [1-111] Perpage (15 |w

Adding Users to Recipient Blacklist

You can add recipients to the black list in the following ways:
e Manually adding the recipients
* Importing from a CSV file

To manually add recipients
e Click 'Add' to add a new user to the list

The 'Add' dialog box will open.
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E-rmail | jsmith i@ docteamcasg.comodo.od.ua

e R

»  Enter the recipient name in the E-mail textbox and click the 'Save' button. Repeat the process to add more recipients
to blacklist.

* Toadd a particular set of recipients to blacklist, prefix or suffix the wildcard * in the E-mail text field. For example, enter
*.stores for all the recipients in stores department to be blacklisted.

e To add a whole domain to blacklist, enter the wildcard * in the E-mail text field and click the 'Save' button. Now all the
recipients in that domain will be blacklisted.

The list of blacklisted recipients will be displayed.

Dazhboard ! Domains f Domain dashboard - doctesmcasg comodood.us ! Reclplent blackist

Recipient blacklist © Hebp
o 4dd | [ Deiete  *) Resettodefault (23 Exportto CSvfile (3 Importfrom CSY file

|| Recipiem
El isera@docteamcasg.comodo.od.ua

j jsmith@docteamcasg comodo.od ua

1 | [1-212]) Perpage (15 @ w

To import users to blacklist from CSV file

Administrators can import many users from a file to Recipient blacklist at a time. The users should be saved in the format shown
below as an example:

userl@testdomain

user2@testdomain

user3@testdomain

*  Click the 'Import from CSV file' button to import users to blacklist from a CSV file.

Daszhiboard f Domsins § Domain dashboard - doctesmossd comodo od.us f Recipient biackiist

Recipient blacklist O e

(2 Importfrom CSV file

1 i [1-141] Perpage (15 | w

o add [ Delete  *) Resettodefaut (1 Exportio CSViile

[ Recipient

[ users@docteamcasg.comodo odua

e Click 'Upload', navigate to the location where the file is saved and click the ‘Open’ button. The maximum size of the file
that can be uploaded is 9 MB.
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Upload csv file.

Each line should contain the full e-mail

For example:

testuser! @testdomain
testuser2@testdomain

Lipload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the
upload from the queue, click the 'Remove import task' button. The 'Remove import task’ deletes only a remaining part of not

imported task.

Dashiboard f Domains § Domain dashboard - docteamcasg comodo.od ua f Recipient blacklist

Recipient blacklist

Impor is in process. Please walt (%]
.
o= Add [0 Delete | # Resetto default €3¢ Remave importtask ) £ Exportto CSVfile
[] Recipient
7 bob@doctearncasg. comodo.od.ua e
] userd@docteamcasg.comodo.od.ua P
1 8] [1-212] Perpage (15 |w
On completion of the upload process, the results will be displayed.
Dazhboard ! Domains f Domain dashboard - doctesmcasy comodo.od ua f Reciplent blacklist
Recipient blacklist © ven
Total lines processed 4 (X}
Imported 4 user(s) (%]
Irmport for domain docteamcaso.comodo.od.ua has been finished [
. %
o sdd | [ Delete  #) Resettodefault £ Exportto CSVfile (23 Importfrom CSV il
| Recipient
__J i.*-lac~@ﬁ-3ctc»am:asg: comodo.od.us
] bob@docteameasgy comodo.od.ua
T duncan@docteamcasg.comodo od.ua
Al ismith@docteamcasg comodo.od ua
| userd@docteamcasg.comodo,od.ua
1 i1 [1-5i5] Perpage (15 @ w
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The recipient blacklist from .csv file will be uploaded and the administrator who carried out the task will receive a notification
about the import task completion.

Exporting the Recipient Blacklist to CSV file

The administrator can save the configured recipient blacklist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list
e Click the 'Export to CSV file' to save the list of blacklisted recipients as a CSV file

Dashboard / Domaing f Domain dashboard - docteamcasg cemedo.od ua / Recipient blacklist

Recipient blacklist Help

¥ Export to CSV file

Opening RecipientBIackList_docteamcasg.comodo.o%csv u

o Add [[J Delete = %) Resetio default £ Importfrom CSV file

[[] Recipient

-

You have chosen to open:
| RecipientBlackList_docteamcasg.comodo.od.ua.csv

which is: Text Document
fram: http://5.39.28.21 2:8080

What should Firefox do with this file? Perpage |15 A

(7 Openwith |Motepad (default) -

i@ i Save File

[ Do this autornatically for files like this from now on,

| ok || Concel |

Afile download dialog will be displayed.

»  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Recipient Blacklist

*  To delete a recipient from the blacklist, select the recipient from the list and click the 'Delete" button
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Dashboard ! Domains f Domain deshboard - docteamcasa comodo od ua / Recipiert blacklist

Recipient blacklist @ Hel

= sgaf_T Delete Resettodefault | [ Exportto CSVfile [ Importfram CSV file

| Recipient

Fl blackdocteamcasg.comodo.od.ua
| bobi@docteamcasy.comodo.od.ua

_| duncan@docteamcasy.comodo.od.ua
V| jsmithi@docteamcasg. comodo.od.ua
O users@docteameasg comodo od ua

1 " [1-5f5] Perpage |15 v

e Click 'OK" to confirm your changes. The user will be removed from the blacklist and the mails addressed to the user
will be allowed as per the existing filter settings in CASG.

Remove recipient(s)

@ Are you sure ol swant to remave the selected

recipient(si?

Sender Blacklist
CASG will automatically block all emails from blacklisted senders. Please note that the messages will not be quarantined and
legitimate email sending SMTP servers will send a bounce message to the sender. The administrator can:

*  Add users to sender blacklist

»  Export the list to CSV file for use in future

*  Remove users from sender blacklist
e Reset the list - Delete all blacklisted senders and make the list empty by clicking the 'Reset to default' button

To configure sender blacklist

»  Click the 'Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Sender blacklist' sub
tab.
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F:;_ Audit log

[ ] e

A= Whitelist / Blacklist

]El, ACCOUNE Mmanagement
The 'Sender blacklist' interface of the selected domain will be displayed:

Dazhiboard f Domains f Domein dashboard - doctesmcasa comodo.od ua / Sender blacklist

Sender blacklist © Henp
o sdd | [ Delete ) Resettodefault (33 Exportto CSVfile [ Importfrom CSY file

[T Semler
O devil@hell.com

1 M [1-181] Perpage (15 @ w

Adding Users to Senders Blacklist

You can add senders to black list in the following ways:
e Manually adding the senders
* Importing from a CSV file

To manually add senders
e Click 'Add' to add a new blacklisted sender

The 'Add' dialog box will be displayed:
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E-mail | brutus i@ | believenot.com

o =N

*  Enter the sender name in the E-mail textbox and sender's email domain name after the @ symbol and click the 'Save'
button. Repeat the process to add more blacklisted senders.

» Toadd a particular set of senders to blacklist, prefix or suffix the wildcard character * in the E-mail text field and
senders' email domain name after the @ symbol. For example, enter *.stores.com for all the senders in stores
department to be blacklisted.

*  To add a specific username from any mail domain to the blacklist, enter the username in the mail text field and the
wildcard character * after the @ symbol. For example, enter john@* for blacklisting the username ‘john’ with any email
domain name.

* Toadd a set of users or specific username from any email domain with a specific top level domain (TLD) name like
.com, .org, enter the wildcard character * or username in the Email text field and enter * followed by the TLD after the
@ symbol. For example, *@*.com' will whitelist all the senders from all the email domains ending with '.com’

e To add a whole domain to whitelist, enter the wildcard character * in the E-mail text field and email domain after the @
symbol and click the 'Save' button. Now all the senders with the entered domain name will be whitelisted.

»  Toadd a particular set of senders to blacklist, prefix or suffix the wildcard * in the E-mail text field and senders' email
domain name after the @ symbol. For example, enter *.stores for all the senders in stores department to be
blacklisted.

*  Toadd a whole domain to blacklist, enter the wildcard * in the E-mail text field and email domain after the @ symbol
and click the 'Save' button. Now all the senders with the domain name entered will be blacklisted.

The list of blacklisted senders will be displayed.

Cazhiboard f Domains § Domain dazhboard - doctesmossg comodo.od us § Sender blacklist

Sender blacklist  Hein
o= sdd [ Delete ) Resettodefault (2] Exportto CSVfile (3 Importfrom CSYfile

7| Sender
U devilg@hel.com
[ brutusi@believenotcom

1 i [1-2/2] Perpage 15 | w

To import senders to blacklist from CSV file

Administrators can import many senders from a file to Sender blacklist at a time. The senders' address should be saved in the
format shown below as an example:

senderl@domainnamel

sender2@domainname?2

sender3@domainname3

e Click the 'Import from CSV file' to import senders to blacklist from a CSV file.
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Dashibosrd ! Domeins f Domain dashboard - docteamcasg comodaood.ua f Sender blacklist

Sender blacklist

© Hep

o sdd | ] Delste  *) Resettodefault @) Exportto csv il () Import from CSY file

| Semder
T devilg@hell com

Tl brutus@believenot.com

1 i [1-2i2] Parpage 15 @ w

Click 'Upload', navigate to the location where the file is saved and click the ‘Open' button. The maximum size of the file
that can be uploaded is 9 MB.

Upload csvfile.
Each line should contain the full e-mail

For example:

testuser! @testdomain
testuser2@testdomain

Lipload

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the

upload from the queue, click the 'Remove import task' button. The 'Remove import task’ deletes only a remaining part of not
imported task.

Dashboard FDomains / Domain dashbosrd - docteamcasa comodo.od us F Sender blacklist

Sender blacklist

3;.3 Halp
Importis in process. Please wait E3
. .
+ Add ﬁ Dalete "J Resetto defaultf M Remove importtask YE Exportto CSVile
[ Sender
| brutus@believenot com o+
[F devil@hell.com P

1 I8 | [1-212] Perpage 145 |w

On completion of the upload process, the results will be displayed.
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Dashboard f Domains § Domain dashboerd - docteamcasg.comodo.od.us f Sender hilacklist

Sender blacklist © Heio

Total lines processed 7 e
Imported 6 user(s) ﬂ
Itport for domain docteamcasg comodo od ua has been finished ﬂ

+ Add ﬁ Delete ") Reset to default f:'.t Exportfo CSV file [':] Impart fram CSY file

[T Sender

=1 brutusgdbelievenot.com
[ chen@yahoo.com

= devil@hell.com

] falcongg@hotmail.com
= lang@gmail.com

[ penny@rocketmail.com
21 smith@rediff.com

[ wilecoyteB96@yvahoo.com

1 A [1-818) Perpage 15 | w

The sender blacklist from .csv file will be uploaded and the administrator who carried out the task will receive a notification about
the import task completion.

Exporting the Sender Blacklist to CSV file

The administrator can save the configured sender blacklist by exporting it as a CSV file. If required in future, the administrator
can import the users from the csv file, for example for a new account or after a reset.

To export the list

e Click the 'Export to CSV file' to save the list of blacklisted senders as a CSV file
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Dashboard f Domaing / Domain dashbeard - docteamcasg.comode.od.ua / Sender blacklist

Sender blacklist Help

o add [ Delete 4y Resetto defaut{ () Exportto cSvfile Y Importfrom CSV file

[7] Sender

-
Opening SenderBlacklist_docteamcasg.comod Ua.csy u

You have chosen to open:

__ SenderBlacklist_docteamcasg.comodo.od.ua.csw

which is: Text Document
from: http://5.39.28.212:8080

What should Firefox do with this file?

) Openwith | MNotepad (default) -

@ Save File

Perpage |15 ~
[7] Do this autornatically for files like this from now on.

oK || Concel |

Afile download dialog will be displayed.

»  Click 'OK" and navigate to the location in your computer and save the file or the file will be downloaded to your
download folder.

Deleting Users from the Sender Blacklist

e To delete a sender from the blacklist, select the sender from the list and click the 'Delete" button.

Dashboard ! Domains f Domain deshboard - docteamcasg comodo.od.us § Sender blackiist

Sender blacklist © Heio

o ada | [ Deiete ) Resettodefault | £33 Exportto CSVfile | [ Importfrom CSV file

[ sender

[ br tusi@belisvenotcom
[¥] ehen@yahoo, corn

[T devil@hell.com

[ falcong@hotmail.com
[ lang@amail.com

[¥] penny@racketmail.com
& smithi@rediff.com

[T wilecoyteB 96 Eyahoo com

1 " [1-8/8] Perpage (15 v
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e Click 'OK' to confirm your changes. The sender(s) will be removed from the blacklist. The emails from the senders will
be allowed as per the existing filter settings in CASG.

Remove sender(s)

senderis)?

@ Are you sure youl swant to remove the selected

Create Blacklist Rule

CASG allows administrators to create rules in order to add sender to blacklist based on parameters such as sender's name,
sender's reported domain, sender's sending server, sender's sending MTA or relay and the subject of the mail. You can also use
wildcards, asterisks (*) and question marks (?) and parameters from the email headers to create a highly granular rule according
to your requirements.

»  Click the 'Whitelist / Blacklist' tab on the left hand side navigation to expand and then click the 'Create blacklist rule'
sub tab.

-+ cCoMODOD
Antispam Gateway

] Incoming
(2] Culgoing

Email ma

£ Audit log

Whikelst / Blackhist

The 'Create blacklist rule' screen will be displayed:
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Dashbadrd / Domans J Demain dsshboard - csogad comodo od us f Creahe blackist ruls

Create blacklist rule
o Add | Delete ;3 &;é.';;.r'.';
£ Filters

] Sender Recefved from Receved by Subject
johneraig@gmail.com

1 1 [1-111) Perpage 15 |w

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using Filter option to search blacklist rules
e Click anywhere on the Filters tab to open the filters area.

Dashboard f Domaing / Domain dashboard - cagoad comods.od ua / Creale blacklist rule

Create blacklist rule
o= 2dd | [ Detete 0 Rmsh ]
% Fiters
+ Sender W  containg w
Sender Received from Recaived by Subject

You can add more filters by clicking + for narrowing down your search.

Dashyoord / Domans / [omain dashboard - cagoad comeds od ya / Create blacklist ruls

Create blacklist rule
o add | [ Delete £} Refresn
) Fiters
== | Received fram w | equals w
= | Subject ~ | stans with w
Sender Received from

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

*  Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition selected in
column 2.
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*  Received from: Will execute a search of 'Received from' column according to the text in the text box (column 3) and
the condition selected in column 2.

*  Received by: Will execute a search of 'Received by' column according to the text in the text box (column 3) and the
condition selected in column 2.

*  Subject: Will execute a search 'Subject' column according to the text in the text box (column 3) and the condition
selected in column 2.

When you select any one of the above options in the first drop-down, the following filters are available in the second drop-down:

*  Equals: Displays the blacklist rule that was entered in full in the text box.
*  Contains: Displays all the blacklist rules that contains the words entered in the text box.
*  Not Contains: Displays all the blacklist rules that does not contain the words entered in the text box.
»  Starts With: Displays all the blacklist rules that starts with the words entered in the text box.
*  Not Equals: Displays all the blacklist rules, except the one entered in the text box.
*  Ends With: Displays all the the blacklist rules that ends with the words entered in the text box.
Click 'Apply Filter' after selecting the filters.

Click anywhere on the Filters tab to close the filters area.

3 Refresh

Click the button to display all the domains.

Note: To display all the blacklist rules after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

To create a blacklist rule

e Click the 'Add' button in the 'Create blacklist rule' interface

Dashboard / Domains § Domain dashboard - ceagad comodo od ua f Create blackist rule

Create blacklist rule

T Delete | £ Refresh

Fiiters

The 'Add blacklist rule' dialog will be displayed:

Add blacklist rule

Sender:
Received from:

Received by:

Subject:
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e Sender - Enter the name of the sender and the sender's domain name.

*  Received from — This can be obtained from a mail header. Enter the first '‘Received from'" entry in the mail header
(reading the headers from bottom to top).

* Received by — This can be obtained from a mail header. Enter the first 'Received by' entry in the mail header (reading
the headers from bottom to top).

e Subject - Enter the subject line of the email
You can use wildcards asterisks (* ) and question marks (?) to create a rule according to your requirement.

e Click 'Save' after filling all the fields

Dazhbeard / Domaing / Doman dashboard - esggad comoda od ua / Creale blackiish rule

Create blacklist rule

Succasshully saved [ %]
o add | [ Delete % Rafrash
&) Filters

Sender Recaned Trom Recaned by Subject

[7] donotbelieverne@hell com 127.0001 106.10.196.91 Cheap Products

1 'k [1-212] Perpage (15 | w

A confirmation message will be displayed and the new blacklist rule will be added to the list.

To delete a blacklist rule

e Select the blacklist rule(s) that you want to remove from the list and click the 'Delete’ button

Dashzoard / Domains / Domain dashboard - ceggad comeds.od.ua / Create biacklist rule

Create blacklist rule

T Delete ({3 Refresh
Received from Received by Subject
[F] Shncraig@gmail.com
a donotbelieverne@hell com 127001 106.10.196.91 Cheap Products
L [1-242]) Perpage 15 |w

A confirmation dialog will be displayed:

Remove rules

@Are you sure you want to remove selected rule?

¢ Click 'OK" to confirm the removal of selected blacklist rules
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Whitelist Senders Per User

CASG allows administrators to add senders to whitelist on per user basis. Whitelisted senders for specific recipients can be
added manually, importing from a .csv file and from the users' requests. All the filtering checks for whitelisted senders to the
requested / added recipients of the selected domain are disabled. Comodo strongly recommends to use this option after
analyzing the request is genuine and warranted.

To configure sender whitelist per user

e Select the 'Whitelist / Blacklist ' tab from the left hand side navigation to expand it and then click the 'Whitelist senders

per user' sub tab.
E - coMODO
Antispam Gat
'T Dashboard

I- T '-I Ol gomng

F:;_ Audil 109

B2 whitelist / Bla

The 'Whitelist senders per user' interface will be displayed:
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Dashboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Whitelist senders per user

Whitelist senders per user Help

ofs Add [ Detete () Importfrom CSV file |E Refresh ‘

@ Filters

[[] Sender Recipient
[[] demo2@esg.comode.od.ua jehn
1 i1 [1-171] Per page |15 W
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.

Using the Filter option to search senders and recipients

Click anywhere on the Filters tab to open the filters area.

Dashbeard / Domaing / Demain dashboard - decteamcazg. comode.od. ua / Whitelist senders per user

Whitelist senders per user € Hep

o Add [ Detete  (® Importfrom CSV file |E Refresh ‘

@ Filters

+ Sender w | | contains v Apply filter
[[] Sender Recipient
[[] demo2@esg.comede.od.ua john
1 i1 [1-171] Per page |15 W

You can add more filters by clicking + for narrowing down your search.
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Dashboard / Domains / Domain dashboard - docteamcasg.comodoe.od.ua / Whitelist senders per user

Whitelist senders per user @ Help
o Add [ Delete (2 Importfrom CSV file +_* Refresh
@ Filters
+ Sender w | contains v Apply filter
= |Sender '\]E] contains v

Sender |
[l ¢ SELLEL Recipient
[[] demo2@ecsg.comede.od.ua john
1 i1 [1-1/1] Per page |15 W

You can remove a filter by clicking the ™= icon beside it.
Available filters are:

»  Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition selected in
column 2.

*  Recipient: Will execute a search of recipients according to the text in the text box (column 3) and the condition
selected in column 2.

The following conditions are available:
«  Equals: Displays all senders / recipients that match the text entered in the text box.
*  Not Equals: Displays all senders / recipients except the one entered in the text box.
»  Contains: Displays all senders / recipients that contain the words entered in the text box.
*  Not Contains: Displays all senders / recipients that do not contain the words entered in the text box.
»  Starts With: Displays all senders / recipients that start with the words entered in the text box.
*  Ends With: Displays all the senders / recipients that end with the words entered in the text box.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

| £ ¥ Refresh

Click the button to display all users.

Note: To display all the Whitelist senders after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh’ button.

From this interface administrators can:

¢ Add senders to whitelist per user

*  Remove senders from Whitelist senders per user list
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Adding Senders to Whiltelist Per User

You can add senders to whitelist in the following ways:
e Manually adding the senders
* Importing senders from a CSV file

*  Adding from Whitelist requests from users

Manually adding the senders

The administrator can manually specify the whitelisted sender and corresponding recipient one-by-one to be added.

To manually add senders to whitelist per user basis

e Click 'Add" to add a new sender to the list. The 'Add sender' dialog box will be displayed:

Dazhbeard / Domainz / Domain dashbeard - decteamcasg comode.od.ua / Whitelist senders per user

Whitelist senders per user

@ [ Delete (%) Import from CSV file | £ Re

] Serder Recipient
[[] demok@csg.comedo.od.ua john

1 [1-171] Per page

Add sender

Sender:  |angel @ |heaven.com

Recipient: |bob @

m‘ Cancel ‘

»  Enter the sender's username in the E-mail textbox and sender's email domain name after the @ symbol in the first
TOW.

*  Enter the recipient's name in the Recipient text box in the second row. Note: The recipient should be a valid user.
*  Click the 'Save' button. Repeat the process to add more whitelisted senders for the user.

The list of whitelisted senders will be displayed.
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Daszhboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Whitelist senders per user

Whitelist senders per user Help
+ Add m Delete |'c:v'| Import fram CSV file |G Refresh ‘
@ Filters
[] Sender Recipient
[[] demo2@esg.comede.od.ua jehn
[[] angel@heaven.com bob

L " [1-2712] Per page |15 w

Importing senders from a CSV file

Administrators can import a multiple senders at a time from a comma separated values (CSV) file to Sender whitelist per user.
The list of whitelisted senders and respective recipients can be created using notepad or a speadsheet application like MS Excel
or OpenOffice Calc and saved in .csv format. Each line in the .csv file should contain the sender's email address and the
username of the recipient or sender's email address and the recipient's email address, separated by a comma. An example is

shown below:
senderl@anydomain.com, recipientl

sender2@anydomain.com, recipient2@domain.com
sender3@somedomain.com, recipient3
To import senders to whitelist from CSV file
e Click the 'Import from CSV file' from the 'Whitelist senders per user' interface. The 'Upload dialog will appear.

Dashboard / Domaing / Domain dazshboard - docteamcasg comodo.od.ua / Whitelist senders per user

Whitelist senders per user

&%) Import from CSV file

£ ¥ Re

Upload

Upload csv file.
Each line should contain two columns: senderusername

For example:

sender@anydomain.com, recipient

sender@anydomain.com, recipient@domain.com

Upload

e Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum size of the file
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that can be uploaded is 9 MB.

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the
upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not

imported task.

Daszhbeard / Domains / Domain daghboard - docteamcagg.comodo.od.ua / Whitelist senders per user

Whitelist senders per user © e

Importisin process. Please wait

2 Cancel import from C3V file 1':!' Refresh

o Add [ Delete
9 Filters

[C] Sender Recipient
[[] demo?@esg comado.od ua john
1 i1 [1-1/1] Per page |15 W

On completion of the upload process, the results will be displayed.

Dashboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Whitelist senders per user

Whitelist senders per user © e
Total lines processed 2 %]
Imported 2 senders as whitelisted %]

(X]

Import for domain docteamcasg.comodo.od.ua has been finished

ofs Add [ Detete () Importfrom CSV file |E Refresh ‘

@ Filters

[[] Sender Recipient
[[] peter@pearlygates.com jehn
[[] demo2@esg.comede.od.ua john
[[] alice@heaven com bob
1 i1 [1-3/3] Per page |15 W

The sender whitelist per user from .csv file will be uploaded and the administrator who carried out the task will receive a
notification about the import task completion.
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Adding from Whitelist requests from users

The administrator can add senders to whitelist based on the requests of the users. Refer to the section Email Management >
Whitelisted Requests for more details.

Deleting Senders from Whitelist

¢ To delete a sender from the whitelist, select the sender from the list and click the 'Delete’ button.

Dashboard f Domaing / Domain dashboard - docteamcasg. comodo.ed.ua / Whitelist senders per user

Whitelist senders per user

o= add I Delete ¥ importfrom CSVfile

@ Filters

[] Sender Recipient
[F] peter@pearlygdtes com john
elf@empire.corp avantistude
[[] demo2@csg.cdmodo.od.ua john

[F] angel@heavenfom bob

Remove senders

@ Are you sure you want to remove selected
|

senders?

e Click 'OK"in the confirmation dialog.

Blacklist Senders Per User

CASG allows administrators to add senders to blacklist on per user basis. This feature is useful in scenarios where you want to
allow mails from a particular sender to all users in the domain but want to block the sender for a particular recipient in the
domain. Senders for blacklisting for specific recipients can be added manually, importing from a .csv file and from the users'

requests.

To configure sender blacklist per user

*  Select the 'Whitelist / Blacklist ' tab from the left hand side navigation to expand it and then click the 'Blacklist senders
per user' sub tab.
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ﬁ‘; Domain dashboard

[ L) J Oulgoing

% Email managemenl

. Audit Iog

The 'Blacklist senders per user' interface will be displayed:

Daszhboard / Domaing / Domain dashboard - docteamcasg comodo.od.ua f Blacklist senders per user

Blacklist senders per user @ e
of add | [ Delete @ importfrom csviile | £ ¥ Refresh
‘ £ Filters ‘
[[] Sender Recipient
[[] demol@esg.comodo.od.ua jehn
1 i [1-111] Per page |15 W
Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column.
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Using the Filter option to search senders and recipients

e Click anywhere on the Filters tab to open the filters area.

Daszhboard / Domaing / Domain dazhboard - docteamcasg.comede.od.ua / Blacklist senders per user

Blacklist senders per user Help

of Add [ Delete () importfrom CSV file |Q Refresh |

@ Filters

+ Sender w | contains v Apply filter
[[] Sender Recipient
[ demel@csg.comode.od.ua jehn
1 i [1-1/1] Per page |15 w

You can add more filters by clicking + for narrowing down your search.

Daszhboard / Domaing / Domain dazhboard - docteamcasg.comode.od.ua / Blacklst senders per user

Blacklist senders per user

of Add [ Delete ( importfrom CSVfile

@ Filters

+ Sender w | [contains v Apply filter
= |Sender w | contains v
Sender :
[ § L LE {f} Recipient
[[] demol@esg.comodo.od.ua john

1 i [1-1F1] Per page |15 W

You can remove a filter by clicking the == icon beside it.

Available filters are:
*  Sender: Will execute a search of senders according to the text in the text box (column 3) and the condition selected in
column 2.
*  Recipient: Will execute a search of recipients according to the text in the text box (column 3) and the condition
selected in column 2.

The following conditions are available:
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»  Equals: Displays all senders / recipients that match the text entered in the text box.

*  Not Equals: Displays all senders / recipients except the one entered in the text box.

»  Contains: Displays all senders / recipients that contain the words entered in the text box.

*  Not Contains: Displays all senders / recipients that do not contain the words entered in the text box.
»  Starts With: Displays all senders / recipients that start with the words entered in the text box.

*  Ends With: Displays all the senders / recipients that end with the words entered in the text box.

e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

e Click anywhere on the Filters tab to close the filters area.

_ +* Refresh _
e Click the button to display all users.

Note: To display all the Blacklist senders after using the filters option, you have to first click anywhere on the Filters tab to
close the filters area and then click the 'Refresh' button.

From this interface administrators can:

¢ Add senders to blacklist per user

*  Remove senders from blacklist senders per user list

Adding Senders to Blacklist Per User

You can add senders to blacklist in the following ways:
e Manually adding the senders
* Importing senders from a CSV file
*  Adding senders from Blacklist requests from users

Manually adding the senders

The administrator can manually specify the senders to be whitelisted for specific recipients, one-by-one to be added.
To manually add senders to blacklist per user basis

e Click 'Add' to add a new sender to the list. The 'Add sender' dialog box will be displayed:
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Dashbeard / Demains f Domain dashboard - docteamcasg comodo.od.ua / Blacklist senders per user

Blacklist senders per user

[ —
@ I Delete (3 Importfrom CSV file | £ ¥ Ref
1

[7] Sender Recipient

Add sender

Sender: | devil @ hell.com

Recipient: |bob

»  Enter the sender's username in the E-mail textbox and sender's email domain name after the @ symbol in the first
FOW.

»  Enter the recipient's name in the Recipient text box in the second row. Note: The recipient should be a valid user.
*  Click the 'Save' button. Repeat the process to add more blacklisted senders for the user.

The list of blacklisted senders will be displayed.

Dashbeard / Demainz / Domain dazhboard - docteamcasg comodo.od.ua / Blacklist senders per user

Blacklist senders per user

[
o= Add | [ Detete () Importfrom CSVfile | £ Ref
g Filters
[7] Sender Recipient
[F] devil@hell.com bob
[F] demol@ecsg.comodo.od.ua jehn
1 i [1-212] Perpage 15

Importing senders from a CSV file

Administrators can import a multiple senders at a time from a comma separated values (CSV) file to Sender blacklist per user.
The list of blacklisted senders and respective recipients can be created using notepad or a speadsheet application like MS Excel
or OpenOffice Calc and saved in .csv format. Each line in the .csv file should contain the sender's email address and the
username of the recipient or sender's email address and the recipient's email address, separated by a comma. An example is

shown below:
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senderl@anydomain.com, recipientl
sender2@anydomain.com, recipient2@domain.com
sender3@somedomain.com, recipient3

To import senders to Blacklist from CSV file

*  Click the 'Import from CSV file' from the 'Blacklist senders per user' interface. The 'Upload' dialog will appear.

Daszhbeard / Demains / Domain dazhboard - docteamcasg.comodo.cd.ua / Blacklist senders per user

Blacklist senders per user

] |

&3 Import fram CSV file

o= Add | I Delete
@ Filters

7] Sender

Recipient

Upload

Upload csv file.
Each line should contain two columns: senderusername

For example:

sender@anydomain.com, recipient

sender@anydomain.com, recipient@domain.com

Upload

e Click 'Upload', navigate to the location where the .csv file is saved and click the 'Open’ button. The maximum size of
the file that can be uploaded is 9 MB.

The upload will be placed in import tasks queue and the progress of the upload will be displayed. If you want to remove the
upload from the queue, click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not
imported task.
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Dashboard / Domaine / Domain dashboard - docteamcasg.cemode.od.ua / Blacklist senders per user

Blacklist senders per user

Import is in process. Please wait
o= Add | ] Delete
@ Filters

[[] Sender

20 Cancel import from CSV file

[[] devil@hell. com
[[] demol@csg.comedo.od.ua

1 11 [1-212]

Help

£ ¥ Refresh

Recipient
bob
jehn

Perpage |15 W

On completion of the upload process, the results will be displayed.

Dashboard / Domains / Domain dashboard - docteamcasg. comodo. od ua / Blacklist senders per user

Blacklist senders per user

Total lines processed 3

Imported 3 senders as blacklisted

Import for domain docteamcasg.comodo.od.ua has been finished

@3 Import from CSV file

o Add I Delete

@ Filters

[] Sender

[[1] judas@betrayal.com
[[] devil@hell.com
[E] demol@csg comodo.od ua

|:| brutus@treason.com

| bluto@ircncastle.com

1 1 [1-5/5]

3 Help

+ ¥ Refresh |

Recipient
jehn
bob
john
jehn
bob

Per page |15 w

The sender blacklist per user from .csv file will be uploaded and the administrator who carried out the task will receive a

notification about the import task completion.

Adding senders from Blacklist requests from users

The administrator can add senders to blacklist based on the requests of the users. Refer to the section Email Management >

Blacklisted Requests for more details.
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¢ To delete a sender from the blacklist, select the sender from the list and click the 'Delete’ button.

Dashboard / Domaing / Domain dashboard - docteamcasg.comode.od.ua f Blacklist senders per user

Blacklist senders per user

o Add( [ Detete )y importfrom csvfile

@ Filters

[] Sender

judas@betrayalcom
devil@hell.com

[F] demol@ecsg cofnodo.od ua

Remove senders

== Are you sure you want to remave selected
| senders?

e Click 'OK"in the confirmation dialog.

3.21.1.4.7  Account Management

-y |

Ref

Recipient
jehn
bob

john

In the Account Management interface, an administrator can manage the users for the selected domain. From this interface, you
can reset passwords for users, allow or deny permission for users to access their account, can import CSV file containing the list
of users, import users from your the Active Directory (AD) server of the domain through Lightweight Directory Access Protocol
(LDAP), add and move your aliases. In the Users history interface, an administrator can view users login history. Refer to User

History for more details.
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' coMODO
' Antispam Gateway

/) Dashboard
Domain dashboard
Incoming
Outgoing
Email management
Audit log
Nhitelist / Blacklist
Account management
m Users
Users auto-import
Users history
LDAP import configuration
LDAP import confirmation list

LDAP importignore list

Click the following links for more details:
+ Users
+ User auto-import
» Users history

+ Importing Users from LDAP

3.21.1.4.7.1 User Account Management

The 'Users' area allows administrators with appropriate privileges to manage users for the selected domain. This includes
adding/importing users, deleting users, editing user accounts, resetting passwords and configuring user permissions. Admins
can also configure email aliases from this interface.

Click the following links for more details:
*  Managing Users
e Adding New Users
* Deleting Users
*  Editing Users

*  Unlocking Users
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e Importing from CSV file

*  Managing Permissions

*  Aliases

*  Moving to Aliases

* Importing Aliases from CSV file

*  Forwarding mails to another user
*  Other actions

Managing Users

e Click 'Account management' on the left then click 'Users":

comMoDO
Antispam Gateway

Incoming
Outgoing

E Email management
Audit log

Whitelist / Blacklist

Account management

rs auto-import

LDAF import configuration
LDAP import confirmation list

LDAP import ignore list

The 'Users' interface of the selected domain will be displayed.
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Users
o ada | [ Detete | ¢ Eat T Uniock
&) Filters
] Usemame Enabled Last login Aliases Group
[F] bab Yies 2015-06-25 0B:24:00 Power Users
[F] john Yes 201506-29 11:32:54 Uzers
1] alice Yes Users
1 [ [1-2i2)
Sorting the Entries
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€) Help

+ ¥ Refresh |

Forward to

Perpage |15 w

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for 'Aliases and Group' columns.

Using the filter option to search users

Click anywhere on the Filters tab to open the filters area.

Dashboard / Domains f Domain dashboard - docieamcasq comakd od s f tkaars

Users

o add | [ Detete | &2 Edt | ) Unlock
& Filters

+ Usemame  contains w

You can add more filters by clicking + for narrowing down your search.

Dashboard f Domaing [ Domain dashboard - docteamcasg comode od ua f Users

Users

o 4dd | [T Deiete | #* Edt | ) Unlock [UEEEEERIER

@ Filters
+ Uzemame W containg w
= R w | |equals w [
Usernams I
y Enabled led Last login Aliases Group
Last login |
b Allas usemame 201506-29 08:24-00 Power Users
id Alias domain 2015-06-20 11:32-54 Users
Forward to
* Group -

You can remove a filter by clicking the ™= icon beside it.

&) Help

| £ Refresh

Help

£ ! Ralesh

Forward to
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Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

If 'Username' is selected, the following conditions are available:

*  Equals: Displays all usernames that match the text entered in the text box.
*  Not Equals: Displays all users except the one entered in the text box.
*  Contains: Displays all username(s) that contain the words entered in the text box.
*  Not Contains: Displays all username(s) that do not contain the words entered in the text box.
e Starts With: Displays all username(s) that start with the words entered in the text box.
*  Ends With: Displays all the username(s) that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:
+ Enabled: Sorts the results based on whether a user is enabled or disabled.
When you select this option in the first drop-down, ‘equals’ is the only option available in the second drop-down:

*  Equals: Displays the results of enabled users when the checkbox beside it is selected. When the checkbox is not
selected, it displays the list of users who are not enabled.

*  Last Login: Sorts the results based on the last login details of users.
When you select this option in the first drop-down, the following filters are available:

«  Equals: Displays the list of users whose last login date is the same as the selected date in the third box from the
calendar.

*  Less than: Displays the list of users whose last login date is less than the selected date in the third box from the
calendar.

»  Greater than: Displays the list of users whose last login date is greater than the selected date in the third box
from the calendar.

«  Alias username: Will execute a search of user alias name according to the text in the text box (column 3) and the
condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

*  Contains: Displays all users with alias name(s) that contain the words entered in the text box.

* Equals: Displays all users with alias names that match the text entered in the text box.

*  Not Equals: Displays all users except those with the alias name entered in the text box.

*  Not Contains: Displays all user alias name(s) that do not contain the words entered in the text box.
»  Starts With: Displays all user alias name(s) that start with the words entered in the text box.

»  Ends With: Displays all the user alias name(s) that end with the words entered in the text box.

«  Alias Domain: Will execute a search of domain alias name according to the text in the text box (column 3) and the
condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

»  Contains: Displays all users with domain alias name(s) that contain the words entered in the text box.

e Equals: Displays all users with domain alias names that match the text entered in the text box.

*  Not Equals: Displays all users except those with the domain alias name entered in the text box.

*  Not Contains: Displays all user domain alias name(s) that do not contain the words entered in the text box.
e Starts With: Displays all user domain alias name(s) that start with the words entered in the text box.

*  Ends With: Displays all the user domain alias name(s) that end with the words entered in the text box.

*  Forward to: Will execute a search of forwarded to user names according to the text in the text box (column 3) and the
condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

*  Equals: Displays all usernames that match the text entered in the text box.
*  Not Equals: Displays all users except the one entered in the text box.
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*  Contains: Displays all username(s) that contain the words entered in the text box.

*  Not Contains: Displays all username(s) that do not contain the words entered in the text box.
e Starts With: Displays all username(s) that start with the words entered in the text box.

*  Ends With: Displays all the username(s) that end with the words entered in the text box.

*  Group: Will execute a search of users belonging to the user group selected from the drop-down in the third column
and the condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

e Equals: Displays all users from the group selected from the third drop-down.

*  Not Equals: Displays all the users excluding those belonging to the group selected from the third drop-
down.

Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
Click anywhere on the Filters tab to close the filters area.

‘G Refresh ‘

Click the button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh' button.

To add a new user

¢ Click the 'Add' button.

Dashboard / Domains + Doemaln dashboard - docieamcasy comoso od 18/ Users

Users @ He
ﬁ Detete o Edit (@ Uniock ([ £ Refresh
() Finees

| Username Enabiled Last login Aliases Group Forward 1o

The 'New user' dialog will be displayed:

Hew user

|lzername

| [@ |docteamcasg.comodo.od.ua

Enabled  [C] Whitelist this email Send quarantine reports Send invitation

Save | Cancel |

«  Enter the username of a new user that will be first part of the email address. For example, 'alice'. The email address of
the added user will be ‘alice@domainname.com'.

By default, the user will be enabled. Uncheck the checkbox beside 'Enabled' to deny the new user access to CASG. You can
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enable the user in the Edit user interface later on.

You can choose to add the new user to Recipient Whitelist from this interface itself. Select the checkbox beside the 'Whitelist
email' to add the user to Recipient Whitelist..

The administrators can also determine whether the users will get the reports or not. By default, it is enabled.
* Uncheck 'Send quarantine reports' box to disable this option.
*  Click the 'Save' button.

Checking 'Send invitation' box will send the invitation mail to the email recipient address entered in the 'Username’ text box.

Note: If the user is disabled and subscribed for periodical Quarantine Reports, the subscription will also be canceled.

An email to the added user will be sent automatically containing password to access CASG. The password can be reset in the
edit interface. The added user will be displayed in the list.

Dashboard / Domams / Domain dashboard - docteamcas comedo, od.us / Ussrs.
Users © Hein
+ Add ﬁ Delste ..f Edit E. Unlock E Refresh
3 Fiters
[] Username Enalxled Last hodgin Aliases Group Forward b
alice Yas Usars
| bob Yes 201506-29 08-24:00 Power Lsers john@docteamncasg.como
jehin Yes 201506-29 171:32:54 Users
1 1 [1-313] Per page |15 w

Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of users limit
configured for the domain in the Add Domains / Edit Domains / Domain Settings interfaces. When you exceed the limit of
users, the following will be displayed while adding a new user.

Warning

o ou cannot add more users s you have reached
F/ ¥\ your maximum number of allowed users
]

To delete an existing user
e Select the user you want to delete from the list and click the 'Delete’ button
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Dashbosrd / Domains / Demein dasnboard - docteamcasg comade odus / Users

Users © Hen

Last login Aliases Group Forward to
Users
2015-06-29 082400 Power Users john@doctesmeasg como
20150629 11:32.54 Users
Ulzsrs
1 'h [1-313] Perpage (15 |w

e Click 'OK' to confirm your changes.

Delete users

@ Areyou sure you want to delete the selected

users?

The user(s) will be removed from the list.

To edit an existing user
You can select to allow or deny permission for the users to access their CASG account in the edit interface as well as enable or
disable quarantine report generation for the user.

e Select the user you want to edit from the list and click the 'Edit' button.

Users © Hep

SRR R @ SR SR e sctions v | £ Refrezh

§3 Fites
] Usemame Enabied Last login Aliases Group Forward to
Yes Lisers
Yes 201506-208 08:24:00 Power Users john@docteamcasg como
fes 201506-20 11:32:54 Users
Yes Users
1 1 [1-373] Perpage (15  |w

The 'Edit user' dialog box will be displayed.
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Edit user henry@docteamcasg.comodo.od.ua

@

Enabled Whitelist this email Send quarantine reports

Save | Cancel

e Enabled - Select the checkbox to allow or deny access to the CASG interface.
*  Whitelist email - Select this checkbox to add the user to Recipient Whitelist.

«  Disable 'Send quarantine reports' checkbox, if you do not want the user to get quarantine reports. By default it is
enabled.

e Click the 'Save' button to confirm your changes.

Note: If the user is disabled and if the user has subscribed for periodical Quarantine Reports, the subscription will be canceled.

To unlock users

Users who try to login to CASG with wrong credentials will be automatically locked after three unsuccessful attempts. They will
be able to try again only after 30 minutes from the time of lockout. CASG administrators can unlock these users immediately
without waiting for the timeout period to end, so that the users can try to login again to CASG.

The locked out users will be displayed with a lock icon beside them.

Dashboard / Domains ¢/ Domein dashboard - doctsamcasg comode. od us f Usars
Users € wep
& 2aa [ Deiete  # Em @ [ More actions v | 3 Refresh

€3 Fitters

Last login Aliases Group Forward to
LUsers
2015-06-30 10:17:29 Pawer Users
henry Mo Users
john Yes 2015-06-30 10:27-45 Uzers
1 & [1-474] Perpage 15 |w

¢ Select the locked user from the list and click the 'Unlock’ button.

A confirmation dialog will be displayed.

Unlock users

@ Are you sure you want to unlock the selected

users?y

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 207



COMODO

Creating Trust Online®

e Click 'OK" to unlock the selected locked user.

The user now can try to login again without waiting for the lockout time period to end.
To import users from CSV file

You can add many new users at a time by importing from a file. The users should be saved in ‘comma separated value' (CSV)
as shown below:

usernamel,domainname,true

username2,domainname,false

*  Toimport new users from a CSV file click More actions > Import from CSV file

[ashbgard / Domans /| Domgin dashboard - doctesmcasg comody od gp /- Users
Users © e
o sgd I Detete | 2 Eat | @ Uniock IR i3 Remesn
Enabie
&3 Fiers
Enabie by fiker
Username Enabiled Aliases Group Forward 1o
Send invilation
alice Yes Users
b Ne Regenerale passwond s
henry No Manage permssions Utsers
jehn Yin Users
Alases
1 i [1-4i4] Perpage |15 w

Wove to alnses
Farward to

Impor akas from CSW fie

Import from C5V fle

The Upload dialog will be displayed.

Upload csvfile.
Each line should contain three columns: username,domain,is user enahbled
or not

For example:

testuser, testdomain, true

Ipload

e Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open’ button.
The upload progress will be displayed...
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Dashboard § Domaing / Domain dashboarnd - docieamcasy comodo od ua f Users
Users © Hen
Import is in process. Please wait [ ]
b sod T Detete 2 et | @ uniok e i+ Refresh

...and when completed, the results will be displayed.

Dashbesrd J Domaing / Domain dashbeard - docleamcasg comode od ua / Users
Users Help
Imponad 1 user(s) a8
1 users already exist x|
o 4od | Detete | @ Eait (D) Unloce  [REETETIEI i_* Refresh
£} Finers
Username Enabiled Last login Aliases Group Forward to
alice Yes Uzers
[l bob Yes 201506-30 10:17:29 Power Lisers
| henry Mo Users
| john Yes 2015-06-30 10:27:45 Users
] jamith Mo Users
1 i [1-515] Perpage 15 >

The administrator who carried out the task will receive a notification about the import task completion.

Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of users limit
configured for the domain in the Add Domains / Edit Domains / Domain Settings interface. CASG will stop importing users
after the number of users allowed for the account is reached and a warning will be displayed.

Dashboard / Domains / Domain dashboard - decleamcasg comodo od ua F Users
Users € Hei
Imported 1 user(s) [ x|
You cannof add more users as you have reached your masimum number of allowed users by licanse limitation, 1 users were imported [ ]
o 200 T3 Delete ¢ Edit (D Unlock 3 Refresh
Filters

Managing Permissions for users

CASG allow administrators to assign permissions for users that will determine what the users can do and cannot do while
logged into their respective CASG user interface. The administrators can create policies and assign them to users from this
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interface. See the section 'User Groups & Permissions' for more details on how to create groups and policies. A new user will
be automatically assigned default permission settings.

To assign permissions for a user

e Select the user(s) that you want assign permissions and click More actions > Manage permissions

Dashboard |'. Domains ¥ Domain dashbcard - docheamcasg comodo od.ua _'I U:-:r:
Users € Heip
o add | [ Detete | @ Eat (@ Unlock +_* Refresn |
Enable
€3 Fiers
Enable by fiker
] Username Enabiled Aliases Group Forward to
Send invitation
[ alice Yes Users
e R WO
1] bob Yes shsiahannt Power Users
Il henry Ye3 C:D Users
!: | john Yes Users
A Alases
1 I [1-414] Perpage (15 |w

Move to alases
Foreard to
nport akas from CSV fie

Impar fram C5V Be

The 'User Groups & permissions' interface will be displayed.

User groups & permissions

o= Add

Name Permission:
& Power Users B All user permissions
@ Users (Default)

® HR

Assign to selected users Assign to filtered users | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default, 'User
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(Default) and 'Power User' groups will be available and administrators can add, edit groups and assign permissions to users.
See the section 'Groups & Permissions' for more details.

*  Select the group from the list.

User groups & permissions

o sdd | & Edit | [T Delete | {2 Make default

Hame Permission;

&) Power Users 4 B All user permissions

B loers (Default) * | Incoming Log Search
@ HR Outgeing Log Search
*| Report Spam
U User report subscriptions
Quarantine
Archive
Create mail request
*| Change user settings
Whitelist / Blacklist

Assign to selected users Assign to filtered users | Cancel

The permissions set for this group will be displayed on the right side.

e Click the 'Assign to selected users' button to set permissions for selected user or multiple users.

*  Click 'Assign to filtered users' button to set permissions for selected group to all users or to all users found by filter.
e Click Ok in the confirmation window.
Assign Group

pr This group will he assigned to all selected users.
Areyou sure?

The selected user(s) will be assigned to the group and successfully assigned message will be displayed.
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Cashooard / Demains f Doman dashboard - docteamcasg comodo.od.ua / Lears

Users € Hei
Permissions successfully assigned to 2 user(s) a
R N A BRIl Mo actions v | £ Refresh

% Filters
Username Enabled Last login Aliases Group Forward to
alice Yes SEre
bob Yes 2015-06-30 10:17:29 Power Lizers
henry ¥ieg HE
[ john Yes 2015-06-30 10:27-45 HR
1 I [1-474] Per page 15 w

The interface also displays the new group assigned for the selected user under the 'Group' column.

Adding the user aliases

CASG allows admins to add a user alias name to organize emails related to different groups or functions into a single email
inbox automatically. The users can protect their real email address.

e Select a user and click 'More actions' > 'Aliases' to add user aliases.

Dashboard / Domains / Domain dashboard - docheamcasg comodo od v / Users
Users @ Holo

o 4as | ] Delete & Ean @ uniock 3 Retresn
Enalsle

) Filers
Enabie by fiter

1 Username Enabled Aliases Group Forward to
Send imvitation

] alice Yes Uzers

2 Aegenerate password

£ bob Yes Power Users

[#] henry Yes Manage permissions HR

[ john Yes O HR

1 'L [1-414] Perpoge |15 |

Move o aliases
Forward o
Impart alias fram CEW file

Impart froem CSW fle

»  Enter the full email alias address of the user. Note: The alias email address must be of any domain belonging to the
account.
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User Aliases

o= Add alias

stores@democasg.comodo.od.ua

Save | Cancel

e Click the Save button.

Note: Users cannot add an alias by themselves.

+

*  Toremove an added alias row click the ™= icon beside it.

e To add multiple aliases click the button.

After adding a user to an alias, admins can extract him/her as a user.
e Click the 'Aliases' button after selecting the user.

In the 'User Aliases' dialog next to the added alias row, the 'Extract as user' button will be displayed.

User Aliases

o= Add alias

stores(@democasg.comodo.od.ua Extract as user

Save | Cancel

e Click the 'Extract as user' button.

The alias successfully moved message will be displayed.

Success

@ Blias was successfully moved to uger

e Click 'OK'

The user extracted from the 'User Aliases' dialog box will be added to list of users in the respective domain added as alias and
will be placed in the default group.
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Daghboard / Comains / Domain gasnboardig

Users © ven

R A A AR R More actions v | | 3 Refresh

3 Fikers

Username Enabled Last bogin Aliases Growp Forward to
Yes Ulzars

1 Il [4-111) Perpage (15 |w

Note: The number of users that can be added for an account depends on the plan subscribed by you. When you exceed the
limit of users, a warning will be displayed.

Moving user account to aliases
CASG allows admins to move an existing user as an alias for another user for any domain available in your account.

e Select the user that has to be moved as an alias and then click ‘More actions' > 'Move to aliases'

Uashiboard / Domains / Domain dashboard - doclesmcasg comodo od.un / Users
Users © Henp
o aa0 | [ Detete & Eoit | (@ Unlock [ £ Refresh |
Emable
© Fies
Enabie by fiter
] Usemame Enabled Aliases Group Forward to
Send invipbon
1] alice s Users
. R erad rord
| bob Yes Pkt Power Ulsers
henry Yes Wanage permssions HR
johin Ye= HR
Alases
1 " [1-474) @ Perpage |15 w
Forward to

mport alias from C5Y file

oo from C5\V e

e Type the full email address of the user for whom the alias has to be added. Note: The user and domain should be valid
and belong to your account.

User Aliases

stores@democasg.comodo.od.ua

Save | Cancel |

e Click the 'Save' button.
Now, the selected user has become an alias of another user. (This could be for the same domain or another domain belonging
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to your account.)

Dashboard f Domains / Domain dashboard - democasg comodo.od.ua / Users.
Users © Hew
o fod [ Delete @ Edit | (@) Unlock [REEEEE RN {12 Refrash
€3 Fiters
T Username Enabled Last login Aliases Group Forward to
I ::;="n"‘"' Yes alicei@-docteamcasyg.comc  Users I
1 " [1-111] Perpage 15 | w

Importing alias from CSV file

You can add many aliases to existing user(s) at a time for the selected domain and / or for other domains available for your
account by importing from a file. The aliases should be saved in ‘comma separated value' (CSV) as shown below:

Example 1

The following example shows how you can add alias for two users for the selected domain.
alias@domain.com usernamel, username2

Example 2

The following example shows how you can add alias for users for the selected domain and other domains available for your
account.

alias@domain.com usernamel, username2, username3@domain2
Please note that for adding many aliases at a time, each alias should be separated by a paragraph line. For example:

aliasl@domain.com usernamel, username?2
alias2@domain.com usernamel, username2, username3@domain2

e Click 'More actions' > 'Import alias from CSV file' to assign alias for users from a CSV file.

Dashboard f Damans / Doman daghboand - docteamcasy comeds. od ua F ULars
ol
Users © Heip
o 4dd [ Delete | # Ect (D) Unlock | £* Refresh |
Enable
£ Fiers
Enable by fiter
Username Enabled Miases Group Forward 1o
Sand mvitation
| bab Yes Paweer Users
E Regenerale passward
" | henry Yes 8 HR
| john Yes Manage parmisgions HR
1 " [1-3i3] Aliagea Perpage (15 |w

Moves b alissss

Forward to

et

Impart from CSV file
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The Upload dialog will be displayed.

Upload csvfile.
Each line should be inthe next format; alias [csv user list],

For example

aliaz@testdomain user!, user2i@domain

Wihen domain name is not mentioned - userwill be added to the current
domain to alias name
Wihen such user does not exists - userwill be created

Upload

e Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open’' button.
The upload progress will be displayed...

Cashieard ¢ Demaing / Doemein dashocard - docisamcas. compdo. od.ua / Usars

Users @ reip
Importis in process. Please wail X |
o add [ Detete 2 Eat @D uniock [T E % Refresh |

Filt
...and when completed, the results will be displayed.

Dashbogrd / Domams / Joma deshboard - docteamcasn. comods.od.ua / Users

Users © e
Total lines processed 1 (%
Import for domain docteamcasg.comodo.od.ua has been finished (%]
1 users alroady exist B
o Add Delete | #* Edit | [ Unlock m |53 Retesn
&3 Fiters

[F] Username Enabiled Last login Aliases Group Forward to

The administrator who carried out the task will receive a notification about the import task completion.
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Forwarding mails to another user

CASG allows administrators to add a forwarding address for a user. This is useful when a user is on vacation or unavailable for
sometime but the mails addressed to him should be attended immediately. Please note the forwarded user should also be in the
same domain.

e Select the user whose mails have to be forwarded to another user and then click 'More actions' > 'Forward to'

Dashboard / Domaing / Doman deshbeard - doctaamcasd, comodo. od.us / Usars
Users © Heip
o dd | [ Delete | # Eat G Uniock i} Refiesh |
Enabile
£ Fitters
Enabvie by fiber
] usermame Enabled Aliases Group Forward to
Send invitation
|_uT bob Yeg Power Users
Regenerate passwond
T henry Yes g " HR
[ jokn Yes Manage permssions HR
1 [1-373] Alagen Perpage 15 |w

Move to alases

e

Import alkas fram CSW file

Inpanl fram CSY fe

The 'Forward settings...' dialog will be displayed:

Forward settings for bob@docteamcasg.comodo.od.ua

Enable forwarding: [C]

@
Forward all user messages to:
docteamcasg.comodo.od.ua

| Cancel |

e Select the 'Enable forwarding' check box

»  Enter the user name of the recipient to whom the mails have to be forwarded in the 'Forward all user messages to'
field

e Click the 'Save' button

The forwarded user will be added and a success message will be displayed.
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Dashbonrd /- Domains f Domain dashboard - docteamcasg comogo pd ya f Users
Users © Help
Successfully saved ]
o 4dd | [ Deiste | @ Eat | (D Uniock | £} Refresh |
© Fies
| Username Enabled Last login Aliases Group Forward to
[ bab Yes 201506-30 10:17:29 Power Users henry@docteameasg com
[ _' henry Yes HR
[F] john Yes 2013406-30 10:27:45 HR
1 [1-3/3] Perpage (15 |w

The incoming mails of the selected user will be automatically forwarded to the added user in the domain. When the selected
user logs in to his/her CASG account, an alert will be displayed at the top of the interface.

Please nate that all incoming messages are automatically forearded 1o henny@docteameasg. comodo.od ua

Quarantine

e Toremove the forwarded mail address for a user, select the user, click 'More actions' > 'Forward to'

The 'Forward settings...' dialog will be displayed:

Forward settings for bob@docteamcasg.comodo.od.ua

Enable forwarding:

henry @

Forward all user messages to:
docteamncasg.comodo.od.ua

| Cancel |

*  Deselect the 'Enable forwarding' check box
*  Delete the username in the 'Forward all user messages to' field

e Click the 'Save' button
The forwarded user will be removed and a success message will be displayed.

Other Actions
* To allow user to access to CASG interface, click the 'More actions' > 'Enable’. A confirmation dialog will be displayed.

* If you want to allow access to user selected by applying filter, apply filters and click 'More actions' > 'Enable by filter'. A
confirmation dialog will be displayed.

»  Click the '"More actions' and select the 'Regenerate password'. The password will be reset for the user in case it is
forgotten. The new password will be sent to the user's email automatically. The user has to use this new password to
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access CASG. A confirmation dialog will be displayed.

*  To send invitation to new created users, select users and click 'More actions' > 'Send invitation'. A confirmation dialog
will be displayed.

3.21.1.4.7.2 Managing User auto-import

CASG has the ability to automatically import new users belonging to the managed domain, upon receiving the first accepted
incoming mail, addressed to the new user at the mail server.

The administrator can enable the auto-import feature and configure it from the 'User auto-import' interface.

Each new user discovered, will be auto-imported in 30 minutes and will be sent with an invitation mail containing an activation
link and credentials for their CASG user account. The new users need to activate their CASG User account by clicking the link in
the invitation mail or logging-in to CASG User interface using the credentials provided in the mails. The administrators will also
get a notification mail whenever a new user is auto-imported into CASG, if configured.

To access the Users Auto-Import interface
e Select 'Account management' from the left hand side navigation to expand it and choose 'Users auto-import' from the

options
¢ coMODO
Y Antispam Gateway

Q Dashboard

€3 Domain dashboard
@ Incoming

(48] Outgoing

EI Email management
E Audit log

/= Whitelist / Blacklist

1 ]
S Account management

Users
m Users aute-import
Users history
LDAP import configuration
LDAP import confirmation list

LDAP import ignore list

The 'Users auto-import' interface of the selected domain will be displayed.
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Dashbeoard f Domaing / Demain dashbeard - docteamcasg. comoedo.od.ua / Users auto-import

Users auto-import

[[] Enable auto-import
Automatically enable imported users
Send invitation to imported users

Motify administrators about imported users

Motification recipients:

«  Enable auto-import - Select this option to enable the auto-import feature.

e Automatically enable imported users - Select this option, If you wish all the auto-imported new users to
be 'Enabled' and their accounts with CASG are to be automatically activated, without them having to login to
CASG user interface.

e Send invitation to imported users - Sends invitation mails to newly imported users. The mail will contain
the activation link and their login credentials.

*  Notify administrators about imported users - Select this option if the administrator are to be notified
whenever a new user is auto imported. You can specify administrators (including self) to whom the
notification mails are to be sent in the 'Notification recipients' textbox. The notification contains the imported
user name and a domain name.

* Notification recipients - Enter the email addresses of the administrators to whom the notification emails
are to be sent. You can enter multiple address, separated by commas.

Dashboard / Demaing / Domain daghbeard - docteamcasg.comode. od.ua f Users auto-import

Users auto-import

Enable auto-import
Automatically enable imported users

Send invitation to imported users

EEEE

Notify administrators about imported users

- o demol@docteamcasg.comodo.od.ua
MNotification recipients:

e Click the 'Save' button for your settings to take effect.

Successiully saved ﬁ
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3.21.1.47.3 Viewing User History

The 'Users History' area contains a record of user account connections within a particular date range. You can filter users by IP
address, last login, domain, username and/or location.

Note: This interface will show user connections to the current domain only (the domain that is shown near the top of the
interface). If required, you can view user connections for all domains in the 'Account Management section’ (click 'Dashboard'
then in the 'Account Management' section, click 'User's History' sub tab).

The remainder of this page explains how to access the history interface and how to use filters to create custom searches.
Accessing the user history interface

e Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Users history' sub
tab.

= COMODO
Antispam Gateway

Email ma

1 Audit log

Whitelisl / Bla

LkAP imipart configuraton
LR imspart confirmation list

LCwaP imiport ignaore list

The 'Users history' interface of the selected domain will be displayed.

[ashtoard f [omans F Doman dashboard - doctepmicasg comods od ua / Users history

.
Users history © Hew
0 Fikters
Usarname Domain 13 Location Last kegin Login duration {min)
falal docdeamcas g comado odu 1251711121 India 2015-06-29 08:24:00 Currently logged in
Tl docteamcasg comodoodu 1251711121 India 2015-06-29 08:22:03 <1
John docteamcasg comodo.odu 125 17.11.121 India 2015-D6-26 073641 25

dgo.odu 1251711121 ndia 2015-06-26 055704
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Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for 'Login duration' column.

Using the filter option to search users

Click anywhere on the Filters tab to open the filters area.

Dashboard / Domains / Domain dashiboard - docieamcasg comodo od ua /f Users history
.
Users history Help
) Filters
Username Domain P Location Last login Login duration (min)

You can add more filters by clicking + for narrowing down your search.

Dashboard i Domains / Domain dashboard - docleamcasg comoda.od ua f Users history

Users history Help
&3 Fihers
+ Usemame w | contains b Apphy filter
- w | conlains w
Usarnama
Usar Lo :m:in 3] Location Last login Login duration (min)
P |
bob | Location amcasg comodoodu 12517 11.121 India 2015-06-29 08:24:00 Curmrenily logged in
Last logim b3 . fu 12851741121 Indiz 2015-08-29 (8:22:03 <1

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

*  Domain: Will execute a search of domains according to the text in the text box (column 3) and the condition selected
in column 2.

* IP: Will execute a search of IP addresses according to the number in the text box (column 3) and the condition
selected in column 2.

*  Location: Will execute a search of locations according to the text in the text box (column 3) and the condition selected
in column 2.

If any of the above options is selected in the first drop-down, the following conditions are available:
*  Equals: Displays all entries that match the text entered in the text box.
*  Not Equals: Displays all entries except the one entered in the text box.
*  Contains: Displays all entries that contain the words entered in the text box.
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*  Not Contains: Displays all entries that do not contain the words entered in the text box.
e Starts With: Displays all entries that start with the words entered in the text box.
*  Ends With: Displays all entries that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:
*  Last Login: Sorts the results based on the last login details of users.
If ‘Last Login' is selected, the following conditions are available:
*  Equals: Displays the users whose last login is same as the selected date in the third box from the calendar

*  Less than: Displays the users whose last login dates are less than the selected date in the third box from the
calendar

»  Greater than: Displays the users whose last login dates are greater than the selected date in the third box from
the calendar

Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the result.

Click anywhere on the Filters tab to close the filters area.

G Fefresh
Click the '—————————! hutton to display all the users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh'’ button.

3.21.1.47.4 Importing Users from LDAP

In addition to adding users manually and importing users from CSV file, CASG enables the administrators to import the users
from the Active Directory (AD) server of the domain. You can configure CASG to access your AD server through Lightweight
Directory Access Protocol (LDAP) to import the email users and to periodically synchronize with the AD server for automatic
addition or removal of the users based on the changes made to the AD server.

Click the following links for more details:
*  LDAP Import Configuration
*  LDAP Import Confirmation List
*  LDAP Import Ignore List
e Troubleshooting LDAP
LDAP Import Configuration

The LDAP Import Configuration interface allows the administrators to configure CASG to import the email users from the
Domains's Active Directory and to set for periodical synchronization. Once Active Directory has been configured, CASG imports
the users into its interface and updates it periodically. For example if a new user is added in the Active Directory, CASG can
automatically add the new user to CASG.

Accessing the LDAP import configuration interface
e Openthe 'Domains' interface and select the domain into which you want to import users.
e Select the domain from the list, click the 'Manage Domain' button to open the 'Domain Management' interface.

e Click 'Account management' tab > 'LDAP import configuration' sub tab.

Comodo strongly recommends that a separate LDAP/AD account be created for the purposes of the ASG login and that
this user account should be allocated read-only permissions.

The 'LDAP import configuration' interface will be displayed:
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Dashboard / Domains / Domain dashboard - docteamcasg.comode.od.ua / LDAP import configuration

LDAP import configuration Help

Connection settings

Host (IP address or name): |[11.111.111.11

<>

Port: LDAP(389) | LDAPS(636) |389

Use SSL to connect?: Yes
Login/Query settings

LDAP login name: |Casguser@domain.com

Password: |eeess Remember credentials
Synchronization interval: |no auto updates v
BaseDN: DC=docteamcasg,DC=comodo,DC=0d DC=ua

Filter | (&(objectClass=User)(mail=*@docteamcasg.comodo.od.ua))

Mail attribute: |mail
Override existing records

[C] Allow CASG to create user accounts as found on LDAP server

D Allow CASG to delete user accounts not found on LDAP server
Information

Send reports: [ ves

Last synchronization time (GMT):

Test connection Save and run synchronization now

Connection Settings

e Host (IP Address or Name) - Enter the external hostname or external IP address of the AD server. If your
Organization uses the same physical server for AD server and the Mail Exchange server, then enter the host name or
IP address of the mail server.

*  Port - Enter the port number of Active Directory Server's LDAP port.
e 389is the default port for non-SSL connection ('Use SSL To Connect' box NOT checked)
e 636 is the default port if SSL connection is active ('Use SSL To Connect' box checked)

e Use SSL To Connect? - Select the 'Yes' check box if you wish us to use secure LDAP. In order to use secure LDAP,
you need to install an SSL certificate from a Certification Authority (CA) like Comodo CA in your AD server. Self Signed
certificates are not allowed.

Note: SSL access should have been enabled for AD Server before opting for SSL usage.

Login/Query Settings

e LDAP login name: - Enter the username of the user account using which CASG server can access the AD server.
Preferably, a new user account can be created for the CASG server in the AD server with a new user name and
password. The User account should have 'read' privileges to the AD server. The username can be of the format
‘username’ or 'username@domainname.com'

e Password - Enter the password of the LDAP user account.

*  Remember Credentials - Enable this option if you wish CASG server to remember the username/password of the
user account, in order to automatically login.
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Note: If you are configuring for automatic periodic synchronization, CASG will store the username and password by default to
connect to the AD server at the set time interval to update the user base, hence the option 'Remember Credentials' will not be
visible. The option will be visible for you to enable or disable if 'Synchronization Interval' setting is set as 'no auto updates'.

e Synchronization interval - If you wish to configure CASG to automatically connect to the AD server and synchronize
the user base, select the time interval for synchronization from the drop-down. Else, select 'No auto updates'.

e BaseDN - Distinguished Name of the user object in Active Directory. By default, the BaseDN field will contain the
Domain Component (DC) values based on the domain name for which LDAP is configured. You can add/change the
values of the strings 'Container Name (CN)', 'Organizational Unit (OU)' and ‘domain name" depending on the users to
be imported from the Active Directory.

Example: For adding users from Container 'Users', Organizational unit 'Organization' and domain ‘example.com’, the
administrator has to enter the following:

CN=Users, OU = Organization, DC=example, DC=com

*  Filter - Enables the Administrator to specify filter parameters users/addresses to be imported from the AD server. Each
filter parameter should be defined within parentheses. Common filter parameters are explained below:

(objectClass=<AD user type>) - Specifies the user accounts to look for from the domain's Active Directory. (Default
= (objectClass=User))

(mail=*<domain name>) - Instructs CASG to import only the users that have a defined SMTP account within the
domain. By default, the filter is pre-added with the parameter (mail=*@<current domain name>) to import the users
that have email addresses on the current domain.

You can add any number of (mail=) filters if you wish to add several domain names
Example: (mail=*@domainname1.com)(mail=*@domainname2.com)

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter the
parameter as '(mail=*)"

To modify a filter parameter to be exclusive rather than inclusive, add an exclamation mark (!) before the opening
parenthesis of any parameter. This will instruct the query to ignore any users which fall into that category. For example,
if one wanted to configure a query to find users with mail enabled at any domain EXCEPT domainname.com, the filter
should include the following: (mail=*)!(mail=*@domainname.com).

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter the
parameter as '(mail=*)".

Note:

e CASG can only import LDAP users that have email addresses on domains that you have added to CASG in the
Domains interface.

e To successfully import users, you must make sure the domain of their email addresses has been added to CASG
AND that the LDAP Import is configured for each individual domain from the Domain Management Area of the
respective domain.

e Mail attribute - Enter the LDAP display name of the contact email address attribute of the AD Server. By default, this
attribute name will be 'mail' for AD servers or the distinguished name (DN) or common user login name for the AD
server. On other servers like Novel or OpenLDAP this attribute may be different and server specific.

Override existing records:

*  Allow CASG to create user accounts as found on LDAP server - Select this checkbox if you wish new users added
in the AD server to be automatically added to CASG during synchronization. If you do not select this option, you can
manually import the new users from the LDAP import confirmation page.

e Allow CASG to delete user accounts not found on LDAP server - Select this checkbox if you wish users removed
from AD server, to be automatically removed from CASG during synchronization. If you do not select this option, you
can manually remove users from the LDAP import confirmation page.

Information Settings

e Send Reports - If enabled, CASG will send email notifications to the administrator whenever new users are created or
users are removed either automatically, (if 'Allow to create users?'/'Allow to delete users?' are enabled) or manually
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from the LDAP import confirmation page.

e Last synchronization time (GMT) - Displays the date and time of last manual or scheduled synchronization with AD
server, in GMT.

*  Notification area - Contains information about errors that occurred during synchronization. In most cases, this will
contain the same information that is provided with the "Test connection" feature. Note - this area is only visible if errors
occur.

»  To check the configuration and connectivity, click 'Test Connection'. If the connection is established successfully then
the success message will be displayed with the total number of users detected from the AD server.

Cashboard f Domains / Domain dashboard - docheamcasg comodo od ua /L DAP import configurasion
LDAP import configuration Help
Conneclion successiully established, deteched & 1otal of 2 uSers on yaur Sener E

Connection settings

*  To save your configuration, click 'Save'.

e To Save your configuration and run a manual synchronization of user base with the AD server instantly, click ‘Save and
run synchronization' now

LDAP Import Confirmation List

The LDAP import confirmation list interface displays the list of:
e Users created at the AD server and not yet been imported into CASG
e Users not present on AD server and not yet been removed from CASG

... if "Allow to create users?' | 'Allow to delete users?' are not enabled in LDAP import configuration interface, along with
the list of users created in CASG. The administrator can import the users created at AD server into CASG manually and remove

existing users from this interface.

Also, the administrator can initiate an on-demand synchronization from this interface.

Accessing the LDAP import confirmation list interface
e Open the 'Domains' interface and select the domain into which you want to import users.
e Select the domain from the list, click the 'Manage Domain' button to open the 'Domain Management' interface.
*  Click 'Account management' tab > 'LDAP import confirmation list' sub tab.

The 'LDAP import confirmation list' interface will be displayed:

Dashboard / Domains / Domain dashboard - csgga.comodo.od.ua / LDAP import confirmation list

LDAP import confirmation list @ e
11 Run syncnronization now Move to ignore list ‘D Refiesh ‘
e Filters
[F] Username Status
E] alex create
[ derrick create

1 F1 Per page |15 w

The list of users added to and deleted from the AD server with the existing users created at CASG will be displayed. This list
reflects difference between CASG users and AD users, considering LDAP ignore list.
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e Users created at the AD server and not present in CASG will be displayed with the status 'Create'
e Users not present on the AD server but present in CASG will be displayed with the status 'Delete’

Using the filter option to search users

Click anywhere on the Filters tab to open the filters area.

Dazhinosrd £ Domains ! Domain dastboand - docteamcasa.comods.od us fLDAP import conflrmation list

LDAP import confirmation list @ Hew
1T Run synchronization now C@] Miowe to ignore list i} Refresh
D Finters
+ Username w || containg v Apply filter
W] Usernamse Status

You can add more filters by clicking + for narrowing down your search.

Dashboard 7 Domaing f Domain dashbosrd - docisamcasg.comado.od us f LDAP impart confirmation ist
LDAP import confirmation list © Hein
1T Run synchronization now @ Wove to ignore list E Refresh
) Fiters
==  Usemame v contains v Apply filter
- |Usemame w | |containg v
Username I
FIR SINE — Status

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

If 'Username' is selected, the following conditions are available:

* Equals: Displays all usernames that match the text entered in the text box.

*  Not Equals: Displays all users except the one entered in the text box.

*  Contains: Displays all username(s) that contain the words entered in the text box.

*  Not Contains: Displays all username(s) that do not contain the words entered in the text box.

e Starts With: Displays all username(s) that start with the words entered in the text box.

*  Ends With: Displays all the username(s) that end with the words entered in the text box.
Other options available in the first drop-down in the filters area:

e Status: Sorts the results based on whether a user's status is 'Create’ or 'Delete’ selected from third column and
condition selected from second column.
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If 'Status' is selected, the following conditions are available:

*  Equals: Displays the users whose status is as chosen in third column
*  Not Equals: Displays the users whose status is opposite to that chosen in third column
Click 'Apply Filter' after selecting the filters.

The application will search the respective column(s) according to the filter(s) set and display the resullt.
Click anywhere on the Filters tab to close the filters area.

G Refresh
Click the ' button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh' button.

e Torun a manual on-demand synchronization, click 'Run synchronization now'

If you have not selected the option Remember credentials in LDAP Import Configuration interface, you will be asked to enter
the username and password for CASG to access the AD server.

Connection credentials

LOAF login name:

Fasswiord:

m| Cancel |

»  Enter the LDAP login credentials and click 'OK".

Dishbosrd fDomsns fDomsin dashiboard - doclesmessy comado 0.8 / LDAP import confinmation st

LDAP import confirmation list @ Hein
Synchronization for domain docteamcasg.comodo.od.ua has been started B
2 Cancel synchronization @ Move to ignare list 1:1 Refrash
&> Fitters

CASG server will connect to your AD server and start detecting the changes in the users in the AD server.
All the users added to the AD server will be displayed as a list.

»  Toimport or delete users selected by applying filter, apply filters as described above and click 'More actions' > 'Apply
import by filter'.

»  Toimport or delete a set of selected users, select the users and click 'More actions' > 'Apply import by selection'.

»  Toimport all users created at the AD server and to delete all the users removed from AD server at once, clear all the
filters and click 'More actions' > 'Apply import by filter'. A confirmation dialog will be displayed.
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Apply import

P Are you sure you want to apply import of all filterec
users?

»  Click OK. The import progress will be displayed.

Dashboacd / Domains / Domain dashboard - docheamcasg comode od ua / LDAF impert condirmation kst
LDAP import confirmation list © e
impart is in process Please wail ﬁ
&) move to ignare st i3 Pefresh |
£ Finers

On completion, the selected users will be imported or deleted in synchronization with the AD server.

Note: The number of users that you can add for all the domains belonging to your account depends on your subscription plan.
For example, if the subscription plan for your account allows you to add 1000 users and you have three domains, then you can
add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3. You can set any value between 0 and 999999
in the 'Max. number of users' field in the Add Domains / Edit Domains / Domain Settings interface, but CASG checks if the
total number of users for all domains is within your license limit.

*  To move selected users to Ignore List, select the users and click 'Move to Ignore list'

Move users to ignore list

ignore list?

@ Are you sure you wantto move selected users fo

... and click OK in the confirmation dialog.

Users moved to ignore list will be skipped from next synchronization with the AD server.

LDAP Import Ignore List

The LDAP import ignore list interface displays a list of users to be skipped from being created or deleted in CASG during
synchronization with the AD server. Users can be moved to ignore list from the LDAP Import Confirmation List interface or
manually added. Once added to the ignore list, the user will be skipped from the AD server from the next synchronization
operation.

Accessing the LDAP import ignore list interface
e Open the 'Domains' interface and select the domain into which you want to import users.

e Select the domain from the list, click the 'Manage Domain' button to open the 'Domain Management' interface.
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e Click 'Account management' tab > 'LDAP import ignore list' sub tab.

The 'LDAP import ignore list' interface will be displayed.

Dashivosrd / Domsing f Domsin deshibosrd - docleamcasy comoda ad.us fLOAP (mport ignore st

LDAP import ignore list © Heio

o 2dd [ Remove from ignore list £ * Refresh
€ Filters
1 Username
= bob
1 derrick
1 1 Perpage |15 | W

Using the filter option to search users

e Click anywhere on the Filters tab to open the filters area.

Dashiboard f Domans f Domain dashiboard - docteamcasg comado od.ua fLDAP import ignore list

LDAP import ignore list © Help

+Md m Remaove from ighore list +_ > Refrash
£ Filters
&= sermame v || contains v Apply fiter
| containg
¥ Username e
| notequals I :
nat containg o ema g
1 1 starts with Perpage 15 w
| ends with T

Available filters are:

»  Username: Will execute a search of usernames according to the text in the text box (column 3) and the condition
selected in column 2.

The following conditions are available:
* Equals: Displays all usernames that match the text entered in the text box.
* Not Equals: Displays all users except the one entered in the text box.
*  Contains: Displays all username(s) that contain the words entered in the text box.
*  Not Contains: Displays all username(s) that do not contain the words entered in the text box.
e Starts With: Displays all username(s) that start with the words entered in the text box.
*  Ends With: Displays all the username(s) that end with the words entered in the text box.
*  Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.

e Click anywhere on the Filters tab to close the filters area.
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G Fefresh ‘

e Click the ‘ button to display all users.

Note: To display all the users after using the filters option, you have to first click anywhere on the Filters tab to close the filters
area and then click the 'Refresh'’ button.

To add users to ignore list

e Click 'Add". The Add ignored user dialog will be displayed.

Add ignored user

= william

= el

*  Enter the user names to be added to the ignore list

lgnored users

e Click the + icon to add more users
e Click Save to add the users.

A'Successfully added' message will be displayed at the top.
To remove the users from the ignore list
»  Select the users and click 'Remove from ignore list'. A confirmation dialog will be displayed.

Delete users

P Areyou sure you want to delete the selected
nzers?

e Click OK.
The users will be removed from the list and a 'Successfully deleted' message will be displayed at the top.

e Users removed from the ignore list will be imported to or deleted from CASG based on changes in the AD server,
during the next synchronization if 'Allow to create users?'['Allow to delete users?' are enabled in LDAP import
configuration interface.

e Users removed from the ignore list will be listed in the LDAP import confirmation list interface based on changes in the
AD server, during the next synchronization if 'Allow to create users?'['Allow to delete users?" are not enabled in
LDAP import configuration interface.

3.2.2 Audit Log

CASG keeps a record of actions initiated by users and administrators for all domains belonging to an account. The Audit Log
area allow administrators with appropriate privileges to view these log reports. CASG also keeps logs of domains separately for
each domain. For more details on selected domain audit log, refer to the section Domain Audit Log. This section explains about
the consolidated log for all domains available in the account.
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The log details for all the domains will be displayed.

Dashboard / Audt log

Audit log © Heio

3 Exportto CSV by filter £ ¥ Refresh
‘ o Filters ‘
Date (GMT +0) Domain Role Login Operation key = Operation description Details
Recipients:
. john@docteamcasg.comodo.od.ua; Sender:
Accept and archive . X
2014-10-28 16:30:52 docteamcasg.comodo.oc system ACCEPT_AND_, e admin@antispamgateway.comodo.com,

Date: Tue Oct 28 14:53:04 GMT 2014; Subject:
Mew account registered

Recipients:
TR john@docteamcasg.comodo.od.ua; Sender:
2014-10-28 16:30:51 docteamcasg.comodo.oc system ACCEPT_AND_, e admin@antispamgateway.comodo.com,
Date: Tue Oct 28 14:53:04 GMT 2014; Subject:
Mew account registered

Recipients:
demol@docteamcasg.comodo.od.ua,
Accept and archive demo2@docteamcasg.comodo.od.ua;
message Sender: admin <demo@csg.comodo.od.ua=;
Date: Tue Oct 28 13:37:58 GMT 2014; Subject:
Re: DQ demo

2014-10-28 16:30:29 docteamcasg.comodo.oc system ACCEPT_AND_,

Recipients:
demol@docteamcasg.comodo.od.ua,

Accept and archive demo2@docteamcasg.comodo.od.ua;
2014-10-28 16:28:51 docteamcasg.comodo.oc system ACCEPT_AND_s £ @ . .
message Sender: admin <demo@csg.comodo.od.ua=;

Date: Tue Oct 28 13:38:30 GMT 2014; Subject:
D0 demo 2

Sorting the Entries

Clicking any column heading switches the sorting of the entries based on the ascending/descending order of the entries as per
the information displayed in the respective column. The sorting option is not available for '‘Operation description' column.

Using Filter options to search particular event(s)

e Click anywhere on the 'Filters' tab to open the filters area.
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You can add more filters by clicking + for narrowing down your search.

Dashboard § Audit log

Audit log

(] Exportta G5V by filter

D Fiters

== | Domain v contains v

== | Date w || eguals v )
Date

Date Domain Mmain *  Raole Login Oper
Raole
Login

2014/ Operationdescription o oron 0o comodoodua  superadmin DEL
Details

You can remove a filter by clicking the ™= icon beside it.

Available filters are:

«  Domain: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  Login: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

»  Details: Will execute a search of log entries according to the text entered in the text box (column 3) and the condition
selected in column 2.

When you select any one of the above options in the first drop-down, the following conditions are available:

»  Contains: Displays all log entries that contain the words entered in the text box
*  Equals: Displays all log entries that contain only the words entered in the text box
*  Not Equals: Displays all log entries that do not contain only the words entered in the text box
*  Not Contains: Displays all log entries that don't contain the words entered in the text box
»  Starts with: Displays all log entries that starts with the words entered in the text box
«  Ends with: Displays all log entries that ends with the words entered in the text box
Other options available in the first drop-down in the filters area:

»  Date: Will execute a search of log entries according to the date selected in the calendar box (column 3) and the
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condition selected in column 2.

*  Role: Will execute a search of log entries according to the role selected in the third field (column 3) and the condition
selected in column 2.

»  Operation Description: Will execute a search of log entries according to the action selected in the third field (column
3) and the condition selected in column 2.

If 'Date’ is selected, the following conditions are available:
*  Equals: Displays the entries that have the same date as the selected date in the third box from the calendar
*  Less than: Displays the entries with dates less than the selected date in the third box from the calendar

«  Greater than: Displays the entries with dates greater than the selected date in the third box from the calendar
If 'Role' is selected, the following conditions are available:

*  Equals: Displays all log entries that is equal to the role selected in column 3.
*  Not Equals: Displays all log entries that except the role selected in column 3.

If ‘Operative description' is selected, the following conditions are available:

*  Equals: Displays all log entries that is equal to the event selected in column 3.
* Not Equals: Displays all log entries that except the event selected in column 3.

e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the resullt.
»  Click anywhere on the Filters tab to close the filters area.

G Refresh ‘

*  Click the ‘ button to display all the entries.

The following table provides the details of actions initiated by user/administrator and shown under Operation Key and Operation
Description columns in the log report:

Operation Key Operation Description
1 DELETE_EMAIL_FROM_QUARANTINE_BY_FILTER Delete quarantined messages by filter
2 DELETE_EMAIL_FROM_QUARANTINE Delete quarantined message
3 RELEASE_EMAIL_FROM_QUARANTINE Release quarantined message
4 WHITELIST_RECIPIENT Whitelist recipient
5 BLACKLIST_RECIPIENT Blacklist recipient
6 UNWHITELIST_RECIPIENT Remove recipient from the whitelist
7 UNBLACKLIST_RECIPIENT Remove recipient from the blacklist
8 WHITELIST_SENDER Whitelist sender
9 BLACKLIST_SENDER Blacklist sender
10 UNWHITELIST_SENDER Remove sender from the whitelist
11 UNBLACKLIST_SENDER Remove sender from the blacklist
12 RESET_TO_DEFAULT_WHITELISTED_SENDERS Reset senders whitelist
13 RESET_TO_DEFAULT_WHITELISTED_RECIPIENTS Reset recipients whitelist
14 RESET TO_DEFAULT BLACKLISTED SENDERS Reset senders blacklist
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15 RESET TO_DEFAULT BLACKLISTED RECIPIENTS Reset recipients blacklist
16 WHITELIST_SENDER_DOMAIN Whitelist all senders of the domain
17 WHITELIST_RECIPIENT_DOMAIN Whitelist all recipients of the domain
18 BLACKLIST_SENDER_DOMAIN Blacklist all senders of the domain
19 BLACKLIST_RECIPIENT_DOMAIN Blacklist all recipients of the domain
20 USER_WHITELIST_REQUEST_PER_USER Request
whitelist sender for user
21 USER_BLACKLIST REQUEST PER _USER Request
blacklist sender for user
22 USER_RELEASE REQUEST Release request
23 USER_CANCEL_WHITELIST_REQUEST_PER_USER | Cancel request whitelist sender
for user
24 USER_CANCEL_BLACKLIST_REQUEST_PER_USER | Cancel request blacklist sender
for user
25 USER_CANCEL_RELEASE_REQUEST Cancel release request
26 ACCEPT_WHITELIST_REQUEST_PER_USER Accept
request whitelist sender for user
27 ACCEPT_BLACKLIST_REQUEST PER_USER Accept
request blacklist sender for user
28 ACCEPT_RELEASE_REQUEST Accept release request
29 REJECT_WHITELIST_REQUEST _PER_USER Reject
request whitelist sender for user
30 REJECT_BLACKLIST_REQUEST_PER_USER Reject
request blacklist sender for user
31 REJECT RELEASE REQUEST Reject release request
32 SPAM_DETECTION_SETTINGS Update spam detection settings
33 SPAM_DETECTION_SETTINGS _RESET TO_DEFAULT | Reset spam detection settings
34 DELETE_EMAIL_FROM_ARCHIVE_BY_FILTER Delete archived messages by filter
35 DELETE_EMAIL_FROM_ARCHIVE Delete archived message
36 RESEND_EMAIL_FROM_ARCHIVE Resend archived message
37 REPORTS_AS_SPAM Reports archived message as a SPAM
38 QUARANTINE_EMAIL Quarantine message
39 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message
40 MARK_EMAIL_AS_SPAM Mark message as spam
41 ACCEPT_EMAIL Accept message
42 WHITELIST_USER_SENDER Whitelist sender for user
43 BLACKLIST_USER_SENDER Blacklist sender for user
44 UNWHITELIST_USER_SENDER Remove sender from the user whitelist
45 UNBLACKLIST_USER_SENDER Remove sender from the user blacklist
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46 QUARANTINE_REPORT _SUBSCRIPTION_UPDATE Quarantine report subscription update

47 QUARANTINE_REPORT_SUBSCRIPTION_RESET TO_ | Quarantine report subscription reset to default
DEFAULT

48 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION_UPD | Domain report subscription update
ATE

49 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION_RES | Domain report subscription reset to default
ET_TO_DEFAULT

50 DOMAIN_ADD Add domain

51 DOMAIN_DELETE Remove domain

52 ADMIN_ADD Add admin

53 ADMIN_EDIT Edit admin settings

54 ADMIN_DELETE Remove admin

55 ADMIN_UNLOCK Unlock admin

56 ADMIN_REGENERATE_PASSWORD Regenerate password for admin

57 ADMIN_PASSWORD_UPDATE Update password for admin

58 SYSTEM_NOTIFICATIONS TEMPLATE_CHANGE System notifications template change

59 ADMIN_PERMISSIONS_GROUP_ADD Add admin permission group

60 ADMIN_PERMISSIONS_GROUP_DELETE Remove admin permission group

61 ADMIN_PERMISSIONS_GROUP_UPDATE Update admin permission group

62 ADMIN_PERMISSIONS CHANGE_DEFAULT _GROUP | Change default admin permission group

63 ADMIN_PERMISSIONS_ASSIGN_GROUP Assign admin permission group by selection

64 REPORT_SPAM _BY FILE Report delivered message as spam

65 DOMAIN_DESTINATION_ROUTES_UPDATE Update destination routes

66 DOMAIN_LOCAL_RECIPIENTS_ADD Add local recipient

67 DOMAIN_LOCAL_RECIPIENTS_DELETE Remove local recipient

68 DOMAIN_LOCAL_RECIPIENTS_STATE_CHANGE Local recipients state change

69 DOMAIN_ALIASES_ADD Add domain alias

70 DOMAIN_ALIASES DELETE Remove domain alias

71 DOMAIN_SETTINGS_UPDATE Update domain settings

72 DOMAIN_SETTINGS_RESET_TO_DEFAULT Reset domain settings to default

73 DOMAIN_RELAY_RESTRICTIONS_ADD Add relay restriction

74 DOMAIN_RELAY_RESTRICTIONS_UPDATE Update relay restriction

75 DOMAIN_RELAY_RESTRICTIONS DELETE Remove relay restriction

76 DOMAIN_RELAY RESTRICTIONS STATE_CHANGE Relay restriction state change

77 DOMAIN_OUTGOING_USER_ADD Add outgoing user
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78 DOMAIN_OUTGOING_USER_SETTINGS_UPDATE Edit outgoing user

79 DOMAIN_OUTGOING_USER_DELETE Remove outgoing user

80 DOMAIN_OUTGOING_USER_LOCK Lock outgoing user

81 DOMAIN_OUTGOING_USER_UNLOCK Unlock outgoing user

82 DOMAIN_OUTGOING_USER_PASSWORD_UPDATE Update password for outgoing user

83 DOMAIN_EMAIL_SIZE_RESTRICTION_CHANGE Email size restriction change

84 DOMAIN_BLOCKED_EXTENSIONS_UPDATE Update blocked extensions

85 DOMAIN_BLOCKED EXTENSIONS RESET TO DEFA |Reset blocked extensions to default
ULT

86 DOMAIN_AUDIT_CONFIGURATION_CHANGE Audit configuration change

87 DOMAIN_LDAP_CONFIGURATION_CHANGE LDAP configuration change

88 DOMAIN_INCOMING_USER_ADD Add incoming user

89 DOMAIN_INCOMING_USER_EDIT Edit incoming user

90 DOMAIN_INCOMING_USER_DELETE Remove incoming user

91 DOMAIN_INCOMING_USER_UNLOCK Unlock incoming user

92 DOMAIN_INCOMING_USER_REGENERATE_PASSWO | Regenerate password for incoming user
RD

93 DOMAIN_INCOMING_USER_PASSWORD_UPDATE Update password for incoming user

94 DOMAIN_INCOMING_USER_ALIASES UPDATE Update incoming user aliases

95 DOMAIN_INCOMING_USER_MOVE_USER_TO_ALIAS | Move user to alias

96 DOMAIN_INCOMING_USER_MOVE_ALIAS TO _USER |Move alias to incoming user

97 USER_PERMISSIONS_GROUP_ADD Add user permission group

98 USER_PERMISSIONS GROUP_DELETE Remove user permission group

929 USER_PERMISSIONS_GROUP_UPDATE Update user permission group

100 USER_PERMISSIONS CHANGE_DEFAULT GROUP | Change default user permission group

101 USER_PERMISSIONS_ASSIGN_GROUP Assign user permission group by selection

Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. If the entries
exceed this value, exporting cannot be done and a warning will be displayed. Please note that exported file will display the
entries in the same sorted order as in the interface.

To export log report to csv file

Click the 'Export to CSV by filter' button.
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Dashboard § Audt log

Audit log

[ Exportto CSY by filter

€D Fitters

Date {GMT +0) Domain “  Role Login

The 'File Download' dialog will be displayed.

i '
Opening CASG-AuditExport-2014-10-27 12_33_31.esv [

You have chosen to open:
|| CASG-AuditExport-2014-10-27 12_33_31.csv

which is: Text Document
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Openwith | Motepad (default) -

i@ Save File

[ Do this autematically for files like this from now on.

[ QK ]| Cancel |

L =
»  Click 'Open' to view the file with an appropriate application or click 'OK' to save the file to your computer.

The values in the log report will be separated by commas and this file can be opened with appropriate application such as Excel
or Openoffice Calc for easy analysis.

3.2.3 Administrator Account Management

The Account Management area of CASG allows an administrator with appropriate privileges to add new administrators for the
same account. This area also allows the administrator to configure permissions for users and administrators, reset passwords
and change the login status from enabled to disabled and vice-versa. If you have logged in using the CAM credentials, this area
will have an additional icon 'Login to my Comodo account' through which you can access your CAM account. If logged in as an
administrator, the 'Account Management' area will differ depending on the privileges configured for the administrator. Refer to
the section 'Admin Groups & Permissions' for more details.
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Click the following links for more details:
*  Managing Administrators
e User Groups & Permissions
*  Admin Groups & Permissions
*  Managing Comodo Account
e My Profile

e Users History

3.2.3.1 Administrators

In this interface, an administrator with appropriate privileges can add new administrators, delete existing administrators, set
permission levels as well as edit the login status and regenerate new password for existing administrators. Refer to the section
'‘Admin Groups & Permissions' for more details on administrative privileges.

Click the following links for more details:
*  Managing Administrators
e Adding New Administrators
e Deleting Administrators
*  Editing Administrators
*  Managing Permissions for Administrators

Managing Administrators

*  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Admins' sub tab.
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The 'Admins' configuration interface will be displayed:

Dot J Admirg

Admins

+ Add ﬁ Delote f Edit I& Manage pemissions

0 Fiiters
Login Ensatilad Last kg
Iohr@d octeamcasg comodo.odua e Apr 16, 2004 &:1 3058 AM
1 (b} [1-1111

G owp

Power Adminisiraion

COMODO

Creating Trust Online®

& Heip

£} Retresh

Taa gt

[docteanicasg s omaodo.od ua
18 SEDaIn. L0, CEg-Anh-
LR gl R IE)

EREpS A0 Maln. Lo,
example] domaincom]

Perpage |15 w

The 'Admins' interface displays a list of administrators with their CASG enabled/disabled status, their last login date and time, to
which group they belong and the domains that they can manage. You can sort the entries in ascending or descending order
based on the login, enabled status or last login time by clicking the up/down arrows in the respective column headers.

Using the filter option to search administrators

Click anywhere on the Filters tab to open the filters area.
Admins
o aid | [ Deieie | #F Edt @ Wanage permissions

) Finerz

o |Login v | COntsins -

| asipiny Fnablesd 1 ast login

You can add more filters by clicking + for narrowing down your search.

ﬂ Help

i? Rafesh

Tarqgel
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Last login
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You can remove a filter by clicking the ™= icon beside it.

Following are the options in the first drop-down in the filters area:

»  Login: Will execute a search of admins according to the text in the text box (column 3) and the condition selected in
column 2.

When you select this option in the first drop-down, the following filters are available in the second drop-down:
»  Equals: Displays the results based on the administrator name that was entered in full in the text box.
*  Not Equals: Displays all administrator(s), except the one entered in the text box.
*  Contains: Displays all administrator(s) that contains the words entered in the text box.
*  Not Contains: Displays all administrator(s) that does not contain the words entered in the text box.
«  Starts With: Displays all administrator(s) that starts with the words entered in the text box.
*  Ends With: Displays all administrator(s) that ends with the words entered in the text box.
Other options available in the first drop-down in the filters area:
*  Enabled: Sorts the results based on administrators' enabled / disabled status.
When you select this option in the first drop-down, 'equals' is the only option available in the second drop-down:

*  Equals: Displays the results of enabled administrator(s) when the checkbox beside it is selected. When the
checkbox is not selected, it displays the list of administrator(s) who are not enabled.

»  Last Login: Will execute a search of admins according to the date selected in the calendar (column 3) and the
condition selected in column 2.

When you select this option in the first drop-down, the following filters are available:

*  Equals: Displays the list of administrator(s) that has the last logged in on the same date as the selected date in
the third box from the calendar.

*  Less than: Displays the list of administrator(s) that has the last logged in on dates less than the selected date in
the third box from the calendar.

»  Greater than: Displays the list of administrator(s) that has the last logged in on dates greater than the selected
date in the third box from the calendar.

*  Group: Will execute a search of admins according to the group selected in last drop-down (column 3) and the
condition selected in column 2.

»  Equals: Displays the results based on the group name that is selected in the drop down list from the third box.
*  Not Equals: Displays all administrator(s), except the one selected in the drop down list from the third box.
e Click 'Apply Filter' after selecting the filters.
The application will search the respective column(s) according to the filter(s) set and display the result.
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e Click anywhere on the Filters tab to close the filters area.

G Fefresh ‘

e Click the ‘ button to display all administrators.

Note: To display all the administrators after using the filters option, you have to first click anywhere on the Filters tab to close
the filters area and then click the 'Refresh’ button.

To add a new administrator

¢ Click the Add button.

Dashbcard f Admins

Admins
@ M =~Ssalae f Edit @ Manage pammissions
O Fitters New adsministralor
=  Group v | equals Login: | smithd@docteamcasg comodo od.ua

Systern notficalions ematl(s)  falllena@amall.com

| Laogin Gl
i Status: [ Enabled i
Subscribe emals o global & ves
reparting
| John@dociEamcasg comodo.od ua Fostier Adminisirator

i [1-1141]

The 'New administrator' dialog will be displayed.
e Login - Enter the new administrator's valid email address as login username.

e System notifications email(s) - Enter the email addresses at which the new administrator should receive CASG
notification emails. It can be the same email address as the login name and / or alternative email address(es) of up to
a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or releasing quarantined emails
and notifications such as of imports of users, local recipients and users via LDAP from CSV files will be sent to the
email addresses specified in this field. Refer to the section Email Management for more details.

e Status - Enables to change the login status of the new administrator. By default, this box is selected, that is, the new
administrator can access CASG interface.

»  Subscribe emails to global reporting - Selecting this checkbox enables the new administrator to receive the
periodical domain and quarantine summary reports of all domains belonging to the account at the email address
specified as login user name. Refer to CASG Reports - an Overview for more details.

e Click the 'Save' button.

The administrator will be added to the list and be placed in the default group. The privileges to the administrator can be
configured according to his/her role. Refer to the section 'Managing Permissions for Administrators' for more details. An
email to the added administrator will be sent automatically containing password to access CASG. The password can be reset in
the edit interface. The added administrator will be displayed in the list.
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To delete an administrator
e Select the administrator to be removed and click the 'Delete’ button.

Dushiccir J§ Ademires:

Admins
+ Add & Edil § MEanape permissions
£ Fiters
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¥ st @Eoreameasg comodn 0l U Fus Fower Adminisirsions

A confirm dialog will be displayed warning you that the selected administrators will be deleted.

Delete administrators

administratars?

@ Are ywou sure yvou want to delete the selected

*  Click 'OK" to confirm the deletion.
The selected administrator(s) will be deleted from the list.

To edit an existing administrator
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You can reset the password, change the CASG notification email address(es) and allow or deny permission for the

administrators to access their CASG account in the edit interface.

e Select the administrator you want to edit from the list and click the "Edit' button.
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The 'Edit administrator' dialog box will be displayed.

«  System notifications email(s) -Enter the email addresses at which the new administrator should receive CASG
notification emails. It can be the same email address as the login name and / or alternative email address(es) of up to
a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or releasing quarantined emails
and notifications such as of imports of users, local recipients and users via LDAP from CSV files will be sent to the
email addresses specified in this field. Refer to the section Email Management for more details.

Tip: The currently logged-in administrator can configure the Quarantine notification email address through Dashboard >
Account Management > My Profile > Change Settings dialog.

e Status - Enables to change the login status of the administrator.

*  Regenerate password - Click this button to reset the password for the administrator in case it is forgotten. The new
password will be sent to the administrator's email automatically. The administrator has to use this new password to
access CASG.

e Click the 'Save' button to confirm your changes.
Managing Permissions for Administrators
CASG allow administrators with appropriate privileges to assign permissions for other administrators that will determine what
he/she can do and cannot do while logged into their respective CASG admin interface. The administrators can create policies
and assign them to other administrators from this interface. See the section 'Admin Groups & Permissions' for more details on

how to create groups and policies for administrators. A new administrator will be automatically assigned default permission
settings.

To assign permissions for an administrator

e Select the administrator or multiple administrators that you want assign permissions and click the 'Manage
permissions' button.
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The 'Admin Groups & Permissions' interface will be displayed.

Admin groups & permissions

o= Add

Name

© Power Administrators (Default
© HR

© Limited

D) General

Assign to selected admins Assign to fitered admins | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default, '‘Power
Administrators (Default) group will be available and administrators can add, edit groups and assign permissions to other
administrators. See the section 'Admin Groups & Permissions' for more details.

e Select the group from the list.

The permissions set for this group will be displayed on the right side.
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Admin groups & permissions

o= Add

Hame Permission:

Power Administrators (Defaulf) 4 ¥ Al customer permissions

~| Add domain
Admin management
User permissions
Admin permissions
Report management
User session history view
View customer info
Locale
¥ View
~| Change
Change user limit per domain

Email template management
Audit log

Assign to selected admins Assign to fitered admins | Cancel |

*  Click the 'Assign to selected admins' button to set permissions for selected admin(s).

e Click 'Assign to filtered admins' button to set permissions for administrators found by filter.
e Click 'OK"in the confirmation dialog.

The selected admin(s) will be added to the group and a confirmation message will be displayed.

Dol J AT
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The interface also displays the new group assigned for the selected admin(s) under the 'Group' column.

3.2.3.2 User Groups & Permissions

The User Groups & Permissions interface allows the administrators with appropriate privileges to create email user groups
according to the needs of the organization. Each group can be configured with different permission levels. This simplifies the
process of configuring permission levels for each user meaning new or existing users belonging to all domains for the account
can be simply assigned a group with a preset policy. The user interface will vary according to his/her permission level. See the
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section 'Managing Permissions for Users' in 'User Account Management' on how to add users to predefined groups.
To create user groups

Click the 'Account management' tab on the left hand side navigation to expand and then click the 'User groups &
permissions' sub tab.

coMODO
' Antispam Gateway

I:i:' Diashboard
{Ei Domains
[® audi log

Al
S sccount management

Ity prafile

Lizars histony

.!_'.'. CUSTOMEr management

The 'User Groups & permissions' interface will be displayed.

Dasfbonrd ) Lsr groups & pamissorg

User groups & permissions © viai

e add

Haniw
Prever Liser

Ui D Iy

By default, two user groups, Power User and Users (Default), will be available. These two groups cannot be either edited nor
deleted. Clicking any one of them will display the permission levels assigned for the group in the right side.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 247



COMODO

Creating Trust Online®

/

/

az e Mlser groups & permissione

User groups & permissions © Heip
o sa { Make default
Hiiie Peaniasia;

® PowerUsers Fl Bl user permisEkons
UERre [Defaull Incoming Log Search
Dungoing Log Seank
=) Rexport S par
=] Lisar ne

Crashe mall mousst
Chanpa user setings

Whitelz1 § Blackdist

Clicking on the arrow beside a permission will display the tree structure of second level of permissions, if available.

Permission:

L3

4 ¥ Al user permissions |
| Incoming Log Search
| Qutgoing Log Search
*| Report Spam
| User report subscriptions
4 ¥ Quarantine
*| Show Message
*| Release messages

m

*| Delete messages
4 ¥ Archive
| View
*| Resend
| Create mail request
¥| Change user settings

For users in the 'Power User' group, all permission levels will be enabled. The 'Release quarantine messages' option will not be
available to users in the regular 'Users' group. This means that if a user is assigned to the 'Power User' group, he / she can
release quarantined messages from the quarantined mails list without approval from the administrator. See the section
Released Requests in 'Email Management' for more details.

Permission Levels
* Incoming Log Search - Allows a user to search and view the log of all incoming mails.
*  Outgoing Log Search - Allows a user to search and view the log of all outgoing mails.
e Report Spam - Allows a user to report a mail as spam mail.
e User report subscriptions - Allows a user to configure periodical quarantine report generation.
¢ Quarantine

e Show Message - Allows a user to view quarantined emails in same window or separate window.
* Release messages - Allows a user to release a quarantined mail without approval from the administrator.
»  Delete messages - Allows a user to delete a quarantined mail without approval from the administrator.

e Archive
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e View - Allows a user to view archived emails in same window or separate window.
*  Resend - Allows a user to resend archived emails to himself / herself.
e Create mail request - Allows a user to configure email request for CASG notifications.

»  Change user settings - Allows a user to configure himself / herself as recipient whitelist.
e Whitelist / Blacklist

*  Manage whitelist senders per user - Allows a user to manage sender whitelist for his / her mail account
*  Manage blacklist sender per user - Allows a user to mange sender blacklist for his / her mail account

Click the following links for more details.
e Adding a new group
* Editing a group
*  Deleting a group
*  Making a group as default

Adding a New Group
e Toadd a new group and configure permission levels, click the 'Add" button.

Dashboard F User groups & permissions

User groups & permissions

Name

@ Power Users

@ Users (Default

Anew group creating page will be displayed.
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Dashboard / User groups & permissions

User groups & permissions Help
Name Permission:
© Power Users 4[] All user permissions |~
@ Users (Default) Incoming Log Search
& Outgoing Log Search
- Report Spam

User report subscriptions
4 | !Quarantine

m

Show Message

Release messages

Delete messages
4 Archive

View

Resend

Create mail request
Change user settings

»  Enter the name of the group in the text field under the ‘Name' column and enable the permission levels in the right side
required for that group.

Dashboard / User groups & permissions

User groups & permissions Help
Name Permission:
© Power Users 4 B all user permissions ‘n
© Users (Default) “JIncoming Log Search
& *| Qutgoing Log Search
@ Hr

| Report Spam
*| User report subscriptions
4 8] quarantine

m

Show Message
| Release messages
| Delete messages
4 ¥ Archive
¥ View
*| Resend

~| Create mail request
Change user settings
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e Click the 'Save' button.

The newly created group will be displayed in the interface.

Dazhboard §User groups & permissions

User groups & permissions

o= Add

Name

© Power Users
@ Users (Default
© HR

Now, users of domains belonging to the account can be assigned to this newly created group. See the section 'Managing
Permissions for Users' in 'User Account Management' on how to add users to predefined groups.

Editing a Group

You can edit the name of an existing group and / or change the permission levels.

»  To edit an existing group, select the group from the list and click the 'Edit' button.
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Dashboard / User groups & permissions

User groups & permissions Help
Hame Permission:
© Power Users 4 |H] All user permissions l
© Users (Default) “JIncoming Log Search

. *| Qutgeing Log Search
@ HR
*| Report Spam
| User report subscriptions
4 (B Quarantine

m

Show Message
| Release messages
| Delete messages
4 ¥ Archive
“I\iew

“|Resend

| Create mail request
Change user settings

e Change the permission levels and / or the name of the group.
»  Click the 'Save' button for the changes to take effect.

The users in the group that is edited will be automatically reassigned to the edited group.

Deleting a Group

e To delete a group, select it from the list and click the 'Delete’ button.

[Cofonrd fibser groups & permision
User groups & permissions © Hen
o ain 4 Ean Mk detaul
Hane Permission:
Powsar Liars Bll user permisaions
Usars (Detaull
W Limiged

e Click 'OK"in the confirmation dialog.
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Delete group

_@" Areyou sure you want to delete the selected

group’?

The selected group will be deleted from the list.

Note 1: If you delete a group, users assigned to that group will be automatically moved to default group. You have to reassign

the users if required.
Note 2: If you delete a user group created by the administrator and marked as default, then the 'Users' group that was shipped

with the product will be set as default. All the users from the deleted group will be automatically migrated to the 'Users' group.

Making a Group as Default

CASG allows administrators to make an existing group as default group. Newly added users and users belonging to an existing
group whose name was deleted will be automatically moved to this default group.

To make an existing group as a default group, select it from the list and click the ‘Make default' button.

rgi e § L Groueger 8 P30

User groups & permissions © Heie
o ngd | # Edit | T coiote
Hame Panindsainng
Pownr User B AL e pemilssions
I-I-.:
& Ganewal
A success dialog will be displayed.
Success
@ Default group successiully changed.
e Click'OK".
The selected group will be displayed as default group.
253
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Note: If you delete a user group created by the administrator and marked as default, then the 'Users' group that was shipped
with the product will be set as default. All the users from the deleted group will be automatically migrated to the 'Users' group.

3.2.3.3 Admin Groups & Permissions

The Admin Groups & Permissions interface allows the administrators with appropriate privileges to create administrator groups
according to the needs of the organization. Each group can be configured with different permission levels. This simplifies the
process of configuring permission levels for each administrator meaning new or existing administrators belonging to the account
can be simply assigned a group with a preset policy. The admin interface will vary according to his/her permission level. See the
section 'Managing Permissions for Administrators' in 'Administrators' on how to add administrators to predefined groups.

To create admin groups

*  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'Admin groups &

permissions' sub tab.
=¥ coMODO
' Antispam Gateway

"_‘_.‘- Crashhozrd
ﬂ:' Diomains

&) Audit log

L EL ]

L. Customer management

The 'Admin Groups & Permissions' interface will be displayed.
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By default, Power Administrator group will be available. This default group cannot be either edited nor deleted. Clicking on it will
display the permission levels assigned for the group in the right side.
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Admin groups & permissions @ 1

e
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Clicking on the arrow beside a permission will display the tree structure of second level of permissions, if available.

Permission:

[

4 %Al customer permissions
1 Add darmain

4 ¥ Admin management
LRV
I Manage

4 ¥ serpermissions
ey
“IManage

4 ¥ Admin permissions
LRV
I Manage

4 ¥ Report management
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* I Change
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For administrators in the 'Power Administrators' group, all permission levels will be enabled. The Permission level is divided into
two categories, 'All Customer permissions' and 'All domain permissions'. While the former deals with providing privileges for
managing customer related tasks such as adding domains, configuring email user permissions, report management and so on,
the domain permission level deals with providing access to particular domain(s). This is very useful if you want to restrict
administrators to manage selected domains only.

Permission Levels
e All customer permissions - View and manage all customer related tasks.

e Add domain - Add new domain(s)
e Admin management - View and manage administrators for the account.
e View - Only view the list of administrators.
e Manage - Manage administrators for the account.
e User permissions - View and manage 'User Groups & Permissions'
e View - Only view 'User Groups & Permissions'.
*  Manage - Manage 'User Groups & Permissions'
e Admin permissions - View and manage ‘Admin Groups & Permissions'
e View - Only view 'Admin Groups & Permissions'
e Manage - Manage 'Admin Groups & Permissions'
e Report management - View and manage report subscriptions
e View - Only view report subscriptions
e Change - View and manage report subscriptions
e User session history view - View user sessions history for all domains in the account.
*  View customer info - View information about the customer.
»  Change user limit per domain - Configure the number of users for each domain in the account.
*  Emalil template management - Edit the email template for user's notification emails.
e Audit log - Configure and view log for the permitted domain.
e Log- View and export the log for the permitted domain.
e All domain permissions - Assign domain(s) management.

e Assigned Domain(s) - Manage domains, incoming and outgoing users, emails, audit log and reports.
*  View - Only view the assigned domains.
e Change - Edit the assigned domain(s)
*  Remove - Remove the assigned domain(s).

*  User Management - View and manage incoming users, outgoing users, whitelist recipients and blacklist
recipients.

*  Incoming user - View, manage and unlock incoming users.

e View - Only view list of incoming users.

e Manage - View and manage incoming users.

*  Unlock - Unlock users immediately without waiting for the timeout period to end.
e Qutgoing user - View, manage, lock/unlock and import from incoming users.

e View - Only view list of outgoing users.

e Manage - View and manage outgoing users.

»  Qutgoing settings - Configure a list of outgoing users.

e Lock/Unlock - Lock or unlock outgoing users from sending out mails.

e Import from incoming - Import outgoing users from the list of incoming users.
*  Whitelist recipients - View and manage whitelist recipients.

e View - Only view list of whitelisted recipients.

*  Manage - View and manage whitelist recipients.
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»  Blacklist recipients - View and manage whitelist recipients.
e View - Only view list of blacklisted recipients.
*  Manage - View and manage blacklist recipients.

e Users auto-import - Automatically import all new incoming users bases on incoming email flow
e View - Only view list of users auto-import recipients.
e Manage - View and manage users auto-import recipients.

»  Domain geolookup restrictions — View and manage CASG web interface access control policies
e View - Only view the access control polices
e Manage - View and manage access control policies

e Domain management - View and manage all domain related tasks.

*  Local recipients - View and manage local recipients.
*  View - Only view list of local recipients.
*  Manage - View and manage local recipients.

e Domain alias - View and manage domain aliases
e View - Only view the list of domain aliases.
e Manage - View and manage domain aliases.

»  Emalil filter settings - View and configure incoming spam detection settings.
e View - Only view incoming spam detection settings.
e Manage - View and configure incoming spam detection settings.

»  Threshold - Configure changes for "Spam threshold" and "Probable spam threshold" fields in the
Incoming Spam detection settings

*  Change - View and configure "Spam threshold" and "Probable spam threshold" fields.
»  Domain settings - View and change domain settings.
e View - Only view the list of domain settings.
e Change - View and configure domain settings.
e LDAP - View and configure LDAP settings for importing users.
e View - Only view LDAP settings and list of imported users.
*  Change - View and configure LDAP settings for importing users.
*  Quarantine - View and manage quarantined mails.
e View - Only view the list of quarantined mails.
e Delete - Deleted quarantined mails from the list.
*  Release - Release quarantined mails to the recipients.
*  Archive - View and mange copy of incoming mails in archive.
e View - Only view archived mails.
e Resend - Resend archived mails to recipients.
*  Retain - Retains archived mails from being purged automatically.
*  Delete - Delete archived mails.
e Incoming delivery queue - View and mange queued mails.
*  View - Only view queued mails.
e Retry - Retry to send queued mails to recipients.
e Incoming Log Search - Search incoming mails log.
e Qutgoing Log Search - Search sent mails log.
*  Clearincoming cache - Clear incoming callout cache.
»  Clear outgoing cache - Clear outgoing callout cache.
»  User session history view - View user sessions history for the assigned domain(s).

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 257



COMODO

Creating Trust Online®

/

/

*  Email Management - View and configure all Email management related settings and tasks.
*  Emalil size - View and configure email size settings.
e View - Only view email size settings.
*  Change - View and configure email size settings.
*  Blocked extensions - View and manage blocked extensions.
*  View - Only view the list of blocked extensions.
e Change - View and manage blocked extensions.
e Whitelist senders - View and manage sender whitelist.
e View - Only view sender whitelist.
e Change - View and manage sender whitelist.
»  Blacklist senders - View and manage sender blacklist.
*  View - Only view sender blacklist.
»  Change - View and manage sender blacklist.
* Release requests - View and manage requests from users for release of quarantined mails.
e View - Only view the list of requests from users for release of quarantined mails.
e Manage - View and manage requests from users for release of quarantined mails.
*  Whitelist requests - View and manage requests from users to whitelist senders.
e View - Only view the list of requests from users for adding senders to whitelist.
*  Manage - View and manage requests from users to whitelist senders.
»  Blacklist requests - View and manage requests from users to blacklist senders.
*  View - Only view the list of requests from users for adding senders to blacklist.
e Manage - View and manage requests from users to blacklist senders.
*  Report spam - Upload mails to CASG for reporting them as spam.
*  Whitelist sender rule — View and manage rules for adding senders to whitelist
e View - Only view the whitelist sender rules
e Manage - View and manage whitelist sender rules
e Blacklist sender rule — View and manage rules for adding senders to blacklist
*  View - Only view the blacklist sender rules
*  Manage - View and manage blacklist sender rules
*  Whitelist senders per user - View and manage whitelisted senders per user.
e View - Only view list of whitelisted senders per user.
e Manage - View and manage whitelisted senders per user.
»  Blacklist senders per user - View and manage blacklisted senders per user.
e View - Only view list of blacklisted senders per user.
e Manage - View and manage blacklisted senders per user.
*  Domain relay restrictions - View and configure email relay restriction rules
*  View - Only view relay restriction rule
e Manage - View and manage relay restriction rules
*  Audit log - Configure and view log for the permitted domain.
»  Configuration - Configure the log settings for the permitted domain.
e Log - View and export the log for the permitted domain.

*  Report management - View and configure settings for periodical domain and quarantine summary reports for
the permitted domain.

*  View - Only view the configured settings for periodical domain and quarantine summary reports for the
permitted domain.

*  Change - View and configure settings for periodical domain and quarantine summary reports for the
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permitted domain.

Click the following links for more details.
* Adding a new admin group
* Editing a admin group
*  Deleting a admin group
*  Making a admin group as default

Adding a New Admin Group
e Toadd a new admin group and configure permission levels, click the 'Add' button.

Dazhboard § Admin groups & permissions

Admin groups & permissions

MName

@ FPower Administrators (Defaulth

Anew admin group creating page will be displayed.

Dashboard / Admin groups & permissions

Admin groups & permissions Help

{5 Make default

Hame Permission:

© Power Administrators {Default) 4 [T All customer permissions

@) Add domain

Admin management
User permissions
Admin permissions
Report management
User session history view
View customer info
Locale
Change user limit per domain
Email template management
Audit log

4 || All domain permissions
docteamcasg.comodo.od.ua

- ==
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»  Enter the name of the group in the text field under the ‘Name' column and enable the permission levels in the right side
required for that group.

Dashboard / Admin groups & permissions

Admin groups & permissions Help

o #dd | 2 Edit T Delete {3 Make default

Hame Permission:
@ Power Administrators (Default) 4 [« All customer permissions
@ General *| Add domain

| Admin management
| User permissions
| Admin permissions
“| Report management
| User session history view
*| View customer info
*| Locale
*| Change user limit per domain
| Email template management
| Audit log
4 All domain permissions
- docteamcasg.comodo.od.ua

¢ Click the 'Save' button.

The newly created group will be displayed in the interface.

Dashboard § &dmin groups & permissions

Admin groups & permissions

o= Add

Hame

0 Power Administratars (Drefault)

@ General

Now, administrators belonging to the account can be assigned to this newly created group. See the section 'Managing
Permissions for Administrators' in 'Administrators' on how to add users to predefined groups.

Editing a Admin Group

You can edit the name of an existing group and / or change the permission levels.

Comodo Antispam Gateway Admin Guide | © 2015 Comodo Security Solutions Inc. | All rights reserved 260



COMODO

Creating Trust Online®

*  To edit an existing group, select the group from the list and click the 'Edit' button.

Dt o J A grougss § gsriis:
Admin groups & permissions © reio

S Make dafault

Halisa Parimtesinn

Power Administrators {Defaul &B customar parmisskans

AN GO DEMMISSI0nS

e Change the permission levels and / or the name of the group.

*  Click the 'Save' button for the changes to take effect.

The admins in the group that is edited will be automatically reassigned to the edited group.
Deleting a Admin Group

*  To delete a group, select it from the list and click the 'Delete’ button.
[Cemzbbsia] i Acmin roups & permissions
Admin groups & permissions © Heip

+ Ackd .@’ Edit {&} Makn detaun

Hang Padimigsion

Forear kdministrasors (Dafauk = Al cusdomear permessions

. Bl domain permissions

& LR

e Click 'OK"in the confirmation dialog.

Delete group

e Areyou sure yolwant to delete the selected
draugp?

The selected group will be deleted from the list.
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Note 1: If you delete a group, admins assigned to that group will be automatically moved to default group. You have to

reassign the administrators if required.
Note 2: If you delete an admin group created by the administrator and marked as default, then the 'Power Administrator' group
that was shipped with the product will be set as default. All the admins from the deleted group will be automatically migrated to

the 'Power Administrator' group.

Making an Admin Group as Default

CASG allows administrators to make an existing group as a default group. Newly added administrators and administrators
belonging to an existing group whose name was deleted will be automatically moved to this default group.

To make an existing group as a default group, select it from the list and click the 'Make default' button.

Rachiboord FAdmin grougs £ permissions

Admin groups & permissions @ e
&t P e @ E:-uel
Hame Permssion
Pirwier Adminiairators (Defaull USHmET pErTESSion
@ Ganeral All domain permession
A success dialog will be displayed.
Success
@ Default group successfully changed.
e Click'OK'.
The selected group will be displayed as default group.
262
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Dashboard §Admin groups & permissions

Admin groups & permissions

o= Add

Hame
D Powar Adrministratars

) General (Default

@ HR

Note: If you delete an admin group created by the administrator and marked as default, then the 'Power Administrator' group
that was shipped with the product will be set as default. All the admins from the deleted group will be automatically migrated to
the 'Power Administrator' group.

3.2.3.4 My Comodo Account

This feature will be available in the 'Account management' tab if you have logged in to CASG using CAM account credentials.

@ Lrashbhand
E_Fi Comaing
&) Audit log
ArCOUnE AN
Admmins
Lkser groups & panmmis
Adrin groups & permilssions
Login to rmy Comodo accound

Users histary

.'_:.. Customer management

Clicking the 'Login to my Comodo account' sub tab will take you to https:/laccounts.comodo.com/login page. From here you
can...

e Add more subscriptions for CASG account
*  Change your password
e Change contact information
e Sign up to other Comodo products
...and many more.

For more details on CAM account, visit our online website at help.comodo.com/topic-211-1-513-5907—Introduction-To-Comodo-
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3.2.3.5 My Profile

The My Profile interface allows the currently logged-in administrator to change his / her login password to CASG as well as to
change settings for idle session timeout and CASG notification email address.

*  Click the 'Account management' tab on the left hand side navigation to expand and then click the 'My profile’ sub tab.

COMODOD
p Antispam Gateway

:f:"'| Dashboard r'_

3 Account management
admins
lser groups & peErmissions
gdrmnin grouns & permissions
W by prodile

Llgars hislone

Alternatively, the My Profile interface can be accessed by clicking 'My Account' > 'My Profile’ at the top right of the interface.

L My Account

The My Profile interface will be displayed.
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My profile @ e

Change password

Hesw passson

Confrm password

Change semings
Login
fratienagdgmad.com

Eyslem nolifications email{s)

Humber of minutes before my session gapires | 30

Note: The interface will vary depending on the login credential that you have used to access CASG. For administrators who
have logged in using the CAM credentials, the 'Change password' feature will not be available. The password can be changed
after logging in to the CAM account.

Click the following links for more details:
*  Changing Administrator's password

»  Changing settings for idle session timeout and CASG notification emails

3.2.3.5.1 Changing Password of the Administrator
The Change Password allows the currently logged-in administrator to change his/her login password.

To change the password

+  Click the 'Account management' tab on the left hand side navigation to expand and then click the "My profile’ sub tab.

The My Profile interface will be displayed. In the 'Change password' section, enter the new password and confirm it in the
respective text fields.

Chanpe password

Mewpasseord - sesess

Confirn pRgsword . sseses

e Click the 'Save' button.

Success

@ FPassword was successfully saved.

e Click 'OK..
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The administrator has to use the new password to login into the CASG interface.

3.2.3.5.2 Change Settings

The 'Change settings' area in the My Profile interface allows the currently logged-in administrator to set his / her idle session
timeout period as well as to change the CASG notifications emails.

To set idle session timeout and change system notifications email address

+  Click the 'Account management' tab on the left hand side navigation to expand and then click the "My profile' sub tab.

The 'Change settings' section will be displayed in the lower portion of the My Profile interface.

Change settings
Lagin.
feabien a@omal com

Eyslem nolifications emailjz)

Humber of minutes before my session expires | 30

L

«  System notifications email(s) - Enter the email addresses at which the new administrator should receive CASG
notification emails. It can be the same email address as the login name and / or alternative email address(es) of up to
a maximum of five. The quarantine requests from users, for blacklisting, whitelisting, or releasing quarantined emails
and notifications such as of imports of users, local recipients and users via LDAP from CSV files will be sent to the
email addresses specified in this field. Refer to the section Email Management for more details.

*  Number of minutes before my session expires - You can set the idle session timeout period in the box. Enter the
period in minutes or increase / decrease the period by clicking the up / down arrow. The valid entry is between 1
minute and 120 minutes. Please note this feature will not be available if an administrator is logged into CASG using
CAM credentials.

+  Click Save for your changes to take effect.

3.2.3.6 Users History

The 'Users History' area in 'Administrator Account Management' allows the administrators to view user history for all domains
within a particular date range. You can filter users by IP address, last login, domain, username and/or location. By default, the
most recent 15 records will be displayed.

Use of filters to create custom searches is covered in more detail here.

3.24 Customer Management

The Customer Management area of CASG allows an administrator to view the details of the account they are logged into. The
administrator configure subscriptions for the periodical Domain and Quarantine summary reports for domains; create an
account; update the product and extend your license term. The administrator can also customize the 'support information' area
in the notification emails that are generated for activities such as while adding a new user, password regeneration, quarantine
request and quarantine report.
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Click the links for more detalils:
*  Viewing Customer Information
*  Managing subscriptions for reports

* Notification Email Settings

3.2.4.1 Viewing Customer Information

COMODO
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ﬁ Halp

Licersse expiration dade Disk quots (G8) Ensbled
Jul 31, 2015 o nme
Awg 07,

2015 13 Irwe

The Customer Info interface provides the administrator with the details like maximum number of users, domains, license term

and so on of the CASG account.

To view the account Information

e Click Customer Management tab from the left hand side navigation to expand it and then click the 'Customer Info' tab

from the sub menu.

The 'Customer Info' interface will be displayed:

The image below shows an example of Customer Info who has purchased multiple licenses.

coMODo

Antispam Gatoway L v
[ersheary | Cusivees By 5
Customer infa 9 v
Mame : Doc Team
sAMIogin. docieamfullversioncestomersfiicomodo.com
Cal el docieamfullyer sioncestomes @comoede.com
Totals
Murmber of user: 2
Max. nurmiber of domains 1
Diak quets (GE) D13
L=k space O byles
Subscriptions
Bz puprmibeer of umem Max number of domeina Licerme explation daie Diak quots (08 Ensbied
5 B Jul 31, 2015 o e
5 5 :;:.ﬁu = 13 free
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In the 'Customer Info' panel you will find the details of subscription(s) for your account. For multiple licenses, the number of
users and domains that are allowed for all the licenses purchased will be added and displayed at the bottom most subscription
column.

From the 'Customer Info' panel the administrator can get the the details of subscription(s) for the CASG account. For multiple
licenses, the number of users and domains that are allowed for all the licenses purchased will be added and displayed at the
bottom most subscription column.

Name
e The name of the account is displayed at the Name title bar

e CAM Login: Displays the login user name for the account in Comodo Accounts Manager (CAM) at
https:llaccounts.comodo.com. The administrator can use this login username to log in to CAM for purchasing
additional licenses and renewal of existing licenses.

e CAM email: Displays the email address for the account as registered at CAM.
Totals
*  Number of Users: Displays the total number of enrolled users belonging to all the domains.

*  Max. Number of Users: The total number of users that can be added as per all the subscriptions made for the
account, that is, number of users cannot exceed the number given in this field for all domains included.

*  Number of Domains: Displays the number of domains enrolled for account.

e Max. Number of Domains: The total number of domains that can be added as per all the subscriptions made for the
account.

»  Disk quota: Displays the total storage space allotted in CASG server for archiving incoming messages as per all the
subscribed packages, in GB.

»  Disk space: Displays the storage space used by the archived mails in the CASG server.
Subscriptions
The following details are displayed for each subscription:

e Max. Number of Users: The maximum number of users that can be added to the account as per the subscription, that
is, number of users cannot exceed the number given in this field for all domains included.

e Max. Number of Domains: The maximum number of domains that can be added as per the subscription.
» License Expiration Date: Displays the date till which the license is valid for the subscription.
»  Disk quota: The maximum storage space allotted for mail archive in the CASG server, as per the subscription.
*  Enabled: Displays whether the subscription is active or not.
End-User License and Subscriber Agreements

»  Displays the complete Comodo Antispam Gateway End-User License and Subscriber Agreement.

3.2.4.2 Manage Report Subscriptions

The Manage report subscriptions interface allows the administrator to configure the subscription to the periodical 'Domain’ and
'Quarantine' summary reports of all the domains for the administrators enrolled for the account. Refer to CASG Reports - an
Overview for more details.

To access Manage report subscriptions interface
e Click Customer Management tab from the left hand side navigation to expand it and then click the 'Manage report
subscriptions' tab from the sub menu.

The 'Manage report subscriptions' interface will be displayed:
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Manage report subscriptions © warp

Report reciplents

dodearulversionoasioman@osmade com
& Quarartine report
Hour Iy of rmonth Dy of woek Semd emph Enabled | Start date (GAMT] Report lesgth

H Evary howr % Every day BiEwery week day
Choose Chooan Choose

& Domain statistics report

Pariod Hour Diary of month Dy off wesprk Sand emgpiy Enabded | Stari date (0A Report length

The 'Report recipients' field will be auto-populated with the email addresses of all the administrators available for the account
and enabled for the same, at the time of adding them. The report recipients can be added or removed from this interface by
entering the administrator's email address or deleting them and clicking the 'Save' button at the bottom.

The administrator can configure the subscription for two types of reports from this interface:
*  Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or monthly, will

contain a detailed statistics of the mails that are identified as spam or containing malicious content and moved to
Quarantine of the domain automatically by CASG. Refer to CASG Reports - An Overview for more details.

«  Domain Report - The periodical report which can be configured to be received hourly, daily, weekly or monthly, will
contain a detailed statistics of number of users, mails that have been received at and sent from the domain, number of
spams identified and blocked and so on. Refer to CASG Reports - An Overview for more details.

To configure the subscription of the reports

*  You can expand/collapse a report configuration section by clicking on the respective strip.

*  If you want the administrators to receive the periodical reports, select the 'Enabled' checkbox in the row of the
respective report type. If both the reports are required, you can select both the checkboxes.

*  Leave the 'Send empty' checkbox unchecked if reports without any statistics need not to be sent to recipients.

»  Select the frequency at which the reports are to be sent to the administrators.
Quarantine Report

& Quarantine report

Hour Day of month Day of week Send emphy Enabled Start date (GMT) Report length

'Every hour L Every day )Every week day
W Chooze DChogae @ Choose

Oo 5 ‘I ] Sunday s

| ! . | -
il ol Monday | H = Jul 01,2015 01-00 Nexc report for A8 day(s) from last run
- | (2015403-24 16:37)
F 2 ] Tuesday
] 3 ¥ Wednesday
4 3 i ] Thursday i
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*  Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of the day or
date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day every
month chosen at the hour selected from the 'Hour' column.

«  Day of week - The reports will be generated and sent to the administrators every day or on the specific day every
week chosen at the hour selected from the 'Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per Greenwich Mean
Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

Domain Statistics Report
£ Domain statistics report

Period Hour Day of month Dy of week Send empty Enabled = Start date (GE Report length
@ Every hour W Every day Every week dey
Choose Choose 9 Choose
i : [ sunday = Next report for
i weels)
¥| Maonda Jun 29,2015
Weakly w I L 7 I: IZII;. * from last run
B Tussday (2015-03-24
16:37)
Wednesday '

*  Period - Enables you to set the period to be covered in the report. The report will contain the statistics of all the
domains in the account for the past one hour, one week, one month or one year, as selected from drop-down from the
scheduled report time.

e Hour - The reports will be generated and sent to the administrators every hour or at the selected hour(s) of the day or
date chosen from 'Day of month' or 'Day of week' columns.

»  Day of month - The reports will be generated and sent to the administrators every day or on the specific day every
month chosen at the hour selected from the "Hour' column.

«  Day of week - The reports will be generated and sent to the administrators every day or on the specific day every
week chosen at the hour selected from the 'Hour' column.

e Start date - Displays the start date of the report generation depending on the options chosen (as per Greenwich Mean
Time (GMT)).

*  Report length - Displays the period of the report that will be generated depending on the options chosen.

»  Click 'Save' for your settings to take effect.

*  Clicking the 'Reset settings to default' button will disable both Quarantine and Domain statistics reports. The 'Report
Recipients' field will not be cleared.

3.2.4.3 Notification Email Settings

By default, all the notification mails sent to administrators and users on various events like adding a new user, password
regeneration, quarantine request or periodical report mails like quarantine report will contain the links to the online help guide
and Comodo support in the footer. The administrator can customize the footer for adding their contact and support information,
from the Email template settings area.

To customize the notification emails

e Click Customer Management tab from the left hand side navigation to expand it and then click the 'Email template
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settings' tab from the sub menu.

The 'Email template settings' interface will be displayed:

| coMoODO Er— ) . = g . el
G Ant'lspa = Gateway Cluarantine: 0 R 0 L streg Bla re } L My Account

Dashboard / Email template settings

Dashboard Email template Settings © e
@ Domains

[E Audit log

A, Note: changes below will be applied to all system notification messages sent to user

5 )
[ Account management [ichange default email footer

.!51 Customer management il =
=font style="font-family:Arial,color#353535;font-size: 14px,"=For help, see the User guide
Customer info =a href="http:/ihelp.comodo.comftopic-157-1-294-3398-Introduction-to-Comodo-Antispam-Gateway. html”
target="_blank" titte="" style="font-family:Arial,color#06488d;font-size: 14px™>
=font style="font-family:Arial,color#06488d;font-size: 14px "=hitp:fhelp.comodo.comfopic-157-1-294-3398-
Introduction-to-Comodo-Antispam-Gateway. html=font=
=la=
=ffont=
=lp=
=table width="100%" border="0" bordercolor="#e0e0e0" cellpadding="0" cellspacing="0" bgcolor="#elelel™>
<ir bordercolor="#e0e0el™>
=td bordercolor="#e0ele0” bgcolor="#elele0” valign="middle” height="53" style="padding-left:15px "=
=font style="font-family-Arial,color#353535 font-size: 14px font-weight bold;"=
Having Trouble? Supportis here to help. Open a Ticket at =a href="https:/lsupport.comodo.com/™

| Reset to default

Manage report s riptions

m

B Email template setiings

Please note the customization can be done only in html format.
*  Select the check box 'Change default email footer if you want to edit the details.
*  Edit the details in html format as per your requirement and click the 'Save' button.

e Click the 'Reset to default' button to display Comodo support information in the notification emails.

4 CASG Reports - An Overview

Comodo Antispam Gateway can generate three kinds of periodical reports, Quarantine report, Domain statistics report and User
import report, and send them to administrators and users as configured.

Reports are generated for account level and domain level:

1. Global reports for all domains covered by the customer account. See the section 'Managing Subscriptions for
Reports' under 'Customer Management' for more details on customer level.

2. Domain level reports specific for each domain. See the section '‘Manage Report Subscriptions for Selected
Domain' under 'Incoming' section for reports on domain levels.

The reports for these types will be similar except the former will contain reports for all domains while the latter will contain
reports for the selected domain. The reports will be sent routinely at the selected times, in the language set for the account.

CASG creates three kinds of reports:

e Quarantine Report - A statistical breakdown of mails identified as spam or malicious that were moved to quarantine
by CASG. The report can be configured to be received hourly, daily, weekly or monthly.

«  Domain Statistics Report - A comprehensive report which covers all mail activity for the domain. This includes
information covering the number of users; mails that have been received at and sent from the domain; number of mail
identified spam/malicious; number of mails blocked and so on. The report can be configured to be received hourly,
daily, weekly or monthly by the administrator.

e Users auto-import report - The periodical report containing details of new users that were auto-imported into CASG
for each domain, based on incoming mails received for them at the mail server. The report can be configured to be
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received hourly, daily, weekly or monthly by the administrator. The user auto-import reports are generated only for the
domain level and not for the customer account level.

e Quarantine Release Report — The periodical report containing details of mails that were released from the quarantine
list by both administrators and users with appropriate privileges. The report can be configured to be received hourly,
daily, weekly or monthly by the administrator. The quarantine release reports are generated only for the domain level
and not for the customer account level.

*  Reported Spam Report — A detailed report of mails that were reported as spam by administrators as well as users
with appropriate privileges. The report also includes details of mails that were uploaded as spam to CASG. The report
can be configured to be received hourly, daily, weekly or monthly by the administrator. The reported spam reports are
generated only for the domain level and not for the customer account level.

*  Reports can be enabled or disabled per administrator in Dashboard > Account Management > Admin > Add
Administrators or Edit Administrators.

4.1 Quarantine Report

The Quarantine Report contains a list of mails that were identified as spam or containing malicious content and were moved to
Quarantine automatically by CASG, with the details on sender, receiver, date and attachments. Clicking the subject line in the list
will open the respective mail in a new CASG window.

e Administrator

*  Domain Level - The Report generated for an administrator will contain the details of the mails moved to
quarantine of the selected domain.

e Customer Level - The Report generated for an administrator will contain the details of the mails moved to
quarantine of all the domains belonging to the account.

e User - The Report generated for a user will contain the details of the mails moved to quarantine of the user.

The report can be subscribed to be received hourly, daily, weekly or monthly for an administrator and daily, weekly or monthly for
a user.

e Hourly - The reports will be generated and sent every hour to the administrators through email.
«  Daily -The reports will be generated and sent daily to the administrators/user through email.

*  Weekly - The reports will be generated and sent to the administrators/user through email on every seventh day from
the start date set in the 'Start date' field. The report will contain details of the mails quarantined during the past seven
days. The first report will be sent on the start date and will contain the statistics for the remaining days of the week
from the day of configuration and subsequently every seven days.

*  Monthly - The reports will be generated and sent to the administrators/user through email on every 30th day from the
start date set in the 'Start date' field. The report will contain details of the mails quarantined during the past 30 days.
The first report will be sent on the start date and will contain the statistics for the remaining days of the month from the
day of configuration and subsequently every 30 days.

An example of a Quarantine report is shown below:
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e Clicking on the 'Subject' link will open the respective mail in a new CASG window. You need to login to CASG to read
the mail in the new window.

4.2 Domain Statistics Report

The Domain Statistics Report provides details on all the mail activities on the domain. This includes information covering the
number of users; mails that have been received at and sent from the domain; number of mail identified spam/malicious; number
of mails blocked and so on. The report can be configured to be received hourly, daily, weekly, monthly or yearly by the
administrator.

«  Domain Level - The Report generated for an administrator will contain only the details of domain statistics of the
selected domain.

e Customer Level - The Report generated for an administrator will contain the details of domain statistics of all the
domains belonging to the account.

Note: The Domain Statistics Report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
*  Hourly - The reports will be generated and sent every hour to the administrators through email.
»  Daily -The reports will be generated and sent daily to the administrators through email.

*  Weekly - The reports will be generated and sent to the administrators through email on every seventh day from the
start date set in the 'Start date' field. The report will contain details of the mail activities for the domains during the past
seven days. The first report will be sent on the start date and will contain the statistics for the remaining days of the
week from the day of configuration and subsequently every seven days.

e Monthly - The reports will be generated and sent to the administrators through email on every 30th day from the start
date set in the 'Start date’ field. The report will contain details of the mail activities for the domains during the past 30
days. The first report will be sent on the start date and will contain the statistics for the remaining days of the month
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from the day of configuration and subsequently every 30 days.

e Yearly - The reports will be generated and sent to the administrators through email on every 365th day from the start
date set in the 'Start date' field. The report will contain details of the mail activities for the domains during the past 12
months. The first report will be sent on the start date and will contain the statistics for the remaining months of the year
from the day of configuration and subsequently every 12 months.

An example of a Domain Statistics Report is shown below:

e —————

E‘“‘t COMODO
- Antispam Gateway

Here is the daily Domain statistics report for docteamcasg.comodo.od.ua from Apr 09, 2014 23:00 to Apr 10, 2014 23:00

Mumber of users T
E-mail size imit 262144 KB
Spam ratio 0.0 %
Mot spam messages 21
Mot spam messages size 4656687
Unsure messages 0

Viruses blocked

Viruses size

Blacklisted messages
Elacklisted messages size
Total fitered messages

Total messages

[ S T o o e i e e

Having Trouble? Support is hers to help, Open a Ticket at hitps: 'support.comado.com or ¢all 1 888.COMODO (286.6361)

4.3 Auto-Imported Users Report

The Users Auto-Import Report provides details on all the new users belonging to a managed domain, that were automatically
imported to CASG on receiving an incoming mail addressed to them at the mail server. The auto-imported users are sent with an
invitation email containing login credentilas for them to access the CASG user interface. For more details on managing auto-
import, refer to the section Managing User auto-import.

Note: The user auto-import reports are generated only for the domain level and not for the customer account level. The Report
is available only to the administrators .

The User Auto-Import Report contains the following details:
*  Imported users count - The total number of users automatically imported into CASG for report time period.

»  Enabled users count - The number of auto imported users that have activated their account by clicking the link in the
invitation mail or logging-in to CASG using the credentials provided in the mail.

* Invited users count - The number of auto imported users that have been sent the invitation mails but yet to activate
their account.

*  User names list - The list of auto imported users.

An example of a Users Auto-Import Report is shown below:
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Here is the users auto-import report for csgga.comodo.od.ua from Nov
21, 2014 09:00 to Nov 21, 2014 10:00

Imported users count 1
Enabled users count 1
Invited users count 0

User names list admin

For help, see the Admin guide: http://help comodo comiopic-157-1-288-3192-introduction-
to-comodo-antispam-gateway. hitmi

Having Trouble? Support is here to help. Open a Ticket at https://support.comodo.com
or call 1.888.COMODO (256.2608)

4.4 Quarantine Release Report

The 'Quarantine Release Report' provides details of mails that were released from quarantine by the administrators as well as
by the users with appropriate privileges. This also includes quarantine release requests accepted by administrators.

Note: The quarantine release reports are generated only for the domain level and not for the customer account level. The
report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
*  Hourly - The reports will be generated and sent every hour to the administrators through email.
»  Daily -The reports will be generated and sent daily to the administrators through email.

*  Weekly - The reports will be generated and sent to the administrators through email on every seventh day from the
start date set in the 'Start date' field. The report will contain details of the mail activities for the domains during the past
seven days. The first report will be sent on the start date and will contain the statistics for the remaining days of the
week from the day of configuration and subsequently every seven days.

e Monthly - The reports will be generated and sent to the administrators through email on every 30th day from the start
date set in the 'Start date’ field. The report will contain details of the mail activities for the domains during the past 30
days. The first report will be sent on the start date and will contain the statistics for the remaining days of the month
from the day of configuration and subsequently every 30 days.

*  Yearly - The reports will be generated and sent to the administrators through email on every 365th day from the start
date set in the 'Start date' field. The report will contain details of the mail activities for the domains during the past 12
months. The first report will be sent on the start date and will contain the statistics for the remaining months of the year
from the day of configuration and subsequently every 12 months.
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An example of a Quarantine Release Report is shown below:

f" COMODO
- Antispam Gateway

Quarantine release report for csgga4.comodo.od.ua from Jul 01, 2015 09:00 to Jul 01, 2015 10:00

Diate Ope - Login Role  Details
Release Recipients: userZ@csggad comodo.od ua, userd@csgoad comodo.od ua,
quarantined adminl@icaggad comodo.od ua | admin | userd0@cegqald.comodo.od ua; Sender: test@test.com; Date: null;
message Subject: SPAM MAIL
Wed Jul 01 Release Recivients: user 4 comodo.od.ua: Sender 12 iBtest.com
09:18:49 GMT quarantined adminl@csggad comoado od ua | admin SCIpena. UICrFICIgRet.comado.od.un, Jender. user | JELest.com.
015 - Date: null; Subject: test mail from TELMET 16-04-15 16:41
2015 message
Wed Jul 01 Release Recipienta: userl{ceggad comodo.od.ua; Sender:
09:42:50 GMT warant serl@esgaad. comods.ad.y T = . : -
= :"' 06 Quarantined userigicsgqas.comodo.odus | ae alravchenko@ceg.comodo od.ua; Date: null; Subject: test mail 15:47
2015 message

For help, see the Admin guide: hitp //help comodo.comitopic-157-1-288-3152-infroduction-to-comodo-antispam-gateway . htmil

Having Trouble? Support is here to help, asgsupport@comodo.com or review the Administrators Guide

4.5 Reported Spam Report

The 'Reported Spam Report' provides details of mails that were reported as spam by the administrators as well as by the users
with appropriate privileges. This also includes details of mails uploaded from the 'Report Spam' interface.

Note: The reported spam reports are generated only for the domain level and not for the customer account level. The report is
available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
*  Hourly - The reports will be generated and sent every hour to the administrators through email.
»  Daily -The reports will be generated and sent daily to the administrators through email.

*  Weekly - The reports will be generated and sent to the administrators through email on every seventh day from the
start date set in the 'Start date' field. The report will contain details of the mail activities for the domains during the past
seven days. The first report will be sent on the start date and will contain the statistics for the remaining days of the
week from the day of configuration and subsequently every seven days.

*  Monthly - The reports will be generated and sent to the administrators through email on every 30th day from the start
date set in the 'Start date’ field. The report will contain details of the mail activities for the domains during the past 30
days. The first report will be sent on the start date and will contain the statistics for the remaining days of the month
from the day of configuration and subsequently every 30 days.

e Yearly - The reports will be generated and sent to the administrators through email on every 365th day from the start
date set in the 'Start date' field. The report will contain details of the mail activities for the domains during the past 12
months. The first report will be sent on the start date and will contain the statistics for the remaining months of the year
from the day of configuration and subsequently every 12 months.

An example of a Reported Spam Report is shown below:
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Reported Spam report for csggad4.comodo.od.ua from Jul 01, 2015 10:00 to Jul 01, 2015 11:00

Operation
Date d:“ripﬁ“ Login Role Details
Recipients: user77 @csggad.comodo.od.ua;
Wed Jul 01 Re;?un Sender: Dagwood BUIT:IDStEd
100638 delivered admin1@csgqad.comodo.od.ua | admin &lt;avantistude @gmail.com&gt;; Date: Wed
. message as Baas o Jul 01 10:01:10 GMT 2015; Subject: Fwd: Get
GMT 2015
spam instant Online Personal Loan approval and
disbursal in 72 hours
Recipients: user?7@csggad.comodo.od.ua;
wed Jul 01 Rer?on Sender: Dfagwood Bumlpsted
10:39:03 delivered user77@csgaad.comodo.od.ua | user &It;avantistude@gmail.com&gt;; Date: Wed
P message as gt 08 Jul 01 10:01:10 GMT 2015; Subject: Fwd: Get
GMT 2015 , .
spam instant Online Personal Loan approval and
disbursal in 72 hours
Recipients: user77 @csggad.comodo.od.ua;
Wed Jul 01 Repcfns Sender: dagwood bumlpsted
10-41:54 archived 7@ 4 do.od &lt;avantistude @gmail.com&gt;; Date: Wed
GI'vI'IT _’_;015 MEessage as a user csgQat.comada.odua TUSEr 1,101 10:40:56 GMT 2015; Subject: Fwd: Zero
Spam Fees, Attractive Interest Rates and Loans upto
25L
Reports Recipients: user/7@csggad.comodo.od.ua;
Wed Jul 01 P Sender: oxford morris minor
archived

10:52:02 user77 @csggad.comodo.od.ua user  &lt;mmoxford@yahoo.com&gt;; Date: Wed Jul
message as a

GMT 2015 Spam 01 10:47:33 GMT 2015; Subject: Dr. Jones
P wake up now
Reorts Recipients: userl@csgga4.comodo.od.ua,
Wed Jul01 "0 user2@csggad.comodo.od.ua; Sender: oxford

hi
10:55:26  °'C — user? @csggad.comodo.od.ua | user | morris minor &lt;mmoxford @yahoo.com&gt;;
message as a

GMT 2015 Date: Wed Jul 01 10:52:00 GMT 2015; Subject:
Spam
Fw: Dr. Jones wake up now
Report Recipients: userl@csggad.comodo.od.ua,
Wed Jul 01 afcﬁ‘n?v:d userZ@csggad.comodo.od.ua; Sender: oxford

10:55:52 message as 4 user2@csggad.comodo.od.ua | user  morris minor &lt;mmoxford@yahoo.com&gt;;
GMT 2015 g Date: Wed Jul 01 10:52:00 GMT 2015; Subject:
Spam
Fw: Dr. Jones wake up now
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Appendix 1 - CASG Error Codes

The most common error codes for CASG are given below:

Error Code Description

1 Unknown error

100 Import exception

101 Wrong format

102 Wrong outgoing user format IP password. If ‘password' is empty then 'username' must be IP address.
103 Communication exception
200 User limit exception

300 Spam engine exception
1000 Customer has no domains
1001 Domains mismatch

1002 Alias already exists

1003 User already exists
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Appendix 2 - CASG Comparison Table

Features Paid Version Free Version

Number of domains and incoming / outgoing users Depends on the subscription |5 users and 1 domain

Number of domain aliases 5 Nil

Active Directory / LDAP Synchronization $

Create / Modify User Groups «

Assign permissions to User Groups

x

ol NN SN

=

Number of user aliases per user

Incoming / Outgoing email filtering

View all quarantined emails

Release quarantined emails

Whitelist / Blacklist quarantined emails

Configure spam detection settings

Report spam emails

View queued emails in Delivery Queue

LA INENENENA YA YA

Force Retry (Force Deliver) selected or all queued emails in
Delivery Queue

Create local recipients

Clear incoming / outgoing email cache

Log search incoming emails

Log search outgoing emails

Create domain aliases

Configure domain settings

Configure email size restrictions

Configure 'Blocked extensions' settings

View users' release requests

View users' whitelist / blacklist requests

Whitelist / Blacklist recipients

Whitelist / Blacklist senders

View users' login history

AN NN N NN NN AN YA YA YN NN NN N NN

| % | \|% ¥ & & % % % ® | %%

Email archive

<

[EY

Number of email administrator accounts Unlimited
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Appendix 3 - Troubleshooting LDAP

This section explains how to resolve some common problems that may arise when configuring LDAP.

For full details on working with LDAP, http:/lhelp.comodo.com/topic-157-1-288-5720-Importing-Users-from-LDAP.html
e Problem: Unhandled Exception:

Solution: The exception was not classified.

e Problem: Size limit exceeded, unable to extract more then users from server. Size limit must be increased on
server side or specify more strict query

Solution: Active Directory server has limitation on the number of search entries which may be iterated during querying. By
default, Microsoft Active Directory allows only 1000 search entries. If the server received more than that, the administrator
should override the default LDAP search size limit in the Active Directory, or use more strict query

e Problem: Incorrect filter settings: ....
Solution: Filter settings contain incorrect format or AD server doesn't support it.
e Problem: Incorrect BaseDN settings: ...
Solution: BaseDN value has incorrect format.
e Problem: Unable to connect with provided host in BaseDN settings: ...
Solution: Provided domain name for BaseDN setting cannot be resolved in AD forest tree. Assure a domain name is correct.

e Problem: Unable to resolve LDAP referral, host unreachable. Users had found before referral might be
imported. Possible solution is to use Global Catalog server (port 3268/3269 as default) to avoid resolving
referrals.

Solution: CASG is trying to extract as much as possible information and following referrals to resolve all search entries in a
query. If the URL in the referral is unreachable by CASG then the iteration will stop. Only partial result will be provided. That
occurs when an administrator uses a private domain and it cannot be accessed with only domain name (the referral contains the
list of URLs of the explicit domain names but the information about servers located in the private subnet is absent). To avoid the
referrals occurrence in search entries use the Global Catalog server for querying. By default, the port for this server is
3268/3269 and that depends on whether the SSL enabled or not.

*  Problem: Unknown error. Users found before error might be imported. Original exception - ...
Solution: Search entries has been terminated within the replication process. Please contact support to find a solution.
* If you do not know your BaseDN, here's a step-by-step guide to determining your BaseDN.

Most organizations follow a similar convention for their determined BaseDN when the organization sets up its Active Directory.
For a company with the domain of example.com, the typically BaseDN is cn=Users,dc=example,dc=com
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Appendix 4 - Useful Links

This page contains links to external webpages which provide detailed explanations of LDAP features.

What Is the Global Catalog?

http:/itechnet.microsoft.com/en-us/library/cc728188%28v=ws.10%29.aspx

Global Catalog and LDAP Searches

http:/litechnet.microsoft.com/en-us/librarylcc978012.aspx

LDAP Referrals

http:/litechnet.microsoft.com/en-us/librarylcc978014.aspx

Click the following links for more details http:/lhelp.comodo.comltopic-157-1-288-5720-Importing-Users-from-LDAP.html
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About Comodo

The Comodo companies are leading global providers of Security, Identity and Trust Assurance services on the Internet. Comodo
CA offers a comprehensive array of PKI Digital Certificates and Management Services, Identity and Content Authentication
(Two-Factor - Multi-Factor) software, and Network Vulnerability Scanning and PCI compliance solutions. In addition, with over
10,000,000 installations of its threat prevention products, Comodo Security Solutions maintains an extensive suite of endpoint
security software and services for businesses and consumers.

Continual innovation, a core competence in PKI and a commitment to reversing the growth of Internet-crime distinguish the
Comodo companies as vital players in the Internet's ongoing development. Comodo, with offices in the US, UK, China, India,
Romania and the Ukraine, secures and authenticates the online transactions and communications for over 200,000 business
customers and millions of consumers, providing the intelligent security, authentication and assurance services necessary for
trust in on-line transactions.

Comodo Security Solutions, Inc.

1255 Broad Street
Clifton, NJ, 07013
United States

Tel: +1.888.256.2608
Tel: +1.703.637.9361

Email: EnterpriseSolutions@Comodo.com

For additional information on Comodo - visit http:/lwww.comodo.com.
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