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1 Introduction to Comodo Antispam
Gateway

Comodo Antispam Gateway (CASG) is an enterprise email filtering solution that blocks spam, email-borne viruses
and other unwanted mail from reaching user in boxes. CASG can be quickly configured for any email system and
can be up and running in no time.

Features and benefits include:
«  Antispam protection for incoming mails
< Antispam protection for outgoing mails
»  Enhances productivity of employees and servers
- Intuitive web interface facilitates easy use and configuration
«  Easy management of domains email restrictions
«  Whitelist / blacklist recipients and senders
+  Archiving incoming mails
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Guide Structure

This guide is intended to take you through the configuration and use of Comodo Antispam Gateway and is broken
down into the following main sections. The guide can be navigated using the bookmark links on the left.

» Release Notes - Alist of new features that have been appeared in the CASG.
» Purchase License - How to purchase CASG licenses.

- License Information - Describes how to keep track of subscription status and various license related
alerts.
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«  Get Started - Describes how to configure your mail server with the CASG service
+ Incoming Filtering Configuration
+ Outgoing Filtering Configuration

» Login to the Admin Console - How to login into the CASG interface.

»  The Admin Console - Provides a snapshot of main functional areas of CASG.

» The Dashboard Area - Describes briefly about Domain management, Account management, Customer
management and Statistics area.

« Domain Management - Detailed explanation on how to add domains, edit domain and manage domains.
This section also deals with adding users to whitelist and blacklist and view log reports.

e Audit Log - Detailed explanation on how to view and export log reports for all the domains in the account.

»  Administrator Account Management - Detailed explanation on how to add new administrators and
change login passwords, subscription to periodical reports and configure language for messages from
CASG.

«  Customer Management - Provides information on accounts.

«  CASG Reports - An Overview - An Overview of the Domain and Quarantine summary reports periodically
generated and sent to the administrators and users by CASG.

« Appendix 1 - CASG Error Codes

»  Appendix 2 - CASG Comparison Table
»  Appendix 3 -Troubleshooting LDAP

»  Appendix 4 - Useful Links

1.1 Release Notes

Version History

Version Number List of Changes
Version 2.12 «  Various Bug Fixes
Version 2.11 +  Added Domain control validation feature. Admins have to prove domain ownership.
Version 2.10 «  System log search optimization

«  Added filters on Blacklist / Whitelist / Rules pages

Version 2.9 +  Added new blacklisting option by Comodo Real-time Blackhole List (RBL).

Version 2.8 « Added 'Domain Rules' feature to define rules for whitelisting, blacklisting and
forwarding mails and filtering mails based on TLD names of email domains

«  Added ability for users to view quarantined mails received at their Alias email
addresses

Version 2.6 « Added ability to assign the language for outgoing and received messages
»  Added Spam trap email for administrators
+ Added Sites filtering option for administrators

+ Added 'Non human' and 'Public email' that allow to more accurately filter spam for this
type of email address.

Version 2.4 «  Added ability to create Domain Rules rules for adding senders to whitelist/blacklist

«  Added ability for admins and users to add senders to whitelist/balcklist from the
Archive interface

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 5
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« Added 'Quarantine release’ and 'Report spam'’ reports for administrators
«  Geolocation restriction feature added that allows to create access control policies
« Added ability to forward mails from one user to another user in the same domain

Version 2.2 « Added 'User auto-import report' for administrators. The report contains information
about all auto-imported users under each domain.

« Added notification for user-auto-import events

« Added ability to specify blacklist/whitelist senders by TLD

«  Added ability to import sender whitelists/blacklists per user from CSV file.
«  End users can reply to emails from mail archive

+  End users will be notified when emails are quarantined that were addressed to them.
They can open the quarantined email by clicking the link in the notification email.

Version 2. 1 « Added more audit events
«  Added Users auto import
« Added Relay restrictions

Version 2.0 «  New user interface

«  Added Domain Audit Log feature, which enable administrators to view the events for
selected domains in customer's account

< Customers can purchase storage space for archiving incoming mails
+  Added more audit events

« Added ability to whitelist / blacklist senders for each user

Various bug fixes

Version 1.12 « Added Audit Log feature, which enable administrators to view the events for all the
domains in customer's account

«  Various bug fixes

Version 1.11 « Added ability to assign group permissions for administrators
« Added ability to login to CASG service via CAM credentials

- Administrators can unlock users immediately who were locked out after three
unsuccessful attempts to login

« Added ability to customize notification emails
+ Added ability to configure number of users for each domain belonging to an account
+  Various bug fixes

Version 1.10 «  Added ability to import users from Active Directory server of Domain, through LDAP

« Added ability to administrators to receive quarantine request emails through
alternative email address(es)

< Added ability to export configured Recipient Whitelist, Sender Whitelist, Recipient
Blacklist and Sender Blacklist to CSV files

Version 1.9 « Added ability to assign group permissions to multiple users and filtered users
« Added a user ability to search for logs of all domain
» Added 'Reset to default' button for Incoming Spam Detection settings

» Added 'Include results from the last minutes' parameter to the Incoming & Outgoing
Log search pages

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 6
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« Added user login audits, including name of user, IP, logged time and session duration

Version 1.8 « Added option for administrators to configure idle session timeout period
«  Various bug fixes

Version 1.7 « Added option to purchase multiple licenses for single domain or multiple domains

« Added new feature - Groups & Permissions. Allows administrators to create groups
and configure permission levels for each group. Ability for administrators to add users
to groups with preset policies.

« Users in Power group can release quarantined emails without administrator's
approval

+  Added ability for administrators to blacklist senders from Quarantine interface

< New option for administrators to import users to whitelist / blacklist from csv format
files

 Added ability for administrators to import aliases from csv format files

»  Added new options for report generation - Ability for administrators to receive global
reports for all domains and domain level report for selected domain

«  Login As button removed disabling an administrator to login as another administrator

«  Email size restriction - Administrators to contact Comodo if more than 250 MB email
size is required

Various bug fixes

Version 1.6 » Added Released Emails, Blacklisted Emails and Whitelisted Emails features in Email
Management

+ Added ability for administrators to release or reject users' request to release
quarantined emails

« Added ability for administrators to accept or reject users' request to add senders to
whitelist or blacklist

«  Email notifications to administrators and users for requests such as to release
quarantined mails, add senders to whitelist or blacklist

« Added ability for administrators to prioritize domain routes using drag and drop
feature

< New option for administrators to set number of quarantined mails to be displayed per
page

«  New option to stop empty reports from being sent to recipients

« Right-click options to open links in new tab or new window

Various bug fixes

Version 1.5 « Added outgoing (SMTP) user management support

+ Added email aliases support

« Added the ability for administrators to clear outgoing domain callout cache

« Added the ability for administrators to search for a specific outgoing email message

Version 1.4 « Added periodical Domain and Quarantine summary reports feature

- Added ability for administrators to set language for messages displayed/sent by
CASG according to their location

+ Added automatic locking feature - the CASG account will be locked if the
administrator/user login attempts fail for set number of times due to incorrect entry of
username/password

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 7



cCOMODO

Creating Trust Online®

«  Added ability for administrators to view quarantined email message content through
a new CASG window

Version 1.3 «  User interface improvements

«  Embedded links to on-line help

Ability to configure the number of days for which logs are available
«  New options for domain settings

Various bug fixes

Version 1.2 ¢ Added licensing options
Fixed various bugs

Version 1.1 « Added ability for administrators to view email message content through the CASG
interface

«  Added ability to report spam in multiple formats to Comodo for potential global
blacklisting

«  Added ability to quickly switch the domain that is currently being managed
+ Added ability to reset 'Blocked Extensions' list to default values

Version 1.0 « Added Mail Quarantine feature

« Added Whitelist / Blacklist pages

«  Added Domain management feature
«  Added Customer management

«  Added Account management

1.2 Purchase License

« Inorder to use CASG, you must first purchase a license for the service.

»  You have the option to purchase multiple licenses for single or multiple domains.
Purchase a new license

+ Login to your Comodo account at https://cam.comodo.com/

»  Select the 'Enterprise Solutions' tab

«  Click the 'Antispam Gateway' tile

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 8
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»  Select the product you want to purchase

Sign Up to Antispam Gateway

Currency UsD -
Base Domalns Users Archive Space
Product Comodo Antispam Gateway (50 Users, 2 Domains, 0 Archive Space) -

e
[
te]
[}
=

FIXED MONTHS YEARS

PRODUC Comodo Antispam Gateway (50 Users, 2 Domains, 0 Archive Space)

S $25.00

Add To Basket Direct Signup

$25.00
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*  Product - Select 'Base' then choose a license from the drop-down

« You can also buy licenses for additional domains, users and / or storage space. Click the respective tab
and select the required license.

«  After selecting your licenses, agree to terms and conditions then click 'Add to Basket'.
» Region - Select the region closest to you. We will set up your instance in this zone to improve performance.

+ Term of Product - The longer the license term, the more money you save. For example, a 1 domain/5 user/
1 month license costs $7 per month. However, a 1 domain/5 user/1 year license costs only $36, a saving of
$48 per year.

+  Agree to the terms and conditions
«  Click 'Direct Signup' if you choose a single product, or click the shopping cart at top-right
«  Click 'Next'

You are purchasing following products:

Product Title

=]

1]
=)
=

Description Price

Total Amount:

[nlp Y=l a T
w2 U

Clear my shopping cart

«  Complete all fields on the enroliment form:

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 10
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Review Products Jser Det:

/] @
Mew user Existing user

Details Contact Information

Email Country
United States -

Fassword State
-Unknown- -

City

Confirm Password

First Name Street Address

Last Name Fostal Code

« New user - If you don't have a Comodo account, enter your details to create a new account
« Existing user - If you already have a Comodo account, enter your username and password

«  Click 'Next'
» Review your details then click 'Next' again:

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 11
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Billing Address:
Street address:
Mount Road
Streel address (2)
-not-present-
City
Madras
Postal Code:
600005
Country
Indiz

State

Company Mame

frontfork

Finally, review your order then enter your payment details:

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 12
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Your purchase:

(you still can change it on the first step)

1on Frice

Product Title Penad descript

Total Amount: ¢75.00

kA Auto-renew this orders. You can disable this option later at any time.
O ¥es! Please keep me informed about Comodo products, upgrades, special offers and pricing via email. Your information is safe
with us!

Payment information

CREDIT CARD DETAILS

‘"“m o “".‘?3'.“‘ USE EXESTING

Mame on card
Card number

Expiry Date Security code

MM/YYYY ) |
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«  Auto renew this order — Deposited funds are withdrawn from your account to renew the order at the end
of the subscription period. If you do not have funds in your account then your card is charged.

« News about Comodo products - Select to subscribe for Comodo newsletters and communications.
+ Payment type:

e Purchase Order - Enter the details
e Credit Card — Enter your card details
+  Click 'Signup’

Congratwlations, vou've successfully purchased following products.

Order Number: 741840-139

Product Mame Comodo Antispam Gateway

License Key e LI Epr st Sy —
Subscription 1D 23f0dd2d19

Invoice Number: 741840-179

Order Amount: $25.0

arder Date: 2020-01-03

Subscription expires on: - 2020-02-03

My Licenses

»  Your account is created and your licenses are now active. You will also receive a confirmation email with
your order details.

»  The confirmation email contains the Antispam Gateway URL. Please visit this URL to login.

« You can view your license details in the main interface after activation. See 'License Information' for
more information.

< The number of users and domains allowed by all your licenses combined is shown in the License
Management page.

1.3 License Information

After purchasing your license, we advise you to keep track of your usage limits and the number of days remaining on
your license(s) to avoid service interruptions. You have the option to upgrade or downgrade your license as per your
requirements. You will begin to receive license renewal reminders via email before the expiration of license(s).

View license information
» Loginto Comodo Antispam Gateway
»  Click 'Customer management' > 'License Management' on the left
« Theimage below shows a customer who has purchased multiple licenses:

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 14
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Lasrgoprd f Licanse Manapsment
License Management 0 Hen
Name : ak_customer] ak_customer]
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»  Max. number of users - Total users on all licenses combined.
«  Max. number of domains - Total domains licensed on all licenses combined.

< The name of the account is displayed at the title bar

«  CAM Login: Login username for Comodo Accounts Manager (CAM) at https:/laccounts.comodo.com.
You can login to CAM to purchase or renew licenses.

»  CAM email: Email address for the account as registered in CAM.

«  Number of users: The total number of active users across all your domains.

« Max. number of users: Total users you can add (all licenses combined). You cannot exceed this number of
users without purchasing additional licenses.

«  Number of domains: The number of domains enrolled for account.
«  Max. number of domains: The total number of domains you are licensed for across all licenses.
- Disk quota: Total storage space available to archive incoming messages.
- Disk space: How much storage space you are currently using to archive mails.
Subscriptions
The following details are available for each subscription:
«  Max. number of users: Total number of users that can be added to the account on the license.
«  Max. number of domains: Total number of domains that can be added on the license.
- License expiration date: The date till which the license is valid.
- Disk quota: Total storage space available on the license.
» Enabled: States whether the subscription is active or not.

The 'Reminder' button allows you to choose an email address to receive license expiry reminders, and to specify the
period of time before expiry that you wish to receive them. Please note this button will be available if you have

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 15


https://accounts.comodo.com/

Comodo Antispam Gatewgy___:...Admi'ﬁEffaiQ ‘Guide comono

Creating Trust Online®
/
_.-"'/’ .’!

logged in to CASG using CAM account credentials.

Administrators will start receiving license renewal reminders via email 30 days (default) before your license(s) are
due to expire.

Note: The number of days before expiration of license that you start to receive license renewal reminders and the
number of reminders per day that you receive depends on the settings configured in CASG.

An example of license renewal reminder is shown below:

Dear Customer,

Your Comodo Antispam Gateway account is due to expire in 5 days.

Please renew your subscription using your account page or confact support,

Please note that on 03-06-2012 your account will be suspended for 60 days and after that all your data will eliminated.

If you have multiple licenses and if one of them has expired, then the number of domains and users allowed for that
license will be deducted from the total number of allowed domains and users. No error message will be displayed if
the usage is still limited within the total domains and users allowed for the remaining license(s).

An alert will be displayed at the top of the interface on the day when all the license(s) have expired. An example of
the message is shown below.

Your subscription has expired, your acoount will be purged in 60 days, including all domains and quarantined emails, which will be irretrievable. Until that your
Spam filters are disabled

vour subscription has expired, your acoount will be purged in 60 days, including all domains and quarantined emails. which will be irretrievable. Uintil that your
Spam filters are disabled

« Thereis a grace period of 60 days after license expiry to allow customers time to renew.

During this time, your emails will continue to be delivered to your domain through CASG but without any
spam filtering. You also cannot add new domains or users and cannot enable quarantine.

»  Otherwise, you can login in and view/use the service normally.

+  After the grace period expires, all domains and quarantined mails in your account will be purged and you
will not be able to log into the account.

Administrators can upgrade or downgrade his/her account using Comodo Accounts Manager (CAM) at
https:/laccounts.comodo.com/account/login. You can use the login details provided at the time of purchasing the
service.

Note: Any license upgrade or downgrade for your account will not be effected immediately. However, the changes
will be reflected in the interface after a certain period of time depending on the settings configured in CASG.

After downgrading your existing account or after a license has expired, if the number of domains and / or users is
more than permitted, an upgrade subscription message will be displayed at the top of the CASG interface. Some
examples of alert messages are shown below:

«  When the domain limit is exceeded:

Your domain limit exceeded by 1. Please lower number of your domains or buy new subscription.

You will not be able to add new domains until some of the current domains are removed. CASG filter will continue to
function and you can add new users.
»  When the user limit is exceeded:

Your user limit exceeded by 2. Please lower number of your users or buy new subscription.
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You will not be able to add new users until some of the current users are removed. CASG filter will continue to
function and you can add new domains.

2 Get Started

After creating your account, the next step is configuring your mail server to work with the CASG service.

There are two service servers, one in the US and other in the EU. You should use the server best suited to your
location and your requirements. The CASG service URLSs are:

European Union
«  mxpooll.spamgateway.comodo.com
e mxpool2.spamgateway.comodo.com
United States
«  mxpooll.us.spamgateway.comodo.com
The following sections explain how to configure CASG for your environment:
+ Incoming Filtering Configuration

»  Configuring your mail server
»  Configuring MX record

« Outgoing Filtering Configuration
« Per-user authentication
«  Outgoing Smarthot setup

2.1 Incoming Filtering Configuration

This section explains how you have to configure your mail server and point your domain MX records to CASG
service.

+ Configuring your mail server
»  Configuring MX record

2.1.1 Configure Your Mail Server

Step 1: Disable Sender Policy Framework (SPF) checks, or add CASG service domains to the SPF whitelist.
- Ifyou don't do one of the above, you may get an error message when you add a domain:

Dashboard f Domains

Domains © Hep

WARMNING: Routes check is failed for given dormain. E
Below is detailed response from mall server :
SPF checker is unreachable

Step 2: Add your domain to the CASG service.
To add a domain:
«  Login to CASG system, go to domain management and add domain.
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Domains

Add domain

Domain |domainname.com
Destination routes + mail. domainname, com

Timezone : (GMT) Coordinated Ur

Domain user limit  Unlimited

Domain Archive Space (GB) |Unlimited

Step 3: Point mail server MX records to the CASG service domain. See 'Configure MX Record' for more details.

212 Configure MX Record

» The next step is to update the Mail Exchange (MX) records of your domain to point to the CASG service
domain.

»  Please ensure that you replace your old domain MX records with CASG service domains according to
your preferred region.

Background Note: The MX record is responsible for specifying the mail server to relay the incoming and outgoing
email messages of a domain. A domain can have several MX records, each pointing to a mail server, with defined
priority order. When an email is passed to/from your domain, the mail is handled by the first available mail server as
per the priority. You can define new MX records or change the priority of them depending on how you want the
mails to/from your domain has to be processed.

This section explains how to update your MX records so that all mails to/from your domain are passed through the
CASG spam filtering service. Click the following links for detailed explanations based on the DNS software/web
hosting service you use.

«  Windows Server 2003/2008

«  BIND (and the "named" daemon)
+ Comodo DNS

+ GoDaddy

« Enom

*  Network Solutions

* Yahoo! SmallBusiness

+ landl
» 4D Web Hosting
« DNS Park
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+ DreamHost

« DynDNS

+ IXWeb Hosting
*  No-IP

+  Cpanel

2.1.2.1 Update MX Records in Windows 2003/2008 Server

Open Control Panel by clicking Start > Control Panel and click ‘Administrative Tools'.
Select 'DNS'.

Open the 'Forward Lookup Zones' folder.

e

To back up the current configuration, right-click the sub-folder for the mail domain you are configuring,
select 'export' from the context sensitive menu and save the configuration in a safe location.

o

Open the zone/domain sub-folder for that mail domain.
6. Delete all the existing MX records in that zone/domain.

7. Create a new record for your primary mail server. Enter the FQDN of your preferred CASG service
domain. CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

Assign a priority of 1 as this is your primary service.

Click OK to save your record.

8. Create a new record for your secondary mail server. Enter the FQDN of your preferred CASG service
domain. CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

Assign a priority of 2 as this is your secondary service.
Click OK to save your record.

9. Right-click the zone/domain folder and select 'Properties' from the pop-up menu.
10. Select the 'Start of Authority (SOA)' tab, click the 'Increment' button and click 'oK'.

2.1.2.2 Update MX Records on a host using BIND (and the 'named' daemon)

1. Make a backup copy of the zone file (or named.conf) that you intend to edit for MX record updates.

2. Open the Zone file for the mail domain you are configuring (or go to the part of named.conf being used for
that zone)

3. Delete all the existing "MX" lines for that domain.

4. Entera new "IN MX" record with the lowest preference value and enter the FQDN of your preferred CASG
service domain.

CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com
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Assign a priority of 1 as this is your primary service.

5. Enteranew "IN MX" record with the next lowest preference value and enter the FQDN of your preferred
CASG service domain.

CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.
Assign a priority of 2 as this is your secondary service.

6. Findthe "@ IN SOA" record and increment the serial number (on the second line of the record).
7. Save the file and check it with named-checkconf.

8. Restart the 'named' daemon.

2.1.2.3 Update MX Records for Comodo DNS

1. Loginto DNS.com administrative console at https:/ldns.com/login/ by entering your login email address
and password.

2. Select the domain for which you want to update the MX records, from the "Select domain” drop down menu.

Contact Help

[“ DNS.COM NEW: Overage Insurance Plans My Account

User: 3 le-domain.com
Setting

'
Overview Domains Groups Geo Groups Reports 'n Select group n

Home Overview || | * Add domain

Type keyword sbove to filfer results

sample-domain.com

3. Click the "View / Manage" button beside the row labeled "@ (mail)".
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* (wildcard) @ View | Manage
= WWW 0 View | Manage

The existing MX records will be displayed at the left hand side pane.
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Resource records

@ (Mail).sample-domain.com

Set records for any region or group of your choice.

Create record

Region: < Select location

Ttl: 3600

Priority: 0

Answer:

Save

Global

www_ sampledomain.com. TTL:

www_sampledomain.com. TTL:
Create new: Select type

Add

4. Delete the existing records by clicking the thrash can icons.
5. Set the primary mail server. Under 'Create Record":
«  Enter TTL as 3600 (secs)
«  Enter"1"in the 'Priority' field to set higher priority for the primary server
- Enter the FQDN of your preferred CASG service domain in the 'Answer field
CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

Click 'Save'
6. Again click the "View / Manage" button beside the row labeled "@ (mail)" and set the secondary mail server.
Under Create Record":
e Enter TTL as 3600 (secs)
e Enter "2"in the 'Priority' field to set lower priority for the secondary server
»  Enter the FQDN of your preferred CASG service domain in the 'Answer field
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CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

Click 'Save'
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

Setup should now be complete and mail filtering effected on all configured domains. If you experience problems,
please open a ticket at support.comodo.com or call 1.888.COMODO (2666.6361) and have your account number
ready. We have experienced technicians on hand to help troubleshoot any configuration issues.

2.1.2.4 Update MX Records for GoDaddy

1. Log into GoDaddy administrative console at http:/lwww.godaddy.com, by entering your customer number

or login name, entering your password, and clicking the 'Secure Login' button.

2. Click 'My Domains' from the 'Domains' drop-down menu.

Domains ¥ Hosting & Servers ¥ | Site Buslders ¥ | S50 Certiicates ¥ | BIJS'ETIEE'E':"

Auctions & More
Bid on/Buy Existing Domains
Premum Listings
Appraise Domains
Register or Transfer Domains Backorder Domaing

Bulk Register - SAVE!

Trams far Namams b e Do

Private Registration

Heisinas s Dassiraban

3. Select the domain for which you want to update the MX records, from the 'Domain Name' column.
4. Click Total DNS Control and MX Records' from the Details page.
T W ST Y P WY W Y e W
Status: Active (Refresh Page)

Hame Servers: (Last Update 3/1272012)
233 DOMAINCD _COM

Privacy:

Business Registration:
Domain Ownership Protection:
Locked:

Registered:

Expires On:

Auto Renew:

CashParking:

Off (aady

OFf [Add)

Off (addh

Locked [Change
21472008

2142008 [Renew How)
Off (Change)

Disabled (Changs
Sllus)

Send by Emai

5. Delete the existing MX records by clicking the 'X' buttons.

2 max (Mail Exchange) [ Reset to Default Settings | -.
v Prionity Hoest Goes To TTL Actions
o [} SR SBCUrSRarer nel 1 Howr E
i @ enadelode | securesarver net 1 Hour [x]

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the
'Edit' button beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these
records at a later time after your changes have taken effect.
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6. Click 'Add New MX Record".The interface for adding a new MX record will appear.

MX (Mall Exchangers)

To create a new MX record for your domain; enter the priority vatue (0 - 9999) and compiste the
Host Name, "Goes To. IP Address, and TTL Value felds, then chick "Continue.”™

B

Hote: The "Host Name™ should be defined as your domain name (i.e., "domainnamegoeshers. com™)
or “@" (Entering "@" wil automatically inserl your domain name as the host name for the MX
Record). If the MX Record iz for the domain “www domainnamegoeshere com.” the host name

i i i -

Priority:  [4
Host Name:  [@

Enter Goes To Address: f.fn.yr_dumain_.net..psmt.p.{:.l-:r"m

TIL | 4 Hour |

To set the primary server:

«  Enter"1"in the 'Priority' field.
- Enter"@" in the Host Name field.
* Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.

CASG primary service domains are:

EU: mxpool1.spamgateway.comodo.com
US: mxpool1.us.spamgateway.comodo.com

»  Select '1 week' from the TTL drop-down.
« Click'OK'.
To set the secondary server:

+  Click 'Add New MX Record' again. The interface for adding a new MX record will appear.

«  Enter "2"in the 'Priority' field.

«  Enter "@" in the Host Name field.

« Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

»  Select '1 week' from the TTL drop-down.

« Click 'OK".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.5 Update MX Records for Enom

1. Loginto Enom administrative console at https:/lwww.enom.com/login.aspx by entering your 'Login ID,
'Password' and clicking 'Login'.

Click the 'Domains' tab and select 'My Domain Names'. 'Manage Domains' page will be opened
Choose the domain for which the MX records are to be updated.

Select the + icon under the Total DNS Control' list in the 'Domain Details' panel. A sub-list will appear.
Click "Total DNS Control And MX Records'. The 'Manage MX Records and DNS Zone File panel' will

o kM w
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appear.
6. Click 'Launch Total DNS Control Manager'. The 'DNS Manager' interface will appear.

7. Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click the
'Edit' button beside each and set the priority with higher numbers like 10, 20 and so on. You can delete these
records at a later time after your changes have taken effect.

8. Click 'Add New MX Record'. The 'MX (Mail Exchangers) Record Wizard' will appear.

To set the primary server:

«  Enter "1"in the 'Priority Value' field.
«  Enter "@" in the Enter a Host Name field.
» Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.

CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

»  Select '1 week' from the TTL drop-down.
«  Click 'Add".
To set the secondary server:

«  Enter "2"in the 'Priority Value' field.
«  Enter"@" in the Enter a Host Name field.
» Inthe 'Enter Goes To Address' field, enter the FQDN of your preferred CASG service domain.

CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.
»  Select '1 week' from the TTL drop-down.
«  Click 'Add".
9. Click 'Continue'. The 'DNS Manager main page' will reappear when you've finished.
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.6 Update MX Records for Network Solutions

1. Login to Network Solutions administrative console at
https:/lwww.networksolutions.com/manage-it/index.jsp by entering your 'User ID', 'Password', selecting
'Manage All Services' from 'Log-in to' drop-down and clicking 'Login'.

2. Click 'Edit DNS' under 'DNS Settings'. (If this is the first time you are editing the DNS settings, then click
'Custom DNS Setting"). The 'Edit DNS' interface will appear.

3. Click 'Continue' in the 'DNS Manager-Advanced Tools'. The 'DNS Manager - Advanced Tools' interface will
appear.

4. Click Add/Edit in the 'Mail Servers' panel. The 'Mail Servers' table will be displayed.

5. Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
‘Mail Servers' table to set the priority with higher numbers like 10, 20 and so on for the existing records. You can
delete these records at a later time after your changes have taken effect.
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6. Update the 'Mail Servers' table with the information in the following table.

Priority Mail Server

1 Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

2 Enter the FQDN of your preferred CASG service domain.

CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

7. Click 'Save'".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.7 Update MX Records for Yahoo! Small Business

1. Loginto Yahoo! Small Business administrative console at https:/llogin.yahoo.com/config/login_verify2
by entering your 'Yahoo ID', 'Password' and clicking 'Sign In'.

2. Click 'Domain’ from he tool bar.

3. Click 'Manage Advanced DNS Settings'.
4. Click 'Change MX Records'.

5. Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

6. Enter the MX record for primary email server with the FQDN of your preferred CASG service domain in
the first open text box.

CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

7. Set the priority for the primary email server as "1"

8. Enter the MX record for secondary email server with the FQDN of your preferred CASG service domain in
the second open text box.

CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

9. Set the priority for the secondary email server as "2"
10. Click 'Submit'

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.
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2.1.2.8 Update MX Records for landl

1. Loginto landl administrative console at http:/lwww.land1.coml/login by entering your ‘Customer ID'
(Account Number or Domain name), 'Password' and clicking ‘Login".

Click 'Administration' tab

Click 'Domains'. The 'Domain Overview' page will appear.

Select 'Edit DNS Settings' from the DNS menu.

2

3

4. Choose the domain for which the MX records are to be updated.

5

6. Click 'Advanced DNS Settings' and choose 'Other mail server' from the options.
7

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

8. Enter the MX 1/Prio and MX 2/Prio fields with the following information.

MX 1/Prio Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

MX 2/Prio Enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it blank.

9. Click 'OK'".

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.9 Update MX Records for 4D Web Hosting

1. Login to your 4D Web Hosting administrative console at https:/Imembers.4dwebhosting.com/ by
entering your 'Username’, 'Password' and clicking ‘Login'.

2. Click 'Configure'.
3. Click 'MX Records' from the Configuration options.

4. Replace the top two records with the following:

Primary Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

Secondary Enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
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Please note there is no secondary service domain for the US based service. Leave it blank.

5. Click 'Update MX Records'.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.10 Update MX Records for DNS Park

Log in to DNS Park administrative console at https:/lwww.dnspark.net/signin.php.
Click 'DNS Hosting' from the left hand side navigation.

Choose the domain for which the MX records are to be updated.

Click 'Mail Records (MX)'.

Under 'MX Resource records',

* Replace the hostname at 1st priority row with the FQDN of your preferred CASG service domain
and click 'Update’

CASG primary service domains are:

o & 0w Do

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

+  Replace the hostname at 2™ priority row with the FQDN of your preferred CASG service domain
and click 'Update’

CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

6. Delete other existing MX records.

Tip: If you do not want to delete these records at this time, you can do it later, after your changes have taken effect.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

21211 Update MX Records for DreamHost

1. Log into DreamHost administrative control panel at https:/ipanel.dreamhost.com/ by entering your email
address/Web ID and Web panel password.

Click 'Mail' from the left hand side navigation and select 'MX' from the options.
Click 'Edit' beside the domain name for which the MX records are to be updated.

Delete all existing MX records under 'Custom MX Records'.

a k~ w >

In the first text box, enter the FQDN of your preferred CASG service domain

CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

6. Inthe second text box, enter the FQDN of your preferred CASG service domain
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.
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7. Click 'Update your custom MX records now!

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.12 Update MX Records for DynDNS

1. Login to DynDNS administrative console at https:/laccount.dyn.com/entrance/ by entering your
Username and password.

2. Click 'My Services'.

3. Click 'Custom DNS' beside the domain for which the MX records are to be updated, under 'Zone Level
Services'.

4. Select all the entries under 'Mail eXchanger Records' and click 'Delete MX'.
5. Click 'Add New MX'.
6. Setthe primary mail server:

«  Enter the FQDN of your preferred CASG service domain
CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

»  Select '5' for preference to set higher priority for the primary server
«  Click 'Modify MX'
« Click 'Return to...

7. Set the secondary mail server

»  Enter the FQDN of your preferred CASG service domain
CASG secondary service domains are:

EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

«  Select '10' for preference to set lower priority for the secondary server
«  Click 'Modify MX'
« Click 'Return to..."
The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.13 Update MX Records for IX Web Hosting

1. Loginto IX Web Hosting administrative control panel at https://manage.ixwebhosting.com/index.php by
entering your login email address and password.

Click 'Manage' under 'Hosting Account'.

Choose the domain for which the MX records are to be updated.

2
3
4. Disable the existing MX records by clicking the 'On'" button.
5. Click 'Edit' next to 'DNS Configuration'.

6

Delete the existing MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

7. Click 'Add DNS MX Record'.
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8. Enter the primary and secondary mail servers one by one as given in the table below. Click 'Submit' after
entering each record.

Name Data Data (Second bhox)

Leave Blank 1 Enter the FQDN of your preferred CASG service domain.
CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

Leave Blank 2 Enter the FQDN of your preferred CASG service domain.
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com

Please note there is no secondary service domain for the US based service. Leave it
blank.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.14 Update MX Records for No-IP

1. Login to No-IP administrative console at https://lwww.no-ip.com/login/ by entering your login email
address and password.

Click 'Host/Redirects' from the left hand side navigation.
Click 'Modify" beside the domain name for which the MX records are to be updated.

Navigate to 'Mail Options' section at the bottom of the page

a k~ w N

Replace the MX record entry at the first field with the FQDN of your preferred CASG service domain

CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

6. Replace the MX record entry at the second field with the FQDN of your preferred CASG service domain
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

7. Delete the other MX records.

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Edit the
'MX Records to set the priority with higher numbers like 10, 20 and so on for the existing records. You can delete
these records at a later time after your changes have taken effect.

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.1.2.15 Update MX Records in CPanel

This section explains how to update MX records for your domain if you or your web hosting service provider use
CPanel as webhosting control interface.

1. Login to your administrative console. CPanel will be opened.
2. Click 'MX Entry" icon under 'Mail'
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The MX Entry Maintenance panel will be opened.

3. Select the domain for which the MX record has to be changed from the Domains area.

Creating Trust Online®

4. Ensure that 'Local Mail Exchanger' option is selected under 'Email Routing'. If not, select the option and

click the 'Change’ button.

Domain: mydomain.com

Email Routing

O Automatically Detect Configuration (recormmended) more =

@ Mail Exchangerm)

O Backup Mail Exchanger moare »

O Remote Mail Exchanger rore »

Currenl setting is shown in bold.

v Wiarning: Setting the wrong option here can break receiving mail on your server, If yvou are at all unsure about
which option to select contact yvour systern administrator,

Add New Record

5. Delete the entries under 'MX Records' by clicking the 'Delete’ links
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Priority: |0

Destination:

Add Mew Record |

MX Records

PRIORITY DESTINATION ACTIONS

0 mydormain.com Edi

Home ® Trademarks ® Help ® Documentation ®  Contact ®  Logout

Tip: If you do not want to delete the existing records at this moment, you can set them with lower priority. Click 'Edit'
and set the priority with higher numbers like 10, 20 and so on. You can delete these records at a later time after

your changes have taken effect.

6. Set the primary mail server under 'Add New Record'

«  Enter'0"in Priority field
+  Enter the FQDN of your preferred CASG service domain in the Destination field

CASG primary service domains are:

EU: mxpooll.spamgateway.comodo.com
US: mxpooll.us.spamgateway.comodo.com

e Click 'Add New record'. The new MX Record pointing to CASG service will be added
which option to select contact your system administrator.

Add New Record

Priority: |U |°

Destination: |mxsm1.5pamgateway.col| (v

Add New Record I

MX Records

PRIORITY DESTINATION ACTIONS

7. Set the secondary mail server under 'Add New Record'
«  Enter'1"in Priority field
»  Enter the FQDN of your preferred CASG service domain in the Destination field
CASG secondary service domains are:
EU: mxpool2.spamgateway.comodo.com
Please note there is no secondary service domain for the US based service. Leave it blank.

«  Click 'Add New record'. The new MX Record pointing to CASG service will be added
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Lestnation.

Add Mew Record
MX Records
PRIORITY DESTINATION ACTIONS
0 mxsrvl spamgateway.comodo.com Edit Delete
1 mxsrvZ spamgateway.comodo.com Edit Delete
10 mydomain.com Edit Delete
Home ® Trademarks ® Help ® Documentation ®  Contact ®  Logout

The MX records for your domain are updated now. But it may take up to 48 hours for the changes to take effect.

2.2 Outgoing Filtering Configuration

You can configure an outgoing filter that is independent of the incoming filter. You can set up outgoing email filter for
each user, or if that is too cumbersome, you can set up the filtering server as a smarthost.

Click the following links for more details.
» Per-user authentication
«  Outgoing Smarthost setup
« DNS Configuration

Note: You can use only one of the methods, Per-user authentication or Outgoing Smarthost setup, for outgoing
email filtering. But DNS configuration is mandatory.

2.2.1 Per-User Authentication

To set up outgoing filtering for a user, make sure that the user is a valid outgoing user. This can be done in the
Outgoing section of the Manage Domain interface. You can also configure outgoing user to represent an IP
address and anybody from this configured IP can send mail. To add an outgoing user, click 'Users' and 'Add" in the
'Outgoing users' interface. You can also import users from CSV file or from Incoming users. See the section Users to
know how to configure an outgoing user.

2.2.2 Outgoing Smarthost Setup

If you use a dynamic IP or you are unable to get the proper PTR records set up then you might need to consider
using a smarthost. In this case all outgoing messages would be sent to CASG mailserver and the actual recipient
would be contacted by CASG mailserver itself. Please note that for smarthost option, email user authorization should
be handled on your side, either by IP address or by using SMTP AUTH.

A smarthost allows an SMTP server to route email to an intermediate mail server. This can ease mail server
management.

This enables you to route messages over a connection that may be more direct or less costly than other routes. The
smart host is similar to the route domain option for remote domains. The difference is that, after a smart host is
designated, all outgoing messages are routed to that server. With a route domain, only messages for the remote
domain are routed to a specific server. If you set up a smart host, you can still designate a different route for a
remote domain. The route domain setting overrides the smart host setting.

You can route all incoming / outgoing messages for remote domains through a smarthost instead of sending them
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directly to the domain to reduce e-mail spam from the recipient's mail server via the default SMTP port.
There are two service servers, one in the US and other in the EU. You should provide the hostname of the ASG
server that you are using as your preferred CASG service domain. The CASG service URLs are:
European Union

«  mxpooll.spamgateway.comodo.com

+  mxpool2.spamgateway.comodo.com
United States

«  mxpooll.us.spamgateway.comodo.com
The following sections explain how to configure outgoing smarthost:

»  Configure QMail to use a Smarthost

» Configure PostFix to use a Smarthost

» Configure Sendmail to use a Smarthost

«  Configure Exchange 2000/2003 to use a Smarthost

» Configure Exchange 2007/2010 to use a Smarthost

«  Configure Exchange 2013/2016 to use a Smarthost

« Configure Office 365 to use a Smarthost

» Configure Exim | cPanel to use a Smarthost

»  Configure Exim | cPanel to use a Smarthost
» Configure Exim | Directadmin to use a Smarthost

2.2.2.1 Configure QMail to use a Smarthost

Routing all mails to a smarthost

The file where SMARTHOST relaying to smarthost settings are kept is named smtproutes and is usually found in
Ivar/gmail/control/. We use the hostname 'mxpool1.spamgateway.comodo.com' (EU based server) and
mxpooll.us.spamgateway.comodo.com (US based server) on port 587 as outgoing server:

European Union
echo: mxpooll.spamgateway.comodo.com:587" > /var/gmail/control/smtproutes

United States
echo: mxpooll.us.spamgateway.comodo.com:587" > /var/qmail/control/smtproutes

This command will set gmail that all your mails will be routed to mxpooll.spamgateway.comodo.com:587 or
mxpooll.us.spamgateway.comodo.com:587 according to your preferred routing (will remove other existing lines).

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

European Union
echo "example.com: mxpooll.spamgateway.comodo.com:587" >> /var/gmail/control/smtproutes

United States
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echo "example.com: mxpooll.us.spamgateway.comodo.com:587" >> /var/qmail/control/smtproutes

This will route outgoing email to "example.com" via the smarthost. (rest of the lines will be kept).

2.2.2.2 Configure PostFix to use a Smarthost

You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :

These instructions assume the postfix config files live in /etc/postfix/main.cf

In/etc/postfix/main.cf add the line:

European Union
relayhost = mxpooll.spamgateway.comodo.com:587

United States
relayhost = mxpooll.us.spamgateway.comodo.com:587

Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

Add a line to letclpostfix/transport:

European Union
example.com smtp: mxpooll.spamgateway.comodo.com:587

United States
example.com smip: mxpooll.us.spamgateway.comodo.com:587

generate a postmap file :

postmap hash:/etc/postfix/transport

To use the transport file, add or edit a line in /etc/postfix/main.cf:

transport_maps = hash:/etc/postfix/transport

Restart Postfix and all mail. The mail for selected domains should go trough the Smarthost.

2.2.2.3 Configure Sendmail to use a Smarthost
You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :
* Edit sendmail configuration sendmail.mc file
vi [etc/mail/sendmail.mc
* Append or modify macro that read as follows:

For US customers:
define((RELAY_MAILER_ARGS','TCP $h 587')dnl

define('SMART_HOST', mxpooll.us.spamgateway.comodo.com’) dnl

For EU customers:
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define(RELAY_MAILER_ARGS', TCP $h 587")dnl
define(' SMART_HOST',"mxpooll.spamgateway.comodo.com') dnl

* Regenerate a new sendmail.cf config file with m4 command:
m4 /etc/mail/sendmail.mc > /etc/mail/sendmail.cf

* Restart sendmail service:

letc/init.d/sendmail restart

OR

systemctl restart sendmail

2.2.2.4 Configure Exchange 2000/2003 to use a Smarthost
You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :

» Inthe Exchange System Manager, expand the Administrative Groups container.

- Expand the desired administrative group, and expand the Routing Groups container.

»  Expand the routing group you need to work with, right-click the Connectors folder, and select New.

»  Select SMTP Connector.

«  Onthe General tab, enter a name to identify the connector.

+  Select Forward All Mail Through This Connector To The Following Smart Hosts, and enter
mxpooll.spamgateway.comodo.com (for EU based ASG server) or
mxpooll.us.spamgateway.comodo.com (for US based ASG server)

»  Default SMTP Server -> Properties -> Delivery Tab -> Outbound Connections -> TCP Port set to 587.
Routing all mails for a specific domain to a smarthost :

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

Do all steps mentioned above and continue on with the following:

« Under Local Bridgeheads, click Add, and select the SMTP server that will become the SMTP bridgehead for
its routing group.

»  Onthe Address Space tab, click Add, select SMTP, and click OK.

» Inthe E-Mail Domain box, add the name of the remote location's e-mail domain (e.g., example.com), and
click OK.

+  Click OK three times to exit the SMTP connector configuration.
« Restart the Microsoft Exchange Routing Engine service and the SMTP service.

2.2.2.5 Configure Exchange 2007/2010 to use a Smarthost
You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :
A Send Connector must already have been created and configured correctly on the Hub Transport server.
«  Open Exchange Management Console.
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+  Click on the '+' next to Organization Configuration.

«  Select Hub Transport and select the 'Send Connectors' tab.

» Right-click on the existing Send Connector, select 'Properties' and go to the Network tab.
+  Select "Route mail through the following smart hosts:" and click 'Add'.

«  Enter mxpooll.spamgateway.comodo.com (for EU based ASG server) or
mxpooll.us.spamgateway.comodo.com (for US based ASG server) - you need to use port 587 for both.

If you have more then one Smarthost, repeat the previous two steps.

The changes to the Send Connector will take effect immediately without you having to reboot the server or restart
any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell
Console:

Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.
Routing all mails to a smart host with Username-Password or IP based Authentication:
A Send Connector must already have been created and configured correctly on the Hub Transport server.
«  Open Exchange Management Console.
»  Click on the + next to Organization Configuration.
»  Select Hub Transport and select the 'Send Connectors' tab.
+ Right-click on the existing Send Connector, select 'Properties' and go to the ‘Network' tab.
»  Select "Route mail through the following smart hosts:" and click ‘Add'".

« Inthe FQDN section enter mxpooll.spamgateway.comodo.com, mxpool2.spamgateway.comodo.com
(for EU based ASG server) or mxpooll.us.spamgateway.comodo.com (for US based ASG server)

«  Click 'Change" under the smart-host authentication.
For Basic Authentication

»  Select 'Basic Authentication' and tick the '‘Basic Authentication over TLS' box.

+  Add your username and password that was previously created in CASG Outgoing Users
configuration page.

+ Click'OK'
+  For IP based Authentication
«  Select 'None'
« Click'OK'
«  Then add outbound IP of your Exchange Server in CASG Outgoing Users configuration page

The changes to the Send Connector will take effect immediately without you having to reboot the server or restart
any services.

In order to change the port to 587 you will have to issue the following command in the Exchange Powershell
Console:

Set-SendConnector -identity "NAME OF CONNECTOR" -Port:587

Restart the transport service.

2.2.2.6 Configure Exchange 2013/2016 to use a Smarthost
You should provide the hostname of the DAS server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :
A'send connector' must already have been created and configured correctly on the hub transport server.
»  Open 'Exchange Admin Center' (EAC).
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«  Select 'Mail flow' on the left then click 'Send Connectors'.
+  Select the existing send connector to view its properties.
»  Click 'Delivery'

+  Select "Route mail through the following smart hosts:" under 'Specify how to send mail with this connector'
and click the '+ button to add the smart host name.

»  Enter mxpooll.spamgateway.comodo.com (for EU based CASG server) or
mxpooll.us.spamgateway.comodo.com (for US based CASG server) in the 'add smart host' dialog.

If you have more then one smarthost, repeat the previous three steps.

+ If you need to route all mails to the smart host with Username-Password or IP based Authentication,
continue with the following settings:

«  For Basic Authentication
»  Select 'Basic Authentication' under Smart host authentication
+  Tick the ‘Offer basic authentication only after starting TLS’ box

« Add your username and password that was previously created in CASG Outgoing Users
configuration page

»  Click 'Save'
»  For IP based Authentication
»  Select 'None'
«  Click 'Save'
«  Then add outbound IP of your Exchange Server in CASG Outgoing Users configuration page
« Under 'Address Space', click the '+' button in the 'Add Domain' window
»  Select 'SMTP' for 'Type'
e Enter *in the Fully Qualified Domain Name (FQDN) field
»  Click 'Save'
« Under 'Source Server', click '+'in the 'Select a server' window.
»  Select a mailbox server that will be used to send email to the internet via the 'Client Access' server
»  Click 'Finish'
The changes you've made will take effect straight away without requiring a reboot or restarting any services.

2.2.2.7 Configure Office 365 to use a Smarthost

»  Note — Make sure you have activated Office 365 in CASG. Go to 'Outgoing' > 'Office 365 Activation' then
complete the activation procedure. Click here for more information.

Set up outbound mail in Office 365:
»  Login to your Microsoft Office 365 administrator center account

«  Click 'Admin' from the left-menu
»  Click 'Exchange":
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+  Click 'mail flow' on the left
«  Click 'connectors' in the top navigation:

Exchange admun Cenler

«  Add an 'Outbound Connector":

»  Select 'Office 365" in the 'From' drop-down menu
»  Select 'Partner Organization' in the ‘To' drop-down menu:
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@ Mew Connector - Mozilla Firefox - 0 4
) & hit s ffoutlook.office365.com/fecp/Connectors/ConnectorSelection.aspa? El ssx (5 1:'.' =
P f
Select your mail flow scenario
Specify your mail flow scenario, and well let you know if you need to set up a connector.
Learn more Office 365: Your cloud A
email subscription.
From: Vou o
- r organization'’s
| Office 365 - | email server: This is an
email server that you
i ) manage. It's often called
| Partner organization o L an on-premises server
Creating a connector is optional for this mail flow scenano. Create a connector only if Partner organization: &
you want to enhance security for the email messages sent between Office 365 and your partner can be an
partner organization or service provider. You can create multiple connectors for this organization you do
scenario, each applying to different partner organizations or service providers. Learn more business with, such as a
about enhancing email security bank. It can also be a
cloud email service
provider that provides
services such as ¥
Next Cancel
- A
+  Click 'Next'
+  Enter a descriptive name for the outbound connector in the ‘Name' field
+  Click 'Next'
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@ MNew Connector - Mozilla Firefox

@ & https:/foutiook.office365.com/ecp/Connectors/InboundPartnerConnect:

B - 0%

New connector

This connector enforces routing and securnty restrictions for email messages sent from your
partner organization or service provider to Office 365.

Dome Antispam Integration

Descnption:

What do you want to do after connector is saved?
5 Tum it on

MNext Cancel

'‘When do you want to use this connector?' - Select 'Only when | have a transport rule set up that
redirects messages to this connector'
«  Click 'Next'
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@ New Connector - Mozilla Firefox — O x

@ & https:/foutiook.office365.com/ecp/Connectors/OutboundConnector.asg B -« Q@ %

Mew connector

When do you want to use this connector? Select this option only if

# you created a rule that

@ Only when | have a transport rule set up that redirects messages to this redirects email messages to
connector this connector.

(O Only when email messages are sent to these domains
Learn more

Back Cancel

+ 'How do you want to route email messages'

»  Select 'Route email through these smart hosts'
e Click + sign to add smart host as port25.domeasmsp.cdome.net in the opening page and click Save.
+  Page will be updated as below.

*  Click ‘Next'.
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@ Edit Connector - Mozilla Firefox — O *

@ & https:/foutiook.office365.com/ecp/Connectors/OutboundConnector.a E 805 L 1‘:{ =
MNew connector

How do you want To route ermail messages?

Specify one or mone smart hosts o which Office 365 will deffeer email mescages. A tmart host is an altemathve tenver and can
be ertified by using a fully qualified domain name (FODN) or an IP address. Leamn rore
(:] Uge the WX record assocated with the partners Select to send messages to
the IMX recond destination
domain
for the @ngeted recpients

@ PRt semail throwgh these smart hosts

+ £ = +

(— )

Back Mext Canced

«  'How should Office 365 connect to your partner organization's email server?' - Select:
- 'Always use Transport Layer Security (TLS) to secure the connection’
AND
« 'lssued by a trusted certificate authority'.
This will make sure the connection to the mail server is securely encrypted and authentic.
«  Click 'Next'
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& Mew Connector - Mozilla Firefox - O x>

(D @ https://outiook.office365.com/ecp/Connectors/OutboundConnector.asp B -9 % =

Mew connector

How should Office 365 connect to your partner organization's email server? TLS is a security protocol

r© 3 that helps to encrypt and
Always use Transport Layer Security (TLS) to secure the connection deliver email messages
(recommended) securely 50 no one except
Connect only if the recipient's email server certificate matches this criteria the sender and recipient

can access or amper with

o _the message. If you select
this option, messages will

() Any digital certificate, including self-signed certificates
®) lssued by a trusted certificate authority (CA)

[ And the subject name or subject alternative name (SAMN) matehes this be rejected if the TL5
L domain name: y connection isn't successful,
Back MNext Cancel

«  Review your settings. Check all information in the confirmation screen is as it should be, then click 'Next'":
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@ MNew Connector - Mozilla Firefox - O X

@ @ hitps:;//outlook office365.com/ecp/Connectors/OutboundConnectoraspx?c. [B] o+ @ ff =

Mew connector

Confirm your settings

Before we validate this connector for you, make sure these are the settings you want to
configure,

Mail flow scenarnio

From: Office 365

To: Partner organization

MName
DAS Outbound Prod

Description

MNone

Status

Turn it on after saving

When to use the connector

Use only when | have a transport rule set up that redirects messages to this connector.

Routing method

Route email messages through these smart hosts: port25.domeasmsp.cdome.net

» 'Validate this connector' - Add an email address at which you can receive mail in the field provided, then
click 'Validate'.

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 45



Guide comobo

Creating Trust Online®

Mew connector
Validate this connector

We'll validate thit connector far you b make fure it workd ai expected, but first youl need 1o proade one of mane emad
sddresses 1o we can send a test message.

Specify an emall address for your partrer domain. You can add rmubtiple addresses if your partner has more than ane domain
+/- v
uhln.lyuﬂuri J Lpecify the email address

or addresses you want to

use to validate this
conngctor,

« Ifyou receive the validation email to the specified email address, then the STATUS will change to
“Succeeded”. This means that Office 365 connector can connect to your smart host.

»  Click 'Save' to complete connector configuration.

Mew connector

Validation Result

This eannedior works & expected. Connedtivity i good, and a test email was sent 1o the email sddreds you !-P'Etlf .

4
TASK STATUS
Send test emal Lucceeded

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 46



Guide comobo

Creating Trust Online®

Comodo Antispam Gateway __;..Admi‘ﬁﬁffaié

/

2.2.2.8 Configure Exim to use a Smarthost
You should provide the hostname of the ASG server that you are using as your preferred CASG service domain.
Routing all mails to a smarthost :

To configure the mailserver Exim, edit your Exim configuration file (e.g. letclexim/exim.conf).

Add in the routers section (after begin routers):

spamgateway smarthost router:

driver = manualroute

transport = spamgateway smarthost transport

route list = $domain mxpooll.spamgateway.comodo.com::587 (for EU based ASG
server) or S$domain mxpooll.us. spamgateway.comodo.com: :587 (for US based ASG
server)

no_more

Make sure the local mail route is before smarthost, if you don't want local mail to be forwarded. Add in the transports
section (after begin transports):

spamgateway smarthost transport:
driver = smtp
hosts require tls = *

Routing all mails for a specific domain to a smarthost:

Note: The information below relates to a very specific customer requirement and is not recommended for most
deployments. A configuration like this can cause problems which will be hard to troubleshoot. Unless you are sure
you need to use this setup, please explore the other available options for routing mail.

Put the domain in place of the $domain value in the route_list (above). For multiple domains you can use:

route list = domain.example.com mxpooll.spamgateway.comodo.com::587 ;
domain.example.org mxpooll.spamgateway.comodo.com: :587 (for EU based ASG
server)

or

route list = domain.example.com mxpooll.us.spamgateway.comodo.com::587 ;
domain.example.org mxpooll.us.spamgateway.comodo.com: :587 (for US based ASG
server)

Restart Exim for the changes to take effect.

2.2.2.8.1 Configure Exim / cPanel to use a Smarthost
Routing all mails to a smarthost :

Go to the "Exim Configuration Editor" in WHM. Choose "Advanced Editor". Add in the routers section (after begin
routers, and after the democheck: router block):

smarthost dkim:

driver = manualroute

domains = !+local domains

require files = "+/var/cpanel/domain keys/private/${sender address domain}"

transport = remote smtp smart dkim

route list = Sdomain mxpooll.spamgateway.comodo.com::587 (for EU based ASG
server) or S$domain mxpooll.us. spamgateway.comodo.com: :587 (for US based ASG
server)

smarthost regular:
driver = manualroute
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domains = !+local domains

transport = remote smtp smart regular

route list = Sdomain mxpooll.spamgateway.comodo.com::587 (for EU based ASG
server) or S$domain mxpooll.us. spamgateway.comodo.com: :587 (for US based ASG
server)

Then add in the transports section (after begin transports):

remote smtp smart dkim:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{$sender address domain}

lsearch*{/etc/mailips}{Svalue}{}}}{}}

helo data = ${if exists {/etc/mailhelo}{${lookup{$Ssender address domain}
lsearch*{/etc/mailhelo}{$value}{Sprimary hostname}}}{Sprimary hostname}}
dkim domain = $sender address_domain
dkim selector = default
dkim private key = "/var/cpanel/domain keys/private/${dkim domain}"
dkim canon = relaxed

remote smtp smart regular:

driver = smtp
hosts require tls = *
interface = ${if exists {/etc/mailips}{${lookup{Ssender address domain}

lsearch*{/etc/mailips}{Svalue}{}}}{}}
helo data = ${if exists {/etc/mailhelo}{${lookup{$sender address domain}
lsearch*{/etc/mailhelo}{$value}{Sprimary hostname}}}{S$primary hostname}}

Save the configuration. All the outgoing mail will be relayed trough the filterserver and accept original and DKIM
signed emails.

Routing all mails to a smarthost with SMTP Authentication:

+ Go to the "Exim Configuration Editor" in WHM.
+ Choose "Advanced Editor". do not include "begin authenticators".
+  Otherwise, simply append our 4 lines and leave out our "begin authenticators".

begin authenticators

spamgateway login:

driver = plaintext

public name = LOGIN

client send = : username@example.com : yourUserPassword

Add a Router in the Router Configuration Box.

send via spamgateway:

driver = manualroute

domains = ! +local domains

transport = spamgateway smtp

route list = "* mxpooll.spamgateway.comodo.com::587 byname" (for EU based
ASG server)or "* mxpooll.us.spamgateway.comodo.com: :587 byname" (for US based
server)

host find failed = defer

no_more

Add a Transport to the Transport Configuration Box.
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(for EU based ASG server)
spamgateway smtp:
driver = smtp
hosts = mxpooll.spamgateway.comodo.com
hosts require auth = mxpooll.spamgateway.comodo.com
hosts require tls = mxpooll.spamgateway.comodo.com

(for US based server)
spamgateway smtp:
driver = smtp
hosts = mxpooll.us.spamgateway.comodo.com
hosts require auth = mxpooll.us.spamgateway.comodo.com
hosts require tls = mxpooll.us.spamgateway.comodo.com

Restart Exim.

Extra: Routing all mails for a specific domain to a smarthost with individual outgoing accounts:

To be able to set custom settings/limits for outgoing users, use the information above (Routing with SMTP
Authentication) with a small change. Use this:

client send =
${extract{user}{${lookup{$sender_address_domain}lsearch{/etc/exim_spamgateway

PH1}

${extract{pass}{${lookup{$sender_address_domain}lsearch{/etc/exim_spamgateway

IBRS

instead of the client_send in the previous example.

To create a file called letclexim_spamgateway with the following structure, use this :

domainl.com: user=user@domainl.com pass=abc
domain2.com: user=user@domain?.com pass=xyz

Extra: Limiting Outgoing for certain domains

This option can be combined with the individual accounts configuration to restrict outgoing only to specific domains.
You can add the following entry (underneath domains) in the router :

senders = ".*@domainl.com : ".*@domain?2.com

2.2.2.8.2 Configure Exim / Directadmin to use a Smarthost

«  Edit your Exim configuration file (e.g. /etc/exim.conf).
» Add in the routers section (after begin routers):

spamgateway smarthost router:
driver = manualroute

domains = ! +local domains

ignore target hosts = 127.0.0.0/8

condition = "${perl{check limits}}"

transport = spamgateway smarthost transport

route list = Sdomain mxpooll.spamgateway.comodo.com::587 (for EU based ASG

server) or Sdomain mxpooll.us.spamgateway.comodo.com: :587 (for US based ASG
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server)
no_more

This replaces the existing "lookuphost:” router which should be commented.

Add in the transports section (after begin transports):

spamgateway smarthost transport:

driver = smtp

hosts require tls = *

Restart Exim.

2.2.3 DNS Configuration
The following SPF record needs to be added to your public DNS:
include:_spf.antispamgateway.comodo.com

3 Login to the Admin Console

You can login into your CASG account using any internet browser. The login URL depends on the CASG service

domain that you subscribed for:
EU CASG Service domain - https:/lantispamgateway2.comodo.com/admin

US CASG Service domain - https:/lus.antispamgateway2.comodo.com/admin/

{C' comopo
.- Antispam Gateway

o

M. Administrative Interface

Username

Password

Login to the interface with your CASG username and password.

50
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In order to ensure safety, CASG will lock the account if the login attempts fail for more than three attempts due to
incorrect Username or Password. To unlock the account the administrator can contact their Comodo Account
Manager.

The threshold number of unsuccessful login attempts before locking the account can also be customized by
contacting the Comodo Account Manager.

Note: You can login to the interface using either the credentials created via CAM account or the administrative
credentials created via the CASG interface. If you login using the CAM account credentials, an additional feature
'Login to my Comodo account' will be available in the Account management area through which you can manage
your account such as subscribe for more licenses.

4  The Admin Console

The admin console is the nerve center of Comodo Antispam Gateway (CASG). It allows you to view system
statistics, add domains and users, manage accounts and more.
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The links on the left let you navigate to different areas of the console.
Main Functional Areas

- Dashboard - Charts which show current usage levels. See The Dashboard Area for more.

»  Domains - Configure your CASG protected domains. See Domain Management for more details.
+ Audit Log - View records of actions by users and admins. See Audit Log for more help.

*  Account Management -

+ Add, edit or delete admins

«  Change admin password

«  Manage subscriptions to reports.

- Create user and admin groups / Configure user and group permissions
«  View user history for your domains
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«  See Account Management for more.
« Customer Management -

+ Activate or deactivate customers

«  View and manage customer details

»  Manage subscriptions to domain and quarantine reports

«  Configure mail template settings for messages sent from CASG.
»  See Customer Management for more.

Click the support.comodo.com link at the bottom of interface to visit the Comodo support portal - an online
knowledge base and support ticketing system. This is the fastest way to get assistance with any CASG issues you
my encounter.

Various areas of the application display a help button e at top-right. Click this button to open the dedicated help
guide page for the area.

5  The Dashboard Area

The dashboard contains charts with data about your Antispam Gateway deployment. You can export any chart to pdf
by clicking the download icon in the top-right corner of each panel.
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Domain Quota Usage

The number of domains used, and the number
remaining on your current license.

Each domain that you set up for spam filtering will take &
one domain from the pool remaining on your license.

+  Place your mouse cursor over any chart sector
to view more details.

+  Click an item in the legend to add or remove it
from the chart.

Remaining guota

37 (90.24%)

. Mumber of domains . Remaining gquata

User Quota Usage

Number of users protected by spam filtering, and the
number remaining on your current license.

Each user that you protect with spam filtering will take
one user from the pool remaining on your license.

+  Place your mouse cursor over any chart sector
to view more details.

Remaining quata . . . .
35 (85.37%) +  Click an item in the legend to add or remove it

—~— 9 from the chart.

: Mumber of users . Remaining quata

Archive Quota Usage

The quantity of mail archive space already used for each
domain, and the amount remaining on your current
license.

oy

|

+  Place your mouse cursor over any chart sector ?
to view more details.

+  Click anitem in the legend to add or remove it

from the chart. Remaining disk quota

4.96 GB (99.27%)

eu-test.das.comodo.od.ua B ilvaspala.tk
. eu.das.comode.od.ua . korumail.thk

. Remaining disk quota
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Domain License Expiration

Quantity of domains and domain license expiry dates.
Y axis - Domain count

X axis - Timeline

Green bars - Total number of domains allowed by all
unexpired licenses.

Yellow line - Actual number of domains active on your
account.

Out-of-quota - Shown if the actual number of domains
is greater than the total allowed by your licenses.

Subscriptions O Current domains number = Om 1 Ot of quota REd Iine = Date When a. ||Cense IS due tO eXpIre

30

20

Number of domains

Place your mouse cursor over any bar to see when the
license is set to expire.

User License Expiration

Quantity of users and license expiry dates.
Y axis - User count

X axis - Timeline

Green bars - Total number of users allowed by all
unexpired licenses.

Yellow line - Actual number of users active on your
account.

Out-of-quota - Shown if the actual number of users is
greater than the total allowed by your licenses.

Red line - Date when a license is due to expire.

Number of users

Subscriptions O Current users number = 0= 1 Oyt of quota

Place your mouse cursor over any bar to see when the
license is set to expire.

6 Domain Management

Click 'Domains' on the left menu
» The domains area lets you configure domains for spam protection and manage them.

» You can configure policy settings such as email size restrictions, permitted file-extensions for attachments,
spam detection settings and many more. See ‘Manage a Domain’ for more details.
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Use the following links for more help:
+ Add adomain
« Delete a domain
+ Edit a domain
+ Validate a domain
+ Manage a domain

Click the domain column header to sort domains in alphabetical order
Use filters to search particular domain(s)

«  Click anywhere on the filters stripe to open it:

Dashboard f Domains
Domains @ Heip
o Add | [ Detete ¢ Editdomain 7 Validate domain | §4 Manage domain +_% Refresh |
I & Filters i
= [Domain | contains v Apply filter
- Activated w | equals v [
—Alias w | not contains W
== |Domain w | starls with w
Domains Aliases Humber of users Max. number of users Activated

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

«  Click ‘Apply Filter’.
You can filter results by the following parameters:
« Domain: Type a domain name in the text box (column 3) and select a condition in column 2.
»  Activated: Filter domains by their validation status
« Aliases: Type an alias domain name in the text box (column 3) and select a condition in column 2.
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Click anywhere on the filters tab to close it. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

Tip: CASG can generate reports which summarize all mail activity on a domain. See CASG Reports - An
Overview for more details.

6.1 Add a Domain

Admins with appropriate privileges can add domains, configure the number of users per domain, define a domain's
destination route and specify archive space. The number of domains that you can add depends on your subscription
plan.

Add a domain

«  Click 'Domains' on the left
»  Click the 'Add' button

Dashboard / Domains
Domains @ e
ﬁ' Delete = ¢ Editdomain | i Validate domain | §4f Manage domain +_* Refresh

€3 Finers

Dodmalng Aliases Humber of users Max. number of users Disk space [GB) Disk guota (GB) Actwvated
|| ilvaspala.mi ilyaspalatlsusiumi 2 25 0.1 3 true
0 Uinlimited 0o Linlimited Talse
7] sushute 1 Uinfimited 0.0 5 true
1 i [1-313] Perpage (13 e

The 'Add domain' dialog will open.
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Add domain

Domain testdomain.com

-l- mail.testdomain.com
Destination routes

mm  Maill.testdomain.com

Timezone : |(GMT) Coordinated Ur v

Domain user limit | Unlimited

Domain Archive Space (GB) |Unlimited

Check routes m| Cancel |

«  Domain - Enter a valid domain name

- Destination route - Enter the address of the recipient mail server. This is the address to which CASG will
forward mail after antispam filtering.

«  Failover routes - You can add additional destination routes to act as failovers. CASG will use the

alternative routes if the primary route is unavailable for some reason. Click + to enter an additional
route.

- Timezone - Set the zone for this domain. CASG will use this time-zone for events which concern that
domain. Specifically, the quarantine list, archive list, log search, reports and report subscriptions.

- Domain user limit — Set the max. number of users that can be added to this domain. 'Unlimited' lets you
add, but not exceed, the number of users permitted by your current license. Max. users for a domain can
also be configured in the '‘Domain Settings' area.

- Domain Archive Space - Set the archive disk quota that this domain should use for storing mails. The disk
space for all your domains cannot exceed the disk quota that you subscribed for.

«  Check Route — Will retrieve routing information from the domain's DNS. If the result contains CASG
service domain details (mxpooll.spamgateway.comodo.com - EU, or
mxpooll.us.spamgateway.comodo.com — US), then it means your DNS MX record was already updated to
work with CASG. You must enter your real MX record as the destination route. For example
mail.exampledomain.com.
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Routes check ermmors.

Relay : mail testdomain.com:25
Error code : 500
Error message : SMTF host unreachable

Are you sure you want to proceed with domain save 7

s (i)

»  Click 'Proceed' to save a domain.

Note: The number of users that you can add for all the domains belonging to your account depends on your
subscription plan. For example, if the subscription plan for your account allows you to add 1000 users and you
have three domains, then you can add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3.
You can set any value between 0 and 999999 in the 'Max. number of users' field, but CASG checks if the total
number of users for all domains is within your license limit.

+  Click 'Save' to add the configured domains.

Note: When you create a new domain, email addresses ‘abuse@addeddomain’ and ‘postmaster@addeddomain’
are added by default in recipient whitelist. Click here for more details.

The following success message is displayed, along with a reminder to validate the domain within 24 hours:

Reguest for domain TESTDOMAIN.COM successfully created You have to validate your domain within 24 hours_ Please follow instrudtions sent to %]
postmaster@testdomain.com

If you have already configured the domain's MX record for CASG before adding the domain to the CASG interface,
then only the success message is shown. See '‘Configure MX Record' for details about configuring MX records and
'Validate Domains' for details about domain validation.
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6.2 Delete Domains

Delete a domain
«  Click the 'Domains' menu item on the left

»  Select the domain(s) that you want to delete

Dashboard / Domaing
Domains © Heip

w ‘ﬂ_.@ Edit domain | 5 Validste domain | §f Manage domain £ * Refresh
€ Finers

] Domains Aligges Number of users Max. number of users | Disk space (GB) Disk quota (GB) Activated

[ iyaspalami Ilyaspala tlsusiml 2 25 a1 3 true

[ suslutk 1 Unlimited 0.0 5 true

¥ a Unlimited 0.0 Undimited false

1 i1 [1-3r3] Perpage |15 w

»  Click the "Delete' button

Tip: You can select multiple domains to delete by pressing and holding the Shift or Ctrl keys.

A notice is shown warning you that the users belonging to the selected domains will also be removed.

Delete domains

= MOTICE : All users belonging to selected darmain
@ will e rermoved too.

Are you sure wol swant to remove selected

domains?

«  Click 'OK" to confirm.
The selected domain(s) are deleted.

6.3 Edit Domains

You can change the destination route of domain, archive space and check its route. Please note that the name of the
domain cannot be edited.

Edit a domain

«  Click 'Domains' on the left
+  Select the domain that you want to modify
»  Click the 'Edit domain' button:
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The ‘Edit domain’ dialog is shown:

Edit domain

Domain testdomain.com
Destination routes + mail testdomain.com

Timezone: (GMT) Coordinated Ur v

Domain user limit | Unlimited

Domain Archive Space (GB) |3

Check routes Save |

- Destination route - Enter the address of the recipient mail server. This is the address to which CASG will
forward mail after antispam filtering.

»  Failover routes - You can add additional destination routes to act as failovers. CASG will use the

alternative routes if the primary route is unavailable for some reason. Click + to enter an additional
route.

«  Timezone - The zone for this domain. CASG will use this time-zone for events which concern that domain.
Specifically, the quarantine list, archive list, log search, reports and report subscriptions.

«  Domain user limit — The max. number of users that can be added to this domain. 'Unlimited’ lets you add,
but not exceed, the number of users permitted by your current license. Max. users for a domain can also be
configured in the 'Domain Settings' area.

- Domain Archive Space - Set the archive disk quota that this domain should use for storing mails. The disk
space for all your domains cannot exceed the disk quota that you subscribed for.

«  Check Route — Will retrieve routing information from the domain's DNS. If the result contains CASG
service domain details (mxpooll.spamgateway.comodo.com - EU, or
mxpooll.us.spamgateway.comodo.com — US), then it means your DNS MX record was already updated to
work with CASG. You must enter your real MX record as the destination route. For example
mail.exampledomain.com.

Note: The total of users that you can add across all your domains depends on your license. You can set any value
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between 0 and 999999 in the 'Max. number of users' field, but CASG checks if the total number of users for all
domains is within your license limit.

»  Click 'Save' to confirm the changes.

6.4 Validate Domains

CASG requires all domains be validated in order to demonstrate your ownership of the domains. This can be done in
two ways:

- The first method is to configure the MX record for the domain to the CASG service before adding the
domain in the CASG interface. When you add this domain it will be automatically validated since only a
person in control of the domain is able to modify MX records. See 'Configure MX Record' for details about
configuring MX record to CASG.

+  The second method is to add the domain to CASG first then validate ownership by providing an
authentication code sent to postmaster@your_domain.com

The following tutorial explains the second method. Please note that domains which have not been validated will be
grayed out and marked as 'False' in the 'Activated' column.

Validate a domain
+  Click the 'Domains' menu item on the left
+  Select the domain and click the 'Validate domain' button
«  The 'Validate domain' dialog opens:

Cashboard /f Domains

Domains © Heio

= Valigate domnain ) $1} Manage domain i ¥ Refresh

ofs Add | [ Deiere | @ Ecit domai

£ Filters

Validate domain

Aliases Disk quota (GB) Activated

Please enter validation code: 3 frue
5 frue
&7 Resend emnall Uiniimited Taise

5
m Cascal Per page 15 W

A mail containing the validation code is sent to postmaster@your-domain.com immediately after adding a domain.

»  Click 'Resend email' to send this mail again.
«  Enter the code the field and click 'OK'
CASG will verify the code and, if successful, the domain is activated:
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Domains © Heio
o= add | ] Delate  #* Edit domain | 3 validate domain | §1f Manage domain £ ¥ Refresh
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Non-validated domains should be validated within 24 hours or they will be automatically removed from the interface.

Note: Domain control validation (DCV) is only required for new domains added after the release of CASG version
2.10. Any domains added prior to v. 2.10 do not require DCV. Later releases may enforce DCV on all domains in
stages.

6.5 Manage a Domain

»  Administrators can configure various settings for a selected domain: view quarantined mails, set email
restrictions, add users as recipient whitelist or blacklist, add new users and view log reports for the domain.

«  This section is divided into seven main subsections. Namely, Domain dashboard, Incoming, Outgoing,
Email management, Audit log, Domain Rules and Account management. Click on the respective tabs to
expand or close the subsection in the left.

Manage a domain
»  Click the 'Domains' menu on the left

»  Select the domain that you want to manage, then click the 'Manage Domain' button
+  Alternatively, click on the domain name in the 'Domains' column
OR
+ Right-click on the domain name in the 'Domains' column to open in a new tab or window

Domains ©) e
e i ﬁ Dricts | J#F Edfdomain ([ validoie -:o-a it Refesh
) Fers
[EE AT Lipsey Swmber of users Max. ramber of usars Disi space (GE) Disk quota (5] Artrapted

# | @ dae cemisdn odua o Linismikiy oo Uniirviied frus
UL CORO3 60 U 1 L] oo Liikaited s
ihasgalate 1 g 0.03 e frue

umaili I Liniimied oo Unfimitad s

- The configuration tabs for the selected domain will open on the left.
« By default, the 'Domain dashboard' for the selected domain is displayed.
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Click on the following links for more details on the subsections:

Domain Dashboard
Incoming

Outgoing

Email Management
Domain Audit Log
Domain Rules
Account Management

Domain Dashboard

Domain dashboards provide a fast heads-up on mail activity on your protected domains. Statistics include
the number of quarantined mails, release requests, whitelist requests, blacklist requests, incoming mails
archive quota usage and more.

You can export the dashboards to image or pdf file by clicking the download icon at the top-right of each
item.

Open a domain dashboard

Click the 'Domains' menu on the left

Select the domain that you want to manage

Click the 'Manage Domain' button

Alternatively, click on the domain name in the 'Domains' column

OR

Right-click on the domain name in the 'Domains' column to open in a new tab or window
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The dashboard of the selected domain is displayed:
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The buttons along the top of the dashboard allow you to view and take action on important items:
» Quarantine - Quarantined mails of all users of the selected domain. See Quarantine for more details.

» Release requests - Requests from users on the selected domain to release quarantined mails. See
Released Requests for more details.

»  Whitelist requests - Requests from users on the selected domain to whitelist the senders of quarantined
mails. See Whitelisted Requests for more details.

« Blacklist requests - Requests from users on the selected domain to blacklist the senders of quarantined
mails. See Blacklisted Requests for more details.

The 'Mails Statistics' area has charts to show blocked mails, blocked viruses and more.
»  Place your mouse cursor over a graph to view more details.
+  Click on a legend item to add or remove it from a graph.
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The 'Archive quota usage' area shows how much storage space has been used to archive incoming mails. The
graph shows the disk space used per day for the last two weeks.

«  Place your mouse cursor over a graph to view the space used on a specific date. See Manage Archived
Mails for more details.
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< The 'Delivery queue statistics' area provides details of filtered mails that are queued in CASG servers for
delivery at a later time.

« Italso displays the average time of queued mails for the previous day in CASG servers before delivery. See
Delivery Queue for more details.

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 65



Guide comobo

Creating Trust Online®

10 U]
s - - 0008
& - - 0006
4 - - 0004
2 (=002
0 -po Q Q -~
14:00,15 Ap
18:00 Apr 15 05:00
Gueue size
s pyverage time in gueus (rh. scale)

6.5.2 Incoming

The ‘incoming’ area lets you view quarantined mails, configure spam detection settings, set spam alerts, add local
email recipients, and more.

!2: Dashboard

@ Drmain dashboard
|i| INCoaming
Juaranting
Archive

Spam detection settings

Damain aiases

Comain settings

*F control setngs

|i| Quigoing

Click the following links for more details:
*  Quarantine
* Manage Archived Mails
» Incoming Spam detection settings

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 66



Creating Trust Online®

Comodo Antispam Gatewgy___;..Admi‘ﬁEffaié.r Guide comono

L i

* Report Spam

+ Delivery Queue

 Destination routes

» Local Recipients

»  Clear Incoming Cache

» Log Search

+ Domain Aliases

+ Domain Settings

« Manage Report Subscriptions for Selected Domain

» Relay Restrictions

« Geolocation Restrictions

«  SPF Control Settings
Quarantine

«  View all quarantined emails and their headers for all users on the selected domain.
» Release quarantined emails to the intended recipient if you decide that a particular email is not spam.
»  Delete selected or all spam mails

Tip: CASG periodically generates a report on all messages moved to quarantine.
»  Reports are emailed to admins

» You can configure the reports in Dashboard> Account Management > Admin > Add Administrators,
See CASG Reports - An Overview if you need help with reports.

Open the quarantined email interface

«  Click '‘Quarantine’ on the 'Incoming' drop-down menu on the left
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Dashboard

@ Domain dashboard

) Incoming

B (Cuarantine
Archive
Spam detection seftings
Report spam
Delivery queus
Destination rout

Local recipients

The quarantined email area will open:

Dashboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua f Quaranting

Quarantine © Hew
Show message [:] Release ﬁ Delete D Refresh
| o Filters |
[[] Subject From To Recipient Date (GMT+ Reason Size ﬂ Actions

spam
; . Oct 28,2014 External pattern 168
[C] Spam email 1 admin <demo@csg.comodo.od.ua> demol@docteamcasg.com demol@docteamcasg.com 12146 PM  match bytes
(Sanesecurity.Junk..
spam
; . Oct 28, 2014 External pattern 168
[C] Spam email2  admin <demo@csg.comodo.od.ua> demo2@docteamcasg.con demo2@docteamcasg.com 12110 PM  match s
(Sanesecurity.Junk..
1 i [1-212] Perpage 15 w

»  Click any column header to sort items in ascending/descending order.
»  Click anywhere on the 'Filters' tab to open the filters area:
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Lraahboard / Domains ¢ Domain dazhooard - doctoameasg.comodo. of ua ¢ Quaraning

Quarantine

& showmessage | [*] Release TJ Detee UL g

ﬁ Filters

+ Subject w | contains w Apply filter
== |From w  contains -

- To w contains -

== Date v equals w £

= |Size (KB} w lessthan w 0 :

== Reason w | contains w»

== Recpisnt w  contains »

«  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

o Click ‘Apply Filter’.

You can filter results by the following parameters:
«  Subject: Type the mail subject in the text box (column 3) and select a condition in column 2.
«  From: Enter the sender name or address in the text box (column 3) and select a condition in column 2.
- To: Enter the recipient name or address in the text box (column 3) and select a condition in column 2.
» Reason: Enter the quarantined reason in the text box (column 3) and select a condition 2.

» Recipient: Enter the recipient name or address in the text box (column 3) and select a condition in column
2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

View Details of Quarantined Mails

The details like subject, sender, recipient , date and size of the mails added to the Quarantine can be viewed in two
ways:

¢ Inthe same CASG window
* Inanew CASG window
View details of quarantined mails in the same CASG window
»  Select the mail that you want to view in the quarantined email area
»  Click the 'Show Message' button
+ OR
»  Click on the email link in the subject column that you want to view its details
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m { Domains f Domain dagh ggglg - democasg comodo. od ua / Quarantine / E-mail
E-mail © Hei

Hormal All headers

(] Release Whitelist this Sender Blacklistthis Sender ﬁ Delete

Subject Fw: FLAT 20% OFF on Revital Multi-Vitamins. Limited Period Offer. Hurry
From admin <demo@csq.comodo.od.ua>

bob@docteamcasg.comodo.od.us, bob@democasg.comodo.od.ua, john@docteamcasg.comodo.od.ua,
john@democasg.comodo.od.ua, dyanoratd81@gmail. com, robin@democasg.comodo.od ua, avantistude@gmail.com

cc

Date (GMT

+00:00)
Size 13.31KB

To

2016-04-20 11:02:07

Actions

Plain text J Htmil source ] Criginal View

a

On Sunday, 10 April 2016 11:25 AM, Netmeds Healthcare <support@youmnt.com> wrote:

If you're having trouble viewing this email, please click here.@media screen and (min-width:320p|

The details of the selected email will be displayed.

»  Click 'All headers' to view the email headers which contain the tracking information of the mail detailing the
path it has crossed before reaching the recipient. The headers give full details of the sender, route,
recipient, sent date, mail type and so on and enable you to check the authenticity of the mail.
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Dashboard / Domains / Domain dashboard - democasg comado.odua / Quarantine J E-mad

E‘ma” £) Help

Mormal | Al headers

1+) Download message

robin@democasg.comodo.od.ua; Wed, 20 Apr 2016 07:05:04 -0400

DEIM-Zignature - v=1; a=rsa-sha2s4; c=relaxedirelaxed; d:]rahou.cojn: 5=52048; 1=1461150294,
ph=mBYiUnmiloDSB+v¥jow31Us Ggy2orN2wA3cWwil++M=; h=Date:From:Reply-To:.Todn-Reply-
To:References:Subject:From:Subject;

b=0C+0iJBkPal¥HFRbgzUhaa7GJLt90gBEIIWITAL Cniw) 58 AlwHbICE AxGuRoWohe 5XuzjX03AboG7 5wl 1JBWIsfpWewzF9F b
W1r87nbhePBENIaZKkWaR2PZxNSLadVpLIsqRI4ATOIHWIIP9rTiBLSolgobBpai+kVelabHDIBES Y. x0cdgrjgCxyCNsxemwyBhCS
BogEOhANT s TIDEINZD 9wt

ALe3tviwBvT BI7vDhDvHnIpROXShdaryGeUMWZImGIUDIDSVhg2E 7yLtnU bHDgDHNXEN 8N IHKACT mT+dmFiaJ6 jgF hRwWWXnLSi
TUMPgBTSgB82vinA==

Received : from [127.0.0.1] by nm45.bullet mail.gq1.yahoo.com with NMNFMP; 20 Apr 2016 11:04:54 -0000

Received : from [216.39.60.180] by nm45. bullet. mail.gg1.yahoo.com with NNFMP; 20 Apr 2016 11:02:08 -0000

Received : from [106.10.166.60] by tm16. bullet mail.gg1.yahoo.com with NNFMP; 20 Apr 2016 11:02:08 -0000

Received : from [106.10.151.187] by tm17_bullet mail.s g3 yahoo.com with NNFMP; 20 Apr 2016 11:02:08 -0000

Received : from [127.0.0.1] by omp1013.mail.sg3.yahoo.com with NNFMP; 20 Apr 2016 11:02:08 -0000
X-Yahoo-Newman-Property - ymail-4

X-Yahoo-Newman-ld : 24222 19397 bm@omp1013.mail.sg3.yahoo.com

X-YMail-08G - w7_SIPgVMIIDAHZZ CHE 7y 1VOZjAlIZ6  pujGhbb|33F pCAeqw TR TyoQMKIAS4yC

qDZKKIAPYISmUIB0KbE4U2 CRXTTNR a5pvl4 Hizgidq Q4 deE quagrTRUKE 15 2vkKoNaz58rDMN
goq1y8jgcKniG.odVOAOIF25S5.)sb6_fow_PWjdt NaFyi25jFwIEQHMXBGYFGPYAlUZDSs5L ka3

FUGNt&CI{I’uzchEGgV g3BoM 3W|MUwucaﬁxSGDUﬁqE1WeEZI 2ZRIzm1hEU4cGBAGDBMCYUXEJg9

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either release the
mail or delete it.

+  Click 'Whitelist this sender' to add the sender to Sender Whitelist
»  Click 'Blacklist this Sender' to add this sender to Sender Blacklist.
View the details of a quarantined mail in a new CASG window
»  Select the mail that you want to view in the quarantined email area
+ Right-click on the email link in the subject column and select to open in a new tab or new window.

Daszhboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Quarantine

Quarantine Help
Show message [j Releasze m Delete G Refresh
% Filters
[[] Subject From To Recipient Date (GMT+ Reason Size ﬁ] Actions

spam
) . Oct 28, 2014 External pattern 168
¥| Spam email 1 . .04 . .
P adrmn. <demo@csg.comodo.od.ua= demol@docteamcasg.com demol @docteamcasg.com 12146 PM  match bytes
penlbnkniN=uiiah (Sanesecurity.Junk.:
Open Link in New Window
o . spam
OpenlbukinihewPrvateiNindon Oct28,2014 Extemal pattern 168
[] Spam = demo2@docteamcasg.com demo2@docteamcasg.com |
Bookmark This Link 1:21:19PM  match bytes
Save Link As. (Sanesecurity.Junk.:
Copy Link Location Perpage |15 w
Search Google for "Spam email 1"
Inspect Element (Q)
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The browser may display a warning pop-up window notification. Click the 'Options"> then select 'Allow pop-ups for..."
to allow to open new message in a new window. Click again 'Show message in new window'.

g Firefes peevested thic site liam cpning & pop-up windies. Dpeianis L]

Dashboard f Demains f Domain dashboard - democasg comodo od.ua / Quarantine / E-mail

E'ma" 0 Help

Hormal All headers

[*] Release Whitelist this Sender Blacklistthis Sender [ Delete

Subject Spam email 1
From admin <demo@csq.comode.od.ua=
Te demol@docteamcasg.com
cC
D"’fuﬁ'; 2016-04-20 11:02:07
Size 1331KB

Actions

Plain text Himil source Orniginal View

On Sunday, 10 April 2016 11:25 AM, Netmeds Healthcare <support@youmnt.Com> WrCote:

If you're having trouble viewing this email, please click here.@media screen and (min-width:320p

= 1800 103 0304

The details of the selected mail will be displayed in a new CASG window.
Release a quarantined mail:
After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the
recipient.
«  Select the mail that you want to release and click the 'Release’ button.
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Daszhboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Quarantine

Quarantine Help

Show message m Delete ‘G Refresh ‘
o Filters

[[] Subject From To Recipient Date (GMT =0 Reason Sizet | fi Actions

spam
admin Oct 28,2014  Extemal pattern 168

Spam email 1 demol @docteamcasg.comod demol@docteamcasg. 1:21:45 PM

<demo@csg.comodo.od.ua> match bytes
(Sanesecurity.Junk.20
spam
) admin Oct 28,2014  External pattern 168
Spam email 2
Ose <demo@csg.comodo.od.ua> R el (AT U 222D 1:21:19 PM match bytes
(Sanesecurity.Junk.20
1 1 [1-2i2] Perpage |15 w

An alert will confirm the release of the selected email.

Release emails

email?

@Are wou sUre you want to release the selected

»  Click 'OK" to confirm the release
The email will be released to the addressee and the mail will no longer be in the quarantined list.
Add a sender to whitelist
After confirming that mail from a sender is not spam, admins can add them to the 'Sender Whitelist'. Emails from
whitelisted senders will no longer get quarantined.
+  Select a mail from a sender that you want to whitelist
»  Click 'More actions' > 'Whitelist this Sender".

Dashboard / Domains / Domain dashboard - docteamcasg comodo.od.ua / Quarantineg

Quarantine © Hei
Show message [j Release ﬁ Delete D Refresh ‘

| o Filters |

Blacklist this Sender

[[] Subject From Recipient Date (GMT <0 Reason size | fil Actions
Delete all
spam
; admin Oct 28,2014 External pattern 168
Spam email 1 demol@docteamcasg.comod demol@docteamcasg.
@ sp <demo@csg.comodo.od.uas @ g @ 9 121:46PM match bytes
(Sanesecurity.Junk.20
spam
’ admin Oct 28,2014  External pattern 168
Spam email 2 demo2@docteamcasg.comod demo2@docteamcasg.
O sp <demo@csg.comodo.od.ua= @ g @ 9 12119PM match bytes
(Sanesecurity.Junk.20
1 i [1-212] Perpage |15 w

A confirmation is shown as follows:
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Whitelist emails

o Areyol sure you want to whitelist sender of the
selected email?

«  Click 'OK" to whitelist the sender. See 'Sender Whitelist' for more details.

Add a sender to blacklist

Admins can add blacklist senders from the quarantine interface. Once blacklisted, all mails from the sender to the
selected domain are automatically blocked.

+  Select a mail from a sender you want to blacklist
«  Click 'More actions' > 'Blacklist this Sender'.

Dazhboard / Domains / Domain dashboard - docteamcazg.comodo.od.ua / Quaranting

Quarantine © e
Show message | [¥) Release  [[J Delete £ * Refresh
Whitelist this Sender
| o Filters |
[] Subject From .ﬁ Recipient Date (GMT <0 Reason size | fi Actions
Delete all
spam
) admin Oct28,2014  External pattern 168
Spam email 1 demol@docteamcasg.comod demol @docteamcasg. .
jisp <demo@csg.comodo.od.ua> @ g @ 9 1:21:45pPM match bytes
(Sanesecurity.Junk.20
spam
! admin Oct28, 2014 Extenal pattern 168
[T Spam email 2 TS demo2@docteamcasg.comod demo2@docteamcasg 19119 PM match bytes
(Sanesecurity.Junk.20
1 I1 [1-2i2] Perpage |15 w

A confirmation is shown as follows:

Blacklist emails

selected email?

»  Click 'OK" to blacklist the sender. See 'Sender Blacklist' for more details.

@Are wou sure you want to blacklist sender of the

Delete quarantined mail
»  Select the mail that you want to remove

«  Click the 'Delete" button
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Dashboard / Domains / Domain dashboard - docteamcasg. comode.od.ua / Quarantine

Quarantine © Hen

Show message [:] Releasd m LG More actions v +_* Refresh ‘

| o Filters |

[[] Subject From To Recipient Date (GMT +0 Reason Sizet | fil Actions

spam

admin Oct 28, 2014 External pattern 168

Spam email 1 demol@docteamcasg.comod demol@docteamcasg. 191-46 PM
- v

<demo@csg.comodo.od.ua= match bytes
(Sanesecurity. Junk.20
spam
; admin Oct 28,2014 External pattern 168
Spam email 2 demo2@docteamcasg.comod demo2@docteamcasg.
O sp <demo@csg.comodo.od.ua=> @ g @ 9 12119 PH match bytes
(Sanesecurity.Junk.20
1 1 [1-2i2] Perpage |15 w

A confirmation request will be displayed:

Delete emails

emails?

The selected mail will be deleted and will no longer be in the quarantined mail list.

_@" Areyou sure you want to delete the selected

» To delete all the quarantined mails, click 'More actions' > 'Delete all'.

Dashboard / Domains / Domain dashboard - docteamcasg.comodo.od.ua / Quarantine

Quarantine © Herr
Show message [:] Releaze m Delete 8 Refresh ‘

Whitelist this Sender
| o Filters |
) Blackiist this Sender

[ Subject From Recipient Date (GMT <0 Reason Size | i Actions
spam

admin Oct 28,2014  External pattern 168
demol@docteamcasg.comod demol@docteamcasg. 1-21-46 PM P

Spam email 1

<demo@csg.comodo.od.uas match bytes
(Sanesecurity. Junk.20
spam
. admin Oct28 2014 External pattern 168
Spam email 2
1 sp T ST T G demo2@docteamcasg.comod demoZ@docteamcasg. 12119 PM match s
(Sanesecurity. Junk.20
1 I [1-212] Perpage |15 -

A confirmation is shown as follows:

Delete emails

.«@" Areyou sure you want to delete all ermails that

currently are filtered?

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 75



Comodo Antispam Gateway - Administrator Guide comono

Creating Trust Online®

«  Click 'OK'to delete all quarantined emails. All the quarantined emails for the selected domain will be
deleted .

Manage Archived Mails

CASG can store copies of all incoming mail for all domains on an account. You can purchase storage space in
Comodo Accounts Manager (CAM) at https:/laccounts.comodo.com

Open the archived mail area:

+  Click ‘Incoming’ > ‘Archive”.

@ Dashboard
@ Domain dashboard

@ Incoming

Cluarantine

B Archive

Spam detection settings

Feport spam
Delivery queue

Destination routes

The archived email area of the selected domain will open:

[Cghcard ¢ Demaing / oy gaahioard - conged comody od ys [ rchive

Archive @ re
3 Show message | M Repotspam Whitslist this Sender (5] Blackistthis Sender | Resend smal | [ Delete Shirw archive » | { ¥ RaMmash
B Fiters
|| Subject From To Recipient DCale [T +0) Sire i Actions
Mo Jun 15 —
Hew atosnt regisianed sdmingiagas comodo od ua useri@cagqad comode.od us pmerficagaad romoda od un AR ke ) 5 i
K
2015
Mo Jun 15 _
HNew Bioount registsrsd 2 ‘) dus - Tcagad - i.us 1282 53GUT :: X ﬂ
Page Filter

The page filter on the top-right has three options:
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[EEEERE V|| 3 Refesn
Show archive

Show reported as spam
1 Show archive and reported as spam

Date (GMT +0) Size fﬂ Actio

Mon Jun 18

»  Show archive: Lists only the archived mails

«  Show reported as spam: Lists mails that are reported as spam

«  Show archive and reported as spam: Lists both archived mails and mails that are reported as spam
Select the option from the drop-down before using the filter option described below.

Use filter option to search archived emails

»  Click anywhere on the 'Filters' to open the filters area.

Archive Hesp
(=) Show measags | M Repoi sgpam gkt P Senei (2] Bkt ing Senter  F Resendamail [ Detate m Show archive and régon w || £ Refesh
& Fitern
= |Frum w || nof conkaing W
=-|To o || ol w
- D v BOuas - g
- Sire (=B} W | A En Wl :
== | giachments w | Bouals w

= Markad a5 retanad w | pOuals w

Subject From T Recigeenl ale (GMT 0

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

e Click ‘Apply Filter’.
You can filter results by the following parameters:
»  Subject: Type the email subject in the text box (column 3) and select a condition in column 2.
«  From: Enter the sender name or address in the text box (column 3) and select a condition in column 2.
« To: Enter the percipient name or address in the text box (column 3) and select a condition in column 2.

Date: Search by date and time mails archived. Select the date (column 3) and select a condition in column
2.

»  Size (KB): Search archived mails by their size. Select or enter the mail size in column 3 and select a
condition in column 2.

+  Attachments: Enable or disable the checkbox (column 3) and select the condition in column 2.
» Marked as retained: Enable or disable the checkbox (column 3) and select the condition in column 2.
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Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

View Details of Archived Mails

There are two ways you can view the details of an archived mail:
+ Inthe same CASG window
¢ Inanew CASG window
View details in the same window
»  Select the mail that you want to view in the 'Archive’ area
»  Click the 'Show Message' button
OR
+  Click on the email link in the subject column that you want to view its details.

5./ Arokive

Archive Han

£ Regotspam  [B] whitetistius Sender (5] Blackisits Sender | Resendemail | [ Deiem Show archive | | * Falash

) Fitiers

Sublect From o Feacipen| Date (GAAT =000 Sire - Ations

Quaranting FRegan for
bobgdemocasg comoda.od ua

Duaranting Repart for
Jobni@democas g comado od.e

RE: Con'l Wixs Tut On the MEF Webinar
Senns
Pasewend ragessialed cang-asminsingacang inft sen@demncang comode 5 us sen@democang comode ol us = ; _,‘. come

Ouaranting a"““ for - —nETe T 20 inf nEdemaos o - FnEdemorang m 3308
[EAN@E MO TS § Caman S0 Ul b R R b e . 0105 8 B

Oiaranting Fepart far

The details of the selected email will be displayed.

«  Click 'All headers' to view the email headers which contain the tracking information of the mail detailing the
path it has crossed before reaching the recipient. The headers give full details of the sender, route,
recipient, sent date, mail type and so on and enable you to check the authenticity of the mail.

View details in a new window
+  Select the mail that you want to view in the 'Archive' area
+ Right-click on the email link in the subject column and select to open in a new tab or new window.

L s . 11y § A
Archive @ e
[ mow messags | A Regortapam  [B] Wittt ihis Sander |bj Backiisimis Sander | 3 FAspend serail | [ Deseis m W BT w |4 % Refrash
£} Fiten
Subject From Ta Accipent Date (GMT +00:00 Size ﬁ Actinhs
J!mma 8-S Nt D08 04 babistemeanasg romod.od us Bob g democasg nomoda od ua caniaast s l
- e 83-8dmir-arag e 857 indc bros b myoasg £ M Decka ool s e =R E DKL D0 w E
o Dpan Linikin New Tab
arankine Repord AB-00-21 2 R
5 inko +anffdemorang comado od us ahngdeooasg comods. od un
ot demecaigeon) | OPEN Linkn e Windew 2 i arq F e ke 2 i
Oipen Link in Kew Brivabe 'Window
RE Donthss Oul Beslowurk This Link 5
Senes Save Ling A Z I
Copy Lisk Lacation
b g 16041 i 3
Patamord raganed Search Google for " Quanntine Repd.. 2 i |nhagdemocang camado o us |ohnemasang comodo.od us i g
Tapect Blement (2]
IS R T A e
S FaNg-admin-atagmIrang o |phn@demosasg samada od s ehnEcescang sompss od us et |
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Dashboard / Domains / Domain dashboard - democasg.comodo.od.ua f Archive f Archive mail

Archive mail

Hormal All headers

& Report spam Whitelist this Sender Blacklist this Sender C,T.' Resend email & Retain message w Delete

Subject  Quarantine Report for bob@democasg.comodeo.ed.ua
From casg-admin-stage@casg.info
To  bob@democasg.comedo.od.ua
CC

Date (GMT
+00:00)

Size 2B.15KB

2016-04-21 04:00:00

Actions

Plain text Html source Original View

Mesgsage

The browser may display a warning pop-up window notification. Click the 'Options"> then select 'Allow pop-ups for..."

to allow to open new message in a new window. Click again 'Show message in new window'.

[ig Firefis peevenbed this dite fiom opefing a pop:up windove. | Dptens | o=

The details of the selected mail will be displayed in a new CASG window.

Daghboard / Domaing / Domain dashboard - democasg.comodo.od.ua f Archive / Archive mail

Archive mail

Hormal All headers

/N Report spam Whitelist this Sender Blacklist this Sender & Resend email E| Retain message ﬁ Delete

Subject  Quarantine Report for bob@democasg.comodo.ed.ua
From  casg-admin-stage@casg.info
To  bob@democasg.comodo.od.ua
CC

Date (GMT
+00:00)

Size 28.15KB

2016-04-21 04:00:00

Actions

Plain text Html source Original View

Message
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Report archived mails as spam

After viewing the details and ensuring that the selected email is a spam you can choose to report it as a spam.
»  Select the mail that you want to report as spam and click 'Report spam'.

Dasfboacd / Domiing ¢ Detsain dusal Arehive
Archive © rein
By show '"P“JII" fE ‘writelst this Sander Bilackigi thiz Sender | = Resend emai ﬁ Dialets m Show archiva and repod w || £ 4 Rebesh
£ Fihers
Sobject From To Reciplant Date (GMT =00 Size - @ AClong
Maw account registarad I-I':'! l“'-' :':-“u' _-_- ' B
Won Jun 15
[ Mo 3ECOUNT regialend admincagga.oomodo.od.us usar Bosggad comada.od us wser Iyposgged comodo.od ua 125251 GHT 3’51 A
2098
Haw user Won Jun 15
An alert will be displayed to confirm selected email as spam.
Report as spam
A Are you sure yol want to mark the selected
emails as spam?
+  Click 'OK" to confirm.
Spam repostad successtully (%]

A success message will be displayed and the icon #* indicating the email is reported as spam will be shown under
the 'Actions' column. The mail will be forwarded to the spam email address displayed in the Incoming Spam
Detection Settings interface for analysis by experts. Refer to the explanation under Incoming Spam Detection
Settings for more details.

Add a sender to whitelist

Administrators can choose to add the email senders to 'Sender Whitelist' from this interface. Once added to whitelist,
emails sent by these senders will not be quarantined.

«  Select the mail that you want to add the sender to whitelist and then click 'Whitelist this Sender'

nin caahbond - Saoamd semes ad un § Archan

Archive & v
I:h Show mMassage & Faport spam BlacHisithis Sender T3 Fesend amail ﬁ' Dalate m o archise - .:l Rekesn
£} Filies
. Saitgacy From To Recpient Date (GMT +01 | Swe - i ACtions
| M usar S
uSerd2Ec guad comedo.od ua suceessiilly  sdmingospgs comodo d ua e T T @ompned comodo od us sar 7T e npaad. nomodo nd_us 12 50000 ST 1]
impomsd 2018 -
Mo Jun 15 2051
< Mew aocoun regisismsd admin@csgge comodocd ua userd2posggsd comodo od ua wserdlipcagged comodo. od.us 1E50000 GMT KB 1]
e
(el haary 15-08-15 1580
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An alert will be displayed to confirm adding the sender to whitelist.

Whitelist emails

== Are you sure you want to whitelist sender of the
selected email?

«  Click 'OK" to confirm to add the sender to whitelist. Refer the section 'Sender Whitelist' for more details.

Add a sender to blacklist

Administrators can choose to add the email senders to 'Sender Blacklist' from this interface. Once the selected
senders are added to blacklist, all emails from them to the selected domain will be automatically blocked.

«  Select the mail that you want to add the sender to blacklist and then click 'Blacklist this Sender’

ashigard  Dersains. § Domein gashbsard - Gragsd. comoso of s | Archive

Archive @ teip
3y Show message | M Reporsgam While kst this Sende Enacklist iz Sencer ) Resend emai ﬁ Dreiete Srvew archive || £} Refesh
£ Fiters

Subject From To Recpienl Diwte {MT #00) Sine [}] AClions
I Morw user Mon Jan 15 o
9
EAAECEGE4 COMODD od U SucoEsSNllY sdmingcagaa comods od us ser 77 @ agaad comoda od us N S ——— wsnooGHr 10 )
imgamad 18 :
Mo 15 2051
| Hew scoomi 8 gistensd admingeagqa.comado.od us userddipesgqad. comodo.od ua userd2ifcagaad comado. od us 1250200 GMT N‘.B 1]
iyl
alexander krmwohenio . — R
L] vest ham 15-06-15 1540 ) R wserd @eagad. oot od U U2 DA LT3, 00 A 124700 GN zpzeE B
‘mhexande by prcrenio@eomodn ome = =
B e

An alert will be displayed to confirm adding the sender to blacklist.

Blacklist emails

@Are you sure you want to blacklist sender of the

selected email?

«  Click 'OK" to confirm to add the sender to blacklist. Refer the section 'Sender Blacklist' for more details.

Resend emails from archive

The archived mails can be sent to the recipients if required. CASG will still retain a copy of mails in the archive even
after they are sent.

»  Select the mail that you want to resend and click 'Resend email'.
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a A f Dreang £ Cumen Syshbard - cugnad L, & ! rchive
Archive © hein
@ Show message | M Repor spam E| Wislekslhis Sender Eiackhst Fes Heroer E Delete m S archivg » -E Refresh
£ Fiter
Subject From To Recipienl Dt {GMT +0)°  Size - Actions
I Herms wssr Mon Jun 15 .
LRS00 COMDOD S0 UA SUCCESSNIN  sdrmin@osgga comodo od us = Sngaal.com odus = cagapad com od us 150000 GMT ;.‘ 1]
imgamed 18 :
o e 2051
| N SECoun] e gistanss adminicagga.comado.od us userd2ifcsgqad. comodo.od ua userd2ificagqad comado.od us 1250200 GMT . i}
28
[ test ham 15-06-18 15 40 :__":' ':’_‘L‘ R nert e, eomede o ua serdlBesgaad comade od ua |_ 4 2R2KE |
An alert will be displayed to confirm resending emails.
Resend email(s)
e Areyou sure yol want to resend selected
ermail{s) to recipient mailbox?
«  Click 'OK'" to confirm.
A success message will be displayed.
Successiully sent ]
Delete archived mails
»  Select the mail that you want to delete and click the 'Delete’ button
Dpsdboprd § Doswing 7 [oergin Sghirerd - ppga-d cormody. pd ug / Archive
Archl‘u'e a Hsip
(I Show message | & Reportspam @ Whitslisi this Sander | [§] Blackistthis Sender | & Rasend Pmill Show archive w | £ ¥ Rabeeh
£ Fites
| Subject From T Aacipient Date [GMT =03 Size- B Actions
usn?d‘?%u;:L;A comodo od us successldly sdmin@oagns comodo od us usm 7T @caggad com cd us une 77 Ecaggad com un EI:”I-J'.'-: I’I-I' h- 1]
Fnpoied 20
Mon Jun 15 20,51
[ Mo accouni regestened sdmin@osggacomodo.od un usesd2 Besgqad comedo.od.us usesd2 Besgqad comedo.od.ua 1250 GHT H:E. 1]
2018
An alert will be displayed to confirm deletion.
Delete emails
e Breyou sure you want to delete the selected
emails?
82
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«  Click 'OK"to confirm.
The selected mail will be deleted and will no longer be in archive.

«  To delete all the archived mails, click ‘More actions' > 'Delete all'.

ahgoard | Damals / Demess dastboard - cagosd camedo od up / Archive
& snow messags M Reportspam | (@] Whitelist this Sender (Bl Blackistthis Sender | 3 Resend emall ﬁ' Dalels m Eharw archive -
£ Fiies C-____:]
Phakinis i bl
| Subgect From To Duaite (GMT +09 Size
Un-REWSH MisigE
Plew udsd Mo Jun 15

15 2@ g a4, comedn od ua successhidly  sdminfengge somed

An alert will be displayed to confirm the deletion. Click 'OK" to delete all archived emails.

Exclude mails from auto-clean operations
CASG can be configured in the Domain Settings area to automatically purge emails from archive after the
configured period. If administrators wants to retain email(s) from being cleared, then these mails can be marked as

'Retain message'.
»  Select the mail(s) that you want to retain and then click 'More actions' > 'Retain Message'.

Dashboeed f Domping / Domess dyshposrd - cupaid comodn off 11 [ Archive

Archive
@ Showmessage M Repordspam  (B] Whitshistthis Sander  [B] BlacHist this Sender ' Resend emai i Delese m Show archive w i R
Desele &
) Fitters
Saibgee From To Dabe [GMT +0)°  Size - f
Un-Auime marasge
#| Hew user Mon Jun 18 1981
uEerd I@ csgnad comadn od e successiully sdmin@csggs comoda o us umer 7T @cagoed comedo. od.um user 77 Ecmgged comoda o s 1250 00 GMT m i
irpored 2015
Man Jun 15 Sy
o Mg GCroimt registared ndmin@eegge comoda od us imard 7 Boagned comede od un usrdIFengged comada od e 125000 GMT ¥E i
25
Mon Jun 15
kB il

An alert will be displayed to confirm retain selected email(s).

Retain email(s)

as retained?

@ Are you sure yol swant to mark selected email(s)

»  Click 'OK" to confirm.
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sioe - fi Actions

19,61

KO 8 e

A confirmation dialog will be displayed and the retained messages are indicated by the anchor icons under the

Actions column.

- Toremove the retained status for a mail, select the retained message and then click 'More actions' > 'Un-

Retain Message'.

ui daahboand - cagaed i Archive

Archive

0 M
[Eh showmessage My Repod spam @ Wihislist this Sender Blackist this Sender | = Resend smail E Drdate m Show archive w | i Refesh
Dete
£ Fihes
Retnn nessaps
| Smlgect From Ta C:::) Date [GHT +0)° Ske (/] Actions
| Hew LT Man Jun 15 181
userd2 s ggad comada. od ua successhlly  sdmin@oagge comodo.od ua user T Boagyed comodo.od us e T Tl cagqed comodo.ed ul 125000 GMT <E. ] -Jp
imporied 2015
Mon Jun 1% ik
|+ Hzw accound regisiered admindesgys comodo.cd ua userd2 Beagqed comodo.od ua userd 2B esgned comodo.sd ua 125000 GUT lCE- il d,
2015
A
An alert will be displayed to confirm selected email(s) from retain status.
UnRetain email(s)
A Breoyou sure you want to remove "retained” mark
frarm selected email{s)?
+  Click 'OK" to confirm.
i 8y i i Arcaie
Archive & Hep
Swccessilly Unralsined =]
= Show messape - M Reponspam Whilehis! this Sender Blackist s Sendsr 5 Resend email E Dosiale Shaw andig v || 3 Refresh
€ Fihers
Sstyect Fiiomn To Recigimal Date (GMT =00 Size -~ @ Actions
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US4ZECS00a4 COMOa 00 LA SUCCASSIlY admin@cagge comede od ue e TT|Bemgged somada od un e 7T Eoagged comode od ua 1250000 GHT Lt B
enped 2015
Wan Jun 15 2051
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A confirmation dialog will be displayed and the anchor icons under the Actions column are no longer displayed
indicating their unretained status.

Incoming Spam detection settings

This area lets you configure the sensitivity of the spam filter, spam notation, and quarantine retention times.
»  CASG runs several rules on each email as it passes through the spam filters.

»  Each rule checks the mail for a specific spam attribute. The rule will assign a score to a mail based on the
degree to which the mail exhibits that attribute.

» Amessage's total spam score depends on the weighted value of all rules combined.

For example, if you set the spam threshold to 0.33, any mail that has a score higher than 0.33 will be treated as
spam and quarantined. The higher the threshold, the more likely that some spam messages may get delivered. The
maximum possible threshold is 1. We advise you to test settings for a week to arrive at the best setting for your
company.

Configure incoming spam detection

«  Click 'Incoming' on the left and choose 'Spam detection Settings'

Dashboard
&) Domain dashboard

4 Incoming

Cuarantine
Archive
Spam detecticn seftings

Report spam

Delivery queue

Diestination routes

Local recipients

ol

This opens the spam detection interface for the selected domain:
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Dashboard f Domains f Doman dashboard - tyaspala mif incoming Spam detection sciings

Incoming Spam detection settings Hetp
Quaranting enabsed Days saved 20 :
Spam threshold D45 Spam nolation
Probable spam threshold: 0.1 Prabable spam notation: |[Probable Spam)
Quarantine response: |AcCepled » Spam email
Notify user about new quaranting message: [ Suspicious attachment notation: | [Susplaous atachment]
Comodo RBL: |Quaranking message w» Blacklist action: |Reject message w~
Detect multiple extension attachments: [ Enable Containment [
Remove multiple extension attachments: [ Reject emadls containg credt card number: [

Reset to default

* Quarantine enabled:
« Enabled - Mail identified as spam is quarantined.

- Disabled - Spam is not quarantined but is delivered with a modified subject line. You can set
the text which is appended to the subject line in the Probable Spam notation / Spam
Notation fields.

+  Messages identified as 'probable spam' are always sent to the recipient, and not quarantined,
even if this option is enabled. See 'Probable spam threshold setting' to set the sensitivity.

- Days saved - Enter the number of days that you want mails to be retained in quarantine. The
maximum number of days that can be set is 9999. Quarantined mails that are not checked,
released or deleted within the stipulated days will be automatically deleted from quarantine.

«  Spam threshold - Enter any value between 0.1 and 1.0. All mails with a score above that value
are classed as spam and quarantined as explained above. Please note this value should be
always higher than 'Probable spam threshold' value.

«  Spam notation - The prefix that will be appended to the subject line of all 'Spam' emails sent to
users. For example, "<Spam> Order two Rolex watches and get a free carton of Viagra" - where
<Spam> is the text entered in the 'Spam notation' field. Note - this only applies IF quarantine has
been disabled (i.e. If the 'Quarantine Enabled' box is not checked).

»  Probable spam threshold - Enter any value between 0.0 and the value entered in Spam
threshold field. All mails that are having a score value above that is set in this field will be
identified as unsure mails and will be delivered to recipients with the subject line as set in the
Probable Spam notation / Spam Notation field.

- Probable spam notation - The prefix that will be appended to the subject line of all ‘probable
spam' emails sent to users. For example, "<Potentially Spam> Cheap deals on Dell computers"” -
where <Potentially Spam> is the text enterd in the 'Probable spam notation' field.

« Quarantine response - Choose the response to be sent by CASG to the SMTP server that
delivered a message in the event that a mail is identified as spam.

« Note - If you have enabled quarantine functionality, then spam/malicious mail will be quarantined
(and not delivered to the recipient) regardless of your choice here. These options merely
determine what message CASG will send back to the SMTP mail server. The available options
are:

* Rejected - Will inform the SMTP server that the email has been rejected by CASG and placed
in quarantine.

»  Accepted - The email has passed the CASG spam filters and detected as a spam will be
placed in quarantine in silent mode.

»  Spam email - Displays the email address to which the mails reported as spam from the ‘Report
Spam' interface and the 'Archive' interface will be forwarded. By default, mails reported as spam
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by the administrators will be forwarded to spam@antispamgateway.comodo.com for analysis by
experts at Comodo. Once a reported mail is confirmed as spam, Comodo will update its mail filters
to quarantine similar mails in future. Refer to the explanations under Manage Archived Mails and
Report Spam for more details on forwarding the suspicious mails for analysis.

» Notify user about new quarantine message - Select this option if you wish CASG to send a
notification email to the intended recipient, if a spam email addressed to the recipient is
intercepted by CASG and moved to Quarantine. The notification email will contain a link to the
email and a link for the user to login to the CASG User interface.

«  The recipient will be able to click the link to directly read the email, without logging-in to
CASG. The lifetime of the link is one day. If the user has not clicked the link within a day, the
link will expire.

+ If the user needs to respond to or delete the quarantined email, the user can click the next link
to login to CASG, view their quarantined mails and carry out their desired actions

«  Suspicious attachment notation - The prefix that will be appended to the subject line of all mails
identified with suspicious attachments like malware and macros and forwarded to the recipient or
to a different email address, a configured in the Domain Rules. Refer to the explanation under
Rules in the section Domain Rules for more details. For example, "[Suspicious attachment] Your
lucky draw" - where [Suspicious attachment] is the text entered in the 'Suspicious attachment
notation' field.

« Comodo RBL - Comodo's Real-time Blackhole List (RBL) is a blacklist of locations which are
known to send spam. This list is continuously updated by Comodo.

« Quarantine message - If the IP address of the message sender is in the RBL, then the
incoming email will be quarantined.

* Reject message - If the IP address of the message sender is in the RBL, then the incoming
email will be rejected.
» Disabled - CASG filters will not check Comodo RBL.
«  Blacklist action — Specify the action if CASG detects messages from blacklisted sources such as
blacklisted domains, senders, users and recipients.

* Reject message — If enabled, incoming emails from blacklisted sources are rejected.

« Quarantine message - If enabled, incoming emails from blacklisted sources are placed in
quarantine. Response to the sender depends on the ‘Quarantine response’ settings.

- Enable Containment — Containment is a security technology whereby email attachments with an
‘unknown' trust rating are run inside a secure, sandbox environment. Note — This feature is
available for EU customers. For US customers, we are in the process of migrating to a new
platform. Once the process is complete, this feature will be available for US customers also.

+  Files in containment are run with heavily restricted privileges. They cannot access other
processes, cannot access important system files, and cannot access user data.

«  This setting will contain unknown attachments of the following file types
- .exe, .pdf, .doc, .docx, .xls, XlIsx, .ppt, .pptx, .zip, .rar, .tar.gz, tar.bz2.

- From the user's point-of-view, the attachment opens and runs as normal on their computer.
This provides a groundbreaking combination of high security with no loss of usability.

+  Background - Each email attachment is checked by our filters and awarded a trust rating. This
can be 'Safe’ (the file is on our whitelist), 'Malware' (the file is on our blacklist), or ‘Unknown'
(the file does not yet have a trust rating).

»  Because unknown files could be malware, we run them in the container on the endpoint while
we test them to establish their safety. If the tests find the file is safe then it is released from
containment. If the tests find the file is harmful then it is quarantined.

+  You can disable this setting for particular users if required. See 'User Account Management'
for more info on this.

«  Detect multiple extension attachments - Files of more than one file type or extensions. For
example, 'file_name.doc.exe'. If enabled, CASG quarantines messages with these types of
attachments.

« Remove multiple extension attachments - If enabled, message is delivered to the recipient
without the attachment.

» Reject emails contains credit card number - If enabled, emails that contain credit card numbers
are rejected. Credit card numbers have a certain structure that CASG filters can recognize, so
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emails containing random numbers are not rejected.
«  Click 'Save' for your settings to take effect.

«  Click 'Reset to default' to undo any changes.
Report Spam

The 'Report Spam' feature allows you to upload and submit suspected junk emails that have got through our spam
filters. Comodo will analyze reported mails and, if we confirm them as spam, will update our filters to quarantine
similar mails in future. CASG accepts a range of different mail formats including .eml and .msg.

Users can also report spam by sending it to spam@antispamgateway.comodo.com. Add the spam email as an
attachment in .eml or .msg format.

Report a spam mail

+  Click 'Incoming' on the left then select 'Report spam'.

. COMODO
g Antispam Gateway

Dashboard
@ Diarnain das
@-— INCorming

The 'Report Spam' interface will open:

Dashboard / Domaing / Domain dashboand - docieameasy comedo od ua / Report spam

Report spam © Heip

Upload .eml or .msg format files only (max. size - 9 Mb)

»  Click the 'Upload' button
Navigate to the location where the suspected email(s) is/are stored in your system. Select the mail that you want to
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f=tangel Beauty Clinic

59 Apply, Get Real Quotes For Top Plans. Go With The Best Offer

5 Europe Lotkery - Yoo won £500, 000

E5 MY CaMADTAR PHARMACY

59 Your Email Id has won 1,000,000,00 GEP in the British Microsoft Inc,

File name: I.-“-‘-.ngel Beauty Clinic j Open
Files of twpe: I,-’:-.II Files [*.7] j Cancel |
g

Note: Make sure to upload the file in email format only and size should not exceed 9 MB. Otherwise, the following
warning message will be displayed.

Comodo Antispam Gateway

g the regquestwas rejected because its size
(10005632 excerds the configured maximuom
(H216000)

The mail will be processed for uploading...

Dashbeard § Domeites ! Domain dashbeand - doctesmcasd comodo od s [ Report spam

Report spam © ren

Upload .eml or .msg format files only (max. size - 9 Mb)

3 Upload
Angel Beauty Clinic.aml:

Flle size: 349KB

... and success message will be displayed.

Spam reporied successfully &
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«  Click the g button to close the message.

Delivery Queue

CASG delivers incoming emails which pass its filters directly to the destination server(s). Whenever a destination is
unavailable, all filtered mails are queued on the CASG servers for delivery at a later time.

»  Emails that are permanently rejected by the destination server with a 5xx error code will not be queued and
are rejected by the CASG system.

Queued messages are automatically retried for delivery for a period of time that is set in 'Maximum days to retry' in
domain settings (for example, 4 days).The automatic retry schedule is given below:

+  During the first two hours, queued messages are retried for delivery at a fixed interval of 15 minutes.

«  During the next 14 hours, queued messages are retried for delivery at a variable time interval starting from
15 minutes and multiplied by 1.5 with each attempted delivery. For example, after the first 15 minutes, the
subsequent attempts will be after 22.5 minutes, 34 minutes and so on.

- From 16 hours to 4 days after the delivery failure, queued messages are retried for delivery at a fixed
interval of every 6 hours.

- After 4 days, all queued messages will be bounced to the respective senders. The messages will be frozen
if the bounce cannot be delivered immediately and retried for delivery at a fixed time interval of 3 days for
the first 21 days. At the end of this period, delivery of messages will have failed permanently.

The delivery queue area lets you view queued mails, configure queue alerts and analyze delivery diagnostics.

Manage the delivery queue

gueue' in the left-hand menu:

coMODO =
® Antispam Gateway .

+  Click 'Incoming' > 'Delivery

%) Dashboard Inc

'%.FP' Liymizin dashboard

(3 Incoming
Juarantine

Archine W

Spam detection seth ngs

Clear sncoming cache

Log search

The 'Incoming Delivery Queue' interface of the selected domain will open:
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L i

Dk hibeiid J Domaing / Domein Sestbosd - SoClsaMmcass COmDas sdua [ Incming Sshaery Jikue

Incoming delivery queue © v

Show neagers Dedivery Sagnostic | (B aens + * Refresh

©) Finers

Ll b In quens  Sender Recipient Measage aiie Subsect Last acthon Server nams Delay reasons
john@oocteamcas:
¥ R —— cor
- R bEW BOCOUN - . . -
— PR admin@antispamg: johmndocteamcast 21577 message_queue_ch mia3 prod c3sg 9 9
IR WTZ1 Z2LH - . = it Erey -
Conne
refuse
s
B t -
MW BOCOLn
7 §2m admingantispamg: demoZpdocteamc: 21585 ) - message_queve_ch mial prodcasg  91.196.95.19(91.19
3jRwiZ 1 gHZHNMS - . - registerad > '

) Connectson
refused
bobEdocteamcasn

wunect b
¥ £ it
wmingantispamg botbdocleamcasg 71568 message_queue_cli miad prod casg 8116655 19091 .19
|Fiwe ¥ Lai egistened .
Conme
refused
demo @doctesmci
conmnect o
Hew account §
= = 52m sdmingantispamg: demo | @doctesmc: 71586 message queue_ch mial prosd casg 91156551991 .19
3 {Fower YOI 1 2Hinily PGt

Connectson

«  Click any column heading to sort entries in ascending/descending order.

Use the filter option to search queued emails
«  Click anywhere on the 'Filters' stripe to open the filters area.
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L i

Dashboard / Domaing / Domain dashboard - docteam das comodo od |h"|nr:0n'lnn UE"\IE‘F}' queus
Incoming delivery queue Help
[ show headers  [E) Delivery diagnostic ) Alens i ! Refresh
& Fiters
+ Queus id w contains -
= Queuename w containg w
= Sender w contains w
== Message size w |essthan w 0 :
== Recipient w contains w
== Serername w» contains w
[ Queueid  Inqueue Sender Recipient Message size  Subject Last action Server name  Delay reasons
No items found
1 Tl Perpage (15 |w

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

+  Click ‘Apply Filter’.
You can filter results by the following parameters:
*  Queue ID: Type a queue ID in the text box (column 3) and select a condition in column 2.
»  Queue name: Type a queue name in the text box (column 3) and select a condition in column 2.

»  Sender: Enter the email address of the sender in the text box (column 3) and select a condition in column
2.

» Recipient - Enter the email address of the recipient in the text box (column 3) and select a condition in
column 2.

Message size: Select the email size in column 3 and select a condition in column 2.

Subject: Enter the email subject in the text box (column 3) and select a condition in column 2.

Last action: Enter the latest action in the text box (column 3) and select a condition in column 2.

- Server name: Enter the email server name or IP in the text box (column 3) and select a condition in
column 2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

View headers of queued emails

«  Select an email from the delivery queue and click the 'Show headers' button.
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Received: from mxsmnv2.spamgateway.comodo.com (unknown [10.200.1.248])

by mta3.prod.casg (Postfix) with ESMTP id 3]Rwrd24WTz12LFG

for <johni@docteamcasg.comodo.od.ua=; Tue, 28 Oct 2014 14:53:05 +0000 (UTC)
Received: from outbound.antispamgateway.comodo.com ([178.33.199.67]
helo=antispamgateway.comodo.com)

by mxsnZ spamgateway.comado.com with esmitps (TLSv1:DHE-RSA-AES256-SHA256)

(Exim 4.84)

(envelope-from =admin@antis pamgateway.comodo.coms=)

id 1%j88t-0000n1-Kk

for john@docteamcasg.comodo.od.ua; Tue, 28 Oct 2074 14:53:04 +0000
Received: from uid.prod.casg (unknown [10.200.1.248])

by relay2.prod.casg (Postfix) with ESMTP id 3jRwrcd7Cwz12CIn

for <john@docteamcasg.comodo.od.ua=; Tue, 28 Oct 2014 14:53:04 +0000 (GMT)
Date: Tue, 28 Oct 2014 14:53:04 +0000 (GMT)
From: admin@antispamgateway.comodo.com
To: john@docteamcasg.comodo.od.ua
Message-ID: =61067506.21561. 1414507984634 JavaMail root@ui3.prod.casg=
Subject: New account registered
MIME-Version: 1.0

View Diagnostics

y'Guide comooo

Creating Trust Online®

Delivery diagnostics allow mail server admins to inspect the reasons why a mail did not send correctly. These

diagnostics are also useful when working with Comodo support on an issue.
«  Select an email from the delivery queue then click the ‘Delivery Diagnostic’ button:
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Mail delivery diagnostics

MTA server availability

[Relay : csg.comodo.od.ua:20]

Error code : 500

Error message : SMTP host unreachable
Mo entries on your request

Log search (by queue 1D)

[Host - 10.200.1.121] >
2014-10-28T15:38:37.045459+00:00 mta2 post_rest: [Tue Oct 28 15:38:37 2014] [debug] GET
"/log/3jRWIYEXRGZ12Ls6".

[Host - 10.200.1.122]

2014-10-28T14:53:01.920681+00:00 mta3 postfix.mta/smipd[18514]: 3jRwrY6XRGz12Ls6:
client=unknown[10.200.1.248]

2014-10-28T14:53:01.921649+00:00 mta3 postfix.mta/cleanup[13104]: 3jRwrY6XRGz12Ls6: message-
id=<891193322.21552.1414507981151.JavaMail root@ui3.prod.casg=
2014-10-28T14:53:01.921661+00:00 mta3 postfix.mta/cleanup[13104]: 3jRwrY6XRGz12Ls6:
subject=New account registered

2014-10-28T14:53:02.149219+00:00 mta3 postfix.mta/gmgr{26853]: 3jRwrY6XRGz12Ls6:
from=<adming@antispamgateway.comodo.com=, size=21566, nrcpt=1 (queue active)

201 4-10-28T14-R3-02 A2ATAAZ+00-00 mtal nostiiv/relav/smtnl?R1900- iBwrYRXRGZ121 sh N

Configure Delivery Queue Alerts

The 'Alerts' feature lets you configure notification emails to be sent if there is a delivery delay. You will need to allow
the alerting server to send you these alerts, so please add mxsrv10.antispamgateway.comodo.com [178.255.87.30]
to your firewall/transport rules if necessary.

3 Domain dashboard
Show headers @ Dalivery diagnostid @ Alerts

(3 incoming
|0 Filters
Quarantine
Archive [+ Queue id In queue Sender Recipient

Spam deteciion setfings

Report spam

® Delvery queus
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Delivery Queue alerts

Send an email alert to | enter email soaiesses (seperated by comma For more than one sdaress)
if queue contains more than |1 iterns

if emnailz remain in the gueue for more than |5 | hour(s)

Send email alert to: Enter one or more email addresses as alert recipients.

alert frequency |5 | minute(s)

You can specify 2 possible criteria that will trigger notifications:

+ If queue contains more than 'n’ items: CASG will send a notification mail if the number of queued mails
reaches or exceeds the number specified in this field

« If email remains in the queue for more than n hour(s): CASG will send a natification mail when the
oldest mail in the queue exceeds the age you specify (max age = 72 hours).

If you select both criteria, you will receive separate notifications for each trigger. If you uncheck both boxes,
notifications will be canceled.

Alert frequency determines how often you will receive delivery delay notifications. Possible values are between 5-
360 minutes.

Destination Routes

»  CASG delivers incoming mail to the destination server you specify. You can also specify alternative routes
which CASG will use if there is a problem with the primary route.

+  Admins with appropriate permissions can add alternative routes in the add and edit domain interfaces.
Add alternative destination routes
»  Click 'Incoming' > 'Destination routes' in the left-hand menu:

Archive

Spam detection settings
Report spam

Delivery queue
Destination routes
Local recipients

Clear incoming cache

Log search

Domain
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This will open the destination routes screen for the selected domain:

Dashboard f Domains / Demain daghboard - docteamcasg comode. od.ua f Destination routes

Destination routes Help
o= Add

[[] Route Port

[ csg.comodo.od.ua 25

Save priority

e Click the 'Add' button

Destination routes

o R

- Enter the alternative destination route (domain, IP or hostname of the SMTP server) then click ‘Save'.

»  CASG will test the route you enter to ensure it is valid:
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Routes check errors.

Relay : fhihfgjgkhlkjlj.com:25

Error code : 500

Emmor message : SMTP host unreachable

Relay : dgdfgfjgkhlh.com:25
Ermor code : 500

Error message : SMTP host unreachable

Are you sure you want to proceed with domain save ?

»  Click 'Proceed' to save the route.
The new route is added as follows:

Dashboard f Demaing / Domain dashboard - docteamcasg. comodo.ed.ua / Destination routes

Destination routes
o= Add | [ Delete

) Heip

[[] Route Port
1+ csgcomodo.odua 20
[F1+ casgcomodo.od.ua 25

Save priority

Click 'l' to add more alternative routes.

CASG prioritizes the route at the top of the list, then works it way down if that route fails.
You can re-prioritize routes by dragging and dropping them in the list.
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Domain dashboard - docteamcasg. comede.ed.ua f Destination routes

Dashboard / Domains /

Destination routes Help

o Add | [T Delete

[7] Route Port

[+ casg.comodo.od.ua 25

[[1+ csg.comodo.od.ua (]

Save priority

»  Click the 'Save priority' button to confirm the changes.

Local Recipients

CASG can perform cached recipient call-outs to check whether recipient email addresses actually exist at the
destination mail servers.
»  You can configure CASG to accept mails to valid email accounts in the destination server by enabling the
'Local Recipients' feature.

Important Note: If 'Local Recipients' feature is enabled, all recipients have to be added manually to the ‘Local
Recipients' interface. Otherwise, even valid users for that domain will not receive emails. Comodo recommends
that this option should be used in specific cases only and is not required in normal circumstances.

Add local recipients

+  Click 'Incoming' on the left then select 'Local recipients'.
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Dashboard

@ Domain dashboard

@ Incoming
Quarantine
Archive
Spam detection settings
Report spam
Delivery queue
Destination routes
Local recipients

Clear incoming cache

Log search

The 'Local Recipients' configuration area for the selected domain will open:

Dazhboard / Domaims f Domain daghboard - iyacpals ml f Local recipienis

Local recipients © Hein
Us2 local recipients m
o aad | [ Detete | @3 impontromcsvie | (@) Expontto CSV il £ * Refresh |
€3 Fiters

[7] Local recipient
1001 @ilvaspala m

aapala.m

+  Click anywhere on the 'Filters' tab to open the filters area:
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Dashboard f Domaing / Domain daghboard - ivaspats mi f Local recipients
Local recipients @ Hop
Use kocal recipients: [ m
ofe 200 | f[] Delete | @5 impotrom CSvile | (3 Exportto CSViile _E R_efie_srl
&5 Firers
o Recipient v | contains v

«  Choose the filter by which you want to search from the first drop-down, then a condition in the 2nd text box.
Some filters have a third box for you to type a search string.

»  Click ‘Apply Filter'.
You can filter results by the following parameters:

» Recipient; Enter the recipient name or address in the text box (column 3) and select a condition in column
2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

Add local recipient
»  Select the 'Use local recipients' check box and click the 'Save' button
«  Click the 'Add' button

The 'Add local recipient' dialog box will open.

Add local recipient

E-mail usert @ ilyaspala.ml

+  Enter the recipient's in the E-mail field
+  Click the 'Save' button
Repeat the process till you have added all users.

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 100



Comodo Antispam Gateway _;..Admi‘ﬁEffaié Guide comobo

Creating Trust Online®

L i

Dashboard f Domains f Doman dashboard - fyaspals.ml f Local recipsents

Local recipients @ Hen
Use local recipients m
o add [ Detete | (23 importrom cSvfile | (%) Exportto CSVfile ‘E Refresh |
& Fines
| Local recipient

[ userl@ilyaspalami
[F] user2ilyaspala.mi

[ useramilyaspala mi

1 i [1-373] Perpage |15 w

To remove a local recipient

»  Select the user that you want to delete and click the 'Delete" button

Dashbosrd / Domaing / Domain dashboard - hvaspala mi / Locel recipients

Local recipients © Heip

Use local recipients: B
o 4dd [?;a Impaort fram CSV file [:j Expor lo C3V file £ * Refresh

© Fres
_ Local recipient
¥ userl @ilyaspala.mi

I user2@ityaspala.mi

1 user3@itvaspala.mi

1 i1 [1-3/3] Perpage |15 |w

«  Click 'OK' to confirm.

Delete local recipient(s)

@Are wou sure you weant to delete the selected

recipients?

The selected recipient will be deleted from the list

Tip: You can select multiple recipients to delete by pressing and holding the Shift or Ctrl keys.
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Import local recipients from a CSV file
You can add many new users at a time by importing from a file. The users should be saved in separate lines as
shown below:

userl
user2
user3
Click the 'Import from CSV file' to import new users from a CSV file.

Dashboard / Domaing [/ Domain dashboard - ivasgala mi / Locel recipients

Local recipients € Heip
Use local reciplents: I
ofe add | [ Delete £ Exportla C3V file £ Refresh

3 Finers

7] Local recipient

[¥] userl @ityaspala mi

177 user2@ilyaspala.mi
useri@ityaspala.mi

1 1 [1-3/3] Perpage (15 |w

«  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.

Upload csvfile.
Each line should contains the username of a local recipient
For example:

testuser
testuser

Upload

The upload will be placed in the import tasks queue and the progress of the upload will be displayed.
»  If you want to remove the upload from the queue, click the 'Remove import task' button.
The 'Remove import task' deletes only the remaining part of an in-progress task.
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Dazhboard / Domains f Domain dashboard - #vasoala mi f Local recipients

Local recipients

L7 Help

Impor is in process. Please wail E

Use local recipients: (] m
o Add Eﬂ' Dielate m Export to CSV file Remove import task £ ¥ Refresh

£ Fitters

[ Local recipient

[&] useri @ilyaspala.mi
] userz@ilyaspala.mi
| user3@ilyaspala.m

1 " [1-313] Perpage (15 |

On completion of the upload process, the results will be displayed.

Dashboard / Domans / Domain dashboard - ivaspals.ml / Local recipients

Local recipients Help
Total lines processed & a8
Importad & user(s) [ %]
Import for domain ilyaspala. ml has been finished EI

Use local recipients: b m
s a0d [ Detete | @3 impotromCSVAle | £ Exportio CSVHle £ ¥ Refresh
3 Fisters

] Lecal recipient
| user1@ilyaspala.mi
a user2@ilyaspala.mi

| user3@ilyaspala.mi

The local recipients from .csv file will be uploaded and the administrator who carried out the task will receive a
notification about the import task completion.

Export local recipients as a CSV file

You can save the local recipients list as a CSV file.
+  Click ‘More actions’ > ‘Export to CSV file’
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Dashboard f Domaing / Domain das

Doman poard - ihyazpala mi f Local fecipients

Local recipients

Use local recipients Z m

o ada | [ Detete | @3 importrom csvi€ @ Exportio CSViile 4} Refresh

€ rFers

€) Heip

' Local recipient

[¥] useri@ilyaspala.mi

35 r_\-r;-'_':'l",'n spaka.m

The file download dialog is displayed.

Opening recipientlist. CSV >

You have chosen to open:
=

B recipientlist.CSV

which is: OpenOffice.org XML 1.0 Spreadshest
from: https://domeasmsp.cdome.net

What should Firefox do with this file?
) Open with | OpenOffice Calc (default) w
(@) Save File

[ ] Do this automatically for files like this from now on.

QK Cancel

»  Click 'Open' to view the file with an appropriate application
+  Click 'OK" to save the file to your computer.
This file can be opened with Excel or Openoffice Calc.

Clear Incoming Cache

«  When an email for a certain recipient is permanently rejected by the destination server with a 5xx error

code, the destination address of the recipient is considered invalid and all emails sent to the recipient will be
rejected.

»  CASG filtering servers caches this information locally for up to two hours. The CASG interface allows you to
clear the call-out cache without waiting for the servers to clear it.
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Clear incoming cache
+  Click 'Incoming' on the left then select 'Clear incoming cache'.

| COMODOD
Antispam Gateway

=) INncoming

Lduarantine

letection seltings
Report spam
Delwery queua
O MEes

Lacal recipients

B ilearincoming cache

Lofg =edicii

The 'Clear incoming cache' interface will open:

Daghiposrd fRomans ¢ Domein dashiosr - dociesmeasn compal od 45 [ Clesr INComng ceacha

Clear incoming cache

Here you can clear the incoming callout cache for domain

»  Click the 'Clear' button
The callout cache for the incoming domain is cleared.

Dashiposrd f Domains § Comain dashbosrd - doctesncasa comodo. ol ua f Clear incoming cache

Clear incoming cache

Cacha was succassilly clearad.

Here you can clear the incoming callout cache for domain

cCOMODO

Creating Trust Online®

€ Hep

€ Hep
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«  Click the B button to close the natification.
Log Search
Log searches allow you to look for specific mails for a domain. You can refine your search by various parameters like
sender, recipient and more.
Search logs for incoming mails
+  Click 'Incoming' on the left then select 'Log search'.

comMODO
Antispam Gateway

) Dashboard
ﬂ: Domain dashboard
() Incaming
Juaranting
Archive
Sparm detacion selings

Report spam

Dialivary queus

Local recipianis

The 'Log search (incoming)' interface for the selected domain will open:
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Dashboard f Demains / Demain dashboard - docteamcasg comedoe.od.ua / Log search (incoming)

Log search (incoming) Help

Date range: |2014-10-26 AM 10:49:15 u -12014-10-27 AM 10:49:15 L]

Message ID:
Sender.
Recipient: @docteamcasg.comodo.od.ua
Sender IP.
Sender host:

Predicate: |AND v

Include results from the last minutes: [l

Search

- Date range: Select the date range for which you want to search the log file. The date range for which the
log search can be processed depends on the settings configured in Domain Settings > Log retention
period.

« Message ID - Enter a unique message identifier (optional )

« Sender: Enter a sender email address in this field.

- Recipient: Enter the email address in this field (for example, 'testuserl).
« Sender IP: Enter the IP address of the sender.

» Sender Host: Enter the sender host name.

« Predicate: You have the option to select either 'AND’ or 'OR" in the drop-down. When you choose 'AND'
option, all the entered search terms will be searched together and when you choose 'OR' option, the
application will search any of the search items entered.

* Include results from the last minutes: If selected, CASG will include messages that are currently being
migrated from the filtering server to the logging server in the search results.

The aplion *Include results fom the last minubas® will Slow down the search rasull retrieval (%]

«  Click the 'Search' button.
CASG will search for the entered terms and display the results.
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Date and time

2014-10-28 13:37.05

2014-10-28 13:37:05

2014-10-28 12:36:33

2014-10-28 13:36:33

2014-10-28 13:34.32

2014-10-28 13:34:32

2014-10-28 13:26:19

Domain Aliases

Host (Exim id)

mxsrv1.spamgateway.con
1Xj6xK-0008ETB2

mxsrvl.spamgateway.con
1Xj6xK-D008ET-B2

mxsrvl.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrvl.spamgateway.con
1Xj6wo-0007pb-Ag

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrv2.spamgateway.con
1Xj6up-00070G-Jb

mxsrvl.spamgateway.con
1Xj6ms-0008Pk-CK

Sender hostname

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrv2.spamgateway.con
178.33.199.66

mxsrvl.spamgateway.con
178.33.199.65

mxsrvl.spamgateway.con
178.33.199.65

mxsrv2.spamgateway.con
178.33.199.66

Sender

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demog@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

demo@csg.comodo.od.u

Recipient

dema

demo2

dema

demo2

dema

demo2

demo2

/

Subject

,0Q demo 2

,DQ demo 2

,Re: DQ demo

,Re: DQ demo

,0Q demo

,0Q demo

Archive email 2

Classification

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Accepted
Message content looked
like non-spam

Rejected
Rejected by relay
restriction for this
recipient
Rejected
Rejected by relay
restriction for this
recipient

Accepted

CASG lets you add multiple domains as aliases for a specific domain. Mails sent to the alias will be filtered and
delivered to users at the target domain.

For example, if you add testdomain.org as an alias domain for testdomain.com, then mail sent to
userl@testdomain.org will be filtered and delivered to userl@testdomain.com. The 'To:" headers in the email will still
display the original recipient as userl@testdomain.org.

Note: Your MX records should be configured appropriately for the alias after adding domain aliases to CASG.
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Add domain aliases

»  Click 'Incoming' > 'Domain aliases' in the left-hand menu

coMODO
Antizpam Gat

"7} Dashboard
Jomain dashboard
Incoming

Guaranting

Manage repon subscriplons

Relay resfrichons

The 'Domain Aliases' interface will open:
»  Click the 'Add" button to add a domain alias. The 'Add domain alias' dialog box will open
Enter the domain alias name in the 'Alias' field

Dashborrd f Domeing  Domain deshbosrd - doctesmoesg comedo od ues J Domain olieses

Domain aliases © Hep
o dd | T Delete

(&) Alias
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Add domain alias

o

»  Click the 'Save' button. The domain will be added to the main domain as alias and will be listed in the
interface.

Dashborrdd f Domeins f Domein deshbord - doctesmcese comodo od wa | Domein alieses

Domain aliases © Hep
o dd | 0 Delets
[ Mlias

alias.od ua

Delete a domain alias
«  Select the domain alias from the list

«  Click 'Delete’
»  Click 'OK" to confirm the deletion.

Rashboard [ Domaing § Domain éashbosid - doctesmessg conoss of ua f Domeln akases

Domain aliases O Hen

|V Alas

] aliaz.od.us

Alias removing

e e yOU SUre you want to remove selected
aliazes?

The selected domain alias will be deleted from the list.

Domain Settings

The 'Domain Settings' interface let you configure settings such as log retention period, maximum number of users
and more for the selected domain.

Configure domain settings

»  Click 'Incoming’ > 'Domain settings' in the left-hand menu
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Dashboard

€ Domain dashboard

@ Incoming
Quarantine
Archive
Spam detection seftings
Report spam
Delivery queue
Destination routes
Local recipients
Clearincoming cache
Log search
Domain alia
Cromain setlings

bscriptions

The 'Domain Settings' interface of the selected domain will open:
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RN

Domain settings Help

Maximum bounces: | 100

Log retention period: | 999

<» LX<

Maximum days to retry: |4
Max. number of users: |25
Enable archive cleanup: [
Retain Archived items for: = Months v

Enable user auto-login:

£

Days before cookie expiration: |2
Email for license notifications:

Timezone : |(GMT +07:00) Bangkok, Hanoi, Jakaria W

Domain Archive Space (GB): |6

Save Resetio default

«  Maximum bounces: Enter the maximum number of message bounces that each recipient in the selected
domain can receive per hour (messages from postmaster addresses or with an empty envelope sender).
Please note that if the number of bounces exceeds the limit set in this field, the messages are not
quarantined but are permanently rejected and will not be received later. You can set this to a low value if
users at the selected domain do not send mails to invalid addresses frequently. By default this field is set to
6000.

» Log retention period: All spam and non-spam email connections to a domain are logged in the CASG
server. By default the storage period of this log is 30 days. You can store the log for a longer period by
entering the number of days that you want to store in the field. After the end of set period, the log data will
be moved to a separate storage and cannot be retrieved.

- Maximum days to retry: If the destination route has temporary problems, the messages are queued and
automatically retried at fixed intervals for the number of days entered in the field. Even after this period if
the emails cannot be delivered, they are bounced to the sender. By default, this is set to 4 days, the main
reason being that the senders should be aware that his\ner messages are not being delivered for 4 days.

«  Max. number of users: Enter the maximum of users that can be added for this domain. Leaving this
setting as 'Unlimited" will allow you to add up to, but not exceed, the maximum number of users permitted
by your current license. This can also be done while creating a domain or in the editing domain interface.

«  Enable archive cleanup: Allows you to enable or disable the auto-clean up of archived incoming mails in
the archive storage. This option is available for customers that has purchased archive storage from
Comodo.

+ Retain Archived items for: Allows you to set the period in months or days, for which the archived mails
should be retained in the archive storage, if you have enabled archive clean-up. The messages that are
older than the period set in this field will be purged automatically.

« Enable user auto-login: If enabled, end-users can login into their CASG account without entering their
credentials. On first login, the users will be asked to confirm their auto login. The users can also change the
settings on their 'My Profile’ page. The users' credentials will be stored in the browser' as auto-login cookie
and will be valid for the number of days that is entered in the next field 'Days before cookie expiration'.
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- Days before cookie expiration: Enter the validity period in days of the auto-login cookie for end-users.
This is only relevant if you have enabled user-auto-login. Upon expiry of the cookie, users need to provide
login credentials to access their CASG account. The validity period starts after each successful user login.

- Email for license notification: Enter the email address for receiving license notifications for this domain.
You can enter different email addresses for different domains for receiving notifications with respect to
CASG license. If the field is left blank, then license notifications will be sent to admins' registered email
address in Comodo Accounts Manager (CAM).

« Timezone - Allows you to choose the zone for the domain, depending on the location from which it is
hosted. CASG will use the selected time-zone for events which concern that domain, especially for
maintaining the quarantine list, archive list, log search, reports and report subscriptions.

- Domain Archive Space - Enter the archive disk space for this domain. The total disk space for all domains
should not exceed the disk quota available for your account. Admins with appropriate privileges can
configure this while adding / editing a domain.

Note: The number of users that you can add for all the domains belonging to your account depends on your
subscription plan. For example, if the subscription plan for your account allows you to add 1000 users and you
have three domains, then you can add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3.
You can set any value between 0 and 999999 in the 'Max. number of users' field, but CASG checks if the total
number of users for all domains is within your license limit.

»  Click 'Reset to default' to reset default settings in CASG.
+  Click the 'Save' button.
A confirmation dialog indicating the successful configuration of the domain settings will be displayed. Click X".

Successfully saved ]

Manage Report Subscriptions for Selected Domain

Allows you to configure subscriptions to domain, user import, and quarantine reports generated for a domain. You
can also specify which administrators of the domain should receive the reports.
See CASG Reports - an Overview for more details on the reports.

Open manage report subscriptions interface

«  Click 'Incoming' on the left then choose 'Manage report subscriptions'.
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{7} Dashboard

&y Domain dashboard

|i| INCOMiNnG

Quarantng
archree

Spam detection setings

Log search

Domain aliases

Domain setings

Manage report subsaaphions

The 'Manage report subscriptions' interface will open:

Manage report subscriptions € Hew

Report recipients
adringdyaspalaml

&% Domain statistics report

Period Hour Day of month Dy of waek Sendempty  Enabled Sdart date (GMT +1  Report length Report recapients
W very hou @'.'E-.L:hr'f LED C'E\“-:'"f week day
Ocnoase Cicnoase ®cnoase
i = Sunday = Mt repeat for 24
B Manday ears o e THOUR(E] Friom) hast
Heourty w —_— O = Moy 1020200700 (200512
eSOy 0600
] Wednesday
] Thursday ~

€ Quaraniing report
£ Quaranting releass report
> Reported spam report

€ Usars auto-import report

Reset sotings to dafault

» Report recipients (general) - Enter the email addresses of the domain administrators to whom the reports
should be sent. You can enter multiple addresses separated by a comma. Note — Reports are not sent to
these recipients if you configure recipients for each report type.
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Note: The 'Report recipients' field will not be auto-populated as it does in the interface of Customer Management
> Manage Report Subscriptions

< The ‘manage report subscriptions’ interface lets you configure the delivery schedule for each type of report.
«  Click on the respective strip to expand the configuration pane for a report type.
You can configure subscriptions for five types of reports from this interface:

- Domain Statistics Report - The periodical report which can be configured to be received hourly, daily,
weekly or monthly will contain a detailed statistics of number of users, mails that have been received at and
sent from the domain, number of spams identified and blocked and so on. Refer to CASG Reports - An
Overview for more details.

- Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly will contain a detailed statistics of the mails that are identified as spam or containing malicious
content and moved to Quarantine of the domain automatically by CASG. Refer to CASG Reports - An
Overview for more details.

+ Quarantine Release Report - The periodical report which can be configured to be received hourly, daily,
weekly or monthly will contain a detailed statistics of the quarantined mails that are released by the
administrator to the recipient. Refer to CASG Reports - An Overview for more details.

» Reported Spam Report - The periodical report which can be configured to be received hourly, daily, weekly
or monthly will contain a detailed statistics of the mails that are reported as spam by administrators and
users. Refer to CASG Reports - An Overview for more details.

« Users auto-import report - The periodical report which can be configured to be received hourly, daily,
weekly or monthly will contain details of new users that were auto-imported based on incoming mails
received for them at the mail server. For more details on configuring CASG for auto-importing new users,
refer to the section Manage User Auto-import. Fore more details on the reports, refer to the section CASG
Reports - An Overview.

Configure report subscriptions
«  Send empty - Leave this unchecked if empty reports are not to be sent to recipients.
« Enabled - Select this so reports are generated and sent to report recipients.

» Report recipients for each report type — Enter the email address of recipients that you want the reports to be
sent. You can enter multiple addresses separated by a comma. Note - If this field is configured, the
recipients that you added in the general report recipients field at the top of the interface will not receive the
reports.

»  Select the frequency of the report to be sent to the administrators from the options for:
¢ Quarantine Report;
« Domain Statistics Report;
«  User Auto-Import Report;
» Quarantine Release Report; and
* Reported Spam Report.

Quarantine Report
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@ Quarantine report

Hour Day of month Day of weeak Send empty = Enabled  Start date (GMT +07:00) Report length Report recipients
®evary nour WEvary day WIEvery week day
Ulchoose Cichoose Cichoose
- - -
H ﬂ My 12, 2020 2100 Mt repart far 1 houns) froem

st run (2020-0512 13:00)

« Hour - The reports are generated and sent to the report recipients every hour or at the selected hour(s) of
the day or date chosen from 'Day of month' or 'Day of week' columns.

- Day of month - The reports are generated and sent to the report recipients every day or on the specific day
every month chosen at the hour selected from the 'Hour' column.

- Day of week - The reports are generated and sent to the report recipients every day or on the specific day
every week chosen at the hour selected from the 'Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

» Report length - Displays the period of the report that are generated depending on the options chosen.
Domain Statistics Report

&2 Domain slatistics report

Period Hour Dray of month Dy of week Send emply  Enabled Start date (GMT +  Report length Report recipients
'.9-)':"!“' hiour L;}Fvuly-:lu'r '::Fﬂ'l'p"h‘!'l!l‘. day
Ohoose Cxchoose ®ehoose

~ —_—
iy Sunda

Mext raport for 24
houns) from last
rm (20200512
DE:DD0)

Mo iy
Hourty - O =] May 18, 2020 0700

Thursday

» Period - Enables you to set the period to be covered in the report. The report contains the
statistics of all domains in the account for the past one hour, one week, one month or one year, as
selected from drop-down from the scheduled report time.

« Hour - The reports are generated and sent to the report recipients every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

- Day of month - The reports are generated and sent to the report recipients every day or on the
specific day every month chosen at the hour selected from the 'Hour' column.

» Day of week - The reports are generated and sent to the report recipients every day or on the
specific day every week chosen at the hour selected from the 'Hour' column.

«  Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

« Report length - Displays the period of the report that are generated depending on the options
chosen.

User Auto-Import Report
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@ Users auto-import report

Hour Dy of month Day of week Send emply  Enabled  Stort date (GMT +07T:00) Report length Report recipenis
@every hour ®Every day ®Every week day
Cchoose Cchoose Cichonse
- L] L]
0 5 May 12, 2020 2200 Hext report for 1 hour{) frem

last run (2020-05-12 14:00)

» Hour - The reports are generated and sent to the report recipients every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

« Day of month - The reports are generated and sent to the report recipients every day or on the
specific day every month chosen at the hour selected from the "Hour' column.

- Day of week - The reports are generated and sent to the report recipients every day or on the
specific day every week chosen at the hour selected from the "Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

« Report length - Displays the period of the report that are generated depending on the options
chosen.

Quarantine Release Report

9 Quarantine release report

Hour Dy of menth Day of weak Send empty  Emabled  Start date [GMT +07:00) Report length Report recipients
@Evesy hour ®Every day ®cvery wook day
Ochoose Oenoose Cichoose
A A L
0 = May 12,2020 2200 Mgxd report for 1 hour(s) from

tast run (2020-05-12 14:00)

« Hour - The reports are generated and sent to the report recipients every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

- Day of month - The reports are generated and sent to the report recipients every day or on the
specific day every month chosen at the hour selected from the "Hour' column.

- Day of week - The reports are generated and sent to the report recipients every day or on the
specific day every week chosen at the hour selected from the "Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT)).

» Report length - Displays the period of the report that are generated depending on the options
chosen.

Reported Spam Report
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2 Reported spam report

Hour Day of month Day of week Sendemply | Enabled | Startdate (SMT+07:00) | Reporilength Report recipients
:tE—IE-‘@'FhDJf @every aay @ Eyery week day
Xnhoose Cchoose Ochoose
-~ Ll -
Mext report for 1 hour(s) fram
0 = May 12, 2020 2200 P ra

st un (2020-05-12 14:00)

» Hour - The reports are generated and sent to the report recipients every hour or at the selected
hour(s) of the day or date chosen from 'Day of month' or 'Day of week' columns.

« Day of month - The reports are generated and sent to the report recipients every day or on the
specific day every month chosen at the hour selected from the "Hour' column.

- Day of week - The reports are generated and sent to the report recipients every day or on the
specific day every week chosen at the hour selected from the "Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as
per Greenwich Mean Time (GMT).

» Report length - Displays the period of the report that are generated depending on the options
chosen.

«  Click 'Save' for your settings to take effect.

«  Click the 'Reset settings to default' button to disable all the reports. The 'Report Recipients' fields will not be
cleared.

Relay Restrictions

» The 'Relay restrictions' interface lets you specify message transfer agents (MTA), mail servers, or other mail
relays from which incoming mail should be accepted or rejected.

«  For example, a business that has regional offices can configure their regional systems to accept only
incoming emails from email servers at the home office.

- Administrators can define organization names from which mails should be accepted or rejected. CASG
parses the mail headers of each incoming mail to ensure the existence of an MTA IP address or FQDN of
the organization before accepting the mail. If you don't know the name of an organization, you can search
for it using the 'Lookup' feature. Enter the IP address of the sender domain.

Add a relay restriction rule
+  Click 'Incoming' from the left then select 'Relay Restrictions'.
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Report spam
Dalivery queue
Destination routes
Local racipients
Clear incomdng cache
Log search
Domain aliases
Domain setfings

Manage repor subscriptions

The 'Relay restrictions' interface for the domain will open:

Dashbeoard f Domains f Domain daghbeard - deme.das. comedo.od.ua f Relay restrictions

Relay restrictions

o add I Delete 2 Edit

Restrict email acceptance to the following relay servers

Organization name Policy

) Google Inc. Accept

Select the 'Restrict email acceptance to the following relay servers' check box
+  Click the 'Add" button. The 'Add/Edit restriction' dialog will appear:
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Add restriction

Organization name :

Policy @ Accept CReject

Lookup IP for organization name :

- [

- Enter the organization name in the 'Organization name' text box

- Ifyou are not sure about the organization name, obtain the IP address of the mail server from any
incoming mail from the organization and enter it in the 'Lookup IP for organization name' field.
Click 'Lookup' to perform the search.

»  CASG will perform a lookup from WHOIS.com website and auto-populate the Organization name
field.

»  Choose the acceptance policy for emails from the organization's mail server:

»  Accept - All mails from the selected organizations will be accepted. Those from other organizations will
be blocked.

*  Reject - All mails from the selected organizations will be blocked. Those from other organizations will
be accepted.

«  Click 'Save' for the rule to take effect.

Relay restrictions now enabled. &

* Repeat the process till you have added all the organizations.
The administrator need to add a rule for each organization from which the mails are to be accepted or rejected.

lllustrations:

1. For example, if you want to accept mails only from two domains, namely gooddomainl.com and
gooddomain2.com and reject mails from all the other mail servers, create two rules, one for gooddomainl.com and
other for gooddomain2.com.

* Rule 1-Accept gooddomainl.com and block all other domains
» Rule 2 - Accept gooddomain2.com and block all other domains

Only the incoming mails from gooddomain1.com and gooddomain2.com will be accepted. Those from all the other
domains will be rejected.

2. For example, if you want to block mails only from two domains, namely baddomainl.com and baddomain2.com
and allow mails from all the other mail servers, create two rules, one for baddomainl.com and other for
baddomain2.com.

* Rule 1 - Reject baddomainl.com and allow all other domains
* Rule 2 - Reject baddomain2.com and allow all other domains

Only the incoming mails from baddomain1.com and baddomain2.com will be blocked. Those from all the other
domains will be accepted.
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You can create any number of 'Allow' and 'Reject’ rules. The 'Accept 'rules have more priority and reject rules will
be skipped in case of any rule conflict.

The incoming mails from blacklisted domains in the global or domain blacklist will be rejected even if they are
accepted by the relay restrictions rules. The priority order of rules checked on allowing an email is as follows:

1. Global blacklist

2. Domain whitelist/blacklist
3. Relay restriction rules
4

Per user whitelist/blacklist

Note: The 'Relay restrictions' is disabled for TRIAL customers.

Edit Relay Restriction Rules

You can change the organization name or acceptance policy of any rule at any time.
Edit a rule
»  Choose the rule to be edited and and click the "Edit' button.

Daghboard / Domaing / Domain daghbeard - docteamcasg.comede.od.ua / Relay restrictions

fhe following relay servers

Policy
Accept
Accept

Accept

Add/Edit restriction

Organization name :

Rediff com India Limited|

Policy @ Accept ©Reject

Lockup IP for organization name :

The Add/Edit restriction dialog will appear.

«  Edit the fields and policy options as required. For more details refer to the explanation under To add a
Relay Restriction Rule.

»  Click 'Save' for your changes to take effect.
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Removing Relay Restriction Rules

You can remove unwanted rules at anytime from CASG.

Remove a relay restriction rule
»  Choose the rule you want to remove and click the 'Delete’ button

Dashbeard / Domaing f Domain dashboard - docteamcasg comodo.od.ua /- Relay restrictions

Organizglion name Policy
O Gofgle Inc. Accept
7 fahoo Accept

ediﬁ‘.com India Limitsd, Accept

Delete restrictions

restrictions?

@ Are you sure you want to delete the selected

+  Click 'OK" in the confirmation dialog.
Geolocation Restrictions

»  You can set rules that allow or block access to the CASG console based on the country from which the
connection attempt is made.
»  Geolocation restriction policy applies to admins and users that has the selected domain in their user ID.

Create a geolocation policy
»  Click 'Incoming' on the left then click 'Geolocation restrictions":

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 122



Guide comobo

Creating Trust Online®

F:’: Domain dashboand

) Incom: ng
Luaransang

Archive

it spam

slivery queus
Deslination roules
Local recipienis
Clear incoming cache

e

Domain aliases
Diomain setings

Manage repor subsciptions

The 'Geolocation restrictions' interface for the domain opens:

Dashboard f Domaing £ Doman dashboard - ivaspals ml / Geolocation restriclions

Geolocation restrictions © Heip

o 2dd [ Deiete | @ Ear @) importtomcsvie (3 Exporito CSViie

(O enable geclocation restrictions

[] Country name Country code Palicy
) Dz Reject
| AF Reject

- Enable geolocation restrictions - Activate location based access restrictions. If enabled, administrators
need to add restriction rules.

From the interface, you can:
« Add geolocation restriction rule
« Edit a geolocation restriction rule
» Delete a geolocation restriction rule
« Import geolocations from a CSV file
- Export geolocation list as a CSV file
Add a new geolocation restriction policy
»  Click the 'Add' button

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 123



Comodo Antispam Gateway . Administrator Gu

ide comobo

Creating Trust Online®
_.-"'/’ .’!

Dashboard / Domains f Domain deshboard - ilvaspala mi f Geslocation restrictions

Geolocation restrictions @ Hen

Delete 4 Edit | (33 Importfrom CSVfile (5 Exportto CSVfile

3 Enable geolocation resftrictions

[ Country name Country code Policy
| (14 Reject
I AF Reject

The 'Add country restriction' dialog appears:

Add country restriction

Choose country

[] Afghanistan

Aland Islands
Albania
Algeria
American Samoa
Andorra
Angola
Anguilla
Anonymous Proxy
Antarctica
Antigua and Barbuda

Argentina

OO0 oEEEEE D@ @

Armenia
] Aruba

Press and hold CTRL to make multiple selections.

Policy Caccept ®Reject

«  Select the countries from the 'Choose country' drop-down

« Note — Use any one option only, select either ‘Accept’ or ‘Reject’. ‘Accept’ option overrides ‘Reject’ option.
For example, you choose to allow admins and users from US and reject from Sudan. CASG allows access
from US only and denies access from all other countries irrespective of how many countries you rejected.
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«  Choose the geolocation restriction policy for accessing the CASG web interface

+  Accept - Admins and users from these countries are allowed to access the domain management
interface. If you select this, admins and users from all other countries are automatically rejected
from accessing CASG.

» Reject - Admins and users from these countries are not allowed to access the domain
management interface. If you select this, make sure you have not opted for ‘Accept’ for any
country in the list.

«  Click 'Save' to create the policy

Edit a geolocation restriction policy
»  Select the restriction rule that you want to update and click the 'Edit" button

Dashboard f Domains / Domain dashboard - ilvaspala.ml / Geolocation resfrictions

Geolocation restrictions

o Add [ Delete( & Edit )% importfrom CSVfile (¥ Exportto CSV file

| Enable geolocation restrictions

] Country name Country code
fighanistan AF
-] Costa Rica CR

The ‘Edit country restriction’ dialog is shown:

Edit country restriction

Selected country Afghanistan

Policy (OAccept ®Reject
o

» Update as required and click the 'Save' button for the changes to take effect.

» Note — Use any one option only, select either ‘Accept’ or ‘Reject’ in the list. ‘Accept’ option overrides ‘Reject’
option. For example, you choose to allow admins and users from US and reject from Sudan. CASG allows
access from US only and denies access from all other countries irrespective of how many countries you
rejected.

Delete a geolocation restriction policy
«  Select the policy that you want to remove from the list and click the 'Delete’ button
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Geolocation restrictions © Heip

o add( [ Detete ) Edit @) impotromcavile (¥ Bxportto CSViile

B4 Enabig 'geolocation resfrictions

[7] gfuntry name Country code Policy
a A fghanistan AF Reject
| Cook Isiands CK Reject
] Costa Rica CR Reject
] Armenia AM Accept

»  Click 'OK"to confirm the removal of the selected geolocation restriction rule from the list

Delete restrictions

A= Are you sure you want to delete the selected
restrictions?

Delete restrictions

@ Are you sure you want to delete the selected
restrictions?

The rule will be removed from the list.

Import geolocations from a CSV file

You can add many geolocations at a time by importing from a file. The country codes and values should be saved in
‘comma separated value' (CSV) as shown below:

us,accept
tj,reject

+  Click ‘Import from CSV file’ to save countries from your CSV file
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Cashboard / Domains / Domain dashboard - fvasoals. mi / Geslocation restrictions

Geolocation restrictions © Hep

of add [ Detete | # Edit 1 Importfrom CSVfile) (1 Exportto CSVfile

b4 Enabile geolocation restrictions

[] Country name Country code Policy

[T] Afghanistan AF Reject

[7] Cook Isiands CiK Reject

[F] Costa Rica CR Reject

[F] Armenia AM Accept
«  Click ‘Upload’

Upload

Upload csv file.
Each line should contains "country code, comma and accept or reject” fields.
Please visit iso.org for IS037166 Alpha-2 contry codes.

For example:

us,accept
tjreject

Upload

» Navigate to your file and click open
The import process begins...

Cashboard f Domains / Domain dashboard - ilyaspala mi / Geolocalion restrictions

Geolocation restrictions © Heip

Importis in process. Please wait % |

o add [ Delete & Edit ) Importrom CSVAle (23 Exportto CSV file

El Enable geolocation restrictions

...and when completed, the status is shown:
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Dashboard / Domains / Deman dashboard - fvazoala ml/ Geolocation restrictions

Geolocation restrictions © Hei
Total lines processed 5 ﬁ
Imporied 3 user(s) %]
Import for domain llyaspala ml has been finished B
Mot imported due to duplicate 2 B

o add [ Detete 2 Edit % Impotromcsviile % Exportto CSViile

Enable geolocation restrictions

™| Couniry name Country code Policy

Afghanistan AF Reject

Export geolocation list as a CSV file
You can save the country list as a CSV file.
+  Click ‘Export to CSV file’

Dasnboard / Domaing / Domain gashboard - fvaspala mi f Geolocation restrictions

' Help

Geolocation restrictions

o add [ Detete  # Edit (1 importtrom csv ik ) Exportto CSVfile

B Enable geolocation restrictions

oy
i

%

[F] Country name Country code Policy
\fghanistan AF Reject
Reject

The file download dialog is displayed.
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Opening geclocation_rest_list. C5Y

You have chosen to open:
- geolocation_rest_list.CSV
which is: OpenOffice.org XML 1.0 Spreadshest

from: https://domeasmsp.cdome.net

What should Firefox do with this file?
i Open with | OpenOffice Calc (default)

@Eﬁave File

[ ] De this automatically for files like this from now on.

0K

Cancel

+  Click 'Open'’ to view the file with an appropriate application
»  Click 'OK' to save the file to your computer.
This file can be opened with Excel or Openoffice Calc.

SPF Control Settings

Sender Policy Framework (SPF) works by DNS records that specifies the authorized servers from which the emails
are sent on behalf of domains. CASG is capable of checking if incoming are mails are originating from the authorized

Servers.
Configure SPF settings
+  Click 'Incoming' on the left then click 'SPF Control Settings'":

Dnshboard / Comains / Doman dashbeard - évasoale mi / S5PF control sefings

) Dasnboand SPF control settings

omain dashooard
EA Enatvie SPF(Sender Policy Framewark) Control

) Incoming

Nolde- This setting should only be disabled if cur spam filtering system i= not
U Tirgl el sarver wiich i pointad at your domais DS MX recond

Having Troubile? Suppa i hene ba Belp, o ne;umwﬂ@mmudgmm of rewiew the ASin Guds
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« Enable SPF Control — Select this to activate sender policy framework. If incoming mails are not sent from
the authorized servers, the mails are rejected.

6.5.3 Outgoing

To send outgoing email, you need to add a valid user to the filter cluster. This can be done in the web interface.
The following ports are available for the outgoing service:

e SMTP AUTH: Port 25 or 587

«  SMTP StartTLS Port 587

«  SMTP SSL Port 465

Comodo recommends port 587. The outgoing service listens by default on all IPv4 addresses activated on the
server.

«  Create a separate outgoing user on the filtering cluster for each end-user to relay outgoing email. Use
automatic user locking to close the account if abuse is detected.

«  There are two methods you can for per-user authentication:

- Thefirstis to instruct all end-users to authenticate directly to the filter cluster for their outgoing emails.

- The second is to configure your SMTP server to authenticate each user separately to the filter cluster
for all outgoing mail.

When using per-user authentication for outgoing mail, ensure you set usage limits correctly and enable automatic
locking.

 Ifyou find per-user authentication too cumbersome, you can use smarthost setup as an alternative.

» You add a single outgoing account to the filtering server and point all outgoing emails to this server, thus
using the filter cluster as smarthost.

»  Most emalil servers have a 'smarthost setting' feature which lets you easily accomplish the task of
configuring outgoing email filtering.

»  Make sure to disable automatic user locking setting to prevent the full server account getting locked
because a single user sent out spam. Also enable block spam so that individual spam messages will be
stopped and the administrator notified.

While using smarthosting setup for outgoing mail filtering, ensure to set the limits correctly per user based on the
server.

The 'Outgoing' area lets you:
«  Setup spam checks on outgoing mail.
+  Clear the outgoing mail server cache.
«  Search for outgoing email messages.
+ Integrate Office 365 with CDAS.
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'~} Dashboard
Domain dashboard
Incoming

Cutgoing
Clear outgoing cache

Log search

Office 365 Activation
Email management
Audit log

Domain Rules

Account management

Click the following links for more details:
» Clear outgoing cache
» Log search
+ Users
» Office 365 Activation

Clear outgoing cache

CASG checks that recipient email addresses at the destination mail server to minimize the number of recipient
callouts. When an email for a certain recipient is permanently rejected by the destination server with a 5xx error
code, the destination address of the recipient is considered invalid and all emails sent to the recipient are rejected.
CASG caches this information locally for up to two hours. You have the option to clear the callout cache without
waiting for the servers to clear it.

Clear outgoing cache

»  Click ‘Outgoing’ > 'Clear outgoing cache':
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g Antispam Gateway

Dashboard
@ Domain dashboard
@ Incoming
1y outaoina
B Clear cutgoing cache

(T y i

. Users : o

»  Click the 'Clear' button.

Dashbonrd f Domeins f Domein deshbosrd - doctesmoesg comodo od us § Clear oLEEong cache

Clear outgoing cache © e

Here you can clear the ocutgeing callout cache for domain

The call-out cache will be emptied:

Cache wis succassilly clearad B

Log search

»  Click 'Outgoing' > ‘Log Search’:
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@D Domain dashboard
) Incoming

1y outgoing

oo sutgning cache

« The'Log Search (Outgoing)' interface is displayed:

Dazhboard / Demaing f Domain daghboard - decteamcazg.comodo.od.ua f Log search (outgoing)

Log search (outgoing) @ Hew

Date range: |2014-10-26 AM 11:38:40  [£]]|-|2014-10-27 AM 11:38:40 [

Message ID:
Sender.
User. @docteamcasg.comodo.od.ua
Recipient:
Sender IP.
Sender host:
Predicate: |AND v

Classification: |All w

Include results from the last minutes: l:l

- Date range: Select the date range for which you want to search the log file. The date range for which the
log search can be processed depends on the settings configured in Domain Settings > Log retention
period.
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« Message ID - Enter a unique message identifier (optional )

+  Sender: Enter the sender email address in this field.

« User: Enter the username of the outgoing email address for in this field (for example, 'testuserl).
« Recipient: Enter the email address in this field. (for example, ‘testuserl@example.com’).

« Sender IP: Enter the IP address of the sender.

« Sender Host: Enter the sender host name.

+ Predicate: There are two available options to select from the the drop-down: 'AND' or 'OR’

» If'AND' is selected - All the entered search terms will be searched together
» If'OR'is selected - The application will search any of the search items entered.
« Classification: Select the type of email that you want to search from the drop-down options.

* Include results from the last minutes: If selected, CASG will include messages that are currently being
migrated from the filtering server to the logging server in the search results.

The option *Include results from the last minutes® will slow doen the search result refrieval E
Click the 'Search' button. CASG will search for the entered terms and display the results.
Date and time Host (Exim id) Sender hostname Sender Recipient Subject Classification
mixsrvl.spamgateway.cor mxsrv2.spamgateway.cor Accepted
2014-10-28 13:37:05 ) ) ’ ) ’ demo@csg.comodo.odu demo ,0Q demo 2 M tent looked
1Xj6x}0008ETB2 178.33.199.66 @csg Jiessage content fooke
like non-spam
mxsrvl.spamgateway.con mxsrv2.spamgateway.con Accepted
2014-10-28 13:37.05 o ' ) ' demo@csg.comodo.odu demo2 ,DQ demo 2 Message content looked
1Xj6xK-0008ET-B2 178.33.199.66 @cs0 . 9
like non-spam
mxsrvl.spamgateway.cor mxsrv2.spamgateway.corn Accepted
2014-10-28 13:36:33 o ' ) ' demo@csg.comodo.od.u demo ,Re:DQ demo | Message content looked
1Xj6wo-0007pb-Ag 178.33.199.66 @cs0 Jessag
like non-spam
mxsrv1.spamgateway.con mxsrv2.spamgateway.cor Accepted
2014-10-28 13:36:33 o ’ ) ’ demo@csg.comodo.odu dema2 [Re:DQ demo | M tent looked
1Xj6Wo-D007pb-Ag 178.33.199.66 @ceo Jiessage content fooke
like non-spam
Rejected
2014-10-28 13:34:32  XSTV2.SPamgateway.cor mXsIV1 SPAMGRIEWAY.CON yo o000 comodo.odu demod DO demo A R
1X)6up-00070G-Jb 178.33.199.65 restriction for this
recipient
Rejected
2014-10-28 13:34:32  STV2.Spamgateway.cor mXSIV1.SpAMGAIeWaY.CON o oo ccq comodo.odu demo2 ,DQ demo AR
1X]6up-00070G-Jb 178.33.199.65 restriction for this
recipient
Accepted
2014-10-28 13:26:19  TSTV1-spamgateway.cor mxsrv2.spaMGAteway.con e oo s comodo odu demo? Archive email 2 &

«  Click the 'Download' button to get a report on outgoing mail, including its delivery status.

1Xj6ms-0008Pk-CK

178.33.199.66
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Opening cutgeoing.docteamcasg.comedo.od.ualogs.zip u

You have chosen to open:

g outgoing.docteamcasg.comodo.od.ua.logs.zip
which is: WinRAR ZIP archive
from: & -

What should Firefox do with this file?

(") Openwith | WinRARZIP (default) -

i@ i Save File

[] Do this autoratically for files like this from now on.

0] ] ’ Cancel

Users

The content of outgoing emails should be checked because sending out spam / malware can damage your corporate
reputation. Often the outbound email path bypasses the system that scans incoming emails from the internet, and
instead sends the emails directly out to the destination. Filtering the outgoing user's mail also prevent spam from
reaching end user mailboxes.

Configure User's Email Client for Outgoing Mail Filtering
The email clients of the users added for outgoing email filtering must be configured to point to CASG service.
In the Account Settings interface of the user's email client, enter the following details:

- Smtp server: mxpooll.spamgateway.comodo.com (for EU based service) or
mxpooll.us.spamgateway.comodo.com (for US based service) according to your preferred CASG service

domain.
»  Connection Security: STARTTLS or SSL
» Port:587

«  Username: <username@domainname.com>
Open the outgoing users interface:
»  Click 'Outgoing' > ‘Users":
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["‘:j Incoming
lr';T__'] Cutgoing
Clear outgoing cache
Log search
m Users

Office 36b Actrvation
E Email management

Audt log

The 'Users' interface of the selected domain will be displayed:
Dshionard /Domas /omain dssnbasc - dortaamass connen 0 U3 | Culgong users
Qutgoing users
C R IR =T More actions v

0 Filters

7] Usermsmme Laocked

I bebgdoctearncasg.comodo.ad.ua

i} jehni@docteameasg.comoda.od.ua

Use filters to search for users

»  Click anywhere on the 'Filters' strip to open the filters area:

Cazhioard / Domaing FDomein deshboord - docieamcnsn comodo o un § Chbgoing users

Qutgoing users
== Add ﬁ R T More aclions W
£ Finers
+ Ligemarme w | Contains -
] Usermame *  Locked

i pobi@docteamcasg.comodo.od.ua

1 john@docteameazg.comodo od ua

Guide comobo
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€ Heip

[+2 Refresh

& Hep

| £ Refresh

Agnply fiter
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You can filter results by the username:
« Username: Type a user’s email address in the text box (column 3) and select a condition in column 2.
Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

Add a new user
+ Click the 'Add' button.

Deshbosrd fDomsires / Domein dashbeard - decleamcasn.comodn. od.us § Ougoing users
Outgoing users © e
i o i T — |
alete 4 Edit EIGIEENERERY + * Rafrech
£ Fiers
T Usid e “  Locked

[ hob@docteamcasy comodn o ua

[ johng@docteameasg. comodo. od.ua

The 'Add outgoing user' dialog is displayed.
Add outgoing user

Llsername Fassword

Edit outgoing settings
m | Cancel |

«  Enter the username for the new outgoing user that will be first part of the email address. For example,
testuser. The email address of the added user will be testuser@testdomain.com.

+  Enter the password in the Password filed. If the 'Password' field is left blank, then the ‘Username' must be
an IP address, and any connection from that IP will be considered authenticated without needing to use
SMTP AUTH (Note: authorizing IP addresses may be disabled on the system).

«  Click the "Edit outgoing settings' button to configure outgoing settings for the user. The 'Add outgoing
settings' dialog will expand:
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Add outgoing user

Username Domain Password

Edit outgoing settings

Automatic lock: L

User lock timeout:

Maximum unlocks by timeout:
Enable outgoing limits:

Limit per month:
Limit per week:
Limit per day: | 1000000

Limit per hour: (100000

$3| €2 £ L3 £>

Limit per minute: | 15000000
Valid sender address required: ¥

Maximum number of recipients per day: |10

Invalid recipient limit: |44

€3 €2 £

Maximum days to retry:

Quarantine responze: |Rejected
o

»  Automatic lock - CASG will prevent a user from sending mail if it detects they have sent out spam or
malware. You can set the length of this ban in the 'User lock timeout' field.

» User lock timeout - Time in minutes that a user is banned from sending mail if CASG detects
their account has sent spam. See 'Automatic lock' above.

«  Maximum unlocks by timeout - The number of times the locked out user will be unlocked for sending
out mails. After reaching the maximum limit, the user will be locked out from sending any mails till it is
unlocked by the administrator.

« Enable outgoing limits - Activate / deactivate limits on outgoing mails.
Limit per month - The number of mails that can be sent per month
Limit per week - The number of mails that can be sent per week
Limit per day - The number of mails that can be sent per day
Limit per hour - The number of mails that can be sent per hour.
Limit per minute - The number of mails that can be sent per minute.
+ Valid sender address required - If enabled, outgoing mails must have valid sender address.
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«  Maximum number of recipients per day - Maximum number of recipients that a user can send mails
per day.

« Invalid recipient limit: - The number of invalid recipients that a user can send mails to.

»  Maximum days to retry - Maximum number of days CASG will retry to send queued outgoing mails
after which they are bounced to the user.

* Quarantine response - Determines the response that CASG will send to the SMTP server that
delivered a message in the event that the mail is identified as spam.

Note: If you have enabled quarantine functionality, then spam/malicious mail will be quarantined (and not delivered
to the recipient) regardless of your choice here. These options merely determine what message CASG will send
back to the SMTP mail server.

Options:

» Rejected - Will inform the SMTP server that the email wasn't delivered to recipient. (By default is
'Rejected".)

»  Accepted - The senders will not be notified if the outgoing mails are detected as spam. They will be
blocked and not delivered to recipients.

¢+ Click the 'Save' button.

Dazhbosed f Damsing £ Domain dashibcard - decleamessa.comodo od ug £ Dubgoing users
Outgoing users © ten
& add | T celete | & Edit m £ Refresh
£ Fiers
Username Locked

| hobi@docleameasg comodo.od.ua

7] john@docteameasg.comodo.od.ua

| smitk |:|:":.D('.*.$I'I'I(ii; comodo.od ug

Delete an existing user
- Select the user you want to delete from the list and click the 'Delete’ button.

Ceashicsard FDom&Ens §Domain deshbosid - dockssmoaaq comodo o us [ Oulgaing usars
Outgoing users © Hei

4 105 (@ vewn) # o 3 Ravosn
€ Finers

7] Usermame Locked
| pob@docteameasy comodo.od ua
| john@doclearmcasy comodo oo ua

7 s ih@doctsameasg comodo od.us

Tip: You can select multiple users to delete by pressing and holding the Shift or Ctrl keys.
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»  Click 'OK" to confirm.

Edit an existing user
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You can reset password, modify the outgoing settings configured from the 'Add outgoing user' interface.

»  Select the user that you want to edit from the list and click the 'Edit' button.

Ceashivoard f Dotnaire: FDomain deshiboend - doche s s Comodo o us J Oubgoing esers

QOutgoing users

+ Add ﬁ Delete f [Silig  More actions

£ Finers

[ Wsermanme Lacked
: Db i;-r:nr.'.r—amr asg.co rrinca.od Ua

| johni@docteamecasy comoda od ua

V] smith@docteameasg comodo.od.us

«  Click the 'Edit outgoing settings' button.
Edit outgoing settings for smith@@docteamcasg.comodo.od.ua

Llzername Faszsword

Edit outgoing settings
E | Cancel |

The 'Edit outgoing settings' is displayed.
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Edit outgoing settings for testuser@demo.das.comodo.od.ua

Isername Domain Password

Edit outgoing settings

Automatic lock: [

User lock timeout:

Maximum unlocks by timeout:
Enable outgoing limits:

Limit per month: |10
Limit per week:
Limit per day: | 1000000

Limit per hour: |100000

EY
W
M
il
EY
W
E
W
EY
W

Limit per minute: | 15000000
Valid sender address required:

Maximum number of recipients per day: |10

Invalid recipient limit; |44

$r €2 £>

Maximum days to retry:

Quarantine response: |Rejected

Save | Cancel |

» Reset the password and / or make other changes as explained in the 'Add outgoing user' section.
«  Click the 'Save' button to confirm your changes.
Manually lock outgoing user

Due to administrative or any other reason if you want to prevent a user from sending out mails, the Lock feature
allows you to do so.

+  Select the user that you want to lock, click ‘More actions' drop-down > 'Lock’
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Deshboand | Domeins ¢ Domain dastboard - gocieamcasg comoco ool e FOuigomng users
QOutgoing users © v
o= Add i Delete | & Edit | R CE g £} Refresh
0 Filters c
Unlpck
Usernanme Lochked

import froem C5Y fie
| habdoctaameasg comado.od.u
. impart from ncoming wssrs
IJ"E!.'LIEIT"ﬂIIL'd.'.;l'J' edo.od.i e d

[#] emithg@docteamcasg.comodo.od ua

The selected user will be locked from sending mails with status 'Manual'.

Caghicard FDomsing fDomsin destibosrd - docleameasa comodo od us / Ougoing users

Outgoing users © rep
o add [ Delete | @ Edd 1% Refresh
£ Finers

Usermame Locked
] bob@docteameasg.comodo.od.ua

phni@docieamcasg.comodo.od ua

| smithi@docieamcasg.comodo.od.ua manual

Manually unlock outgoing user

A user who has been locked either manually or automatically (see Edit outgoing settings) can be unlocked from
this interface.

«  Select the user that you want to unlock, click 'More actions' > 'Unlock'.

Ceaizhiroeynd F Domadres: f Domein dashioarnd - docieseme sia comop od ues [ Oulgoing users

Outgoing users s R
o add [ Detete | #* Edit 3 Refresh |
Lock
a Fiters
] Usermamme Lacked
Imget from 5 il

chipdocteameasg comado.od.
Impoet from Incaming users

chri@docieamecasg.comodo.o
o smithi@docteameasg.comodo.od ua manua

The user will be unlocked and he can send mails.
Import outgoing users from CSV file

Administrators can import many users from a file to the outgoing users list at a time. The users should be saved in
the format shown below as an example:

userl,domainname,password
user2,domainname,password

«  Toimport outgoing users from a CSV file, click 'More actions' > 'Import from CSV file'
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Bashboprd f Domeing f Domain dashboprd - doctesmcasy compdo o -.-a.l’l;’,‘ll,tqung LEErE

Qutgoing users

%’_3‘ Halp
+ Add ﬁ Delete f Edit Morg aclions D Rafrgsh !
Lock
£ Filters
Lok,
7] Ussiname

bob@E@doclaameasg comodo.od L

MILE 1A ort fram Incaming users
L johng@docteameasg. comada.ad. o i

[ emith@docteameasg.comodo.od.ua manual

The Upload dialog will be displayed.
Upload

Upload csv file.
Each line should contain three columns: username,domain,password

For example:

testusertestdomain testpassword

Lpload

»  Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open’ button.
The upload progress will be displayed...

Dazhibcard FDomains # Doamain dashboard - doctesmessg comodo od us fCutgaing users

Outgoing users

€ ven
Irnport is n process. Please wai %
o Add 0 peete & edit LR £ Retfresh
£ Finers
|| Username Locked
[ nob@docteameasg comado.od ua o
] jehn@docteame asg. comodo. od ua
B =n ihi@docieameasg comodo.od ua rmanual

...and when completed, the results will be displayed.
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Dashboard f Domans F Doman dashboard - docieamoasg comos oo e J(_Julmnguse':

Qutgoing users

Total lines processed 3
Imnparted 3 useris)

Impart for domain docteameass comodo,od ua has baen finished

o 2dd | T Delete | #* Edit
£ Finers

| Dsermanme Lached

b 'I'I|':'_ﬂnr'_F'FlITII’ asg.comodo od ua
1 )0 |'II'I|'i'I'|fI leamcasy comodo.od us
| king@docleameasg comodo.od ua
| princag@dorteameasg.comodo.od ua

] gueeni@docteameasg comado.od.ua

| smithiZdocteamcasg comado.od ua

The administrator who carried out the task will receive a notification about

Import from incoming users

Halp
%]
5]
a8
£ Refiesh

the import task completion.

Administrators can add all incoming users to the outgoing users list by importing. If there is an outgoing user with the

same name, the import of incoming user will be skipped.

Deshbosrd § Domains [ Domain dashboard - doctesmcass comock od Ls fO AQ0ING USErs

Qutgoing users

o ad | T Delete | @ Edn
Lock
€ Fitters
Unlock
] Username Locked
impart from CSY e
I bobi@docteamcasg. comado.od
L johni@docte amcasg camsdo n
it :]’_\:'I'J-'- @MCaSn. CcOono oo od ua
The upload progress will be displayed...
Cashbosrd f Comains [/ Domain dashbosrd - doctasessg comoddo o6 us f Oubgoing Lsers
Outgoing users
Impod 15 in process. Please wail
o agd | I Deete | @ Eoi
'a Filtars
| Username Locked

bob@docteameasg comodo.od ua
T johng@docteameasg comodo,od ua

smlfE@IociEameasy. comoda o ua

To import outgoing users from incoming users, click 'More actions' > 'Import from Incoming users'

&) Hep

Refresh

Rafresh |
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A =

...and when completed, the results will be displayed.

Bashboard § Domains f Doman dashboard - doctesmcssa comooo od us fOutgoing users

Outgoing users @ Hen
Impored 5§ usens) a
Total Incoming users 7 a
Impad for domaln docleameasd.oomodo od ua has been Anished H
o o ﬁ Delete f (L More acions v | E Rafrash
£ Filtars
7] Username Locked

] bob@doclsameasg comodo od us

[ dernot @docteameasg.comodo.od ua

" dermo2@docteamcasg comodo.od ua
Johni@docteameasg comodo.od ua
srit@docteameasg comodo,od.ua
leskiBdocteamcasg. comodo.od ua

7 uzeri @docteameasg comodo.od.ua

| user2@docteameasg comado,od ua

The administrator who carried out the task will receive a notification about the import task completion.
Office 365 Activation

» You can integrate Office 365 with CASG so outgoing emails pass through the antispam filters
- After integration, you have to set up an '‘Outbound Connector' in Office 365.

+  Click 'Domains' > Select the domain you want to integrate > Click ‘Manage domain’

»  Click 'Outgoing' > 'Office 365 Activation' to start the integration process:

Fashbams | Camaie s § Domain dasecan - Praapala ml s Cffcs M5 Aok
Office 365 Activation O e
Cffice 385 Actieation

w (HECR 385 Acfreetion

I':"] E sl mEmnsgement

[i] Account management

»  Select 'Office 365 Activation' and click 'Save'
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Office 365 Activation © v

Successiully saved (%]

OMfce 365 Activalion i«

LCEMIEE N PROGHESS

+  The activation request is submitted and the status will change to 'In Progress'

«  Comodo will make the necessary configuration changes. Once finished, the status will change to
'‘Completed".

Office 365 Activation

Office 365 Activation

Status

« The next step is for you to set up an outbound connector in your Office 365 account. This will relay and filter
outgoing email traffic via CASG.

«  Click here to find out how to set up an Office 365 outbound connector.

6.5.4 Email Management
»  CASG lets you define the maximum size of an email and choose which file types are acceptable as
attachments.

» You can also accept or reject user requests. Users can request that you release quarantined mail, or add
senders to the blacklist/whitelist.
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Domain dashboard

Incoming

Qutgoing

Email management

B Email size restriction
Blocked extensions
Blacklisted requests
Whitelisted requests

Audit log

Click the following links for more details:
« Email size restriction
» Blocked extensions
* Released requests
« Blacklisted requests
«  Whitelisted requests
Email Size Restriction

»  CASG lets you set the maximum size of an email to preserve bandwidth and storage space.
+  You can set the max size anywhere up to 250 MB.

- Contact your account manager if you need sizes above 250 MB. Alternatively, open a ticket at
support.comodo.com or call 1.888.COMODO (266.6361). Please have your account number ready.

Set email size restriction

«  Click 'Email management' > 'Email size restriction'
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Email management

B Email size restriction
Blocked extensions
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Blacklisted requests

Whitelisted reque:

@ Audit log

«  The 'Emalil restrictions' interface of the domain selected will open:

Cashbosrd f Comans / Domein desnbosid - docleamcast . comodo gu i | Emad size restrichion

Email size restriction © +eip

Ernall size resfriction (ME): 100

<P

«  Enter the maximum allowed size (up to 250 MB) of an email. Incoming and outgoing emails larger than the
value set here will be rejected.

« Ifyou enter a value more than 250 MB, an alert will be displayed to contact your account manager at
Comodo. The email size will be automatically set to 250 MB.

Cashbosr f Domaing / Comain dashbosi - doctesmessg comodo od us § Emal size restriction
Email size restriction © Hei
Incorrect cap .ir.li'r' walue, Value must be between 1 and 250 Ir',':u FequUire maong then Z50Mb pIEﬁﬁE call us E

Efnall size rasiriction (WE): = 250

€

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 148



Comodo Antispam Gatewgy___:...Admi'ﬁi§ff§ib Guide comono

Creating Trust Online®

«  Click 'Save' to confirm your changes.

Blocked Extensions
+  You can automatically block email attachments with specific file extensions.

«  For example, you may want to block all attachments with a .exe extension because they may contain
malware. Click here to see the complete list of extensions that you can block.

» Note - If you have enabled containment in 'Incoming' > 'Spam Detection Settings', then CASG will
automatically block malicious files and attachments.

Add a blocked file extension

»  Click 'Email management' on the left then click 'Blocked extensions'

' coMODO
' Antispam Gateway

Dashboard

Domain dashboard

Incoming

Outgoing

Email management
Email size restriction

® Blocked extensions
ieleased requests
Blacklisted requests

Whitelisted requests

E{ Audit log

Domain Rules

Account management

The 'Blocked extensions' interface of the domain will open:
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Blocked extensions © Hein
o= sdc | T Delete  * Resetto detaul

| Blacked extension

[ bat
[ bim
E emd
[ cam
B epi

dil

Alist of default blocked extensions is displayed. You can sort the blocked extensions list alphabetically in ascending
or descending order by clicking the 'Blocked extensions' title bar.

«  Click the 'Add" button to include another blocked extension:

Add blocked extension

Domain  docteameasg.comodo.od.ua

Blocked extensions -l-

e

»  Enter the extension name to be blocked in the text box

You can add many extensions at a time by clicking the + icon.

Add blocked extension

Domain  docteameasg.comodo.od.ua

'l' chim

Blocked extensions
L [

e [

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 150



cCOMODO

Creating Trust Online®

+  Click the 'Save' button
The entered extensions will be added to the list.
+ To delete an extension, select it from the list and click 'Delete’ on the top left

Disshibasrd [ Domans FDomsn dashboard - docleamcasg. camoda od us FBiocked axbansions

Blocked extensions © v
o s *y Resetto defaull
] Blocked extension 2
[#] ehm
ade
4 4 z 2 [16-17 /1T

An alert will be displayed to confirm to delete the selected extensions.

Delete extensions

extensions?

The selected blocked extension will be deleted from the list and email attachment with this file extension will be
allowed provided it passes the size restriction filter.

.@" Areyou sure you wantto delete the selected

» Click 'Reset to default' to restore default blocked extensions in CASG.
List of blocked Extensions
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bas iim mas nexe sct vxd

bat inf mat nws sh widget
bin ins mau 0cX shb wmd
btm inx mav ops shs wmf
cab isp maw otm swi wms
cer isu mda paf sys wmz
chm its mdb pcd tmp ws

cil jar mde pif u3p WSC
cmd job mdt prf udf wsf
com js mdw prg upx wsh

cpl jse mdz psl url xap

crt ksh msc psixml vb xml

Released Requests

Users can request that you release their quarantined emails to them. You can choose to accept or reject

these requests.

The release requests will be displayed in the interface and sent to admins whose email addresses were

added to the notification email field
Users who requested the release will also receive notifications.

Note: Users who have been designated as 'power users' can release quarantined mails without admin approval.
See 'User Groups & Permissions' and 'Managing Permissions' for more details.

Open the released requests interface

Click 'Email management' on the left then click 'Released requests'
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The 'Release requests' interface will open:

Cazbboacl F Do (OO0 Jarbord - SOCoameye [ C 0o 0 11y FREeased requesls

Released requests e
Show message «F Accepl 3 Reject L'_...l' Refresh
) Fillers

Ussd Subpect From Ta cC Mearie {GIMIT +0) Raaso Hize lj
E. P, et LI LIMKTEL) dema| Edacieamt rd, 201468043 whitalisted
o EMllEMewsiener In Just s 25000, Jahn it <atisna@gmailcon= 770 SRR : R KB i
B dema 2 Edocies ] ]
TERD SETUF COBT 3
Fwe; Gt A5, 29 assured recharge + demo 1 Edocieam BApr 8, 2014 43333 o |f1:]| e ﬁ
gamdl  chante iowin an IPOD demalEdocieam A e FERE LA .
n il folspamicor
[1-242] Perpage |15 L

All current requests will be shown. Each row shows information about the requested user, subject, the sender, details
of the recipients, details of recipients in CC list, the date they were sent and more.

View Details of Release Requested Mails
The details such as user, subject, sender, recipient , date, reason and size of the mails requested for release can be
viewed in two ways:
* Inthe same CASG window
* Inanew CASG window
View details of release requested mails in the same CASG window:
+  Click 'Email Management' then 'Released requests'
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+  Select the mail that you want to view and click the 'Show Message' button.
OR
«  Click the email link in the subject column to view its details.

Rashbcard rDomaing FDomen gazhboard - docteame oz comods od un f Released requests
Released requests 0 rew
a® Arcegl M Rejedd D Rafrash
0 Finers
Uasr Subjact Froam Ta [ Diaba (GMT +0§ Reksaily - Size i

Fued: o Serd UNLIMITED

Cl damol @dociaamc Apr §, INT4 4043 whitelksied

EmailziNewslelier in Jusi Re 2 500m0. Jonn Smih =Saliena@emsal coms 23EE [-]
[t ] damod@doctasme £ sender
7 ZERD SETUP COST ;
Fur Gat Rs 25 assuned rechangs + {amnt E@doctaame Apr g, 24 43322 HHILI bt % 7 KE -
gy +3d K
demal  chance win an IFOD lamoEgdociaame X e 8
multirhl & parmsl £oe
i i 11-212) Perpage 16 | w

The details of the selected email will be displayed.

| Mormal | All headers

s Accept | M Reject

Subject  Pwd: Fw: Send UNLIMITED Emailsibewsletter in Just Rs.2 800/mo. ZERQ SETUP COST
From  John Smith =fiatliena@gmail.com=
To  demot@docteamcasy.comodo.od.ug, demo2i@docteamcasg.comodo.od.ua
cC

Date (GMT
ate { Loy "Ved ADr D3 06:40:43 GMT 2014

Size 23KB
Actions S

- To view email headers, which contain the tracking information of the mail details about the path it has
crossed before reaching the recipient, click 'All headers' tab.

The headers give full details of the sender, route, recipient, sent date, mail type and so on and enable you to check
the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the
mail or reject it. If the mail is accepted, it will be released to the user's inbox. If it is rejected, the email will no longer
be in the released emails list. Please note that emails will continue to remain in the 'Quarantined' list irrespective of
the action taken.

View details of release requested mails in a new CASG window:
»  Click 'Release request' and select the mail that you want to view

+  Right-click on the email link in the subject column and select 'Open link in New Tab' or 'Open Link in New
Window' to open in a new tab or new window.
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The details of the selected mail will be displayed in a new CASG window.

Cnzhboang r Dormaing J Domein dashiboand - dociesmeysg.conodo od ui r Bxisased reguests §E-mal
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1 Fed: P Send UNUMITED Emailsidessieter n Just 5.2 500ima. ZERD SETUFR COST

From  John Smidh cfiatsenadgmail com:
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Size B
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N i
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After viewing the details and ensuring that the selected email is not a spam you can choose to release the mail to the

recipient.
Select the mail that you want to release and click the 'Accept' button.

Doy f DhonTomn chissbgir d - SOCOENonss COMan 0 i 1 Fibii risip sty

Released requests @ el
@] El:a'.-'mn:-:agnx Rajecl E Refresh
e Fillers

Usel Subjact Fraan T [ Diata (GMT +0f Reason Sira 1]
o Lol i T2, = demo §8doctaamc Agr i, 1014 64043 whileksied : o
a1 ?;gammal Rs.2,5000mo0.  John Smish =fatiena@amailcoms ikl '.I'dr-'.li".'r'r A Eee I3kB i
Fue Get Rz, 28 azsured recharge + demaod T aar . 3074 4 BRI [ i
demol  chance Bowin an IPS0 is [ T i :‘:: :::I AMrLE0 - :
it [1-212 Perpags (15 | W
An alert will be displayed to confirm the release of selected email to the requested user.
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Accept email

.@" Areyou sure you want to accept the selected

email?

»  Click 'OK' to confirm the release.

The email will be released to the user and the mail will no longer be in the released mail list. The mail will be
removed from the quarantine area and it will be archived if archive space is available for the domain.

Reject the release request from users
After viewing the details of the email and if not satisfied with its authenticity you can choose to reject the request
from the user.

+  Select the mail that you want to reject and click the 'Reject’ button.

Gl cs Do J [hormin i hibeonin - oo bt R SOy o i ¢ Faibia e MEGUEHE
Released requests @ Hew
@ Bhowmessage | af A:cnp’. ﬂ Refresh
£ Fiters
Lgai Subject Fom To [ s Diake (GMT +0) Heason -~ Sre ﬂ

i Ll
7 R e T deno] Edocteamt Apr 9, H014 4043 whielsted

. EmaRsRiaws|etiar in Just R5.2,500mo. John Smith <Natlianagamall coms z B il
demioi 5 disrmic 2 E e A gefider
ZERD BETUR COST il i Sl
sSpam
P el Re. 25 agsured recharge = demno] Eocieam: Apr @ M4 43320 : :I«F'hl 5 ot 228 i
demol  ghance lowin an IPOD demoR@ocieann: Al i ;
5 muti rhl spamel coe
1 " i4-25%| Pargage (15 | w

An alert will be displayed to confirm the rejection of selected email.

Reject email

@ Areyou sure you swant to reject the selected

email?

»  Click 'OK" to confirm the rejection.

The email will not be released to the user and the mail will no longer be in the released mail list. However, it will
continue to remain in the Quarantined list.

Use filters to search release requests
»  Click anywhere on the 'Filters' tab to open the filters area.
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+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

»  Click ‘Apply Filter'.
You can filter results by the following parameters:
»  Subject: Type the email subject in the text box (column 3) and select a condition in column 2.
«  From: Enter the sender name or address in the text box (column 3) and select a condition in column 2.
+ To: Enter the recipient name or address in the text box (column 3) and select a condition in column 2.

Date: Search by date and time mails quarantined. Select the date (column 3) and select a condition in
column 2.

» Reason: Enter the quarantined reason in the text box (column 3) and select a condition 2.

Size (KB): Search quarantined mails by their size. Select or enter the mail size in column 3 and select a
condition in column 2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

Blacklisted Requests

« The'Quarantine' interface lets users view emails intended for them but moved to quarantine.
» Theinterface also lets users request that senders of quarantined mails are added to the blacklist.

»  The blacklist request will be sent to you via email and also added to the Email Management > Blacklist
Requests interface. You can approve or reject the requests.

»  Senders added to the blacklist after a request will only be blacklisted for the requester.

+  Subsequent mails from the sender to the user in question will be rejected. This applies even if the sender is
in the general sender whitelist.

« See Sender Whitelist and Blacklist Senders Per User for more details.
View blacklisted requests
»  Click 'Email management' on the left then select 'Blacklisted requests’
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The 'Blacklisted requests' interface will open:
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The interface shows all blacklist requests from users. The list has columns which show requesting user, subject,
sender, recipients, CC list, date sent, the reason they were quarantined and the size of the email. The last column

shows whether there is any attachment with the mail.
View Details of Blacklisted Requests
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The details such as user, subject, sender, recipient , date, reason and size of the mails requested for blacklisting can
be viewed in two ways:

In the same CASG window
* Inanew CASG window

View details of blacklisted requests in the same CASG window:

+  Select the mail that you want to view and click the 'Show Message' button.
OR

Click on the email link in the subject column that you want to view its details.

Dazhboard / Domains / Doman dashboard - democasq comode od us / Blacklisted requests

Blacklisted requests

Ed Help
Show message) |« Accept 3¢ Reject

+ * Refresh

0 Filters
¥] L Subject From To cC Date (GMT + Reason Size i

Fw: FLAT 20% OFF on i
7 Revital Multi-vitamins.  Junk ‘”‘hf“,””t“ 2016-04-20 i 131Kk B

= DoD{Eoemoc LOomDine b
bob  Limited Peried Offer. zjunkemail @yahoo.co.in> o 11:02:07 fi
i johnibdocte: (0.15)
Hurry i =
1 |

[1-111]

Per page (15 ~

The details of the selected email will be displayed.

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 159



Comodo Antispam Gateway - Adminis tratoerde coMODO

Creating Trust Online®

Dashboard / Domains / Domain dashboard - democasg. comodo.od ua / Blackiisted requests / E-mai

E'ma“ Help

Normal &ll headers
" Accept | ¥ Reject

Subject  Pw: FLAT 20% OFF on Revital Multi-Vitamins. Limited Period Offer. Hurry
From  Junk <junkemail@yahoo.coin>

bob@docteameasg.comodo.od.ua, bob@democasg.comodo.od. ua, john@docteameasg.comado.od.ua,

L. john@democasg.comodo.od ua, dyanoratd81@gmail.com, robin@democasg.comodo.od ua, avantistude@gmail.com
CC
H‘f;;t_ 2016-04-20 11:02:07
Size 13.31KB
Actions

Plain text | Html source Qriginal View
On Sunday, 10 April 2016 11:25 AM, Netmeds Healthcare <support@youmnt.com> wrote:

If you're having trouble viewing this email, please click here.fmedia screen and (min-width:320p

= 1800 10% N3Nd

+  To view email headers, which contain the tracking information of the mail details about the path it has
crossed before reaching the recipient, click 'All headers' tab.

The headers give full details of the sender, route, recipient, sent date, mail type and so on and enable you to check
the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the
mail or reject it. If the mail is accepted, it will be released to the user's inbox. If it is rejected, the email will no longer
be in the released emails list. Please note that emails will continue to remain in the Quarantined list irrespective of
the action taken.

View details of blacklisted requests in a new CASG window:
+  Click 'Release request' and select the mail that you want to view

»  Right-click on the email link in the subject column and select ‘Open link in New Tab' or '‘Open Link in New
Window' to open in a new tab or new window.
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Dashbeard / Domaing / Domain dashboard - democasg.comedo.od.ua / Blacklisted requests

Blacklisted requests Help
Show message |« Accept | M Reject G Refresh
o Filters
Subject From To CcC Date (GWT Reason Size fl

Fw: FLAT 20% OFF on

bob
evital Multi-Vitamins. Anas ob@docts 2016-04-21 P
Revital WUItEVI — I Combined 13.31KB ﬁ
bob  Limited Period Open Link in New Tab 11:02:07 0.15) '
Hurry Open Link in Mew Window
1 i1 Open Link in New Private Window Perpage |15 .

Bookmark This Link

Save Link As...

Copy Link Location

Search Google for "Fw: FLAT 20% OF..."

Inspect Elernent (Q)

The details of the selected mail will be displayed in a new CASG window.
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Dashboard / Domains / Domain dashboard - democasg. comodo.od ua / Blackiisted requests / E-mai
E-mail Help
Normal All headers

" Accept | ¥ Reject
Subject  Pw: FLAT 20% OFF on Revital Multi-Vitamins. Limited Period Offer. Hurry

From Junk <junkemail@yahoo.colin>

bob@docteameasg.comodo.od.ua, bob@democasg.comodo.od. ua, john@docteameasg.comado.od.ua,
john@democasg.comodo.od ua, dyanoratd81@gmail.com, robin@democasg.comodo.od ua, avantistude@gmail.com

2016-04-20 11:02:07

Size 1331KB

Actions

Plain text Himl source Qriginal View
On Sunday, 10 April 2016 11:25 AM, Netmeds Healthcare <support@youmnt.com> wrote:

If you're having trouble viewing this email, please click here.Bmedia screen and (min-width:320p

— 1PN 1013 N3N

Accept the blacklist request from users

After viewing the details, you can choose to accept the request from user to add the sender to blacklist senders per
user list.

»  Select the mail that you want to add the sender to blacklist and click the 'Accept' button.

Dashbeard / Domains / Domain dashboard - demeocasg.comedo.od.ua / Blacklisted requests

Blacklisted requests Help

Shnwmessagex Reject 4 % Refresh

0 Filters

Subject From To CcC Date (GFT Reason Size fl
Fw: FLAT 20% OFF on bob@doct cham
Revital Multi-Vitamins. Angel . hcd 2016-04-21 CP bined 1231K8
bob Limited Period Offer.  <angel@heavencoins o Coo" 10207 oroned = g
johni@doct (0.15)
Hurry
1 i1 [1-111] Per page |15 W
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An alert will be displayed to confirm adding the sender to 'Blacklist Senders Per User'.

Accept email

Fa Areyou sure vou want to acceptthe selected
@ ermail?

«  Click 'OK" to confirm the acceptance.

The sender of the email will be added to 'Blacklist senders per user. See the section 'Blacklist Senders Per User'
for more details.

Reject the blacklist request from users

After viewing the details of the email, you can choose to reject the request from the user.
+  Select the mail that you want to reject and click the 'Reject’ button.

Dashbeard / Domaing / Demain dashboard - demecasg. comodo.od.ua / Blacklisted requests

Blacklisted requests Help

Show message | ¢ Accept 1 * Refresh

o Filters

Subject From To CcC Date {(GFAT Reason* Size fl
Fw: FLAT 20% OFF on bob@docte -
Revital Multi-Vitamins. Angel @ 2016-04-21 P )
- ) ) bob@dem: Combined 13.31KB [
bob  Limited Period Offer.  <angel@heaven.coin= 11:02:07
jehn@doct (0.15)
Hurry
1 i1 [1-111] Per page |15 W

An alert will be displayed to confirm the rejection of selected email.

Reject email

email?

@ Areyou sure you swwant to reject the selected

+  Click 'OK" to confirm the rejection.
The sender will not be added to blacklist and the selected email will no longer be in the blacklisted emails list.

Use filters to search blacklisted requests

«  Click anywhere on the 'Filters' stripe to open the filters area.
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Do Doamaines ¢ DR, dashioonen - SocheamiCasd COMCOD 00 LS FEISCkising necge s

Blacklisted requests Halp
B showmessage | wF Accept | 3 Reject % Refush
@ Fiters
& w  conlains w Apply flter

Bubject
L :_;"m From To s Date (GMT +«0) - Reason Size ]
Ceale TED
a1 Exaciean A3 7014 5 AD4AT whiRskstad
dernd Raason pet Re 2 500me. John Smith ~fafiena@omal come P—— e — o f— 13KB 1]

Sizn (KE)

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

+  Click ‘Apply Filter.
You can filter results by the following parameters:
»  Subject: Type the email subject in the text box (column 3) and select a condition in column 2.
«  From: Enter the sender name or address in the text box (column 3) and select a condition in column 2.
- To: Enter the recipient name or address in the text box (column 3) and select a condition in column 2.

Date: Search by date and time mails quarantined. Select the date (column 3) and select a condition in
column 2.

» Reason: Enter the quarantined reason in the text box (column 3) and select a condition 2.

»  Size (KB): Search quarantined mails by their size. Select or enter the mail size in column 3 and select a
condition in column 2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

Whitelisted Requests

»  The 'Quarantine' interface lets users view emails intended for them but moved to quarantine.

« Theinterface also lets users request that senders are added to the whitelist - usually because they think the
mail is from a legitimate sender.

«  The whitelist request will be sent to you via email and also added to the Email Management > Whitelisted
Requests interface. You can approve or reject the requests.

»  Senders added to the white-list after a request will only be white-listed for the requester.
»  Subsequent mails from the sender to the user in question will be allowed without antispam checks.
» See Sender Whitelist and Whitelist Senders Per User for more details.

Open the whitelisted requests interface
+  Click 'Email management' on the left then select "Whitelisted requests'.
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' coMODO
" Antispam Gateway

Dashboard

@ Domain dashboard

@ Incoming

Ty Outgoing

@ Email management
Email size restriction

Blocked extensions

oiacklisted requesis
B Whitelisted requests
(B Auuk:is

Domain Rules

L ]
~ [25] Account management

The 'Whitelisted requests' interface will open:

Do J Doy f Dosit o T e - EACC T i ] OG0 2D i QU T EY
Whitelisted requests 0 Hew
@ Show message | s® Accept | 3 Aeject % Rafesh
e Fillers
sei Subject From To [ Diada (GMT +0) Reason Size il

Fad P Band LUNUMITED

demnio| @docbeam:s &nr @ 7014 B40:43 whidelisied
ErnailaMewsienar in Just Fes 250000, Johe Srnitn =falienagdamail com= - b

darot demod @docteame A sendes e B
IERC SETUF COST .
SEAM
Fw GelRSs. 2% assured recharge + demod Edorteam Apr @ 3014 433:22 bl 268 KB §
demol  chance fowin an POD demo?Edotteams. A gkt a3 >
B rnuHishil. gl cor
SEAM
Apr 2. 2014 227:00 Esternsl pattern
tesi sparm email 2 demoZEdartear _:" L 00 Extamal palte 218 KB ii
demoZ a PM mstch

(BanesouniteJunk

1 i [1-313] Pepsge 15 | W

The interface shows all white-list requests from users. The list has columns which show requesting user, subject,
sender, recipients, CC list, date sent, the reason they were quarantined and the size of the email. The last column
shows whether there is any attachment with the mail.

View Details of Whitelisted Requests

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 165



Comodo Antispam Gateway _;..Admi‘ﬁEffaié Gu

ide comobo

Creating Trust Online®

The details such as user, subject, sender, recipient , date, reason and size of the mails requested for whitelisting can
be viewed in two ways:

+ In the same CASG window

« Inanew CASG window
View details of whitelisted requests in the same CASG window:

+  Select the mail that you want to view and click the 'Show Message' button.

OR
+  Click on the email link in the subject column that you want to view its details.

Dashboard / Domaing / Domain dashboard - democass. comedo.od. ua / Whitelisted requests

Whitelisted requests Help
=] Show message " Accept | M Reject B Refresh
o Filters
[[] U Subject From To CcC Date (GMT+ Reason Size 7]

bob@democ 5

] Fw GetHealth Insurance  Angel S 2018-0420 P°0 i

beb  InJdustRs. 13/day* <angel@heaven.co.in= ! _@ - 11:01:07 R )
robin@demo (0.15)
1 I1 [1-141] Per page |15 v

The details of the selected email will be displayed.
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Dashbeard / Demaing / Domain dashboard - democasg.comedo.ed.ua / Whitelisted reguests / E-mail

E'ma" Help

Hormal All headers
& Accept | M Reject

Subject  Fw: Get Health Insurance In Just Re. 13/day*

From  Angel =angel@heaven.co.in=

bob@democasg.comode.od.ua, john@democasg.comodo.cd.ua, robin@demeocasg.comodo.od.ua,

To
avantistude@gmail.com, sumeetdomestic@gmail.com, jehn@decteameasg.comedo.od.ua

CcC

Date (GMT
+00:00)

Size 18.96 KB

2016-04-2011:01:07

Actions

Plain text Html source Qriginal View

*

On Wednesday, 20 April 2016 10:53 IM, Online Health Plan <support@indiadz.com> wrote:

If you're having trouble viewing this email, please click here.#yiv3il39774641 .yiv3139774641text_boi| o

| |

| The Best Hospitals are Now Affordable |
| Get

Health Insurance

In Just N
Bs. 13/day* Get Health Insurance In Just Rs. 13/day*
[

[

[

| Get

Cashless Claim

Hospital Bills are directly

+  To view email headers, which contain the tracking information of the mail details about the path it has
crossed before reaching the recipient, click 'All headers' tab.
The headers give full details of the sender, route, recipient, sent date, mail type and so on and enable you to check
the authenticity of the mail.

Check the details of the mail and ascertain whether it is a spam mail or not. You can choose to either accept the
mail or reject it. If the request is accepted, the sender will be added to 'Whitelist sender per user'. If it is rejected,
the email will be no longer in the whitelisted requests list. Please note that emails will continue to remain in the

Quarantined list irrespective of the action taken.
View details of whitelisted requests in new CASG window:

« Inthe whitelisted requests area, select the mail that you want to view and click the 'Show message in new
window' button or right-click and select to open in a new tab or new window.
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Dashbeard / Demaing / Domain dashbeard - demeocasg.comode.cd.ua / Whitelisted requests

Whitelisted requests Help

Show message | o Accept | 3¢ Reject i} Refresh
0 Filters
[] U Subject From To CC Date (GMT+ Reason Size ﬂ]
bob@democ s
] Fw: GetHealthInsurance  Anael peneeEme 2016-04-20 P2 i
L jehn@democ o Combined 18.96 KB Al
bob  In Just Open Link in New Tab ) 11:01:07 e
robin@demao {0.15)

Open Link in New Window
1 Open Link in Mew Private Window Perpage (15 |w

Bookmark This Link

Save Link As...

Copy Link Location

Search Google for "Fwe: Get Health ..."

Inspect Element (Q)

The details of the selected mail will be displayed in a new CASG window.

Dashboard / Domaing / Domain dashboard - demecasg.comede.od.ua / Whitelisted reguests / E-mail

E'ma” Help

Hormal All headers
o Accept | M Reject

Subject  Fw: Get Health Insurance In Just Rs. 13/day*

From  Angel =angel@heaven.co.in=

beb@democasg.comedo.od.usg, jehn@democasg.comodo.od.ua, robin@democasg.comodo.od.ua,

T
° avantistude@gmail.comn, sumeetdomestic@gmail.com, john@docteamcasg.comodo.od.ua
cC

Date (GMT

2016-04-20 11:01:07
+00:00)

Size 18.956 KB

Actions

Plain text Html source Original View

»

On Wednesday, 20 Lpril 2016 10:53 IM, Online Health Plan <support@indiadz.com> wrote:

If you're having trouble viewing this email, please click here.#yivil3i9774641 .yiv3133774641text boy
| |
| The Best Hospitals are Mow Affordable |
| Get
Health Insurance
In Just
Rs. 13/day* Get Health Insurance In Just Rs. 13/day* |
[
[
[
| Get
Cashless Claim
Hospital Bills are directly

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 168



Comodo Antispam Gatewgy___:...Admi'ﬁEffaiQ ‘Guide comono

Creating Trust Online®
/
_.-"'/’ .’!

Accept the whitelist request from users

After viewing the details, you can choose to accept the request from user to add the sender to whitelist senders per
user list.

»  Select the mail that you want to add the sender to whitelist and click the 'Accept' button.

Dashboard / Domans / Domain dashboard - democasq comodo. od.us f Whiteksted requests
Whitelisted requests € Heip
Show message x Rejedt £ Refresh
© Fiter
¥ L Subject From To cC Date (GMT + Reason Size 7]
= bob@democ . spam
¥|  Pw GetHealth Insurance Angel i 2016-04-20 Combined 1896KB fj
bob  In JustRs. 13/day* <angel@heavencoin> o0 11,01:07 = :
robin@demc (0.15)
1 I [1-171] Perpage |15 w

An alert will be displayed to confirm adding the sender to 'Whitelist sender per user'.

Accept email

@ Areyou sure you swant to accept the selected

email?

»  Click 'OK' to confirm the acceptance.

The sender of the email will be added to 'Whitelist sender per user'. See the section 'Whitelist Sender Per User'
for more details.

Reject the whitelist request from users

After viewing the details of the email, you can choose to reject the request from the user.
»  Select the mail that you want to reject and click the 'Reject’ button.
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Dashboard / Demaing / Domain daghboard - demecasg.comede. od.ua f Whitelisted requests

Whitelisted requests Help

Show message | & Accept D Refresh
o Filters

[T | Subject From To CcC Date (GKT Reason Size fl
Fw: Get Health bob@demc spam
giri anbazhagan T 2016-04-2( ) .
Insurance In Just Rs. jehn@dem Combined 18.96 KB
bugiridh @yah = 11.01:07
13/day* “AnBUgIMEnarEanGyane o bin@der (0.15)
1 i1 [1-1i1] Per page |15 W

An alert will be displayed to confirm the rejection of user's request.

Reject email

ermail?

@ Are ol sure wou want to reject the selected

+  Click 'OK" to confirm the rejection.
The sender will not be added to whitelist and the selected email will no longer be in the whitelisted requests list.

Use filters to search whitelist requests

+  Click anywhere on the 'Filters' stripe to open the filters area.

Daahicard FDomans ! Donedn deshiboand - docieancasn conman od.u MArbelsied requests
Whitelisted requests @ reir
Q Ehrwrmessage | oF Actcepl 3 Reject E Redesh
® Finors
+ : t w | cantins w Apply fitar
o f:"::rt conlaing w
To
1y bae Feoim Tt cc Drati (AT + Rt Size 1]
Reason
Si8 (<) JED
Errmmsrwsenr st B 2 5000ma
ZERD SETUP COST

«  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

e Click ‘Apply Filter’.

You can filter results by the following parameters:
»  Subject: Type the email subject in the text box (column 3) and select a condition in column 2.
«  From: Enter the sender name or address in the text box (column 3) and select a condition in column 2.
»  To: Enter the recipient name or address in the text box (column 3) and select a condition in column 2.
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+ Date: Search by date and time mails quarantined. Select the date (column 3) and select a condition in
column 2.

« Reason: Enter the quarantined reason in the text box (column 3) and select a condition 2.

- Size (KB): Search quarantined mails by their size. Select or enter the mail size in column 3 and select a
condition in column 2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

6.5.5 Domain Audit Log

Domain audit logs are a record of actions by users and admins on a selected domain.
The audit log area lets you:

- Configure and view log reports.

»  Keeps a consolidated log for all domains belonging to an account.

» Note. This section explains logs for individual domains. See Audit Log if you want a consolidated log of all
domains.

b coMobDoO
; . il ne:0 Re requests: 0 Whitelistrequests: 0 Blacklist requests: 0 hv Acco
a Antispam Gateway 2 4 ; q = q L My Account

Dashboard / Domains / Domain dashboard - democasg.comodo.od.ua / Audit configuration

Dashboard Audit configuration © e

@3 Domain dashboard

Quarantined item released

) Incoming

Create audit log entry

1y Qutgoing
[[] Send notification email

=1 Email management
Whitelist rules updated
[ Audit log

® Configuration

Create audit log entry

[F] Send notification email
Log

Blacklist rules updated

Domain Rules

Account management Createlauditloglentry

] Send notification email

Notification recipients

Having Trouble? Support is here to help, asgsupport@comodo.com or review the Admin guide

Click the following links for more details.
» Audit Log Configuration
»  View Domain Log

Audit Log Configuration

»  Click 'Audit log' > ‘Configuration'
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coMODO Quaranfine: )  Releaserequests:0  Whitelistrequests: 0 Blacklist requasts: 0 2wy Account

Antispam Gateway
[Casnboard / Domaics £ Doman dashboard - demo 088 COmede pA.uS / Audl con iguration

Audit configuration @ Hein

Quarantined item released

[ Create audit log entry
7] Send nofification emai

=] Email management

Whitelist rules updated

£ Auwdit log
[#] Create audit log entry

[l send notinication emai

Blacklist rules updated

mmain Rules

[# Create audit log entry

=] Account management

] Send nofification emai

Notification recipients

* Quarantined item released

«  Create audit log entry - If enabled, CASG records the release of quarantined mails.

«  Send notification email - If enabled, notification mails for quarantined mails release will be sent to
recipients added in the 'Notification recipient's' box.

»  Whitelist rules updated

+ Create audit log entry - If enabled, CASG records any updates to Whitelist senders per user interface

+  Send notification email - If enabled, notification mails for updates to Whitelist senders per user
interface will be sent to recipients added in the 'Notification recipient's’ box.

« Blacklist rules updated

- Create audit log entry - If enabled, CASG records any updates to Blacklist senders per user
interface.

- Send notification email - If enabled, notification mails for updates to Blacklist senders per user
interface will be sent to recipients added in the 'Notification recipient's’ box.

» Notification recipients - Enter the email addresses of the persons to whom the email notifications for the
above mentioned actions will be sent. Please note that any email addresses of the recipient's can be
entered here.

View Domain Log

The log screen allows admins with appropriate privileges to view the logs of the selected domain.
View the audit log of the selected domain

+  Click the 'Log' from 'Audit log' drop-down on the left
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The Audit log screen will be displayed.

Db FDooqaiini: F Dooiman chighbsonedl - sl B o comodks ool i ) Ak kog

Audit log

£ Esport o CEV by fifar

) Fitess.
s (GMIT +0)

2014-04-13 081543
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2014013 D85 28

I 40413 085023
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admin
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admin

admin

admin

admin

L=

Login
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Remowe sender fom the

wehitelist

Release quarantined
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MEssage
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ohnddoclesrncas WHITELIST _SEMD Witube
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=1 sender
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Fema2gdocieamcasg comodo. oo ua; Sendar
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Is: demol@docieamcasg comado.od ua,

o 2ifidocieamcasg comodo od ua; Bender Joke Emith =SafienaEgmail com:
Bubgect Fwid; Fwe Send UNUMITED Email sitewsletier in Just Bs 2.500imo. JERT
BETUP COET, Wad Anr 06 06 4043 GMT 3014
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weasy comodo od ua; Bendar John Emith <Axfiena Gigmall coms

«  Click any column heading to sort entries in ascending/descending order. The sorting option is not available
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filter options to search particular event(s)

Click anywhere on the 'Filters' stripe to open the filters area.
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Choose the filter by which you want to search from the first drop-down, then a condition in the 2™ text box.

Some filters have a third box for you to type a search s
Click ‘Apply Filter’.

You can filter results by the following parameters:

Login: Type a user login name in the text box (column
Details: Enter the log details in the text box (column 3)
Date: Search event logs by date and time.

tring.

3) and select a condition in column 2.
and select a condition in column 2.

Role: Search event logs by user roles. Select the role (column 3) and condition in column 2.

Operation Description: Select the event name (column 3) and condition in column 2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

The following table show actions which are recorded in the log report:

S.No. Operation Key Operation Description
1 EELETE_EMAIL_FROM_QUARANTINE_BY_FILTE Delete quarantined messages by filter
2 DELETE _EMAIL_FROM_QUARANTINE Delete quarantined message

3 RELEASE_EMAIL_FROM_QUARANTINE Release quarantined message

4 WHITELIST_RECIPIENT Whitelist recipient

5 BLACKLIST_RECIPIENT Blacklist recipient

6 UNWHITELIST_RECIPIENT Remove recipient from the whitelist

7 UNBLACKLIST _RECIPIENT Remove recipient from the blacklist

8 WHITELIST_SENDER Whitelist sender

9 BLACKLIST_SENDER Blacklist sender

10 UNWHITELIST_SENDER Remove sender from the whitelist
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11 UNBLACKLIST_SENDER Remove sender from the blacklist
12 RESET_TO_DEFAULT_WHITELISTED_SENDERS |Reset senders whitelist
13 RESET _TO_DEFAULT _WHITELISTED_RECIPIEN |Reset recipients whitelist
TS
14 RESET TO_DEFAULT BLACKLISTED _SENDERS |Reset senders blacklist
15 RESET_TO_DEFAULT_BLACKLISTED_RECIPIEN |Reset recipients blacklist
TS
16 WHITELIST_SENDER_DOMAIN Whitelist all senders of the domain
17 WHITELIST_RECIPIENT_DOMAIN Whitelist all recipients of the domain
18 BLACKLIST_SENDER_DOMAIN Blacklist all senders of the domain
19 BLACKLIST_RECIPIENT_DOMAIN Blacklist all recipients of the domain
20 USER_WHITELIST_REQUEST_PER_USER Request
whitelist sender for user
21 USER_BLACKLIST_REQUEST_PER_USER Request
blacklist sender for user
22 USER_RELEASE_REQUEST Release request
23 USER_CANCEL_WHITELIST_REQUEST_PER_US | Cancel request whitelist sender
ER for user
24 USER_CANCEL_BLACKLIST_REQUEST PER_US | Cancel request blacklist sender
ER for user
25 USER_CANCEL_RELEASE_REQUEST Cancel release request
26 ACCEPT_WHITELIST_REQUEST_PER_USER Accept
request whitelist sender for user
27 ACCEPT_BLACKLIST_REQUEST_PER_USER Accept
request blacklist sender for user
28 ACCEPT_RELEASE_REQUEST Accept release request
29 REJECT_WHITELIST REQUEST_PER_USER Reject
request whitelist sender for user
30 REJECT_BLACKLIST_REQUEST_PER_USER Reject
request blacklist sender for user
31 REJECT _RELEASE_REQUEST Reject release request
32 SPAM_DETECTION_SETTINGS Update spam detection settings
33 SPAM_DETECTION_SETTINGS RESET TO DEF |Reset spam detection settings
AULT
34 DELETE_EMAIL_FROM_ARCHIVE_BY_FILTER Delete archived messages by filter
35 DELETE_EMAIL_FROM_ARCHIVE Delete archived message
36 RESEND_EMAIL_FROM_ARCHIVE Resend archived message
37 REPORTS_AS SPAM Reports archived message as a SPAM
38 QUARANTINE_EMAIL Quarantine message
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39 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message

40 MARK_EMAIL_AS_SPAM Mark message as spam

41 ACCEPT_EMAIL Accept message

42 WHITELIST_USER_SENDER Whitelist sender for user

43 BLACKLIST_USER_SENDER Blacklist sender for user

44 UNWHITELIST_USER_SENDER Remove sender from the user whitelist

45 UNBLACKLIST_USER_SENDER Remove sender from the user blacklist

46 gUARANTINE_REPORT_SUBSCRIPTION_UPDAT Quarantine report subscription update

47 QUARANTINE_REPORT_SUBSCRIPTION_RESET | Quarantine report subscription reset to default
_TO_DEFAULT

48 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription update
_UPDATE

49 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription reset to default
_RESET_TO_DEFAULT

50 DOMAIN_ADD Add domain

51 DOMAIN_DELETE Remove domain

52 ADMIN_ADD Add admin

53 ADMIN_EDIT Edit admin settings

54 ADMIN_DELETE Remove admin

55 ADMIN_UNLOCK Unlock admin

56 ADMIN_REGENERATE_PASSWORD Regenerate password for admin

57 ADMIN_PASSWORD_UPDATE Update password for admin

58 SYSTEM_NOTIFICATIONS _TEMPLATE_CHANGE | System notifications template change

59 ADMIN_PERMISSIONS_GROUP_ADD Add admin permission group

60 ADMIN_PERMISSIONS_GROUP_DELETE Remove admin permission group

61 ADMIN_PERMISSIONS_GROUP_UPDATE Update admin permission group

62 GBM|N_PERM|SSIONS_CHANGE_DEFAULT_GRO Change default admin permission group

63 ADMIN_PERMISSIONS_ASSIGN_GROUP Assign admin permission group by selection

64 REPORT_SPAM BY _FILE Report delivered message as spam

65 DOMAIN_DESTINATION_ROUTES_UPDATE Update destination routes

66 DOMAIN_LOCAL_RECIPIENTS _ADD Add local recipient

67 DOMAIN_LOCAL RECIPIENTS DELETE Remove local recipient

68 DOMAIN_LOCAL RECIPIENTS STATE_CHANGE | Local recipients state change
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69 DOMAIN_ALIASES_ADD Add domain alias

70 DOMAIN_ALIASES DELETE Remove domain alias

71 DOMAIN_SETTINGS_UPDATE Update domain settings

72 DOMAIN_SETTINGS_RESET_TO_DEFAULT Reset domain settings to default

73 DOMAIN_RELAY_RESTRICTIONS_ADD Add relay restriction

74 DOMAIN_RELAY_ RESTRICTIONS _UPDATE Update relay restriction

75 DOMAIN_RELAY_RESTRICTIONS_DELETE Remove relay restriction

76 ggMAIN_RELAY_RESTRICTIONS_STATE_CHAN Relay restriction state change

77 DOMAIN_OUTGOING_USER_ADD Add outgoing user

78 EOMAIN_OUTGOING_USER_SETTINGS_UPDAT Edit outgoing user

79 DOMAIN_OUTGOING_USER_DELETE Remove outgoing user

80 DOMAIN_OUTGOING_USER_LOCK Lock outgoing user

81 DOMAIN_OUTGOING_USER_UNLOCK Unlock outgoing user

82 ?SMAIN_OUTGOING_USER_PASSWORD_UPDA Update password for outgoing user

83 DOMAIN_EMAIL_SIZE_RESTRICTION_CHANGE | Email size restriction change

84 DOMAIN_BLOCKED_EXTENSIONS_UPDATE Update blocked extensions

85 DOMAIN_BLOCKED EXTENSIONS RESET TO_ |Reset blocked extensions to default
DEFAULT

86 DOMAIN_AUDIT_CONFIGURATION_CHANGE Audit configuration change

87 DOMAIN_LDAP_CONFIGURATION_CHANGE LDAP configuration change

88 DOMAIN_INCOMING_USER_ADD Add incoming user

89 DOMAIN_INCOMING_USER_EDIT Edit incoming user

90 DOMAIN_INCOMING_USER_DELETE Remove incoming user

91 DOMAIN_INCOMING_USER_UNLOCK Unlock incoming user

92 DOMAIN_INCOMING_USER_REGENERATE_PAS |Regenerate password for incoming user
SWORD

93 EOMAIN_INCOMING_USER_PASSWORD_UPDAT Update password for incoming user

94 DOMAIN_INCOMING_USER_ALIASES UPDATE |Update incoming user aliases

95 DOMAIN_INCOMING_USER_MOVE_USER_TO_A | Move user to alias
LIAS

96 DOMAIN_INCOMING_USER_MOVE_ALIAS TO_U | Move alias to incoming user
SER

97 USER_PERMISSIONS_GROUP_ADD Add user permission group
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98 USER_PERMISSIONS_GROUP_DELETE Remove user permission group
99 USER_PERMISSIONS GROUP_UPDATE Update user permission group
100 |USER_PERMISSIONS CHANGE_DEFAULT _GRO |Change default user permission group
upP
101 |USER_PERMISSIONS_ASSIGN_GROUP Assign user permission group by selection

Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. If the
entries exceed this value, exporting cannot be done and a warning will be displayed. Please note that exported file
will display the entries in the same sorted order as in the interface.

Export log report to csv file
+  Click the 'Export to CSV by filter' button.

Dashboard F Domains f Domain dazhboard - docteamcasy . comodo .o

Audit log

@pmtn cav by@
&) Filters

Date (GMT +0) Role Lagin

2014-04-13 09:16:42 admin jahnif

The 'File Download' dialog will be displayed.

i '
Opening CASG-AuditExport-2014-10-27 11_58 07.csv et |

You have chosen to open:
| CASG-AuditExport-2014-10-27 11_58_07.csv

which is: Text Document
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Openwith | Motepad (default) -

@ : Save File

[] Do this automatically for files like this from now on.

[ QK ]| Cancel |
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«  Click 'Open' to view the file with an appropriate application
«  Click 'OK' to save the file to your computer.
The values in the log report will be separated by commas and this file can be opened with Excel or Openoffice Calc

for easy analysis.

6.5.6

Domain Rules

cCOMODO

Creating Trust Online®

«  Create granular filtering rules for each domain in order to blacklist, whitelist or forward mails.

« Rules can be based on sender, recipient, source/destination server, subject line, suspicious attachments

and more.

[ Audit log
%4 Domain Rules
Create rule
TLD &gTLD Rules
Recipient whitelist
B Senderwhitelist
Recipient blacklist

er blacklist

Blacklist senders per user

L ]
9 Account management

'‘Domains' area.

Note: Under default conditions, CASG will filter all incoming mails to all domains that have been enabled in the

The following table offers more details on each rule type:

Rule Type

Description

Notes

Domain Rules ('Create Rule...")

Create granular rules to blacklist,
whitelist or forward mail based on
one or more criteria.

Criteria include sender, sender mail server,
recipient, relay server, subject line and
suspicious attachment.

TLD & gTLD Rules

Allow or block mails based on top
level domain.

Mail from all TLDs is allowed by default. This
interface allows you to block selected TLDs.

Recipient Whitelist

Always allow mail sent to these
recipients.

Sender Whitelist

Always allow mail received from
these senders.

Recipient Blacklist

Always block mail sent to these

For example, CASG will allow/block mails to/
from specific_user@example.com, but will
filter as normal email to/from
any_other_users@example.com

You can bulk import email addresses

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 179




cCOMODO

Creating Trust Online®

recipients. from .csv or add manually.

Sender Blacklist Always block mail received from
these senders.

Whitelist senders per user Always allow mail from specific For example, CASG will allow/block mails
email addresses to specific users. | from specific_sender@example.com to
specific_recipient@your_domain.com, but
Blacklist senders per user Always block mail from specific will continue to filter mail from

email addresses to specific users. | specific_sender@example.com to
everybody _else@your_domain.com

You can bulk import email addresses
from .csv or add manually.

General Advice

+ If you are troubleshooting issues with a particular email address, please check all interfaces listed under
'Domain Rules'.

+ Rule priorities can be summarized as follows:
Email Size Restriction

Domain Whitelist rules

Sender/Recipient Whitelist

Domain Blacklist rules

Sender/Recipient Blacklist

TLD & gTLD blacklist rule

Per user White list

Per user Black list

© o N o o~ w D e

Email Blocked Extensions
CASG will stop applying rules on first match (if any).

'Email Size Restrictions' have a higher priority than domain rules. CASG will still block mails that exceed
'Email Size Restriction' regardless of any rules.

'Email Blocked Extensions' have a lower priority than domains rules. CASG will not stop mails
containing a blocked extension if there is a whitelist rule which green-lights the message.

Whitelist domains rules take precedence over blacklist domain rules.
Whitelist/blacklist rules in the domain rules section take precedence over 'per user' whitelist/blacklist rules.

Click the following links for more details.
* Rules
+ TLD and gTLD Rules
» Recipient Whitelist
» Sender Whitelist
« Recipient Blacklist
+  Sender Blacklist
Whitelist Senders Per User
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« Blacklist Senders Per User

Rules
Administrators can create rules to filter inbound mails based on sender, recipient, source and relay/MTA server,
subject line, attachments and so on. There are three types of filtering rules:

»  Blacklist rule - Blocks inbound mails based on one or more filter criteria. Criteria include sender, recipient,
mail servers/relays and specific subject line.

»  Whitelist rule - Allows mails to pass through, without security checks, based on one or more filter criteria.
Criteria include sender, recipient, mail servers/relays and specific subject line.

«  Forward rule - Forwards mails based on one or more filter criteria, to a set email address. Criteria include
sender, recipient, mail servers/relays and specific subject line.

For example, you can create rules to block all mails from a specific mail server, allow all mails from a specific sender
to a specific recipient, forward all mails containing a specific text string in the subject line and so on.

Open the 'Create Rule' interface
« In the left-hand menu, click 'Domain Rules' > 'Create Rule'
» The 'Create Rule' interface will open:

HERALE TS Crasts fuls
Create rule © Heip
o atd @ Eat | [ Delete £ * Rafresh
£ Faes
1] Rubs type Sender Rocipsant Receved from Recered by Subject Forward 1o Craated Date Suspicious altacian
FORWARD uSér 2Egmad com - o user Iagimail am
1 BLACKLIST testuser720@gmaily userl ; :
| WHITELEST anybody@® com T 19216211 . Good mail I
1 (g Perpmge 15 w

Column Header Description

Rule Type Indicates whether the rule is for Blacklisting, whitelisting or forwarding.

Sender The sender whose mails are intercepted by the rule.

Recipient The recipient at the domain, whose mails are intercepted by the rule.

Received From All mails sent from the external mail server indicated in this field will be intercepted by
the rule.

Received by All mails which are relayed by the servers which were indicated in this field will be
intercepted by the rule.

Subject Mails containing subject line indicated in this field will be intercepted by the rule.

Forward to Indicates the email address to which the mails satisfying the conditions are forwarded.

(Applies only to Forward Rules.)

Created date The date and time the rule was added
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Suspicious attachment Indicates whether the rule should apply only to mails containing suspicious
attachments

«  Click any column header to sort rules in the ascending/descending order of the entries in that column. Does
not apply to the 'Suspicious attachment' column header.

Use filters to search rules
«  Click anywhere on the 'Filters' stripe to open the filters area.

0 Filters

ll' Sender w | contains w | gabriel Apply filter
== |Subject w | contains | saviour

== Rule type w | equals w | BLACKLIST W

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

+  Click ‘Apply Filter.
You can filter results by the following parameters:

* Rule Type - Select the rule type (column 3) and the condition in column 2.

«  Sender — Type the sender's email address in the text box (column 3) and select the condition in
column 2

» Recipient - Type the recipient's email address in the text box (column 3) and select the condition
in column 2

» Received from - Type the hostname or IP address of external mail server in the text box (column
3) and select the condition in column 2

» Received by - Type the hostname or IP address of internal mail server in the text box (column 3)
and select the condition in column 2.

»  Subject - Enter mail subject in the text box (column 3) and select the condition in column 2

+ Forward to — Type the forward email address in the text box (column 3) and select the condition
column 2

«  Suspicious attachment rule - Filter suspicious attachment rules based on their enabled /
disabled statuses

»  Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

»  You can add multiple filters to the same search by clicking + .
Create a new mail filter rule

«  Click the 'Add' button.

+  This will open the 'Add blacklist rule' dialog:
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Createrule

# Edit [ Delete

Add filter rule

[l Suspicious attachment rule

Rule type BLACKLIST v
Sender: @
Recipient: @

Received from:
Received by:

Subject:

B ]

«  Suspicious attachment rule
» By default, all mails containing suspicious attachments will be quarantined by CASG.

- A'Suspicious attachment rule' lets you define specific actions if a malicious attachment is
found in a mail.

«  For example, you may want mails with a suspicious attachment from a specific sender,
addressed to a particular recipient to be forwarded to a certain email address.

« Note. Enabling 'Suspicious attachment rule' means the rule only applies to mails which meet
your conditions AND contain a suspicious attachment. It will not intercept mails which meet
the conditions but do not contain a suspicious attachment.

* Rule type - Select the rule type. The available options are:

«  BLACKLIST - All mails with fields satisfying the parameters entered in the options below, will
be blocked.

«  WHITELIST - All mails with fields satisfying the parameters entered in the options below, will
be passed without security checks.

+  FORWARD - All mails with fields satisfying the parameters entered in the options below, will
be forwarded to the email address entered in the 'Forward email' field.

«  Sender - Enter the email address of the sender, mails sent by whom are to be intercepted by the
rule. You can use wildcard characters (*, ?) to enter username/domain name in part, so that all
mails containing sender address with partial text entered in this field will be intercepted. For
example, entering *@hell.com' intercepts mails from all users from the domain name 'hell.com’,
entering ‘evilspirit@*', processes all mails with sender name "evilspirit' from any domain and
entering *@* intercepts all the mails with parameters entered in the fields below.

« Recipient - Enter the username part of the email address of the recipient, mails sent to whom are
to be intercepted by the rule. The domain name part will be auto-populated with the domain name
from which the rule is created. You can use wildcard characters (¥, ?) to enter username in part, so
that all mails containing ‘To' address with partial text entered in this field will be intercepted.
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* Received from - Enter the hostname or IP address of the external mail server, mails sent from
which, are to be intercepted by the rule. You can use wildcard characters (*, ?) to enter server
name in part. For example, entering 'mailxxx* will intercept all mails that contain "mailxxx" in part
in the 'Received From' field of the mail header. To specify all sender mail servers, enter just the
wildcard character.

» Received by - Enter the primary relay of the sending server or the MTA, mails sent through which,
are to be intercepted by the rule. You can use wildcard characters (*, ?) to enter server name in
part. For example, entering ‘'mailyyy* will intercept all mails that contain "mailyyy" in part in the
'Received By’ field of the mail header. To specify all mail servers, enter just the wildcard character.

- Subject — Enter keywords that you want the rule to search for in the subject lines of emails. The
rule will apply if any of these words are found. Please note the search sub-string may match
values in the middle of the word. Leading and trailing spaces will be trimmed.

«  Forward email - This field is available only for 'FORWARD' rule. Enter the email address to which
the emails containing values in the email header as configured in the fields above are to be
forwarded.

«  Click 'Save'to add the rule to the list of rules.

b ] el L | WA HAcip

Successfully saved E

Editarule

»  Select the rule to be edited and click the 'Edit' button from the top.
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Edit Delete

[C] Rfile type | Sender Recipient Received from Received by*  Subject Forward to
[ FLACKLIST | mmoxford@yal * & £
Fed i
HITELIST | michel@heaver * " * EEE
arriving
[F] WHITELIST | gabriel@fairyla * mail fairvlgade* Saviour is born

Edit filter rule

[l Suspicious attachment rule

Rule type WHITELIST

Sender: michel @ heaven.com
Recipient: @

Received from:

Received by:

Subject: Redeemeris arriving

Save | Cancel ‘

The 'Edit filter rule’ dialog will appear for the rule. This dialog is similar to the 'Add rule’ dialog. For descriptions of the
options in this dialog, please see the explanation above.

+  Edit the values in the fields as required and click 'Save'.
Remove a rule

«  Select the rule you want to remove and click the 'Delete’ button.
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Daszhbeard / Demains / Demain dashboard - docteamecasg.comedo.od.ua / Create rule

Create rule

[[] Ry type Sender Recipient Received froim Received by Subject Forward to

LACKLIST mmoxford@ygl * = o

Remove rules

@ Are you sure you want to remove selected rule?

A confirmation dialog will appear.

«  Click 'OK' to remove the rule.
TLD and gTLD Rules

*  You can allow or deny mails based on the top level domain (TLD) of the external mail server.
» By default, CASG accepts mails from all TLD names.
*  You can also add custom TLDs from which you want to allow/block mail.
Open the TLD interface
»  Click 'Domain Rules' > 'TLD & gTLD Rules":
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Daszhboard / Domains / Domain dashboard - decteamcasg.comedo.od.ua / Accepted domains
Accepted domains
o= Add
[¥] Australasia/Par [¥] Asia EurcpefAtle [¥] Africa/Midd [¥] Americas/C [l gTLD AC gTLD DH gTLD 10 gTlDcRT MgTipuz
@i @nacova  Fleu #hvs #lBanD FIbiGITAL FIkAUFEN ST AURANT FlvoTING
FInu Firokyo Mler Mli0BURG #nvc #BarcaINS MIDRECTORY MIKITcHEN  FReviews — [MlwaNG
Finz Fw MHamveurs  sc Frc Clcountry  MEpucation Fleet [FsarL Fhwin
MpH P Mlis Fus #lBio FIEMAIL WILiFE MlscHooL  [¥IwiNE
Frw E N iy Five FBLACK GINEERING MlLimo [lservices  [#IwoRLD
7 7 7 7 7 ] 7
#sa #lkan #lu [#lvecas Bl ACkriiDiY ENTERPREES FlLnk [#sexy FhwTe
vIKosT
FIHosTING
#Havus
FlHouse
FlHow
1 " Per page |15 w

»  'Accepted domains' shows TLDs according to location, and gTLDs by alphabetical grouping. These
categories are shown in the column headers and are known as 'Rule Groups'.

» AlITLDs are enabled (accepted) by default.

*  You can disable TLDs/gTLDs from which you do not want to accept mail.
The interface also allows you to:

« Add new custom TLDs

»  Configure TLD based mail filtering
Add a new custom TLD

e Click 'Add" from the Accepted domains interface
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Daszhbeard / Demains / Demain dashboard - docteamcasg.comedo.od.ua f Accepted domains

Accepted domains

Australasia/Pat Asia EuropefAtls Africa/Midd Americas/C [[] gTLD AC gTLD D-H

Add filter rule

Rule group

Domain suffix:

Save | Cancel |

The 'Add filter rule dialog' will appear.
»  Choose the category from the 'Rule group' drop-down
«  Enter the TLD name, without the "." prefix, in the 'Domain suffix' text field
«  Click 'Save'to add the TLD to the list

« To allow the emails from mail servers with the new TLD, leave it selected
«  To block the emails from the mail servers with the new TLD, de-select it.
Configure TLD based mail filter

»  Deselect TLDs from which you want to block mail. Enable TLDs from which you want to accept mail.
Recipient Whitelist
Since all filtering for whitelisted recipients is disabled, we recommend you use this option only in special
circumstances. For example - abuse@domain.com and postmaster@domain.com
The recipient whitelist interface lets you:

»  Add users to recipient whitelist

»  Export the list to CSV file for use in future

*  Remove users from recipient whitelist

» Reset the list - Delete all whitelisted recipients except the default recipients by clicking the 'Reset to
default' button

Configure recipient whitelist

»  Click 'Domain Rules' > 'Recipient whitelist' in the left-hand menu.
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By default, the selected domain will have ‘abuse’ and ‘postmaster' as whitelisted recipients.
+  Recipient — Whitelisted recipients’ mail address
» Created date — Date and time the user was added

Add Users to Recipient List

You can add recipients to the whitelist in the following ways:
+ Manually add the recipients
« Import reciepients from a CSV file
Manually add recipients
»  Click 'Domain Rules' > 'Recipient whitelist' in the left-hand menu.
« Click 'Add' to add a new user to the list
The 'Add' dialog opens:

Recipient whitelist

@ lyaspala.ml

B3 o
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Enter the recipient's name in the 'E-mail' text field and click the 'Save" button.

« Toadd a particular set of recipients to the whitelist, prefix or suffix the wildcard * in the E-mail text field. For
example, enter *.stores for all the recipients in stores department to be whitelisted.

» To add a whole domain to whitelist, enter the wildcard * in the E-mail text field and click the 'Save' button.
Now all the recipients in that domain will be whitelisted.

The recipient's name is added to the list.

Dashboard / Domaing / Domain dashboard - ikaspals ml f Recipieni whitelist
Recipient whitelist © Heip

o agd | [ Delete | %y Resetio defaull  (F) Exportto CSVAle ¥y Importfrom CSV fle t ¥ Refresh |
&) Fitters

7] Recipient Created Date

[ abuse@ilyaspala.mi

[ postmastergityaspata.mi

[ user @ilyaspala.mi 2020-05-14 13:16:35

[ user2g@ilyaspala.mi 2020-05-14 13:31:09

1 /1 [1-4/4] Perpage |15 |w

Import users to whitelist from CSV file

Administrators can import many users to the recipient whitelist from a .csv file. Specify users in separate lines. See
example below:

userl@testdomain.com

user2@testdomain.com

user3@testdomain.com

»  Click the 'Import from CSV file' button
The 'Upload' dialog opens:

Upload

Upload csv file.
Each line showld contain the full e-mail

For exampie:

lestuser] @testdomain
testuser2@testdomain

15 W
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»  Click the 'Upload' button and navigate to the location where the file is saved and click the 'Open’ button. The
maximum size of the file that can be uploaded is 9 MB.

The upload is placed in import tasks queue and the progress is shown.
Remove the upload from the queue

»  Click the 'Remove import task' button. If the task is in progress, 'Remove import task' deletes only the
remaining part of the task.

Dashboard  Domamns / Domain dashbodrd - fvaspala _"I'| ! H.EGI.D‘GF‘I wihibalist
Recipient whitelist © Heip
Import (& in process. Please wait ﬁ

- :
o= #dd | [J Delste  #y Resetto default Remove import task_) (5] Exportto CSV file | £} Refresh

€ Fiters

[ Recipient Created Date

[[] abuse@étyaspala.ml

| postma ster@ilyaspala.mi

| userl@ilyaspala m 2020-05-14 13:16:35
7] user2@ityaspala mi 2020-05-1413:31:09
1 i [1-414] Perpage |15 L

On completion of the upload process, the users are imported and added to the list:
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Dashboard f Domaing £ Domain dashboard - fyaspals. ml f Recipient whitefist
Recipient whitelist Help
Total lines processed 6 E3
Impored 6 user(s) (x|
Impaort for domain ilyaspala mi has been finished [ |
o #da | [ Detete | %y Resettodetautt | () Exportto CSVile | ¢ Importirom CSV file | £3 Refresh
&) Fitters
Recipient Created Date

| abuse@ilyaspala ml

I| postmaster@ilyaspala.ml

| useri@ilyaspalam 2020-05-14 13:16:35
I user2@ilyaspala.mi 2020-05-14 13:31:09
| userd@ilyaspala.m 2020-05-14 14:08:53
| userdm@ilyaspala.m 2020-05-14 14:08:53

The administrator who carried out the task receives a notification about the import task completion.
Export the Recipient Whitelist to CSV file

You can save the configured recipient whitelist by exporting it as a CSV file. If required in future, administrators can
import users from the csv file (for example, for a new account or after a reset).

Export the list
+  Click the 'Export to CSV file' button to save the list of whitelisted recipients as a CSV file
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Dashboard / Domaing / Demain dashboard - docteamcasg. comedo.od.ua f Recipient whitelist

Recipient whitelist Help

(%) Exportto CSVfile

Opening RecipientWhiteList_d octeamcasg.comoda.od.%sv . J

You have chosen to open: /

|| RecipientWhiteList_docteamcasg.comodo.od.ua.csv

() Import from CSV file

of= Add [ Delete ) Resetto default

-

which is: Text Document
from: hitp://5.39.28.212:8080

What should Firefox do with this file?
Perpage |15 w

) Openwith | Notepad (default) -

i@ Sawve File

[] Do this automatically for files like this from now on.

o | [ ]

Afile download dialog is displayed.
»  Click 'OK' to save the file in your system.

Delete Users from the Recipient Whitelist

»  Select the recipient from the list and click the 'Delete' button

Daszhbeard f Domaing f Domain daghboard - demo.das. comode.od.ua f Recipient whitelist

Recipient whitelist

o Add ([ Delete ) ¥y Resetto default (%) Exportto CSVfile | (F) Importfrom

€) Fitters

[] Recipient

Remove recipient(s)

[C] abuse@demc @ Are you sure you want to remove the selected

[ postmaster@ recipient(s)?

user2@demo

dem
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«  Click 'OK" to confirm your changes

Sender Whitelist

- Allfiltering is disabled on mail sent by white-listed senders to recipients at the selected domain.

»  The only exception is that mail from a white-listed sender which contains a suspicious attachment will still
be blocked UNLESS the 'Suspicious attachment rule' is enabled. This may seem counter-intuitive on first
reading.

«  The following table shows how the 'Suspicious Attachment' option affects a sender white-list rule:

Suspicious Attachment option Suspicious file detected? White-listing applied?
Rule Type 1 |Enabled Yes Yes
No Yes
Rule Type 2 | Disabled Yes No
No Yes

«  Use Type 1 if you want all mails from a sender to be whitelisted and received, including those that contain
suspicious attachments.

»  Use Type 2 if you want to white-list all mails from a sender except those that contain suspicious
attachments.

See the Rules section if you need more details.

Comodo strongly recommends white-listing a sender only when the system wrongly blocks emails from a trusted
sender. White-listing a sender over-rules 'Blacklist senders per user'. Refer to Blacklist Senders Per User for more
details.

» Add users to Sender whitelist
»  Export the list to CSV file for use in future
» Remove users from Sender whitelist

» Reset the list - Delete all whitelisted senders and make the list empty by clicking the 'Reset to default'
button

Configure sender whitelist

«  Click 'Domain Rules' > 'Sender Whitelist' in the left-hand menu.
The 'Sender whitelist' interface of the selected domain opens:
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l IS palagnind com

! 3T Feanzals by ¢ Sencer whitslet
Sender whitelist © e

e aon [ Cuieie  *y Recetio e | @y BpotmcEvee @y mpor rom cE e i} Refiesh

& Fhers

i Creates Date

S ha i (o

Frpage 18 |w

Hawing Troubi? Sepgd is R 10 hp, AeIsen0iSomork S of raview T SImen Qs

«  Sender — Whitelisted sender email address
« Created date — Date and time the sender was added

Add Users to Sender Whitelist

You can add recipients to the white list in two ways:
* Manually add senders
« Import senders from a CSV file
Manually add senders
+  Click 'Add' to open the add whitelisted sender dialog:

@

e [

»  Enter the sender name in the 'E-mail' textbox and sender's email domain name after the @ symbol and
click the 'Save' button. Repeat the process to add more whitelisted senders.

- To add a particular set of senders to whitelist, prefix or suffix the wildcard character * in the 'E-mail' text field
and senders' email domain name after the @ symbol. For example, enter *.stores@domainname.com for
all the senders in stores to be whitelisted.

« Toadd a specific username from any mail domain to the whitelist, enter the username in the mail text field
and the wildcard character * after the @ symbol. For example, enter john@* for whitelisting the username
'john’ with any email domain name.

» To add a set of users or specific username from any email domain with a specific top level domain (TLD)
name like .com, .org, enter the wildcard character * or username in the Email text field and enter * followed
by the TLD after the @ symbol. For example, *@*.com' will whitelist all the senders from all the email
domains ending with ".com’.

« Toadd a whole domain to whitelist, enter the wildcard character * in the E-mail text field and email domain
after the @ symbol and click the 'Save' button. Now all the senders with the entered domain name are
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The senders are added to the whitelist;
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Daghboard / Domang f Domain daghboard - ivaspala ml § Sender whitekst
Sender whitelist © Heio
o add [ Delete ) Resetto default (%) Exportto CSVfile | 1y Importfrom CSV file | £+ Refrash
£) Fitters
[ Sender Created Date
] bliss@star.com 2020-05-14 14:22:59
[ * stores@industry.com 2020-05-14 14:33:51
[F] trustme@heaven.com 2020-05-14 14:22:09
1 I Perpage {15 £

Import senders to whitelist from CSV file

Administrators can import multiple senders from a .csv file. The senders' addresses should be saved in the following

format:

senderl@domainnamel.com
sender2@domainname2.com
sender3@domainname3.com

»  Click the 'Import from CSV file' to import senders to whitelist from a CSV file.

Upioad csv file.

Each line should contain the full e-mail

For example:

testuser] @testdomain
testuser2@testdomain

Refresh

«  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum

size of the file that can be uploaded is 9 MB.

The upload is placed in import tasks queue and the progress of the upload is shown.
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Remove the upload from the queue

»  Click the 'Remove import task' button. The 'Remove import task' deletes only a remaining part of not
imported task.

Dashboard / Domains f Domain dashboard - iyaspala ml / Sender whitelist

Sender whitelist € Hei

Import is in process. Please wait B

o= add ] Delete 4y Resettodefault (¢ Remove importtask DY) Exportto CSV file 4t Refresh

£ Fiters

] Sender Created Date
[ bliss@star.com 2020-05-14 14:22:59
[} * stores@industry.com bliss@star.com 2020-05-14 14:33:51
| trustme@heaven.com 2020-05-14 142209
1 i1 [1-3/3) Perpage |15 | w

On completion of the upload process, the result is displayed.

Dashbosard f Domaing / Domain daghboard - ivaspala ml / Sender whitelst

Sender whitelist Help
Total lines processed 4 %}
Imported 4 user(s) ﬂ
Import for domain ityaspala.ml has been finished E
o= Add ﬁ Delete = ¥y Resetto default i] Exportfo C3V file t‘. Import from CSV file é&ew;sn

€ Fiters

[} Sender Created Date
] bliss@star.com 2020-05-1414:22:59
sender] @domainnameal.com 2020-05-14 150738
| sender2@domainname,org 2020-05-14 150739
[[] sender3@domainnamed.in 2020-05-14 15:07:39
_| senderd@domainnamed us 2020-05-14 15:07:39
] * stores@industry com 2020-05-14 14:33:51
7| trustme@heaven.com 2020-05-14 14:22:09

1 T [1-TI7] Perpage |15 W

The sender whietlist from .csv file is uploaded and the administrator who carried out the task receives a notification
about the import task completion.
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Export the Sender Whitelist to CSV file

«  Click 'Export to CSV file' to save the list of whitelisted senders as a CSV file

Cashboard / Domaing / Domain dashboard - iyasoala ml / Sender whilelist

Sender whitelist © Heip

= Export to CSV file

&

o 2da [ Delete | 49 Resetto default = Import from CSV file i * Refresh

£) Fitters
You have chosen to open:
| Sender [~ SenderWhitelList_ilyaspala.mlcsv

which is: Text Document

[ sender1@domg
- from: hitps://domeasmsp.cdome.net

] sender2@doma

| senderi@domi What should Firefox do with this file?

[ senderd@ cornél () Open with | Notepad {default) -
1 | {®) Save File

Per page |15 w
pe this automatically for files like this from now on.

QK Cancel

Afile download dialog is displayed.
»  Click 'OK' to save the file in your system.
Delete Users from the Sender Whitelist

+  Click ‘Reset to default’ to remove all whitelisted senders
+  Toremove particular sender(s) from the whitelist, select them from the list and click the 'Delete’ button.

Dashboard / Domains / Domain dashboard - iyasoals. mi / Sender whitelist

Sender whitelist &) Help
o= Add 4y Resetto default (%) Exportto CSVfile | (% Import from CSVfile £ % Refresh
Remove sender(s)
€) Fiters
== Are you sure you want to remaove the seledled
iz @senderr_s]?
| Sender

[F] sender1 @domainname.com “ Cancel

[ sender2@domainname2.org

ender3@domainnamed. in 2020-05-14 151357
enderd@domainnamed.us 2020-05-14 15:13.58
1 1 [1-414] Perpage |15 w
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+  Click 'OK" to confirm your changes.
Recipient Blacklist

«  CASG will automatically block all emails to blacklisted recipients.

»  Blocked messages are not quarantined and legitimate SMTP mail servers will send a bounce message to
the sender.

Administrators can:

*  Add users to the recipient blacklist

»  Export the list to CSV file for use in future

« Remove users from recipient blacklist

» Reset the list - Remove all recipients from the blacklist by clicking the '‘Reset to default' button
Configure recipient blacklist

»  Click the 'Recipient blacklist' from the '‘Domain Rules' drop-down on the left
The 'Recipient blacklist' interface of the selected domain opens:

L e rang e
3F Ly 1 i (VBT - Boirkine 11 RECipeE e Sk

Recipient blacklist Q e

e adt B oeaste  y Bessiio detun | [y ExportinCRiae | ) Imgoniam G5V e i F Aeirasn
£} Fnes

7] Feciphesr Crealed Dabe

S
\\\\ I 454
Pepage |1 w

Having Trosbic? Buppor i hete io Selp, §500y DETKSompd com o v the Admin gaidy

» Recipient - Blacklisted recipients’ mail address
«  Created date — Date and time the user was added

Add Users to Recipient Blacklist
You can add recipients to the black list in the following ways:

« Manually add the recipients

« Import receipients from a CSV file
Manually add recipients

» Click 'Add' to add a new user to the list
The 'Add' dialog box opens:
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Dashboard / Domains f Doman dashbcard - #raspala mi / Recipent blackist

Recipient blacklist © Hei

m fd Delete #y Resettodefault | (33 ExporttoCSViile €Y Import from CSV file £ } Refresh

£ Fitters

[7] Recipient E-mail @ lilyaspala.ml

userl@ilyasg m Cancel

[[] user2@ilyas

1 1 Perpage 15 w

»  Enter the recipient name in the 'E-mail' textbox and click the 'Save' button. Repeat the process to add more
recipients to blacklist.

- Toadd a particular set of recipients to blacklist, prefix or suffix the wildcard * in the 'E-mail' text field. For
example, enter *.stores for all the recipients in stores department to be blacklisted.

« To add a whole domain to blacklist, enter the wildcard * in the 'E-mail' text field and click the 'Save' button.
Now all the recipients in that domain are blacklisted.

Dashboard f Domans / Domain dashboard - iyaspala ml f Recipent biackist

Recipient blacklist © Hew

s Add Delete | ¥y Resetto defaull | () Exportio CSVile | {4 Importfrom CSV file | 1% Refresh
| €3 Fiters

[T Recipient Created Date

[ useri@ilvaspala.mi 20:20-05-14 16:49:01

[ userz@ilyaspala.mi 2020-05-14 16:49:06

[ user3@ilyaspala.mi 2020-05-14 16:57:06

1 R | [1-3/3) Perpage (15 E

The list of blacklisted recipients are displayed.

Import users to blacklist from CSV file

Administrators can import multiple users to the recipient blacklist from a .csv file. Specify users in separate lines. See
example below:

userl@testdomain.com

user2@testdomain.com

user3@testdomain.com

»  Click the 'Import from CSV file' button
The 'Upload' dialog opens:
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Dazhboard f Domains / Domain dashboard - ivaspala ml S Recipient blacklist

Recipient blacklist © e
o Add [ Delete %y Resettodefault (%) Exportto CSVHI 1‘3 Refresh

@ Eitters Upload

o= Recipien® Each line should contain the full e-mail Apply filter

For examgle:

] Recipient §  ectyser] @testdomain
: testuser2@testdomain
[ user1@itya

[[] user2@ityag
s Upload
[[] user3@ityag

1 i1 [1=-3/3] Perpage 15 ~

«  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.

The upload is placed in import tasks queue and the progress of the upload is shown.

Remove the upload from the queue

«  Click the 'Remove import task' button. 'Remove import task' deletes only the remaining part of an 'in-
progress' task.

Dashboard / Domains / Domain dashboard - ivaspala mi f Recipient blackiist

Recipient blacklist € Heip

Import is in process. Please wait

o= Add f Delste | ¥y Resetio defaul #) Exportio CSV file ¢ _* Refresh

) Fitters
+ Recipient v contains W Apply fitter
] Recipient Created Date
] userl@ikyaspala.m 2020-05-14 16:49:01
[[] user2@ilyaspala.m 2020-05-14 16:49:06
[ user3m@ilvaspala.m 2020-05-14 16:57:06
1 " [1-3713] Perpage (15 | w

On completion of the upload process, the result is displayed.
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Dashboard / Domans / Domain dashboard - Braspala mi / Recipient blacklist
Recipient blacklist Help
Total lines processed & B8
Importad 6 user(s) %]
Import for domain lyaspala.mil has been finished (%]
o 2dd [ Detete ) Resettodefault | (%) ExporttoCSVile (%) Import from CSV file {3 Refresh
£ Fiters
o Recipient v | contains v Apply filter
[7 Recipient Created Date
[ userl @ilyaspala.mi 2020-05-14 16:49:01
[F] user2@iyaspala.mi 2020-05-14 16:49:06
user3@iyaspala.mi 2020-05-14 16:57:06
ilvaspala.m 2020-05-14 171307

The recipient blacklist from .csv file are uploaded and the administrator who carried out the task receives a
notification about the import task completion.

Export the Recipient Blacklist to CSV file

Administrators can save the recipient blacklist by exporting it as a CSV file. If required in future, the administrator can
import the users from the csv file, for example for a new account or after a reset.

Export the list
«  Click the 'Export to CSV file' to save the list of blacklisted recipients as a CSV file
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Dashboard / Domaing f Domain dashboard - docteamcasg comodo.od.ua / Recipient blacklist

Recipient blacklist Help

o Add ] Delete  ®y Resetto default (3 Exportto CSVfile ) (f Import from CSV file

[[] Recipient
-
Opening RecipfentBIackList_docteamcasg.comodo.o%csv u

You have chosen to open:

| RecipientBlackList_docteamcasg.comodo.od.ua.csv

which is: Text Document

from: hitp://5.39.28.212:8080

‘What should Firefox do with this file? Perpage (15 v

() Dpenwith | Notepad (default) -

@ Save File

[ Do this automatically for files like this from now on,

| ok || concel |

Afile download dialog is displayed.
«  Click 'OK' to save the file in your system.
Delete Users from the Recipient Blacklist

»  Click ‘Reset to default’ to remove all blacklisted recipients
- Toremove recipient(s), select them from the list and click the 'Delete’ button

Dashbosrd f Domams f Doman dashboard - ilvaspals ml f Recipient blackhst

Recipient blacklist

£ _* Refresh

#) Resettodefault ) ExporttoCSVile | (%) Importfrom CSV file

€3 Fivers

[ Recipient

Remove recipient(s)

e Are you sure you wantto remove the selected ate
' recipients)?

o e

B 16:49:01
16:49:06

165706

erd@ilyaspala.
0200514 171707

[ userd@ilyaspala.mi

»  Click 'OK" to confirm your changes.

The user(s) are removed from the blacklist and the mails addressed to them are allowed as per the existing filter
settings in CASG.
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Sender Blacklist

«  CASG automatically blocks all emails from blacklisted senders.

+  Blocked messages are not quarantined and most mail servers will send a bounce message to the sender.
The sender blacklist interface allows admins to:

« Add users to sender blacklist

»  Export the list to CSV file for use in future

» Remove users from sender blacklist

» Reset the list - Remove all senders from the blacklist by clicking the 'Reset to default' button
Configure sender blacklist

«  Click the 'Sender blacklist' from the 'Domain Rules' drop-down on the left
The 'Sender blacklist' interface of the selected domain opens:

L iy palagnund zom

SEndEf blﬂcidis‘t & i

o acd | [ Deinte | *y Resetio detmtt | 2y Esporio C2VAe | (R Importirom CEV Al i Refresh

€3 Fne

St Cressed Dale

1 i Parpage |15 |w

Hawing Troubie? Supgport i haee 2 naln, 58 05U R OSERIMEdo o of eview i AQmis Qubdy

«  Sender - Blacklisted senders’ mail address
« Created date — Date and time the sender was added
Add Users to Senders Blacklist

You can add senders to the blacklist in two ways:

+ Manually add the senders

« Import senders from a CSV file
Manually add senders

«  Click 'Add" to add a new blacklisted sender
The 'Add' dialog box opens:
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Dashboard f Domains f Domain dashboard - ivaspals mil / Sander biackist

Sender blacklist © Heio
E Refresh

] judas@t
4 i Perpage |15 v

«  Enter the sender name in the 'E-mail' textbox and sender's email domain name after the @ symbol and
click the 'Save' button. Repeat the process to add more blacklisted senders.

« Toadd a particular set of senders to blacklist, prefix or suffix the wildcard character * in the 'E-mail' text field
and senders' email domain name after the @ symbol. For example, enter *.stores@domainname.com for
all the senders in stores department to be blacklisted.

» To add a specific username from any mail domain to the blacklist, enter the username in the mail text field
and the wildcard character * after the @ symbol. For example, enter john@* for blacklisting the username
'john’ with any email domain name.

« Toadd a set of users or specific username from any email domain with a specific top level domain (TLD)
name like .com, .org, enter the wildcard character * or username in the Email text field and enter * followed
by the TLD after the @ symbol. For example, *@*.com' will blacklist all the senders from all the email
domains ending with '.com'.

» To add a whole domain to blacklist, enter the wildcard character * in the E-mail text field and email domain
after the @ symbol and click the 'Save' button. Now all the senders with the entered domain name are
blacklisted.

The list of blacklisted senders are displayed.

Dashboard f Domains f Domain dashboard - dyvaspals mil f Sender blacklist

Sender blacklist © Heip
o Add | [ Delete  ®y Resettodefautt (@3 ExporttoCSVAle | (&) Import from CSV file | £2 Refresh
&3 rinters
[] Sender Created Date
[ cheat@graedy.com 2020-05-1417:51:01
[F] hacker@heliboy.com 2020-05-1417:34:52
[ judas@trustmenot.com 2020-05-14 17-:33:52
1 i Perpage 15 v

Import senders to blacklist from CSV file

Administrators can import many senders from a file to sender blacklist at a time. The senders' address should be
saved in the format shown below as an example:

senderl@domainnamel.com
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sender2@domainname2.com
sender3@domainname3.com

»  Click the 'Import from CSV file' to add blacklist senders in bulk.

Dashbosrd f Domains f Domain dashboard - ilvaspala mif Sender blacklist

Sender blacklist © Heio

+ Add ﬁ Delete *} Reset to default |‘:'|: Exportto CSV file [ Import from CSV file E Refresh

0 R Upload csv file.
: Each line should contain the full e-mail

For example:

7] cheat@grell  testuser] @testdomain
testuser2@testdomain

[F] Sender
[[] hackerg@h

] judas@tme
Upload
1

»  Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.

Perpage (15 |w

The upload is placed in import tasks queue and the progress of the upload is shown.
Remove the upload from the queue

«  Click the 'Remove import task' button. The 'Remove import task' deletes only the remaining part of not
imported task.

Dashboard f Domains / Domain dashboard - ivaspala mi f Sender blackiist

Sender blacklist © Heiv

Import is in process. Please wail B

o= Add [ Delete | *y Resetto defau Remove importtask) [ Exportio GSV file +_* Refresh

&3 Fitters
[ Sendar Created Date
7] cheat@greedy.com 2020-05-14 17:51:.01
] hacker@heliboy.com 2020-05-14 17:34:52
] judas@trustmenot com 2020-05-14 17:33:52
1 i1 [1-373] Perpage (15 |w

On completion of the upload process, the result is displayed.
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Dashboard / Domains / Domain dashboard - ivaspala.ml f Sender blacklist

Sender blacklist Help
Total lines processed 4 5 |
Imported 4 user(s) %]
Import for domain ilvaspala.mi has been finished (%]
o Add [ Delete %y Resetiodetauit g% ExporttoCsviile | (% Import from CSV file £ Refresh
@ Fitters
] Sender Created Date
I cheat@greedy.com 20200514 17:51:01

| hacker@hellboy.com 2020-05-14 17:34:52
] judas@trustmenat.com 2020-05-14 17:33:52
| sender? @domainnamel.com 2020:05-1418:11:27
] sender2@domainname2.ong 2020-05-14 1811:27
| sender3@domainname3.in 2020-05-14 18:11:27
| senderd@domainnamed.us 2020-05-14 18:11:27

1 I [1-FiT] Per page |15 w

The sender blacklist from .csv file is uploaded and the administrator who carried out the task receives a notification
about the import task completion.

Export the Sender Blacklist to CSV file

The administrator can save the configured sender blacklist by exporting it as a CSV file. If required in future, the
administrator can import the users from the csv file, for example for a new account or after a reset.

Export the list
»  Click the 'Export to CSV file" to save the list of blacklisted senders as a CSV file
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Dashboard f Domains / Demain dashbeard - decteameasg. comode.od.ua / Sender blacklist

Sender blacklist Help

o 4dd [ Delete ¥y Resetto defaut{ () Exportto Csvfile ) Importfrom CSV file

[7] Sender

-
Cpening SenderBlacklist_docteamcasg.comod UA.CSV M

You have chosen to open:
| SenderBlacklist_docteamcasg.comodo.od.ua.csv

which is: Text Docurnent
from: http://5.39.28.212:8080

What should Firefox do with this file?

) Openwith | Notepad (default) -

i@ Save File

) ) o ] Perpage (15 |w
[7] Do this autematically for files like this from now on.

| ok || Concel |

Afile download dialog is displayed.
«  Click 'OK'to save the file in your system.
Delete Users from the Sender Blacklist

»  Click ‘Reset to default’ to remove all blacklisted senders
»  Toremove sender(s), select them from the list and click the 'Delete" button.

Dgshboard / Domaing / Domain dashboard - itvazpata mi f Sander blackist

Sender blaCkliSt &) Help

o= Add %y Reseltodefault | 3] Exportto CSVfile | (33 Importfrom CSV file £ ¥ Refrash

€ Fiters

| Sender

Created Date

iR EEENESE Remove sender(s) BTl 14 17:51:01

== Are you sure you want to remove the selected
sender(s)?

14181127
14181127

] sender3@domainname?.in M20-05-14 181127

+  Click 'OK" to confirm your changes.
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The sender(s) are removed from the blacklist. The emails from the senders are allowed as per the existing filter
settings in CASG.

Whitelist Senders Per User

«  Admins can permit certain senders for specific recipients - even if those senders are blacklisted elsewhere
for other users.

»  Senders can be manually whitelisted for a specific recipient, or can be imported from .csv. They can also be
added after a user request.

« Allfiltering is disabled for whitelisted senders to specific recipients

«  Comodo strongly recommends you only use this option after analyzing the request is genuine and
warranted.

Configure sender whitelist per user

«  Click 'Domain Rules' > 'Whitelist senders per user' in the left-hand menu.

' coOMODO
' Antispam Gateway

/) Dashboard

@ Domain dashboard
@ Incoming

@ Qutgoing

E] Email management
(5 Audit log

% Domain Rules
Create rule

TLD &gTLD Rules

Recipient whitelist

Blacklist senders per user

L
[£5] Account management

The 'Whitelist senders per user' interface opens:
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Dashboard / Domains / Domiain dashbeard - ilyaspals. mi f Whitelist senders per user
Whitelist senders per user © Heb
o= Add  f[J Detete | () imporfrom CSviile g% Exportto CSVfile {73 Refresh
&) Fiters
[7] Sender Recipient Created Date
1 mary@heaven com user? 20200515 10:280
[[] iohn@believeme com userl 2020-05-15 10:27:38
1 'R Perpage 15 w

«  Sender — Whitelisted sender’s email address
» Recipient — User name of the recipient
« Created date — Date and time the whitelist sender was added

From this interface administrators can:

« Add senders to whitelist per user

»  Export the list to CSV file for use in future

» Remove senders from Whitelist senders per user list
Add Senders to Whiltelist Per User

You can add senders to whitelist per user in the following ways:
+ Manually add senders
* Import senders from a CSV file
«  Add from 'Whitelist requests' from a user

Manually add senders
Administrators can manually specify the whitelisted sender and corresponding recipient as follows:

+  Click the 'Add' button
The 'Add sender' dialog box opens:
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Daghboard / Domains / Domain dashbogrd - ivaspala ml/ Whitelst senders per user

Whitelist senders per user © Heip

m i Delete ¢ importtrom CSVile | (%) Exportto CSV file £ % Refresh

@ 30l Add sender

Sender: | angel @ |stars.com

Recipient. yser3

' Cancel , Perpage (15 |w

«  Sender - Enter the sender's username in the first text box and sender's email domain name after the @
symbol.

+ Recipient - Enter the recipient's name in the first text box in the second row. Note: The recipient should be
a valid user.

»  Click 'Save' button. Repeat the process to add more whitelisted senders for the user.

Dashboard f Domains / Doman dashboard - ilvaspala mil f Whitelist senders per user
Whitelist senders per user © Hew
o Add [ Delete (@) importfrom CSVfile g1 Exportio CSVfile {3 Refresh
| € Fiters
[F] Sender Recipient Created Date
[l mary@heaven com user? 20200515 10:28:01
[ john@believerne.com userl 20200515 10:27:38
[£] angel@stars.com user2 20200515 10:50:42
1 'k Perpage 15 | w

Import senders from a CSV file

Administrators can import multiple senders at a time from a comma separated value (CSV) file to sender whitelist per
user. The list of whitelisted senders and respective recipients are created using notepad or a speadsheet application
like MS Excel or OpenOffice Calc and saved in .csv format. Each line in the .csv file should contain the sender's
email address and the username of the recipient or sender's email address and the recipient's email address,
separated by a comma. An example is shown below:

senderl@anydomain.com, recipientl
sender2@anydomain.com, recipient2@domain.com
sender3@somedomain.com, recipient3
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Import senders to whitelist from CSV file

Click the 'Import from CSV file' from the 'Whitelist senders per user' interface.
The 'Upload' dialog appears:

Dashbogrd J Domains / Doman dashboard - ivazpaks mi / Whitelist senders per user

Whitelist senders per user

o add [ Deletd_y importtrom CSviile % Exportto CSVfile

|
£ _* Refresh |

Each line should contain two columns: sender,usemame Created Date

020-05-15 10:28:01
7 john@ sender@anydomain.com, recipient

M020-05-1510:27:38
] angel@

senden@anydomain.com, recipient@domain.com

2020-05-15 10:50:42

Perpage (15 |w
Upload

Click 'Upload', navigate to the location where the file is saved and click the 'Open’ button. The maximum
size of the file that can be uploaded is 9 MB.

The upload is placed in import tasks queue and the progress of the upload is displayed. If you want to remove the

upload from the queue, click the ‘Cancel import from the CSV file' button. The ‘Cancel import from the CSV file'
deletes only the remaining part of not imported task.

Dashboard f Domains f Domain dashboard - ilvaspala ml f Whitefist senders per user

Whitelist senders per user

) Help

Impartis in process. Please walt B8
o= add | [[] Delete Cancel import from CSV filg) (f) Exportto CSV file . £_* Refrash

& Fiters

[[] Sender Recipient Created Date

] mary@heaven.com user? 2020-051510:28:01

[[] john@believerms com user 2020-05-1510:27-38

[[] angel@stars.com user?

2020-05-15 10:50:42
1 I [1-3/3]

Perpage |15 w

On completion of the upload process, the result is displayed.
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‘/
Cazhboard / Domains / Domain dashboard - ivaspals.ml/ Whitelist senders per user
Whitelist senders per user © Hew
Total lines processed 6 B8
Imported 4 senders as whitelisted %]
Import for domain ilvaspala. ml has been finished ﬂ
o= add | [ Delete () importfrom CSVfile | 1) Exportto CSVfile +_* Refresh
&3 Finers
| Sender Recipient Created Date
senderd@domainnamed us user] 2020-0515 12-26:47
2020-0515 12:20:47

The sender whitelist per user from the CSV file is uploaded and the administrator who carried out the task receives a
notification about the import task completion.

Add from Whitelist requests from users

The administrator can add senders to whitelist based on the requests of the users. See Email Management >
Whitelisted Requests for more details.

Export the Whitelist senders per user list to CSV file

The administrator can save the whitelist senders per user list by exporting it as a CSV file. If required in future, the
administrator can import the users from the file, for example for a new account or after a reset.

Export the list
+  Click the 'Export to CSV file" button to save the list
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Dashboard / Domains / Doman deshboard - ivaspala mi f Whitelist senders per user

Whitelist senders per user & Heip

4 ¥ Refresh

o Add [ Detete ¢ Importirom csv e (3 Exportio CSVfile

Opening SenderPerUserWhitelist_ilyaspala.ml.csv e x|

£ Fig l

You have chosen to open:

| Sel || SenderPerUserWhitelist ilyaspala.mlcsv | = Created Date
: a which is: Text Document S
- 3en from: https://domeasmsp.cdome.net LEh e e
| send i 2020-05-1512:29:47
] send  What should Firefox do with this file? | 2020-0515 12:29:46
] send () Open with | Notepad (default) w ; 2020-0515 12:29:46
o e~ - - - 1| 202005150280
7] john [] Do this gutomatically for files like this from now on. 2020-05-1510:27:38

| angd | 2020-05-15 10:50:42

Cancel Perpage (15 | w

Afile download dialog is displayed.
»  Click 'OK' to save the file.
Delete Senders from Whitelist

- To delete sender(s) from the whitelist, select the sender(s) from the list and click the 'Delete" button.
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Daszhboard / Domaing / Demain dashboard - ilvaspala.ml / Whitelist senders per user

Whitelist senders per user
o= Add .

(&7 Importfrom CSVfile &) Exportto CSVfile

M Delete

@ Filters

[ Sender

Remove senders

@ Are you sure you want to remove selected
l@' senders?
sender3@q

i
sender2@d

[F] sender1 [@mdomainname1.com user?

senderd@qg

[F] mary@heaven.com user2

+  Click 'OK" in the confirmation dialog.

Blacklist Senders Per User

»  CASG allows admins to prevent certain senders from sending mail to specific users.

»  This feature is useful in scenarios where you want to allow mails from a particular sender to all users in the
domain but want to block the sender for a particular recipient in the domain.

+  Senders can be added manually, imported from .csv and from a user request.
Configure sender blacklist per user
«  Click 'Domain Rules' > 'Blacklist senders per user' in the left-hand menu:
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' cCOMODO
g Antispam Gateway

(7) Dashboard

@ Domain dashboard

@ Incoming

AR Outgoing

E] Email management

[ Audit log

Domain Rules
Create rule
TLD &QTLD Rules
Recipient whitelist
Sender whitelist

RFecipient blacklist

¥
[£5) Account management

The 'Blacklist senders per user' interface opens:

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 216



Comodo Antispam Gatewgy___;..Adm'i‘ﬁié"ffaié;(}uide

L i

Dashboard / Domans / Demain dashboard - itvasnaia mi / Blackist senders per user

Blacklist senders per user

o= add | [ Detete ¥y importfromcsviite | ¥ Exportto CSViile

€ Fiters -

| Sender Recipient Created Date
| judas@hell.com userl 2020-051513:10:48

E joker@darknight.com user2 2020-05-1513:11:16

cCOMODO

Creating Trust Online®

© Hebp

{3 Refresn

1 "1 Perpage (15 ~

»  Sender - Blackisted sender’s email address
» Recipient — User name of the recipient
« Created date — Date and time the blacklist sender was added

From this interface you can:

« Add senders to blacklist per user
«  Export the list to CSV file for use in future
» Remove senders from blacklist senders per user list

Add Senders to Blacklist Per User

You can add senders to blacklist in three ways:

« Manually add senders

« Import senders from a CSV file

» Add senders from 'Blacklist requests from users
Manually add the senders

You can manually specify the senders to be blacklisted for specific recipients.
Manually add senders to blacklist per user basis

+  Click the 'Add" button
The 'Add sender' dialog opens:
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L i

Dashboard / Domaing / Domain dashboard - ivaspala. ml / Blackist senders per user
Blacklist senders per user © Hew

@ i Detete %5 impotfrom CSViile g2 Exportto CSVfile £} Refresh

Add sender

Sender: |

Recipient;

Perpage |15 w

«  Sender - Enter the sender's username in the first textbox and sender's email domain name after the @
symbol in the first row.

+ Recipient - Enter the recipient's username in the first text box in the second row. Note: The recipient should
be a valid user.

»  Click 'Save' button. Repeat the process to add more blacklisted senders for the user.

The list is updated and displayed:

Dashboard / Domaing / Domain dashboard - #yaspala.ml f Blacklist senders per user
Blacklist senders per user © Heio
o add  [[] Delete @) impotiomCSVAile % Exportto CSVfile | £* Refresh |
€ Fiters
] Sender Recipient Created Date
| vilkan@notgoodone. com user2 2020-05-1513:33.08
[C] pressler@joker.com userl 2020-05-15 13:34:07
] judas@hell.com user] 2020-051513:10:48
[ joker@darknight.com user2 2020-05-1513:11:16
1 i [1-474] Perpage (15 w

Import senders from a CSV file

Administrators can import multiple senders at a time from a comma separated values (CSV) file to sender blacklist
per user. The list of blacklisted senders and respective recipients can be created using notepad or a speadsheet
application like MS Excel or OpenOffice Calc and saved in .csv format. Each line in the .csv file should contain the
sender's email address and the username of the recipient or sender's email address and the recipient's email
address, separated by a comma. An example is shown below:

senderl@anydomain.com, recipientl
sender2@anydomain.com, recipient2@domain.com
sender3@somedomain.com, recipient3

Import senders to Blacklist from CSV file
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Click the 'Import from CSV file' button from the 'Blacklist senders per user' interface.
The 'Upload' dialog appears:

Dashbgard / Domains / Domain dashboard - #yvaspala. ml / Blacklist 3enders per user

Blacklist senders per user © Hep

o add [ Deletl %) importirom csvile) (% Exportto CSV file | {* Refresh |

Each line should contain two columns: sender,username
Created Date

2020-05-1513:33.08

sender@anydomain.com, recipient

; = . 2020-05-15 13:34:07
sender@anydomain.com, recipient@domain.com

2020-05-15 13:10:48

Upload 2020-05-1513:11.16

Perpage 15 w

«  Click 'Upload', navigate to the location where the CSV file is saved and click the 'Open’ button. The
maximum size of the file that can be uploaded is 9 MB.

The upload is placed in import tasks queue and the progress of the upload is displayed. If you want to remove the
upload from the queue, click the 'Cancel import from CSV file' button. The 'Cancel import from CSV file' deletes only
the remaining part of not imported task.

Diashboard / Domains f Domain dashboard - ivaspala milf Blacklst senders per user

Blacklist senders per user @ Hew

Importis in process. Please wait

ofs add | [ DeteteTy¢ Cancelimportirom CSVHIE) (%) Exportto CSV file #_* Refresh

€ Finers

] Sender Recipient Created Date
1 vilian@notgoodone. com user2 2020-05-1513:3308
& presslen@joker.com userl 2020-05-15 13:3407
™ judas@hell.com useri 20200515 13:10:48
i joker@darknight.com user2 2020-05-15 13:11:16
1 i1 [1-414] Per page 15 w

On completion of the upload process, the result is displayed.
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aghboard f Domains f Domain dashboard - ilvaspala mi f Blackist senders per user

Blacklist senders per user Help
Total lines processed 6 B
Imported 4 senders as blackisted (%]
Import for domain ilyaspala.ml has been finished B
o add | ] Detete () importrom cSvhile (! Exportto CSVfile +_* Refresh
£ Fiters
[[] Sender Recipient Created Date
[£] vilian@notgoodone.com user2 2020-05-15 13:33:08
7] sender4@domainnamed.us userl 2020-05-15 13:46:45

The sender blacklist per user from the CSV file is uploaded and the administrator who carried out the task receives a
notification about the import task completion.

Add senders from Blacklist requests from users

Administrators can add senders to blacklist based on the requests of the users. See Email Management >
Blacklisted Requests for more details.

Export the blacklist senders per user list to a CSV file

Administrators can save the blacklist senders per user list by exporting it as a CSV file. If required in future, the
administrator can import the users from the csv file, for example for a new account or after a reset.

Export the list
»  Click the 'Export to CSV file' button
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Dashboard f Domans / Domain dashboard - ilvaspala.mi f Blackist senders per user

Blacklist senders per user © o
o Add Delete | (33 Import from t:svme £ Refresh |
Opening SenderPerllserBlackList_ilyaspala.ml.csv X
@ Fitters
You have chosen to open:
] Sender | SenderPerUserBlackList_ilyaspala.ml.csv sated Date
villian@notgood which is: Text Document 10-05-15 13:33:08
= from: httpsd o et
[l sender4doma S b i i i 0-05-15 13:46:45
| 1 :IEr':-.'.!'—":?@'!-:'JI.’.II"I'IF.I What st id Firef do with this file? 00515 134645
[} sender2@doma O Openwith [N d (default) = 0-05-15 13:46:45
O senderi@domal  Gloouc Foie ——— e IS5 1346
7] pressier@joker e : , 100515 13:34:07
. ) [] Do this automatically for files like this from now on,
] judas@hell.com) !:-r;.m 51310048
_____ joker@darknigh 10.0515 13:11:16
1 ! Perpage (15 | w

Afile download dialog is displayed.
+  Click 'OK" to save the file.

Delete Senders from Blacklist

« To delete sender(s) from the blacklist, select them from the list and click the 'Delete’ button.
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Daszhboard / Demaing f Domain dashboard - ivaspala.ml / Blacklist senders per user

Blacklist senders per user

o add(_J Delete ) (¥ importfrom Csviile (3 Exportto CSV file

{5
]

5t]

il @Are you sure you want to remove selected

senders?
sende
sende
sende
sender]@domainnamel.com user2
] pressler@joker.com user]

+  Click 'OK" in the confirmation dialog.

6.5.7 Account Management

The 'Account Management' interface allows you to manage users for a selected domain. Admins can reset
passwords for users, allow or deny access to user accounts, import users from .csv file and import users from Active
Directory (AD) servers.

Administrators can also view users' login history. See User History for more details.
Click the following links for more details:

+ Users

»  User auto-import

+ Users history

» Importing Users from LDAP
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6.5.7.1 User Account Management

The 'Users' area lets you manage users for a selected domain. You can add/import users, delete users, edit user
accounts, reset passwords and configure user permissions. You can also configure mail aliases in this interface.

' coOMODO
' Antispam Gateway

Dashboard
Domain dashboard
Incoming

Outgoing

Email management

Audit log

= Domain Rules

Account management
JSETS
Jsers auto-import
Jsers history
LDAP import configuration
LDAP import confirmation list

LDARP importignore list

Click the following links for more details:
+ Manage Users
« Add New Users
» Delete Users
» Edit Users
» Unlock Users
* Import Users from CSV file
« Export Users to CSV file
« Manage Permissions
« Aliases
*  Moving to Aliases
» Import Aliases from CSV file
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«  Forward mails to another user
«  Other actions
Manage Users

+  Click 'Account management' on the left then click 'Users".

f cCoOMODO
' Antispam Gateway

Dashboard

@ Domain dashboard
A Incoming

@) outgoing

(®) Email management

[31 Audit log

% Domain Rules

¥
[£5 Account management

port configuration
LDAR import confirmation list

LDAP import ignore list

This opens the 'Users' interface of the selected domain:
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Dazhbaard / Domaing / Domain dashboard - docleamecasy comodo od ua f Uzars
Users € Heip

o ada | [ Deste  # Eat | () Uniock 3 Refresh |
&) Filters

] Usemame Enabiled Last login Aliases Group Forward to

[E] bob Yies 20135406-29 DB:24:00 Power Users

] john Yea 20715406-29 11:32:54 Users

17| alice Yes Ugsers

1 " [1-2i2) Per page |15 W

»  Click any column header to sort items in ascending/descending order of the entries in that column.
Sorting is not available for the 'Aliases' and 'Group' columns.
Use filters to search for users

«  Click anywhere on the 'Filters' stripe to open the filters area.

Daghboard f Domaing / Domain dashboard - docteamcasg comodo od ua F Users

Users Help

o 4dd | [ Detste | @ Edt | @ Unlock  [ELECERIRIEE £ Refresh

@ Filtera

+ Usemame w conlaing v Apply filter

- v equals v O

LIsername

Enabled led

Last login |

by Aliag uzemame 2015-06-29 08:24-00 Power Lisers

jd Alas domain 20150620 11:22.54 D
Forward to

al Group sers

=

Lasl login Aliases Group Forward 1o

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

+  Click ‘Apply Filter'.

You can filter results by the following parameters:
« Username: Type a user name in the text box (column 3) and select a condition in column 2.
+ Enabled: Sort users by whether or not their account has been activated.
« Last Login: Sort users according to a specific login time. Choose the date ranges from the boxes provided.
»  Alias username: Search users by their email alias.
«  Alias Domain: Search users by their domain alias.
»  Forward to: Search users by the address to which their mail is forwarded
Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .
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Add a new user

e Click the 'Add' button.

Deazhboard / Domaing , Domain daghiboard - docieamcasy comodo of 13 / Users

Users © Hein
ﬁ Delete  # Edit Unlock £* Refresh
| ) Fiers

| Username Enablaed Last login Alases Group Forward 1o

This opens the new user configuration screen:

Mew user

UUsername
John| @ |ilyaspala.ml

#| Enabled

) Whitelist this email

#| Send quarantine reports
#| Send invitation

£ Non human

L Public email

Enable Containment éUse domain settings (Enablé v

e [

« Username - Type the name of the new user. This forms the first part of their email address. For example, if
you type ‘alice’, the email address of the user will be 'alice@domainname.com',

«  Enabled - Clear this box to deny the new user access to CASG. The email address will still work, they just
can't login to the CASG interface to, for example, check their quarantined mail. You can enable the user
later if required.

You can choose to add the new user to Recipient Whitelist from this interface itself.

+  Select the checkbox beside the 'Whitelist email' to add the user to Recipient Whitelist.
Admins can also determine whether users get the reports or not. By default, it is enabled.

« Deselect the 'Send quarantine reports' box to disable this option.

»  Select the 'Send invitation' box to send an invitation mail to the email recipient address entered in the
‘Username' text box.
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The non-human and public email settings are simply markers which help Comodo to improve antispam rules and the
service in general. They let us see the volume and type of spam that these types of addresses attract. These
settings do not affect any technical operations, or the protection that is applied to the addresses.

Please help Comodo by telling us if the address is one, or both, of the following:

*  Non-human - A mailing list, or other non-personal email address. For example,
info@yourdomain.com or sales@yourdomain.com.

»  Public email — A contact address that you make freely available for people to contact you. You
might put this address on your website, twitter feed or Facebook page.

You can choose whether containment feature should be enabled / disabled for the user. This setting overrides the
containment settings configured for the domain.

«  Enable Containment — The options available are:
« Enable
« Disable

«  Use domain settings (Enable) — Applies the domain settings for containment to the user. Default
value is 'Enabled’ for a domain.

»  Click the 'Save' button.

Note: If the user is disabled and subscribed for periodical Quarantine Reports, the subscription will also be
canceled.

An email to the added user will be sent automatically containing password to access CASG. The password can be
reset in the edit interface. The added user will be displayed in the list.

ashboard | Domains ¢ Domain dashboard - docteamcasg comoedo od.us f Users
Users € e
o 200 | T Delete | @ Ei &) Unlock £ Refresh
€3 Fiers
[7] Username Enablad Last login Aliasas Group Forward 1o
alice Yes Jsers
bk Yes 201506-29 D8-24:00 Power Users john@docteameasy. como
jehn Yes 201506-29 11:32:54 Uszers
1 " [1-3/3] Perpage (15 |w
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Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of
users limit configured for the domain in the Add Domains / Edit Domains / Domain Settings interfaces. When
you exceed the limit of users, the following will be displayed while adding a new user.

Warning

(o ol cannot add more users a5 you have reached
/X your maximum number of allowed users
i}

To delete an existing user
«  Select the user you want to delete from the list and click the 'Delete' button

Dashbonrd ¢ Domains f Demain dashboard - docteamcasg comodo od yp f Users

Users © Hen
o 200 { [0 Delere ) @ et | B uniocx £_* Refrash
&3 Fiters

Enabled Last login Aliases Group Forward to
Yes Users
Vs 201506-20 0B:24:00 Power Users john@docteamcasg como
Yes 201506-20 11:32:54 Lisers
Yes Uzars
1 " [1-313] Perpage |15 w

+  Click 'OK" to confirm your changes.

Delete users

@ Are woud sure wou want to delete the selected

nsers?

The user(s) will be removed from the list.
To edit an existing user
You can select to allow or deny permission for the users to access their CASG account in the edit interface as well
as enable or disable quarantine report generation for the user.
«  Select the user you want to edit from the list and click the 'Edit' button.
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Dasbboard f Domains /- Domain dashboard - decteamcasg comodp od un £ Users

Users © ven

SRR BT SR SR Moce actions v | 3 Refresh

Enabled Last login Aliases Group Forward to

Yeas Lisers

Yes 201506-29 DB:24:00 Power Users john@docteameasg.coma
Yes 2015-06-20 11:32:54 Users

Yes Uszers

1 " [1=373] Per page |15 >

The 'Edit user' dialog box will appear.

Edit user henry@docteamcasg.comodo.od.ua

Username

@

Enabled Whitelist this email Send gquarantine reports

Save | Cancel |

- Enabled - Allows the user to access the CASG interface.
«  Whitelist email - Adds the user to the Recipient Whitelist.

- Disable 'Send quarantine reports' checkbox, if you do not want the user to get quarantine reports. By
default it is enabled.

«  Click the 'Save' button to confirm your changes.

Note: Any active subscriptions or scheduled reports for the user will be automatically canceled if access to CASG is
disabled.

Unlock users
After 3 unsuccessful login attempts, CASG will lock a user out of their account for 30 minutes. If required, you can
unlock these users immediately without waiting for the timeout to end.

Locked out users have a lock icon next to their names:
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Dashboard / Domains ¢ Domain dashboard - docteameasg comode.od.ua f Usans
Users € Hebp
s Towen 2 e (3 unos) IEIIEEIND 13 Roreen

€3 Fitters

Last login Aliases Group Forward to
LUsers
201506-30 10:17:29 Power Users
hen MNe Users
John Yes 2015406-30 10:27-45 Users
1 i [1-414] Perpage 15 |w

»  Select the locked user from the list and click the 'Unlock' button.
+  Click ‘OK’ in the confirmation dialog:

Unlock users

@ Areyou sure you want to unlock the selected

users?

The user is now free to try to login again.

Import users from CSV file

You can add many new users at a time by importing from a file. The users should be saved in ‘comma separated
value' (CSV) as shown below:

usernamel,domainname,true

username2,domainname,false
«  Toimport new users from a CSV file click 'More actions' > 'Import from CSV file'
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Dazhboard f Domains / Domain dashboard - ivasoaia.mi f Users

Users &) Heip
o 4dd - [ Delete | #* Eat | ) Unlock QRINEELTIERSY £ ! Refresh
Enabie
Enalble by fler
&) Fiters
Send invitation
7] Usemame Enabled 1S5 Group Forward to
Regenerate password
] admin Yes 51@ilyaspala mi Domain Uiser
£ test Yes Mokaog pormiesin Damain Lisef

1 i [1-272] Alvace Perpage (15 |w
Mave o akases

Forward bo

Import afas from CEV file

Export to CSV file

The 'Upload' dialog will be displayed.

Upload csvfile.
Each line should contain three columns: username,domain,is user enahbled
or not

For example:

testuser, testdomain, true

Upload

«  Click the 'Upload' button and navigate to the location where the file is saved and click the '‘Open’ button.
The upload progress will be displayed...

Dashboard f Domains / Domain dashboard - docleamcasg comode od ua f Users
Users © Habo
Impartis in process. Pleasa wail E

.J‘ add  J Delete _4“ Edit |_—':_'1l_ln:a-:f =G Refresh

...and when completed, the results will be displayed.
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Cashbeard / Damsing / Doman dashboard - docteameasy comods o ua / Usere
Users o
Imponad 1 user(s) | X]

1 users already exist x|
£ * Refresh

o a0l | T Detete | @ Eot (@) uniock [PEEEEIERE

£} Fihers

Usernama Enabled Last login Aliases Group Fonwand to

lice Yes Users
bob Yes 2015406-30 10:17:29 Power Uisers

£ ] Users

oh Ye 2015-06-30 10:27:45 Users

smith Mo Users

1 i [1 51 Perpage 15 >

The administrator who carried out the task will receive a notification about the import task completion.

Note: The number of users that can be added depends on the plan subscribed by you and the maximum number of
users limit configured for the domain in the Add Domains / Edit Domains / Domain Settings interface. CASG will
stop importing users after the number of users allowed for the account is reached and a warning will be displayed.
Dashboard / Domains f Domain dashboard - docleamcaso comodo od ua f Users
Users € Hein
Imported 1 user(s) [ |
You cannof add more users as you have reached your masimum number of allowed users by license limitation, 1 users were imported [ x|
o Add | [ Delete & Edit (@) Unlock 3 Refresh
Fifters
Export Users to CSV file
You can save the user list as a CSV file.
«  Click ‘More actions’ > ‘Export to CSV file’
232
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Dazhboard / Domains / Domain dashboard - ivpspala.ml / Users

Users Help
o Agd | [ Delete | 2 Em D L.'nl-:u: 3 Refresh |
Enable

Enabile by fter

&5 Finers
Send invitation

[ Ussrname Enabled 1585 Group Forward to
Ragensrale passw ond

aamen Yes 51 @inyaspalam Domakn Lser

Manags permEsong

| test Yes . Domain Liser

M
; , 1-212] Aligzes Per page |15 W

Maove 1o aiases
Forward 1o
Impor alias from C3W file

Impot from C3Y file

T e

The file download dialog is displayed.

Opening userlist.CSV *

You have chosen to open:
= userlist.CSV
which is: OpenOffice.org XML 1.0 Spreadsheet

from: https://domeasmsp.cdome.net

What should Firefox do with this file?
) Open with | OpenOffice Calc (default) o

@Eﬁave File

[ De this automatically for files like this from now on.

QK Cancel

»  Click 'Open' to view the file with an appropriate application
»  Click 'OK' to save the file to your computer.
This file can be opened with Excel or Openoffice Calc.
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Manage Permissions for users

+  Permissions determine what a user can and cannot do in the CASG interface.

+  You can create policies which consist of a broad set of permissions, and assign them to users from this
interface. See User Groups & Permissions for help to create groups and policies.

+  New users automatically receive default permission settings.
Assign permissions for a user

»  Select the user(s) and click 'More actions' > 'Manage permissions'

Dashboard f Domaing / Domain dashbieard - ivaspals ml / Users

Users @ Hein
; i 4]
o add | [ Delete @ Edit | () Uniock £ Refresh
Enabia
© Fie Enabile by fiter
k]

Send invitation

] Username Enabled ases Group Forward to
Regenerale passwoard
adrrin Yes

i a 8 51 @ilyaspalam Domain Liser

1 1 [1-2i2] Fm—— Ferpage 15 |w

Move to slases

Forward to

Import alias from CSW fie
Impor from CSV fie

Export to CSV file

The 'User Groups & permissions' interface will appear.
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User groups & permissions

o Add

Hame Permission:

&) Power Users S All user permissions

@ Users (Default)
® HR

Assign to selected users Assign to filtered users | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default,
'User (Default) and 'Power User' groups will be available and administrators can add, edit groups and assign
permissions to users. See the section User Groups & Permissions for more details.

«  Select the group from the list.
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User groups & permissions

o add | 2 Edit | [T Detete | {3 Make defautt

Hame Permission;

&) Power Users 4 |8 All user permissions

© Users (Default) *IIncoming Log Search
@ HR Outgeoing Log Search

*| Report Spam

T User report subscriptions

Quarantine

~| Archive

*| Create mail request
*| Change user settings
* I Whitelist / Blacklist

Assign to selected users Assign to filtered users | Cancel

The permissions set for this group will be displayed on the right.

«  Click the 'Assign to selected users' button to set permissions for selected user or multiple users.

«  Click 'Assign to filtered users' button to set permissions for selected group to all users or to all users found
by filter.

e Click 'OK"in the confirmation window.
Assign Group

o= This group will he assigned to all selected users.
Arewou sure?

The selected user(s) will be assigned to the group and successfully assigned message will be displayed.
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Cashibcard / Domains / [oman dashboard - docteameass. comodo. od.ug / Uaars

Users @ Hew
Permissions successfully assigned to 2 user{s) %]
o aod | [ Detete @ Eat | (D Unlock £} Refrash
@ Filters

Username Enabiled Last login Aliases Group Forward to
alice Yes Lzere
bob Yes 2015-06-30 10:17:29 Power Ulzers

[E] henry Yes HR

[ john Yes 2015-06-30 10:27:45 HR
1 i [1-4/4] Perpage 15 | w

The interface also displays the new group assigned for the selected user under the ‘Group' column.
Adding the user aliases

CASG allows admins to add a user alias name to organize emails related to different groups or functions into a
single email inbox automatically. The users can protect their real email address.

«  Select a user and click 'More actions' > 'Aliases' to add user aliases.

Dashbeard # Domans £ Domain dashboard - ivaspala.mi / Users

Users © Heis
—— .
o #dd | [ Delete ¢ Edit (3 uniock QLTI | £ Refresh
Enable
Enabile by fiter
© Ftes
Sand invitation
| Username Enabled 15635 Group Forward to
Ragenarate password
E agmin Yes 91 ?I yaspalam Domain User
lManage permEs0ne
L test Yes 9 Domain User

1 M [1-212] C:D Perpage |15 w

Meve 1o aliases

Forward to

Impori alas from CSV file
knport from CSY file

Export to C5V file

«  Enter the full email alias address of the user. Note: The alias email address must be of any domain
belonging to the account.
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User Aliases

o= Add alias

- stores@democasg.comodo.od.ua

Save | Cancel |

»  Click the Save button.

Note: Users cannot add an alias by themselves.

=

« Toremove an added alias row click the ™= icon beside it.

» To add multiple aliases click the button.

After adding a user to an alias, admins can extract him/her as a user.
»  Click the 'Aliases' button after selecting the user.
In the 'User Aliases' dialog next to the added alias row, the 'Extract as user' button will be displayed.

User Aliases

== Add alias

- stores@democasg.comodo.od.ua Extract as user

Save | Cancel |

«  Click the 'Extract as user' button.
The confirmation dialog will be displayed.

Success

@ Alias was successiully moved to user

+ Click'OK'

The user extracted from the 'User Aliases' dialog box will be added to list of users in the respective domain added as
alias and will be placed in the default group.
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Caghboard F Comans / Domain gashboardl

Users © He

4 s | @ owete| 2 5 @ s By

£3 Filers

Username Enabled Lasl kogin Aliases Growp Forward 1o
Yes Ugars

1 i1 [1-111] Perpage |15 w

Note: The number of users that can be added for an account depends on the plan subscribed by you. When you
exceed the limit of users, a warning will be displayed.

Moving user account to aliases
CASG allows admins to move an existing user as an alias for another user for any domain available in your account.
«  Select the user then click 'More actions' > 'Move to aliases'

Dashboard / Domains / Domain dashboard - ilyaspals.mi / Users
Users © He
L —
o rca [ Detete & Edit (@ uniock (T it £} Refresh I
Ennbie
; Enabda by fiter
&5 Fiters
Send invitation
[ Username Enabiled 1585 Group Forward to
Repenerate password
| admin Yes =1 @ilyaspala m Domain Lises
] test Yes e oo Domain User

s lanes

Foreard io

1 " 1.212]

Perpage 15 |w

Import akas from C5V file
Impart from G35V file

Expodt io C3V fie

- Type the full email address of the user for whom the alias has to be added. Note: The user and domain
should be valid and belong to your account.

User Aliases

stores@democasg.comodo.od.ua

Save | Cancel |
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«  Click the 'Save' button.

Now, the selected user has become an alias of another user. (This could be for the same domain or another domain
belonging to your account.)

Dashboard f Domains / Domain dashboard - democasg comado od ua / Users

Users © tew
o 2od T Delete @ Edit | (@) Uniock (TSR RIERE | £ Refresh
a Filters
T Username Enabled Last login Aliases Group Forward to

I ._ stores Yea alicef@docteamcasg.comc Lsers I

1 i [1-111] Perpage 15 | w

Import alias from CSV file

You can add many aliases to existing user(s) at a time for the selected domain and / or for other domains available
for your account by importing from a file. The aliases should be saved in ‘comma separated value' (CSV) as shown
below:

Example 1

The following example shows how you can add alias for two users for the selected domain.
alias@domain.com usernamel, username2

Example 2

The following example shows how you can add alias for users for the selected domain and other domains available
for your account.
alias@domain.com usernamel, username2, username3@domain2

Please note that for adding many aliases at a time, each alias should be separated by a paragraph line. For
example:

aliasl@domain.com usernamel, username?2
alias2@domain.com usernamel, username2, username3@domain2

+  Click 'More actions' > 'Import alias from CSV file'
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Dashboard f Domaing J/ Domain dashboard - ivaspaks ml f Ugers

Users € e
ofe Ada [ Delete ¢ Ect @ Unlock £ Refresh
Enaie

Enabie by filler

&5 Fitters
Send inwiation
7] Username Enabled 1585 Group Forward to
Regenerate password
] admin Yes 51 @ilyaspala,mi Domain User
Manage permisaons
7] test Yes o Dwarnain Liser
1 T} [1-2/2)] Alazas Per page |15 W

Mawve to akases
Forward to

Import from CSY fiie

Export o CSV file

The 'Upload' dialog will be displayed.

Uload csvfile.
Each line should be inthe next format: alias [csy user list],

For example
alias@testdomain user!, user2@domain
When domain name is not mentioned - userwill be added to the current

domain to alias name
Wihen such user does not exists - userwill be created

Upload

«  Click the 'Upload' button and navigate to the location where the file is saved and click the '‘Open' button.
The upload progress will be displayed...

Caghbcard / Domaing ¢ Domein dashcard - docisamcasq. comodo.od.ug f Usars

Users @ Hein
Impar is in procass. Please wail E
o sdd [ Delete @ Eat D Uniock Ll g £ * Refresh
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...and when completed, the results will be displayed.

Dasbboard / Jomans /- Joman dashbeard - docieamcso comodo od. ik f Users

Users © Heip
Total lines processed 1 (%]
Impart for domain docteamcasg.comodo.od.ua has been finished B
1users alreary exist (X
o fod | T Delete | @ Edit | [ Uniock m | 3 Rewesh |
€5 Filtess
7] Username Enabhed Last hongin Alases Group Forwand o

The administrator who carried out the task will receive a notification about the import task completion.

Forward mails to another user

CASG allows administrators to add a forwarding address for a user. This is useful when a user is on vacation or
unavailable for sometime but the mails addressed to him should be attended immediately. Please note the forwarded
user should also be in the same domain.

»  Select the user whose mails have to be forwarded to another user and then click 'More actions' > 'Forward

to'
Dashboard f Domains / Domain dashboard - yaspata mi / Users
Users € Heip
o ada | [ Deete | @2 o D unioor REET LN ) % Refresh |
e —— !
Enable
Enable by fiter
&3 Fitters
Send invitabion
7] Usemame Enabied 1565 Group Forward to
H:‘gEI"ﬁ‘E[E pa: S5 ord
T admin Yes 51 @ilyaspata.m Domain User
ff_ test Yes Manage permissions 0 i s
1 [1-2121 Aliases Perpage (15 |w

Mave to aiases

oot D

Import alias from C5V file
Import from CSV file

Export to CSV fie

The 'Forward settings...' dialog will be displayed:
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Forward settings for bob@docteamcasg.comodo.od.ua

Enable forwarding: [T

@
Forward all user messages to:
docteamcasg.comodo.od.ua

| Cancel |

»  Select the 'Enable forwarding' check box

»  Enter the user name of the recipient to whom the mails have to be forwarded in the 'Forward all user
messages to' field

«  Click the 'Save' button
The forwarded user will be added and a success message will be displayed.

Dashbeard / Domains / Doman deshbgard - docieamcase comedo od ya f Users

Users © Hen
Successhully saved [ x|
o 4dd | [ Delete | @ Eat | (D Uniock |E,'~ Refresh |

© Fie
| Username Enabled Last login Aliases Group Forward to
[ beb Yes 201506-30 10:17:29 Power Users henry@docteameasg com
[E] henry Yes HR
[E] jokhn Yes 2015406-30 10:27:45 HR

1 [1-3/3] Perpage (15 |w

The incoming mails of the selected user will be automatically forwarded to the added user in the domain. When the
selected user logs in to his’her CASG account, an alert will be displayed at the top of the interface.

Please note that all incoming messagoes are automatically forsarded 1o henny@idoctcamoasg.comodo.od.ua

G cCoOMOD0
' Antispam Galewsy

-"‘-’""" PR ()1 1arantine

«  Toremove the forwarded mail address for a user, select the user, click ‘More actions' > 'Forward to'
The 'Forward settings...' dialog will be displayed:
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Forward settings for bob@docteamcasg.comodo.od.ua

Enable forwarding:

henry @
Forward all user messages to:

docteamncasg.comodo.od.ua

| Cancel |

»  Deselect the 'Enable forwarding' check box
»  Delete the username in the 'Forward all user messages to' field
+  Click the 'Save' button
The forwarded user will be removed and a success message will be displayed.

Other Actions
«  ‘More actions’ > ‘Enable’ - Allows user to access to CASG interface.

»  ‘More actions’ > ‘Enable by filter’ - Allow CASG access to user selected by applying filter.

»  ‘More actions’ > ‘Regenerate password’ - The password will be reset for the user in case it is forgotten. The
new password will be sent to the user's email automatically. The user has to use this new password to
access CASG.

«  'More actions' > 'Send invitation' - Send invitation to newly created users.

6.5.7.2 Manage User auto-import

CASG can automatically import users belonging to a managed domain after the domain receives its first email.

Each new user will be imported in around 30 minutes and sent an invitation mail containing an activation
link and credentials for their CASG account.

»  New users can activate their CASG account by clicking the link in the invitation mail, or by directly logging-
in to CASG with the credentials provided.

« Admins have the option to receive a notification whenever a new user is imported.
Auto-Import users

+  Open the 'Domains' interface and select the domain you wish to configure

+  Click the 'Manage Domain' button

»  Select 'Account management' on the left then choose 'Users auto-import'
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g Antispam Gateway

" /) Dashboard

Domain dashboard

Incoming

Outgoing

Email management

Audit log

= Domain Rules

Account management
Users

B Users auto-import
Users tnsiury
LOAF import configuration
LDAR import confirmation list

LDAR importignare list

The 'Users auto-import' interface will open:

Dashbeard f Domaing / Demain dashboard - docteamcasg. comodo.od.ua f Users auto-import

Users auto-import

[C] Enable auto-import
Automatically enable imported users
Send invitation to imported users

Motify administrators about imported users

Notification recipients:

< Enable auto-import - Select to activate the feature.

«  Automatically enable imported users - Allows all imported users to access their CASG user
account.

- Send invitation to imported users - Sends invitation mails to newly imported users. The mail
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contains their account activation link and login credentials.

« Notify administrators about imported users - Select this option if admins should be notified
whenever a new user is auto-imported. You can specify administrators (including self) to whom the
notification mails are to be sent in the 'Natification recipients' box. The notification contains the
imported user name and the domain name.

+ Notification recipients - Enter the email addresses of admins to whom notification emails should
be sent. You can enter multiple address, separated by commas.

Dashboard f/ Domaing f Domain dashboard - docteamcasg.comodo.od.ua f Users auto-import

Users auto-import

Enable auto-import
Automatically enable imported users

Send invitation to imported users

EEEE

Motify administrators about imported users

i ] o demol@docteamcasg.comodo.od.ua
Motification recipients:

«  Click 'Save' button for your settings to take effect.

Successiully saved ﬁ

6.5.7.3 View User History

The 'Users History' area is a record of user activity in the CASG interface. You can filter users by IP address, last
login, domain, username and/or location.

Note: This interface only shows user connections to the current domain (the domain that is shown near the top of
the interface).

You can view user connections for all domains in the 'Account Management section' (click 'Dashboard' >
‘Account Management' > 'User's History").

The rest of this page explains how to access the history interface and use filters to create custom searches.
View user history

»  Open the 'Domains' interface and select a domain

«  Click the 'Manage Domain' button

+  Click 'Account management' > 'User history'.
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Dashbogrd / Domans 7 Doman dashboard - doctesmoasg compds od ud [/ Users hasbory

Users history © Hew
£ Fitters

Usarmame Diomain Ir Location Last kogin Login duration {min)
bol docdleamcasgcomade odu 12517 11121 India 2015-06-29 082400 Currently logged in
bob docteamcasg.comodeodu 1251711121 India 2015-06-29 08:22:03 =1
Jahn docteamcasg comodoe odu 1251711121 India 2015-06-26 07 3641 25

doclegmcaag comods ody 17517 11,121 ridia M15-06-26 055704 1
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Dashboard / Domans F Doman dashboard - docienmcasg compdo od ya f Users history
Users history © vew
e Filters.
Usarname Domain 1 Location Last kngin Login duraticn {min)
bok docleamcazg comode ody 12517 11121 India 2015-06-29 D8 240K Currently logged in
bob docteamcasg.ocomodeodu 1251711121 India 2015-06-29 082203
Jahn doctgamcasg comadeody 1251711121 india 2015-06-26 073641 25

«  Click any column header to sort items in ascending/descending order of the entries in that column.
The sorting option is not available for 'Login Duration' column.
Use filters to search for users

«  Click anywhere on the 'Filters' stripe to open the filters area.

Dashboard f Domains / Doman dashboard - decleamcasg comoda.od ua f Users history

Users history Halp
£ Finers
+ Usemame w | contains v Apphy filter
- ¥ || contains i
Usarnama }
User| [:‘nmaln iluin L Location Last login Login duration (min)
I
bob | Location amcasg.comodo.adu 12517 41121 India 2015-06-29 0&:24:0 Currentiy logged in

Lastlogin ha ) i 12517 11124 India 115-08-29 :8:22:03 =1

«  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

+  Click ‘Apply Filter’.

You can filter results by the following parameters:
« Username: Type a user name in the text box (column 3) and select a condition in column 2.
« Domain: Type a domain name in the text box (column 3) and select a condition in column 2.
« IP: Type an IP address in the text box (column 3) and select a condition in column 2.
» Location: Type a user location in the text box (column 3) and select a condition in column 2.
» Last Login: Sorts the results based on the last login details of users.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .
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6.5.7.4 Import Users from LDAP

In addition to manually adding users or importing them from .csv, you can also import users from the domain's Active
Directory (AD) server.

»  CASG uses the Lightweight Directory Access Protocol (LDAP) to import users from AD.
»  CASG periodically synchronizes with the AD server to update the list of valid users.

Click the following links for more help:
«  LDAP Import Configuration
«  LDAP Import Confirmation List
+  LDAP Import Ignore List
*  Troubleshooting LDAP
LDAP Import Configuration

The LDAP import screen lets you import users from the domain's Active Directory server.

We recommend you create a separate user account for CASG to login to the AD server, and that this account be
given read-only permissions.

Configure LDAP import
«  Open the 'Domains' interface
«  Select the domain to which you want to import users.
+  Click the 'Manage Domain' button
»  Click 'Account management' > 'LDAP import configuration’:
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The 'LDAP import configuration' interface will open:
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Dashboard / Domains / Domain dashboard - docteamcasg.comedoe.ed.ua / LDAP import configuration

LDAP import configuration Help

Connection settings

Host (IP address or name): |11.111.111.11

<>

Port: LDAP(389) | LDAPS(636) 389

Use SSL to connect?: Yes
Login/Query settings

LDAF login name: |casguser@domain.com

Password: weess Remember credentials

Synchronization interval: |no auto updates v
BaseDN: DC=docteamcasg,DC=comodo,DC=0d,DC=ua

Filter. |(&({objectClass=User){mail="@docteamcasg.comodo.od.ua))

Mail attribute: |mail

Override existing records

[C] Allow CASG to create user accounts as found on LDAP server

[C] Allow CASG to delete user accounts not found on LDAP server
Information

Send reports: [ ves

Last synchronization time (GMT):

Test connection Save and run synchronization now

Connection Settings

» Host (IP Address or Name) - Enter the hostname or external IP address of the AD server. If your
organization uses the same physical server for AD and mail, then enter the details of the mail server.

»  Port - Enter the port number of the Active Directory server.
» 389 s the default port for non-SSL connections (‘Use SSL To Connect?' box NOT checked)

» 636 s the default port for SSL connections (‘'Use SSL To Connect?' box checked)

« Use SSL To Connect? - Select 'Yes' to use secure LDAP. You need to have an SSL certificate from a
trusted certificate authority on your AD server. Self-signed certificates are not allowed.

Note: SSL access should have been enabled for the AD Server before enabling the SSL option.

Login/Query Settings

» LDAP login name - Account username which CASG should use to login to the AD server. Preferably, a new
user account should be created especially for the CASG server. The user account should have 'read'
privileges to the AD server. The username can be of the format 'username’ or
‘username@domainname.com'

» Password - Enter the password of the LDAP user account above.

« Remember Credentials - Enable if you want CASG server to store the username/password of the user
account in order to automatically login.

Note: If you enable automatic synchronization, the 'Remember Credentials' option will not be visible because
CASG will store the username and password by default. This allows CASG to connect to the AD server at the set
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time interval to update the user base. The option will become visible if 'Synchronization Interval' setting is set as 'no
auto updates'.

«  Synchronization interval - This is relevant if you want CASG to connect to the AD server in order to
synchronize the user base. Select the time interval at which the synchronization occurs from the drop-down.
If not, select 'No auto updates'.

« BaseDN - Distinguished Name of the user object in Active Directory. By default, the BaseDN field will
contain the Domain Component (DC) values based on the domain name for which LDAP is configured. You
can add/change the values of the strings ‘Container Name (CN)', 'Organizational Unit (OU)" and ‘domain
name' depending on the users to be imported from the Active Directory.

Example: For adding users from Container 'Users', Organizational unit ‘Organization’ and domain
‘example.com’, the administrator has to enter the following:

CN=Users, OU = Organization, DC=example, DC=com

 Filter - Enables the Administrator to specify filter parameters users/addresses to be imported from the AD
server. Each filter parameter should be defined within parentheses. Common filter parameters are
explained below:

(objectClass=<AD user type>) - Specifies the user accounts to look for from the domain's Active Directory.
(Default = (objectClass=User))

(mail=*<domain name>) - Instructs CASG to import only the users that have a defined SMTP account
within the domain. By default, the filter is pre-added with the parameter (mail=*@<current domain name>)
to import the users that have email addresses on the current domain.

You can add any number of (mail=) filters if you wish to add several domain names
Example: (mail=*@domainnamel.com)(mail=*@domainname2.com)

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter
the parameter as '(mail=*)".

To modify a filter parameter to be exclusive rather than inclusive, add an exclamation mark (!) before the
opening parenthesis of any parameter. This will instruct the query to ignore any users which fall into that
category. For example, if one wanted to configure a query to find users with mail enabled at any domain
EXCEPT domainname.com, the filter should include the following: (mail=*)!
(mail=*@domainname.com).

To import all email enabled users from the Active Directory irrespective of any specific domain name, enter
the parameter as '(mail=*)".

Note:

» You can only import users whose email addresses are on domains which have been added to CASG. You
can view these domains in the Domains interface.

*  You must ensure LDAP Import is enabled for the domain in the Domain Management area

+ Mail attribute - Enter the LDAP display name of the contact email address attribute of the AD Server. By
default, this attribute name will be 'mail' for AD servers or the distinguished name (DN) or common user
login name for the AD server. On other servers like Novel or OpenLDAP this attribute may be different and
server specific.

Override existing records:

» Allow CASG to create user accounts as found on LDAP server - Select this checkbox if you wish new
users added in the AD server to be automatically added to CASG during synchronization. If you do not
select this option, you can manually import the new users from the LDAP import confirmation page.

« Allow CASG to delete user accounts not found on LDAP server - Select this checkbox if you wish users
removed from AD server, to be automatically removed from CASG during synchronization. If you do not
select this option, you can manually remove users from the LDAP import confirmation page.

Information Settings
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« Send Reports - If enabled, CASG will send email notifications to the administrator whenever new users are
created or users are removed either automatically, (if 'Allow to create users?'/'Allow to delete users? are
enabled) or manually from the LDAP import confirmation page.

» Last synchronization time (GMT) - Displays the date and time of last manual or scheduled
synchronization with AD server, in GMT.

» Notification area - Contains information about errors that occurred during synchronization. In most cases,
this will contain the same information that is provided with the "Test connection" feature. Note - this area is
only visible if errors occur.

« To check the configuration and connectivity, click Test Connection'. If the connection is established
successfully then the success message will be displayed with the total number of users detected from the

AD server.
Dashboard / Domains / Domain dashiboard - doct=amcasg comado od ua /LDWAP import configurason
LDAP import configuration Help
Conneclion Successiully astablished, detectod atotal ol 2 uSers on your Senmer ﬂ

Connection settings

»  Click 'Save' to store your configuration.

«  Click 'Save and run synchronization now' to store your configuration and synchronize the CASG user base
with the AD server.

LDAP Import Confirmation List

The LDAP import confirmation list interface displays the list of:
« Users created at the AD server and not yet been imported into CASG
« Users not present on AD server and not yet been removed from CASG

... if "Allow to create users?' [ 'Allow to delete users?' are not enabled in LDAP import configuration interface,
along with the list of users created in CASG. The administrator can import the users created at AD server into CASG
manually and remove existing users from this interface.

+  Administrators can also initiate an on-demand synchronization from this interface.
To view LDAP import confirmation list

«  Open the 'Domains' interface and select a domain

«  Click the 'Manage Domain' button to open the 'Domain Management' interface.

«  Click 'Account management' on the left then select 'LDAP import confirmation list'.
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LOAP import configuration

LOAP import confirmation list
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The 'LDAP import confirmation list' interface will open:

Dashboard / Domains / Domain dashboard - csgga.comodo.od.ua / LDAP import confirmation list

LDAP import confirmation list © Hei
I.T Fun synchronization now Move to ignore list ‘D Refresh
| e Filters |
[F] Username Stas

1 alex create

[ derrick create

1 [ Per page (15 ||

The screen shows users added to and removed from the AD server with existing users created on CASG. This list
reflects the difference between CASG users and AD users, considering the LDAP ignore list.

«  Users present in AD which are not present in CASG will have the status 'Create’

» Users not present in AD but present in CASG will have the status 'Delete’

»  Click any column header to sort items in ascending/descending order of the entries in that column.
The sorting option is not available for 'Login Duration' column.
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Use filters to search for users
«  Click anywhere on the 'Filters' stripe to open the filters area.

Dazhboard fDomaing f Domain dashbosrd - docleamcasg.comodo.od us f LDAP import confirmation list

LDAP import confirmation list © rein
I-T Run synchronization now @ Wove to ignore list E Refresh
D Fiters
== Usemame v contains v Apply filter
- |Usemame w | |containg v

| Username |
EIR! SIEE - Status

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

+  Click ‘Apply Filter’.
You can filter results by the following parameters:
« Username: Type a user name in the text box (column 3) and select a condition in column 2.

- Status: Search users that were created per the user accounts found on LDAP server and that were deleted
whose accounts not found on LDAP server. Select the condition in column 2 and the parameter in column
3.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

Run synchronization now — Manually synchronize the database

If you have not selected the option Remember credentials in LDAP Import Configuration interface, you will be
asked to enter the username and password for CASG to access the AD server.

Connection credentials

LOAP login name:

Fasswiord:

m| Cancel |

+  Enter the LDAP login credentials and click 'OK'.
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Ogshibosrd fDomans £ Domain dashboardd - doclesmessn comod od.us f LDAR mport contirmetion list

LDAP import confirmation list © rein
Synchronization for domain docteamcasg.comodo.od,ua has been started B3
¥ Cancel synchronization @' Move to ignore list 1':,1 Refresh
£ Fitters

CASG will connect to your AD server to identify changes in the user database.
All users on the AD server are shown as a list.

»  Click ‘More actions’ to select an import option.

»  Click 'Ok’ to confirm the import:

Apply import

users?

@ Are you sure you wantto apply import of all filtered

e Click 'OK'. The import progress will be displayed.

Dashboard / Domains ¢ Domeen dashboard - docleamcasg comode od wa / LOAF impert condirmation kst
LDAP import confirmation list © Halo
impart i in process Please wail ﬁ
&) move to ignare st 3 Petresh '
€ Finers

On completion, the selected users will be imported or deleted in synchronization with the AD server.

Note: The number of users that you can add for all the domains belonging to your account depends on your
subscription plan. For example, if the subscription plan for your account allows you to add 1000 users and you
have three domains, then you can add 300 users for domain 1, 300 users for domain 2 and 400 users for domain 3.
You can set any value between 0 and 999999 in the 'Max. number of users' field in the Add Domains / Edit
Domains / Domain Settings interface, but CASG checks if the total number of users for all domains is within your
license limit.

» Tomove selected users to Ignore List, select the users and click '‘Move to Ignore list'
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Move users to ignore list

e Are you sure you wantto move selected users fo
ignore list?

... and click 'OK'" in the confirmation dialog.
Users moved to ignore list will be skipped from next synchronization with the AD server.

LDAP Import Ignore List

The LDAP import ignore list interface displays a list of users to be skipped from being created or deleted in CASG
during synchronization with the AD server. Users can be moved to ignore list from the LDAP Import Confirmation List
interface or manually added. Once added to the ignore list, the user will be skipped from the AD server from the next
synchronization operation.

View LDAP import ignore list
«  Open the 'Domains' interface and select the domain
«  Click the 'Manage Domain' button to open the 'Domain Management' interface.
«  Click 'Account management' tab > 'LDAP import ignore list' sub tab.
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Dashboard
@ Domain dashboard

&) Incoming

‘1Y outgoing

EI Email management
[ Audit log
Domain Rules

1
[ Account management

S auto-import
rs history
LDAP import configuration
LDAP import confirmation list

B | DAP import ignore list

The 'LDAP import ignore list' interface will be displayed.

LDAP import ignore list © Hei
+ Add ﬁ Remova from ignore list t'j‘ Refresh
©) Filters
1 Username
[ bob
[ derrick

1 b Perpage |15 | W

+  Click the 'Username' column header to sort items in ascending/descending order of the usernames
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Use filters to search for users

«  Click anywhere on the 'Filters' stripe to open the filters area.

Dashiboard f Domans fDomain dashboand - docteamcasy comods od.us f LDAP import ignore kst

LDAP import ignore list © ten
+.-'1.dl:t ﬁ Reamove from ighore list |1:,.1' Refrash
£ Filters
o= |sermame w | | contains v Apply filter

| contains |
¥ Username equals i
| notequals l' — :
not containg go s e
1 1 starts with | Perpage 15 ~
| ends with r

You can filter results by the username:
« Username: Type a user name in the text box (column 3) and select a condition in column 2.
Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

Add users to ignore list
»  Click 'Add'. The Add ignored user dialog will be displayed.

Add ignored user

= william

| OFEig

o

«  Enter the user names to be added to the ignore list

lgnored users

«  Click the + icon to add more users
«  Click Save to add the users.
A'Successfully added' message will be displayed at the top.

To remove the users from the ignore list
»  Select the users and click 'Remove from ignore list'. A confirmation dialog will be displayed.
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Delete users

e Arewou sure you swant to delete the selected
users?

« Click'OK'".
The users will be removed from the list and a 'Successfully deleted’ message will be displayed at the top.

«  Users removed from the ignore list will be imported to or deleted from CASG based on changes in the AD
server, during the next synchronization if ‘Allow to create users?'I'Allow to delete users?' are enabled in
LDAP import configuration interface.

»  Users removed from the ignore list will be listed in the LDAP import confirmation list interface based on
changes in the AD server, during the next synchronization if 'Allow to create users?'['Allow to delete
users?' are not enabled in LDAP import configuration interface.

7/ Audit Log

Audit logs are a record of actions taken by users and admins on domains on your account.
«  This logs in this section cover all domains on the account.

«  Alternatively, CASG also keeps separate logs for each domain. See Domain Audit Log if you want this
instead.

View Audit logs
»  Click 'Dashboard' > 'Audit log":

coMoODoD
| Antispam Gateway

r__,_\ Lashhoand AUdlt |
..—,"| Diomains f:_ Ex
[E Audit g

£ riter
rl‘-. ACCOUNT Mgnagemi rit

Dl (T

.'.'-n. Cuslomer marnagement

The log details for all the domains will be displayed.
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Dashboard / Audit log

Audit log Help
L!v] Exportto CSV by filter 8 Refresh

o Filters

Date (GMT +0) Domain Role

2014-10-28 16:30:52 docteamcasg.comodo.oc system

2014-10-28 16:30:51 docteamcasg.comodo.oc system

2014-10-28 16:30:29 docteamcasg.comodo.oc system

2014-10-28 16:28:51 docteamcasg.comodo.oc system

Login

Operation key = Operation description

ACCEPT_AND_, Accept and archive
message

ACCEPT_AND., Accept and archive
message

ACCEPT_AND_, Accept and archive
message

ACCEPT_AND_, Accept and archive
message

Details

Recipients:
john@docteamcasg.comodo.od.ua; Sender:
admin@antispamgateway.comodo.com,
Date: Tue Oct 28 14:53:04 GMT 2014, Subject:
Mew account registered

Recipients:
john@docteamcasg.comodo.od.ua; Sender:
admin@antispamgateway.comodo.com,
Date: Tue Oct 28 14:53:04 GMT 2014; Subject:
Mew account registered

Recipients:
demol@docteamcasg.comodo.od.ua,
demo2@docteamcasg.comodo.od.ua;
Sender: admin <demo@csg.comodo.od.ua=;
Date: Tue Oct 28 13:37:58 GMT 2014, Subject:
Re: DQ demo

Recipients:
demol@docteamcasg.comodo.od.ua,
demo2@docteamcasg.comodo.od.ua;
Sender: admin <demo@csg.comodo.od.ua=;
Date: Tue Oct 28 13:38:30 GMT 2014; Subject:
D0 demo 2

»  Click any column heading to sort entries in ascending/descending order. The sorting option is not available
for the 'Operation description' column.

Use Filter options to search particular event(s)

»  Click anywhere on the 'Filters' stripe to open the filters area.

Dashboard § Audit log

Audit log

(4] Exportto SV by filter

€D Fitters

+ Domain w | | contains v

-t w | |equals w [
Date

Date COMain main “  Role Login Oper:
Role
Lagin

2014 Operationdescription o oeh 02 comodoodua  superadmin DEL
Details
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Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.

Some filters have a third box for you to type a search string.

Click ‘Apply Filter’.

You can filter results by the following parameters:

Domain: Type a domain name in the text box (column 3) and select a condition in column 2.

Login: Type a user login name in the text box (column 3) and select a condition in column 2.

Details: Enter the log details in the text box (column 3) and select a condition in column 2.

Date: Search event logs by date and time.

Role: Search event logs by user roles. Select the role (column 3) and condition in column 2.

Operation Description: Select the event name (column 3) and condition in column 2.

Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

The following table show actions which are recorded in the log report:

S.No. Operation Key Operation Description
1 ACCEPT_AND_ARCHIVE_EMAIL Accept and archive message

2 ACCEPT_BLACKLIST _REQUEST Accept blacklist request

3 ACCEPT BLACKLIST _REQUEST PER_USER Accept request blacklist sender for user
4 ACCEPT_EMAIL Accept message

5 ACCEPT_RELEASE_REQUEST Accept release request

6 ACCEPT_WHITELIST _REQUEST Accept whitelist request

7 ACCEPT_WHITELIST_REQUEST PER_USER |Accept request whitelist sender for user
8 ADD_GEOLOOKUP_RESTRICTION Add geolookup restriction

9 ADMIN_ADD Add admin

10 ADMIN_DELETE Remove admin

11 ADMIN_EDIT Edit admin settings

12 ADMIN_PASSWORD_UPDATE Update password for admin

13 ADMIN_PERMISSIONS_ASSIGN_GROUP Assign admin permission group by selection
14 GBMIN_PERMISSIONS_CHANGE_DEFAULT_GRO Change default admin permission group
15 ADMIN_PERMISSIONS_GROUP_ADD Add admin permission group

16 ADMIN_PERMISSIONS_GROUP_DELETE Remove admin permission group

17 ADMIN_PERMISSIONS_GROUP_UPDATE Update admin permission group

18 ADMIN_REGENERATE_PASSWORD Regenerate password for admin

19 ADMIN_UNLOCK Unlock admin

20 ADMIN_VIEW_MESSAGE_CONTENT Admin view message content
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21 ARCHIVE_MESSAGE Archive message

22 BLACKLIST_DOMAIN_RULE Blacklist domain rule

23 BLACKLIST_RECIPIENT Blacklist recipient

24 BLACKLIST_RECIPIENT_DOMAIN Blacklist all recipients of the domain

25 BLACKLIST_REQUEST Blacklist request

26 BLACKLIST_SENDER Blacklist sender

27 BLACKLIST_SENDER_DOMAIN Blacklist all senders of the domain

28 BLACKLIST_USER_SENDER Blacklist sender for user

29 CANCEL_BLACKLIST_REQUEST Cancel blacklist request

30 CANCEL_WHITELIST REQUEST Cancel whitelist request

31 CHANGE_FORWARD_SETTINGS_FOR_INCOMIN | Change forward settings for incoming user
G_USER

32 DELETE_EMAIL_FROM_ARCHIVE Delete archived message

33 DELETE _EMAIL_FROM_ARCHIVE_BY_FILTER Delete archived messages by filter

34 DELETE _EMAIL_FROM_QUARANTINE Delete quarantined message

35 EELETE_EMAIL_FROM_QUARANTINE_BY_FILTE Delete quarantined messages by filter

36 DOMAIN_ADD Add domain

37 DOMAIN_ALIASES_ADD Add domain alias

38 DOMAIN_ALIASES DELETE Remove domain alias

39 DOMAIN_AUDIT_CONFIGURATION_CHANGE Audit configuration change

40 DOMAIN_BLOCKED_EXTENSIONS RESET _TO_ |Reset blocked extensions to default
DEFAULT

41 DOMAIN_BLOCKED EXTENSIONS UPDATE Update blocked extensions

42 DOMAIN_DELETE Remove domain

43 DOMAIN_DESTINATION_ROUTES_UPDATE Update destination routes

44 |DOMAIN_EMAIL_SIZE_RESTRICTION_CHANGE | Email size restriction change

45 DOMAIN_INCOMING_USER_ADD Add incoming user

46 DOMAIN_INCOMING_USER_ALIASES UPDATE | Update incoming user aliases

47 DOMAIN_INCOMING_USER_DELETE Remove incoming user

48 DOMAIN_INCOMING_USER_EDIT Edit incoming user

49 DOMAIN_INCOMING_USER_MOVE_ALIAS TO_U | Move alias to incoming user
SER

50  |DOMAIN_INCOMING_USER_MOVE_USER TO A |Move user to alias
LIAS

51 DOMAIN_INCOMING_USER_PASSWORD_UPDAT | Update password for incoming user

E
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52 DOMAIN_INCOMING_USER_REGENERATE_PAS |Regenerate password for incoming user
SWORD

53 DOMAIN_INCOMING_USER_UNLOCK Unlock incoming user

54 DOMAIN_LDAP_CONFIGURATION_CHANGE LDAP configuration change

35 DOMAIN_LOCAL_RECIPIENTS_ADD Add local recipient

56 DOMAIN_LOCAL_RECIPIENTS DELETE Remove local recipient

57 DOMAIN_LOCAL_RECIPIENTS_STATE_CHANGE | Local recipients state change

58 DOMAIN_OUTGOING_USER_ADD Add outgoing user

59 DOMAIN_OUTGOING_USER_DELETE Remove outgoing user

60 DOMAIN_OUTGOING_USER_LOCK Lock outgoing user

61 _|I?EOMAIN_OUTGOING_USER_PASSWORD_UPDA Update password for outgoing user

62 EOMAIN_OUTGOING_USER_SETTINGS_UPDAT Edit outgoing user

63 DOMAIN_OUTGOING_USER_UNLOCK Unlock outgoing user

64 DOMAIN_RELAY_RESTRICTIONS_ADD Add relay restriction

65 DOMAIN_RELAY RESTRICTIONS DELETE Remove relay restriction

66 (D;CE)MAIN_RELAY_RESTRICTIONS_STATE_CHAN Relay restriction state change

67 DOMAIN_RELAY_RESTRICTIONS UPDATE Update relay restriction

68 DOMAIN_REQUEST_CREATED Domain request created

69 DOMAIN_SETTINGS RESET TO_DEFAULT Reset domain settings to default

70 DOMAIN_SETTINGS_UPDATE Update domain settings

71 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription reset to default
_RESET_TO_DEFAULT

72 DOMAIN_STATISTICS_REPORT_SUBSCRIPTION | Domain report subscription update
_UPDATE

73 DOMAIN_VALIDATED BY_CODE Domain validated by code

74 DOMAIN_VALIDATED_BY_MX Domain validated by MX

75 DOMAIN_VALIDATED CODE_REGENERATED Domain validation code regenerated

76 EMAIL_QUARANTINE_ALERT Email quarantine alert

77 ENABLE_GEOLOOKUP_RESTRICTIONS Enable geolookup restrictions

78 ENABLE_USER Enable user

79 FORWARD BY_RULE_EMAIL Forward by rule email

80 FORWARD DOMAIN_RULE Forward domain rule

81 FORWARD_EMAIL_LOOP_EXCEPTION Forward email loop exception

82 FORWARD TO Forward to
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83 FORWARDED_BY RULE_EMAIL_IS LOOPED Forwarded by rule email is looped

84 IMPORT_INCOMING_USER Import incoming user

85 LICENCE IS RETORED Licence is restored

86 LICENCE_IS_EXPIRED Licence is expired

87 MARK_EMAIL_AS_SPAM Mark message as spam

88 MIGRATE_DOMAIN Migrate domain

89 NON_HUMAN_EMAIL_TYPE Non human email type

90 PUBLIC_EMAIL_TYPE Public email type

91 QUARANTINE_EMAIL Quarantine message

92 QUARANTINE_RELEASE_REPORT_SUBSCRIPTI |Quarantine release report subscription reset to
ON_RESET TO_DEFAULT default

93 QUARANTINE_RELEASE_REPORT_SUBSCRIPTI |Quarantine release report subscription update
ON_UPATE

94 QUARANTINE_REPORT_SUBSCRIPTION_RESET | Quarantine report subscription reset to default
_TO_DEFAULT

95 gUARANTINE_REPORT_SUBSCRIPTION_UPDAT Quarantine report subscription update

96 REJECT BLACKLIST _REQUEST Reject blacklist request

97 REJECT _BLACKLIST_REQUEST PER_USER Reject request blacklist sender for user

98 REJECT _RELEASE _REQUEST Reject release request

99 REJECT _RELEASE_REQUEST Reject release request

100 |REJECT _WHITELIST_REQUEST Reject whitelist request

101 |REJECT WHITELIST_REQUEST PER _USER Reject request whitelist sender for user

102 |RELEASE _EMAIL FROM_QUARANTINE Release gquarantined message

103 |REMOVE_BLACKLIST_DOMAIN_RULE Remove blacklist domain rule

104 |REMOVE_DOMAIN_BY_VALIDATION_TIMEOUT |Remove domain by validation timeout

105 |REMOVE_FORWARD_DOMAIN_RULE Remove forward domain rule

106 |REMOVE_GEOLOOKUP_RESTRICTION Remove geolookup restriction

107  |REMOVE_WHITELIST DOMAIN_RULE Remove whitelist domain rule

108  |REPLY_ON_ARCHIVED MESSAGE Reply on archived message

109 |REPORT_SPAM_BY_FILE Report delivered message as spam

110  |REPORTED_SPAM_REPORT_SUBSCRIPTION_R |Reported Spam report subscription reset to default
ESET_TO_DEFAULT

11 REPORTED_SPAM_REPORT_SUBSCRIPTION_U |Reported Spam report subscription update
PDATE

112 REPORTS_AS_SPAM Reports archived message as a SPAM

113 RESEND_EMAIL_FROM_ARCHIVE Resend archived message
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114 RESET_SPAM_DETECTION_SETTINGS TO_DEF |Reset spam detection settings to default
AULT

115 |RESET_SYSTEM_NOTIFICATIONS_TEMPLATE_T |Reset system notifications template to default
O_DEFAULT

116 _lR_’SESET_TO_DEFAULT_BLACKLISTED_RECIPIEN Reset recipients blacklist

117 RESET_TO_DEFAULT_BLACKLISTED_SENDERS | Reset senders blacklist

118 $SESET_TO_DEFAULT_WHITELISTED_RECIPIEN Reset recipients whitelist

119 RESET_TO_DEFAULT_WHITELISTED_SENDERS |Reset senders whitelist

120 | SEND_INVITATION_TO_USER Send invitation to user

121 | SPAM_DETECTION_SETTINGS Update spam detection settings

122 | SPAM_DETECTION_SETTINGS RESET TO_DEF |Reset spam detection settings
AULT

123 |SYSTEM_NOTIFICATIONS TEMPLATE_CHANGE | System notifications template change

124 | TLD_DOMAIN_RULE TLD domain rule

125  |UNBLACKLIST_RECIPIENT Remove recipient from the blacklist

126 | UNBLACKLIST_SENDER Remove sender from the blacklist

127 | UNBLACKLIST_USER_SENDER Remove sender from the user blacklist

128 | UNWHITELIST_RECIPIENT Remove recipient from the whitelist

129 UNWHITELIST_SENDER Remove sender from the whitelist

130 |UNWHITELIST _USER_SENDER Remove sender from the user whitelist

131 |UPDATE_BLACKLIST DOMAIN_RULE Update blacklist domain rule

132 |UPDATE_FORWARD DOMAIN_RULE Update forward domain rule

133 |UPDATE_USERS AUTO_IMPORT_SETTINGS Update users auto-import settings

134 UPDATE_WHITELIST_DOMAIN_RULE Update whitelist domain rule

135 |USER_BLACKLIST_REQUEST PER_USER Request blacklist sender for user

136 EgER_CANCEL_BLACKLIST_REQUEST_PER_US Cancel request blacklist sender for user

137 |USER_CANCEL_RELEASE_REQUEST Cancel release request

138 EgER_CANCEL_WHITELIST_REQUEST_PER_US Cancel request whitelist sender for user

139  |USER_PERMISSIONS_ASSIGN_GROUP Assign user permission group by selection

140 BSER_PERMISSIONS_CHANGE_DEFAULT_GRO Change default user permission group

141  |USER_PERMISSIONS_GROUP_ADD Add user permission group

142 USER_PERMISSIONS_GROUP_DELETE Remove user permission group

143 |USER_PERMISSIONS GROUP_UPDATE Update user permission group

144 |USER_RELEASE_REQUEST Release request
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145  |USER_WHITELIST REQUEST PER_USER Request whitelist sender for user

146 |USERS_AUTO- Users auto-import report subscription reset to
IMPORT_REPORT_SUBSCRIPTION_RESET_TO_ | default
DEFAULT

147 |USERS_AUTO- Users auto-import report subscription update
IMPORT_REPORT_SUBSCRIPTION_UPDATE

148 WHITELIST_DOMAIN_RULE Whitelist domain rule

149 | WHITELIST_RECIPIENT Whitelist recipient

150  |WHITELIST_RECIPIENT _DOMAIN Whitelist all recipients of the domain

151  |WHITELIST_REQUEST Whitelist request

152 |WHITELIST_SENDER Whitelist sender

153 |WHITELIST _SENDER_DOMAIN Whitelist all senders of the domain

154 |WHITELIST _USER_SENDER Whitelist sender for user

Export Log Report to CSV

The log report can be exported to a comma separated value (CSV) file and is limited to 10,000 entries per file. You
will see an error if the entries exceed this value. The exported file sorts entries in the same order as they are sorted
in the interface.

+  Click the 'Export to CSV by filter' button.

Dazhibosrd £ Audi log

Audit log

(5] Exportta CSY by filter

€ Fitters

Date (GMT +0) Domain “  Role Login

The 'File Download' dialog will be displayed.
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Cpening CASG-AuditExport-2014-10-27 12 33 31.csv

You have chosen to open:
|| CASG-AuditExport-2014-10-27 12_323 31l.csv

which is: Text Document
from: http://5.39.28.212:8080

What should Firefox do with this file?

() Openwith | MNotepad [default)

@ : Save File

[ Do this automatically for files like this from now on.

| ok

]| Cancel |

e

A

»  Choose 'Open with' or 'Save File' to view / save the file with an appropriate application to your computer

+ Click'OK'

The values in the log report will be separated by commas and this file can be opened with Excel or Openoffice Calc

for easy analysis.

8  Administrator Account Management

»  The 'Account Management' area lets an admin with appropriate privileges add new admins for the same

account.

»  This area also allows you configure user permissions, reset passwords, and change login status.

«  Admins who logged-in with CAM credentials will have an additional ico

n, 'Login to my Comodo account'.

» The items an admin sees in this area depends on their configured permissions. See 'Admin Groups &

Permissions' for help with this.
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Antispam Gateway

@ Drashboard
F:—"T Diormains

[?;: ALCE fog

.!_.4 Customer management

Click the following links for more details:
» Manage Administrators
» User Groups & Permissions
«  Admin Groups & Permissions
+ Manage Comodo Account
» My Profile
» Users History

8.1 Administrators

Click ‘Account Management' > ‘Admins’
This area lets admins add or remove fellow administrators, specify their permissions and reset their passwords.
Click the following links for more:
* Manage admins
+ Add an admin
» Delete an admin
+ Editan admin
+ Manage admin permissions
Manage admins

«  Click 'Account management' on the left and choose 'Admins'.
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Antispam Gats

P

) Dashboard
IWOFMEI
£ AL bog
[';‘-] ACCOUNT MEN2Qement
m Admins
Uzer groups & permissions
Admin groups & permissions
Login io my Comodo accownt
Iy prafila

Uzers historny

Custormies [TiAnE g Ement

The admins interface shows a list of administrators, their last login time, the group to which they belong, and the
domains that they can manage.

Dot il J A

Admins @ Hein
o add | [ Doiete | @ Edit | @ Manage permissions i} Rewssh
) Fiters

Login Enablad Last login Growp Targot

[docteanicasg s omaodo.od ua
1B SiG0mamn . (0m, Ceg-anh-
iohrd@d octesmcasgconiodo. odua e Apr 16, 2074 41358 AM Fower Adminisiradon LER T AT

examMpie domain. com,
exzmple dormain o)

1 " [1-111] Ferpoge (15 | v

+  Click the up/down arrows in the respective column headers to sort the entries in ascending or descending
order based on the login, enabled status or last login time

Use the filter option to search administrators
»  Click anywhere on the 'Filters' to open the filters area.
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Dazhboard f Admins

Admins
+ Add ﬁ' Delete y Edit f Manage permissions
& Fiters

L v | containg v
Login
el L Enabled Last login
Last login
Group

+  Choose the filter by which you want to search from the first drop-down, then a condition in the 2" text box.
Some filters have a third box for you to type a search string.

+  Click ‘Apply Filter'.

You can filter results by the following parameters:
* Login: Type an admin login details in the text box (column 3) and select a condition in column 2.
« Enabled: Sorts the results based on administrators' enabled / disabled status.
» Last Login: Select a date in the calendar (column 3) and the condition in column 2.
*  Group: Select an admin group in the last drop-down (column 3) and the condition in column 2.
Click anywhere on the 'Filters' tab to close the filters area. Click the 'Refresh’ button to remove filters.

You can add multiple filters to the same search by clicking + .

Add a new administrator

»  Click the Add button.

Dsshiboard J Admins

Admins
@ M=swalale ,@ Edit -@ Manage pammissions
& Fiters Mew administsator
&= Group v equals Login. - smilh@doctearmcasg comodo od.ua

System natMcations emailis)  fatllena@amail.com

L anijimy Gl
— Lo Status: €] Enabled i
Subscribe emalls o global
Sl emalls 1o globa B ves

rapoding
[ Jl'll'll'l.'.E:l'lflf Eameasg comodo 0d ua F sl Administraton

i [1-141]

The 'New administrator' dialog will be displayed.
« Login - Enter the new administrator's valid email address as login username.
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«  System notifications email(s) - Enter the email addresses at which the new administrator should receive
CASG notification emails. It can be the same email address as the login name if required. You can add up
to five alternative email addresses for the person. Quarantine requests and notifications are sent to the
addresses specified in this field. See Email Management for more details.

- Status - Enables to change the login status of the new administrator. By default, this box is selected, that is,
the new administrator can access CASG interface.

«  Subscribe emails to global reporting - Send domain and quarantine reports to the admin at the email
address used for the their username. See CASG Reports - an Overview for more details.

»  Click the 'Save' button.

The administrator is added to the list and placed in the default group. You can modify their permissions if required
(see Manage Admin Permissions for more). CASG will send the new admin a registration mail containing their
login details. The password can be reset in the edit interface.

Paghbono 1 Adming
Admins D el
o Azd 1:_.' Deleie | #F Ecit 4 Manage pemissions £} Rafesh
£ Fitiers
Lasyin Enabled Liasd login [ Tangped
wncssamcasg comadn. od ua,
S EINOMaIn COm, C50-ErEh
chni@dorieameasg comodo odua i Apr 186, 2014 54333 AM Powar Adminitstrabors e Lomado.od ua,
EEAm e, g0 an corm,
sramplal domain com|

jocieamcasg comado.odua,

1 M [1-2r2] 15 ~

Delete an administrator

«  Select the administrator to be removed and click 'Delete'.
Do/ Ademines:

Admins 7 o
o ada fﬁ Edt | 4 Manags permiszaons ¥ Refrezh
£ Fitars

Logim Cinibbe) Lagt login Gisp Torget
¥ bob@casg comoda od ua fFrue HR Hocleamcasg. comodo. sd ua)
] a50.comodo.od ua,
lohri@docieamcasg comodood.us  Tue Apr 16, 2014 B:30:50 AM Porer Adminisiratons a
Hnteamcasg comode od ua,
fesidomsincom, csg-arch
¥ smini@encteameasg comodo.nd ua Fus Fower Adminisiraiors 18 comodood ua,

example. domsn com,

gmamplat domain com|

1 i [1-3r3] Pergage 15 |w

A confirm dialog is shown as follows:
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L i

Delete administrators

s Arewou sure you want to delete the selected
@ administrators?

«  Click 'OK" to confirm the deletion.
Edit an administrator

«  Select the administrator you want to edit from the list and click the 'Edit" button.

Dazhboard ! Admins

Admins

ﬁ Manage permissions

o add | [J Delste
0 Filters

I Login Edit administrater bob#casg.comodo.od.ua Growp

[¥ bob@Exass.comodo.od ua HR
Rl s Logir:

Syslern notfications emall{s): | faliens@gmail.com

{ L | JD-TI':J.::DC‘IE'-TI“'?IEU comodo,od us L Power Adminisirat
- : Status; ¥ Enablad

m Regenerate password Camcel

[ sm thi@docteamcasg comodo od ua frug Power Adminisirat

1 i [1-313]

The 'Edit administrator' dialog box will be displayed.

- System notifications email(s) -Enter the email addresses at which the new administrator should receive
CASG notification emails. It can be the same email address as the login name if required. You can add up
to five alternative email addresses for the person. Quarantine requests and notifications are sent to the
addresses specified in this field. See Email Management for more details.

Tip: The currently logged-in administrator can configure the Quarantine notification email address in Dashboard >
Account Management > My Profile dialog.

«  Status - Enable or disable the admin.

* Regenerate password - Reset the password for the administrator in case it is forgotten. The new password
is sent to the administrator's email automatically. The administrator has to use this new password to access

CASG
»  Click the 'Save' button to confirm your changes.
Manage admin permissions
CASG allow administrators with appropriate privileges to assign permissions for other administrators that will

determine what he/she can do and cannot do while logged into their respective CASG admin interface. The
administrators can create policies and assign them to other administrators from this interface. See 'Admin Groups &
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Permissions' for more details on how to create groups and policies for administrators. A new administrator will be
automatically assigned default permission settings.

To assign permissions for an administrator

»  Select the administrator or multiple administrators that you want assign permissions and click the ‘Manage
permissions' button.

Crarghebomn 1 Acming
. S
Admins 0 Hep
—
+ Bdd ﬁ pelate | & Edn{ #F Wanage permessions 1 % Refrosh
© fiers
[ Lagin Enabited Lasit i Growp Taigen
| bob@kasg comado.od ua frue HR [Socteams asg. comode od ual
[ #5Q.combdo od ua,
e 1, eag-arch
jehn@Edockeameasg comodaod ua  Fue Apr 16, 2004 6:45 45 AM FPower Administrators -1
m,
damain.comy
[Bocteamc asg. comado od ua,
lesidomain.com, csg-arch
| smithgddocteamcasg comoda odus Fue Power Adminisiratars ga camadn od ua,
example, dorman com,
sample damain comj
1 Eal 11-313) Por g 15 -

The 'Admin Groups & Permissions' interface will appear.

Admin groups & permissions

o= Addd

HName

@ Poweer Administrators (Default)
D HR
@ Lirnited

0 General

Assign to selected admins Assign to filtered admins | Cancel |

The interface displays the list of groups available with same or different permission levels for each group. By default,
'Power Administrators (Default) group will be available and administrators can add, edit groups and assign
permissions to other administrators. See the section 'Admin Groups & Permissions' for more details.
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+  Select the group from the list.
The permissions set for this group will be displayed on the right side.

Admin groups & permissions

o= Add

Hame Permission:

Power Administrators (Default) 4 |¥| Al customer permissions
~| Add domain

Admin management
User permissions
Admin permissions
Report management
User session history view
View customer info
Locale
| View
*| Change
Change user limit per domain

*| Email template management
*| Audit log

Assign to selected admins Assign to filtered admins ‘ Cancel |

»  The permissions set for this group will be displayed on the right side.

«  Click the 'Assign to selected admins' button to set permissions for selected admin(s).
«  Click 'Assign to filtered admins' button to set permissions for administrators found by filter.
»  Click 'OK"in the confirmation dialog.

The selected admin(s) will be added to the group and a confirmation message will be displayed.

Dbt o J A

Admins © rew
Permissiong sutcessnilly assigned (0 I sdmins) B
+ Add ﬁ Delote f Edil If Manage permissions G Refresh
e Fillers

Longin Eralilel LLas login Gipoap Target

[docteamCasE oMot o U3

bobiEcasy comoda ad. us true Leniles
e {ashdomeaain com]
[d0cteamE a5 coMmoao ol us
e stdomain com, ceg-anh
johngdociRamcasa comndo ol ua U ADT1E, T014 707 49 amM Powsar Afminisiratars & comoco od U
Bxamphs domain com
axampba domaincom)
s : |dectearncasg comoda.od.ua
s beamc asg oomodn odua e Limiled leslgomarn com|
s idamain o
1 r [1-3¢3) Perpage |15 -

The interface also displays the new group assigned for the selected admin(s) under the ‘Group' column.
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8.2 User Groups & Permissions

«  The'User Groups & Permissions' area lets you create email user groups and set group permissions.

« You can create multiple groups, each with different permission levels. When you assign users to a group
they will inherit the permissions of the group.

«  The user interface will vary according to a user's permission level. See 'Manage Permissions for Users' in
'User Account Management' for help with this.

Create user groups
+  Click 'Account management' > 'User groups & permissions".

cCOoMOD0D

' Antispam Gateway

Jashboard
1 Domains
1 ALt log
Account management
Admins
W Llser grougs & permissions

oups & PEMMISSIans

Lizars hislony

.!_'.'. CUSTOMmEr management

The 'User Groups & permissions' interface will be displayed.

Dagfbonnd J Lsir grougs § pamissona
User groups & permissions @ wel

& Add

Two user groups, Power User and Users (Default), are available by default. These two groups cannot be edited or
deleted.
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+  Click a group name to view its permissions in the right-hand pane:

sz hipoerd Filser groups & permissores

User groups & permissions © reip
o s { waka detaut
(L RTIE Peania s

® PowerUsers a Bl UsEF DRSNS

Uzers {Defaull Incoming Log Seanch
Dungoing Log Searck

+  Click the arrow next to a permission to view sub-permissions:

Permission;

L3

4 ¥ All user permissions |
¥| Incoming Log Search
| Qutgoing Log Search
*| Report Spam
*| User report subscriptions
4 ¥ Quarantine
*| Show Message
*| Release messages

m

*| Delete messages
4 ¥ Archive

| iew

*| Resend

| Create mail request
*| Change user settings

For users in the 'Power User' group, all permission levels are enabled. The 'Release quarantine messages' option is
not available to users in the regular 'Users' group. This means that if a user is assigned to the 'Power User' group, he
/ she can release quarantined messages from the quarantined mails list without approval from an admin. See
Released Requests in 'Email Management' for more details.

Permission Levels
» Incoming Log Search - Allows a user to search and view the log of all incoming mails.
» Outgoing Log Search - Allows a user to search and view the log of all outgoing mails.
*  Report Spam - Allows a user to report a mail as spam mail.
»  User report subscriptions - Allows a user to configure periodical quarantine report generation.
* Quarantine

«  Show Message - Allows a user to view quarantined emails in same window or separate window.

+ Release messages - Allows a user to release a quarantined mail without approval from the
administrator.
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« Delete messages - Allows a user to delete a quarantined mail without approval from the administrator.
* Archive

«  View - Allows a user to view archived emails in same window or separate window.
« Resend - Allows a user to resend archived emails to himself / herself.
» Reply all - Allows a user to reply to all archive emails
»  Forward - Allows a user to forward an archive email composed earlier
+  Create mail request - Allows a user to configure email request for CASG notifications.

« Change user settings - Allows a user to configure himself / herself as recipient whitelist.
«  Whitelist | Blacklist

« Manage whitelist senders per user - Allows a user to manage sender whitelist for his / her mail
account

» Manage blacklist sender per user - Allows a user to manage sender blacklist for his / her mail
account
Click the following links for more details.
« Add anew group
« Editagroup
» Delete a group
»  Make a group as default

Add a New Group
« Toadd a new group and configure permission levels, click the 'Add' button.

Dashboard §User groups & permizsions

User groups & permissions

MHame

@ Power Users

D Users (Default

Anew group creating page will be displayed.
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Dashboard / User groups & permissions

User groups & permissions Help
Name Permission:
© Power Users 4 [T All user permissions |+
© Users (Defaulf) Incoming Log Search
& Outgoing Log Search
- Report Spam

User report subscriptions
4 Quarantine

m

Show Message

Release messages

Delete messages
e Archive

View

Resend
Create mail request
Change user settings

- T

+  Enter the name of the group in the text field under the 'Name' column. Note: To enable the permission levels
in the right side for that group, click the 'Edit" button on the top.

Dashboard / User groups & permissions

User groups & permissions Help
Name Permission:
© Power Users 4 |H] Al user permissions i
@ Users (Default) *| Incoming Log Search
@ | Qutgeing Log Search
@ R

*| Report Spam
| User report subscriptions
4 |5/ Quarantine

m

Show Message
*| Release messages
| Delete messages
4 ] Archive
| View
| Resend

*| Create mail request
Change user settings

BN o
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+  Click the 'Save' button.
The newly created group will be displayed in the interface.

Diashboard § User groups & permissions

User groups & permissions

o= 4dd

Name

© Power Users
@ Users (Default)
© HR

cCOMODO

Creating Trust Online®

Now, users of domains belonging to the account can be assigned to this newly created group. See the section
'Managing Permissions for Users' in 'User Account Management' on how to add users to predefined groups.

Edit a group

You can edit the name of an existing group and / or change the permission levels.
»  Select the group from the list and click the 'Edit' button.

Dashboard / User groups & permissions

User groups & permissions

Name Permission:

© Power Users 4 |5 All user permissions
© Users (Default) Incoming Log Search
® [ir Outgoing Log Search
Report Spam
User report subscriptions
4 B guarantine
Show Message
Release messages
Delete messages
4 ¥ Archive
View
Resend
*| Create mail request
Change user settings

- T

Help

»

m
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+  Change the permission levels and / or the name of the group.
«  Click the 'Save' button for the changes to take effect.
The users in the group that is edited will be automatically reassigned to the edited group.

Delete a Group

«  Select a group from the list and click 'Delete".

Dagtboard JLiser groups & garmissions

User groups & permissions

& add P Edn Makn detaull

LR Parmissio;

Pawar Usars All User perTriSEIONS
Users {Dedaull)

¥ Limited

+  Click 'OK" in the confirmation dialog.

Delete group

@ Are you sure you want to delete the selected

group’

The selected group will be deleted from the list.

cCOMODO

Creating Trust Online®

& Henp

to reassign the users if required.

migrated to the 'Users' group.

Note 1: If you delete a group, users assigned to that group will be automatically moved to default group. You have

Note 2: If you delete a user group created by the administrator and marked as default, then the 'Users' group that
was shipped with the product will be set as default. All the users from the deleted group will be automatically

Make a Group as Default

CASG allows administrators to make an existing group as default group. Newly added users and users belonging to

an existing group whose name was deleted will be automatically moved to this default group.
+  Select a group from the list and click ‘Make default'.
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i fLiser grouas 3 peresesions

User groups & permissions @ vew

o i | Eait| T oalew

Hama Penndssiong
Powar User 8 & sar permissions
Lsers [Defaull)
HR

= Ganeval

A success dialog will be displayed.

Success

@ Default group successfully changed.

« Click 'OK".
The selected group will be displayed as default group.

Deshbicsrd § Lizer groups & parmissions

User groups & permissions

o 2dd @ Edit [ Delste

Namme Perm
) Power Users

) Usgarg

D HR

@ General (Cafaull

Note: If you delete a user group created by the administrator and marked as default, then the 'Users' group that
was shipped with the product will be set as default. All the users from the deleted group will be automatically
migrated to the 'Users' group.

8.3 Admin Groups & Permissions

»  Click 'Account management' > 'Admin groups & permissions'

«  The'Admin Groups & Permissions' area lets you create and set the privileges of admin user groups. Any
users you place in an admin group will inherit the privileges of the group.
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«  There are two sets of permissions:

«  Customer permissions are high-level admin privileges which cover all domains on the account. For
example, add domains, configure user permissions, modify email templates, view customer info,
manage admins, generate reports, etc.

- Domain permissions are technical privileges to configure and manage antispam on specific domains.
For example, setup recipients, configure the delivery queue, configure whitelists and blacklists, etc.

»  You can create multiple admin groups, each with different permission levels. Admin groups save time by
avoiding the need to set permissions for every new administrator.

«  There are two types of group you can add:

« Add Group - Creates a ‘blank’ group with no permissions set. You add all permissions that you require.

- Add Domain group - Creates a group with sufficient permissions enabled to manage a domain. This is
just a time-saving feature which avoids the need to select permissions from scratch.

» The ‘Customer Permissions’ tree on the right shows all privileges which are enabled by default
« You can enable or disable these permissions as required in your custom domain group

+  Open the ‘All Domain Permissions’ tree to choose the domains over which group members have
control. You can set permissions on a per-domain basis in here.

- Theitems available in the console will vary according to the permissions of the admin. See 'Manage
Permissions for Administrators' for help to add admins to predefined groups.

Create admin groups
«  Click 'Account management' > 'Admin groups & permissions'

E ¢ cCoMODOD
I Antispam Gateway

TN

{ #) Dashboard
B=H Dmaing

AT
) At 1og

s Customer management

The admin groups & permissions interface is displayed.
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Uasssoard fF Admn groups & pemmssions

Admin groups & permissions el

+ Add group + Add Domain group

Hames Permissions:

@ Power Admingsiratods (Default) F] All cusinmer permissions
spaimail_adrmin_group
Test comaln group

Test group

Chesnge wser limit per domain
Ernail tamplate managemeant
Awdit log
Yiew dashboard

o All Bomain peEmizsions

| IvaEnala m W

By default, power administrators group is available. Power administrators have all customer and domain permissions
enabled. You cannot edit or delete this default group.

+  Tick a group from the right side to view the permission levels assigned for it.

»  Click on the arrow beside a permission to display the tree structure of second level of permissions, if
available.

For administrators in the 'Power Administrators' group, all permission levels will be enabled. The 'Permission’ level is
divided into two categories, 'All customer permissions' and 'All domain permissions'.

Customer permissions and domain permissions are two different settings. Customer permissions deals with
configuring general privilege levels for the admin group. Domain permissions relates to what the admin can do in the
domain(s).

- Customer permissions — Determines general privileges for the administrator. For example the admin can
add domains, configure admin and user permissions and so on.

+  Domain permissions — This pertains to domain level privileges. Determines what domains the admins can
manage, for example, remove the domain, manage incoming and outgoing user for the domain and so on.

«  Seethe full list of privilege levels below.

« 'Add Domain group' allows you to create groups for domain management with predefined customer
permissions. Though you can create domain management groups using ‘Add group' also, this feature is
useful if you want to create a large number of domain groups.

Permission Levels
+  All customer permissions - View and manage all customer related tasks.

«  Add domain - Add new domain(s)
«  Admin management - View and manage administrators for the account.
»  View - Only view the list of administrators.
»  Unlock - Unlock previously blocked administrators.
* Manage - Manage administrators for the account.
+  User permissions - View and manage 'User Groups & Permissions'
«  View - Only view 'User Groups & Permissions'.
» Manage - Manage 'User Groups & Permissions'
«  Admin permissions - View and manage 'Admin Groups & Permissions'
»  View - Only view 'Admin Groups & Permissions'
»  Manage - Manage 'Admin Groups & Permissions'
» Report management - View and manage report subscriptions
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«  View - Only view report subscriptions

« Change - View and manage report subscriptions
«  User session history view - View user sessions history for all domains in the account.
«  View customer info - View information about the customer.
» Locale - View and manage message locale set for a user

+  View - Only view message locale

« Change - View and manage the messages locale
«  Change user limit per domain - Configure the number of users for each domain in the account.
»  Email template management - Edit the email template for user's notification emails.
» Audit log - Configure and view log for the permitted domain.

» Log - View and export the log for the permitted domain.
+  View dashboard — Show main customer dashboard.
«  All domain permissions - Assign domain(s) management.

« Assigned Domain(s) - Manage domains, incoming and outgoing users, emails, audit log and reports.
«  View - Only view the assigned domains.
«  Change - Edit the assigned domain(s)
- Remove - Remove the assigned domain(s).

« User Management - View and manage incoming users, outgoing users, whitelist recipients and blacklist
recipients.

+ Incoming user - View, manage and unlock incoming users.
«  View - Only view list of incoming users.
»  Manage - View and manage incoming users.
»  Unlock - Unlock users immediately without waiting for the timeout period to end.
»  Change forward settings - Change forward email settings for incoming users.
+  Outgoing user - View, manage, lock/unlock and import from incoming users.
«  View - Only view list of outgoing users.
« Manage - View and manage outgoing users.
«  Outgoing settings - Configure a list of outgoing users.
«  Lock/Unlock - Lock or unlock outgoing users from sending out mails.
« Import from incoming - Import outgoing users from the list of incoming users.
«  Whitelist recipients - View and manage whitelist recipients.
«  View - Only view list of whitelisted recipients.
« Manage - View and manage whitelist recipients.
»  Blacklist recipients - View and manage whitelist recipients.
»  View - Only view list of blacklisted recipients.
»  Manage - View and manage blacklist recipients.
+  Users auto-import - Automatically import all new incoming users bases on incoming email flow
«  View - Only view list of users auto-import recipients.
« Manage - View and manage users auto-import recipients.
«  Domain geolookup restrictions - View and manage CASG web interface access control policies
»  View - Only view the access control polices
» Manage - View and manage access control policies
+  Domain management - View and manage all domain related tasks.
+  Local recipients - View and manage local recipients.
«  View - Only view list of local recipients.
«  Manage - View and manage local recipients.
» Domain alias - View and manage domain aliases
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«  View - Only view the list of domain aliases.
« Manage - View and manage domain aliases.

- Email filter settings - View and configure incoming spam detection settings.
»  View - Only view incoming spam detection settings.

» Threshold - Configure changes for "Spam threshold" and "Probable spam threshold" fields in
the Incoming Spam detection settings

« Change - View and configure "Spam threshold" and "Probable spam threshold" fields.
«  Domain settings - View and change domain settings.
«  View - Only view the list of domain settings.
»  Change - View and configure domain settings.
- Email for license notification — View and configure license expiry reminders
«  Domain disk space limitation — View and configure archive storage disk space
«  View - Only view archive storage space
«  Change - View and configure archive storage space
« LDAP - View and configure LDAP settings for importing users.
»  View - Only view LDAP settings and list of imported users.
»  Change - View and configure LDAP settings for importing users.
+ Quarantine - View and manage quarantined mails.
«  View - Only view the list of quarantined mails.
» Delete - Deleted quarantined mails from the list.
» Release - Release quarantined mails to the recipients.
- View mail content - View the content of the quarantined mails.
« Archive - View and manage copy of incoming mails in archive.
+  View - Only view archived mails.
» Resend - Resend archived mails to recipients.
+ Retain - Retains archived mails from being purged automatically.
« Delete - Delete archived mails.
«  View mail content - View mail content of archived mails.
* Incoming delivery queue - View and manage queued mails.
+  View - Only view queued mails.
«  Retry - Retry to send queued mails to recipients.
«  Alerts - Queue emails notification
» Incoming Log Search - Search incoming mails log.
»  Outgoing Log Search - Search sent mails log.
»  Clear incoming cache - Clear incoming callout cache.
+  Clear outgoing cache - Clear outgoing callout cache.
+  User session history view - View user sessions history for the assigned domain(s).
«  Office 365 Activation settings — View and configure Office 365 activation settings.
«  SPF Control settings — View and manage sender policy framework (SPF) settings
»  View - Only view SPF settings.
»  Manage - View and configure SPF settings.
+  Email Management - View and configure all Email management related settings and tasks.
«  Email size - View and configure email size settings.
+  View - Only view email size settings.
« Change - View and configure email size settings.
- Blocked extensions - View and manage blocked extensions.
*  View - Only view the list of blocked extensions.
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« Change - View and manage blocked extensions.
«  Whitelist senders - View and manage sender whitelist.
«  View - Only view sender whitelist.
- Manage - View and manage sender whitelist.
»  Blacklist senders - View and manage sender blacklist.
«  View - Only view sender blacklist.
« Manage - View and manage sender blacklist.
» Release requests - View and manage requests from users for release of quarantined mails.
»  View - Only view the list of requests from users for release of quarantined mails.
- Manage - View and manage requests from users for release of quarantined mails.
»  Whitelist requests - View and manage requests from users to whitelist senders.
+  View - Only view the list of requests from users for adding senders to whitelist.
« Manage - View and manage requests from users to whitelist senders.
»  Blacklist requests - View and manage requests from users to blacklist senders.
«  View - Only view the list of requests from users for adding senders to blacklist.
- Manage - View and manage requests from users to blacklist senders.
*  Report spam - Upload mails to CASG for reporting them as spam.
«  Create rule - Create and manage administrators rules.
«  View - Only view administrators rules.
« Manage - View and manage administrators rules.
«  Whitelist sender rule - View and manage rules for adding senders to whitelist
»  View - Only view the whitelist sender rules
» Manage - View and manage whitelist sender rules

+  Blacklist sender rule - View and manage rules for adding senders to blacklist
«  View - Only view the blacklist sender rules
« Manage - View and manage blacklist sender rules

- Whitelist senders per user - View and manage whitelisted senders per user.

»  View - Only view list of whitelisted senders per user.
» Manage - View and manage whitelisted senders per user.
»  Blacklist senders per user - View and manage blacklisted senders per user.
«  View - Only view list of blacklisted senders per user.
« Manage - View and manage blacklisted senders per user.

- Domain relay restrictions - View and configure email relay restriction rules
»  View - Only view relay restriction rule

« Manage - View and manage relay restriction rules

+ Auditlog - Configure and view log for the permitted domain.
«  Configuration - Configure the log settings for the permitted domain.
« Log - View and export the log for the permitted domain.

»  Report management - View and configure settings for periodical domain and quarantine summary
reports for the permitted domain.

«  View - Only view the configured settings for periodical domain and quarantine summary
reports for the permitted domain.

«  Change - View and configure settings for periodical domain and quarantine summary reports
for the permitted domain.

Default permission levels
» Add group — No permissions are enabled. You can enable permissions as per your requirement.

» Add domain group — Permissions required for domain management are enabled. You have to select the
domain(s) for adding to the domain group. The following customer permissions are enabled by default:

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 287



Creating Trust Online®

Comodo Antispam Gatewgy___;..Admi‘ﬁEffaié.r Guide comono

L i

e All customer permissions
«  User permissions — View and manage
»  Report management — View and change
»  User session history view
» Locale - View and change
«  Email template management
« Audit log
Click the following links for more details.

« Add a new admin group

» Add a new domain group

» Edit an admin | domain group

» Delete an admin | domain group

» Make an admin | domain group as default
Add a new admin group

+  Click the 'Add group' button
«  Anew admin group creating field appears

Dashbonrd / Admin groups & permEsions

Admin groups & permissions

@ s Add Doman group

Hamas

= Power Afiminisirabors (Defaull)

Haamis Permissions:

o Proiwhed Jrl nEiratons [ Defaull) All cusiomer permissins

e All domain pemissions

Sam Cancal |
|

- Enter the name of the group in the text field under the 'Name' column.
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Cashboard / Admin groups & penmissions
Admin groups & permissions Help
+ Add Domain group
Hames Permissions:
Power Admmisirators (Default) A (B A cushormesr peETmiSsions
=R A comaln
S T LN E et
Lisar permIs 5 ns.
=1 Admn permissions
Locale
*| Change user Imit per doamain
Emiall template management
Audit log
View dashboard
All domain prrmissions
m Cance
»  Select the permissions for the admin group on the right.
+  Click 'Save' button.
The newly created group is added.
Now, administrators belonging to the account can be assigned to this newly created group. See 'Managing
Permissions for Administrators' in 'Administrators' on how to add users to predefined groups.
Add a new domain admin group
»  Click the 'Add domain group' button
+  Anew domain admin group creating field appears
[ashbostd f dvdmn proups & permessons
Admin groups & permissions Help

Add Domain group

Hames Permissions:

Power Administrators Al customer penmissions

R Al GOmEn permissons

% | ztomer domain arasg

m Cancel

»  Enter the domain admin group name
»  Permissions:

+  All customer permissions - This group comes with predefined customer permissions that is adequate

for domain management. Update if required, but not recommended. See default permission levels
explained above.
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« All domain permissions - Select the domain(s) and domain permissions for the group.
«  Click 'Save'

Now, administrators belonging to the account can be assigned to this newly created group. See 'Managing
Permissions for Administrators' in 'Administrators' on how to add users to predefined groups.

Edit an admin / domain group

You can edit the name of an existing group and / or change the permission levels.
«  Select the group from the list and click the 'Edit' button.

Lashboand f &dmn groups & persssons
Admin groups & permissions Hisip
+ Add Dramasn group {l; Make defauli
Hames Parmissions:
Power Adminigtrators {Defaul) 4 B Al custamer pemissions

CO Add domain
Admin menagement
Utear permmiagions
Admin permizeionsg
Feport management
Lisar SEs50n stary view
WIS CUSTOMER IO
ocake
hange user it per doman
Email tempiale management

Change the permission levels and / or the name of the group.
Click the 'Save' button for the changes to take effect.

The admins in the group that is edited will be automatically reassigned to the edited group.

Delete an admin | domain group

Select the group from the list and click the 'Delete’ button.
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Dashboard / Admin groups & permissions

Admin groups & permissions

=)= Addgroup sf= AddDomain group & Edit ﬁ Delete {3 Make default

Hames Permissions:

© Power Administrators (g

HR Delete group s All doma

@ Are you sure you want to delete the selected

o Jome

group?

+  Click 'OK" in the confirmation dialog.
The selected group will be deleted from the list.

Note 1. If you delete a group, admins assigned to that group will be automatically moved to default group. You have
to reassign the administrators if required.

Note 2: If you delete an admin group created by the administrator and marked as default, then the power
administrators group that was shipped with the product will be set as default. All the admins from the deleted group

will be automatically migrated to the power administrators group.

Make an admin | domain group as default

CASG allows administrators to make an existing group as a default group. Newly added administrators and
administrators belonging to an existing group whose name was deleted will be automatically moved to this default

group.
«  Select a group from the list and click ‘Make default'.
»  Asuccess dialog will be displayed:
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Daszhboard / Admin groups & permissions

Admin groups & permissions

)= Add group == AddDomain group 7 Edit ﬁ Delete

Names Perfi
& Power Administrators (Default)
@ HR Success

@ Default group successfully changed.

«  Click 'OK".
The selected group will be displayed as default group.

Note: If you delete an admin group created by the administrator and marked as default, then the 'Power
Administrator' group that was shipped with the product will be set as default. All the admins from the deleted group
will be automatically migrated to the 'Power Administrator' group.

8.4 My Comodo Account

This feature will be available in the 'Account management' if you have logged in to CASG using CAM account
credentials.

£ Dashboard

«  Click the 'Login to my Comodo account' to open https:/laccounts.comodo.com/login page. From here
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you can:

«  Add more subscriptions for CASG account
«  Change your password
»  Change contact information
+  Sign up to other Comodo products
...and many more.

For more details on CAM account, visit our online website at help.comodo.com/topic-211-1-513-5907—Introduction-
To-Comodo-Accounts-Manager.html.

8.5 My Profile

The ‘my profile" interface lets currently logged-in administrator to change his login password and configure other
settings.

You can open 'My profile' interface in two ways:

»  Click the 'Account management' on the left to »  Alternatively, click the user name then ‘My
expand then 'My profile'. Profile’ at the top-right.

cCOMODO
p Antispam Gateway

& domeasmsptest@yol

EN rymap
) Dashboard

'ﬁ Diarmams

b

Logout

9 Account management

Adrmin grouns & Dermissions

W By prodile

The ‘my profile’ interface opens:
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Dashboard / My profie

My profile Help

Change settings

Login
CAM email

demeasmsplest@yopmail com
System notifications email(s)

HNumber of minutes before my session expires 120

Spam trap email:

Sites

Note: The interface will vary depending whether you logged in as an admin or account admin. Account admins can
change password from their CAM account.

» Login - The user-name of the currently active user. Administrators can use this to log in to CAM to
purchase additional licenses and renew existing licenses.

»  CAM email -The email address for the account as registered at Comodo Accounts Manager (CAM).

- System notifications email(s) - Enter the email addresses at which the new administrator should
receive CASG notification emails. It can be the same email address as the login name and / or
alternative email address(es) of up to a maximum of five. The quarantine requests from users, for
blacklisting, whitelisting, or releasing quarantined emails and notifications such as of imports of users,
local recipients and users via LDAP from CSV files will be sent to the email addresses specified in this
field. See Email Management for more details.

- Number of minutes before my session expires - You can set the idle session timeout period in the
box. Enter the period in minutes or increase / decrease the period by clicking the up / down arrow. The
valid entry is between 1 minute and 120 minutes.

«  Spam trap email (Optional) - If you already have a special 'spam-trap' email address then please enter
it here to further improve CASG message filtering.

- Sites (Optional) - Enter the URLs of all websites owned by your company in order to further improve
spam filtering.
»  Click 'Save' for your changes to take effect.

8.6 Users History

The 'Users History' area in 'Administrator Account Management' allows admins to view user history for all domains
within a particular date range. From here you can filter users by IP address, last login, domain, username and/or
location. By default, the most recent 15 records will be displayed.

Use of filters to create custom searches is covered in more detail here.
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9 Customer Management

The 'Customer Management' area allows an administrator to:
«  View the details of the account they are logged into
«  Create an account
»  Update the product and extend your license term
«  Configure subscriptions for the periodical Domain and Quarantine summary reports for domains

»  Customize the 'support information' area in the notification emails that are generated for activities such as
while adding a new user, password regeneration, quarantine request and quarantine report.

L My Account
[Cashzoeed ¢ ENG User LiosnsarSubscnplion Sgmesment

End User License/Subscription Agreement @ Hew

End User License/Subscription Agreement

Comodo AntiSpam Gateway 2
THIS AGREEMENT CONTRINS & BINDING ARBITRATION CLAUSE. PLEASE READ THE AGREEMENT CAREFULLY BEFORE
ACCEPTING ITE TERME AND COMNDITIOMN&.

IRFQRTANT - PLEASE READ THESE TERME CAREFULLY BEFORE DOWHLOADING INSTALLING, OR USING COMDDO ANTISPAM GATEWAY
CSERMCED"). BY DOWNLOADING, IMSTALLING, OR USING THE SERVICES OR BY CLICKING 0N | ACCEFT BELOW, YOU ACKHOWLEDGE THAT YU
HAE READ THIZ AGREERENT, THAT YOU UNDERSTAND 0T, AND THAT YOU AGREE TO TS TERMS. IF YOU DO MOT AGREE TO THE TERMS HEREIN, DD
HOT DOWNLOAD OR LISE THE ZERVICES OR CLICK OM 1 ACCEPT.

Ths user license agreement is bebween you Cyod™ or “Subsober), as eilhier an individual or as a business enlily, - Comedo Security Solubons, Inc. a
DCelaware company, wilh ofices at 1255 Broad Sreet, Cliflon, M1 07013, Uniled Stales. d you are located m fhe Amencas, or Comode Yaahm AS. Turkey, a
Turkash company with ofices at Halicl Yaalim Ew Zemin Kat 0Tt wddic Teimaokerd Gankaya Ankara Turkay 8 you ane located oulside of the Amencas
MArGMANRL CAMmadn"] IN fChEngs fof your use of e SAnaE:. you agran 35 follows

1.License
& Compde oranks you a iovaly-kee limbed ron-esduswe non-ransherable and revatable boense o use the Comode AfbSpam

i3 including any documentabion and fes paping the Seraces You shall nolrescl lease, sell modily
atrve works ofthe Seraces. All nghés not expressly granted herein are resersed 1o Comodo

in are only walid #

Click the following links for more details:
» End user license agreements
«  View license information
« Manage report subscriptions
» Notification email settings

9.1 End User License and Subscriber Agreements

The 'End User License / Subscription Agreement' interface displays the complete Comodo Antispam Gateway End-
User License and Subscriber Agreement.

To view End User Licensel/Subscription Agreement

+  Click 'Customer management' tab from the left hand side navigation to expand it and then click the 'End-
User License/Subscriber Agreement.' tab from the sub menu.

The 'EULA/ Subscription Agreement' interface will be displayed:
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Dieshkboard { End User Lk Escripiion

End User License/Subscription Agreement © 1o

End User License/Subscription Agreement

Comodo AntiSpam Gateway 2
THIS AGREEMENT CONTAINS A BINDING ARBITRATION CLAUSE. PLEASE READ THE AGREEMENT CAREFULLY
BEFORE ACCEPTING ITS TERMS AND CONDITIONS.

MPORTANT - FLEASE READ THESE TERMS CAREFULLY BEFORE DOWNLOADING, INSTALLING, OR UISING COMDDO ANTISPAM GATEWAY
CEERVICEET). BY DOWRNLOADING, INSTALLING, OR LIEING THE SERVICES DR BY CLICKING ON 7 ACCEPT™ BELOW, YOU ACKNOWLEDGE
THAT YO HAE READ THES AGREEMENT, THAT YOU UNDERSTAND IT, AMD THAT ¥0OU AGREE TO ITS TERMS. IF YOU DO NOT AGREE TO
THE TERME HEREI, DO NOT DOWNLOAD OR USE THE SERVICES OR CLICK ON " ACCEPT™.

This wuser license Igl’l!tnlﬂl is bebween Fou I_ﬁ'ﬂl.l_ o “Su tscriber), as either an ndmidual or as a busness I'!I'“r_.', Comodo S!a.ultg."S:anan:_
Inc., a Delaware compary, with oflices at 1255 Broad Sweet, Cliflon, NJ 07013, United Stales, if you are locabed in the Amenicas, of Comode
Yazilim A5, Turiey, a Turkish company, with ofices at Halic Yazlim Evi Zemin kat DDTU Teknokent Gankaya Ankara Turkey if you ars Incated
ouiside of e Americas (hersinaflar"Comoda®). In exchangs for your use of e Sandces, you agres as follows

1.License
11 gfil'" of License. Comodo grants you a royalty-ines, |||'|1||°|.! non-enclusive, non-fransferable. and revocable license touse the Comaodo

A m Gabeway (The “Se IL persona Irlelll wtion and files accompanying |II|-" BTVCES "\.I hall nod
egell, bease, 5ol Mo d | kg o e Serdces. A8 rights no &

9.2 View License Information

The 'License Management' interface provides administrators with usage information.
View the license management screen:

«  Click the License Management from the 'Customer management' drop-down on the left
The example below shows a customer with multiple licenses:

a fl:l MODO Cuar 0 Relezse requests 0 WhiBielst requests: 0 Blackist reqeasts: 0 ‘L | L -

Lastsozrd f Licanse Wanapement

License Management @ e

Name : ak_cuslomer] ak_customer]

CAM login  ak_cusiome ]

CAM &mail Wi ol mn

Totals

Munber of users : 2

Max. renber of users 55

Mumber of domans 4

Maz reenbar ol demara T

Disk gueal 0, D04

Diak space 85637 KB

Subscriptions

Max. numhar of usars Max. number of domains Licansa Axpiranon dasa Desk quaita (58] Emahiead

1] ? Agst 1B, 2007 o [T
Mar 73,

3 3 e 3 trme

1 1 g 79,200 7 1 (5

1 1 g 79,200 1 o e
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«  Max. number of users - Total users on all licenses combined.
«  Max. number of domains - Total domains licensed on all licenses combined.

»  The name of the account is displayed in the title bar.

»  CAM login: Login username for Comodo Accounts Manager (CAM) at https:/laccounts.comodo.com.
You can login to CAM to purchase or renew licenses.

«  CAM email: Email address for the account as registered in CAM.

»  Number of users: The total number of active users across all your domains.

« Max. number of users: Total users you can add (all licenses combined). You cannot exceed this number of
users without purchasing additional licenses.

«  Number of domains: The number of domains enrolled on the account.
»  Max. number of domains: The total number of domains you are licensed for across all licenses.
- Disk quota: Total storage space available to archive incoming messages.
« Disk space: How much storage space you are currently using to archive mails.
Subscriptions
The following details are available for each subscription:
«  Max. number of users: Total number of users that can be added to the account on the license.
«  Max. number of domains: Total number of domains that can be added on the license.
» License expiration date: The date till which the license is valid.
+ Disk quota: Total storage space available on the license.
« Enabled: States whether the subscription is active or not.

The 'Reminder' button allows you to choose an email address to receive license expiry reminders, and to specify the
period of time before expiry that you wish to receive them. Please note this button will be available if you have
logged in to CASG using CAM account credentials.

9.3 Manage Report Subscriptions

The 'manage report subscriptions' interface lets you to configure subscriptions to 'Domain’ and 'Quarantine' summary
reports of all enrolled domains. See CASG Reports - an Overview for more details.

Access ‘manage report subscriptions’ interface

»  Click ‘Customer management’ > ‘Manage report subscriptions’
The manage report interface will open:
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The 'Report recipients' field at the top is auto-populated with the email addresses of all the administrators available
for the account and enabled for the same, at the time of adding them. The report recipients can be added or
removed from this interface by entering the administrator's email address or deleting them and clicking the 'Save'
button at the bottom.

Note — Reports are not sent to these recipients if you configure recipients for each report type.
The administrator can configure the subscription for two types of reports from this interface:

» Quarantine Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly, will contain a detailed statistics of the mails that are identified as spam or containing malicious
content and moved to Quarantine of the domain automatically by CASG. See CASG Reports - An
Overview for more details.

- Domain Report - The periodical report which can be configured to be received hourly, daily, weekly or
monthly, will contain a detailed statistics of number of users, mails that have been received at and sent from
the domain, number of spams identified and blocked and so on. See CASG Reports - An Overview for
more details.

Configure the subscription of the reports

»  You can expand/collapse a report configuration section by clicking on the respective strip.
«  Send empty - Leave this unchecked if empty reports are not to be sent to recipients.
«  Enabled - Select this so reports are generated and sent to report recipients.

» Report recipients for each report type — Enter the email address of recipients that you want the reports to be
sent. You can enter multiple addresses separated by a comma. Note - If this field is configured, the
recipients that you added in the general report recipients field at the top of the interface will not receive the
reports.

»  Select the frequency at which the reports are to be sent to the administrators.

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 298



e

Comodo Antispam Gatewgy___;..Admi‘ﬁié"ﬁaié;(}uide coMODO

Creating Trust Online®

Quarantine Report

.

& Quarantine repart
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« Hour - The reports are generated and sent to the report recipients every hour or at the selected hour(s)
of the day or date chosen from 'Day of month' or 'Day of week' columns.

« Day of month - The reports are generated and sent to the report recipients every day or on the
specific day every month chosen at the hour selected from the "Hour' column.

» Day of week - The reports are generated and sent to the report recipients every day or on the specific
day every week chosen at the hour selected from the "Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

- Report length - Displays the period of the report that are generated depending on the options chosen.

Domain Statistics Report

& Domain statistics report

Period Hour Day of manth Day of waek Sand emply Emabled = Stari date Faport lengih Aaport recipients
®Eyery hour @E-.'Er:rda:r OE\".W week day
Ocnosss Cichoose @cnoose
o s} ] Sunday L
¥ Mionday ) ) e respoet Tor 24
Houry - - - | =] My 18, 2020 D000 haours) from kast run
| Tuasday [2020-05-11 23:00)

+ Period - Enables you to set the period to be covered in the report. The report contain the statistics of
all the domains in the account for the past one hour, one week, one month or one year, as selected
from drop-down from the scheduled report time.

» Hour - The reports are generated and sent to the report recipients every hour or at the selected hour(s)
of the day or date chosen from 'Day of month' or 'Day of week' columns.

- Day of month - The reports are generated and sent to the report recipients every day or on the
specific day every month chosen at the hour selected from the 'Hour' column.

- Day of week - The reports are generated and sent to the report recipients every day or on the specific
day every week chosen at the hour selected from the "Hour' column.

- Start date - Displays the start date of the report generation depending on the options chosen (as per
Greenwich Mean Time (GMT)).

» Report length - Displays the period of the report that are generated depending on the options chosen.
»  Click 'Save' for your settings to take effect.

+  Click the 'Reset settings to default' to disable both Quarantine and Domain statistics reports. The 'Report
Recipients' field will not be cleared.

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 299



Comodo Antispam Gateway  Administrator Guide  comono

Creating Trust Online®

9.4 Notification Email Settings

By default, all the notification mails sent to administrators and users on various events like adding a new user,
password regeneration, quarantine request or periodical report mails like quarantine report will contain the links to
the online help guide and Comodo support in the footer.

The 'Email template settings' area allows you customize the footer for adding their contact and support information.
To customize the notification emails

+  Click the Email template settings' from the Customer management' drop-down on the left
The 'Email template settings' interface will be displayed:

§ coMOoDO
: n Quarantine: 0 R 0 Whitelistrequests:0  Blacklistrequests: 0 =
G Antispam Gateway SIS ! q A q & My Account

Dashboard f Email template settings.

() pasnboard Email template settings Help
@ Domains

[E Audit log

i Mote: changes below will be applied to all system notification messages sent to user

v. Change default email footer
23] Account management

=p=

| »

. cus .
<> CUSIOMERIANAgEent <font style="font-familyArial:color #353535:font-size 1 4px~=For help, see the User guide:

=a href="http:/help.comodo.comiopic-157-1-294-3398-Infroduction-to-Comodo-Antispam-Gateway.html” target="_blank" title="" style="font-
family.Arial,color#06488d font-size: 14px;,"™>
=font style="font-family:Arial;color:#06488d;font-size: 14px; “=http:#help.comodo. comitopic-157-1-294-3398-Introduction-to-Comodo-
Antispam-Gateway.htmi<font=
<iax
=ffont=
=/p=
<table width="100%" border="0" bordercolor="#e0e0e0" cellpadding="0" cellspacing="0" bgcolor="#e0elel"=
<ir bordercolor="#e0elel"
<td bordercolor="#e0e0e0” bgcolor="#e0e0e0" valign="middle" height="53" style="padding-left 15px">
=font style="font-family.Arial;color:#353535 font-size: 14px font-weight:bold;"=

m

= Email template setfings

Having Trouble? Support is here to help, =a href="mailto:asgsupport@comodo.com™asgsupporti@comodo.com=/a= or review the =a =

| Resetto default

Please note the customization can be done only in html format.
»  Check 'Change default email footer' box if you want to edit details.
Edit the details in html format as per your requirement and click 'Save' button.
»  Click the 'Reset to default' button to display Comodo support information in the notification emails.

10 CASG Reports - An Overview

- Comodo Antispam Gateway can generate five kinds of reports - 'Quarantine report', 'Domain statistics
report’, 'User import report', '‘Quarantine Release Report' and 'Reported Spam Report'.

» Reports are sent via email to administrators and users as configured at scheduled times

Global Reports and Domain level Reports
1. Global reports are for all domains covered by the customer account. See ‘Manage Subscriptions for
Reports' under 'Customer Management' for more details on the account level.
2. Domain level reports are specific to a domain. See 'Manage Report Subscriptions for Selected Domain'
under 'Incoming’ section for reports on domain levels.

CASG creates five kinds of reports:

* Quarantine Report - Statistics about spam or malicious emails that were moved to quarantine by CASG.
You can receive the report daily, weekly or monthly.

+ Domain Statistics Report - Covers all mail activity for the domain. You can receive the report daily, weekly
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or monthly.

« Users auto-import report - Statistics about the mail activity of new users added for each domain. User
import reports are generated at the domain level and not the account level.

» Quarantine Release Report - Statistics about malicious or spam messages quarantined on your entire
domain. These reports are generated at the domain level and not the account level.

» Reported Spam Report - Statistics on messages marked as spam by users. The report can be configured
to be received hourly, daily, weekly or monthly by the administrator. These reports are generated at the
domain level and not the account level.

» Reports can be enabled or disabled per administrator in Dashboard > Account Management > Admin >
Add Administrators or Edit Administrators.

While the first two reports, Quarantine Report and Domain Statistics Report, are available for all the domains as well
as for a specific domain, other reports are available for specific domains only.

10.1  Quarantine Report

The quarantine report contains a list of mails that were identified as spam or containing malicious content and were
moved to quarantine automatically by CASG, with the details on sender, receiver, date and attachments. You can
view the contents of a mail by clicking its subject line from the report.

«  Administrator

» Domain Level - The report generated for an administrator contains the details of the mails moved to
quarantine of the selected domain.

«  Customer Level - The report generated for an administrator contains the details of the mails moved to
quarantine of all the domains belonging to the account.

» User - The report generated for a user contains the details of the mails moved to quarantine of the user.

The report can be subscribed to be received hourly, daily, weekly or monthly for an administrator and daily, weekly or
monthly for a user.

« Hourly - The reports are generated and sent every hour to the administrators through email.
« Daily -The reports are generated and sent daily to the administrators/user through email.

«  Weekly - The reports are generated and sent to the administrators/user through email on every seventh
day from the start date set in the 'Start date' field. The report contains details of the mails quarantined
during the past seven days. The first report is sent on the start date and contains the statistics for the
remaining days of the week from the day of configuration and subsequently every seven days.

« Monthly - The reports are generated and sent to the administrators/user through email on every 30th day
from the start date set in the 'Start date’ field. The report contains details of the mails quarantined during the
past 30 days. The first report is sent on the start date and contains the statistics for the remaining days of
the month from the day of configuration and subsequently every 30 days.

An example of a quarantine report is shown below:
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Here is the quarantine report for decteamcasg.comodo. sd.ua from Apr 02, 2014 14:25 te Apr 11, 2014 00:00
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«  Click the 'Subject' of a mail to open the mail in a new CASG window. You need to login to CASG to read the
mail in the new window.

10.2  Domain Statistics Report

The domain statistics report provides details on all the mail activities on the domain. This includes information
covering the number of users; mails that have been received at and sent from the domain; number of mail identified
spam/malicious; number of mails blocked and so on. The report can be configured to be received hourly, daily,
weekly, monthly or yearly by the administrator.

- Domain Level - The report contains only the details of domain statistics of the selected domain.

»  Customer Level - The report contains the details of domain statistics of all the domains belonging to
the account.

Note: The domain statistics report is available only to the administrators.

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
» Hourly - Reports are generated and sent every hour to the administrators.
«  Daily - Reports are generated and sent daily to the administrators.

»  Weekly - Reports are generated and sent to the administrators on every seventh day from the start date set
in the 'Start date' field. The report contains details of the mail activities for the domains during the past
seven days. The first report is sent on the start date and contains the statistics for the remaining days of the
week from the day of configuration and subsequently every seven days.

»  Monthly - Reports are generated and sent to the administrators on every 30th day from the start date set in
the 'Start date' field. The report contains details of the mail activities for the domains during the past 30
days. The first report is sent on the start date and contains the statistics for the remaining days of the month
from the day of configuration and subsequently every 30 days.
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« Yearly - Reports are generated and sent to the administrators on every 365th day from the start date set in
the 'Start date' field. The report contains details of the mail activities for the domains during the past 12
months. The first report is sent on the start date and contains the statistics for the remaining months of the
year from the day of configuration and subsequently every 12 months.

An example of a Domain Statistics Report is shown below:
E’“} coOMODO
- Antispam Gateway

Here is the daily Domain statistics report for docteamcasg.comodo.od.ua from Apr 09, 2014 23:00 to Apr 10, 2014 23:00

Mumber of users T
E-mail size imit 262144 KB
Spam ratio 0.0 %
Mot spam messages 21
Mot spam messages size 4656687
25 O

Spam messages size
Wirusas blocked

Viruses size

Blacklisted messages
Elacklisted messages size

Total filtered messages

[ T L e e S o e e

Total messages

Having Treuble? Support is here to help, Open a Ticket at hitps: 'support.comode.com or ¢all 1,888.COMODO (2688.6361)

10.3  Auto-Imported Users Report

The users auto-import report provides details on all the new users belonging to a managed domain, that were
automatically imported to CASG on receiving an incoming mail addressed to them at the mail server. The auto-
imported users are sent with an invitation email containing login credentials for them to access the CASG user
interface. For more details on managing auto-import, see Manage User auto-import.

Note: The user auto-import reports are generated only for the domain level and not for the customer account level.
The report is available only to the administrators.

The report contains the following details:
» Imported users count - The total number of users automatically imported into CASG for report time period.

«  Enabled users count - The number of auto imported users that have activated their account by clicking the
link in the invitation mail or logging-in to CASG using the credentials provided in the mail.

« Invited users count - The number of auto imported users that have been sent the invitation mails but yet to
activate their account.

»  User names list - The list of auto imported users.
An example of a 'Users Auto-Import Report' is shown below:
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Here is the users auto-import report for csgqa.comodo.od.ua from Nov
21, 2014 09:00 to Nov 21, 2014 10:00

Imported users count 1
Enabled users count 1
Invited users count 0

User names list admin

For help, see the Admin guide: hitp://help comodo.comitopic-157-1-266-3192-introduction-
fo-comodo-antispam-gateway. html

Having Trouble? Support is here to help. Open a Ticket at https://support.comodo.com
or call 1.888.COMODO (256.2608)

10.4  Quarantine Release Report

The quarantine release report provides details of mails that were released from quarantine by the administrators as
well as by the users with appropriate privileges. This also includes quarantine release requests accepted by
administrators.

Note: The quarantine release reports are generated only for the domain level and not for the customer account
level. The report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
» Hourly - The reports are generated and sent every hour to the administrators.
Daily -The reports are generated and sent daily to the administrators.

»  Weekly - The reports are generated and sent to the administrators through email on every seventh day
from the start date set in the 'Start date' field. The report contains details of the mail activities for the
domains during the past seven days. The first report is sent on the start date and contains the statistics for
the remaining days of the week from the day of configuration and subsequently every seven days.

» Monthly - The reports are generated and sent to the administrators through email on every 30th day from
the start date set in the 'Start date’ field. The report contains details of the mail activities for the domains
during the past 30 days. The first report is sent on the start date and contains the statistics for the remaining
days of the month from the day of configuration and subsequently every 30 days.

«  Yearly - The reports are generated and sent to the administrators through email on every 365th day from
the start date set in the 'Start date’ field. The report contains details of the mail activities for the domains
during the past 12 months. The first report is sent on the start date and will contain the statistics for the
remaining months of the year from the day of configuration and subsequently every 12 months.

An example of a quarantine release report is shown below:
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Quarantine release report for csgga4.comodo.od.ua from Jul 01, 2015 09:00 to Jul 01, 2015 10:00

Operation

Date " Login Role  Details

Wed Jul 01 Release Recipients: userZ@csggad comodo.od.ua, user3@csggad comodo.od.ua,
0%:18:32 GMT quarantined adminl@csggad comodo.od ua | admin | userdD@cegga3.comodo.od ua; Sender: testi@itest.com; Date: null;

2015 measage Subject: SPAM MAIL

s L i Recipients: user2@csggad comodo.od.ua; Sender: user] 2@test com
09:18:49 GMT quarantined adminl@eeggad comode.od ua | admin Dat p'_‘ _Iif’:.l G _E' P 1\‘-I:M: T16.04 1516 .1“ - :
2015 message ate: null; Subject: test mail from TE b 5 16:4

Wed Jul 01 Releass
09:42:50 GMT quarantined userl@esgged comodo.od ua USEr
205 message

Recipienta: userl{@ceggad. comodo.od.ua; Sender:
alravchenko@ceg.comodo_od. ua; Date: null, Subject: test mail 15:47

For help, see the Admin guide: hitp://help comodo. com/topic-157-1-288-31592-introduction-to-comodo-antispam-gateway. htmi

Having Trouble? Support is here to help, asgsuppont@comodo.com or review the Administrators Guide

10.5 Reported Spam Report

The reported spam report provides details of mails that were reported as spam by the administrators as well as by
the users with appropriate privileges. This also includes details of mails uploaded from the 'Report Spam' interface.

Note: The reported spam reports are generated only for the domain level and not for the customer account level.
The report is available only to the administrators .

The report can be subscribed to be received hourly, daily, weekly, monthly or yearly.
»  Hourly - The reports are generated and sent every hour to the administrators through email.
 Daily -The reports are generated and sent daily to the administrators through email.

- Weekly - The reports are generated and sent to the administrators through email on every seventh day
from the start date set in the 'Start date' field. The report contains details of the mail activities for the
domains during the past seven days. The first report is sent on the start date and contains the statistics for
the remaining days of the week from the day of configuration and subsequently every seven days.

»  Monthly - The reports are generated and sent to the administrators through email on every 30th day from
the start date set in the 'Start date' field. The report contains details of the mail activities for the domains
during the past 30 days. The first report is sent on the start date and contains the statistics for the remaining
days of the month from the day of configuration and subsequently every 30 days.

«  Yearly - The reports are generated and sent to the administrators through email on every 365th day from
the start date set in the 'Start date’ field. The report contains details of the mail activities for the domains
during the past 12 months. The first report is sent on the start date and contains the statistics for the
remaining months of the year from the day of configuration and subsequently every 12 months.

An example of a reported spam report is shown below:
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Reported Spam report for csgga4.comodo.od.ua from Jul 01, 2015 10:00 to Jul 01, 2015 11:00

Operation
Date d:s:riptinn Login Role Details
Recipients: user77 @csggad.comodo.od.ua;
Wed Jul 01 P.e;?on Sender: Dagwood Bun'?psted
10-06:38 delivered admin1@csgqad.comodo.od.ua | admin &lr;avantistude @gmail.com&gt;; Date: Wed
038 message as gqas. od. Jul 01 10:01:10 GMT 2015; Subject: Fwd: Get
GMT 2015
spam instant Online Personal Loan approval and
disbursal in 72 hours
Recipients: user77@csgqad.comodo.od.ua;
wWed Jul 01 Herz-ort Sender: Dfagwood Burr?psted
10:39:03 delivered user77 @cseqad.comodo.od.ua | user &It;avantistude @gmail.com&gt;; Date: Wed
P message as R, o8 Jul 01 10:01:10 GMT 2015; Subject: Fwd: Get
GMT 2015 , )
spam instant Online Personal Loan approval and
disbursal in 72 hours
Recipients: user77 @csggad.comodo.od.ua;
Wed Jul 01 Hepcirts Sender: dagwood I::ur'nlpsted
10:41:54 archived 7@ 4.comodo.od . &lt;avantistude@gmail.com&gt;; Date: Wed
Gr\-:'IT 2'015 Message as a use csgqat.comoco.od.ua | use Jul 01 10:40:56 GMT 2015; Subject: Fwd: Zero
Spam Fees, Attractive Interest Rates and Loans upto
25L
Report Recipients: user/7@csggad.comodo.od.ua;
Wed Julo1 POMS Sender: oxford morris minor
archived

10:52:02 user77@csggad.comodo.od.ua (user  &lt;mmoxford@yahoo.com&gt;; Date: Wed Jul
message as a

GMT 2015 Spam 01 10:47:33 GMT 2015; Subject: Dr. Jones
P wake up now
Reorts Recipients: userl@csggad.comodo.od.ua,
wed Julol <P user2@csggad.comodo.od.ua; Sender: oxford

10:55:26 — user? @csggad.comodo.od.ua | user | morris minor &lt;mmoxford @yahoo.com&gt;;
message as a

GMT 2015 Date: Wed Jul 01 10:52:00 GMT 2015; Subject:
Spam
Fw: Dr. Jones wake up now
Report Recipients: userl@csggad.comodo.od.ua,
Wed Jul 01 a:ci:l'::v:d userZi@csggad.comodo.od.ua; Sender: oxford

10:55:52 essane A% 4 user? @csgqgad.comodo.od.ua |user  morris minor &lt;mmoxford@yahoo.com8&gt;;
GMT 2015 g Date: Wed Jul 01 10:52:00 GMT 2015; Subject:
Spam
Fw: Dr. Jones wake up now
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Appendix 1 - CASG Error Codes

The most common error codes for CASG are given below:

Error Code Description

1 Unknown error

100 Import exception

101 Wrong format

102 Wrong outgoing user format IP password. If ‘password' is empty then 'username’ must be IP
address.

103 Communication exception

200 User limit exception

300 Spam engine exception

1000 Customer has no domains

1001 Domains mismatch

1002 Alias already exists

1003 User already exists
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Appendix 2 - CASG Comparison Table
Features Paid Version Free Version
5 users and 1 domain
subscription
Number of domain aliases Nil
Active Directory / LDAP Synchronization %
Create / Modify User Groups %
Assign permissions to User Groups X
Number of user aliases per user Nil

Incoming / Outgoing email filtering

View all quarantined emails

Release quarantined emails

Whitelist / Blacklist quarantined emails

Configure spam detection settings

Report spam emails

View queued emails in Delivery Queue

Create local recipients

Clear incoming / outgoing email cache

Log search incoming emails

Log search outgoing emails

Create domain aliases

Configure domain settings

Configure email size restrictions

Configure 'Blocked extensions' settings

View users' release requests

View users' whitelist / blacklist requests

Whitelist / Blacklist recipients

Whitelist / Blacklist senders

AN NN NN EANAYAYAYANANENANENENENE VA NE VA NEE N N N

View users' login history

8% | % % % [ x x| % S % (NN NS

Email archive v
Number of email administrator accounts Unlimited
Report management v $

Comodo Antispam Gateway Admin Guide | © 2020 Comodo Security Solutions Inc. | All rights reserved 308



Creating Trust Online®

Comodo Antispam Gatewa}y_,___;.Adm*i‘ﬁié"fFaié}FGuide coMODO

=

e f

Appendix 3 - Troubleshooting LDAP

This section explains how to resolve some common problems that may arise when configuring LDAP.

For full details on working with LDAP, http://help.comodo.com/topic-157-1-288-5720-Importing-Users-from-
LDAP.html

»  Problem: Unhandled Exception:
Solution: The exception was not classified.

«  Problem: Size limit exceeded, unable to extract more then users from server. Size limit must be
increased on server side or specify more strict query

Solution: Active Directory server has limitation on the number of search entries which may be iterated during
querying. By default, Microsoft Active Directory allows only 1000 search entries. If the server received more than
that, the administrator should override the default LDAP search size limit in the Active Directory, or use more strict

query
»  Problem: Incorrect filter settings: ....

Solution: Filter settings contain incorrect format or AD server doesn't support it.
«  Problem: Incorrect BaseDN settings: ...

Solution: BaseDN value has incorrect format.
»  Problem: Unable to connect with provided host in BaseDN settings: ...

Solution: Provided domain name for BaseDN setting cannot be resolved in AD forest tree. Assure a domain name is
correct.

« Problem: Unable to resolve LDAP referral, host unreachable. Users had found before referral might
be imported. Possible solution is to use Global Catalog server (port 3268/3269 as default) to avoid
resolving referrals.

Solution: CASG is trying to extract as much as possible information and following referrals to resolve all search
entries in a query. If the URL in the referral is unreachable by CASG then the iteration will stop. Only partial result will
be provided. That occurs when an administrator uses a private domain and it cannot be accessed with only domain
name (the referral contains the list of URLs of the explicit domain names but the information about servers located in
the private subnet is absent). To avoid the referrals occurrence in search entries use the Global Catalog server for
querying. By default, the port for this server is 3268/3269 and that depends on whether the SSL enabled or not.

«  Problem: Unknown error. Users found before error might be imported. Original exception - ...

Solution: Search entries has been terminated within the replication process. Please contact support to find a
solution.

» Ifyou do not know your BaseDN, here's a step-by-step guide to determining your BaseDN.

Most organizations follow a similar convention for their determined BaseDN when the organization sets up its Active
Directory. For a company with the domain of example.com, the typically BaseDN is cn=Users,dc=example,dc=com

Appendix 4 - Useful Links

This page contains links to external webpages which provide detailed explanations of LDAP features.

What Is the Global Catalog?

http:/ltechnet.microsoft.com/en-usllibrarylcc728188%28v=ws.10%29.aspx
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Global Catalog and LDAP Searches

http:/itechnet.microsoft.com/en-usllibrarylcc978012.aspx

LDAP Referrals

http:/ltechnet.microsoft.com/en-us/library/cc978014.aspx

Click the following links for more details http://help.comodo.com/topic-157-1-288-5720-Importing-Users-from-
LDAP.html
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About Comodo Security Solutions

Comodo Security Solutions is a global innovator of cybersecurity solutions, protecting critical information across the
digital landscape. Comodo provides complete, end-to-end security solutions across the boundary, internal network
and endpoint with innovative technologies solving the most advanced malware threats. With over 80 million
installations of its threat prevention products, Comodo provides an extensive suite of endpoint, website and network
security products for MSPs, enterprises and consumers.

Continual innovation and a commitment to reversing the growth of zero-day malware, ransomware, data-breaches
and internet-crime distinguish Comodo Security Solutions as a vital player in today's enterprise and home security
markets.

About Comodo Cybersecurity

In a world where preventing all cyberattacks is impossible, Comodo Cybersecurity delivers an innovative
cybersecurity platform that renders threats useless, across the LAN, web and cloud. The Comodo Cybersecurity
platform enables customers to protect their systems and data against even military-grade threats, including zero-day
attacks. Based in Clifton, New Jersey, Comodo Cybersecurity has a 20-year history of protecting the most sensitive
data for both businesses and consumers globally. For more information, visit comodo.com or our blog. You can also
follow us on Twitter (@ComodoDesktop) or Linkedin.

1255 Broad Street

Clifton, NJ 07013

United States

Tel : +1.877.712.1309

Tel : +1.888.551.1531
https:/lwww.comodo.com

Email: EnterpriseSolutions@Comodo.com
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